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Quantum computers can execute algorithms that dramaticaltperform classical computation. As the
best-known example, Shor discovered an efficient quantgarigim for factoring integers, whereas factoring
appears to be difficult for classical computers. Understandvhat other computational problems can be
solved significantly faster using quantum algorithms is ohéhe major challenges in the theory of quantum
computation, and such algorithms motivate the formidadmé& df building a large-scale quantum computer. This
article reviews the current state of quantum algorithmsu$ing on algorithms with superpolynomial speedup

over classical computation, and in particular, on problevitls an algebraic flavor.
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I. INTRODUCTION the QFT in some capacity.
Before beginning our exploration of quantum algorithms

In the early 1980sManin (1980 andFeynman(19832 in- for algebraic problems, we briefly summarize the develop-
dependently observed that computers built from quantum menent of quantum algorithms more generally. It has sometimes
chanical components would be ideally suited to simulating?een said that there are really only two quantum algorithms:
quantum mechanics. Whereas brute-force classical simul&hor’s and Grover's. We hope that this article will, in some
tion of a system oh quantum particles (say, two-level atoms) small way, help to dispel this pernicious myth. While it i¢-di
requires storing 2complex amplitudes, and hence exponen-ficult to compete with the impact of Shor’s algorithm (a dra-
tially many bits of information, a quantum computer can nat-matic speedup for a problem profoundly relevant to modern
urally represent those amplitudes using onlguantum bits. ~ electronic commerce) or the broad applicability of Groser’
Thus, it is natural to expect a quantum mechanical computetlgorithm (a modest yet surprising speedup for the mostbasi
to outperform a classical one at quantum simulation. of search problems), recent years have seen a steady stfeam o

The perspective of quantum systems as abstract inform 1ew quantum algorithms, both for artificial problems thaidsh

tion processing devices subsequently led to the ideniificat '?ht on _the powte_r ()lf_qtjantljtm computation, and for problems
of concrete tasks, apparently unrelated to quantum mechafl: 9€NUINE practicalinterest.

ics, for which quantum computers have a quantifiable advan- N 1996, Grover (1997 gave an algorithm achieving
tage. Deutsch(1985 gave the first such example, a black- quadratic speeddfor the unstructured search problem, the

box problem that requires two queries to solve on a clasProblem of deciding whether a black-box Boolean func-

sical computer, but that can be solved with only one quaniion has any input that evaluates to 1. ~Grovers algo-
tum query. A series of related resulBefnstein and Vazirani "thm was subsequently generalized to the framework of
1997 Deutsch and Jozsd992 gave increasingly dramatic amplltude amplification and to counting the number of so-
separations between classical and quantum query compleiltions @rassarcetal, 2003.  The unstructured search
ity, culminating in an example d8imon (1997 providing an problem is ex_tremely bas_|c, an(_j Grover’s algorithm has
exponential separation. Building on this wohor (1997  found application to a wide variety of related problems
discovered in 1994 that a quantum computer could efficienth€-9- Ambainis andSpalek (2009; Brassarcetal. (1997;
factor integers and calculate discrete logarithms. Shers DU etal.(2009).

sult drew considerable attention to the concept of quantum i 1 h€ concept of quantum walk, developed by analogy to the
formation processing (sé&kert and Jozs&996 for an early classical notion of random walk, has proven to be_another
review), and since then, the design and analysis of quantufproadly useful tool for quantum algorithms. ~ Continuous-
algorithms has become a vibrant research area. time quantum walk was introduced Wyarhi and Gutmann

. . 1998, and discrete-time quantum walk was introduced by
Quantum computers achieve speedup over classical comp

tation by taking advantage of interference between quantu latrous(20018. The continuous-time formulation has been
| Dy 9 9 ) 4 Msed to demonstrate exponential speedup of quantum over
amplitudes. Of course, interference occurs in classicakwa

. S e e classical computationGhildset al, 2003 2007, though it
mechanics as well, but quantum mechanics is distinguishe mains to be seen whether these ideas can be applied to

by the ability to efficiently represent a large number of am-5 problem of practical interest. However, both continuous-

plitudes with only a few quantum bifs.n Shor's algorithm and discrete-time quantum walk have been applied to achieve

z)nddfn{; rr?]dseceeesgﬁrsfstgrechié?&?ggtﬂiﬁ,mzrzer:ﬁgrceénﬁgn olynomial speedup for a variety of search problems. Facllow
d P P 9 yop ng related work on spatial searcAgronson and Ambainjs

g?gﬁg;h?gl:ggt:%gzucg :g?:\f/\?;ﬁgs':; )téagf ?:]geeg:?ilﬁ op;\ 2005 Ambainiset al,, 2005 Childs and Goldstone004ab;

tum aldorithms foralgébraic problemswhich can be vievr\?:d Shenviet al., 2003, Ambainis(20_0‘_0 gave an optimal quan-

as continuations of the line of work leading from Deutsch totum algorithm for the element distinctness problem. This ap
roach was subsequently generalizbth@niezet al., 2007,

Shor. Many, though not all, of these algorithms make use o zegedy2004 and applied to other problems in query com-
plexity, namely triangle finding\lagniezet al,, 2009, check-
ing matrix multiplication Buhrman andspalek 2006, and

Ln principle, quantum systems evolving according to simipteractions teSt”Rg group Commﬁ:ar:wlt%agnblez and Nl?i)zjal/QOO.?). Re-- |
from a simple initial configuration can be described usingefieparam- cently, quantu,m wa as a SO_ een applie -tO give optima
eters, and classical simulations exploiting this idea Hzaen developed ~duantum algorithms for evaluating balanced binary ganestre
(see for examplé®érez-Garciat al. (2007). But while these ideas are (Farhiet al, 2007 and, more generally, Boolean formulas
extremely fruitful for simulating some quantum systems, deenot ex- (Ambainiset al,, 2007 Reichardt andepaIek 2008.
pect them to be efficient fany physically reasonable system—in particu-
lar, not for systems capable of performing universal quantomputation.

However, we emphasize that there is no unconditional ptuaifdlassical
simulation of quantum systems requires exponential oeethe
2 A similar situation occurs for the description aofprobabilistic bits by 3 Prior to Grover's result it was already shown Bgnnettet al. (1997 that

2" real-valued probabilities. However, probabilities do mderfere; and a quadratic speedup for the unstructured search probleptimal. More
contrary to the quantum case, randomized algorithms aréeimved to generally, foranytotal Boolean function, there can be be at most a polyno-
be dramatically more powerful than deterministic ones fseexample mial separation (in general, at most degree 6) betweeniciéssd quan-

Impagliazzo and Wigdersai1997). tum query complexityBealset al., 2001).



A related technique for quantum algorithms is the concepf. Quantum data
of adiabatic evolution. The quantum adiabatic theorem-guar
antees that a quantum system in its ground state will remain A quantum computer is a device for performing calcula-
close to its ground state as the Hamiltonian is changed, prdions using a quantum mechanical representation of inferma
vided the change is sufficiently slow, depending on spectration. Data are stored using quantum bitsgabits the states
properties of the Hamiltonian (see for examBten and Fock  of which can be represented Wy-normalized vectors in a
(1928; Janseret al. (2007). Farhiet al. (2000 proposed us- complex vector space. For example, we can write the state
ing adiabatic evolution as an approach to optimization probof n qubits as
lems. Unfortunately, analyzing this approach is challeng-
ing. While it is possible to construct specific cost function W) = Z ax|x) (1)
for which specific formulations of adiabatic optimizatiaail f xe{0,1}"
(van Damet al,, 2001, van Dam and Vazirani2003 Fisher
1992 Reichardt 2004, the performance in general remains Where thea, € C satisfy 3 ,c (o 1jn[ax|> = 1. We refer to the
poorly understood. Going beyond the setting of optimizatio basis of stateg) as thecomputational basis
problems, note that adiabatic evolution can simulate aarniv ~ Although we can always suppose that our data is repre-

sal quantum computeAparonovet al, 20071). sented using qubits, it is often useful to think of quantum
states as storing data more abstractly. For example, given a

Finally, returning to the original motivation for quan- groupG, we write |g) for a computational basis state corre-
tum computatlon, Manin and Feynman’s vision of quan-sponding to the group e|em@]g G, and

tum computers as quantum simulators has been considerably

developed (e.g.Aspuru-Guziket al. (2009; Lloyd (1996); ) = Zcbg|g> (2)

Wiesner(1996; Zalka(1999). However, it has proven diffi- ge

cult to identify a concrete computational task involvingaqel

tum simulation for which the speedup over classical comput{whereby € C with ¥ 4. [bg|? = 1) for an arbitrary superpo-

ers can be understood precisely. While it is widely expectegition over the group. We often implicitly assume that thisre

that quantum simulation will be one of the major applicasion some canonical way of concisely representing group elesnent

of quantum computers, much work remains to be done. using bit strings; it is usually unnecessary to make thiseep
sentation explicit. We use the convention that for any fisée

The main body of this article is organized as follows. In g the statdS) denotes the normalized uniform superposition
Sectionll, we give a brief introduction to the model of quan- of its elements, i.e.,

tum computation and the complexity of quantum algorithms.

In Sectionlll, we introduce the Abelian quantum Fourier ) 1
transform, and in SectiotV, we show how this transform 19 = \/ﬁ
can be applied to solve the Abelian hidden subgroup problem, 5

with various applications. In Sectidh, we describe quantum |f 3 quantum computer stores the staf® in one register
algorithms for problems involving number fields, including and the statéy) in another, the overall state is given by the

the efficient quantum algorithm for solving Pell's equatitm  tensor product of those two states. This may variously be de-
SectionVl, we introduce the non-Abelian version of the quan-noted|y) @ |¢), |P)|@), or |y, @).

tum Fourier transform, and in Sectidfil we discuss the sta- |t can be useful to consider statistical mixtures of pure
tus of the non-Abelian version of the hidden subgroup probgyantum states, representeddsnsity matriceswe refer the
lem. In Section&/Ill andIX, we describe two approaches to reader to the references above for further details.

going beyond the hidden subgroup framework, namely hid-

den shift problems and hidden nonlinear structure problems

respectively. Finally, in SectioX, we briefly discuss quan- g, quantum circuits

tum algorithms for approximating the Jones polynomial and

other#P-complete problems. The allowed operations on pure quantum states are those
that map normalized states to normalized states, naurgly
tary operators U satisfyingUU" = UTU = 1. When viewed
as anN x N matrix, the rows (and columns) &f form an
orthonormal basis of the spac2'.
To have a sensible notion efficientcomputation, we re-
Il. COMPLEXITY OF QUANTUM COMPUTATION quire_that the unit_ary operators app_ear_ing in a quantum com-
putation are realized bguantum circuits(Deutsch 1989
Yao, 1993. We are given a set of gates, each of which acts
In this section we give a brief introduction to quantum com-on one or two qubits at a time, meaning that it is a tensor
puters, with particular emphasis on characterizing coayput product of a nontrivial one- or two-qubit operator with the
tional efficiency. For more detailed background, the redler identity operator on the remaining qubits. A quantum compu-
encouraged to consiiiayeet al.(2007); Kitaev et al.(2002); tation begins in the0...0) state, applies a sequence of one-
Nielsen and Chuan@000; Preskill (19983. and two-qubit gates chosen from the set of allowed gates, and

s)- ®3)



4

finally reports an outcome obtained by measuring in the com- In particular, this means we can view a simple finite gate
putational basis. A circuit is called efficient if it contai@  set, such afH,T,A(X)}, as equivalent to an infinite gate
number of gates that is polynomial in the number of qubitsset, such as the set of all two-qubit gates. A finite gate set

the circuit acts on. is needed both for fault tolerance (Sectibiic) and for the
In principle, any unitary operator anqubits can be imple- concept of uniformly generated circuits (Footndje
mented using only 1- and 2-qubit gatd3iincenzqg 1999. Note that to implement unitary operatcsactly the no-

Thus we say that the set of all 1- and 2-qubit gatésxactly)  tion of efficiency might depend on the allowed gates (see for

universal Of course, some unitary operators take many morexampleMosca and Zalk§2004), so we usually restrict our

1- and 2-qubit gates to realize than others, and indeed,a sinattention to quantum computation with bounded error.

ple counting argument shows that most unitary operators on In principle, one can construct quantum circuits adapivel

qubits can only be realized using an exponentially largatir 1), qing the choices of gates on the outcomes of intermedi-

(Knill, 1993. L ) ate measurements. We may also discard quantum data in
In general, we are content with circuits that give good apyhe course of a circuit. In general, the possible operations

proximations of our desired unitary transformations. We sa on mixed quantum states correspond to completely positive,

that a circuit with gate&);,Uy, ..., Uy approximates) with 506 preserving maps on density matrices. Again, we refer

precisione if [[U —U;---UzUs| <€, where| - || denotes the o reader to the aforementioned references for more sletail
operator norm, i.e., the largest singular value. We caltate

elementary gatesniversalif any unitary operator on a fixed
number of qubits can be approximated to precisaumsing
poly(log%) elementary gates. It turns out that there are finit
sets of gates that are universBbgkin et al, 2000: for ex-
ample, the sefH, T,A(X)} with

eC. Reversible computation

Unitary matrices are invertible: in particulds, > = U,

1 /1 1 a8 g Th_us any unitary transformation is a reversiblg operati_on.
Hi— _— <1 _1) T:= < 0 in/8> (4)  This may seem at odds with how we often define classical

V2 € circuits, using irreversible gates such @sb and or. But
any classical computation can be made reversible by replac-
A(X) := 0 ) ing each irreversible gate — g(x) by the reversible gate

’ 1) (X,y) — (X, y®9(x)), whered denotes bitwise addition mod-
0 ulo 2. Applying this gate to the inpuyx, 0) producegx, g(x)).

By storing all intermediate steps of the computation, weenak
There are situations in which a set of gatefifectively it reversible Bennetf 1973.

universal, even though it cannot actually approximate any op g quantum computer, storing all intermediate computa-
unitary operator om qub|ts.2 For example, the gate set tional steps could present a problem, since two identical re
{H, T A(X),A°(X)}, where/\“(X) denotes the Toffoli gate - sylts obtained via distinct computational histories womid
(A*(X)[xy2 = [xyz for xy € {00,01,10}, andA\*(X)|112) = pe able to interfere. However, there is an easy way to remove
|117)) is universal Kitaev, 1997, but only if we allow the  the accumulated information. After performing the claabic
use of ancilla qubits (qubits thazt start and end in e computation with reversible gates, we simply copy the answe
state). Similarly, the gate s¢H,/\*(X)} is universal in the  into an ancilla register, and then perform the computation i
sense that, with ancillas, it can approximate amhogo-  reyerse. Thus we canimplement the nfagy) — (X, ya® f (x))
nal transformation Aharonov 2003 Shi, 2003. It clearly  eyen wherf is a complicated circuit consisting of many gates.
cannot approximate complex unitary matrices, since the en- Using this trick, any computation that can be performed ef-

. 2 . .
tries of H and A%(X) are real, but the effect of arbitrary al1lciently on a classical computer can be performed efficjentl

unitary tra_nsformauons can be S!m“""?ted using orthogon n a quantum computer, even on a superposition of computa-
ones by simulating the real and imaginary parts separatelg

(Bernstein and Vaziran1993 Rudolph and Grove2002). eg?enrﬁlegﬁrlwse Sr:]a;s(sgl? (?(ghg; Vavocrgsgs:t::\\llecg?nnp ngli\rl\gycgﬂ-
One might wonder whether some universal gate sets are belz.: . : '

ter than others. It turns out that the answer is essentially n fficiently perform the transformation

a unitary operator that can be realized efficiently with ogte s

of 1- and 2-qubit gates can also be realized efficiently with Zax|x,y> = Zax|x7y@ f(x) (6)

another such set. This is a consequence of the SolovayKitae X X

theorem Harrowet al., 2002 Kitaev, 1997 Solovay 2000:

[oNeNeN
OO r o
= O OO

on a quantum computer. Note that this does not necessarily
Theorem 1. Fix two gate sets that allow universal quantum Mmean we can efficiently perform the transformation
computation and that are closed under taking inverses. Then
any t-gate circuit using the first gate set can be implemented zax|x) — zax|f(x)), 7
with error at moste using a circuit of t poly(log(t/€)) gates X X
from the second gate set. Furthermore, there is an efficient
classical algorithm for finding this circuit. even if the functionf is bijective.
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D. Quantum complexity theory lem (see for example the excellent survey of quantum com-
plexity by Watrous(2009). Indeed, it seems almost as diffi-

We say that an algorithm for a problemésficientif the ~ Cult just to proveP = PSPACE, wherePSPACE denotes the
circuit describing it uses a number of gates that is polymbmi class of problems that can be decided by a deterministie clas
in the input size, the number of bits needed to write down théical computer running in polynomiabace SinceBQP C

input4 For example, if the input is an integer modiNothe ~ PSPACE (Bernstein and Vaziranil997) (i.e., any computa-
input size is[log, N|. tion that can be performed on a quantum computer in poly-

omial time can be performed on a classical computer with

With a quantum computer, as with a randomized (or noisy)n . ;
olynomial memory—indeed, even stronger such results are

classical computer, the final result of a computation may no nown (Adlemanet al, 1997 Bernstein and Vazirani 997

be correct with certainty. Instead, we are typically conten o
with an algorithm that can produce the correct answer WithFortnOW and Rogeys199§), we expect it will be hard to

high enough probability. To solve a decision problem, it suf plroc\)/ﬁtf]rrfs?‘c?rp' rciglset;asdihge tg’a:?ofg]: heaf?c(j;l?onrtc?;ssr:::l;rln
fices to give an algorithm with success probability bounded9 P P
. computers.
above 12 (say, at least 3), since we can repeat the compu- ) . . -
tation many times and take a majority vote to make the proba- While most complexity classes contain decision problems,

bility of outputting an incorrect answer arbitrarily smeflim- sBomIe cle}sse?_ desclr:|be the C?mF;LeX'BI/ of %ompl:tm_g non-
ilarly, if we can check whether a given solution is corrett, i oolean functions. For example, the class characterizes

suffices to output the correct answer with probabiftit).> the complexity of counting the number of ‘yes’ solutions to a

. . . - problem inNP.
It IS common practice to chara_ctenze the difficulty of com- Alternatively, instead of consideringatural computational
putational problems usingpmplexity classesee for example

.o : . . problems (in which the input is a string), we sometimes work
Rapad|m|tr|0L(199ép). Typ|c§1IIy, t‘hes? CI"’}SS?S contain deci- in the setting ofquery complexity Here the input is a black-
sion problems, problems with a ‘yes’ or ‘no’ answer. (Such

blem i tonally f lated as decidi heth box transformation (ooracle)—which in the quantum setting
a problem is conventionally formuiated as deciding whethetg given as a unitary transformation as in E&)—-and our goal

a string over some finite a_llphabet Is in a gilanguage for- is to discover some property of the transformation by queyyi
mally, a complexity class is a set of languages.) For exa,mplqt as few times as possible. For example, in Simon’s problem

the problems that can be decided in polynomial time on a de(Simon 1997, we are given a black box for a transformation
terministic classical computer belong to the clessn a prob- f:{0,1}" ésatisfying f(x) = f(y) iff y e {xx®t} for
gllgllli.stlc glassmal con:puterwnh terror_zt;\r: mog(lsltto the clﬁlss some unknowt € {0, 1}", and the goal is to learn

; and on a quantum computer with error at mog$1to The query model facilitates proving lower bounds: it is of-

the clas8QP. Clearly,P C BPP C BQP. The central problem ; .
; , . ten tractable to establish that many queries must be used to
of quantum algorithms can be viewed as trying to understand. : .
. ; Solve a given black-box problem, whereas it is generallghar
what problems are iBQP, but not inP (or BPP). .
to show that many gates are required to compute some ex-
Whereas the class@s BPP, andBQP all attempt to char-  pjicit function. Indeed, we will encounter numerous exam-
acterize modes of computation that could be carried out ifpjes of black-box problems that can be solved in polynomial
p(act|ce,computat|onal complexity theoig _also concerned tjme on a quantum computer, but thabvablyrequire expo-
computation. For example, the claeB corresponds to those  of course, if we find an efficient algorithm for a problem in
decision problems for which a ‘yes’ answer canuwgified  query complexity, then if we are provided with an explicft, e
in polynomial time on a classical computer, given a succincicient circuit realizing the black-box transformation, weél
proof. It is widely believed thaP 7 NP, and indeed, that haye an efficient algorithm for a natural computational prob
NP Z BQP (though it is also plausible th&QP ¢ NP), but  |em_ We stress, however, that lower bounds in the query model
proving this appears to be an extremely challenging probpg |onger apply when the black box is thus replaced by a trans-
parent one. For example, Shor’s factoring algorithm (Sec-
tion IV.E) proceeds by solving a problem in query complexity
which is provably hard for classical computers. Nevertbgle
4 Strictly speaking, we would like the circuits for solvingstances of a prob- it is an open question whether factoring is classically hard

lem of different sizes to be related to one another in som@lsimay. - gin e there might be a fast classical algorithm that does not
Given the ability to choose an arbitrary circuit for eachungize, we could

even have circuits computing uncomputable functions fuections that a work by solvmg the query prOblem'
Turing machine could not compute). Thus we require our @s¢a beuni-
formly generated say, that there exists a fixed (classical) Turing machine
that, given a tape containing the symbol fitimes, outputs a description
of thenth circuit in time polyn).

5 In this article, we use standard b@notation, wheref = O(g) if there exist
positive constants,y such thatf(x)| < c|g(x)| for all x> y; f = Q(g) if With any real computer, operations cannot be done per-
g=0(f); andf = O(g) if both f = O(g) and f = Q(g). The expression  factly. Quantum gates and measurements may be performed

Q(1) thus represents a function lower bounded by an unspecifisitiyeo ] .
constant. We writef — o(g) to denote that li, (x)/g(x) — 0. To imprecisely, and errors may happen even to stored data that

convey that a functiorf is bounded from above by a polynomial in the 1S nqt beir_lg manipulated. Fortun_ately’ there are protofols
functiong, we write f = poly(g), which could also be written as= g°L). dealing with faults that occur during the execution of a guan

E. Fault tolerance



tum computation. Specifically, thiault-tolerant threshold Thus, measurements in the Fourier basis produce the same

theoremstates that as long as the noise level is below somstatistics for a pure state) and its shiftPs|@). Equivalently,

threshold (depending on the noise model and the archite@ G-invariant mixed state is diagonalized By.

ture of the quantum computer, but typically in the range of

102 to 10%), an arbitrarily long computation can be per-

formed with arbitrarily small error Aharonov and Ben-Qr  B. Efficient quantum circuit for the QFT over  7/2"Z

2008 Kitaev, 1997 Knill et al, 1996 1997 Preskill, 1998h

Shor, 1996. Throughout this article, we implicitly assume  To use the Fourier transform overas part of an efficient

that fault-tolerant protocols have been applied, so thagfve quantum computation, we must implement it (approximately)

fectively have a perfectly functioning quantum computer. by a quantum circuit of size pollpg|G|). This can indeed be
done for any finite Abelian grouB@renccet al., 1996 Cleve
1994 Coppersmith1994 Hales and Hallgrer200Q Kitaev,

ll. ABELIAN QUANTUM FOURIER TRANSFORM 1995 Shor, 1997). In this section we explain a construction
for the case of the group/2"Z, following the presentation of
A. Fourier transforms over finite Abelian groups Cleveet al.(1998.

Transforming from the basis of stat¢x) : x € G} to the
For the grouf?Z/NZ, the group of integers modul under  basis{|y) : @ € G}, the matrix representation of the Fourier
addition (see AppendiA), the quantum Fourier transform transformation oveZ/NZ is
(QFT) is a unitary operatioRy, . Its effect on a basis state

[x) for anyx € Z/NZ is 1 1 1 - 1
1 1 WN (*)lz\l . 0\)“*1
1 (1 Wﬁl a4 2N-—2
X) = —= wy1y). 8 Fanz = —= “N “N - (12)
VN yeZz/NZ ! VN Do : :
. N-1 2N-2 (N-1)(N-1)
wherewy := €?/N denotes a primitivéNth root of unity. 1wyt of N
More generally, a finite Abelian grou has|G| distinct .o succinctly,
one-dimensional irreducible representations (or irrénac ’
characters)y € G. These are functiong : G — C with B Xy
P(a+b) = Y(a)y(b) for all a,b € G, using additive notation Pz = VN ;Nsz ) (X, (13)
for the group operation o (see AppendiB for further de- XYyez/
tails). The quantum Fourier transfotifg overG acts as wherely) represents the basis state corresponding to the char-
1 acter P, with Yy(x) = wy. It is straightforward to ver-
IX) > — z Y(x)|P) (9) ify that Fz)nz is indeed a unitary transformation, i.e., that
Gl s FunzF) g = Fo g Fanz = 1
ZNZTz )Nz, — Tz /N7 LNL =+
for eachx € G. Assume now thaN = 2", and let us represent the integer

. —1Aj
For example, the groupZ/NZ) x (Z/NZ) has N2 ir-  *X€ Z_/NZ by n bits Xo, X, ..., Xn—1 Wherex = >{-02'%j. The
reducible representations defined h,y, : (xi,%) — Fourier transform ofx) can then be written as the tensor prod-

P2 for all yy,y, € Z/NZ; hence its quantum Fourier uct of n qubits, since

transformFz nz) « (z/Nz) acts as 1 X(3"=12ly.)
1 Fopral¥) = > @ Yo ynr) (14)
ye{0,1}"
|X1,X2> — N Z 03)|i|1Y1+X2y2|y1,y2> (10) . n7{1 }
S -5 ® 3 Ty (15)
for all x1,x2 € Z/NZ. In this exampleFznz)x(z/nz) can j=0y;€{01} _
be written as the tensor produb Nz @ Fznz- In gen- n-1 |O)+e2"j zg;gzﬁk*"ka
eral, according to the fundamental theorem of finite Abelian = N (16)
groups, any finite Abelian grou@ can be expressed as a di- j=0
rect product of cyclic subgroups of prime power orders n-1
(Z/PLZ) x -+ x (Z/p&Z), and the QFT ove6 can be writ- =Xz 17)
ten as the tensor product of QFH’E/p’llz ®-® Fz/prka. j=0

The Fourier transforrig is useful for exploiting symmetry
with respect toG. Consider the operatd¥ that addss € G,
defined byPs|x) = |[x+s) for anyx € G. This operator is di-
agonal in the Fourier basis: we have

Now, because exX@ri2°x) = 1 for all integerss > 0, we see
that thejth output qubit is

) = 50+ @ Do N2 ). 1g)
FePFE =3 w(s)w) (. (12)

e and hence only depends on the j input bitsxo, ..., Xn—1-j.



To describe a quantum circuit that implements the Fourier 3. Apply an inverse Fourier transform on the first register,

transform, we define the single-qubit phase rotation giving
1 0 1 on
= i /or ~ P
Re: (o /2 ) —®)- 9 & Y el (24)
X,YEL[2VL
and the two-qubit controlled rotation
100 O 4. Measure the first register of the resulting state in the
010 O computational basis.
AR) = 001 O = E (20)
000 &i/2 If the binary expansion of/2r terminates after at most
bits, then the result is guaranteed to be the binary expansio
acting symmetrically ora andb € {0,1} as/A(R/)|a,b) =  of ¢/2m. In general, we obtain a good approximation with

e2ﬂiab/2'|a7 b). The circuit shown in Figuré uses(g) ofthese  high probability Cleveet al, 1998. (The relevant calcula-
gates together witln Hadamard gates to exactly implement tion appears in SectiolV.D for the case wherg € Q; that
the quantum Fourier transform ovéy2"Z. same calculation works for arye R.) The optimal way of
In this circuit, there are many rotations by small angles thaestimating the unknown phase is analyzedan(Damet al,
do not significantly affect the final result. By simply omit- 2007, but the above method is sufficient for our purposes.
ting the gateg\(R) with r = Q(logn), we obtain a circuit of The complexity of Algorithml can depend on the form
sizeO(nlogn) (instead ofO(n?) for the original circuit) that  of the unitary operatod. If we are only given a black box
implements the QFT with precisiory poly(n) (Coppersmith  for the controlledd gate, then there may be no better way
1994. to implement the controlled”* operation than by perform-
ing a controlledd gatex times, so that the running time is
O(2") (i.e., approximately the inverse of the desired preci-
C. Phase estimation and the QFT over any finite Abelian group sion). On the other hand, if itis possible to implement 28) (
in poly(n) time—say, using repeated squaring—then phase
Aside from being directly applicable to quantum algo- estimation can be performed in poty time.
rithms, such as Shor’s algorithm, the QFT o%2"Z pro- One useful application of phase estimation is to implement
vides a useful quantum computing primitive callgtese es-  the QFT Eq. {3) over an arbitrary cyclic groui/NZ (Kitaev,
timation (Cleveet al, 199§ Kitaev, 1999. In the phase es- 1995, The circuit presented in the previous section only
timation problem, we are given a unitary operatbieither  works whenN is a power of two (or, with a slight generaliza-
as an explicit circuit, or as a black box that lets us apply &jon, a power of some other fixed integer). But the following
C(_)ntr0||edUX Operatipn fOI’ il’!tegel’ Values (X) We are a|SO Simp|e technique can be usedto reaﬁ%ﬁ\lz (approximate'y)
given a statgq) that is promised to be an eigenvectorbf  ysing phase estimation. (While this approach is concelgtual
namelyU |¢) = €|g) for someg € R. The goal is to output  simple, it is possible to implement the QFT over a cyclic grou
an estimate ofto some desired precision. (Of course, we canmore efficiently; seéfales and Hallgre(2000.)

also apply the procedure to a general sm:;)ebyllnearlty, we We would like to perform the transformation that maps
obtain each valugwith probability|{g{y)|*) X) > [R), where|R) := Fznz|x) denotes a Fourier basis state.
The procedure for phase estimation is straightforward: By linearity, if the transformation acts correctly on a lsas
Algorithm 1 (Phase estimation) acts correctly on all states.AIt is straightfc_)rward to pEm‘o_
Input: Eigenstate) (with eigenvalue®) of a given unitary ~ the transformatiox, 0) — |x,X) (create a uniform superposi-
operator U. tion Y yez Nz ly)/+v/N in the second register and apply the con-
Problem:Produce an n-bit estimate gf trolled phase shiftx,y) — wy'|x,y)), but it remains to erase

the first register.

Consider the unitary operatBy that adds 1 moduld, i.e.,
Pi|x) = |x+ 1) for any x € Z/NZ. According to Eq. {1),

1 the eigenstates of this operator are precisely the Fouaer b
\/—2—“ z %) @[4). 1) s stategX), with eigenvaluessy. Thus, using phase esti-

XL mation onPy (with n = O(logN) bits of precision), we can

approximate the transformatidf 0) — |X,x). Reversing this
operation, we can era$e, giving the desired QFT. Note that

1. Prepare the quantum computer in the state

2. Apply the unitary operator

IX) (x| @ UX, (22) Wwecan perfornP} in poly(logN) steps even whexis expo-
xelnz, nentially large in lodN, so the resulting procedure is indeed
o efficient.
giving the state Given the Fourier transform oveét/NZ, it is straightfor-
1 . ward to implement the QFT over an arbitrary finite Abelian
ﬁ Z %X @) (23) group using the decomposition of the group into cyclic fac-
XeZ/2"Z tors, as discussed at the end of SectibA .



X0) —H [z01)
[X1) (Re) |Z0—2)
[Xn-3) — |22)
[Xn-2) ' - - —(Ra2)—(Ro-1 |22)
|Xn1> R R )

FIG. 1 An efficient (sizeD(n?)) quantum circuit for the quantum Fourier transform og®"Z. Note that the order of the output bits

;...

Z,_1 is reversed, as compared with the order ofritieput bitsxg, ..., Xn_1.

If gates can be performed in parallel, it is possible to perfor all x,y € Z/NZ. Notice that this can only be the case if

form the QFT much more quickly, using on(loglogN)
time stepsCleve and Watroy00Q Hales 2002.

D. The QFT over a finite field

The elements of the finite fielf};, whereq = p™is a power
of a prime numbep, form an Abelian group under addition

(see AppendiXd), and the QFT over this group has many ap-

plications. Ifqis prime, thenfy = Z/qZ, so the QFT over
[Fq is straightforward. More generally, as an additive group
Fq = (Z/pZ)™, so in principle, the QFT ovef, could be de-
fined using an explicit isomorphism {@/pZ)™. However, it

is often more convenient to defiﬂF@q in terms of the(abso-
lute) trace the linear function Tr ¥y — [, defined by

Tr(X) 1= X+ xP 4+ xP oo (25)

One can show that the functiogs : F; — C defined by
Wy () Tr(xy)

= Wp (26)

for eachy € Iy form a complete set of additive characters of

Fq. Thus, the QFT ovelfy can be written

1 Tr(xy)
Fr, = — 2 W X|. 27
q \/a <, p |y>< | ( )

dividesN, so thatf can have exactlil/r periods.

If we knowN, then we can find the periacdefficiently using
the quantum Fourier transform over the additive grayNZ.
We represent each element Z/NZ uniquely as an integer
x € {0,...,N —1}. Similarly, the irreducible representations
W:Z/NZ — C can be labeled by integeys= {0,...,N — 1},
namely withyy (x) = ™Y/N. The following algorithm solves
the period finding problem.

Algorithm 2 (Period finding oveZ /NZ).

Input: A black box f: Z/NZ — S satisfying Eq.48) for some

unknown re Z /NZ, where r divides N.
Problem:Determine r.

1. Create the uniform superposition
ZNZ) == 5 X

L (29)
N XeZ /NZ

of all elements ofZ/NZ (recall the notation Eq.3)).
For example, this can be done by applying the Fourier
transform ovelZ /NZ to the statg0).

. Query the function f in an ancilla register, giving
1

TR S 00 (30)

This definition is preferred over other possible choices be-

cause it commutes with the permutatian— |z°) implement-

ing the Frobenius automorphism, and hence respects the mul-

tiplicative structure offf,.

IV. ABELIAN HIDDEN SUBGROUP PROBLEM

A. Period finding over Z/NZ

Suppose we are given a function over the integers

0,1,...,N — 1 that is periodic with period. Further, suppose
that this function never takes the same value twice withén th
fundamental period (i.e., it imjectivewithin each period). In
other words, the functiof : Z/NZ — Ssatisfies

y

f(x) = f(y) if and only if X% ez (28)

3. At this point, if we were to measure the ancilla register,
the first register would be left in a superposition of those
x € Z/NZ consistent with the observed function value.

By the periodicity of f, this state would be of the form

r Tt
5 D Istir)
VN 2,

for some unknown offsetes {0,...,r — 1} occurring
uniformly at random, corresponding to the uniformly
random observed function valugsj. Since we will
not use this function value, there is no need to explic-
itly measure the ancilla; ignoring the second register
results in the same statistical description. Thus, we
may simply discard the ancilla, giving a mixed quan-
tum state, or equivalently, a random pure state.

(31)
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4. Apply the Fourier transform ovet/NZ, giving 1. Alice and Bob publicly agree on a large prirpeand
an intege of high order. For simplicity, suppose they
r N-1 _ choose g for which (g) = (Z/pZ)* (i.e., a primitive
\/g > Z) WSy, (32) root modulop). (In general, finding such @ might be
YEZNNZ |= hard, but it can be done efficiently given certain restric-
tions onp.)

By the identity
2a. Alice chooses someee Z /(p — 1)Z uniformly at ran-

M-1 iy dom. She computes:= g# mod p and sends the result
zo Wy = MJjymodm (33) to Bob (keeping secret).
J:
_ _ 2b. Bob chooses somec Z/(p — 1)Z uniformly at ran-
(applied with M= N/r, sowl’ = w)), only the values dom. He computeB := g° mod p and sends the result
ye {O,N/r,2N/r,...,(r —1)N/r} experience construc- to Alice (keepingb secret).

tive interference, and Eq3@) equals .
43@) eq 3a. Alice compute& := B2 = g2’ mod p.

1 r—1

= 3 KN/, (34) 3b. Bob computek = AP = g mod p.
k=0 At the end of the protocol, Alice and Bob share a keyand

. . ) ... aneavesdropper Eve has only seeg, A, andB.

5. Measure this state in the computational basis, giving the security of the Diffie-Hellman protocol relies on the
some integer multiple ki of N/r. Dividing this inte- 555 mption that discrete log is hard. Clearly, if Eve can
ger by N gives the fraction/k, which, when reduced to .o mnte discrete logarithms, she can recavendb, and
lowest terms, has/iged(r, k) as its denominator. hence the key. But it is widely believed that the discrete

IPgarithm problem is difficult for classical computers. The

Pest known algorithms for general groups, such as Pollard’s

rho algorithm and the baby-step giant-step algorithm, run i

time O(,/|C|). For particular groups, it may be possible

to do better: for example, ové€Z/pZ)* with p prime, the
number field sieve is conjectured to compute discrete loga-

rithms in time 2((logp)**(10glogp)?®) (Gordon 1993 (whereas
the best known rigorously analyzed algorithms run in time
20(vlogploglogp) (pomerance1987); but this is still super-
polynomial in logp. It is suspected that breaking the Diffie-
Hellman protocol is essentially as hard as computing the dis
crete logarithnf.

This protocol by itself only provides a means of exchanging
a secret key, not of sending private messages. Howeveg Alic
and Bob can subsequently use their shared key in a symmetric
encryption protocol to communicate securely. The ideas be-
hind the Diffie-Hellman protocol can also be used to directly
create public-key cryptosystems (similar in spirit to thdely
used RSA cryptosystem), such as the EIGamal protocol; see
for example Buchmann2004 Menezest al, 1996.

6. Repeating the above gives a second denominat
r/gedr,k). If k and K are relatively prime, the
least common multiple of/igcdr,k) and r/gcdr, k')
is r. The probability of this happening is at least
Mp prime(1 — é) =6/ ~ 0.61, so the algorithm suc-

ceeds with constant probability.

B. Computing discrete logarithms

Let C = (g) be a cyclic group generated by an elemgnt
with the group operation written multiplicatively. Givem a
elemenix € C, thediscrete logarithm of x in C with respect to
g, denoted logx, is the smallest non-negative integesuch

thatg’ = x. Thediscrete logarithm problens the problem
of calculating logx giveng andx. (Notice that foradditive
groups such a& = Z/pZ, the discrete log represents division:
logyx = x/g mod p.)

1. Discrete logarithms and cryptography

] ) ) ) 2. Shor’s algorithm for discrete log
Classically, the discrete logarithm seems like a good candi

date for a one-way function. We can efficiently compgfte Although the problem appears to be difficult for classical
even if/ is exponentially large (in lof|), by repeated squar- computers, quantum computers can calculate discrete loga-
ing. But givenx, it is not immediately clear how to compute rithms efficiently. Recall that we are given some elemeoit
log, x without checking exponentially many possibilities. a cyclic groupC = (g) and we would like to calculate Igg,

The apparent hardness of the discrete logarithm problef},o smallest non-negative integesuch thag’ = x.
is the basis of theDiffie-Hellman key exchange protocol

(Diffie and Hellman 1976, the earliest published public-key

cryptographic protocol. The goal of key exchange is for two

distant F’art'es' Alice ‘_Fmd Bob, to agree_ (_)n a secret key using It is nevertheless an open question whether, given theyabilibreak the
only an insecure public channel. The Diffie-Hellman protoco  protocol, Eve can calculate discrete logarithms. Somégpaesults on this
works as follows: question are knownden Boer 1990 Maurer and Wolf 1999).
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For simplicity, assume that the order of the groNp= |C|,
is known. For example, i€ = (Z/pZ)*, then we know
N = p—1. If we do not knowN, we can determine it ef-
ficiently using Shor’s algorithm for period finding ové,
which we discuss in SectidV.D. We also assume that g
(i.e., log,x # 1), since it is easy to check this.

The algorithm ofShor(1997 for computing discrete loga-
rithms works as follows:

Algorithm 3 (Discrete logarithm)
Input: A cyclic group C= (g) and an element x C.
Problem:Calculateloggx.

6. Measure this state in the computational basis. We
obtain some pair(vlogyx,v) for a uniformly random
v € Z/NZ.

7. Repeating the above gives a second gaitogyx,Vv')
with a uniformly randonv’ € Z/NZ, independent of.
With constant probability (at least/T@ ~ 0.61), v and
v/ are coprime, in which case we can find integars
and)’ such thaf\v + A’V = 1. Thus we can determine
Avlogy x-+A'V'logy x = logy X.

This algorithm can be carried out for any cyclic groQp
given a unique representation of its elements and theatuilit

1. If necessary, using the period finding algorithm of Sec-efficiently compute products and inverse<inTo efficiently

tion IV.D, determine the order I\ [C|.
2. Create the uniform superposition
1
ZNEXZNZ) =3y JoB)(39)
o,BEZ/NZ

over all elements of the additive Abelian grafifNZ x
Z/NZ.

3. Define a function fZ/NZ x Z/NZ — C as follows:
f(a,B) = xg” (36)
Compute this function in an ancilla register, giving
1
N Z |G,B,f(G,B)>. (37)

N o,BEZ/NZ

4. Discard the ancilla register.Since fa, ) = g*'%**#,
f is constant on the lines

Ly:=={(a,B) € (Z/NZ)* : alogyx+B =V},  (38)

computef(a,B), we must compute high powers of a group
element, which can be done quickly by repeated squaring.

In particular, Shor’s algorithm for discrete log breaks the
Diffie-Hellman key exchange protocol described above, in
whichC = (Z/pZ)*. In SectionV.F we discuss further appli-
cations to cryptography, in whid@ is the group correspond-
ing to anelliptic curve

C. Hidden subgroup problem for finite Abelian groups

Algorithms 2 and 3 solve particular instances of a more
general problem, thébelian hidden subgroup problefor
Abelian HSPE. We now describe this problem and show how
it can be solved efficiently on a quantum computer.

Let G be a finite Abelian group with group operations writ-
ten additively, and consider a functidn G — S, whereSis
some finite set. We say thathidesthe subgroupd < Gif

f(x) = f(y) if and only ifx—y € H (42)

for all x,y € G. In the Abelian hidden subgroup problem, we
are asked to find a generating set fbrgiven the ability to

so the remaining state is a uniform superposition overquery the functiorf.
group elements consistent with a uniformly random, un- It is clear thatH can in principle be reconstructed from the

knowny € Z/NZ, namely

1
ILy) = — |o,y—alogyX). (39)
Wohe :

entire truth table off. Notice in particular thaf (0) = f(x)

if and only if x € H: the hiding function is constant on the
hidden subgroup, and does not take that value anywhere else.
Furthermore, fixing any € G, we see thaf (y) = f(x) if and
onlyif xey+H :={y+h:heH}, acosetof H in G with

5. Now we can exploit the symmetry of the quantum stateoset representative So f is constant on the cosets Hfin

by performing a QFT oveZ /NZ x Z/NZ, giving

1 po+v (y—alogy X)
N3/2 Wy % I, V) (40)
LW VEZ/NZ
1 vy
== 3 @lvloggx.v) (41)
\/NvezzNZ o

where we used the identity EGJ).

7 Note that if we were to measure the ancilla register instdatiscarding
it, the outcome would be unhelpful: each possible vajieccurs with
equal probability, and we cannot obtajifrom g¥ unless we know how to
compute discrete logarithms.

G, and distinct on different cosets.

The simplest example of the Abelian hidden subgroup
problem is Simon’s problemin which G = (Z/2Z)" and
H = {0,x} for some unknowrx € (Z/2Z)". Simon’s effi-
cient quantum algorithm for this problerBi(non 1997 led
the way to Shor’s algorithms for other instances of the Adyeli
HSP.

The period finding problem discussed in SectidA is the
Abelian HSP withG = Z/NZ. The subgroups dB are of the
formH ={0,r,2r,...,N—r} (of order|H| = N/r), wherer is
a divisor ofN. Thus a function hidebsl according to Eq.42)
precisely when itis-periodic, as in Eq.Z8). We have already
seen that such a subgroup can be found efficiently.

The quantum algorithm for discrete log, as discussed in
SectionlV.B, solves an Abelian hidden subgroup problem in



the groupZ/NZ x Z/NZ. The function defined in Eq.36)
hides the subgroup

H = {(a,alogyx) : o € Z/NZ}. (43)

Shor’s algorithm computes Igg by finding this hidden sub-
group.

More generally, there is an efficient quantum algorithm to
identify any hidden subgroup < G of a known finite Abelian
groupG. (In SectionVII.C we relax the commutativity re-
striction to the requirement that is a normal subgroup @&,
which is always the case & is Abelian.) The algorithm for
the general Abelian hidden subgroup problem is as follows:

Algorithm 4 (Abelian hidden subgroup problem)
Input: A black-box function f G — S hiding some H G.
Problem:Find a generating set for H.

1. Create a uniform superpositios) over the elements
of the group.

. Query the function f in an ancilla register, giving the
state

(44)

1
= f
©l X;IX (x))

. Discard the ancilla register, giving theoset state

s+H) = Is+Y) (45)

w2

for some unknown, uniformly randomesG. Equiva-
lently, the state can be described by the density matrix

1
G §|3+H><5+H|.
sc

. Apply the QFT over G to this state. According to the
definition of the QFT in Eq.9), the result is

PH = (46)

*IHHG qgeye s+y)|w) (47)
Z W(s) (48)
L|J€G
where
WH) = ) 3 00 (49)

If W(y) =1forally € H, then clearlyp(H) = 1. On
the other hand, if there is anyeyH with Y(y) # 1 (i.e.,

if the restriction of to H is not the trivial character
of H), then by the orthogonality of distinct irreducible

characters (Theorer@in AppendipB), Y(H) = 0. Thus
we have the state

weG,Reg =1

11

or, equivalently, the mixed quantum state

R H
P gy W)l 1)
peGReg; y=1
whereRes; & = 1 means thatp(h) = 1 for allh € H.

5. Measure in the computational basis. Then we obtain
one of the|G|/|H| charactersy € G that is trivial

on the hidden subgroup H, with every such charac-
ter occurring with equal probabilityH|/|G|. Letting
kery := {g € G: Y(g) = 1} denote thekernelof the
charactery (which is a subgroup of G), we learn that

H < kery.

. Repeat the entire process T times, obtaining characters
WYs,..., Y1, and output a generating set forrkKwhere
Ki := ﬂtj:lkertpj. We are guaranteed that 4 K; for
any t. A simple calculation shows that if ¥ H, then
|Kit1|/|Kt| < 1/2 with probability at leastl/2. Thus,
we can choose E O(log|GJ) such that Kk = H with
high probability.

In summary, given a black-box functioh hiding a sub-
groupH of a known finite Abelian grougs, a quantum com-
puter can determinid in time poly(log|G|), and in particular,
using only polylog|G|) queries to the functior. Of course,
this assumes that we can efficiently implement group opera-
tions inG using some unique representation of its elements.

In contrast, the Abelian hidden subgroup problem is typi-
cally hard for classical computers. For example, an argimen
based on the birthday problem shows that even the simple
case of Simon’s problem (whef@= (Z/27)") has classical
query complexityQ(y/2") (Simon 1997. While certain spe-
cial cases are easy—for example, since the only subgroups
of Z/pZ with p prime are itself and the trivial subgroup, pe-
riod finding overZ/pZ is trivial—the classical query com-
plexity of the Abelian HSP is usually exponential. In pattic
ular, one can show that {6 has a set ofN subgroups with
trivial pairwise intersection, then the classical quergnpdex-
ity of the HSP inG is Q(v/N). (For a proof in the case where
G = [y x [y, seede Beaudragt al. (2002.)

D. Period finding over 7Z

In the previous section, we saw that the Abelian HSP can
be solved efficiently over any known finite Abelian group.
In this section we consider the HSP over an infinite Abelian
group, namelyZ (Shor, 1997. Similar ideas can be used
to solve the HSP over any finitely generated Abelian group
(Mosca and Ekert1999. (For an Abelian group that is not
finitely generated, new ideas are required, as we discuss in
SectionV.D.)

The HSP inZ is of interest when we are faced with a pe-
riodic function f over an unknown domain. For example,
Shor’s factoring algorithm (SectidW.E) works by finding the
period of a function defined ovér. Without knowing the fac-
torization, it is unclear how to choose a finite domain whose
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FIG. 2 Sampling &-periodic function oveZ /NZ.

size is a multiple of the unknown period, so we cannot imme-
diately apply the period finding algorithm from SectidhA .

Of course, we cannot represent arbitrary integers on a com-
puter with finitely many bits. Instead, we can restrict thedu
tion to the inputg0,1,...,N — 1} for some choseN and per-
form Fourier sampling ovef. /NZ. This can work even when
the function is not precisely periodic ov&yNZ, providedN
is sufficiently large. To simplify the implementation of the
QFT, we can choosd = 2" to be a power of 2.

This approach can only work if the period is sufficiently
small, since otherwise we could miss the period entirely. We
will see how to choos& if given an a priori upper bound
on the period. If we do not initially have such a bound, we
can simply start witiN = 2 and repeatedly doubl until the
period finding algorithm succeeds. The overhead incurred by
this procedure is only po{jogr).

Algorithm 5 (Period finding ovef).

Input: A black box f: Z/NZ — S satisfying Eq.48) for some
r € Z with r> < N, where r does not necessarily divide N.
Problem:Determine r.

1. Prepare the uniform superpositi¢#/NZ).
2. Query the function in an ancilla register, giving

1
\/—NXG%NZ X, f(x)).

3. Discard the ancilla register, leaving the first register i
a uniform superposition over thoseZ /NZ consistent
with some particular function value. Since f is periodic
with minimum period r, we obtain a superposition over
points separated by r. The number of such points, n,
depends on where the first poing,« {0,1,...,r — 1},
appears. When restricted t/NZ, the function has
[N/r] full periods and N-r |N/r| remaining points,
as depicted in Figur@. Thus

(52)

(53)

N IN/r|+1 xo<N-—r[N/r]
N otherwise

In other words, we are left with the quantum state

1 n-1
—= > [xo+jr)
7h 2,

where ¥ occurs nearly uniformly at random (specifi-
cally, it appears with probability AiN) and is unknown.

(54)

4. Apply the Fourier transform ovet/NZ, giving

1 koo " jkr
Y WY .
\/m keZ%NZ J;)

If we were lucky enough to choose a value of N for
which 1|N, then n= N/r regardless of the value ofpx
and the sum over j giveDRmodn.o by Eq. 83), so this
state is identical to Eq.34). But more generally, the
sum over j in Eq.%5) is the geometric series

(55)

n—1 krn ia( TIKIN
o _ ON" =1 n-ajke2SINCRY) 56
J;wN TN Sin(0) (56)

5. Measure in the computational basis. The probability of
seeing a particular value k is

sir? (k)

Prik) = ———>"- . (57)
nNsir? (T

From the case where & N/r, we expect this distribu-
tion to be strongly peaked around values of k that are
close to integer multiples of M. The probability of
seeing k= | jN/r] = jN/r + € for some je Z, where
|X] denotes the nearest integer to x, is

sin?(mjn + )

Prik=[jN/r]) = NS (g 1 ) (58)
N
_ sinf(Tn)
= NS 9

Using the inequalitiegx? /T2 < sir’x < x> (where the
lower bound holds foifx| < 11/2, and can be applied
sincelg| < 1/2), we find
. 4
Prik=[IN/r]) = —-.

— (60)

This bound shows that Fourier sampling produces a
value of k that is the closest integer to one of the r inte-
ger multiples of Nt with probability Q(1).

6. To discover r given one of the valugi /r], divide by
N to obtain a rational approximation to/j that devi-
ates by at most/2N, and compute the positive integers
g; in the continued fraction expansidCFE)

i L -

1
N ap+

az+

This expansion gives a sequence of successively bet-
ter approximations tg jN/r] /N by fractions, called

the convergentsof the CFE. By Ilardy and Wright
1979 Theorem 184), any fraction /g with |p/q—
|iN/r]/N| < 1/2¢? will appear as one of the con-
vergents. Since /j differs by at mostl/2N from
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[JN/r] /N, the fraction jr will appear as a convergent ~ The reduction from finding some nontrivial factor of an odd
provided ¥ < N. Thus, we carry out the CFE until we N to order finding in the multiplicative grou¥./NZ)* is due
obtain the closest convergent {gN/r] /N whose de- to Miller (1976. Suppose we choosec {2,3,...,N — 1}
nominator is smaller than our a priori upper bound on uniformly at random from those values that are coprimi to
the period; this denominator must equal r. These calcufurthermore, assume for now that the ordeaf a is even.
lations can be done in polynomial time using standardThen sincea” = 1 modN, we have(a’/2)2 — 1= 0 modN, or
techniques; see for exampledrdy and Wright 1979 equivalently,
Chapter X).
(@/2-1)(a"/2+1) = 0 modN. (62)
Notice that period finding can efficiently determine thre
derof a given group elemente G, the smallest € {1,2,...}  SinceN divides the producta’/? — 1)(a/? + 1), we might
such thag" = 1. This follows because the functidn Z — G hope for gcqar/Z —1,N) to be a nontrivial factor oN. No-
defined byf(j) = g' is periodic, with period equal to the or- tjce that geda’/2 — 1,N) # N, since if it were, the order
der ofgin G. In particular, this allows us to find the order of 3 would be at most/2. Thus it suffices to ensure that
of a cyclic groupC = (g), as needed in Algorithr8. In con- ged@/? — 1,N) # 1, which holds ifa”/2 # —1 modN. In
trast, the classical query complexit% of computing the oade | emma2 below, we show that a random value @batisfies
a permutation of 2elements i€2(2"3//n) (Cleve 2004. these properties with probability at least?] providedN has
at least two distinct prime factors. Thus the following quan

o tum algorithm can be used to factdr
E. Factoring integers

Algorithm 6 (Integer factorization)

Perhaps the best-known application of quantum computinput: An odd integer N with at least two distinct prime fac-
ers is to the problem of factoring integeiShipr, 1997. At tors.
present, the mostly widely used public-key cryptosystempProblem:Determine some nontrivial factor of N.
RSA (Rivestetal, 1978, is based on the presumed diffi-
culty of this problenf The fastest rigorously analyzed clas- 1. Choose arandoma{2,3,...,N—1}.
sical algorithm for factoring an integét has running time
20(VlogNToglogN) (see for exampl@omerancél1987), and the
best known classical algorithm is believed to be the number
field sieve Buhleret al, 1993, which is conjectured to run in

time 2((logN)3(loglogN)?’®) " otk of these running times are
superpolynomial in lodyl. In contrast, a quantum computer 3. Using Algorithmb, determine the order of a modulo N.
can factorN in time O(log®N). Thus, the development of a If r is odd, the algorithm has failed, and we return to
large-scale quantum computer could have dramatic implica-  stepl. If r is even, we continue.
tions for the practice of cryptography.

We have already discussed the core of Shor’s quantum fac-
toring algorithm, the ability to perform period finding ovte
integers. It remains to see how factoring can be reduced to a

particular instance of period finding. . ~ Lemma 2. Suppose a is chosen uniformly at random from
_To efficiently factor a given integeN, it suffices to effi- (7/Nz)* where N is an odd integer with at least two distinct
ciently produce some nontrivial factor bif(i.e., a factor other  prime factors. Then with probability at leasf2, the multi-

than 1 orN) with constant probability. The repeated use of yjicative order r of a modulo N is even, antia# —1 modN.
such a subroutine, combined with an efficient primalityitest

algorithm Agrawalet al, 2004 Miller, 1976 Rabin 1989,  Proof. SupposeN = pi™ - p;X is the factorization oN into
can be used to find all the prime factorsMf It is easy to  powers ofk > 2 distinct odd primes. By the Chinese remain-
check whether 2 dividel, so we can focus on the caseMf der theorem, there are unique valgs: Z/p" Z such that
odd without loss of generality. Furthermore, it is strafght  a=a mod p™. Letr; be the multiplicative order ofj mod-
ward to check whetheM is a prime power, or indeed whether ulo p, and let & be the largest power of 2 that dividesWe

2. Computegcda,N) using the Euclidean algorithm. If
the result is different frorh, then it is a nontrivial factor
of N, and we are done. More likelgcda,N) =1, and
we continue.

4. Computegeda’/? — 1,N). If the result is different from
1, then it is a nontrivial factor of N. Otherwise, return
to stepl.

it is the kth power of any integer, simply by computiffN  claim that ifr is odd or ifa”/2 = —1 modN, thenc; = - - - = c.
fork=2,3,...,log, N, so we can assume thidthas at least Sjncer = lem(ry,...,ry), we havec; = --- = ¢ = 0 whenr
two distinct prime factors. is odd. On the other hand, iifis even andi’/2 = —1 modN,

then for each we havea’/2 = —1 mod pim, sorj does not di-
vider/2; but we know that /r; is an integer, so it must be odd,

which implies that each has the same number of powers of
8 The RSA protocol uses similar ideas to the Diffie-Hellmantgcol (Sec- 2inits prime factorization.

tion 1V.B), but relies on a different assumption and achieves seame c Now we claim that the probability of an ivem takin
munication instead of key exchange. Note that breaking RSghinbe p ty y giver g

easier than factoring. For elementary discussions of trelsef RSAand ~ ON any particular value is at_mosyl Wh!Ch implies that
related protocols, se®(chmann2004 Menezet al, 1996). Pr(c; = c2) < 1/2, and the desired conclusion follows. To see
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this, considea chosen uniformly at random frofZ. /NZ)* — v

or equivalently, eacts; chosen uniformly at random from
(z/pZ)*. The order of the latter group #(p") = (pi — 2r

R
1) pim = 24iqg; for some positive integet; and some odd in-
tegergi. The number of; € (Z/pi"‘Z)X of odd order isq, Q
and the number ofy’s with any particularc; € {1,...,d;} is

2%-1g;. In particular, the highest-probability eventds= d, P,
which happens with probability only/2. O ‘ ‘

F. Breaking elliptic curve cryptography _
As discussed in Sectioiv.B, Shor’s algorithm allows PO

guantum computers to break cryptographic protocols based _al

on the presumed hardness of the discrete logarithm problem

in (Z/NZ)*, such as the Diffie-Hellman key exchange proto-

col. However, Shor’s algorithm works equally well for calcu FIG. 3 The group law for an elliptic curvé?+Q = —R. The points
|ating discrete |Ogarithms in any finite group, providedwn| P andQ sum to the point-R, whereR is the intersection between
that group elements can be represented uniquely and ogerat@® elliptic curve and the line throughandQ, and —Ris obtained
on efficiently. In particular, quantum computers can also efPY the reflection oR about thex axis.

ficiently calculate discrete logarithms over the group eorr

sponding to arelliptic curve thereby breaking elliptic curve

cryptography. whereO denotes the point at infinity.
An elliptic curve is a cubic, nonsingular, planar curve over
some field. (The terminologyelliptic curve” has to do with In general, the number of points on an elliptic curve de-

a connection to elliptic functions.) For simplicity, suggove  pends on the parameterandb. However, a theorem of Hasse
choose a field with characteristic not equal to 2 or 3. (Cryptosays that|E| — (p+ 1)| < 2,/P, so for largep the number of
graphic applications often use the fidgh of characteristic 2, points is close tg.
but the definition of an elliptic curve is slightly more corapl An elliptic curve can be used to define an Abelian group
cated in this case.) Then, by suitable linear transformatio by designating one point of the curve as the additive iden-
any elliptic curve can be rewritten in the form of thigeier- tity. Here, we use the common convention tigatthe point
stral3 equation at infinity, is this special element (although in principiteis
V2 =3+ ax+b, (63) p_ossible to Ief[ any point play this r_ole). It_ remains to define
binary operation+’ that maps a pair of points on the curve to
wherea, b are parameters. The set of poilisy) satisfying  a new point on the curve in a way that satisfies the group ax-
this equation form an elliptic curve. To be nonsingular, thejoms. To motivate the definition, consider the case of the fiel
discriminantA := —16(4a*+ 27b?) must be nonzero. Typi- R. Given two points,Q € E, their sumP+ Q is defined ge-
cally, one considers elliptic curves in the projective @@  ometrically, as follows. First, assume that neither pcindi
rather than the affine plane, which means that one point at irBraw a line through the poinandQ (or, if P= Q, draw the
finity must be included in the set of solutions. (For furthertangent to the curve &), and letR denote the third point of
details on the concepts of projective curves, points atitgfin  intersection, defined to b@ if the line is vertical. ThefP+Q
and nonsingularity, see Appendix) is the reflection oR about thex axis, where the reflection of
An example of an elliptic curve over the fieRl (namely,  Ois 0. If one of P or Q is 0, we draw a vertical line through
the curvey? = x3 — x+ 1) is shown in Figure8. Although the other point, so th&+ O = P as desired. Since is the
such pictures are helpful for developing intuition abolipel  additive identity, we defing® + O = O. Reflection about the
tic curves, it is useful in cryptographic applications tovéa x axis corresponds to negation, so we can think of the rule as

a curve whose points can be represented exactly with a finiteaying that the three points of intersection of a line with th
number of bits, so we use curves over finite fields. For simcurve sum ta0, as depicted in Figura.

plicity, we will only consider the field, wherep is a prime It can be shown thatE,+) is an Abelian group, where

larger than 3. the inverse oP = (x,y) is —P = (x,—y). From the geomet-

Example. Consider the curve ric definition, it is clear that this group is Abelian (thedin
throughP and Q does not depend on which point is chosen

E={(xy) eF7:y*=x®—x+1} (64)  first) and closed (we always chooBet Q to be some point

on the curve). The only remaining group axiom to check is
associativity: we must show thé®P+Q)+T =P+ (Q+T).
To define the group operation for a general field, it is useful
E={0,(0,1),(0,6),(1,1),(1,6),(2,0), (65) 0 have an algebraic description of elliptic curve pointiadd
(3,2),(3,5),(5,3),(5,4),(6,1),(6,6)}, tion. LetP = (xp,yp) andQ = (Xo,Yq). Providedxp # xq,

overF;. It has4a® +27b% = 2 mod 7 so it is nonsingular. It
is straightforward to check that the points on this curve are



the slope of the line throughandQ is

A= Yo~ Y (66)
XQ—Xp
Computing the intersection of this line with E&§.3], we find
Xp1Q =A*—Xp —XQ (67)
Yp+Q = A(Xp — Xp1Q) — VP (68)

If Xxp = Xg, there are two possibilities foQ: either Q =

(XQ,¥Q) = (Xp,Yp) = P or Q = (XqQ,¥q) = (Xp, —Yp) = —P.
If Q= —P, thenP+ Q= 0. On the other hand, P =Q (i.e.,
if we are computing R), then Egs.§7) and 68) hold with A
replaced by the slope of the tangent to the curve atamely

_ 33+a
2yp

(unlessyp = 0, in which case the slope is infinite, sB 2 O).

(69)

While the geometric picture does not necessarily make
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classical algorithms for factoring run faster than the lokst-
sical algorithms for calculating discrete logarithms ifipgic
curve groups. Thus in practice, much smaller key sizes are
used in elliptic curve cryptography than in factoring-tthse
cryptography. Ironically, Shor’s algorithm takes a congpar
ble number of steps for both factoring and discreteep,
it could actually beeasierfor quantum computers to break
present-day elliptic curve cryptosystems than to break RSA
One can also define an Abelian group corresponding to a
hyperelliptic curve a curve of the formy? = f(x) for some
suitable polynomiaf of degree higher than 3. These groups
are also candidates for cryptographic applications (seexto
ample Koblitz, 1998 Chapter 6)). In general, such a group is
referred to as th@acobianof the curve; it is no longerisomor-
phic to the curve itself in the non-elliptic case. The eletaen
of a general Jacobian can be represented uniquely and added
efficiently, so that Shor’s algorithm can also efficientlyrco
pute discrete logarithms over the Jacobian of a hyperillipt
curve.

sense for the case of a finite field, we can take its algebraic

description as a definition of the group operation. It is agai
obvious that addition of points, defined by these algebraic e

G. Decomposing Abelian and solvable groups

pressions, is commutative and closed. Associativity of the

group operation can be verified by a direct calculation. This.

shows thatE, +) is indeed an Abelian group.

Suppose we fix an elliptic curve grogg, +) and choose a

pointg € E. Then we can consider the subgraigp, which is

possibly the entire group if it happens to be cyclic. Using ex
ponentiation in this group (which is multiplication in owl-a

ditive notation), we can define analogs of Diffie-Hellman key
exchange and related cryptosystems such as ElGamal.
security of these cryptosystems then relies on the assampti

that the discrete log problem dg) is hard.

In practice, there are many details to consider whe
choosing an elliptic curve group for cryptographic purmose
(Buchmann 2004 Menezestal, 1996. Algorithms are
known for calculating discrete logarithms on “supersirgul
and “anomolous” curves that run faster than algorithmsifer

Recall from SectiorV.D that Shor’s period-finding algo-
rithm can be used to compute the order of a cyclic group
C = (g), given the ability to efficiently represent and multi-
ply elements of the group. More generally, given a black-box
representation of some group, it would be useful to have a way
of identifying the structure of that group. For certain ksnaf
groups, such decompositions can be obtained efficiently by a

T}%Jantum computer.

These algorithms operate in the frameworkbtdick-box
groups(Babai and Szemerégdi984. In this framework, the

felements of a grouf® are represented uniquely by strings of

length polylog|G|), and we are given a black box that can
compute products or inverses@as desired. Of course, any
algorithm that works in the black-box setting also works whe

¢ the groupis represented explicitly, say as a matrix growgsor

general case, so such curves should be avoided. At the safi@Me known group. Note that computing the ordear the
time, g should be chosen to be a point of high order. Curve2ck-Dox group setting is hard even whéris promised to

with the desired hardness properties can be found effigient

| be Abelian Babai and Szemergdiog4.

and in the general case it is not known how to solve the dis- SUPPOS€ we are given a generating set for a finite Abelian

crete log problem over an elliptic curve group classically a

faster than by general methods (see SedtbB), which run
intime O(,/p).

black-box group. Recall that by the fundamental theorem of
finite Abelian groups, any such group can be decomposed as
a direct produciG = Z/p’fZ X oo X Z/prka of cyclic sub-

However, using Shor’s algorithm, a quantum computer caf$'0UPS of prime power order. By combining the solution
solve the discrete log problem for an elliptic curve grouprov ©f the Abelian HSP with classical techniques from computa-
F, in time poly(log p). Points on the curve can be representedfional group theory, there is an efficient quantum algoritom
unigely by their coordinates, with a special symbol used tgi€termining the structure of the group (i.e., the valplgs and _
denote0. Addition of points on the curve can be Computedfurthermore, for obtaining generators for each of the cycli
using Eqs.§7) and 68), which involve only elementary arith-  factors Cheung and Mos¢£001 Mosca 1999. Note that
metic operations in the field. The most complex of these oper-
ations is the calculation of modular inverses, which cailyeas
be done using Euclid’s algorithm. For more details on the
implementation of Shor's algorithm over elliptic curveses Egs. 67) and ©8) requires slightly more operations than performing or-
(Cheunget al, 2008 Kaye’ 2005 Proos and ZalkeQOOE). dinary integer multiplication. However, there are waysmpiove the run-

. Elliptic curve cryptosystems are Commor!ly Vi?WEd as be- ning time of Shor’s algorithm for discrete log over elliptiarve groups, at
ing more secure than RSA for a given key size, since the bestleast in certain case€beunget al., 2008.

Naively, computing the group operations for an elliptic \@irusing
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this provides an alternative approach to factoring an erteg for quadratic polynomials ovéf,, with no restrictions on the
N: by decomposing the multiplicative grofZ/NZ)*, we  numbem of variables and the numbar of polynomials, the
learn its sizep(N), which is sufficient to determine the factors corresponding counting problem#B-complete. AstP prob-
of N (Miller, 1976 Shoup 20095. lems are at least as hard ldB problems (see SectidhD),
More generally, a similar decomposition can be obtainedve do not expect quantum computers to solve such count-
for any solvable groupWatrous 20013. A finite groupGis  ing problems in time polgn,m). In fact, the counting prob-
calledsolvableif there exist elementy, ..., gm € Gsuchthat lem is#P-hard even for a single polynomial in two variables
(von zur Gathert al, 1997 provided we use a sparse repre-
{1} =HodH; 4---<dHm =G, (70)  sentation that only lists the nonzero coefficients of thepo
mial, which allows its degree to be exponential in the size of
its representation. Using a non-sparse representatichaso
we aim for a running time polynomial in the degree, the com-

of Hj,1, i.e., thatxH; = Hjx for everyx € Hj.1. (Equiva- putational complexity of such counting problems is a more
lently, G is solvable if its derived series contains the trivial subtle issue

subgroup.) - Every Abehan group |stoIva_1bIe, but th_e CON" " Here we are concerned with the counting problem for pla-
verse does not hold; for exampl@s = Dj is non-Abelian nar curves, meaning that we have= 1 polynomial inn= 2

but sol\éﬁble._leenﬁe_l gerlteratggbglgttfor Ia blgckl-blox S.cze/ablvariables. (Appendix contains some crucial background in-
group, there is an efficient probabilistic classical alyoTito ¢, ation about curves over finite fields for readers unfamil

find gy, ..., gm satisfying Eq. {0) for somem= poly(log|G|) iar with this topic.) A key parameter characterizing the eom

(Babaiet al, 1995. To compute the order d, it suffices : : : !

. plexity of this counting problem is thgenus gof the curve.
t_oiccimpute the orders of the quotient grodﬁ)ﬁHj,l for . For a nonsingular, projective, planar curfe the genus is
i =1,...,m, which are necessarily cyclic. We cannot di g=1(d—1)(d— 2), whered = deg f)
rectly compute the orders of these groups using Shor’s al* Séhoof (1985 g:';\ve an algorithm' to count the number
gorithm since we do not have unique encodings of their eI—Of points on an elliptic curve (for whicly = 1) over F;
ements. Howe_v_er, Watrous shows that if_vye_are given the unii—n time poly(logg). Following results byPila (1990(‘,
form superp95|t|0t11-|j,l_>,_we can_(probablhs:ucally) compute Adleman and Huang2001) generalized this result to hy-
[Hj/Hj-1| using a modified version of Shor's algorithm, and perelliptic curves, giving an algorithm with running time
also (probabilistically) prepare the stgté;). By recursing O(g?logg) ' . .
this procedure along the normal series EAf) (starting with (Iogq) ' wh.er_eg is the genus of the curve. For fields
enough copies gHp), and maintaining enough copies of the By with character|sth§), .Le_luder and Waif2002 .showe.d.the
intermediate state$d;), to handle the cases where the a|go_¢X|stence of a deterministic algorithm for counting poiaith
rithm fails), a quantum computer can calculé® in poly- ~ Ume complexity polyp,r.degf). While the former algo-
nomial time. By straightforward reductions, this also give Nthm is efficient forg = O(1), and the latter is efficient for
efficient quantum algorithms for testing membership in solv p = poly(loga), ne|th.er is efficient ,W'.thOUt some restriction
able groups and for deciding whether a subgroup of a solvabl@n the genus or the field characteristic. .
group is normal. Similar ideas give a method for determining ©On the other hanKedlaya(2009 explained how the quan-
the structure of any Abelian factor gro@/H, whereH < G tum algorithm for determining the structure of an unknown

(Watrous 20013; see also Iganyoset al, 2003 for related finite Abelian group (SectiofV.G) can be used to count the
work. number of points on a planar curve of gemusverly in time

poly(g,logq). Itis probably fair to say that this constitutes not
so much a new quantum algorithm, but rather a novel applica-
H. Counting points on curves tion of known quantum algorithms to algebraic geometry.
In brief, Kedlaya’s algorithm counts the solutions of a

Suppose we are given a polynomiak Fy[xq, ..., %] in n smooth,_ p_rojective curv€; of genusg by determining the
variables over the finite fieldf. The setH; := {x € Ff':  2g nontrivial roots of the corresponding Zeta functiér(T),
f(x) = 0} of solutions to the equatiori(x) = 0 is called which are determ!ned from the_orders of the class groups
a hypersurface. Counting the number of solutior{si¢| of ~ Cls(Ct) over the different base fieldgs for s=1,...,16g.
this equation is a fundamental computational problem. More?S the class groups are all finite Abelian groupSls(Cr)|
generally, giverm polynomialsfs, ..., f € F[x1,..., X, we ~ €an be computed in time pdly;s logp) by a quantum com-
may be interested in the number of solutions to the system d?uter, thus giving an efficient quantum algorithm for therpoi
equationsfy(x) = --- = fm(x) = 0. The complexity of such counting proble_m. We explain some of the o_ie_ta|ls below. For
counting problems can be characterized in terms of at leadprtherinformation, see{ulek, 2003, (Lorenzini 1999, and
five parameters: the numberof polynomials, the number t_he c_)r|g|nal article by Kedlaya (in increasing order of sigph
of variables, the degrees ddg of the polynomials, the size tication).
q of the finite field[Fy, and the characteristip of the field,
whereq = p" andpis prime.

The complexity classtP characterizes the difficulty of The Zeta function of a curve. Let the polynomialf € Fp[X,Y]
counting the number of valuessuch thatf(x) = 0, where define a smooth, planar, projective cu@e. To count the
f is an efficiently computable function. One can show thatnumber of points on this curve in the projective plaﬁéﬂ?p),

whereH; := (9y,...,9;) for eachj =0,1,...,m, and where
the notatiorH; <H; 1 indicates thaH; is anormal subgroup
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it is useful to consider extensions of the base field. For anyrobenius automorphismp: x — xP, i.e.,cp = cyp) for all P.

positive integer, we define

Nr = [Cr (Fpr )] (71)

where

Ct(Fy) = {x € P?(Fy) : f(x) = 0} (72)
denotes the projective curve defined byhen viewed as a
polynomial overf .
In terms of these values, we can define Heta function
Z;(T) of the curveCs, namely
N
r 3

[ee]

2

Zi(T):= exp< (73)

with T a formal variable, and the exponential function defined

by the Taylor series exp) = z‘fzoxj/j!. Whereas the Rie-

mann zeta function is used to study the elements and prim%
of the ringZ, the Zeta function of a curve captures the ideals

and prime ideals of the ringp[X,Y]/(f), where(f) denotes
the ideal generated biy.

From the proof of Weil's Riemann hypothesis for curves
(see for exampleLorenzinj 1996 Chap. X)), the Zeta func-
tion of a smooth, projective cuni@ of genugy has the form

Qt(T)
(1-pT)(1-T)

Z¢(T) (74)

whereQ¢(T) is a polynomial of degreed?with integer coef-
ficients. MoreoverQs (T) has the factorization

29

Qr(T) =[1A—0oyT) (75)
f JI:I1 j

with ag+j = o} and|aj| = /p for all j. By considering the
rth derivative oiZ¢ (T ) atT =0, itis easy to see that the values
a; determine the numbebhg, Ny, ..., and in particular

29

Ne=p +1-Y af (76)
2

for all r. Thus, if we know the integer coefficients of the de-
gree 2 polynomialQ; (T), we can infer the number of points
on the curvef (x) = 0 overP?(Fy ). Kedlaya’s algorithm cal-
culatesZ;(T), and henceQ:(T), by relating it to theclass
groupof the curve, a finite Abelian group.

The class group of a function field.A divisor D on a curveC
overFy is a finite, formal sum over points on the curve ex-
tended to the algebraic closurg of Fp, namely

D= cp-P.
PC(IFp)

(77)

To be a divisorD must satisfy three conditions: (tp € Z
for all P, (2) Sp|cp| is finite, and (3)D is invariant under the

Thedegreeof D is the integer de) = Y pcp. Under point-
wise addition of the coefficients, the divisors of degree 0
form the group

Div(C) :={D :degD) = 0}. (78)

As explained in Appendix, for any curveCs one can de-
fine thefunction fieldF,(Ct), the field of rational functions
{g9=01/92: 092 # 0}, whereg; andg, are homogeneous poly-
nomials of equal degree moduld), such thagis a function
on the projective curv€s (Fp). For each such nonzero ratio-
nal functiong € F*(Ct) we define the correspondirpginci-
pal divisor

div(g):= 5 orde(g)-P (79)

PeCt (Fp)

= _orde(gy)-P—
PeCr (Fp)

= orde(gz) - P, (80)

2

PeCt (Fp)

here the nonnegative integer pfd; ) is the multiplicity ofP
as a solution t@; = 0. In particular, org(gi) > 1 if and only
if gi(P) =0, and org(gi) = 0 wheng;(P) # 0.

For each principal divisor we have deliv(g)) = 0. For a
rational curve such as the straight li@e= P!, the converse
holds as well: the only divisors of degree 0 are the principal
divisors of the curve. But it is an important fact that for gen
eral curves the converse daesthold. For curves that are not
rational, i.e., curves of positive genus such as elliptives,
the class group captures the relationship between the group
Div(Cs) and its subgroup of principal divisors.

There is a crucial equivalence relatienamong divisors
defined by

D1 ~ Dy if and only if D1 — D3 is a principal divisor (81)

Finally, the(divisor) class groupCl(C) of a curveC is defined
as the group of degree 0 divisors modulo this equivalence re-
lation:

CI(C) :=Div(C)/ ~ . (82)

Returning to the theory of Zeta functions, it is known that
the order of C[C;) can be expressed in terms of the romjs
of Z;(T) as

29
CICh)| = [](A-ay). (83)
i
This fact establishes a close connection between the number
of pointsNy = |Cs (Fp)| on a curve and the siZ€l(Cs )| of its
class group.
All of the above can repeated while interpreting the polyno-
mial f as an element of the extended rifig[X, Y]. Indicating
this change of the base fielg to its degrees extensionFys

with a parenthesized superscript, the Zeta fun@@rﬂ) has
2g nontrivial rootsags) = a? for j=1,...,29, and the class
group CI®(Cy) has order

29

|ICI®CH|=11-af). (84)
f Jll ;
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Observe that the change of base field affects the class groplote however that these representatives are far from wiqu
since the new divisors must be invariant under the Frobeniuas for example0 ~ —Py+ Py + P, — P3 = div(X + Y +

automorphisng® : X — xP° (which is a weaker restriction than
the corresponding condition ovigs, making Div® (Ct) larger
than DiMCys)), while the group of principal divisors now al-
lows all rational functiong € Fps(Cs ).

To illustrate the above definitions, we present the follayvin
extensive example of the class group of an elliptic curve.

Z)/(X+2)).) One can verify that the elements@iE) act
as the grou /47, with G+ Cy ~ Cy,y for any xy € Z /4Z.

Performing similar calculations over the extension fiélel
one can show that in general,

ICI9E) =(1-0%)(1-a%)=25+1-a%—a% (86)

Example (Point counting and the class group of an elliptic wherea is as in Eq. 85). This concludes our example.

curve) Consider the elliptic curve E ovéf, defined by the
equation ¥ + XY + X3+ 1= 0. The projective version of E
is defined by the homogeneous equati@ ¥ XY Z+ X3 +
Z% = 0. We want to consider the number of pointsiithe
projective spac@?(Fyr ) for various r.

It is not hard to see that N\= 4 with the four solutions

| P Py P Ps
(X:Y:Z)‘(O:l:O) (1:0:1) (0:1:12) (1:1:19

For the first extension field, there are N- 8 elements in

While for elliptic curves the number of points on the curve
equals the number of elements of the corresponding class
group, this coincidence does not persist for general curves
with genus different from 1. However, the class group is nev-
ertheless always a finite Abelian group, which can be exglore
using the quantum algorithm of SectibviG.

Kedlaya’s algorithm. Finally, we describe the quantum algo-
rithm of Kedlaya (2006 for counting the points on a curve

E(IF4): in addition to the previous four points, we now also gyer 4 finite field.

have the solutions

| P Ps Ps P,
(X:Y:Z)‘(m:o:l) (W:w:1) (WP:0:1) (W:0?:1)

with w an element of the fielB satisfyingw? = w+ 1.
In general, it can be shown that the number of points o
E(Fzr) is

a’

N=2"+1"—-a' — (85)
for any r, wherea := —3 + 1/=7.

To explore the class groul(E) of this curve, we start by
considering some principal divisors. For the linear fuiocts

in X,Y,Z we find the following (degre® divisors:

ordb(f) |Po PL P P3 P4 P5 Ps P
X 1 2
Y 1 1 1
Z 3
X+Y 1 1 1
X+2Z 11 1
Y+Z 1 2
X+Y+Z 2 1

From this table we see, for example, that the principal divis
of X/Z equals—2Py+ 2P, and thatdiv((X +Y +Z)/(X +
Z)) = —Py+ P14+ P, — Ps. (Note also that in this function field
we have equalities such agX Y Z= (X +2)?(Y +2)/(X +

Y + Z), which confirms thatliv(X? +Y 2) = 2div(X +Z) +
div(Y +2Z) —div(X+Y +Z) = 2P+ 4Ps.)

One can also show thafyP Py is nota principal divisor,
and hence thaCI(E) is nontrivial. In fact, there are four
different elements f the class group, which we can indicate
by the representatives

Co‘ C ‘ & ‘ Cs
0 [Po—Pi|P—P|Po—Ps

n

Algorithm 7 (Point counting)

Input: A nonsingular, planar, projective curve@efined by a
polynomial fe Fy[X,Y].

Problem:Determine the number of solutiofGs (Fyr )| of the
equation f=0in the projective plan@?(Fy ).

1. Letg= %(d —1)(d—2) be the genus of the curve, where
d=degf).

2. Fors=1,2,...,169:

(a) Construct the class groul® (Cy).

(b) Using the algorithm of Sectiol/.G, determine
ICI®(Cy)).

3. Using the calculated group sizes and the equalities

29

ICI¥(Ch)| = [](1—03) (87)
f J]:L ;

fors=1,2,...,169, determine the roots;.
2
4. Compute N= [Ct (Fy )| =q +1- 372, a’.

Several aspects of this algorithm are beyond the scope of
this article, most notably the issue of uniquely representi
and manipulating the elements of the class grou€Qlin
such a way that they can be sampled (nearly) uniformly,facil
itating finding a set of generators. For an explanation «f thi
and other issues, we refer the reader to the original adiute
references therein.

In conclusion, note that the above quantum algorithm has
running time polynomial in the parameters [ggand g,
whereas the best known classical algorithms are either ex-
ponential ing (Adleman and Huan@002), or exponential in
log p (Lauder and WayR002. Whether it is possible to gener-
alize Kedlaya's algorithm for curves to more general sweg$ac
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i.e., to polynomialsf with more than 2 variables, remains an d X1 V1
open question. The best known classical result for thisprob 2 3 2
lem is that ofLauder and Wai§2002, who described an algo- 3 2 1
rithm with running time poIYp",r”,degf)”z). 5 9

V. QUANTUM ALGORITHMS FOR NUMBER FIELDS 13 649 180

14 15 4
A. Pell's equation : :

. . . . L 6009 1316340106327253158698114661157803451
Given a squarefree integdr(i.e., an integer not divisible 02594469510599473886889492378831465766
by any perfect square), the Diophantine equation 4013975~ 1.3x 10 81644~ 1.6 x 102

6013 40929908599 527831340
X —dyy =1 (88) _ _ _

is known asPell's equation This appellation provides a nice
example of Stigler's Law of EponymyStigler, 1980 in ac- TABLZE | Some examples of fundamental solutions of Pell'saqu
tion, as Pell had nothing whatsoever to do with the equallo"* —dy? =1 for different input valuesl (J0zsa2003.
tion. The misattribution is apparently due to Euler, who-con
fused Pell with a contemporary, Brouncker, who had actuallySinceR 0
worked on the equation. In fact, Pell's equation was stutfied n
ancient India, where (inefficient) methods for solving itreve
developed hundreds of years before Pledir(stra 2002. (In-
deed, Lenstra has suggested that most likely, Pell was nam
after the equation.)

The left hand side of Pell's equation can be factored as

(v/dlogd), we can write dowr{R], the nearest
integer toR, usingO(logd) bits. SinceRis an irrational num-
ber, determining only its integer part may seem unsatisfac-
Ly, but in fact, given|R], there is a classical algorithm to
computen digits of R in time poly(logd,n). Thus we will
be satisfied with an algorithm that finds the integer part of
R in time poly(logd). The best known classical algorithm
for this problem runs in superpolynomial time (for more de-
X2 —dy? = (x+yvd)(x—yvd). (89)  tails, see SectioV.E). In contrastHallgren (2007 gave a
) ) ) polynomial-time quantum algorithm for computing]. For
Note that a solution of the equati¢ny) € Z° can be encoded 5 self-contained review of Hallgren’s algorithm, sdedsa
uniquely as the real number-y\/d: sincev/d is irrational,  2003.
x+yvd = w+ z/d if and only if (x,y) = (W,2). Thus we
can also refer to the numbgr-yv/d as a solution of Pell's
equation. B. From Pell’'s equation to the unit group
There is clearly no loss of generality in restricting our at-
tention topositivesolutions of the equation, namely those for ~ Given a squarefree positive integkthequadratic number
which >\</Z 0 andy > 0. ltis straightforward\}g show that if field Q[v/d] is defined as
X1+ y1vd is a positive solution, thefx; +y;1v/d)" is also a
positive solution for any1 € N. In fact, withx; +y11/d the QVd] == {x+yvd:xyeQ}. (91)
smallest positive solution of the equation, called theda-
mental solutionpne can show thatll positive solutions equal
(x1 +y11/d)" for somen € N. Thus, even though Pell’s equa-
tion has an infinite number of solutions, we can in a sense fin
them all by finding the fundamental solution. —
Some examples of fundamental solutions for various val- X+yvVd:=x—yvd. (92)

ues ofd are shown in _Tablda. Noticg that while t_he _si;e of  one can easily check that conjugation of element®pfd]
the fundameptall solution generally increases with inénggs 4o many of the same properties as complex conjugation, and
d, the behavior is far from monotonic: for exampie, has indeedQ[\/a] behaves in many respects like with v/d tak-

44 decimal digits whed = 6009, but only 11 decimal digits ing the place of the imaginary uniti v/—1. Defining the ring
whend = 6013. In general, though, it is possible for the S0-7[vd] ¢ Q[vd] as

lutions to be very large: the size &f +y1v/d is only upper
bounded by 8(Vdlogd) - Thys it is not even possible tarite Z[Vd) == {x+yVd:xye 7}, (93)
downthe fundamental solution with palpgd) bits.
To get around this difficulty, we define tmegulatorof the ~ We see that solutions of Pell's equation correspond to those
fundamental solution, & € Z[V/d] satisfyinggg = 1.
Notice that any solution of Pell's equatiche Z[v/d], has
R:=log(x1 +y1Vd). (90)  the property that its multiplicative inverse ov@fv/d], €1 =

Itis easy to check th&®[+/d] is a field with the usual addition
and multiplication operations. We also define an operation
aalledconjugationas
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E_/EE_: E_ is also an element &[\/d]. In general, an element

in Z[/d]. To see this, note that &is a unit, ther€Z[v/d] =

of a ring with an inverse that is also an element of the ring i{eZ[/d] = {Z[/d] sinceeZ[/d] = Z[\/d] by the definition

called aunit. In Z, the only units aret1, but in other rings it
is possible to have more units.

It should not be a surprise that the unitsZgf/d] are closely
related to the solutions of Pell's equation. In particufas
x-+yvdis a unitinZ[y/d] if and only if §&& = x> — dy? = +1.
To see this, we note that

E  x—yvd

X —dy?’

and if x2 — dy? = +1, then clearlyf ! = +£ € Z[v/d]. Con-
versely, if¢€~* € Z[/d], then so is

(x—yvd)(x+yvd)
02— dyp)?

which shows thax? — dy? = +1.

The set of units inZ[/d] forms a group under multipli-
cation called theunit group This group is given by{+e' :
n e Z}, whereg; is the aforementioned fundamental unit, the

gt= (94)

Eflz—l _

_ 1
Ty’

(95)

smallest unit greater than 1. The proof of this fact is essen

tially the same as the proof that all solutions of Pell’s dpma
are powers of the fundamental solution.

If we can findey, then it is straightforward to find all the so-
lutions of Pell's equation. If; = x+y+/d hasx? —dy? = +1,
then the units are precisely the solutions of Pell’s equatio
On the other hand, ¥ — dy? = —1, thene, := €2 satisfies
€262 = €2e2 = (—1)? = 1; in this case the solutions of Pell’s
equation arg +€2": n € Z}. Thus our goal is to find;. Just
as in our discussion of the solutions to Pell's equatgnis
too large to write down, so instead we computerggulator
of the fundamental unitR_ := loge;.

Example. Consider the quadratic number field[v/5] and
the corresponding ringzZ[v/5]. The unit group ofZ[\/5]
has the fundamental un#; = 2 + /5, whose regulator is
R =log(2+ \/5) ~ 1.44. Hereg g1 = —1, so the fundamental
solution of Pell's equation isx+ y1v/5 = €2 = 9+4+/5. Thus
the set of positive solutions to Pell’'s equaticnxsy? = 1 is

{(%Yk) 1 X%+ Y5 = (9+4V5)K ke N}.  (96)

C. Periodic function for Pell’s equation

To define a periodic function that encod®s we need to
introduce the concept of ddeal of a ring (and more specifi-
cally, aprincipal idea). For any ringR, we say that C Ris
an ideal if it is closed under integer linear combinationd an
under multiplication by arbitrary elementsf For example,
27 is an ideal ofZ. We say that an ideal igrincipal if it is

of a unit. Conversely, suppose tH[v/d] = {Z[\/d]; then,
since 1€ Z[v/d], we haveg € §Z[v/d] = Z[\/d], so there is
somey € Z[v/d] satisfyingé = Zu. Similarly, { € {Z[v/d] =

&€Z[v/d], so there is some € Z[/d] satisfying{ = &v. Thus
we havet, = {u = v This shows thatp =1, sopandv are
units (indeedy = p1).

As aresult, the functiog(€) = £Z[v/d] is (multiplicatively)
periodic with periode;. In other words, letting = €, the
function

h(z) = €Z[Vd| (97)
is (additively) periodic with period?. However, we cannot
simply use this function since it is not possible to sucdjnct
represent the values it takes.

To define a more suitable periodic function, one can use
the concept of aeducedideal. We will not describe the
details here. However, one can show that there are only
finitely many reduced principal ideals, and indeed cDly)
of them, so that we can represent a reduced principal ideal
using polylogd) bits.

Itis also helpful to have a way of measuring the distadice
of any principal ideal from thenit ideal 1Z[v/d] = Z[\/d].
Such a function can be defined by

8(¢z[Vd]) :=log (98)

E‘ d
Emo R.

Notice that the unit ideal has distanc®1Z[v/d]) =
log|1/1| modR = 0, as desired. Furthermore, the distance
function does not depend on which generator we choose to
represent an ideal, since two equivalent ideals have gemsra
that differ by some unit = €, and

3(eZ[v/d]) = 2logle| mod R = 0. (99)
With this definition of distance, one can show that there is a
reduced ideal close to any non-reduced ideal.

The periodic functiorf (z) used in Hallgren’s algorithm is
defined as the reduced principal ideal whose distance from
the unit ideal is maximal among all reduced principal ideals
of distance at most (together with the distance from to
ensure that the function is injective within each period). |
other words, we select the reduced principal ideal “to tffie le
of, or at,z”

This functionf is periodic with period® , and one can show
that it can be computed in time pdlggd). However, since
R is in general irrational, it remains to see how to perform
period finding for such a function.

generated by a single element of the ring, i.e., if it is of the

form aR for somea € R; thus Z is a principal ideal.

D. Period finding over R

Principal ideals are useful because the function mappiag th

ring elemen€ € Z[v/d] to the principal ideakR is periodic,
and its periodicity corresponds to the unitszdt/d]. Specifi-
cally, §Z[v/d] = {Z[v/d] if and only if§ = L& whereg is a unit

Suppose we are given a function R — Ssatisfying

y

f(x) = f(y) if and only if X% ez (100)



for somer € R, for all x,y € R. Here we consider how Shor’s
period-finding algorithm (Sectiohv.D) can be adapted to
find an approximation to, even if it happens to be irrational
(Hallgren 2007).

Of course, to perform period finding on a digital computer,
we must discretize the function. We must be careful abou
how we perform this discretization. For example, suppoae th
S=R. If we simply evaluatef at equally spaced points and
round the resulting values to obtain integers, there is asae
for the function values corresponding to inputs separated b
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We havejr] = jr +8; where—1 < & < 1, so the sum
over jaboveis

Z)(*)er Z) k]l’ k51

When the offsetd; are zero, this is simply Eq56),
which we have already shown is strongly peaked around
values of k close to integer multiples of N To com-
pare with this case, we compute the deviation

(104)
t

an amount close to the period to be related in any way what-

soever. It could be that the discretized function is injexti
carrying absolutely no information about the period.

Instead we will discretize in such a way that the resulting

function is pseudoperiodic We say thatf : Z — Sis pseu-
doperiodic at ke Z with period re R if for each? € Z, ei-
ther f(k) = f(k+ [4r]) or f(k) = f(k—[¢r]). We say that
f is e-pseudoperiodidf it is pseudoperiodic for at least an
fraction of the valuek =0,1,...,|r|. We will require that
the discretized function is-pseudoperiodic for some constant
€, and that it is injective on the subset of inputs where it is
pseudoperiodic. The periodic function encoding the reigula
of Pell's equation can be constructed so that it satisfiesethe
conditions.

The algorithm for period finding ovék closely follows Al-

gorithm5. Again the basic approach is Fourier sampling over
Z,/NZ, with N depending on some a priori upper bound on the

period.

Algorithm 8 (Period finding for a pseudoperiodic function)
Input: Black box f: Z — S that ise-pseudoperiodic (for some
€ =Q(1)) with period re R.

Problem:Approximate r.

1. Prepare the uniform superpositi¢@ /NZ).
2. Query the pseudoperiodic function in an ancilla regis-
ter, giving
1
= Y xf). (101)
\/N XG%NZ

. Discard the ancilla register, so that the first register is
left in a uniform superposition over those x for which
f(x) takes some particular value. With constant proba-
bility, this is a value at which f is pseudoperiodic. Sup-
pose that this value is(kg) where0 < xo <r. Asin
step3 of Algorithm5, the first register is a superposi-
tion over n= N/r points, with the rounding depending
on the particular value of x Let us write[¢] to denote
an integer that could be eithé¢| or [¢]. With this no-
tation, we obtain the state

1 :
Vo J;I><o+[1r]>-

. Perform the Fourier transform ové&/NZ, giving

kxo - K[jr]
W W’y oK),
keZ/NZ J%

(102)

(103)

n—

X I (105)
>t -3 | <y
1S ) Tk,
<3 z{)] (106)
< ZN (107)

This bound does not show that the amplitudes are close
for all values of k. However, suppose we restrict our
attention to those values of k less thaplbgr. (We ob-

tain such a k with probability abodt/ logr, so we can
condition on such a value with only a polynomial in-
crease in the overall running time.) Then k| jN/r]

for some je Z, we find (using Eq.60))

n-1 )
] a()

. Measure the state of EqLl@3 in the computational
basis. As in stefp of Algorithm5, we sample from
a distribution in which some value% | jN/r] (with
j € Z) appears with reasonably large probability (now
Q(1/ poly(logr)) instead of2(1)).

(108)

. Finally, we must obtain an approximation to r using
these samples. Since r is not an integer, the procedure
from step® of Algorithm5 does not suffice. However, we
can perform Fourier sampling sufficiently many times
that we obtain two value$jN/r|,|j'N/r| where j
and | are relatively prime, again with only polyno-
mial overhead. It can be shown that if N3r2, then
j/Jj’ is guaranteed to be one of the convergents in
the continued fraction expansion OfN/r|/|j'N/r].
Thus we can learn j, and hence compute/ NN /r1,
which gives a good approximation to r: in particular,

[r—=[IN/LIN/r T < 1.

E. The principal ideal problem and number field cryptography

Pell’'s equation is closely related to another problem in al-
gebraic number theory called thencipal ideal problem Fix
a quadratic number fiel@[/d], and suppose we are given
an invertible ideall, an ideal for which there exists some
J C Q[v/d] with 13 = Z[/d]. In the principal ideal problem,
we are asked to decide whether there is sangeZ[+/d] such
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that| = aZ[v/d] (i.e., whether is principal), and if so, to roots; then the number of fundamental units is s+t — 1.
find thata (or more precisely|loga]). Notice that comput- Let 64,...,6s be thes real roots, and lebs;1,...,0s:t bet
ing a can be viewed as an analog of the discrete logarithntomplex roots that, together with their complex conjugates
problem inZ[+/d]. Using similar ideas as in the algorithm for 05, 1,---,0¢,, constitute all 2 complex roots. For each=
solving Pell's equation, and proceeding along similardite  1,...,s+t, we can embef in C with the mapo; : K — C that
Algorithm 3, Hallgren (2007 also gave an efficient quantum replace® by 6;. Then we define a function: K* — RS™ as
algorithm for the principal ideal problem.

The integer factoring problem reduces to solving Pell’'s L(x) := (log|o1(x)],...,log|os(X)],
equation, and Pell's equation reduces to the principallidea 2109|0s11(X)],. .- ;2109|011 (X)]).
problem Buchmann and Williams1990; but no reductions

in the other direction are known. Indeed, whereas factorgy pirichlet's theoreml (U (K)) is anr-dimensional lattice in
ing is conjectured to be possible with a classical computefi+1whose coordinateyy, ..., yr+1) obeys | yj = 0 (Cohen
in time 20((logd)*/3(loglogd)*®) ' the pest known classical algo- 1993 Thm. 4.9.7). The unit group problem is essentially
rithms for Pell’s equation and the principal ideal probleotth  equivalent to finding a basis for this lattice, i.e., deterimg
take time ®(v09d0glogd) a55uming the generalized Riemann the periodicity ofL(x). Note that since the lattice has dimen-
hypothesis, or tim®(d'/* poly(logd)) with no such assump- sionr, we can restrict our attention to anycomponents of
tion (Buchmann199Q Vollmer, 2000. Motivated by the pos-  L(X), thereby giving a period finding problem ove¥.
sibility that the principal ideal problem is indeed hardeairi There are two main parts to the quantum algorithm for com-
factoring, Buchmann and Williams proposed a key exchangguting the unit group, again paralleling the algorithm feliB
protocol based on itBuchmann and Williams1990. This  equation. First, one must show how to efficiently compute
system is analogous to the Diffie-Hellman protocol discdsse the functionL(x), or more precisely, a related function that
in SectionlV.B.1, but instead of exchanging integers, Alice hides the same lattice, analogous to the function discussed
and Bob exchange reduced ideals. Hallgren’s algorithm showin SectionV.C (and again based on the concept of a reduced
that quantum computers can efficiently break the Buchmanndeal). Second, one must generalize period finding @er
Williams cryptosystem. (SectionV.D) to period finding oveR". All relevant compu-
tations can be performed efficiently provided the degre of
is constant, giving an efficient quantum algorithm for thé un
F. Computing the unit group of a general number field group problem in this case.

(109)

Recall from Sectiorv.B that the quantum algorithm for
solving Pell’'s equation proceeds by computing the fundamenG. The principal ideal problem and the class group
tal unit of the unit group ofZ[v/d]. More generally, there
is an efficient quantum algorithm to compute the unit group We conclude our discussion of quantum algorithms for
of an arbitrary number field of fixed degrdédllgren 2005 number fields by mentioning two additional problems with ef-
Schmidt and Vollimer2005, which we briefly summarize. ficient quantum algorithms.

In general, aralgebraic number fieldor simply number In SectionV.E, we saw that the efficient quantum algo-
field) K = Q[6] is a finite extension of the fiel@ of rational  rithm for Pell’s equation can be adapted to efficiently decid
numbers. Her® is a root of some monic irreducible polyno- whether a given ideal is principal, and if so, to compute (the
mial over@ called theminimal polynomial If the minimal  regulator of) its generator. More generally, the principekl
polynomial has degree, we say thak is a number field of problem can be defined for any number field, and the tech-
degreen. For example, the quadratic number fi€d/d] has  niques discussed in SectidtF can be applied to give an effi-
the minimal polynomiak? — d, and hence is of degree 2. cient quantum algorithm for it whenever the number field has

For a general number field, the units are defined as the atonstant degreéHallgren 2005.
gebraic integers of that field whose inverses are also agebr A related problem is the task of computing ttlass group
integers. In general, the units form a group under multéplic CI(K) of a number fieldK. The class group is defined as
tion. Just as the units of a quadratic number field are powernthe set of ideals oK modulo the set of principal ideals of
of some fundamental unit, it can be shown that the unit groufk; it is a finite Abelian group. Thelass group problerasks
U (K) of any number fiel&K consists of elements of the form us to decompose @) in the sense of SectiolV.G. As-
Zeyt---€ for m,....nr € Z, whereZ is a root of unity and  suming the generalized Riemann hypothesis (GRH), there is a
€1,...,& are called théundamental unitgwith r defined be-  polynomial-time algorithm to find generators of(&l) (Thiel,
low). Given a number field of constant degree (say, in termd995. If K = Q[v/—d] is an imaginary quadratic number
of its minimal polynomial){ can be computed efficiently by field, then its elements have unique representatives thmat ca
a classical computer. Thait group problemasks us to com- be computed efficiently, and @) can be decomposed using
pute (the regulators of) the fundamental usits . . , €. the procedure of Gheung and Mos¢&2001 Mosca 1999.

As in the quantum algorithm for solving Pell’'s equation, we More generally, it is not known how to uniquely represent the
can reduce this computation to a period-finding problem. Teelements of GQIK) in an efficiently computable way. How-
see how the periodic function is defined, suppose the miniever, we can take advantage of the technique introduced in
mal polynomial ofK hass real roots and pairs of complex (Watrous 20013 for computing over quotient groups, namely
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to represent a coset by the uniform superposition of its eleNote that the Fourier transform over a non-Abel@ris not
ments. Using this idea, it can be shown that there is an efaniquely defined, but rather, depends on a choice of basis for
ficient quantum algorithm for decomposing(&l), provided each irrep of dimension greater than 1.

K has constant degree and assuming the GREHllgren It is straightforward to check thds is indeed a unitary
2009 (see Hallgren 2007 for the special case of a real transformation. Using the identity

guadratic number field). In particular, we can efficientlyrco

pute| CI(K)|, theclass numbeof the number fiel&, just as a(y)|o(x)) = Tr (a'(y)o(x)) /ds = Xa(y X)/dg, (115)
Kedlaya’s algorithm does for curves (SectidiH). oo} ( et ))/ o =Xol )/do

we have
VI. NON-ABELIAN QUANTUM FOURIER TRANSFORM d2
W% = 5 1 2(0(y)o(x) (116)
. . . . |G|
In SectionlV, we saw that the Abelian Fourier transform 0eG
can be used to exploit the symmetry of an Abelian HSP, and - 1
that this essentially gave a complete solution. In the non- - Z axo(y X)- (117)
Abelian version of the HSP, we will see that a non-Abelian 0cG

version of the Fourier transform can similarly be used to ex-
ploit the symmetry of the problem. However, in general, this

will only take us part of the way to a solution of the non- (YI%) = Bny. . . . . .
Abelian HSP. As noted in AppendiB, Fg is precisely the transformation

that simultaneously block-diagonalizes the actions dfdafl
right multiplication, or equivalently, that decomposesie
A. The Fourier transform over a non-Abelian group left and right regular representations®into their irreducible
components. Let us check this explicitly for the left regula
We begin by discussing the definition of the non-Abelian'epresentatioh of G. This representation satisfie$x)|y) =
Fourier transform. For a more extensive review of FourierXy) forallx,y € G, so
analysis on finite groups, we recommend the books by

Hence by Eqs.R5) and B86) in AppendixB, we see that

Diaconis(1989; Serre(1977; Terras(1999. Here we as- L(x) :=FaL(x )Fs = (118)
sume knowledge of group representation theory; see Ap- %) (9] (119)
pendixB for a summary of the requisite background. %
The Fourier transformof the statgx) corresponding to the
group elemenx € G is a weighted superposition over a com- < /Aoy
plete set of irreducible representatidh,snamely %0 &), 11,;_ |G|
IR) 1= Z do|o,0(x (110) o(xy)j k0’ ()} 10,1,k (0", ] K] (120)
Vv |G 0cG B dg Gy NG
wheredy is the dimension of the representatmno) is a state V= Py j‘k%:lj,’k,:l G|
that labels the irreducible representationiteep), and|a(x)) ’ - s _ P
is a normalizedd2-dimensional state whose amplitudes are 0(X)j.c0)ek0 )y l0, 1K (07, K] (121)
given by the entries of thés x dg matrix a(x) /1/dg: do _
- z 2 O-(X)J',E |07 ], k> <O-a év k| (122)
000) = 602 10) 3 AL ) o
o(x)) := (o(x
© 2 Vs =P (o(x) ®1q,). (123)
& o)k, 7C
ifea o where in the fourth line we have used the orthogonality rela-

_ _ _ _ tion for irreps (Theorend in AppendixB).
Hereo(x) is a unitary matrix representing the group element A similar calculation can be done for the right regular rep-

x € G; we haveo(x)o(y) = a(xy) forall x,y € G. (If aisone  resentation defined bg(x)|y) = lyx 1), giving
dimensional, theno(x)) is simply a phase factow(x) € C

with |o(x)| = 1.) In other words, the Fourier transform o¥&r R(x) := FoR(X) = (124)
is the unitary matrix ' G
=P (L, ®0(x)*). (125)
Fe:= %|)2><x| (113) 0cG
do This identity will be useful when analyzing the applicatioi
= Gl ; X)j k|0, ], K) (X (114)  the quantum Fourier transform to the hidden subgroup prob-
X< creG lem in SectionVII.
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B. Efficient quantum circuits hides a subgroud < G provided
; e 1

In Sectionlll.B, we described efficient quantum circuits f(x) = f(y) ifand only ifx""y € H (126)
for implementing the quantum Fourier transform over any fi-
nite Abelian group. Analogous circuits are known for many,
but not all, non-Abelian groups. Just as the circuit for the

QFT_over a cyclic group parallels the usulal c_Iassic.aI faSWe say that an algorithm for the HSP@is efficient if it runs
Fourier transform (FFT), many of these circuits build oNip time poly(log|G|)

classical implementations of FFTs over non-Abelian groups The choice of left cosets is an arbitrary one; we could just as
(Beth 1987 Clausen 1989 Diaconis and Rockmordl99Q || gefine the HSP in terms of right coyseisl-]g’l Hg, ..J.
Mgslen and Ropkmore1995 Rockmor_e: 1999‘. Here we by promising thatf (x) = f(y) if and only if xy~* € H. But
briefly summarize the groups for which efficient QFTSs A€ ere we will use the definition in terms of left cosets.
known. - N . The non-Abelian HSP is of interest not only because it gen-
Hoyer(1997 gave eff|C|_ent cireuits forthe quantum Fourier eralizes the Abelian case in a natural way, but because a so-
tr?nsfcl)_rm over m_etalcy(;:_hc ?r:oudpﬁ ((Ije'i sem|d|rec(; prchslt:;}: lution of certain non-Abelian HSPs would have particularly
(|:)>aC>|/-C 'fogrog?r?)’ Irtl;':tg 22 altee rnla'? (;acc?r:gtl:pé:?gn fg\;fer- useful applications. The most well-known (and also the most
AUl group orm qubits. An afte Ve ucti straightforward) applications are to tigeaph automorphism
tain metacyclic 2-groups is given irP{schektal, 1999. roblemand thegraph isomorphism probler(Beals 1997

Beals gave an efficient implementation of the QFT over th : g
symmetric groupBeals 1997. Finally, Mooreet al. (200 gg%h and Lipton 1995 Ettinger and Hgyer1999 Hgyer,

gave a general construction of QFTs, systematically quan- In the aranh automorphism problem. we are aiven a arach
tizing classical FFTs. For example, this approach yieldsr onn vge]rtif:)es and oupr goalpis to détermine g?ts autogmol?-
polynomial-time quantum circuits for Clifford groups, the hism group We say thate S, is an automorphism df if
symmetric group, the wreath product of a polynomial-sizec(r)[(r) - Thé automorphisms 6f form a group AU < Si;
group, and metabe_han groups. . - if Aut I is trivial then we say isrigid. We may cast the graph

There are a few important groups for which efficient quan'automorphism problem as an HSP o@siby considering the
tum Fourier transforms areot known. These include the function (1) := T(T"), which hides AUE

plasswal_groups, Suc.h as Fhe gr_dam(Fq) ofnxn invert- In the graph isomorphism problem, we are given two con-

ible matrices over a finite field with elements. However, it nected graph§,T™’, each onn vertices, and our goal is to

i_s possible to implement these transforms in SUbeXponemi%letermine whet’he’r there is any permlltaﬁoa S, such that

time Mooreet al, 2008. (") =T, in which case we say th&t andl™" areisomor-
phic. We can cast graph isomorphism as an HSP in the wreath
productS)1 S, < Sn. (The wreath product group: T, where

VIl. NON-ABELIAN HIDDEN SUBGROUP PROBLEM T < Sy, is the semidirect produ™ x T, whereT acts to
permute the elements @&™.) Writing the elements 08,1 S,

We now turn to the general, non-Abelian version of thejn the form(o,T,b) whereo, T € S, represent permutations of

hidden subgroup problem. We begin by stating the problenr / respectively, ant € {0,1} denotes whether to swap the
and describing some of its potential applications. Then wewo graphs, by defining

describe the standard way of approaching the problem on a
guantum computer, and explain how the non-Abelian Fourier _ (o(MN),1(r")) b=0
transform can be used to simplify the resulting hidden sub- f(o,1,b) = (o(r"),1(f)) b=1
group states. This leads to the notions of weak and strong ’ ’

Fourier sampling; we describe some of their applications an The functionf hides the automorphism group of the disjoint
limitations. Then we discuss how multi'register measure'union oflr andr/_ This group contains an element that swaps
ments on hidden subgroup states can potentially avoid sbme ghe two graphs, and hence is at least twice as largaus | -
those limitations. Finally, we describe two specific alyfori - |Autr|, if and only if the graphs are isomorphic. In particular,
mic techniques for hidden subgroup problems: the Kuperberg - andr are rigid (which seems to be a hard case for the HSP
sieve and the pretty good measurement. Note that some of thgproach to graph isomorphism, and in fact is equivaletigo t
results presented in Sectidtiil, on the hidden shift problem, proplem of deciding rigidity ifoffmann 1982 Sec. VL1.6)),
also give algorithms for the non-Abelian HSP. the hidden subgroup is trivial whéh I’ are non-isomorphic,
and has order two, with its nontrivial element the involatio
(ryrr i, 1), whenl = m(I™).
A. The problem and its applications The graph automorphism and graph isomorphism problems
are closely related. The decision version of graph isomor-
The non-Abelian hidden subgroup problem naturally genphism is polynomial-time equivalent to the problems of find-
eralizes the Abelian HSP considered in Sectign In the ing an isomorphism between two graphs provided one ex-
hidden subgroup problem for a gro@ we are given a black ists, counting the number of such isomorphisms, finding the
box functionf : G — S, whereSis a finite set. We say thdt  automorphism group of a single graph, and computing the

(where we use multiplicative notation for non-Abelian
groups). In other words,f is constant on left cosets
H.giH,g2H, ... of H in G, and distinct on different left cosets.

(127)
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size of this automorphsim groupi¢ffmann 1982. Decid- are at least three reasons for this. First, the problem is sim

ing whether a graph is rigid (i.e., whether the automorphsinply of fundamental interest: it appears to be a naturalrsptti

group is trivial) can be reduced to general graph isomorphis for exploring the extent of the advantage of quantum com-

but the other direction is unknown, so deciding rigidity lcbu puters over classical ones. Second, techniques developed f

be an easier problenkpbleret al, 1993. other HSPs may eventually find application to the symmet-
We should point out the possibility that graph isomor-ric or dihedral groups. Finally, exploring the limitation$

phism is not a hard problem, even for classical computergguantum computers for HSPs may suggest cryptosystems that

There are polynomial-time classical algorithms for mang-sp could be robust even to quantum attadkayashiet al, 2008

cial cases of graph isomorphism, such as when the maxKawachiet al, 2005 Mooreet al, 2007¢ Okamotoet al,

mum degree is boundedtlks, 1982, the genus is bounded 200Q Regey 20043.

(Filotti and Mayer 198Q Miller, 1980, or the eigenvalue

multiplicity is bounded Babaiet al, 1982. Furthermore,

there are classical algorithms that run in tinf&\2 '09” for ~ B. The standard method

general graphsBabaiet al, 1983; and in time S for
strongly regular graph$pielman1996, which are suspected

to b f the hardest hs for th bl E . . )
0 0€ Some o e nardest graphs for the proulem. ve e same way as in the Abelian HSP (Secti®fC). This

if there is a polynomial-time quantum algorithm for graph
isomorphism, it is plausible that the HSP in the symmetrlcap'?{LOZCh has therefore come to be known asstaedard

group might be substantially harder, since the graph stract . . .
is lost in the reduction to the HSP. Indeed, solving the Hsp !N the standard method, we begin by preparing a uniform
in the symmetric group would equally well solve other iso- superposmon over group elements:
morphism problems, such as the problem of code equivalence
(Ettinger and Hayerl 999, which is at least as hard as graph =— §|
isomorphism, and possibly hardé&dtrank and RotH.997). \/@XG
The second major potential application of the hidden sub:
group problemis to lattice problems. Ardimensional lattice
is the set of all integer linear combinationsrolinearly inde- 1
pendent vectors ilR" (a basisfor the lattice). In theshortest — ;IX, f(x)). (129)
vector problemwe are asked to find a shortest nonzero vec- \/IE
tor in the lattice (see for exampldicciancio and Goldwasser
(2002). In particular, in theg(n)-unique shortest vector
problem we are promised that the shortest nonzero vec:
tor is unique (up to its sign), and is shorter than any othe
non-parallel vector by a factay(n). This problem can be
solved in polynomial time on a classical computeg(f) =
(14¢)%M (Lenstraet al, 1982, and indeed even i§(n) =
2Q(nloglogn/logn) (Ajtai et al, 2001 Schnorr 1987). The prob-
lem isNP-hard if g(n) = O(1) (Ajtai, 1998 van Emde Boas with x € G uniformly 130
1981, Micciancig 2001J); in fact, even stronger hardness re- ) |H| Z [xh random and unknown. (130)
sults are known Khot, 2005. Even for g(n) = poly(n),

the problem is suspected to be hard, at least for a classpepending on context, it may be more convenient to view the

cal computer. In particular, the presumed hardness of thgutcome either as a random pure state, or equivalentlygas th
O(n®)-unique shortest vector problem is the basis for a crypmixed quantum state

tosystem proposed b4jtai (1996; Ajtai and Dwork(1997%);
Micciancio and Goldwasse(2002, and a subsequent im-
provement byRegev(2003 requires quantum hardness of the
O(n*®)-shortest vector problem.

Regev showed that an efficient quantum algorithm for thewvhich we refer to as &idden subgroup stateln the stan-
dihedral hidden subgroup problem based on the standamard approach to the hidden subgroup problem, we attempt to
method (described below) could be used to solve the(pply determined using samples of this hidden subgroup state.
unique shortest vector problerRégey 20043. Such an al- Historically, work on the hidden subgroup problem has fo-
gorithm would be significant since it would break these lat-cused almost exclusively on the standard method. However,
tice cryptosystems, which are some of the few proposed crypwhile this method seems quite natural, there is no general
tosystems that are not compromised by Shor’s algorithm.  proof that it is necessarily the best way to approach the HSP.

So far, only the symmetric and dihedral hidden subgrougoiranet al. (2005 showed that the quantum query complex-
problems are known to have applications to natural problemsty of Simon’s problem is linear, so that Simon’s algorithm
Nevertheless, there has been considerable interest im-undéusing the standard method) is within a constant factor ef op
standing the complexity of the HSP for general groups. Theréimal. This immediately implies a€(n) lower bound for the

Nearly all known algorithms for the non-Abelian hidden
ubgroup problem use the black box forin essentially

(128)

We then compute the valugx) in an ancilla register, giving

Finally, we discard the second register. If we were to measur
the second register, obtaining the outconaes, then the state
would be projected onto the uniform superposition of those
€L e Gsuch thatf (x) =y, which is simply some left coset of

H. Since every coset contains the same number of elements,
each left coset occurs with equal probability. Thus disicayd

the second register yields theset state

heH

ou = |—(13|X€;|xH><xH| (131)
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HSP in any group that contains the subgr@iyg"Z. It would Weak Fourier sampling succeeds for a similar reason when-

be interesting to prove similar results for more generalipsp  everH is anormal subgroupf G (denotedH <G), i.e., when-

or to find other ways of evaluating the effectiveness of theevergHg ! = H for all g € G (Hallgrenet al, 2003. In this

standard method as compared with more general strategies.case, the hidden subgroup state within the iwepG is pro-
portional to

C. Weak Fourier sampling O(H)* o i % O(ghgfl)* (141)
(G| ’

The symmetry of the coset state E§3() (and equivalently, geehen

the hidden subgroup state E4.3Q)) can be exploited using 514 this commutes witr(x)* for all x € G, so by Schur’s

the quantum Fourier transform. In particular, we have Lemma (Theorerd), it is a multiple of the identity. Thupy
1 is proportional to the identity within each block, and again
IXH) = Wi > R(h)|x) (132)  weak Fourier sampling reveals all available informatioautb
VIHI H. Indeed, the distribution under weak Fourier sampling is

whereR is the right regular representation 6f Thus the Particularly simple: we have
hidden subgroup state can be written

d2|H|/|G| H Ckero

oH = 1 Z R(h)|x) (x| R(h)T (133) Pro) {0 otherwise (142)
Gl 1H| & fen

1 _ (a straightforward generalization of the distribution rsée

= IG[-H| thGH R(hR ) (134) step5 of Algorithm 4), where keo := {g € G: o(g) = 1}

' denotes théernelof the representatioa. To see this, note
_ 1 (h). (135) that if H ¢ kera, then there is soml € H with a(h') # 1;
|G| /&, but theno(h)o(H) = Shey o(h) = o(H), and sinceo(h)

) ) o i ) is unitary ando(H) is a scalar multiple of the identity, this
Since the right regular representation is block-diagaméthe 5, only be satisfied if in fagi(H) = 0. On the other hand,

Fourier basis, the same is true pf. In particular, using it 4 C kero, thenyq(h) = dy for all h € H, and the result is
Eg. (129, we have immediate.

bn = Fopu F(;r (136) To findH, we can simply proceed as in the Abelian case:

1 . Algorithm 9 (Finding a normal hidden subgroup)
- @ EB (Id° ®0o(H) ) (137) Input: Black box function hiding 1 G.

oG Problem:Determine H.
where
1. Letk:=G. Fort=1,...,T, where T= O(log|G|):
o(H):= z a(h). (138)
heH (a) Perform weak Fourier sampling, obtaining an ir-

Sincepy is block diagonal, with blocks labeled by irre- repor €G.

ducible representations, we may now measure the irrep label (b) Let K := K;_1Nkerat.
without loss of information. This procedure is referred 0 a
weak Fourier sampling The probability of observing repre- 2. Output k..

sentatioro € G under weak Fourier sampling is ) )
To see that this works, suppose that attthestep, the inter-

_ i % section of the kernels i1 <G with K;_3 # H (so that, in
Pr(o) = |G| Tr(lap @ 0(H)") (139) particular,|K;_1| > 2|H|); then the probability of obtaining an
d . irrep o for whichK;_; C kera is (cf. step6 of Algorithm 4)
== Y Xo(h)", (140)
Gl véw H H 1
lall d2 = H] <z (143)
which is preciselyds|H|/|G| times the number of times the Gl 6:k S kero |Ki—1] = 2

trivial representation appears in Iﬁem the restriction ofo
to H (Hallgrenet al, 2003 Theorem 1.2). We may now ask where we have used the fact that the distribution E42) re-
whether polynomially many samples from this distributiom a mains normalized iH is replaced by any normal subgroup of
sufficient to determinél, and if so, whetheH can be recon- G. Each repetition of weak Fourier sampling has a probability
structed from this information efficiently. of at least J2 of cutting the intersection of the kernels at least
If G is Abelian, then all of its representations are one-in half, so we converge tbl in O(log|G|) steps. In fact, ap-
dimensional, so weak Fourier sampling reveals all of thd-ava plying the same approach whelns not necessarily normal in
able information aboupy. This information can indeed be G gives an algorithm to find theormal coreof H, the largest
used to efficiently determind, as discussed in Sectidtvi.C. subgroup oH that is normal inG (Hallgrenet al,, 2003.
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This algorithm can be applied to find hidden subgroups innformation to solve the HSP in the Heisenberg group. Sub-
groups that are “close to Abelian” a certain sense. In particsequentlySen(2006 generalized this result to show that ran-
ular, Grigniet al. (2009 showed that ifk(G), the intersec- dom strong Fourier sampling is information-theoretically-
tion of the normalizers of all subgroups & is sufficiently  ficient whenever ranlpn o) = poly(log|G|) for all o € G (for
large—specifically, if G| /|k(G)| = 20(0g"?n) gch as when €xample, whels is the dihedral group), as a consequence of a

G = Z/3Z x 7./2"Z—then the HSP inG can be solved in more general result on the distinguishability of quantustest
polynomial time. The idea is simply to apply the algorithm using random measurements.

for normal subgroups to all subgroups containk{@); the However, in some cases random strong Fourier sampling is
union of all subgroups obtained in this way gives the hiddertnhelpful. For exampleGrigni et al. (2004 showed that if
subgroup with high probability. This result was subseglyent H is sufficiently small ands is sufficiently non-Abelian (in
improved to give a polynomial-time quantum algorithm when-a certain precise sense), then random strong Fourier sagnpli

ever|G|/|k(G)| = poly(log|G|) (Gavinsky 2004). is not very informative. In particular, they showed this floe
problem of finding hidden involutions in the symmetric group

Another example was provided booreet al. (20073, who
D. Strong Fourier sampling showed that random strong Fourier sampling fails in the meta
cyclic groupsZ/pZ x Z/qZ (subgroups of the affine group

Despite the examples given in the previous section, weal,/pZ x (Z/pZ)*) wheng < p'~¢ for somee > 0.
Fourier sampling does not provide sufficient informatiorgto Even when measuring in a random basis is information-
cover the hidden subgroup in the majority of non-Abeliar hid theoretically sufficient, it does not give an efficient quant
den subgroup problems. For example, weak Fourier samplinglgorithm; we must consider both the implementation of the
fails to solve the HSP in the symmetric grouprignietal, = measurement and the interpretation of its outcomes. We can-
2004 Hallgrenet al, 2003 and the dihedral group. not efficiently measure in a random basis, but we can instead

To obtain more information about the hidden subgroup, wery to find explicit bases in which strong Fourier sampling ca
can perform a measurement on tiedimensional state that be performed efficiently, and for which the results solve the
results when weak Fourier sampling returns the outcome HSP. The first such algorithm was provided ldporeet al.
Such an approach is referred to steong Fourier sampling (20073, for the metacyclic group&/pZ x Z/9Z with q =
From Eq. (37), this d2-dimensional state is the tensor prod- p/poly(logp). Note that for these values @t q, unlike the
uct of adg-dimensional maximally mixed state for the row caseg < pl~¢ mentioned above, measurementin a random ba-
register (as a consequence of the fact that the left and rigtsis is information-theoretically sufficient. Indeed, we rmiut
regular representations commute) with sogedimensional  know ofanyexample of an HSP for which strong Fourier sam-
statepn ¢ for the column register. Since the row register doespling gives an efficient algorithm, yet random strong Fourie
not depend o, we may discard this register without loss of sampling fails information-theoretically; it would be @nest-
information. In other words, strong Fourier sampling iseff  ing to find any such example (or to prove that none exists).

tively faced with the state Of course, simply finding an informative basis is not suf-
ficient; it is also important that the measurement results ca
~_ oH)" 144 be efficiently post-processed. This issue arises not only in
PHo= —— s (144) . :
S hen Xa(h) the context of measurement in a pseudo-random basis, but

) _ ) ) ~also in the context of certain explicit bases. For example,
This state is proportional to a projector whose rank is sim£ttinger and Haye(2000 gave a basis for the dihedral HSP
ply the number of times the trivial representation appears i jn which a measurement gives sufficient classical inforamati

Reg; o*. This follows because to infer the hidden subgroup, but no efficient means of post-
) processing this information is known (see Sechth.A ).
oH) = % o(htf) = [H|o(H), (145) For some groups, it turns out that strong Fourier sampling
hiYeH simply fails. Mooreet al. (2005 showed that, regardless of
which gives what basis is chosen, strong Fourier sampling provides-insu
ficient information to solve the HSP in the symmetric group.
- H| R Specifically, they showed that for any measurement basis (in
PHo = WPH@ (146)  deed, for any POVM on the hidden subgroup states), the dis-
2he Xo tributions of outcomes in the cases where the hidden supgrou
so thatpy ¢ is proportional to a projector with rafy.) = i_s trivial and Wher_e the hidden subgroup is a random involu-
S he Xo(h)*/IH l ’ tion are exponentially close.

It is not immediately clear how to choose a good basis for
strong Fourier sampling, so a natural first approach is te con
sider the effect of measuring in a random basis (i.e., a basis. Multi-register measurements and query complexity
chosen uniformly with respect to the Haar measure @e).
There are a few cases in which sueimdom strong Fourier Even if we restrict our attention to the standard method, the
samplings fruitful. For exampleRadhakrishnaet al.(2005  failure of strong Fourier sampling does not necessarilymmea
showed that measuring in a random basis provides sufficierihat the HSP cannot be solved. In general, we need not itestric
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ourselves to measurements acting on a single hidden sybgropy suffice to solve the HSP. The total number of subgroups of
statepy at a time; rather, it may be advantageous to measurg js ZO(IOQZ\GD, which can be seen as follows. Any grolp
joint observables opj;* for k > 1. Such an approach could can be specified in terms of at most jd§| generators, since
conceivably be efficient providdd= poly(log|G|). every additional (non-redundant) generator increasesitee

By considering joint measurements of many hidden subof the group by at least a factor of 2. Since every subgroup
group states at a timegttingeret al. (1999 2009 showed of G can be specified by a subset of at most,|&j ele-
that thequery complexitpf the HSP is polynomial. In other ments ofG, the number of subgroups & is upper bounded
words, polylog|G|) queries of the black box functioh suf- by |G|/°%I0 — 2005162 Thusk — poly(log|G|) copies of
fice to determineH. Unfortunately, this does not necessar- 5, syffice to solve the HSP provided the maximum fidelity is
ily mean that the (quantuntpmputational complexitgf the  pounded away from 1 by at least floly(log|G|).
HSP is polynomial, since it is not clear in general how to per- 1, upper bound the fidelity between two stapeg’, let T,
form the quantum post-processingasf™*9® efficiently.  denote the projector onto the supporpoBy considering the
Nevertheless, this is an important observation sincegaly ~ POVM with element$1,,1— M, and noting that the classical
shows a difference between quantum and classical computéielelity of the resulting distribution is an upper bound oe th
tion: recall that the classical query complexity of even thequantum fidelity, we have
Abelian HSP is typically exponential. Furthermore, it offe

some clues as to how we might design efficient algorithms. F(p,p') < y/TrMpp’. (150)
To show that the query complexity of the HSP is polyno-
mial, it is sufficient to show that the (single-copy) hiddeis Now consider the fidelity betwegny andpyy for two dis-
group states are pairwise statistically distinguishadsenea-  tinct subgroupsH,H’ < G. Let |H| > |H’| without loss of
sured by the quantum fidelity generality. We can write Eq181) as
Fp.p') =Tr[Vpv/p'l. (147) on = % IxH) (xH| (151)
Xe Iy

This follows from a result oBarnum and Knill(2002, who
showed the following. whereTy is a left transversal oH (i.e., a complete set of
unigue representatives for the left cosetsHofn G). Since

Theorem 3. Supposep is drawn from an ensemble Eq. (151) is a spectral decomposition pf;, we have

{p1,...,pn}, Where eachp; occurs with some fixed prior

probability p. Then there exists a quantum measurement (the 1
pretty good measureméf}t that identifiesp with probability Moy = Z [XH) (xH| = TH] [XH) (xH]. (152)
at least X X<
Then we have
1-N_ /maxF(pi,pj). (148)
'] F(pH,PH)® < TrMgy P (153)
In fact, by the minimax theorem, this holds even = 1 Z |<xH|x’H’>|2 (154)
without assuming a prior distribution for the ensemble HI- G| XX EG
(Harrow and Winter20086. 1 IXHAXH’ |2
Given only one copy of the hidden subgroup state, E48Y =G TR (155)
will typically give a trivial bound. However, by taking mit [H| |><,><’eG [H-[H
ple copies of the hidden subgroup states, we can ensure that [HNH|
the overall states are nearly orthogonal, and hence digsthg = 7|H | (156)
able. In particular, sincg (p®%, p'®%) = F(p,p')X, arbitrarily 1
small error probability > 0 can be achieved using < > (157)
2(logN —logg) (149) where we have used the fact that
~ | log(1/ mavx; F(pi,pj)) i Ly :
IxH X H| = [HNH/| if x x_eHH (158)
copies ofp. 0 otherwise
Provided thaG does not have too many subgroups, and that
the fidelity between two distinct hidden subgroup statesis n t0 evaluate
too close to 1, this shows that polynomially many copies of Z IxH ﬁxH’|2 —|G|-|H ﬁH/|2 HH'| (159)
I xX'eG
=G| [H]-[H"]- [HNH']. (160)

10 To distinguish the statgs with prior probabilitiesp;, the pretty good mea- . Lo
surement (PGM) uses the measurement oper&ors p; p*l/zpi p71/2’ This shows thaF(pH y le) S 1/\/2, thereby establ|5h|ng that

wherep := ¥; pipi (see for examplélausladen and Wootte($994)). the query complexity of the HSP is pdlgg|G|).
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Itis possible to obtain tighter bounds on the number of hid- The subgroups ddy are either cyclic or dihedral. The sub-
den subgroup states needed to solve the HSP. For examplroups that are cyclic are of the forftx,0)) wherex € Z /NZ
Baconet al. (2009 showed that1+o(1))log, N hidden sub- is some divisor oN (includingx = N). The subgroups that
group states are necessary and sufficient to find a hidden rere dihedral are of the for(x,0),(y,1)) wherex € Z/NZ
flection in the dihedral group of ordeN2 In a similar vein, is some divisor ofN andy € Z/xZ; in particular, there are
Hayashiet al. (2008 gave asymptotically tight bounds on the subgroups of the forni(y,1)) wherey € Z/NZ. A result of
number of hidden subgroup states needed to solve the HSP Ettinger and Hgyef2000 reduces the general dihedral HSP,
general groups, taking into account both the number of eandin which the hidden subgroup could be any of these possibili-
date subgroups and their sizes. ties, to the dihedral HSP with the promise that the hidder sub

The measurements described in this section are highlgroup is of the form((y,1)) = {(0,0),(y,1)}, i.e., a subgroup
multi-register: they observe correlated properties ofadll  of order 2 generated by the reflectignl).! Thus, from now
poly(log|G|) hidden subgroup states at once. Thus they aren we will assume that the hidden subgroup is of the form
quite far from strong Fourier sampling, in which measure-((y,1)) for somey € Z/NZ without loss of generality.
ments are made on only one hidden subgroup state at a time.When the hidden subgroup ks = {(y,1)), one particular
Itis natural to ask whether some less entangled measuremeft transversal oH in G consists of the left coset representa-
might also be sufficient for general groups, perhaps measutives (z,0) for all z€ Z/NZ. The coset state Eq180) corre-
ing a smaller number of hidden subgroup states at a time, ansbonding to the coség, 0)H is
adaptively using those measurement results to decide what
measurements to make on successive hidden subgroup states. 1
HoweverHallgrenet al. (2006 have shown that this is not al- ((zO)H) = EUZ’ 0)+ly+21)). (167)
ways the case: in the symmetric group (as well as a few other
groups such as the general linear group), entangled measure
ments onQ(log|G|) registers at a time are required to solve
the HSP.

We saw in SectioVIIl.C that to distinguish coset states in
general, one should start with weak Fourier sampling: apply
a Fourier transform oveB and then measure the irrep label.
Equivalently, we can simply Fourier transform the first s2gi
ter overZ /NZ, leaving the second register alone. When the re-
sulting measurement outcorkés not 0 orN /2, this procedure

is effectively the same as performing weak Fourier sampling

In this section, we describe an approach developed b . e ! . .
Kuperberg (2009 that gives a subexponential (though not {]t-)tam|Flgl72%\/\?1€|)moinf||:)3§|rlrkrzp{lc’fllgilztjd+b])-/ eltk,e\{lfc_)rf})e
polynomial) time algorithm for the dihedral hidden subgsou wit’h tﬁe uniformly random sign ok corresp’onoiing o tfwe

F. The Kuperberg sieve

problem—specifically, it runs in time%2v 'og‘GD-_ maximally mixed row index, and the remaining qubit state
The dihedral group of ordem, denoteDy, is the group  corresponding to the column index. For= 0 or N/2, the
of symmetries of a reguld¥-gon. It has the presentation representation is reducible, corresponding to a pair of one

dimensional representations.

_ 2_ N _ 1
Dn = (rslr® = Si=1Lrsr=s )- (161) Fourier transforming the first register oveMNZ, we obtain
Herer can be viewed as a reflection about some fixed axis, E | OVH
ands can be viewed as a rotation by an angig/[®. (Fznz ®12)|(z 0)H)
Using the defining relations, we can write any group ele- _ 1 kz k(y+2)
ment in the formsr® wherex € Z/NZ anda € Z/2Z. Thus V2N keZZ/NZ(wN k.0) + o™ lk 1)) (168)

we can equivalently think of the group as consisting of ele-

. 1 1
ments(x,a) € Z/NZ x Z/27Z. Since v 2 WOk) @ ﬁ(|O> + 1)), (169)
keZ/NZ
(8r3)(rP) = Sraglrarath (162)
— D3y atb (163) If we then measure the first register, we obtain one ofNhe
. values ofk uniformly at random, and we are left with the post-
— (=) yra+b’ (164)

the group operation for such elements can be expressed as

a 11 The basic idea of the Ettinger-Hgyer reduction is as follov&uppose
(x,@) - (y.b) = (x+(—=1)%,a+b). (165) that f : Dy — S hides a subgroupd = ((x,0),(y,1)). Then we can
consider the functionf restricted to elements from the Abelian group
(In particular, this shows that the dihedral group is theigdem 7/NZ x {0} < Dy. This restricted function hides the subgro{(g,0)),

rect pI’OdUClZ/NZ X4 Z/ZZ, Where¢ : Z/ZZ BN Aut(Z/NZ) and since the restricted group is Abelian, we can ﬁknelfficifntly us-
: - "/ _1\a ; ing Algorithm 4. Now ((x,0)) <Dy (since (z,a)(x,0)(z.a) * = (z+
is deflr]ed byp(_a)(y) = (—1)%.) Itis also easy to see that the (—1)%.8)(—(~1)%2.8) — ((-1).0) € Z/NZ x {0}). 50 we can define
group Inverse Is the quotient groufdy /((x,0)). But this is simply a dihedral group (of or-

1 derN/x), and if we now define a functioff as f evaluated on some coset
(x,a) = (—=(-1)%x,a). (166) representative, it hides the subgroiig 1)).
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measurement state
1 K
W) = —ﬁ(|0> +ox((1))

(dropping an irrelevant global phase that dependg ofhus
we are left with the problem of determiniggiven the ability
to produce single-qubit stategy) of this form (wherek is

(170)

ing this is to start with a large number of states, and collect
them into pairgyyp), |Wq) that share many of their least sig-
nificant bits, such thafy,_q) is likely to have many of its
least significant bits equal to zero. Trying to zero out all bu
the most significant bit in one shot would take exponentially
long, so instead we proceed in stages, only trying to zer@som
of the least significant bits in each stage; this turns out to

known). Since this procedure is equivalent to dihedral wealgive an improvement. (This approach is similar to previous

Fourier sampling, there is no loss of information in proaesgs
the state to produce EdL70.

It would be useful if we could prepare states) with par-
ticular values ofk. For example, given the staféy,») =
%(|O> + (—1)Y|1)), we can learn the parity of(i.e., its least
significant bit) by measuring in the basis of states =
(|0) £1]1))/v/2. The main idea of Kuperberg’s algorithm is
to combine states of the form E4.40 to produce new states
of the same form, but with more desirable value&.of

classical sieve algorithms for learninglgm et al., 2003 and
lattice (Ajtai et al, 2001 problems, as well as a subsequent
classical algorithm for average case instances of subset su
(Flaxman and PrzydateR005.)

Algorithm 10 (Kuperberg sieve)

Input: Black box function f Don — S hiding{(y,1)) < D
for some ye Z/2"7Z.

Problem:Determine the least significant bit of y.

To combine states, we can use the following procedure. 1. Prepare®(16v™) coset states of the form EqL70),

Given two state§pp) and|yq), perform a controlled-not gate
from the former to the latter, giving

|Wp, Wq)

1
= 5(0.0)+ 11,0 + 10,1 + (" ¥[1,1)) (171)
1
= 510,00+ PIL,2) + 0. 1) + P V11,0)) (172)
1
— ,0) 4+ W Pp_g, 1)).
\/E(|L|Jp+q )+ Wpq, 1))
Then a measurement on the second qubit leaves the first qu

in the statqp+q) (up to an irrelevant global phase), with the
+ sign occurring when the outcome is 0 and thesign oc-

(173)

curring when the outcome is 1, each outcome occurring with

probability 1/2.

where each copy has&«Z/2"Z chosen independently
and uniformly at random.

. Foreach j=0,1,...,m— 1 where m= [,/n], assume
the current coset states have indices k with at least mj
of the least significant bits equal @ Collect them into
pairs [Yp), |Pq) that share at least m of the next least
significant bits, discarding any qubits that cannot be
paired. Create a staté,+q) from each pair, and dis-
card it if the 4+ sign occurs. Notice that the resulting
states have at least(j+ 1) significant bits equal t@.

bit 3 The remaining states are of the foftpy) and |Yon-1).

Measure one of the latter states in the) basis to de-

termine the least significant bit of y.

Since this algorithm require£2/" initial queries and pro-

Note that this combination procedure can be viewed as imceeds througlD(,/n) stages, each of which takes at most

plementing theClebsch-Gordan decompositiothe decom-
position of a tensor product of representations into its-irr
ducible constituents. The state indigesindq can be inter-
preted as labels of irreps &y, and the extraction dipp.+q)

20(vM) steps, the overall running time i@/,

To show that the algorithm works, we need to prove that
some qubits survive to the final stage of the process with non-
negligible probability. Let us analyze a more general warsi

can be seen as transforming their tensor product (a re@ucibls the algorithm to see why we should try to zero (i bits

representation ddy) into one of two irreducible components.
Now we are ready to describe the algorithmkafperberg
(2009. For simplicity, we will assume from now on that
N = 2" is a power of 2. For such a dihedral group, it is
actually sufficient to be able to determine the least signifi
cant bit ofy, since such an algorithm could be used recur
sively to determine all the bits of12 Our strategy for do-

12 79 see this, note that the groly contains two subgroups isomorphic to
Dny2, hamely{(2x,0),(2x,1) : x € Z/(N/2)Z} and {(2x,0),(2x+1,1) :
x € Z/(N/2)Z}. The hidden subgroup is a subgroup of the formertifis
even parity, and of the latter ¥f has odd parity. Thus, once we learn the
parity ofy, we can restrict our attention to the approprigig/» subgroup.
The elements of eithddy /, subgroup can be represented using oniyl
bits, and finding the least significant bit of the hidden reftecwithin this
subgroup corresponds to finding the second least signifisaoty in Dy.
Continuing in this way, we can learn all the bitsyofvith only n iterations
of an algorithm for finding the least significant bit of the dhéah reflection.

at a time, starting with 2v" states.

Suppose we try to cancel bits in each stage, so that there
aren/mstages (not yet assuming any relationship betwaen
andn), starting with 2 states. Each combination operation
“succeeds with probability/2, and turns two states into one,
"so at each step we retain only aboyitt bf the states that can
be paired. Now when we pair states that allow us to cancel
m bits, there can be at most'2inpaired states, since that is
the number of values of the bits to be canceled. Thus if
we ensure that there are at least2? states at each stage,
we expect to retain at least g8 fraction of the states for the
next stage. Since we begin with &ates,we expect to have at
least 2-9] states left after thgth stage. Thus, to have 2™
states remaining at the last stage of the algorithm, we requi
2!=30/m > 2m+1 “or ¢ > m+ 3n/m+ 1. This is minimized by
choosingn~ /n, so? ~ 4,/n suffices.

This analysis is not quite correct because we do not ob-
tain precisely a 18 fraction of the paired states for use in the
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next stage. For most of the stages, we have many more that with high probability. Thus if we can efficiently implement
2.2M states, so nearly all of them can be paired, and the exhe PGM on sufficiently many copies, we will have found an
pected fraction remaining for the next stage is closet.1 efficient algorithm for the HSP.

Of course, the precise fraction will experience statisfilca- This approach was considered Baconet al, 2005 2009

tuations. However, s_in(_:e we are working with a large NUM<0- certain semidirect product groupex 7/pZ, whereA is
ber of states, the deviations from the expected values aye ve '

. i n Abelian group ang is prime. For these groups, the gen-
small, and a mare careful analysis (usmg the Chernoff I_O))unoéral HSP cgn bg redqtceg to the HSP assSming that tﬁe hid-
shows that the procedure succeeds with high probability. Fod

: en subgroup is chosen from a certain subset. Furthermore,
adetaHed_argume_nt, selét(perbergZOOS Sec.3.1). That pa- the PGM turns out to be the optimal measurement for distin-
per also gives an improved algorithm that runs faster and th

aguishing the resulting hidden subgroup states, in the sbase

works for ge”e'?a“- . ._it maximizes the probability of correctly identifying thédh
~Note that this algorithm uses not only superpolynomialyen, 5 hgroup assuming a uniform distribution over the sub-
time, but also superpolynomial space, since &2 coset  groups under consideration (as can be proven using the char-
states are present at the start. However, by creating aesmallysierization of optimal measurement biplevo (1973 and
number of coset states at a time and combining them accordyenet al. (1975). This generalizes the result dp( 2003

ing to the solution of a subset sum probleRegev(2004)  that Shor's algorithm implements the optimal measurement
showed how to make the space requirement polynomial in for the Abelian HSP, and suggests that in general, optimal

with only a slight increase in the running time. measurements may be good candidates for efficient quantum
Although Kuperberg's algorithm acts on pairs of cosety|gorithms.

states at a time, the overall algorithm effectively implense

a highly entangled measurement on &2 registers, since h I tion bet the original hidd b
the procedure for producingp+q) entangles the coset states proach reveals a connection between the original hidden su

; , - group problem and a related average-case algebraic problem
[Wp) and|yq). The same is true of Regev's polynomial SIOaceSpeciﬁcally, the PGM succeeds in distinguishing the hidden

variant. :
j{subgroup states exactly when the average case problem is
i

For general groups of the foriA x Z/pZ, the PGM ap-

It is natural to ask whether a similar sieve could be applied: ; .
to other HSPs, such as in the symmetric group, for whic .k?'y to have_ s_olutlons,_a_nd the PG.M can be |m_pIemented ef-
iciently by giving an efficient algorithm for solving the ave

highly entangled measurements are necessalggic et al. 206 case problem (or more precisel roximatelv quan-
(2007 adapt Kuperberg’s approach to give a subexponential—g P ( P . dpp ya

e algortm for the HSP 167, whereG s a e non 2T SATPIGTom e setofseitons o he proem. DIt
Abelian group. (Note that the HSP @' can be much harder P : verag P '

than solvingn instances of the HSP i@, sinceG" has many (S)f gﬁ;ﬁ?g t?wlglggle?é Zogaizagglsee,ttgjn:jlhr%dral HSeF; ;:lo fre-
subgroups that are not direct products of subgroup&.pf P 9 profilexog ?

Also, Bacon(2008 showed that an algorithm for the Heisen- 2009, which appears to be hard. But other average case
berg HSP, similar to the one described in SecN6hG be- problems appearing in the approach are easier, leading to

low, can be derived using the Clebsch-Gordan transform ovegiicient algorithms. - Certain instances of the Abelian HSP

' : . ' e rise to systems of linear equations. For the metacyclic
the Heisenberg group. It would be interesting to find furtherd'V ; .
applications of the approach, especially ones that give ne\&'dsdlzi)t?oizllvsgsgsl)mCiﬁree:\t/::é Zec).?;;ze(ar;gt;gdn??g ;o(;igom; |
polynomial-time algorithms. ’ 9 P e

T . . roblem, which can be solved using Shor’s algorithm as de-
Unfortunately.’ this kind of sieve does not seem We"'su'tedgcribed in SectioV.B. And for the HSP in the Heisenberg
to the symmetric group. In particulavjooreet al. (20075

gave the following negative result for the HSPSn S, where group'® (Z/pZ)* x Z/pLL, and more generally in any semid-

. .
the hidden subgroup is promised to be either trivial or an in_rect productZ/pZ)" x Z/pZ, the average case problem is a

volution. Consider any algorithm that works by combining problem of solving polynomial equations, which can be done

pairs of hidden subgroup states to produce a new state FﬁlCIEI’Iﬂy using Grobner basis techniques providedO(1)
aconet al,, 2009.

their Clebsch-Gordan decomposition, and uses the sequence
of measurement results to guess whether the hidden subgroupHere we briefly summarize the algorithm that results from
is trivial or nontrivial. Any such algorithm must usé&@™  applying the PGM to the HSP in the Heisenberg group,
queries. Note that this lower bound is only slightly smallersince this case exemplifies the general approach. The
than the best known classical algorithm for graph isomorHeisenberg group can be viewed as the semidirect product
phism, as mentioned in Sectidfl.A . (Z/PL)? x4 Z/pL, where¢ : Z/pZ — Aut((Z/pZ)?) is de-
fined by (c)(a,b) = (a+ bc,b). Equivalently, it is the group

G. Pretty good measurement

Another recent technique for the HSP is based on imple~ The Heisenberg group is an example of amtraspecial group

. . Ivanyoset al. (2007) give an efficient quantum algorithm for the HSP in
menting thepretty gOOd measureme(ﬁGM) on the hidden any extraspecial group (see Sectdhl.C for more details). This subse-

subgroup states. .Reca” from SECtM"'-E_ that for any group quent algorithm also makes use of the solution of a systenolghpmial
G, the PGM applied to polyog|G|) copies ofpy identifies equations to implement an entangled measurement.
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of lower triangular 3< 3 matrices where the valuest € Z/pZ are known, and are obtained uni-
formly at random. We would like to use samples of this state
100 to determinea,b € Z /pZ.
b1o|:abceF, (174) With only one copy of this state, there is insufficient in-
acil formation to recover the hidden subgroup: Holevo’s theorem

(see for exampldlielsen and Chuan@00Q Sec. 12.1)) guar-

overFp, or alternatively, the group generated ggneralized antees_that a measurement op—elime_nsional quantum state
Pauli operators XZ € CP*P satisfyingX|x) = [x+ 1 modp)  can reliably communicate at moptdifferent outcomes, yet
andZ[x) = wi[x), with elements;\)%xbzc. With any of these there arep? possible values ofa,b) € (Z/pZ)?. Thus we

descriptions, the group elements are of the foagb,c) with ~ MUSt use atleast two copies. _
a b, € Z,/pZ, and the group law is However, by making a joint measurement on two copies

of the state, we can recover the information abaut that
(a,b,c)-(a,b,d) = (a+d +bcb+b,c+c). (175) is encoded in a quadratic function in the phase. To see this,
consider the state
Just as the dihedral HSP can be reduced to the problem of

finding a hidden reflection (Footnoid), one can show that ||fb_\&t> ®Q ||_|/aﬁv> _1 Z WA Bb|y vy (181)
to solve the general HSP in the Heisenberg group, it is suffi- o o P xyeZ/pz P
cient to be able to distinguish the following cyclic subgosu
of orderp: where
Hap = ((a,b,1)) = {(a,b,1)) : j € Z/pZ}, (176) o = sx+uy (182)
X %
wherea,b € Z/pZ. A simple calculation shows that B:= S(Z) +ix+ u(2) vy (183)
(a,b,1)* = (xa+ (X)b xb, X) (177) and where we suppress the dependenae pfons;t,u,v,x,y
) My - 2) 9 .

for clarity. If we could replacex,y) by |a,B), then the re-

Furthermore, the cosets of any such subgroup can be reprgulting state would be simply the Fourier transformatb), -
sented by the? elements¢,m,0) for ¢,m e (Z/pZ)2. Thus and an inverse Fourier transform would reveal the solution.

the coset state EGLB0) can be written To work toward this situation we compute the valuesiop
in ancilla registers, giving the state
1
|(£,m,0)Hap) = — [xa+ (5)b+¢,xb+m,j). (178) 1
VP Xezz/pz =y oy Pxyalp), (184)
P X,YEZL|PL

Our goal is to determine the parameterd € Z/pZ using _ .
copies of this state with,m € Z/pZ occurring uniformly at ~ and attempt to uncompute the first two registers.
random. For fixed values o, 3,s,t,u,v € Z/pZ, the quadratic equa-

At this point, we could perform weak Fourier sampling tions Egs. {82 and (83 could have zero, one, or two solu-
over the Heisenberg group without discarding any informaionsx,y € Z/pZ. Thus we cannot hope to erase the first and
tion. However, as for the dihedral group (Sectidh.F), it second registers by a classical procedure conditioneden th
is simpler to consider an Abelian Fourier transform instefad  values in the third and fourth registers (and the known \&lue
the full non-Abelian Fourier transform. Using the represen Of s;t,u,v). However, it is possible to implement a quantum
tion theory of the Heisenberg group (see for exanfgras ~ Procedure to erase the first two registers by considering the
(1999 Chap. 18)), one can show that this procedure is esserull set of solutions
tially equivalent to non-Abelian Fourier sampling. tuy . .

Fourier transforming the first two registers ov&/pZ)?, S;?B Vi={O0y) € (2/p2)%:
we obtain the state Sx+uy=a and (185)

1 X s(3) +tx+u(3) +vy=B}.
. w;(é+xa+(2)b)+t(m+xb)|S’t7X>' (179) (2) + X+ (2) +vy=B}
P xsizpz The state Eq.184) can be rewritten
Now suppose we measure the valsgsappearing in the first 1 e B OV Sty
two registers. In fact this can be done without loss of infarm =0y WP SIS o0B) (186)

tion, since the density matrix of the state (mixed over thie un P xyéZ)pz
formly random values of, m) is block diagonal, with blocks

labeled bys,t. Collecting the coefficients of the unknown pa-
rameters, b, the resultingp-dimensional quantum state is |5§,t,Bu,v> — |, B) for |5§,t,Bu,v| £0

Thus, if we could perform a unitary transformation satistyi

(187)

_— 1 a(sx)+b(s(3)+tx)
IHabst) == — Wp ® IX) (180)  (and defined in any way consistent with unitarity for other
\/—per/pZ

values ofa,B), we could erase the first two registers of



Eq. (184, producing the state
1
Sy w15 alB).

(188)
P o,BEZL/PL
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Since those values occur uniformly at random, the overal su
cess probability of the algorithm is

The inverse of the transformation EQ8() is calledquantum

2
1 ANTAY]
5.3 (3 /e

| . h 1 St,uveZ/pZ \a,BeZ/pZ
samplingbecause it produces a uniform superposition over the

2
set of solutions, a natural quantum analogasfdom sampling stuv

; > Sp | (194)
from the solutions. P2\ o urozoplon :

Since the system of Eqsl$2 and (L83 consists of a pair HUVER/PRAPEE/P 5

of quadratic equations in two variables oWgy; it has either 1 p* 1
zero, one, or two solutionsy € Fp. For about half the cases, 2 ot > 2+ o(1) V2| = > o(1), (195)
there are zero solutions; for about half the cases, there are a.pEZ/pL

two solutions; and for a vanishing fraction of the cases,eghe
is only one solution. More explicitly, by a straightforward
calculation, the solutions can be expressed in closed ferm a

which shows that the algorithm succeeds with probability
close to J2.
In summary, the efficient quantum algorithm for the HSP in

_ as+sv—tus VA the Heisenberg group is as follows:

(189)
S(s+u) Algorithm 11 (Heisenberg HSP)
au+tu—svy VA Input: Black box function hiding kb.
- u(s+u) (190)  proplem:Determine the parametersia
where 1. Prepare two coset states, as in EQj7§).
A= (2Bs+as—a® —2at)(s+u)u+ (au+tu—sv)>. (191) 2. Perform the QFT Ez.7/p7 On the first two registers

of each coset state and measure those registers in the

Providedsu(s+ u) # 0, the number of solutions is completely computational basis, giving Eq181)

determined by the value @. If A is a nonzero square if},
then there are two distinct solutions; &f= 0 then there is 3
only one solution; and if\ is a non-square then there are no
solutions. In any event, since we can efficiently compute an
explicit list of solutions in each of these cases, we can effi- 4.
ciently perform the transformation EdL7).
It remains to show that the state EG8@ can be used to S.
recovera,b. This state is close to the Fourier transform of
|a,b) provided the solutions are nearly uniformly distributed. ] o
Since the values d t,u,v are uniformly distributed ovefy, Because the transformation Eq8() acts jointly on the two
it is easy to see thal is uniformly distributed ovelF,. This  registers, the algorithm described above effectively maie
means that\ is a square about half the time, and is a non-éntangled measurement on two copies of th_e r_udden subgroup
square about half the time (with = 0 occurring only with ~ State. However, we do not know whether this is the only way
probability 1/p). Thus there are two solutions about half the {0 give an efficient algorithm for the HSP in the Heisenberg
time and no solutions about half the time. This distribuén  9roup. In particular, recall from Sectiovl.D that Fourier
solutions is uniform enough for the procedure to work. sampling in a ran_dom basis provides sgfﬂment informaton t
Applying the inverse quantum Fourier transform overféconstruct the hidden subgrolRedhakrishnaet al,, 2005.

. Perform the inverse quantum sampling transformation
Eq. 187), giving Eq. (L89).

Perform the inverse QFTZTI/:prZ/pZ’ giving Eq. (L92).

Measure the resulting state in the computational basis,
giving (a,b) with probability1/2 — o(1).

7./PZ x 7./pZ, we obtain the state

1 —K)+R(b—¢
; wp @ PO 1S5 [k, ).
p o,B.k,eZ/PZ

(192)

Measuring this state, the probability of obtaining the oute
k =aand/¢ = b for any particular values af t,u,vis

2
1 tuv
E( > IS |> :
o,BEZL/PL

14 Note that we can simply apply the transformation B directly to the
state Eq.181); there is no need to explicitly compute the valee§ in an
ancilla register.

(193)

It would be interesting to know whether there is efficient
guantum algorithm using only the statistics of single-segi
measurements, or if no such algorithm exists. It would also
be interesting to find any group for which Fourier sampling
does not suffice, even information-theoretically, but fdviet
there is an efficient quantum algorithm based on multi-tegis
measurements.

The PGM approach outlined above can also be applied
to certain state distinguishability problems that do nasear
from HSPs. In particular, it can be applied to the general-
ized Abelian hidden shift problem discussed in Sectithh
(for which the average case problem is an integer program)
(Childs and van Dan2007 and to hidden polynomial prob-
lems of the form Eq.430), as discussed in SectidX (for
which the average case problem is again a system of polyno-
mial equations)Deckeret al., 2007).
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VIIl. HIDDEN SHIFT PROBLEM In this section we describe quantum algorithms for vari-
ous hidden shift problems. We begin by presenting a single-
Thehidden shift problenfalso known as theidden trans-  register measurement for the cyclic hidden shift probleen (i
lation problen) is a natural variant of the hidden subgroup the dihedral HSP) that provides sufficient information te en
problem. Its study has shed light on (and indeed, led to newode the hidden shift. While no efficient way of postprocess-
algorithms for) the HSP. Furthermore, the hidden shift probing this information is known, we explain how a similar ap-
lem has applications that are of interest in their own right.  proach leads to an efficient quantum algorithm for the hidden
In the hidden shift problem, we are given two injective shift problem ove(Z/pZ)" with p a fixed prime. Since both

functionsfp : G — Sandf; : G — S, with the promise that of these problems are Abelian hidden shift problems, they
could equally well be viewed as HSPs, but we discuss them
fo(g) = f1(sg) for somes < G. (196)  here because the latter is an important ingredient ofothe

bit cosetapproach, which uses self-reducibility of a quantum

The goal of the problem is to fing the hidden shift In the  version of the hidden shift problem to give efficient quantum
non-Abelian hidden shift problem, as in the non-Abelian HSP algorithms for certain hidden subgroup and hidden shifbpro
there is an arbitrary choice of left or right multiplicatidrere ~ lems. Then we describe an algorithm for the shifted Legendre
we again make the choice of left multiplication. symbol problem, a non-injective variant of the dihedral HSP

When G is Abelian, this problem is equivalent to the that can be solved efficiently, and that also leads to an effi-
HSP inG x4 Z/27Z (sometimes called th&-dihedral group), cient quantum algorithm for estimating Gauss sums. Finally
where the homomorphisi: Z/27 — Aut(G) is defined by ~we describe a generalization of the hidden shift problerh tha
$(0)(x) = x and ¢(1)(x) = x~1. In particular, the hidden interpolates to an Abelian HSP, and that can be solved ef-
shift problem inZ/NZ is equivalent to the dihedral HSP. To ficiently in some cases even when the original hidden shift
see this, consider the functidn: G x Z/2Z — Sdefined by ~ problem cannot.
f(x,b) := fp(x). This function hides the involutiof(s, 1)),
so a solution of the HSP gives a solution of the hidden shift
problem. Conversely, solving the HSP@x Z/2Z with the ~ A. Abelian Fourier sampling for the dihedral HSP
promise thaH is an involution is sufficient to solve the HSP in ) ) ) .
general (Footnoté1), so a solution of the hidden shift prob-  Consider the HSP in the dihedral grofigNZ x Z /27 with-
lem gives a solution of the HSP. While no polynomial time hidden subgroupi(s,1))—or equivalently, the hidden shift
guantum algorithm is known for the general Abelian hiddenProblem in the cyclic grouZ/NZ with hidden shifts. Re-

shift problem, Kuperberg's sieve (Algoritht0) solves the call from SectiorVII.F (specifically, Eq. {70) that the stan-

L (v/logIG)) dard method, followed by a measurement of the first reg-
problem in time 2  Whereas a brute force approach ister in the Fourier basis (ovef/NZ), produces the state

takes 210916 steps. 1 ‘ X
WhenG is non-Abelian, the inversion map— x 1 is not ﬁ(|o> +x{11)) for some uniformly random measurement

a group automorphism, so we cannot even define a grou?utcomgk € Z/NZ. Now suppose we measure this qubit in
G x4 Z/2Z. However, the hidden shift problem@is closely ~ the basis of statest) := —5(|0) £ (1)) (i.e., the Fourier ba-
connected to an HSP, namely in the wreath product groupis overZ/2Z); then the outcome+’ occurs with probabil-
GUZ/2Z = (G x G) x4 Z/2Z, whered(0)(x,y) = (x,y) and ity cosz(%k). Thus, if keep only those measured values of
$(1)(x,y) = (y,x). The hidden shift problem it reduces to  k for which the outcome of the second measurementis
the HSP inG1Z/27 with the hidden subgrouf(s,s1,1)).  we effectively sample from a distribution ovee Z/NZ with
Furthermore, the HSP iG?Z/2Z with hidden subgroups of Pr(k) = 2cog(T=¥)/N.

this form reduces to the hidden shift problen3n G. Thus, This procedure was proposed bEttinger and Hayer

for families of groups in whicl@ x G is contained in a larger (2000, who showed thatD(logN) samples of the result-
group G’ from the same family—such as for the symmet-ing distribution provide sufficient information to detemei

ric group, wheres, x §, < Sr—the hidden shift and hidden k with high probability. This single-register measurement i
subgroup problems are essentially equivalétaigrenetal,  a much simpler procedure than either the Kuperberg sieve
2009. Moreover, by a similar argument to the one in Sec-(Kuperberg 2005 or the optimal measurement described in
tion VII.E, the quantum query complexity of the hidden shift (Baconet al, 2006, both of which correspond to highly en-

problem inG is poly(log|G|) even wherG is non-Abelian. tangled measurements. However, we are left with the problem
Testing isomorphism of rigid graphs can be cast as a hidef post-processing the measurement results to infer thesval
den shift problem in the symmetric group. If we lgt,0) =  of s, for which no efficient procedure is known.

m(l") and f(m,1) = ('), then the hidden shift is, where

I = o(""). Despite the equivalence between hidden shift and

hidden subgroup problems, the hidden shift probler§iiis  B. Finding hidden shifts in ~ (Z/pZ)"

arguably a more natural setting for rigid graph isomorphism

than the HSP, since every possible hidden shift corresponds A similar approach can be applied to the hidden shift prob-
to a possible isomorphism between graphs, whereas the H38m in the elementary Abeliap-group (Z/pZ)" with p a
must be restricted to certain subgrou@hilds and Wocjan  fixed prime, but in this case the postprocessing can be car-
2007. ried out efficiently. This result is an important buildingpbk



in an efficient quantum algorithm for the hidden shift and-hid

den subgroup problems in certain families of solvable gsoup

(Friedlet al,, 2003, as discussed in the next section.
Consider the hidden shift problem (& /pZ)" with hidden
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aP~1 = 1 for anya € Z/pZ with a # 0, we can rewrite these
inequations as a system of polynomial equatigass)P~! =

-+ = (Yk-s)P~1 = 1. However, the problem of solving poly-
nomial equations over a finite field i&P-hard, so we cannot

shift s. Applying the standard method, we obtain the hiddenhope to solve fos quickly using generic methods.

shift state
1
V2

for some unknowz € (Z/pZ)" chosen uniformly at random.

(|Iz0)+|z+s,1)) (197)

This problem is circumvented inF(iedletal, 2003
Ivanyos 2008 using the idea of linearization. If we treat each
productofp—1 components € (Z/pZ)" as a separate vari-
able, then we can viefy-s)P~1 = 1 as a linear equation over
a vector space of dimensidﬁ*DEIZ) (the number of ways of

Now suppose that, as in the measurement for the dihedr&n00singp—1items fromnitems, with replacementand with-
group described above, we perform Abelian Fourier samplin@Ut regard for ordering). Since this method treats varmate
on this state. In other words, we Fourier transform the firsindependent thatare in fact highly dependent, it requiresem

register ove(Z/pZ)" and the second ovét/27Z; this gives

1

- (6347 + wh*T 9 (~ 10y, by .
2yp" ye(zgpmbezz/zz P

(198)

Finally, suppose we measure this state in the computationaIZA

basis. A straightforward calculation shows that we obta@ t
outcome(y, 0) with probability co$(7%) / p" and the outcome

(y,1) with probability sir?(”yT's)/p". Thus, conditioned on ob-
serving 1 in the second register, we sei@ the first register
with probability

2 5 (TyS

=5 sir? (T)

In particular, notice that there is zero probability of seeany

y € (Z/pZ)" such thay-s= 0 modp: we see only points that
arenotorthogonal to the hidden shift. (This may be contraste
with the HSP in(Z/pZ)" with hidden subgrouygs), in which
Fourier sampling only gives poinkse (Z/pZ)" with x-s=0.)

We now argue tha®(n) samples from this distribution are
information-theoretically sufficient to determine the dheéah
shifts. Since we only observe poingghat are not orthogonal
to s, the observation of allows us to eliminate the hyper-
planey-s= 0 of possible values of With enough samples,
we can eliminate all possible candidate values except the
true value (and scalar multiples thereof).

For simplicity, suppose we sample uniformly from ke
(Z/pZ)" satisfyingy - s 0 for the unknowrs. While the true
distribution Eq. 199 is not uniform, it is not far from uni-
form, so the argument given here can easily be modified t
work for the true distribution. Consider some fixed candidat
values with s’ = as for anya € Z/pZ. If y were sampled
uniformly at random, thes would be eliminated with prob-
ability 1/p. Sampling uniformly from the subset of points
satisfyingy - s # 0 only raises the probability of eliminating
<, so a randomly samplegleliminatess’ with probability at
least ¥p. Thus afterO(n) samples, the probability of not
eliminatings’ is exponentially small, and by a union bound,
the probability of any sucls’ not being eliminated is upper
bounded by a constant.

Unfortunately, giverk = ©(n) samplesyi,...,Yk, we do
not know how toefficientlydetermines. We would like to
solve the system of inequatioys-s# 0,...,yx-s# 0 for
se (Z/pZ)". Using Fermat’s little theorem, which says that

Pr(y) (199)

samples to obtain a unique solution. NeverthelEsedl et al.
(2003 show thatO(nP~1) samples suffice. Since this method
only involves linear equations, and the number of equations
remains polyn) (recall the assumption that= O(1)), the re-
sulting algorithm is efficient.

similar approach works for the hidden shift problem in
/p*Z)", wherepK is any fixed prime powerRriedlet al,
2003 Ivanyos 2008. However, no efficient algorithm is
known for the case ofZ/mZ)" with m not a prime power,
even in the smallest casa,= 6.

C. Self-reducibility, quantum hiding, and the orbit coset
problem

By combining the result of the previous section with a

self-reduciblevariant of the hidden shift problerfriedlet al.
2003 also give an efficient quantum algorithm for the HSP

nd hidden shift problem in a large family of solvable graups
The idea of self-reducibility is as follows. Suppose we coul
reduce the HSP i to the HSP in subgroups @&, and ap-
ply such a reduction recursively until the remaining groups
are either simple enough that the HSP can be solved by some
known method, or small enough that it can be solved by brute
force. For example, it would be useful if we could reduce the
HSP inG to the HSP ilN andG/N, whereN < G is a proper
normal subgroup ofs. No approach of this kind has been
directly applied to the HSP or the hidden shift problem, but
this self-reducibility concept has proved fruitful for aaqu
tum generalization of the hidden shift problem called tHator
coset problem.

O Recall that in the standard method for the HSP, we pre-

pare the uniform superpositid), query a black-box func-
tion f : G — Ssatisfying Eq. {26), and discard the result-
ing function value, producing a uniformly random cosetestat
|xH). More generally, suppose we have some black-box isom-
etry F satisfying

F¥) =X @@ (200)
for some set of quantum statélgy) : x € G} satisfying
1 xlyeH
= 201
(0la) {0 otherwise (200)

By analogy to Eq.126), we say thaf is aquantum hiding
functionfor H in G. Querying the quantum black bdx on
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the uniform superpositiofG) and discarding the second reg- general functionfp : Z/NZ — S, the problem can be more
ister has the same effect as the standard method: the resulttractable given a hiding function of a particular form. As a
a uniformly random coset statgeH). But the possibility of simple example, the hidden shift problem with the identity
using quantum superpositions for the stdtgs offers more  functionfp(x) = xis trivial; but this case is uninteresting as the
freedom when constructing reductions. problem can be solved equally well with a classical or quan-
One way to produce quantum hiding sta{es) : x € G} tum computer. However, more interesting examples can be
is as follows. LetP be an orthonormal set of quantum states,constructed if we drop the requirement thatbe injectivel®
and leta : G x ® — @ be a (left) action of5 on®. For some  For example, the Legendre symhpprovides an example of
fixed |@) € ®, define|@) := a(x)(]@)). Then the isometry a function with an efficient quantum algorithm, but no known
Eq. 200 is a quantum hiding function for thetabilizerof  efficient classical algorithm.
), the subgroup stdhp)) == {x € G: a(x)(|¢)) = |¢)} < G.
Fixing G, @, anda, thestabilizer problen® asks us to find a
generating set for stap)) given (some number of copies of) 1 spifted Legendre symbol problem
the statd).
In the same sense that the stabilizer problem can be viewed gq; 3 finite fieldF, with p an odd prime, the valug(x)

as an HSP with a quantum hiding function, the orbit cosely ihe Legendre symbo : F, — {—1,0,+1} depends on
problem is analogous to the hidden shift problem. dhet \\hether is zero, a nonzero square (i.e., a quadratic residue),

cosef |go), |¢1) € Pisthe sefx e G:a(X)(|e) =|®)}; it oranonsquare (i.e., a quadratic nonresidug)irit is defined
is either empty or a left coset of stdfp;)) (or equivalently, a by

right coset ofl@)). In theorbit coset problenfOCP), we are
given (some number of copies df)), |@1) € ®. The goal is

to decide whether their orbit coset is nonempty, and if so, to 0 x=0 5
find both a generating set for st4)) and an elementc G X(X)=q+1 Jy#0:x=y (202)
such thati (X)(|@o)) = |@1). —1 otherwise

It can be shown that for any gro@and any solvable nor-
mal subgroupN <1 G, the OCP inG reduces to the OCP in For example, iffs we have the values
G/N and subgroups dfl (Friedlet al,, 2003. While the de-
tails are beyond the scope of this article, the reductioased X ‘0 1 2 3 4
on a method for creating a uniform superposition over the or-
bit of a state|@) under the actiom, building on a technique X(X)‘O t-1-1+1
introduced by Watrous in his algorithms for solvable group
(SectionlV.G). By combining this with the efficient quantum
algorithm for the hidden shift problem ifZ/pZ)" discussed
in SectionVIIl.B (which can be straightforwardly adapted to
an efficient algorithm for orbit coset it%./pZ)"), Friedl et al.
(2003 obtain an efficient quantum algorithm for the hidden X(x) =xP/Zmodp (203)
shift problem in smoothly solvable groups, and for the HSP
in solvable groups with a smoothly solvable commutator subshows that repeated squaring modploan be used to com-
group. pute the valug(x) in time poly(logp).

Recently, Ivanyos, Sanselme, and Santha have given al- In the shifted Legendre symbol probleover Iy, we de-
gorithms for the HSP in extraspecial groupgafyoset al,  fine the functionsfo(x) := X(x) and f1(x) := x(x+s) for all
2007 and groups of nilpotency class at mostafiyoset al., se Ip; the task is to determine the hidden skifiven a black-
2008. These algorithms use the concept of a quantum hidingpox implementation of the functiofy. We emphasize that
function introduced above to reduce the problem to an Abelia although the functiongo, f; are not injective, this can never-
HSP. It would be interesting to develop further applicasioh  theless be viewed as (a relaxed version of) a hidden shifi-pro
quantum hiding functions to the HSP, hidden shift, and eglat lem. The ability to efficiently solve this particular hiddginift
problems. problem quantum mechanically stems from properties of mul-

tiplicative functions under the (additive) Fourier traosh.
No efficient classical algorithm for the shifted Legendre
D. Shifted Legendre symbol and Gauss sums symbol problem is known. Although one can show that
O(log p) random queries to the functirix+s) are sufficient

While no efficient quantum algorithm is known for the to obtain enough information to determisiezan Dam 2002,

cyclic hidden shift problem (i.e., the dihedral HSP) for a

“The Legendre symbol is multiplicative characteras it is
easy to verify thak (xy) = X(X)x(y) for all x,y € Fp. This fact
can be used to show thFtr, X(x) = 0. The identity

16 Dropping this restriction, the quantum query complexitytef hidden shift
15 Kitaev (1995 gave an efficient algorithm for the stabilizer problem irth ~ problem may no longer be polynomial; for example, the hidslft prob-
case whereS is Abelian and the hiding function is classical, prefiguring  lem with fo(x) = 810 is equivalent to unstructured search, which has quan-
the hidden subgroup framework. tum query complexity(1/N) (Bennettet al., 1997).
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it is not clear how to do so efficiently. In fact, the Legen- 6. Perform the Fourier transform ovéi, and measure in

dre sequencg(x),x(x+1),... has been proposed as a pseu- the computational basis, giving s with probability-
dorandom function with potential cryptographic applioas O(1/p).
(Damgargd 1990. ) ] )
The following quantum algorithm efficiently solves the It is easy to see that the above algorithm s_olve_s the shifted
shifted Legendre symbol problemen Damet al, 2008: Legendre '_sy_mbt_)l problem not_only_over a prime fi&jl but
over any finite fieldFy. To verify this, we need only com-
Algorithm 12 (Shifted Legendre symbol) pute the Fourier transform of the quadratic charagteFy —
Input: Black-box functiorx (x+ s) for some unknowns Fy, {—1,0,+1}, namely
Problem:Determine the hidden shift s.
1. Prepare the uniform superpositidh,) and query the X(y) = L z x(x)oo;rw (212)
function in an ancilla register, giving the state Va xelq
1 1y TH(x)
1 _ = 1
— 5 % X(X+9). 204 =— > X(xy wp (213)
\/TJxep| X(X+8)) (204) VA&,
=X(YX(1) (214)

2. Measure whether the second register is in the J@te o ) .
If it is, the first register is left in the state—s), and ~ (recall the definition of the Fourier transform ovéfin Sec-

measuring it determines s. Otherwise, we are left withion I11.D). Indeed, the solution can be generalized to any
the state shifted multiplicative character dfy (van Damet al, 2000,

and to any function oveF, that hides a multiplicative sub-

X, X(X+5)), (205)  group of polylogarithmic index\looreet al., 20073.
For the ringZ /NZ with N = pi! x -+ x prkk odd, the gener-
alization of the Legendre symbol is called thecobi symbol

= 3
p—1 XeFp\{—s}

and we continue. (-/N):Z/NZ — {—1,0,+1}. Itis defined as the product
3. Apply the unitary operatiofx, b) — (—1)°|x, b) and un- X x \ 1 O\ Tk
compute the shifted Legendre symbol, giving the state (—) = (—) (—) (215)
L N P1 Pk
NG 2 X(xX+9)[x). (206)  (where(x/p) := x(x) is an alternative notation for the Legen-
x<kp dre symbol that makes the field size explicit). This is again
. - a multiplicative character, although its values need ndi-in
4. Apply the Fourier transform ovéi, yielding cate squares modub (for example,(2/15) — (2/3)(2/5)
1 R s (—1)? = 1, while 2 is not a square modulo 15). Analogous to
\/ﬁ- % X(y)wp ). (207)  the shifted Legendre symbol problem, one can define a shifted
yetp Jacobi symbol problem ov&/NZ, which also has an efficient

where : F, — C is the normalized Fourier transform quantum algorithmyan Damet al, 2009.

of X (a normalizedGauss suncf. Eq. @16), namely

2. Estimating Gauss sums

N 1
X(y) = ﬁ Z X(X)ady. (208)
X In the above solution to the shifted Legendre symbol prob-
(Note thatk(0) = 0and|§(y)| = 1 fory € Fy".) lem, we encountered the Fourier transform of the multi-
plicative characteg, which is a Gauss sum. This naturally
5. The equality leads to a quantum algorithm for approximating Gauss sums
1 (van Dam and Serous&002.
(y) = — % x(xyfl)m’r‘, (209) For a finite fieldFy, a nontrivial multiplicative characte:
VP&, Fq — C, and a nontrivial additive charactgr: F; — C, the
= x(Y)X(1) (210) Gauss sun{s defined as the inner product between these two
characters:
shows that the state Eq2@7) is in fact a uniformly
weighted superposition of the elementsFaf where G(X, W) == % XX)W(X). (216)
the stately) has a phase proportional t(y)wp®™. Xk

Thus we correct the relative phases by the operatio

y) = X(y)ly) for ally € 5, giving the state tis not hard to show that any Gauss sum has ni@(w, )| =

/0, so to learn the value of a Gauss sum,_it suffices to deter-
X(1) sy 211 mine the phase < [0, 2m) of G(x,y) = ,/q- €°.
Vp—1 ZX wp ) (211) There areg — 1 distinct multiplicative charactepg, : Fq —
yeFp C indexed bya € Z/(q— 1)Z. For a fixed multiplicative
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generatorg of F, we havexa(gl) := ng,l for all j € Z,
and xa(0) := 0. Theq— 2 nontrivial characters are those
with a# 0. As the discrete logarithm Ig¢g’) = j modq—1

4. Apply the phase rotatiojx) — xa(X)|X) to the ancilla
register, returning it to its original state, and giving

can be calculated efficiently with a quantum computer (Sec- (0(|0> +§(a(b)B|1>) ® |Fy)- (224)

tion1V.B), we can efficiently induce the phagg(g') by sub-
tracting the valuaj moduloq— 1 from the statel), giving

g @) = gy & ——

Yy o waly) (217)

- o) e~ 3 day-a) @
(@-1)Z

=lghe——= 3 &, (219)
Va-1yffaz

=Xa(@")lg") ®|1) (220)

(this is sometimes referred to as fhiease kickback trigk
Theqg additive charactengy, : iy — C indexed byb € I are

defined aspy(x) 1= wp ™ for all x € Fy. The charactety is
trivial, and allb #£ 0 glve nontrivial characters.

Discarding the ancilla register, notice that the above
steps effectively implement the conditional phase shift
[0) — |0), |1) — €9|1).

The above quantum algorithm has running time polynomial
in logg and /3, whereas classical sampling over thealues
Xa(X)Wn(X) requires poly,/g/8) samples to achieve the same
quality of approximation.

Both additive and multiplicative characters can be defined
over the ringZ/NZ, and there are corresponding Gauss sums

GXa )= T Xa()Wb(X) (225)

XeZ/NZ

with Xa(xy) = Xa(X)Xa(y) and Wp(x) = wnbx for all xy €
Z/NZ (see the comprehensive book Bgrndtet al. (1998).
Such Gauss sums over finite rings can be approximated by

With these definitions in place, the Gauss sum estimatio@ quantum computer as well, using the above algorithm in a

algorithm is as follows.

Algorithm 13 (Gauss sum estimation)

Input: A finite fieldFy, a nontrivial multiplicative character
Xa (Where ac (Z/(q—1)Z)*), and a nontrivial additive char-
acteryyp, (where be Fy).

Problem: Approximate within precisio® > 0 the angleg €
[0,2m) such that Gxa, Yn) = /T €°.

Perform phase estimation (SectidhC) with precisiond on
the following single-qubit unitary operation (which regs
applying the operation (/) times), inputting its eigenstate
|1) of eigenvalue®:

1. For an arbitrary input statex|0) + B|1), prepare the
state|Fy*) in an ancilla register.

2. Using the phase kickback trick described in E22@),
transform the state to

0) a 22
Jama (900 360 B e 3 ). @21

3. Conditional on the qubit being in the stdfie, multiply
the ancilla register by b and apply the Fourier transform
overlfy, yielding the state

(c10) + RaDBIL) © = 5" Xalx (222)

XEIF
where

G(Xéh LIJb) _ ei(p.

Xa(b) := /a

(223)

relatively straightforward way.

As Gauss sums occur frequently in the calculation of the
number of points on hypersurfaces over finite fields (see for
examplelreland and Rosefi1990), these same quantum al-
gorithms can be used to approximately count such points
with an accuracy that does not seem achievable classically
(van Dam 2004.

E. Generalized hidden shift problem

Polya has advised that “if there is a problem you can’t solve
then there is an easier problem you can solve: findAtilyg
1945. In that spirit, we conclude our discussion of the hidden
shift problem by describing a generalization that offerseno
ways to obtain information about the hidden shift. At least i
the case of cyclic groups, this problem indeed turns out to be
easier than the original hidden shift problem.

In theM-generalized hidden shift problefor the groupG,
we are given a hiding functiofi : {0,.... M -1} xG — S
satisfying two conditions: for any fixed € {0,...,M — 1},
f(j,Xx) is an injective function ok € G; and for eachj €
{0,....,M =2}, f(j+1,x) = f(j,sx. ForM = 2, this prob-
lem is equivalent to the usual hidden shift problem, since
the hiding functionsfg, f1 can be obtained af (x) = f(j,x).
However, theM-generalized hidden shift problem appears to
become easier for largevl; it trivially reduces to theM’-
generalized hidden shift problem witd’ < M, but larger
values ofM provide new ways to query the hiding func-
tion. Note that ifsM = 1, then theM-generalized hidden
shift problem is equivalent to the HSP #YMZ x G with the
cyclic hidden subgrouf(1,s)). In general, thé/-generalized
hidden shift problem irG reduces to the HSP iG:Z/MZ
(Fenner and Zhand2008, but notice that this reduction is
only efficient forM = poly(log|G]).
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The Abelian generalized hidden shift problem could potenthose equations. It is natural to consider replacing thealin
tially be applied to solve lattice problems. Recall from Sec function by a polynomial of higher degree. Here we describe
tion VII.A that the polyn)-unique shortest lattice vector prob- three such hidden nonlinear structure problems: the hidden
lem efficiently reduces to (the standard approach to) the-dih polynomial problem, shifted subset problems, and polym@bmi
dral HSP. In fact the same holds for thegeneralized hidden Legendre symbol problems.
shift problem inZ /NZ, providedM = poly(logN).

While no efficient algorithm is known for the case where
M = poly(logN), efficient algorithms do exist for larger val- A The hidden polynomial problem
ues of M. First, notice that théN-generalized hidden shift

problem inZ/NZ is an HSP inZ/NZ x Z./NZ, which canbe  perhaps the most straightforward nonlinear generaliza-
solved by Abelian Fourier sampling. Essentially the samgjon of the Abelian HSP is th@idden polynomial problem
strategy works provided! = Q(N), but fails for sublin- (childset al, 2007. In this problem, the hidden object is a
ear values oM. However, there is another quantum algo- polynomialh(x) € FylX1, ..., Xd]. Generalizing Eq.42), we

rithm that is efficient provided > N* for some fixece >0 g5y that a black box functiof: F¢' — S (for some finite set
(Childs and van Dam2007, based on the pretty good mea- S) hides the polynomial(x) if

surement techniques discussed in SecNdhG. For the
M-generalized hidden shift problem B/NZ, implement- _ ; ; _

ing the PGM reduces to an integer programming problem in f(x) = f(x) if and only ifh(x) = h(X) (226)
d =logN/logM dimensions, which can be solved efficiently
ford =0O(1) (Lenstra 1983.

It would also be interesting to consider the generalized hid
den shift problem in non-Abelian groups. For example, a so- Lh— hfl(y) = {xe Fd - h(x) =y} (227)
lution of this problem for the symmetric group could be used y q
to solve theM-generalized graph isomorphism problein 5 gistinct on different level sets. The hidden polynomial

which we are giveM rigid n-vertex graph$'o,l's,....I'm-1  proplem is to determinb(x) up to differences that do not af-
that are either all non-isomorphic, or sequentially iSopee o its |evel sets (i.e., up to an overall additive or muita-
with a fixed isomorphisnm € &, namelylj1 = 1(['j) for e constant).

j.j 0, 1[3I. ‘ .,M_—2.hFor Iargﬁ\/_l, this przblem might Sﬁ_er_n conl- Notice that the polynomiah(x) trivially hides itself. But
siderably easier than graph isomorphism, yet no efiicigutal ot o5 there is no a priori relationship between function va

rithms for the corresponding generalized hidden shift b ¢ 54 cosets in the general HSP, we prefer to assume that the
are kn0\_/vn. Indeed, very little is kn_own about the non-Atrelia association of function values to level sets is arbitramgeled,
generalized hidden shift problem in general. if we were promised thaf (x) = h(x), even a classical com-
puter could solve the hidden polynomial problem efficiently
But with no promise on how the level sets are mapped to func-
IX. HIDDEN NONLINEAR STRUCTURES tion values, itis not hard to show that the classical randenhi
query complexity of the hidden polynomial problem is expo-
The non-Abelian hidden subgroup problem (Sectith)  nential indlogq (Childset al, 2007, by a similar argument
was originally introduced with the hope of generalizing theas for the Abelian HSPSimon 1997.
success of Shor’s algorithm. As we have seen, these efforts With a quantum computer, we can approach the hidden
have so far met with only limited success: while polynomial-polynomial problem by closely following the standard metho
time quantum algorithms are known for the HSP in somefor the HSP (SectiorVIl.B). Querying the functionf on
non-Abelian groups, the cases with significant applicatien  the uniform superpositiofi®§) and discarding the resulting
namely, the dihedral and symmetric groups—remain largelyynction value, one is left with the statef)) with probabil-

unresolved. Thus there have been several attempts to generI y |L9|/qd. Equivalently, the result is theidden polynomial

ize the Abelian HSP in other ways. The hidden shift probIemState
(SectionVIIl) represents one such attempt. In this section

forall x,x' IF(?. In other words, the functiofi is constant on
thelevel sets

we discuss a more radical departure from the HSP, a class of ILh|
problems aimed at findingidden nonlinear structures pri= 5 —FILD{L. (228)
Let us return our attention the Abelian HSP—and more yeFd

specifically, to the hidden subgroup problem in the additive

group of thed-dimensional vectorspadiﬁj (whereFg denotes  Notice that these states are quite similar to the hidden sub-
the finite field withq elements). Then we can view the HSP group states Eq.181), modulo the fact that level sets of a
as a problem of identifying hidden linear structurethe sub-  polynomial can have different sizes, unlike the cosets oba s
groups of the additive grouE(jj are precisely its linear sub- group. Just as we upper bounded the query complexity of the
spaces, and their cosets are parallel affine subspactiator HSP by analyzing the statistical distinguishability of thates

(cf. step4 of Algorithm 3). Thus in this HSP, we are given Eq. (131, so we can upper bound the query complexity of the
a function that is constant on sets of points specified by linhidden polynomial problem by doing the same for the states
ear equations, and the goal is to recover certain paranwters Eq. 228). Following a similar argument as in Sectivfl.E,
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one can show that at random fronmT. In other words, we are given the mixed
guantum state

(229) L
= — z S+1)(S+t. 231

(cf. Eq. (155). Thus, the hidden polynomial states are pair-

wise distinguishable provided their level sets do not seet  In the shifted subset problem, the goal is to determine some

too much. Since almost all polynomials absolutely irre-  property ofSor T (or both) using samples @ist.

ducible (i.e., they do not have any nontrivial factors, even |n (Childset al, 2007, two examples of shifted subset

over an extension of the base field), this suffices to showroblems are considered in which the Sét ad-dimensional

that if the dimensior and the maximum degree of the poly- sphere, i.e., the set of points

nomials are fixed, then the query complexity of the hidden

polynomial problem is polffogq) for almost all polynomials 0 d

(Childset al, 20079). S = LrZizlxi — {x c ]qu : le"z _ r} (232)
Moving beyond query complexity, we would like to know i=

whether there is an efficient quantum algorithm—i.e., one

with running time polylogg)—for the hidden polynomial = for somer € F. In the hidden radius probleml = Fg, and
problem. Just as for the HSP, the most general version ahe goal is to learn. In thehidden flat of centers problenwe

this question is currently open. However, suppose we ar@re promised that = 1, andT is some unknown flat iff¢;
promised that the hidden polynomial has the form the goal is to determine this flat.

In general, whenl = Fg, symmetry ensures thaisT is
h(xt,....xd) = 9(X1; .-, Xd-1) — Xa (230)  diagonal in the Fourier basis. Then the goal is to le&from
) ) samples of a distribution given by its Fourier transforncélée
for some (d — 1)-variate polynomial g(X1,...,Xd—1) € Sectionlll.D), namely
Fy[X1,...,%d-1]. (A simple example is théidden parabola
problem in which h(x,y) = ax? + Bx — y for some unknown
a,B € I that we would like to determine.) For such a hidden Pr(k) 1
polynomial, the level sets are simply translates of eackroth q4|S|
namerLQ = L8+ (0,...,0,y). Provided the maximum degree
of the polynomial is at most some fixed constant, there is
guantum algorithm that determinlegup to an additive offset)
in time poly(dlogq) (Deckeret al., 2007). This algorithm is
based on the pretty good measurement approach described

SectionVII.G. Recall that the implementation of the PGM ¢\ icted Kloosterman sum) fat odd. In either case, these

relies on quantum sampling from the solutions of an averageyigyinytions are information-theoretically distinglble for

case algebraic problem. For the hidden polynomial problemyigterent values of. Moreover, a closed form expression for
with a polynomial of the form Eq230), this problemis asys- - gajia sums gives an efficient quantum algorithm for determi

tem of polynomial equations, much_like_ the pair of_quadraticing whether is a quadratic residue, provideds odd.
equations Egs.182 and (83 that arise in the algorithm for On the other hand, suppoSés fixed andT is an unknown

the HSP in the Heisenberg group. flat (or, more generally, some low-degree surface). If wédou
perform the transformatiof$+t) — |t), then we could sam-
ple from points on the flat, and thereby reconstruct it. Unfor
B. Shifted subset problems and exponential sums tunately, this transformation is generally not unitarpceiS
could intersect with its translates. However, we can attemp
Other families of hidden nonlinear structure problemsearis to approximate such a transformation using the continuous-
in the setting ofshifted subset problemsSuch problems are time quantum walk on the Cayley graph[ﬁ?| generated by
most naturally stated directly in terms of quantum state disS, WhenS = ;, this Cayley graph is known as tiinnie
tinguishability’” Suppose that for fixed subse®sT C F§,  Li graph. Its eigenvalues are given by Kloosterman or Salié
we are given the quantum std&@+t) (a uniform superposi-  sums, depending on whetheis even or odd. Fod odd, the
tion over the elements @+ t), wheret is chosen uniformly  explicit expression for Salié sums provides an efficierglen
mentation of the quantum walk, which in turn gives an effi-
cient quantum algorithm for the hidden flat of centers prob-
lem.

17 S . L o . .
AIthough the construction is ;omewhat technical, it is faego 'formu- Of course, it is pOSSIble to make many other choiceSfor
late shifted subset problems in terms of a black box from itie state andT. so the above examples iust beain to explore potential
psT can be efficiently prepared on a quantum computer, but tipétety ’ . p J 9 P P
must be queried exponentially many times to deternfifleon a classical ~ quantum algorithms for shifted subset problems. However,

computer Childset al, 2007). these simple examples already reveal a connection between

2
(233)

Tr(kx)
Wp
2

vherep is the characteristic dfy and Tr :F, — F, denotes
the trace map. In particular, whé&h= S, is ad-dimensional
sphere, the distribution is proportional to an exponeistigh
Hﬁown as &Kloosterman surfor d even, or &alié sum(a kind
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the calculation of exponential sutfsand the implementation ~ Given a black box functiorx(f(x)) where f € Fy[x is
of quantum walk that could perhaps be developed further. lan unknown monic, squarefree polynomial of degieévo
would also be interesting to find concrete algorithmic aggpli  queries can be used to create the state

tions of shifted subset problems. 1

X(F)) = ﬁxépf((f(x))lx% (237)

wherey is identical tox except thaf{(0) = 1. (This adjust-
ment to the Legendre symbol is required to deal with the oth-
erwise zero amplitudes for the zerosfoj Using Egs. 235

and @36), it follows that

C. Polynomial reconstruction by Legendre symbol evaluatio n

The quantum algorithm for the shifted Legendre symbol
problem (SectiorVIll.D) recovers the constant tersof a
linear functionf (x) = x+ s hidden in the black-box function
X(f(x)) = x(x+s), wherey is the Legendre symbol. As a o 2d
precursor to the efficient quantum algorithm, it was shown IX(F)IX(9))] < ﬁ (238)
that the quantum query complexity @(1), while the clas-

sical query complexity i2(logp) (van Dam 2002. Herewe  since there arep? monic polynomials of degree over F,,
_discuss the generaliza;ion to a nonlinear functi¢x) hidd_en _ Theorem3 (and specifically, Eq.149) shows that there is a

in the black-box functior(f(x)). Russell and Shparlinski measurement 0®(d) copies of|§(f)) that determines the
(2004 showed that the quantum query complexity is signif-ynknown coefficients of with probability 1— O(1/p). The
icantly lower than the classical query complexity even is th c|assical query complexity of this problem can be shown to be

more_general case. Whether there e>_<ists an _efficient quantugsdlogp), which therefore gives a separation between classi-
algorithm to reconstruct the polynomial remains open. cal and quantum query complexity.

Let f € Fp[X] be an unknown polynomial. Given a black
box for x(f(x))), with x the Legendre symbol ovéf,, we
want to reconstruct using as few queries as possible. NoteX. APPROXIMATING #P-COMPLETE PROBLEMS
that for anyc € F', X(c?f(x)) = x(f(x)), making it impos-
sible to tell the difference betweef(x) and ¢?f(x) on the Recently, there has been considerable interest in quantum
basis of the black box(f(x)). Moreover, if the factoriza- algorithms for approximately solving variout>-complete
tion of f(x) contains a square, i.e., i{x) = g2(x) - h(x), then problems. The first such algorithms were for approximating
X(f(x)) = x(g?(x))x(h(x)), which is identical tog(h(x)) (ex- the Jones polynomial; more recently, similar ideas have bee
cept possibly at the zeros gf. Thus we restrict our attention Used to give approximate solutions to othBrcomplete prob-
to polynomials that are monic and squarefree. lems. These algorithms are not as closely related to Sher’s a
In the case wheré(x) = x+s, the reason thad(1) quan- ~ Most of those discussed in this article, but they are debjided
tum queries suffice is that the statggx(x+s)|x) are nearly ~ algebraic, relying heavily on group representation theory

orthogonal for different values af€ Fp. This follows from TheJones polynomias a central object in low-dimensional
the identity topology with surprising connections to physicsWitten
(1989 showed that the Jones polynomial is closely related
p—1 s=r to topological quantum field theory (TQFTHreedmaret al.
% X(X+T)X(X+S) = { (234) (2003 investigated the relationship between TQFT and topo-
xeFyp -1 s#r logical quantum computing, showing that quantum comput-

ers can efficiently simulate TQFTEeedmaret al, 20020,
For polynomialsf,g of degreed that are monic and square- and that in fact TQFTs essentially capture the power of
free, the generalization of this fact is provided by the Weilquantum computatior-teedmaret al., 20023. In particular,

bound (idl and Niederreiterl997, which implies that Freedmaret al. (20028 showed that quantum computers can
efficiently approximate the Jones polynomial at a fifth root
% X(f(x)?>>p—d (235)  of unity. Subsequently\haronovet al. (2009 described an
xeFp explicit quantum algorithm for approximating the Jonesypol
f < 2d it _ 236 nomial, generalizing to any primitive root of unity (seeals
erIFpX( Cx(g0) =2dvp if f#g (236) the work byWocjan and Yard2009).

To define the Jones polynomial, we must first introduce the
Note that ford > ,/p/2, Eq. @36) is trivial. However, for concepts 3())1‘_ knots and links. Rnot i_s an embedding of the
d < pY/2-¢ with £ > 0, we find the following. _cwcle_mR , i.e., a closed loop of string that may wrap around
= ' itself in any way. More generally,lank is a collection of any
number of knots that may be intertwined. In@nented link
each loop of string is directed. It is natural to identifykin
18 . . . : that argsotopig i.e., that can be transformed into one another
(_:omputlng_ exponentlal sums is also closely related t‘o cmgr_me solu- b tinuous deformation of the strings.
tions of finite field equations. Indeed, Kedlaya’s algorit{@ectionlV.H) y con . ; 9 8 .
can be used to efficiently approximate Kloosterman sums viteriield The Jones polynomiabf an oriented linkL is a Laurent
characteristic is small (seghildset al. (2007). polynomialV (t) in the variableyt, i.e., a polynomial iny/t
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and 1/v/t. Itis alink invariant meaning thav, (t) =V/(t) U operation is applied to the stdte) @ |@) and the first qubit
if the oriented linkd_ andL’ are isotopic. While it is possible is measured in thet) basis, wheré+t) := %(|O> +|1)), the

for the Jones polynomial to take the same value on two nonaypectation value of the outcome is precisely @eU |U)).
isotopic links, it can often distinguish links; for examptee  (This is simply the phase estimation procedure described in
Jones polynomials of the two orientations of the trefoil kno sectionlll.C with n= 1, i.e., with a single bit of precision.)
are different. _ o Replacing the states-) by the state$+i) := %2(|0> +i[1)),
Given an oriented link., one way to define its Jones poly- we can approximate 16U ). Using a maximally mixed

nomial is as followsKauffman 1987. First, let us define the . . .
. ' . state as input instead of the pure stilie and sampling suf-
Kauffman bracketL), which does not depend on the orienta- ficiently many times from the resulting distribution, we can

tion of L. Each crossing in the link diagram can be opened in . L -
one of two ways, and fgr any given cr(?ssing we havep obtain an approximation of R&rU) or Im(TrU). Similarly,
' we can approximate a weighted trace by sampling from an
N _.1/4 _1/4) ~— appropriate distribution over pure states.
=t t 239 . ) .

< K > < > ( > * < - >’ (239) Applying this approach to the relevant unitary representa-
where the rest of the link remains unchanged. Repeatedly afion of the braid group, one obtains a quantum algorithm for
plying this rule, we eventually arrive at a link consistiny o @PProximating the Jones polynomial of the trace closure of a
disjoint unknots. The Kauffman bracket of a single unknot isbraid at a root of unity. In particular, for a braid arstrands,
(O) := 1, and more generally, the Kauffman brackehafn- ~ With m crossings, and with = e?/k there is an algorithm
Kknots is(—tl/z—tfl/z)”*l. By itself, the Kauffman bracket rgnni_ng in time polyn,m k) that outputs an approximation
is not a link invariant, but it can be turned into one by takingdiffering from the actual valugl (t) of the Jones polynomial
into account the orientation of the link, giving the Jonelypo by at mosI(ZC_QSR) /poly(n7 k,m), with only exponentially
nomial. For any oriented link, we define itavrithe w(L) as ~ Small probability of failure gharonovet al, 2009.

the number of crossinas of the for?jzx minus the number Given a braid with an even number of strands, another nat-
9 ~ ural way to create a link is called thmat closure Here, we

of crossings of the forn}\(. Then the Jones polynomial is simply join adjacent pairs of strands at each end of the braid
defined as The plat closure can be viewed as the trace closure of a braid
VL() = (—t*1/4)3""<'-)<L>. (240) on iy §trands together withrPadditional straight str_ands. Us-
ing this fact, we can express the Jones polynomial of the plat
It is useful to view links as arising frorhraids A braid  closure of a braid at = €?/K as the expectation value of a
is a collection ofn parallel strands, with adjacent strands al- particular unitary representation of the braid group in gepu
lowed to cross over or under one another. Two braids on thguantum state. Thus the Jones polynomial of the plat closure
same number of strands can be composed by placing them endn also be approximated using the Hadamard test, but now
to end. Thebraid group B, on n strands is an infinite group using a pure input state instead of a mixed one. This gives an
with generator§os,...,0n-1}, Whereo; denotes a twist in  efficient quantum algorithm for an additive approximatidn o
which strand passes over strand- 1, interchanging the two the Jones polynomial of the plat closure of a braid at a root of
strands. More formally, the braid group is defined by the-relaunity (Aharonovet al,, 2009.
tions0j0i+10; = 0;110i0i+1 andojoj = 0;0; for |i — j| > 1. Notice that these algorithms only providedditive ap-
Braids and links differ in that the ends of a braid are openproximations, meaning that the error incurred by the al-
whereas a link consists of closed strands. We can obtaif a lingorithm is independent of the value being approximated,
from a braid by connecting the ends of the strands in som&hich is undesirable when that value is small. (In fact,
way. One simple way to close a braid is via thece closure  note that the additive error increases exponentially with
in which theith strand of one end is connected toitiestrand  the number of strands in the braid.) It would be prefer-
of the other end for each=1,...,n, without crossing the able to obtain anultiplicative approximation, or better still,
strands. A theorem oAlexander(1923 states that any link an exact calculation. However, exactly computing the Jones
can be obtained as the trace closure of some braid. polynomial is#P-hard Jaegeetal, 1990, and hence un-
The Jones polynomial of the trace closure of a braid can békely to be possible even with a quantum computer. Fur-
expressed in terms of the Markov trace (a weighted variant ofhermore, obtaining the additive approximation achieved b
the usual trace) of a representation of the braid group d&fine(Aharonovet al, 200§ for the Jones polynomial of the
over the Temperley-Lieb algebragnes1985. When evalu- plat closure of a braid is as hard as any quantum com-
ating the Jones polynomig (t) at the root of unityt = ?/K, putation Aharonov and Arad2006 Bordewichet al, 2005
this representation is unitary. This naturally suggestsang Freedmaret al, 2002a Wocjan and Yard2008.
tum algorithm for approximating the Jones polynomial. Sup- To implement the quantum algorithm for approximating the
pose that we can implement unitary operations correspgndintrace closure of a braid, it is only necessary to have a sin-
to twists of adjacent strands on a quantum computer. By congle pure qubit (the qubit initialized tpt+) in the Hadamard
posing such operations, we can implement a unitary opératiotest), and many mixed ones. Thus it can be carried out in
corresponding to the entire braid. It remains to approxématthe one clean qubit model introduced Kyill and Laflamme
the Markov trace of this operator. (1999 to investigate the power of mixed state quantum com-
The trace of a unitary operatidh can be approximated on putation. In fact, the problem of estimating the Jones palyn
a quantum computer using thiladamard testlf a conditional  mial of the trace closure of a braid at a fifth root of unity (to



the precision described above) exactly characterizesaiverp
of this model Jordan and Wocjgn2008 Shor and Jordan
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such that =1 mod 6. In general, there existyauch that
xy=1 modN if and only if gcd x,N) = 1, where gc@k,N) is

2008, just as the approximation of the plat closure characthe greatest common divisor &fandN. The set of such in-
terizes general quantum computation. vertible elements of./NZ make up the multiplicative group
We conclude by briefly mentioning various extensions of(Z/NZ)*. Itis easy to check that i /6Z there are only two
these results.Wocjan and Yard2008 show how to evalu- invertible elements(Z/6Z)* = {1,5}. The size of the multi-
ate the Jones polynomial of a generalized closure of a braidilicative group(Z/NZ)* depends on the prime factorization
and how to evaluate a generalization of the Jones polynoef N; one can show that fa¥ = prll--- prkk,
mial called the HOMFLYPT polynomial. Recent work of _—
Aharonovet al. (20073 shows how to approximate the Tutte $(N) :=[(Z/NZ)*| = (p1—1)p" - (k=D p< ", (A1)
whered is called Euler’s totient function. Similarly to the ad-

polynomial of a planar graph, which in particular gives an ap
proximation of the_ partition function of the Eotts model on itive case, one also has the multiplicative group isomismh

a planar graph; this problem also characterizes the power ct INZ)* ~ (Z/PAT)* x - x (ZJp*T)

guantum computation, albeit only for unphysical choices of By cor;biningl the isomorphiskms for the additive and
parameters. More generally, there are efficient quantuntalg

; - S the multiplicative groups of integers moduld, we obtain
rithms to compute additive approximations of tensor neksor the Chinese remainder theorem. This states thatNfor
(Arad and Landa2008.

prll~~-p'kk, the bijection between the elements>o€ Z/NZ
and thek-tuples(xu, . .., X) € (Z/pZ) x - - x (Z/p¥Z) (with

X = x mod piki for all i) respects both addition and multiplica-
tion in the ringZ /NZ. This fact often allows us to break up al-
jgebraic problems it /NZ into k smaller problems iz/pi Z,
which can be easier to deal with.
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For a prime numbep we haved(p) = p— 1, which means
et'hat all but the zero element @/pZ have a multiplicative
Jinverse modulg. ThusZ/pZ is a finite field, which we de-
note bylF,. Just asR is a field that can be extended @
by including the solutions to polynomial equations such as
a?+1=0, so can the finite field, be extended t@y for
any positive integer. Any finite field has ordeq = p" with p
some prime, and for each prime powgithere is a finite field
of that order. Up to isomorphism, this finite field is in fact
unique, so we can refer thefinite field Fy without ambiguity.
The additive group oFy is isomorphic to the additive group
(Z/pZ)", while the multiplicative groufi; is cyclic, and is
isomorphic to the additive group/(p" — 1)Z. Note thatF
is very different fromizZ/p'Z forr > 1, as|F | = p" — 1 while

APPENDIX A: Number Theory

1. Arithmetic modulo N

When performing calculations with integers modilave s —1 o
use the equivalence relatian-y modN ifand only ifx—ye  |(Z/P'Z)*[=(p=1)p" " , o
NZ = {...,—N,0,N,2N,...}. Often we omit the notation Astand_ard way of explicitly constructing af|n|te fielgr is
‘modN’ and instead considerandy as elements of the ring Y extending?, with a formal variablex satisfyingT (a) = 0,
7NZ. Other ways of denoting this ring a andz/(N); in  WhereT is anirreducible polynomial of degreén IFp[a]. The
this article we use the notaticiyNZ, which is conventional ~ finité field Iy is isomorphic to the ring of polynomials[o]
in computational number theory. Although formally the ele- Modulo the polynomiaTl (a), i.e., Fpr = Fp[a]/T ().

ments ofZ/NZ are the set§..., —N+X X, Xx+N,x+2N,...},  Example (Construction ofFg). Modulo 2, the polynomial
we often simply represent such an element by the integer T(a) = a3+ a + 1 is irreducible: T(a) cannot be writ-
this representation is unique if we require {0,...,N—1} ten as the product of two nontrivial polynomials. Hence

Addition modulo N corresponds to the additive group F,[a]/(a®+ a + 1) is the finite fieldfs. The addition in this
(Z/NZ,+), which hasN elements. For example, with =2 field is the straightforward addition of quadratic polynomi
we have 0+0=0,1+0=0+1=1and 4+ 1=0.IfNhas  als modulo2, such that, for exampléa? +a) + (a® + 1) =
the prime factorizatiol = py*--- p*, then the additive group o+ 1. Multiplication of the elements is slightly more involved,
Z/NZ can be decomposed é8/p;'Z) x - x (Z/pZ). but the explicit multiplication table (Tabld) confirms that

Multiplication moduloN is more complicated than addi- F[a]/(a®+a + 1) is indeed a field. Note for example trat
tion as not all elements df/NZ have a multiplicative in- has multiplicative inverse®+ 1, asa(a’+1) = o +a =1
verse. For example,-5 = 1 mod 6, but there is no element by the equalitya® +a +1=0.
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X 0 1 a a+1 a? a?+1 a?+a  a’4a+1
0 0 0 0 0 0 0 0
1 0 1 a a+1 a? a’+1 al+a  a’4a+1
a 0 a a? a?+a a+1 1 a?+a+1  o?+1
a+1 0 a+1 a’+a a?+1  ol+a+1 a? 1 a
a? 0 a2 a+1 a?+a+1 o?+a a a?+1 1
a’+1 0 o2+1 1 a? a a?4+0+1 a+1 a?+a
a’+a 0 o’+a o?+a+1 1 a’+1 a+1 a a?
a?+a+1 | 0 o?+a+1 a?+1 a 1 a?+a a2 a+1

TABLE Il The multiplication table of the finite fieldg represented by the elementsRofa]/(a+ o +1).

Obviously,Fg contains the subfield,, but less obviously,
[Fg does not contaiifis. In generalffy, contains the finite field
Fy, if and only if g; is a power ofgp, hence if and only if
g1 = pt andogp = p"2 wherer, dividesr;. For a finite fieldF,
with g = p" andp prime, we callF, the base fieldof [y, and
we callFy the degree extensionof the field[Fp. By taking
the limit of arbitrarily high degree, we obtain thealgebraic
closureF, of Fp, which is an infinite field.

Although the construction of an extension field using an ir-

reducible polynomial makes it easy to explicitly perforntca
culations, the procedure soon becomes cumbersome, as

APPENDIX B: Representation Theory of Finite Groups

In this appendix, we briefly review the theory of group rep-
resentations needed to study the non-Abelian HSP. Here it is
sufficient to restrict our attention finite groups, and to-rep
resentations over finite-dimensional complex vector space
For a more detailed introduction to representation thexag,
Hamermesli{1989; Serre(1977).

-ﬁa_GeneraI theory

blell already shows. Furthermore, the representation depends | ) ) ) )
on the specific polynomial being used, so it introduces a cer- A linéar representatior{or simply rspresentatloh of a fi-
tain arbitrariness. Hence, whenever possible, we talk mbodit€ groupG over the vector spac€” is a homomorphism

finite fields without specifying a particular representatio

3. Structure of finite fields

Starting from the infinite field"p, the elements ofr can
be characterized as the= p" solutions to the equatiotf = x.
This immediately implies the above statement tRat con-
tainsFyr, if and onlyr; dividesr;.

Within the finite field Fr, the Frobenius automorphism
¢: Fy — Fy is the map defined byp(x) = xP. Itis a
field automorphism, meaning thatx+y) = @(x) + ¢(y) and
Q(xy) = @(x)@(y) for all x,y € Fr. Iterating the Frobenius
automorphism gives the different mapsg! : x — xP for
j=0,1,....,r =1, which are all automorphisms @}r. Be-
cause@(a) = a for all base field elementa € Fp,, we see
that if x € Fy is a root of a polynomiaF (X) = agX9 +--- +
arX + ag € Fp[X] with coefficients in the base fiele, then
so are its conjugateg (x) as, assumingr (x) = 0, we have
F(0(x) = 3;ai(9(x)' = ¥ @(@x) = ¢(F (x)) = 0. This re-
sult generalizes to multivariate polynomi&ls Fp[X1,. .., Xn]
with roots x = (xa,...,%) € Fj: if F(x) = 0 then also
F(@ (X)) = F(@ (x1),...,@ (%)) = 0. Hence the set of so-
lutions {x € F; : F(x) = 0} is invariant under the Frobenius
automorphism.

0:G — GL(C"), i.e., a map from group elements to nonsin-
gularn x n complex matrices satisfying(x)o(y) = o(xy) for

all x,y € G. Clearly,o(1) = 1 ando(x 1) = a(x)~*. We say
thatC" is therepresentation spacef o, wheren is called its
dimensior(or degreg, denoteds.

Two representations ando’ with representation spac€$
areisomorphic(denoteds ~ ¢’) if and only if there is an in-
vertible linear transformatioM € C™" such thatMao(x) =
o’ (x)M for all x € G. (Representations of different dimensions
cannot be isomorphic.) Every representation is isomorghic
a unitary representationi.e., one for whicho(x) 1 = o(x)"
for all x € G. Thus we can restrict our attention to unitary
representations without loss of generality.

The simplest representations are those of dimension one,
such thao(x) € C with |o(x)| = 1 for all x € G. Every group
has a one-dimensional representation calledriki@l repre-
sentation defined byo(x) = 1 for allx € G.

Two particularly useful representations of a gro@pare
its left regular representatioand itsright regular representa-
tion. Both of these representations have dimens@®p and
their representation space is tmup algebraCgG, i.e., the
|G|-dimensional complex vector space spanned by basis vec-
tors|x) for x € G. The left regular representatidnsatisfies
L(x)|ly) = |xy), and the right regular representatiBrsatisfies
R(X)ly) = |yx1). In particular, both regular representations
are permutation representatioress each consists entirely of
permutation matrices.

Given two representatiors: G — V andad’ : G — V/, we
can define theidirect sum a representatioon o’ : G —V @

V'’ of dimensiordye = ds +dy . The representation matrices



of 0@ o’ are of the form

ox) O

o= %"

(B1)

forallx e G.
A representation igreducibleif it cannot be decomposed

as the direct sum of two other representations. Any repre-

sentation of a finite grouf® can be written as a direct sum
of irreducible representations (oreps) of G. Up to isomor-
phism,G has a finite number of irreps. The symi@tenotes
a complete set of irreps &, one for each isomorphism type.

Another way to combine two representations is with the

tensor product The tensor product of : G — V and o’ :
G—V'iso®d :G— VRV, arepresentation of dimension
g = Aoy

Thecharacterof a representatioa is the functiorys : G —
C defined byxq(x) := Tra(x). We havexg(1) = dg, X(x 1) =
X(X)*, andx(yx) = X(xy) for all x,y € G. For two representa-
tionso,d’, we havexgeao = Xo + Xof andxmo/ Xo * Xo'-
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commutants of each other. The isomorphism is simply the
Fourier transform ove®. For its precise definition, as well
as a proof that it decomposes the regular representatieas, s
SectionVI.

ConsideringL (1) = xr(1) = |G| and using this decompo-
sition, we find the well-known identity

Z d2 =G| (BS)
oeG
Also, noting thatx (x) = Xxr(x) = 0 for anyx € G\ {1}, we
see that
S doXol(X) = (86)
0eG

In general, the multiplicity of the irrep € G in an arbitrary
representatiomof Gis given byl := (Xg, Xt). Then we have
the decomposition

T%@G‘g’lw&-

0cG

(B7)

Perhaps the most useful result in representation theory is

Schur’'s Lemmawhich can be stated as follows:

Theorem 4 (Schur's Lemma) Leto anda’ be two irreducible
representations of G, and let M C%*% be a matrix satis-
fyingo(x)M = Md’(x) for all x € G. Then ifo % ¢’ we have
M = 0; and if 0 = ¢/, then M is a scalar multiple of the iden-
tity matrix.

The projection onto the- |sotyp|c subspacef 1 is given by

Er = |G| EGXO

Any representatiolw of G can also be viewed as a repre-
sentation of any subgroud < G, simply by restricting its
domain to elements dfi. We denote the resultingstricted

(B8)

Schur’'s Lemma can be used to prove the following orthogtepresentatioby Res; . Even whero is irreducible ovef,

onality relation for irreducible representations:
Theorem 5. For two irrepsa, o’ € G, we have

do

= 5 o(X)ij0' (Xt jy = 85,5513} i, (B2)
Gl £

whered; » is 1if 0 = o', and0 otherwise.

In particular, this implies a corresponding orthogonaiéy
lation for theirreducible charactergi.e., the characters of the
irreducible representations):

Theorem 6. For two irrepso, o' € G, we have

|G| PR

Characters provide a simple test for irreducibility. In-par
ticular, for any representatian (Xq,Xo) IS @ positive integer,
and is equal to 1 if and only i is irreducible.

Any representation ofs can be broken up into its irre-
ducible components. The regular representatio@are use-
ful for understanding such decompositions, since theyaiont
every possible irrep ofs, each occurring a number of times
equal to its dimension. In particular,

L=D(001y). R=ED (lg,00"),

ocG oeG

(Xo:Xo') := " Xo' (X (B3)

0 o’ -

(B4)

where }; denotes the x d identity matrix. In fact, this holds
with the same isomorphism for bothandR, since they are

it will in generalnotbe irreducible oveH. (It is also possible

to extend any representatiohof H to aninduced represen-

tation IndS o’ of G, but we will not need the definition here.)
We conclude with some examples of groups and their irre-

ducible represenations.

2. Abelian groups

The irreducible representations of any finite Abelian group
are all one-dimensional. (Conversely, any non-Abeliarugro
has some irrep of dimension greater than 1.)

For a cyclic grougs = Z/nZ, all irreps are of the forngy :
7.)nZ — C with ok(x) := ™" wherek € Z/nZ uniquely
labels the representation. Hence there are inddadquiva-
lent irreps ofZ/nZ, all of dimension 1.

Any finite Abelian group can be written as a direct product
of cyclic factors, and its irreducible representationsgven
by products of irreps of those factors. For example, the irre
ducible representations of the gra8p-= (Z/nZ)? are given by
ox(x) 1= eZlkixatkee)/n wherek = (ki kp) € Z/nZ? uniquely
labels the irrep.

3. Dihedral group

The dihedral group of ordemds Dy = Z/nZ x Z /27, with
the group law

(X7 a) : (ya b) = (X+ (_1)ay7a+ b) (B9)
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for x,y € Z/nZ anda,b € Z /2Z.

One can easily verify that the projective pldﬁ%(Fq) con-

Forn even, we have the following 1-dimensional represen-sists ofg? 4 q+ 1 points, of whichg? lie in the affine plane

tations:
on((x,a)):=1 (B10)
ois((x,a)) == (-1)2 (B11)
ost((x,2) == (=1)% (B12)
Oss((x,@)) i= (—=1)%; (B13)

for n odd, we have onlgy andos. The 2-dimensional repre-
sentations are of the form

(B14)

m@%>@wno )

0 e—ZTu' hx/n

and

0 g2rihx/n
O'h((X, 1)) = eszﬂhX/n 0 (Bls)

forsomeh e {1,2,...,[5| — 1}. Itis straightforward to check
that these representations are all irreducible and thaduhe
of the dimensions squared gives. 2

APPENDIX C: Curves Over Finite Fields

Kedlaya’s quantum algorithm for counting the number of
points on a curve over a finite field relies on several results
in algebraic geometry. Here we explain some of the central
concepts that are necessary to understand the algorithm. Fo
concreteness, we limit ourselves to the case of planar alg

braic curves. Our notation follow& ¢renzini 1996, a highly
recommended textbook for more information on this topic.

Given a bivariate polynomidi € Fy[X, Y], we can consider
the solutions to the equatidi(x,y) = 0 with x,y elements of
the base fieldy; or of an extension fieldy . The set of these
solutions is the planar curve denoted ®y(IFq) or C (Fy ),
respectively. Often we drop the subscriptvhen it is clear
from context.

1. Affine and projective spaces

A2(Fg) = {(x,¥;1) : (x,y) € Fy}; the remainingy+ 1 points

are thdine at infinity { (x, 1,0) : x € Fq} and thepoint at infin-

ity {(1,0,0)}. This decomposition can be summarized by the
equationP? = A°UP = A2UATUAPC. (For clarity, an affine
space is often indicated by"(Fy) rather than by the equiva-
lent setfi, as the latter suggests a vector space with an origin,
a concept that plays no role in affine spaces. In this artiele w
ignore this subtlety.)

2. Projective curves

The affine solutions to the polynomial equatibiX,Y) =0
over Fy consist of the sef(x,y) € IFqZ : f(x,y) = 0}, but for
the solutions in the projective plar?(F,) we must make
the following adjustment. To definé(X,Y) in P?, we in-
troduce a third variabl& that allows us to translaté into
a homogeneous polynomial, such thatfifx,y,z) = 0 for
(xy,2) € IFq3\{(07070)}, then f(Ax,Ay,Az) = O for all A €
[y For example, withf (X,Y) = Y2+ X34+ X+ 1, we have
f(X,Y,Z) =Y?Z+ X3+ XZ?+ Z3.

In other words, an algebraic cur@e in the projective plane
is defined by a homogeneous polynomiia Fq[X,Y,Z], and
its set oflfy -rational solutions is given by

Ct(Fy) ={(x:y:2): f(xy,2) =0} C P?(Fy).  (C3)

é\jotice that for each extension degrethere is a different set

of solutionsCs (Fyr ). Explicit examples of curves are given in
SectiondV.F andIV.H.

3. Properties of curves

Let f € Fy[X,Y,Z] define a planar, projective cur@. A
point(x:y: z) € Ct (Fy) is callednonsingularif and only if

(C4)

at ot of
oxX’ oY’ az

) kw2 £ 0.00.
The theory of algebraic equations works more generally if
we allow points at infinity to be possible solutions as well.wheredf /0X denotes théormal derivativeof f with respect
We frequently work over the projective plaité, which fora  to X. A projective curve is callegmoothif all its points are
given finite fieldFy can be expressed as nonsingular. In many ways, curves over finite fields are anal-
5 5 ogous to compact Riemann surfaces. Most importantly, one
P*(Fy ) = (Fy \ {(0,0,0)})/ ~ can assign a genugsto a smooth projective cun@, just as
where two points are equivaler(t,y,z) ~ (X,y,Z), if and

one can for a compact Riemann surface. (This is why we use
) f ) the projective curve: the affine curve is not compact.) The

only if there exists & € Fy such thatAx,Ay,Az) = (XY, Z).

These rays ing’ are denoted byx:y: 2), i.e.,

(C1)

projective lineP!, defined by a linear equation suchXs= 0,

has genus 0; elliptic curves, defined by cubic equations hav
genus 1; and in general, a degepolynomial gives a curve
with genugy = %(d —1)(d—2). The complexity of algorithms
for curves often depends critically on the genus of the curve
and hence on the degree of the defining polynorhial

(x:y:2) = {(AXAy,\2) : N € Fy } C F3 (C2)

for all (x,y,2) # (0,0,0).
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4. Rational functions on curves to standard quantum computatid®lAM Journal on Computing
37(1), pp. 166-194, preliminary version in FOCS 2004, éprin
Similar to the case of Riemann surfaces, the geometric quant-ph/0405098.
properties of a smooth, projective curve are closely rdlate Aharonov, D., V. Jones, and Z. Landau, 2006, A polynomiahtuia
to the behavior of rational functions on the same surface. Fo 2l90rithm for approximating the Jones polynomfipceedings of
a smooth, projective cun@; defined by the homogeneous ~ the 38th ACM Symposium on Theory of Compytpyg 427-436,

. . . . eprint quant-ph/0511096.
Eg?’;}?mﬁ:iﬁ)ﬁsﬁ‘g}[/x’\(’ Z], we define théunction fieldof ra- Ajtai, M., 1996, Generating hard instances of lattice peois,Pro-

ceedings of the 28th ACM Symposium on Theory of Computing

g(X,Y,2) PP 99-108.
Fy(Ct) = {# - degg) = deg(h)}/ ~ (C5)  Aitai, M., 1998, The shortest vector problemlin is NP-hard for
h(X,Y,2) randomized reduction®roceedings of the 30th ACM Symposium
] ) ) on Theory of Computingp. 10-19.

with g andh homogenous polynomials ify[X,Y,Z] of iden-  ajtai, M., and C. Dwork, 1997, A public-key cryptosystem kit

tical degree, and with equivalence between functions défine  worst-case/average-case equivalenBegceedings of the 29th

by ACM Symposium on Theory of Computipg. 284—293.

Ajtai, M., R. Kumar, and D. Sivakumar, 2001, A sieve algaritfor

g d . . the shortest lattice vector problefroceedings of the 33rd ACM
hn ifandonly if hg —gh' & (f) (C6) Symposium on Theory of Computimgp. 601-610.
Alagic, G., C. Moore, and A. Russell, 2007, Quantum algomih
where(f) is the ideal generated by, Notice that by the re- for Simon’s problem over general grougoceedings of the 18th
quirement thag andh are of the same degree, we have ACM-SIAM Symposium on Discrete Algorithmg. 1217-1224,

eprint quant-ph/0603251.

gAX,Ay,Az) Aded9) g(x,y, 2) ~axy,2) Alexander, J. W., 1923, A lemma on systems of knotted cuRes,

h(Ax, Ay, AZ) ~ )\degh) h(x.y,2) - h(X.y,2)’ (C7) ceedings of the National Academy of Scier®@3, pp. 93-95.
T e 7 Ambainis, A., 2007, Quantum walk algorithm for element idist-
which shows thag/h is indeed well-defined on the points: ness,SIAM Journal on Computing7(1), pp. 210-239, prelimi-
y: 2) in the projective spacEz(IFq). nary version in FOCS 2004, eprint quant-ph/0311001.

Ambainis, A., A. M. Childs, B. W. Reichardt, Répalek, and

It is an important fact that each non-consta i
P ntrational func S. Zhang, 2007, Any AND-OR formula of si2¢ can be evalu-

tion on Cr has both roots (points wheg= 0) and poles ated in timeN/2+°(1) on a quantum computeProceedings of

(h=0), and_that the_ n_u_mber of root_s equals the number of the 48th IEEE Symposium on Foundations of Computer Sgience

poles, counting multiplicity. See SectiéviH for an example pp. 363-372, eprint quant-ph/0703015, eprint arXiv:03628.

of the structure ofy(Cs) for an elliptic curve oveff,. Ambainis, A., J. Kempe, and A. Rivosh, 2005, Coins make qurant
walks fasterProceedings of the 16th ACM-SIAM Symposium on
Discrete Algorithmspp. 1099-1108, eprint quant-ph/0402107.
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