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Abstract

Wireless Sensor Networks (WSNs) are being deployed foemdifft applications,
each having its own structure, goals and requirements. Wie@iccess control
(MAC) protocols play a significant role in WSNs and hence sthdoe tuned to
the applications. However, there is no for selecting MACtgpeols for different
situations. Therefore, it is hard to decide which MAC pratds good for a given
situation. Having a precise model for each MAC protocol, loe dther hand, is
almost impossible. Using the intuition that the protocolshe same behavioral
category perform similarly, our goal in this paper is to aatluce a general model
that selects the protocol(s) that satisfy the given requarts from the category
that performs better for a given context. We define the Costbierformance
Function (CPF) to demonstrate the performance of diffecateégories protocols
for different contexts. Having the general model, we thescd$s the model
scalability for adding new protocols, categories, requeats, and performance
criteria. Considering energy consumption and delay asrttiali performance
criteria of the model, we focus on deriving mathematical eisdor them. The
results extracted from CPF are the same as the well-knowerofithumb for the
MAC protocols that verifies our model. We validate our modeikh the help of
simulation study. We also implemented the current CPF miodeiweb page to
make the model online and useful.
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1. Introduction

Unique characteristics of wireless sensor networks (WShsaddition to
being mostly application-specific, make traditional netwalgorithms and pro-
tocols unsuitable for them. Specifically, some charadiesisof WSNs are as
follows: (i) wireless sensor nodes usually have limitestgses such as available
energy, storage, computation and communication capabilifii) the amount of
data transmitted is typically lower than other networkgy.(eWi-Fi); and (iii)
wireless links are unreliable by nature, with an additiarealeat that nodes spend
considerable time in the sleep state to save energy.

We also note that the characteristics of sensor networkshaajifferent in
different contexts. For example, small sensor networksl usegarming have
fewer nodes with more resourceéx J; traffic load may be significantly higher in
multimedia sensor network?® []; links are more unreliable in underwater sensor
networks P ]; whereas at the other extreme, in some WSNs (e.g. the fipatin
sensors project[]), cell phones are used as sensor nodes and the cellulaonketw
provides a centralized infrastructure for communication.

In most WSNs, the medium access control (MAC) sub-layeripges/mecha-
nisms and policies for sharing the wireless medium. Cleady all MAC proto-
cols are well suited for every situation. MAC protocols foBWs can be classified
in several ways. Some survey articl&s? ? ] have focused on the traditional
taxonomy. However, these classifications do not take thécapipn context of
individual sensor networks into account, and hence proarde limited insights.
The authors in? ] classify MAC protocols based on their behavior and claim
that each category is useful for a different traffic load. &mmple, in high traffic,
scheduled protocols are said to perform better, becaugeuteepre-scheduling
to prevent collision and reduce overhearing and idle lisgnSimilar behavioral
categorization is depicted i? || by showing the evaluation of MAC protocols for
wireless sensor networks over the period 2002-2011.

Before designing and deploying a WSN, an important quesiiten arises:
which MAC protocol is better for a given situation? Sincerthis a lack of unified
analytical models that analyze the behavior of MAC proteamhder different
conditions, it is hard to address this question satisfdgtorhus, most decisions
are made based on questionable "rule of thumb” engineeringiples. One may
say using the known rule of thumb is enough for making thesieci Examplé]l
explains two scenarios that show how difficult such task nmey b

Example 1. Suppose we are looking for a MAC protocol for an environment-
monitoring application with the specifications and the retwcharacteristics
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mentioned in Tablel2 (Except for the number of nodes, netwamtius, and packet
generation rate). For the security reasons, the MAC prétsibould prevent

overhearing; moreover, being independent from the netwaopklogy, we are

looking for a protocol with distributed manner. Based ondbpelication, energy
consumption is the main concern; however the delay alsoldhmureasonable.
Consider the following two scenarios. In the first scenanier¢ are 90 nodes
distributed uniformly on a field with radius 100 and averagivork packet gener-
ation rate is 100 packets per second. The network in the desmamario contains
110 nodes and the network radius is 70.

We will show in Sectiori b that even slight changes may greafigct the
performance of MAC protocols. For each scenario in Exarnplee will also
select a MAC protocol based our current protocol pool andrtbdel we propose
in this paper.

On the other hand, the number of proposed MAC protocols foN&/S large
(and still rising); this makes it almost impossible to ohtaiprecise analysis for
each one of them. Intuitively, the protocols in the same bieinal category have
similar performances. Therefore, if we can decide whiclkegaty is better for
a given situation, we can use a qualitative comparison to thredbest match.
Using this intuition, we introduce a general model for setegr MAC protocols
for the wireless sensor networks. We try to make the modéhlsleaso that new
categories, protocols, requirements, and performanterierican be added to it
gradually.

In a related work P ], the authors analyze the performance of low data-rate
WSNs. While they focus on low data-rate settings, in thiskwee aim to produce
a more general model that applies not only to traditional data-rate WSNs, but
also more recent WSNs featuring higher traffic loads (e.giltimedia WSNSs).
As far as low data-rate WSNs are concerned, our results dhiorther validate
the results presented if? |. There seems to be general consensus that, using the
rule of thumb is not sufficient for selecting the MAC protogahd adapting their
parameters; for exampl@ || argues along the same line when presenting pTunes,
where the base station selects the best protocol (among X-A and Koala P
]) based on network feedback.

Our contributions are summarized as follows:

e The main contribution of the paper is the introduction of agyal model for
selecting MAC protocols for wireless sensor networks féfiedent network
specifications and protocol settings, requirements, arfdnpeance criteria



importance/cost functions. Our model helps find the prd{sgahat sat-
isfy the requirements from the category that performs béttethe given
situation.

¢ We define the Combined Performance Function to compound éHerp
mance analysis under different criteria.

¢ We show how new protocols, categories, and the requirencantbe added
to the model, making our model future proof.

e Mainly focusing on performance analysis, we consider gneansump-
tion and end-to-end delay as the initial performance catand derive the
mathematical performance model for the three categorisB@ protocols
mentioned in P ].

Based on a rule of thumb, we expect that preamble samplingqwls are well
suited for low traffic environments, common active periodtpcols offer better
performance in medium traffic situations, while scheduleatqrols act well at
low node population and high traffic loads. We will show in Sa&t V that these
rules of thumb strongly correlate with the findings based wnmodel. We also
validate our models by performing detailed simulation sgadThe initial version
of our model with a web user interface is accessible online.

The rest of the paper is organized as follows. The generaéh®gresented in
Section I, including the Combined Performance FunctioRELand the descrip-
tion of model scalability. Section Il develops energy aemgtion models used
in our analysis. Approximate delay models are derived irti8edV. Simulation
results are presented in Section V to validate our modefslllyj conclusions are
offered in Section VI.

2. General Mode

In this section we present our general model for MAC proteedéction. The
intuition behind our model is that if MAC protocols are belwawlly clustered,
then protocols in the same category should have similanpeagnce characteris-
tics. Using the categorization presented?n]| Table[1 shows a qualitative com-
parison between MAC protocols of different categoriesigstmajor behavioral
characteristics that affect their performance. Althougbl&1 does not provide
guantitative performance data, it indicates that prot®dolthe same category
have similar characteristics. We use this observation@éatera MAC protocol



Protocol  [CategoryManner[Scalablg Delay [Collision-|ldle lisfOver [Overhead

free tening |hearing

TSMP [? ScP Cent.| No Long [No Ishort [No ISynchronization, Control messages, duty cycling, Timirigre

Arisha [? ScP | Cent.[ No Long [No lshort  [No [Synchronization, Control messages, duty cycling, Timimgre
GINnMAC[?]| ScP | Cent.[ Yes | Long |[No lshort  [No ISynchronization, Control messages, duty cycling, Timingre

SMACs [?] ScP Dist. Yes | Long [Yes Ishort [No IScheduling, Synchronization, Control messages, dutyreycTiming error|
Pedamacsq]| ScP Cent.| No Long [Yes Ishort [Yes [Setup Phase, Synchronization,Control messages, duipgy@iming erro
AS-MAC[?]| ScP Dist. Yes | Long |Yes IYes |Yes [Setup Phase, Synchronization, Control messages, duingy@iming erro|

SMAC [?] CAP Dist. Yes [MediuniYes [Yes [Yes [Control Messages, Synchronization, duty cycling

TMAC [?] CAP Dist. Yes [MediuniYes [Yes [Yes [Control Messages, Synchronization, duty cycling
NanoMAC[?]] CAP | Dist. Yes | Short [Yes es |Yes [Control Messages, Synchronization, duty cycling

UMAC[?] | CAP | Dist. Yes [MediunjYes IYes |Yes [Control Messages, Synchronization, duty cycling

MSMAC [?]| CAP Dist. Yes [MediuniYes [Yes [Yes [Control Messages, Synchronization, duty cycling

QMAC [?] CAP Dist. Yes [MediunfYes [yes [Yes [Control Messages, Synchronization, duty cycling
CL-MAC [?]| CAP | Dist. Yes [MediunjYes es |Yes [Control Messages, Synchronization, duty cycling

PSA[?] PSP Dist. Yes | Short |Yes lshort [short [Preamble Overhead, duty cycling
BMAC [?] PSP Dist. Yes | Short |Yes Ishort [short [Preamble Overhead, duty cycling

STEM [?] PSP Dist. Yes | Short |Yes lshort  [No [Control Messages, Preamble Overhead, duty cycling
MH-MAC[?]| PSP Dist. Yes | Short |Yes lshort [short [Preamble Overhead, duty cycling

DSP-MAC[?]| PSP Dist. Yes | Short |Yes Ishort [short [Beacon and Control Messages, duty cycling
RICER [?] PSP Dist. Yes | Short |Yes Ishort [short [Preamble Overhead, duty cycling
WiseMAC [?]| PSP Dist. Yes | Short |Yes lshort [short [Synchronization, Preamble Overhead, duty cycling
RI-MAC[?]| PSP Dist. Yes | Short |Yes long fofYes fofBeacon Overhead, duty cycling
lsender [sender
X-MAC[?] | PSP Dist. Yes | Short |Yes Ishort [short [Preamble Overhead, duty cycling
Koala [?] PSP Dist. Yes | Short |Yes long fofYes Preamble Overhead, Probe and Ack., duty cycling
lsender

CLOA[?] PSP Dist. Yes | Short |Yes lshort [Yes [Bacon Overhead, duty cycling
A-MAC[?] | PSP Dist. Yes | Short |Yes lshort [short [Probe overhead, auto Ack. frame, P-CW, duty cycling

Table 1: Qualitative comparison of important existing MA@focols for wireless
sensor networks.

selection framework that simply removes all the categaaies do not have any
protocols satisfying the requirements,then uses a pedioce metric for ranking
the remaining categories, and selects a satisfying prbtaro the best category.

Algorithm [1 presents the simple MAC protocol selection feavork for a
given context, wherg is network specifications and protocols settingss ap-
plication requirements, angdis importance/cost function. It determines the cat-
egories that have at least one protocol which satisfies tngresmentsk. Note
that a protocol-table that shows which protocols satisfictviset of requirements
(e.g. mobility, robustness, scalability, and securityjequired (for example in
Examplell, the requirements are security(over hearingept@®n) and having
a distributed manner). The algorithm then computes theopmdnce of each
category using the CPF (see Section 2.1) and finds the cstéggor that has
maximum performance for the context and provided coefftsiefinally it returns
the protocols in the optimal category that satisfy the resyuents.

2.1. Combined Performance Function

The performance of a category of behaviorally similar pcots is defined as
the combination of the mathematically analyzed perforrearithe representative
protocol (the (pioneer) protocol that shows the generahbien of the category)



Algorithm 1. MAC protocol selection framework
Input:

e &: network specifications and protocols settings
e R: application requirements
e ¢: importance/cost function

Output: best matching protocal,,,

=

U « {category C|3p € C's.t.Vr € R: r[p| = true};
foreach C' € ¥ do
L Cn+ CPF(C,¢,5);

4 077 A CPF(C7 67 §),
5 Copt < findMaxPer formance(C);
6 Popt < {p € Copt 5.t.Vr € R, r[p] = true};

w N

7 TEtUrn pope;

of each category under different criteria. Therefore, witndea Combined Per-
formance Function({ PF’) that combines the models under different criteria into
a single scalar measure based on which the best category Gfri@tocols for a
given context is selected. The criteria that have dire@otfdn the performance
are placed in the numeratdy and criteria that have an inverse effect on the
performance will be placed in the denominator Some may say combining
different criteria by summation is like adding apple andng&  Thus, in order
to combine the values of different measures, we need a costidn ~ for each
measurement. Moreover, different criteria may have dffieimportance in each
application. For example, delay may be more important timangy consumption
for a fire detection sensor network. Hence the combined prence function has
to take the importance of each criterion for the given application into account.
We can now define thé€' P I as follows:

Z PN; X EN; X Ni
__ VN;eN

Z PD; X Kp; X D;
VvD;eD

CPT

Due to the nature and the application scenarios of wirelessa networks, en-
ergy consumption and delay are two of the most importanerait Thus we
selected them as the current performance criteria for thaetreond we will show
detailed analysis over them in the sections 3 and 4. Noteothat criteria can
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Figure 1:Model expansion with a new protocol.

also be added to the model later as is explained in subsét2and the presented
model is agnostic to the selected criteria. We assume trataamlinear functions
and denotex = pp x kg andp = pr, X Ky

as the importance/cost coefficient for energy consumptimhdelay respec-
tively; where E' represents the energy consumption model &nds the delay
model. Both energy consumption and delay have inversetéffélae performance.
The C' PF therefore for delay and energy consumption becomes:

1

PF = ————
¢ OzE—i-ﬁTg

2.2. Model Expansion

As mentioned earlier, the number of research endeavorsngoseetworks
is enormous and new MAC protocols are introduced with higlydiency. In this
paper, we consider the behavioral categorization predé@m{@ ]. Due to the large
research interest in sensor networks, we cannot possibiyiomeand include all
protocols, requirements, or criteria that are not covemdtlis paper or some may
be discovered later. There also is a chance that there alteb@yithe protocols
that does not belong to the current categories.

One of the more important features that the model has to ksasgiandability
so that new protocols, categories, requirements, and npeaftce criteria can be
added progressively. In this section we focus on this asgeattexplain how the
model can be expanded; Figlile 1 shows an outline on adding an¢ocol or a
new category to the model.

Adding a new category to the model requires the analysisaéjresentative
protocol for every performance criterion in the model. Huoare considering that
the current behavioral categorization of MAC protocolsakatively comprehen-
sive, there is likely only a few categories that will surfan® need to be added
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to the model. Adding a new performance criterion requiregige analysis of the
representative protocols of each category.

Adding a new requirement to the model compels a review ofradluded
MAC protocols to check whether they satisfy the requireméms means that
all protocols in the model repository need to be checked. ta@vledge that
this can be a daunting task but we argue that new requirensenface with a
significantly lower frequency than new MAC protocols. Howeuhe following
heuristic can be applied for such cases. Given that we ageested in the pro-
tocols that satisfy the application requirements, we cassily the protocols of
each category based on the combination requirements thisfyséhen we can
select a set of protocols that cover the maximum combinatoa check if they
satisfy the new requirements and continue to update thergié¢twe get a set
of requirements that satisfy the new requirement and tladiection covers the
maximum combination of current requirements.

In sections 3 and 4, we will analyze the representative pod$oof the sched-
uled protocols (Time Synchronized Mesh Protocol (TSMP)mmon active pe-
riod protocols (Sensor MAC (SMAC)), and preamble samplirggcols (Pream-
ble Sampling Aloha (PSA)) for the two current performandéeda, energy con-
sumption and delay, of the model respectively. Some may dskdid we select
these protocols (rather than the more recent/advancedgmis). We had two
main reasons: (i) since most of the more recent/advancedqmis are improve-
ment on the basic protocol of their category, the basic patmay present their
common features better, (ii) rather than complicating thal\sis, we wanted to
make them simpler. Tablé 2 summarizes the notations ancefaeltivalues used
in the analysis.

3. Energy Mode

Giventhe bulk of the research and applications about vsedensor networks,
there are many important performance criteria that shoelddmsidered for com-
puting the CPF. However, in order to create the initial mpade selected energy
consumption and delay, as two of most important performaniteria. We note
that other important performance criteria, such as thrpuglshould be added to
the model and the model is agnostic to the performance iergetection.

Sensor nodes consume energy while acquiring, processamgnbitting, and
receiving data. Although energy consumption due to contjmunsi is not neg-
ligible (e.g., when employing data fusiofa []), in general, MAC protocols do
not incur much computation overhead. On the other hande $#&C protocols
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Notation M eaning Default value
L, Message length 4000 bits
1, Ln Control messages length 240 bits
General -
d Transmission range 20m
R Network radius 100 m
N Number of nodes 100
G Network packet generation rate 20 é
B Bandwidth 256000 2%
A Node density 0.003183099-5
Praie Power consumption in idle state 0.003 W
FEon Required energy to activate the node 0.000003 J
Energy FE,zf Required energy to deactivate the node 0.000003 J
E;cnq(d)|Required energy for transmitting 1 bit with rande 0.0000003 J
FErco Required energy for receiving 1 bit 0.00000003 J
Ty Timing error tolerance 0.002 sec
TSMP| Ty0t Length of a slot 0.02753125 sef
Ty Length of a super frame 3.670833333 sec
de Duty cycling active period 0.3 sec
SMAC CWnin Mini_mum si;e of coIIi_si_on Window 0.00001 sec
Winaz Maximum size of collision window 0.001 sec
M Number of increase t6'W,q.a 6
Trnterval Channel check period 0.01 sec
PSA L, Preamble length 4096 bits
Teheck Channel checking duration 0.000585938 sec

Table 2: Notations explanation and the (default) valuesl dse generating the

graphs.



determine physical transmission policies, the largestesbiBenergy consumption
is due to transmission/reception of data. Therefore, imibdel we focus on the
amount of energy consumed for data transmission. The maiarfaleading to
transmission-related energy consumption include:

e Collision: nodes use a shared wireless medium that is afleliasymmet-
ric with spatio-temporal characteristics. A receiver witthe interference
range of a transmitting node, while trying to receive fronothier sender
will experience a collision: as a result, the sender anddiVa nodes in
its transmission range, waste energy for transmission aoeption of a
garbled-up message, respectively.

e Overhearing: When a sender sends a message to a receieetj\ainodes
within its transmission range overhear (receive and dédbgemessage.

e Idle Listening: This is resulted from nodes in active recapstates while
there are no transmissions on the channel.

e Overhead (Protocol Overhead): the actual payload is nobtihe compo-
nent of a transmission instance. MAC protocols introduatamhal fields
in their protocol header or may even introduce additionaiticd packets
which generally is referred as protocol overhead.

Relying on the categorization ir?[], the representative protocols of the three
current categories (TSMP: scheduled protocols, SMAC: comaictive period
protocols, and PSA: preamble sampling protocols) will bedyared in this section.
We use s to denote the scheduled protocols, ¢ for the comniwe aeriod
protocols, and p for preamble sampling protocols in thetimta. We also use the
indices 1, 2, 3, 4 to denote the energy consumption due tsicwl| overhearing,
idle listening, and overhead, respectively. Each categyenergy consumption
model would therefore be the summation these four energyeusamponents:

4
E, = ZEkw ke {s,c,p}
i=1

To have a general framework and to be independent from amgifispenergy
consumption/battery model, in the analysis we use the géteemsFE;.,,4(d) for
the amount of energy is required for transmitting 1 bit withinged and E,..,
for the required energy required for receiving 1 bit. Howewee use the energy
model proposed ind ] for producing results and for the experiments.
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one slot-frequency cell

Figure 2:Packet transmission in one slot-frequency cell in TSMP.

3.1. Scheduled Protocols (ScP)

We derive the energy consumption model for a representatireduled pro-
tocol TSMP [? ]. TSMP is a centralized protocol that uses prescheduledrsup
frames assigned to pairs of nodes. Each super frame is adabiee division
slots and frequency division channels (i.e., slot-freqyerells). More precisely,
every cell of the table represents a given time slot and angiegjuency which is
dedicated to one link between a pair of nodes. No node candraassigned cell
on more than one frequency in the same time slot.

Since each cell is assigned to one link at most, collisiomigdssible here;
and because each node knows its exact wake up and sleepherewould be no
overhearing. However this protocol still suffers from idiltening (because the
receiver does not know if there is a packet on the channel asddstay active in
its scheduled rounds) and overhead (Fidure 2).

3.1.1. IdleListening

Considering the probability of having a packet to transmieach cell ag’r,
the average energy consumed for idle listening in a cellvergby Egs.,, =
Prae(1 — Pr) x Trqe; Wwhere Py, is the amount of energy used for idle listening
per second and; . is the amount of time for which the receiver has to stay active
to ensure that there is no packet on the channel.

Assuming that network packet generation raté/ipackets per second; x
Ty packets are generated per super frame, wiigres the length of the super

frame in a second. Thu®r = min(1, fji?vf,); whereN is the number of nodes
in the network andV is the number links (neighbors) of a node. Having the
transmission rangé and the node densitx, N7 = A x I1d>.

Every receiver has to listen f@7, seconds to ensure there is no packet on

the channel in this slot (see Figure 2). Thus, the total gn@tgs) consumed per

11



second for idle listening in network is derived as followeguation:

T 1
Gf x 2T, X —

_ 2 ;
ES3—PIdleXNX(AXHd)X[1_m1n(17NX(AXHd2))] 9T

3.1.2. Overhead

Receivers have to wake uf) seconds before the beginning of their slot. As
indicated by Figurél2 (because nodes may H&vseconds error in synchroniza-
tion), the average timing error overheadﬂéi. Thus the timing error overhead
(Es4,) rate can be calculated as
3T,
2
To be synchronized with a maximum allowef, (= 1 msec) error, it is enough to
send sync packets every 48 secortlggnd two messages are enough for synchro-
nization [? ]. Therefore, the amount of energ¥{,,) used for synchronization
overhead is

Egy, = Prae x G X

1
Esp, = g X 2% N X (A X 11d*) X (Eyey + Esena(d)) Lsyne

whereLg,,. is the length of the sync message in bits. Sending and receilie
ACK packets also consume energys(,):

E543 =G X LAck<E7"cv + Esend<d))

whereL 4. is the length of theAC' K packet. The duty-cycling overhead(,,)
can be computed

Esy, =2 x N x (A x 11d%) X (Epn + Eoff)
Therefore the energys,) consumption due to the overhead is derived

3T, 1
Egy = (Prge x G x (79 +LAck))+(@ X 2% N X (AXIId*) X (Eyey + FEsena(d))

X Lsyne) + (Lack(Erey + Esena(d))) + (2 X N x (A x Tld*)(E,, + Eofy))

Figurel3 is showing the effects of energy consumption undfardnt conditions
for TSMP, a category representative uP. (The values in the graphs are depen-
dent on the properties of sensor nodes and their antenna@amicauced based
on default values in Tablg 2.) When the number of nodes or ¢twark density
increases and consequently the number of links incredsesnergy consumption
of duty cycling increases. However, since nodes check tlarodl for a short
period of time to ensure it is free, they do not spend a lot afrgy for idle
listening. Thus, the overall energy consumption is low here
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Figure 3: Energy consumption in TSMP for different a) packet genenatrates
(packet/sec), b) node populations, c¢) network radii (nekveensity).

3.2. Common Active Period Protocols (CAP)

The main idea behind this category of protocols is to redheeshergy con-
sumption due to idle listening (when compared to traditicaadom access MAC
protocols). Nodes have a common schedule according to vitvéghperiodically
sleep and wake up together. While idle listening and coltisiare in trade off,
these protocols are not flexible in duty cycling. The repnéestgse protocol in this
category is SMAC? ] that uses CSMA/CA random access during active periods.
It also uses relative time stamps (rather than absolutesyiochronization; with a
recommended sync update message intervals of 10 seconds.

Every newly turned on node listens to packets on the chaorsge if there
is a schedule being transmitted. If not, it then producesvia schedule and
broadcasts it to the network. Nodes with the same sync irdoam form a cluster.
Clusters connected by border nodes should work on diffei@mdules to connect
virtual clusters together.

Back-off and collision window techniques are used to redralksion prob-
ability and increase network throughput. Since all nodes iduster have a
common schedule, they all are awake at the same time; and avhede sends
a message, all other nodes in the transmission range heHnetefore, control
messages and duty-cycling are the main overhead resuitieigargy loss for this
protocol.

3.2.1. Collision

We use the collision probability derived i? [| for CSMA/CA mechanism;
this calculation can be adopted here with some adjustmdmgmsmissions are
initiated with the minimum size collision window 6f\V/,,,;,,; each node waits for a
random uniformly distributed back-off time between 1 &id” before a message.
Every time a collision occurs (or it is avoided), nodes deuhk size of'IV until
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it reachesC'W,,..... Therefore, as derived ir?[], the collision probability is

b 1—2p 2 et
p=1—(1—-——X X
( po 1—p—pQ2p)m CWmm)

where )\ is the packet generation rate,s the service rate in packet per second,
CW.,.in IS the minimum size of collision window, and m is the numbetrahs-
mission fails that increases the size of the collision wimdo CW,,,... In this
equationﬁ is the probability that the system is not free, Wher(egs% X

=p—p(2p)
Cme )~!is the average window size in a saturated network.
By setting\ = G x dc, p = B, this formula works heredc is the duty cycle,
i.e., the portion of time that nodes are active together.tidltransmissions take
place during the active period (which increases the valug.of he probability of

a successful transmission aftetrials is given byP(z) = (1 — p)p*~!. Thus the

expected value of transmissiongigr) = > (1 —p)pF~t = ﬁ and the average
k=1
number of collisions for each packetfé5 — 1 = £, Therefore, the average

1—
energy consumption due to the collisiafi{ ) can be obtained

X dc

Ecy = G x Lurs x (AId = 1) By, + Evcnald)) x 7 L
-Pp

where Lgrs is the length of theRT'S packet. Nodes that overhear the message

(a population ofAIld? nodes) and the sender waste energy during the collision.

Since a transmission event can only take place during avegagiriod, the above

result contains dc factor.

3.2.2. Overhearing, Idle Listening, and Overhead

All nodes in the transmission range of the sender overheamigssage. The
corresponding energy consumptiorfis, = L,, X FEee. X (Alld? — 1) x G. Idle
listening occurs when the channel is free, however nodestdkéstening to it.
G x g—i is the rate of generated packets overheard by each nodathbéaised for
determining the average idle listening time in each node. &ifergy consumption
due to idle listening £¢,) is thus:

Lm + Lrts + Lcts + Lackz % G x d2

Ecg =N X Pldle X maX(O, dec — ( B R ))

Lntlrstlostlo j5 the amount of time required for transmitting a message (we
supposed.,;; = L., = Lq = Ly for producing the graphs and for the experi-
ments).
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Figure 4. Energy consumption in SMAC for different a) packet generatrates
(packet/sec), b) node populations, c¢) network radii (nekveensity).

One RTS one CTS, and oneACK packets are sent for every message and
all nodes in the transmission range of the sender overheam#ssage. So the
overhead of these messagé% (,) can be derived a8y, = G X (L5 + Leas +
Lack) X ((Aﬂdz - I)Ercv + Esend(d))'

Considering that the sync messages are sent every 10 sdopeusry node,
since all other nodes in the transmission range of the rechear it, the overhead
of synchronization E¢,,) is computed asc,, = % x ((Alld? — 1)E,e, +
Esena(d)) X Lgyne X N.

Nodes duty cycle once a second to decrease the delay. Eaglihiemodes
sleep and wake up, they spend some energy in the transit@mshe overhead
of duty cycling Ec4,) per second in the network B¢y, = N X (Eo, + Eofy).
Therefore, the total energy consumed for the overhead is:

Ecy = (GX(Lyts+ Letst+ Lack ) X ((AILd? =1) By ey + Esena(d) )+ N ( Lj?g‘“ (Epeo(Alld?—
1) + Esend(d)) + Eon + Eoff)

Figure 4 shows the energy consumption characteristics #&GM representa-
tive of common active period protocols. As shown, idle létg and overhearing
are the main reasons for energy consumption. This is bedhesaodes are
awake for a long period of time and overhear all the messdgssate in their
transmission range.

3.3. Preamble Sampling Protocols (PSP)

In this class of protocols, nodes mostly wake up periodydalicheck if there
is a new message on the channel (Figure 5). Every node de&siits schedule in-
dependently. Therefore, synchronization is not requingti@ése protocols. When
a node has a message to transmit, first it has to generateralgesthat is long
enough to ensure that the intended destination node wilivedt at least once

15
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Figure 5:The mechanism of (sender initiated) Preamble Samplingpots.

(Preamble > Check_interval). Since these protocols have a long preamble,
collisions are very energy consuming.

3.3.1. Coallision

The assumption behind these protocols is that the traffid ([@ad conse-
guently the collision probability) is low. Here we analyzee®mble Sampling
Aloha (PSA) as the representative protocol of this cated@ry]. The traffic
generation is assumed to follow a Poisson distribution.hé hetwork packet
generation rate is G, the packet generation range arourdreste during the
time required for sending the packet = (G x %) x (fzthm); Lotln g the
required time for sending a message. No other transmissiofe happening in
2 x (transmissiontime) in order to have the current transmission successfully
completed. Thus, the probability of generatingnessages during a message
transmission iPr[x] = eﬁ:ﬂ The probability of a successful transmission
after x attempts is given byP(z) = e 2¢ x (1 — ¢72¢")*~1. Therefore, the
expected value of transmission attempts is

E(SL‘) _ Zk w 20" « (1 _ €—2G/)k—1 — 2G
k=1

and the expected value of collision per messagéis— 1.

The receiver has to wait fo% seconds on average, before the preamble
transmission is finished and data transmission is startegd.th® sender has to
sendL, + L,, bits for every packet and receiver has to the recéji/& L,, bits.
Thus the energy consumption due to collisi@-() in PSA is derived as

L
Epy = (29 — 1) x (Em(gp + L) + Eeena(d)(L, + L))

3.3.2. Overhearing, Idle Listening, and Overhead

For a given message, non-destination neighbors oveifigar. x B bits of
preamble during their check interval. Sintgy,.... is small, the energy consump-
tion of overhearing is not significant. The overhearing gpe@onsumption £ p,)
can be derived aBpy = Topeek X B X Epep X (AIld? — 1) x G.
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Figure 6: Energy consumption in PSA for different a) packet genematiates
(packet/sec), b) node populations, c¢) network radii (nekveensity).

Idle listening occurs during check intervals, when the clghis unoccupied.
The number of channel checks per secong—ié—. The rate of packets gener-

Interval
ated in the transmission range of a given nod@ﬁ-é3 . Therefore, every node

is in the idle listening mode fomaz (0, (7—— — Gxd)) seconds. The energy
consumption of idle listeningHp3) is then
1 G x d?

Eps =N X Prge X Tohee 0,

s % die L Check max( (TInterval R2 ))

Although T¢y,eor. IS short, since the amount of time that the preamble is in the

channel has to be at least equal’iQ;.,..., the number of channel checks is high.
Senders use a long preamble in PSA before sending the me3dageeceiver

also has to listen td;—? bits of preamble, in average. Thus, the overhead of

preamble £p,,) is calculated asip,, = G X ((%) + Egena(d) x Ly).
The number of check intervals in a second-is=—. Therefore, the energy

TInter'ual ’

consumption due to the duty cycling’t,,) overhead isFp,, = N x ——!

TInter'ual

(Eon + Eoff). The energy consumption of overheddy() is Epy, + Eps, Such
that

Ercv X Lp

L) 4 Buena(d) % L)) + (N x b

TInterval

Ep4 = (G X (( X (EOH_I—EOff))

Figure[6 shows the energy consumption due to the above reaswler varying
network conditions in PSA. Duty cycling, the overhead ofgmble transmission,
and idle listening are the dominant reasons of energy copsamin this protocol.
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4. Approximate Delay M odel

End to end delay is defined as the time between the instantafiagpassed
to the network protocol stack until it gets delivered to tlaene level protocol
(of the protocol stack) in the destination. Modeling suchkagles problematic.
The problem lies in the packet generation; as dependingendmplexity of the
network model, packets can be generated at the sessionprkethata link or
MAC layers. When investigating MAC protocols, we usuallg@se a random
process that is generating packets to be transmitted by #e Myer (without
modeling the upper layers). Delay in general is the sum ofgtreuing delays
at each layer and the transmission. In our model we only denshe queuing
delay atthe MAC layer, i.e., from the time a packet is passelddg MAC layer for
transmission to the time it is delivered (assuming only glsipacket is stored at
the MAC layer at any time). In addition we will only look at ohep delays and
thus will not consider the diameter of the network.

4.1. Scheduled Protocols

We consider that a packet can be generated any time durisgples frame. In
the best case the packet is generated exactly at the begioiits corresponding
cell while in the worst case the packet is generated riglet dffte cell belonging
to the node has started. Because scheduled protocols aeerantiom access,
the collision probability is zero; i.e., assuming no trarssion errors (other than
self-interference) occur, it is guaranteed that the paskiébe transmitted over
the channel successfully in the first upcoming correspandeil. So the aver-
age channel access delay%lsseconds (considering TSMP as the representative
protocol of this category). Since the packet is transmiitteche cell, the packet
transmission delay i8},,;. Therefore, the delay can be modeled by

Tés == ﬁ + Tslot
2

We need to take into account that in the protocols with céné@ scheduling,
"finding a collision-free schedule is a two-hop coloring Iplem” [? ]. The other
issue in scheduled protocols is the size of the super frantglingy a new node
to the network adds several new links (depending on the mktaensity and
transmission range), each requiring a specific cell. The gizhe super frame
is the main reason for delay in this protocol. For examplenastioned in P ],
"with a 10 ms slot, a cell in a 1000-slot super frame repeagsyel0 s”.
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4.2. Common Active Period Protocols

The activity of each node is divided into active and inacpegiods in this
protocol. The packets generated during the inactive pdraa@ to wait until the
node is active. On average, the packets generated duringatte/e period have
to wait for % seconds. The portion of packets generated during the weacti
period is1 — dc. As soon as the node becomes active, packets can be tratsmitt
to the destinations. In this paper we do not consider the eamiback-offs into
account and assume that the packet is successfully traednfithe channel is
available. Based on Equation (1), the expected numberai$ thor transmitting
a packet isl%p, wherep is the collision probability. The RTS-transmission time
is spent for each collision. The packet transmission tingediso to be added to
the formula. Hence, the approximate delay model for the comatctive period
protocols is given by

L
—de | HE L

Tgc:(l—dc)x 5 B

4.3. Preamble Sampling Protocols

These protocols do not feature carrier sensing and the pacgkaced in the
channel as soon as it is generated. In addition, even isoatlioccurs, the sender
finishes transmitting the entire packet. We assume therdeisdback informing
the sender whether the data have been received. With sutibefele the expected
value of trials is calculated with the help of equation (2heTapproximate delay
model can be derived from the following equation.

L,+ L,
Ty, = %' x L _—"2 5

5. Combined Performance Function

Next step after deriving the the performance model for eadkron and
each category, is computing tlieP F'. Figure[ T shows th€'PF of the current
categories of protocols far = % andg = ﬁ under different conditions. With
these values and thi@P F', we can arrive at the intuitive rules: preamble sampling
protocols have a better behavior when the network packedrgéan rate is low.
Scheduled protocols show a better performance when the emuofinodes is
low in the network. However, thei€' PF decrease rapidly when the network
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ScP | CAP | PSP
Case 1| 9.22| 7.47 | 6.68
Case 2|| 3.22| 5.16 | 5.92

Table 3: CPF comparison between three aforementionedsoceimaExamplé L.
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Figure 7:CPF @ = 37, 8 = 17) for varying a) packet generation rates (packet/sec), b)

node populations, c) network radii (network density).

population increases. For medium packet generation ratetmon active period
protocols are the best choice.

Let us now revisit Examplel 1 (mentioned in Sectidon 1). We hgeprotocol
pool and information presented in Table 1. Here the reqierémR, are "over
hearing avoidance” and having a "distributed” manner. dwaihg Algorithm[1,

U = {scp,PSP}. Given that energy-consumption is the main concern in this
example, we considered the values= % andpg = ﬁ (Please note that =

pe X kg andf = pr, x K, are the combination of cost and importance functions—
CR: Sectionb). Table 3 presents th& F’ of these categories for the two scenarios
of the example (we also added a column &aP). As shown in Tabl&I3scP is
better for Scenario 1 arelSP for Scenario 2. Finally, based on the requirements,
R, and considering Tablé BMACs andAS-MAC are selected for Scenario 1 and
STEM for Scenario 2.

To make ourC'PF model available to WSN designers, we have created an
online calculator that can be used to determine performahegacteristics of

MAC protocols. This tool can be found at the hyper-link ®f][

6. Simulation Study

In order to verify the mathematical energy and delay modelséd in the
previous sections, we devised a simulation study usingaetes event simulator.
This way we are be able to access and modify the underlyingnpeters of
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Figure 8: Model prediction and simulation result comparison withamefto Energy
Consumption (first row) and Delay (second row).

protocols. We compare the results obtained from simulatqeriments to the
values predicted by our analytical model. Each data popreisents an average of
multiple runs; for each data point enough simulations andaiclaim at least5%
confidence that the relative error is less tliéh Nodes are randomly deployed
in a100m x 100m area, each with a0m transmission range. In order to reduce
the simulation burden, we have used a custom built C++ dsewent simulator.
We acknowledge that there are simulation packages thatIiégbls, however
each of these simulation packages serve a general purpdseasa their own
idiosyncrasies to overcome. As our goal here was to validatenathematical
models, we elected to program our own simulations that wayimg that only
relevant parts and to the required detail are modeled.

The packet generation follows a Poisson distribution witlate of \ = 20
packets per second with an available channel bandwidtB ef 256kbps. We
use the same energy and other parameters (except the netersity) we have
in Table[2. FiguréI8 shows the simulation results versus hpaeliction for the
representative protocols fanp, PSP, andscP. The first row shows the plots for
energy consumption and the second row presents the plaie fay.

The simulation results in Figufel8a diverge less than %, validating model
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predictions for PSA energy consumption. Figuré 8d comptregredicted aver-
age packet delivery delay in PSA between simulation resmltsthe delay model.
Although delay due to queuing is not considered in our motl, results are
close to each other. This is because the queues of the nagl@ssanificant at

low loads.

Figured 8b and 8e show the results from simulation versushmédiction
for SMAC, the representative common active period protoddd focused on the
steady state, assuming that nodes already have agreed bedukx Figuré 8b
shows the average energy consumption per second obtainsuniation and
our model. The maximum difference in the two model$.i$2%. Figure[8é
presents results for average packet delivery delay olatdinen both simulations
and analytical model. Again, since the node queues are yrersihty most of the
time, the simulation results validate the approximateysiadel.

Note that TSMP uses centralized prescheduling; so we creat&chedule
for a network which contain$0 connected nodes. The super frame is a table
of 3 rows (frequency division) and0 columns (time division). The length of
super frame i9).58875 sec, nodes are randomly deployed iné&n x 14m area,
and the transmission range 38m (other parameters are as listed in Table 2).
Figure 8¢ shows the simulation results for average enengswooption per second
in scheduled protocols as well as the results of energy ecopsan model. The
simulation results validate our derived energy consumptimdel. Figurd 8f
presents a comparison between the average packet delelesyfdom simulation
results and model.

7. Conclusion

Wireless sensor networks in general are used to sense thélypoefined envi-
ronment and relay/store such sensed information for psiegsThis means that
WSN application scenarios can be vastly different withivedse environments
and requirements. The designers of a WSN need to spend ecaisié time to
decide which MAC protocol(s) to employ as MAC protocols peparamount
role on the network performance. In general, the MAC protdodoe used is
selected by rules of thumbs depending on the WSN requiresremd scenar-
ios. We argue that such rules of thumb are not sufficient tweaat the best
applicable MAC protocol and parameters to be used for thiOybotocol. We
acknowledge that having precise models for all proposed M#AsTocols for WSN
would be a daunting task. Our goal is to provide a decisiokingatool that
can help designers select the best MAC protocol and parasnessed on some
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categorization of MAC protocols. In this paper we providedemeric model
for selecting MAC protocols for WSNs. The model selects thetqrols that
satisfy the requirements from the category of protocol$ plesform better in a
given context. We defined the Combined Performance Fundtiashetermine
the performance of MAC categories under different applicascenarios. We
also discussed the model expandability over adding newopotd, categories,
requirements, and performance criteria. Considering tieegy consumption and
delay as the initial performance criteria we derived thefqrerance model for
three protocol categories of the model. The de-facto rufethumb of MAC

selection closely match our model. We have also created lameorersion of the
CPF model for being able to select the MAC protocols for dédfe contexts? |.

In this paper we mainly focused on deriving performance rsoddowever
preparing the table of protocols and requirements is anatgortant part that
has to be done. Moreover, gradually extending the currerdetnosing new
requirements, protocols, categories, and performantarieris among the future
works. We defined the CPF for average packet generatiorh@tever, analyzing
the behavior of representative MAC categories under diffepacket assumptions
distributions would be more realistic. This is among ouufatwork.
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