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Abstract—This paper derives outer bounds on the secrecy of the femtocell while the femtocell user is close to the femt
capacity region of the2-user Z interference channel (Z-IC) with  pase station (BS). Since the macro BS can typically support
rate-limited unidirectional cooperation between the trarsmitters. higher complexity transmission schemes, it could use itie si

First, the model is studied under the linear deterministic ®tting. . f i ived f the femto BS t de its dat
The derivation of the outer bounds on the secrecy capacity gion Information received from the femto 0 precode Its data

involves careful selection of the side information to be proided to {0 improve its own rate and simultaneously ensure secrecy
the receivers and using the secrecy constraints at the reseirs ina  at the femtocell user. At the receivers, the macro cell user
judicious manner. To this end, a novel partitioning of the ewoded  could experience significant interference from the femtoce
messages and outputs is proposed for the deterministic mode gg \yhile the femtocell user sees little or no interferemoen
based on the strength of interference and signal. The obta&d ' . .
outer bounds are shown to be tight using the achievable schem the macro BS, leading to the Z channel as the aF’PrOp”ate
derived by the authors in a previous work. Using the insight Model for the system. Thus, the developed bounds give useful

obtained from the deterministic model, outer bounds on the insights on the fundamental limits of communication.
secrecy capacity region of the-user Gaussian Z-IC are obtained.
The equivalence between the outer bounds for both the models A. Prior works

is also established. It is also shown that secrecy constraiat the Th . . f the IC h ined
receiver does not hurt the capacity region of the2-user Z-IC e capacity region of the as remained an open

for the deterministic model in the weak/moderate interfermce Problem, even without secrecy constraints at the receivers
regime. On the other hand, the outer bounds developed for the except for some specific casés [7]) [8]. [A [7], it is shown

Gaussian case shows that secrecy constraint at the receivean that rate as high as that achievable without the interferenc

reduce the capacity region for the weak/moderate interferace o e achieved in-user IC, when the interfering links are
regime. The study of the relative performance of these boursl

reveals insight into the fundamental limits of the 2-user z-Ic  Sufficiently stronger than the direct links. Il [8], the ceibp
with limited rate transmitter cooperation. region of the IC is characterized for the strong interfeeenc

regime. The IC with secrecy constraints has been analyzed
in [9], [1Q]. In [A1], it is shown that a nonzero secrecy rate
. INTRODUCTION can be achieved even when the eavesdropper has a better
Interference is one of the primary factors in limiting thehannel compared to the legitimate receiver, in case of the
performance of wireless communication systems. Users avizetap channel with a helping interferer. This work also
also susceptible to eavesdropping, due to the broadcast pposed computable outer bounds on the secrecy rate, where
ture of the wireless medium. One way to tackle both thesiee tightest outer bound depends on the channel conditions.
issues is through cooperation between the legitimate userslt has been shown that limited rate cooperation between
However, the effect of cooperation on secure communicatiosers can improve the rates significantly in case of[IC [1],
in interference limited scenarios is not well understoadcts [2], [12], when reliable communication is the sole aim. [l [1
cooperation can affect the performance limits of the systeamd [12] outer bounds on the capacity region of fhaser
in a completely different way compared to communicatioBaussian IC are obtained when the transmitters can coeperat
systems where reliable communication is the sole aim [1{krough a lossless link of finite capacity and a noisy link,
[4]. In this work, outer bounds on the secrecy capacitgspectively. In[[R], outer bounds on the capacity region of
region are developed for tieuser Z interference channel (Z-the 2-user Gaussian IC are obtained when the receivers can
IC) with rate-limited unidirectional cooperation betwethre cooperate through a lossless link of finite capacity. Howeve
transmitters. obtaining outer bounds on the capacity region with trartemit
An important information theoretic channel model, and theooperation is harder than obtaining bounds under receiver
one investigated in this paper, is the Z-IC with unidirectib cooperation, because, in the former case, the encoded mes-
rate-limited transmitter cooperation and secrecy coimg@t sages are dependent due to transmitter cooperation.| In [3],
the receivers [5],[[6]. Practically, it models, for exampde2- [13], outer bounds on the secrecy capacity region of Zhe
tier network, where the macro cell user is close to the edgeer linear deterministic model and Gaussian symmetric IC
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are developed, where transmitters can cooperate through a messages and outputs is proposed for the deterministic

lossless link of finite capacity. In[14], a tighter outer Indu model based on the strength of interference and signal.
is obtained for the linear deterministic model with secrecy  This partitioning helps to bound or simplify the entropy
constraint and without transmitter cooperation for thdiahi terms that are difficult to evaluate due to the dependence

part of the moderate interference regime. Outer bounds on between the encoded messages.
the secrecy capacity region for other communication models2) Outer bounds are developed for the Gaussian case by
under different assumptions of cooperation can be found in  providing appropriate side information and bounding the

[15]-[18]. entropy terms containing both discrete and continuous
The Z-IC model has also been studied in the existing random variables, based on the insights obtained for the
literature with and without secrecy constrairits [5].][120]. deterministic case (SeC_lIV). The outer bounds derived

In [5], outer bounds on the capacity region of the Gaussian  on the secrecy capacity region of the Gaussian Z-IC are
Z-IC for the weak/moderate interference regimes are derive the best known outer bounds till date with unidirectional
when there is no secrecy constraints at the receivers. I [19  transmitter cooperation.
for a special class of Z-IC, the capacity region is establish  3) The outer bounds on the secrecy capacity region dithe
In [20], for the weak/moderate interference regime, theeout user Z-IC without cooperation between the transmitters
bounds on the secrecy capacity region of theser Z-IC can be obtained as special case of the analysis for both
without transmitter cooperation is shown to be tight for the  the models. Note that, prior to this work, the capacity
deterministic case. The outer bounds on the capacity region region of the Z-IC for the deterministic model with
of the Z-IC with transmitter/receiver cooperation and wiih secrecy constraints was not fully known even for the
the secrecy constraint have been obtained[id [21]-[23]. In  non-cooperating casé [20].
[21], both the encoders can cooperate through noiseléss lin The outer bounds on the secrecy capacity region of2the
with finite capacities and the outer bounds developed helgser z-IC for the deterministic model does not use the sgcrec
to establish the sum capacity of the channel withibits per constraints at the receivers in the weak/moderate intmter
channel use. The role of cooperation between the receivesgime. It is found that the achievable results obtained for
is investigated in[[22],[123]. However, outer bounds on thghis model in [25] matches with the outer bounds derived in
secrecy capacity region of tfeuser Z-IC with unidirectional this work for the weak/moderate interference regime. Hence
transmitter cooperation have not been addressed in théngxisthere is no penalty on the capacity region of the Z-IC due to
literature. Deriving such bounds can offer key insight intthe secrecy constraints at the receivers in the weak/mtedera
the fundamental limits of secure communication in the Z-I¢xterference regimes. However, in the very high interfegen
with unidirectional limited rate transmitter cooperati@md is regime, irrespective of the capacity of the cooperativé,lin
therefore the focus of this work. the outer bounds developed for the deterministic model show
. that user2 cannot achieve any nonzero secrecy rate. On the
B. Contributions other hand, the outer bounds developed for the Gaussian case
This work considers unidirectional transmitter coopemti show that secrecy constraint can reduce the capacity region
in the form of a rate-limited lossless link from transmit®r the Z-IC in all the interference regimes. Part of this worls ha
(which causes interference) to transmittewhich does not appeared in[[25].
cause interference), and with secrecy constraints atversei  Notation: Lower case or upper case letters represent scalars,
The objective of this paper is to derive outer bounds on thewer case boldface letters represent vectors, upper adde b
secrecy capacity region of tfeuser Z-IC with unidirectional face letters represent matrice®;)™ £ max{0,z} and |.]
transmitter cooperation and secrecy constraints at tiegvers.  denotes the floor operation.
This, in turn, requires judicious use of the secrecy coirdtra Organization: Section[Il presents the system model. In
at receiver, along with careful selection of the side infation Secs[Tll and_1V, the outer bounds for the deterministic and
to be provided to the receivers. In particular, the coopemat Gaussian models are presented, respectively. In[Sec. & som
between the transmitters makes the encoded messages dem@merical examples are presented to offer a deeper insitght i
dent, which makes derivation of the outer bounds even marg bounds. Concluding remarks are offered in $et. VI; and

difficult. the proofs of the theorems are provided in the Appendices.
First, the problem is solved under the deterministic approx
imation of the channel. The study of the deterministic model Il. SYSTEM MODEL

gives useful insights, and motivates the outer bounds in theConsider a&2-user Gaussian symmetric Z-IC with unidirec-

Gaussian setting. However, it is non-trivial to extend #ults  tional and rate-limited transmitter cooperation from iait-

obtained for the deterministic case to the Gaussian settieg ter 2 to 1, as shown in Fim.ln the Z-IC, only one of the

to the well known differences between the two models [24)sers (i.e., transmitted) causes interference to the unintended

The main contributions of the paper are summarized beloweceiver (i.e., receiver). The received signal at receivity;,

1) The key novelty in deriving outer bounds on the secregy given by

capacity region for the deterministic model is the choice
of side information to be provided to the receiver(s) and
the judicious use of the secrecy constraints at the reéithe model is termed as symmetric since the links from tratiemi to
ceivers. To elaborate, a novel partitioning of the encodegteiver1 and from transmittee to receiver2 are of the same strength.

Y1 = ha®1 + heTo + 215 Y2 = hqra + 22, 1)



L W, 37@ A W, WG models, the encoded message at transmitisra function of

I BO—3—Ca3 its own message, the signal received over the cooperatike li
d as m asab . e . L . .
Tx 1 Rx 1 O— 2@®bg and possibly some artificial noise or jamming signal, wherea
ajo— a1 by the encoded message at transmitteis independent of the
Tx1 Rx1 other user's message. In the derivation of the outer bounds
Ca c . for the deterministic and Gaussian models, the notion okwea
Wy [ Wy Wy 53 : b:% secrecy is considered, i.ex:/(Wa;y]) — 0 as N — oo,
¢ by m_p, where N corre§ponQS to the block Iepglﬂi[ZG]. _
Tx 2 Rx 2 b1 db; The following interference regimes are considered:
hq Tx 2 Rx 2 weak/moderate interference reginige < o < 1), high
(a) Gaussian model (b) Deterministic model interference regimél < « < 2) and very high interference

regime (o > 2), where, with slight abuse of notatian = L~

is used for the deterministic model and2 {2 is used
for the Gaussian model. The quantitycaptures the amount
of coupling between the signal and interference.

where z; (j = 1,2) is the additive white Gaussian noise,

distributed asA(0,1). Here, kg and h. are the channel || o rer BouNDs FOR THELINEAR DETERMINISTIC

gains of the direct and interfering links, respectively.eTh 7-1C MODEL

input signals £;) are required to satisfy the power constraint: _ ] _ _
E[|z:|?] < P. The transmitte® cooperates with transmitter In this section, outer bounds on the secrecy capacity region

through a noiseless and secure link of finite rate denoted f&;the linear deterministic Z-IC with unidirectional tremitter

Fig. 1.  2-user Z-IC with unidirectional transmitter cooperatiorro(h
transmitter2 to transmitter1).

Ce. cooperation are presented for the different interfereagemes
The equivalent deterministic model dfl (1) at high SNR i8S Theorem§lM}3. Note that in all interference regimes, the
given by [1], [20] rate of both the users can be trivially upper boundedrhy

B B B i.e., Ri <m and Ry < m. One of the key techniques used in
y1=D""x; @ D7 "x2; y2 =D "xy, (2)  deriving tight outer bounds is to partition the encoded rages
wherex; (x») is the binary input vector of the deterministicPUtPut, or both, depending on the valuecofThe partitioning

Z-1C from userl (user2) of lengthm (max{m,n}); y1 (v2) of the encoded messages/outputs gives insights on the side
is the binary output vector of lengthax{m,n} (m); D is information to be provided to the receiver. This in turn aio

a g x ¢ downshift matrix with elementg,, » = 1 if 2 < ©neto exploit the secrecy constraint at the receiver toiobta
j' =" +1<gqanddy v =0 otherwisej' émd the operzltortight and tractable outer bounds on the secrecy capaciiyreg
- — ARV ’ . . N . .

& stands for modul@ addition, i.e., theXOR operation. The ©f the Z-IC. This partitioning also helps to simplify the ey
deterministic model is also shown in F[g. J(b). terms as the encoded messages at the transmitters are not
The deterministic model is a first order approximation dhdependent due to the cooperation between the transsnitter

a Gaussian channel, where all the signals are represented pyhe following Markov refation is used in the derivation
their binary expansions. Here, noise is modeled by truooati ohoese outer bounds:_ conditioned on the cooperating kigna
and the superposition of signals at the receiver is modefed {¥21), the encoded signals and the messages at the two
modulo 2 addition. Hence, the parametens, n, and C of transmitters are independent [1]. [27], i.e.,

the deterministic model are related to the Gaussian synometr Wi xN) = (v = (W xV 3
Zi1C asm = ([0.510gSNR])T, n = (|0.5logINR])*, (W1,35) = (var) = (Wa, %), ®)
and C = |C¢|. Note that the notation followed for theFor the derivation of the first outer bound in the weak/mottera

deterministic model is the same as that presented|in [1]. Timerference regime, the encoded messageis partitioned

bits a; € F, andb; € F; denote the information bits of into two parts: one partx{;,), which is received without

transmittersl and 2, respectively, sent on th&" level, with interference at receivet, and another partx(;), which is

the levels numbered starting from the bottom-most entry. received with interference at receiverThe encoded message
The transmitter; has a messagéV;, which should be of transmitter2 is also split into two parts: one parkd,),

decodable at the intended receivigrbut needs to be keptwhich causes interference to receiteand another parixg;,),

secret from the other, i.e., the unintended recejv¢f # i), which does not cause any interference to receivehe

and this is termed as thgecrecy constraint. Note that, for partitioning of the output and the encoded message is shown

the Z-IC, the messagl/; is secure as there is no link fromin Fig.[2(a@). In the derivation of this outer bound, the segre

transmitterl to receiver2. Hence, the goal is to ensure th&lt  constraints at the receivers are not used. To get insights on

is not decodable at receivér The encoding at transmittér this, consider the following two cases in Fig. 3. In fig. B(a)

should satisfy the causality constraint, i.e., it canngteshel can be noticed that usércan transmiin bits securely as there

on the signal to be sent over the cooperative link in the &turis no link from transmitted to receiver2. Hence, usei can

The signal sent over the cooperative link from transmittés  achieve the maximum rate ei. On the other hand, usercan

transmitterl is represented by.;. It is also assumed that thetransmit on the lower leveld : m —n] and it can sendu —n

transmitters trust each other completely and they do naatkev bits securely. Hence, the rate poimt, m — n) is achievable.

from the agreed schemes, for both the models. For both timeFig. [3(B), user2 sends data bits on the levgls: m]. As
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Fig. 2. Deterministic model: partitioning of encoded megsaand outputs. Zlg: % Achievable schemes: deterministic Z-IC with = 5,n = 3 and

the data bits sent on the levela —n + 1 :m| are received with the reliability criteria in the derivation of the outer
at receiverl, transmitterl sends random bits generated fronpgunds.

B(3) distribution on the level§l : n] to ensure secrecy of the  First, consider the high interference regime, ilex a < 2.
data bits of transmitte? at receiverl. Hence, useg can also |n this case, it is not difficult to see that the rate of user
achieve the maximum possible rateaf On the remaining can be upper bounded by. To get insights into the outer
levels [n + 1 : m], transmitter] sends its own data bits. Ashounds onR, and R, + R,, consider Fig[ 2(B). One can
transmitter2 does not cause any interference to the data bége that transmitte2 cannot use the levelg : n — m] for
sent on these levels by transmitterreceiverl can decode transmitting its own data as the corresponding links do not
these data bits. Hence, transmitteachieves a rate ofi —n, exist at the intended receiver. Any data bits transmitted on
and the rate pointn—n, m) is achievable. Itis not difficult to the levels[m + 1 : n], i.e., x24, will be received without
see that, even if there is no secrecy constraint at the ®=®Vinterference at receiver. If receiver2 can decode these data
it is not possible to achieve rates exceeding the cornernoiRits, receiverl will also be able to decode these data bits.
(m,m —n) and(m —n,m). This motivates one to derive theHence, these data bits, = x2, will not be secure. Hence,
outer bounds on the capacity region without using the sgcregiey are provided as side information to receéo obtain the
constraints at the receivers. upper bounds. Then, using the secrecy constraint at recgive
Theorem 1. In the weak and moderate interference regimeghe following outer bounds can be obtained.
i.e., 0 < o < 1, the secrecy capacity region of tleeuser  Theorem 2: In the high interference regime, i.d.,< a <
deterministic Z-IC with unidirectional transmitter coopon 2 the secrecy capacity region of theuser deterministic Z-1C

is upper bounded as with unidirectional transmitter cooperation is upper boea
Ry <m,Ry <m, and as
Ri+ Ry <2m—n+C. (4) R; <m,R; < 2m —n, and
. < :
Proof: See AppendiXA. n Rt Rz <sm+0C ()
Remarks: Proof: See AppendixB. [

« Interestingly, using the above theorem and the achievatiemarks:
result in [25], it can be shown that the secrecy constraintse The outer bound onk?, shows that there is a nonzero
at the receiverdo not result in any penalty on the penalty on the rate of usé@rdue to the secrecy constraint
capacity region. Thus, secrecy can be obtained for free in  at receiverl, in contrast to the weak/moderate interfer-
the weak/moderate interference regimes, for all the values ence regime (see Theordmh 1).
of C. The outer bound in Theorelnh 1 also serves as outere WhenC = 0, the outer bound on the sum rate suggests

bound on the capacity region of thieuser Z-IC with that for user2 to achieve a nonzero secrecy rate, user
unidirectional limited rate transmitters cooperationgnh has to sacrifice some of its rate.
there is no secrecy constraints at the receivers. Now, consider the derivation of the outer bound for the

« When(C = 0 and0 < a < 1, the outer bound derived very high interference regime. In Figl. 4, it can be noticeat th
in TheorenllL matches the outer bound in Theo®m only the levelsjn — m + 1 : m] can be used to send data
[20]. from transmitter2 to receiver2, as the links corresponding to

It is intuitive to think that as the strength of interferencéhe lower levels[l : n — m] do not exist at receive?. The
increases, the achievable secrecy rate may decrease iy padata bits transmitted on the levels — m + 1 : n, i.e., Xaq,
ular, in the high/very high interference regimes, the sgcreare received without interference at receiterlf receiver2
constraint may lead to a rate penalty, in contrast to tlwan decode these data bits, then receiveran also decode
weak/moderate interference regime. Hence, in the high/vehese data bits. Hence, transmittercannot send any data
high interference regime, the secrecy constraint is usealgal bits securely on these levels. To capture this in the déovat



~ ) model. This helps to obtain tractable outer bounds on the
X, V1o = Xao secrecy capacity region, which are presented in the fofigwi
| subsections.
Vip = X1 D Xop
A. Weak/moderate interference regime (0 < o < 1)
. Tl Rl The outer bound derived in Theorém 1 involved providing
m\ the side information(xs,, vo1) to receiver2 by a genie. The
guantity x,, corresponds to the part of the encoded message
nem x of transmitter2 which causes interference at receivéfSee
Fig.[2(@)). In the Gaussian case, to mimic the approach used
o -‘}Q:qu for the deterministic case, receiv@ris provided with side
T2 T T2 information (s, = h.x2 + z1,ve;). Note that outer bound

based on this idea was presented[in| [21], which considered

Fig. 4. Deterministic Z-IC with(m, n) = (2, 4): lllustration of partitioning Gaussian Z-IC with unidirectional transmitter coopenagiout

of the message/output. without secrecy constraints at the receivers. For the sake
of completeness, the result is stated as Theokém 4. The
outer bound in Theorefd 1 for the weak/moderate interference

receiver2 is provided with the side information of the formregime can be considered as deterministic equivalent of the

y2¥ . which in turn helps to bound the rate byiV,; y)' |y ). outer bound presented below.

It can be noticed that this quantity is zeroyas = y2 = Xa4. Theorem 4 ( [I21]): The capacity region of the 2-user Gaus-

The outer bounds on the secrecy capacity region in the vesign Z-IC with unidirectional transmitter cooperation {sper

high interference regiméx > 2) are given in the following bounded as

theorem.

Theorem 3: In the very high interference regime, i.e.,> Ri < 0.51og(1+SNR), Ry < 0.5log(1 + SNR),
2, the secrecy capacity of tieuser Z-IC with unidirectional R; + Re <0.5log(1 + SNR+ INR + 2v/SNR- INR)
cooperation is upper bounded B < m and Ry < 0. SNR
Proof: See Appendik L. n +0.5log <1 + m) + Ca, (6)
Remark: Since R» is upper bounded by zero in the very
high interference regime, it is not possible for transmite where SNR= h2P and INR= h2P.

to achieve any nonzero secrecy rate, irrespective'.of Note that the outer bound stated in TheoreElm 4 does not
use the secrecy constraint at receiver. In the weak/maalerat
IV. OUTER BOUNDS FOR THEGAUSSIAN Z-IC MODEL interference regime, the data bits transmitted on the lower

In this section, the outer bounds on the secrecy capad@ye!s [l : m — n] of transmitter2 are inherently secure in
region for the Z-IC with unidirectional transmitter coopion the deterministic case as shown in Fig. 3. However, in the
are stated as Theorerid{-6. Although these outer boulfRRUSSian case, there is no on_e—to-one analogue of th|s_saes noi
are related to the corresponding outer bounds derived in $#@nnotbe modeled by truncation. The secrecy constraiheat t
deterministic case, the extension of the outer bounds to figeeiver may lead to a nonzero penalty in rate for the Gaussia
Gaussian case is non-trivial due to the following differenc Case- Hence, outer bounds are derived on the rate of2user
between the two models. First, in the Gaussian case, nofd Sum rate using the secrecy constraint at receivehich
cannot be modeled by truncation as in the deterministic.cakeStated as a theorem below. _

Second, in the Gaussian case, the superposition of signals oln€orem 5: The secrecy capacity region of theiser Gaus-
interference is modeled by real addition in contrast to trd@n Z-IC with unidirectional transmitter cooperation sper

modulo-2 addition used in the deterministic case. Henae, tAounded as

carry over involved in the real addition is not captured ia th R; < 0.5log(1 + SNR)

deterministic case. Third, the derivation of the outer lbun - ’

in the Gaussian case involves bounding of differential en- Ro < max 0.5log <1+SNR

tropy terms containing continuous as well as discrete rando T -1<p1

variables, due to the unidirectional cooperation betwden t ——
transmitters. This makes the derivation of the outer bounds — (pPSNR+ VSNR- INR)* ,
even more difficult. 1+ SNR+ INR + 2pvVSNR- INR

Hence, the partitioning of the encoded messages or outputR, + R, < log(1 + SNR) — 0.5log(1 + INR) 4+ Cq.  (7)
used in the derivation of the outer bounds for the deterriinis
case cannot be directly applicable to the Gaussian case. To Proof: See AppendikD. ]
overcome this problem, either analogous quantities thaeseRemarks:
as side-information at receiver need to be found to mimic thee Itis easy to show that the outer bounds on the sum rate in
partitioning of the encoded messages/outputs, or the bognd Theoren{’ is tighter than the outer bound in Theokém 4
steps need to be modified taking cue from the deterministic for all values of SNR, INR and’;. Thus, the outer bound



in Theoren b improves over Theoréth 4. From the outerhere Xy g = 1 + SNR — %,,3.1%7
bound on the rate of use? in Theoremsﬂ4 ar_1d[|5, ity o2 [pSNR pSNR+ \/m} and s, 2
can be _obfser.ved that outer bound obtained with segre{y 1+ SNR SNR+ pv/SNR. INR
constraint is tighter compared to the outer bound obtained )
without using the secrecy constraint. SNR+ PV SNR-INR 14+ SNR+INR +2pvSNR- INR

e When Cs; = 0, the outer bound on the rate of usgr Proof: See AppendikE. u

reduces ta).5log (1 + SNR— %), as the only Remarks: _ _ _
o When there is no cooperation between the transmitters,

possible valuep can take is0. Hence, this outer bound h ded h | ind
indicates that use2 cannot achieve the maximum pos- € encoded messages at the two transmitters are indepen-
dent of each other. Hence, for the non-cooperating case,

sible rate of0.5log (1 + SNR). This is in contrast to ) , .
the deterministic case, where us2rcan achieve the the outer bound on the rate is obtained by setfing 0

maximum rate ofm, as observed from Theorelm 1 and in Theorent®. . . .
Fig. 3. « The outer bound in Theorefd 6 is applicable over all

the interference regimes. Note that the outer bound in
Theorem[# is also applicable to the high interference
regime. In the later part of the paper, it is demonstrated
that the outer bound in Theorérh 6 is tighter than the outer
bound in Theoreril4 in this interference regime.

o The outer bound on the sum rate in TheorEin 4 is
applicable for all the interference regimes whereas the
outer bound in Theoreri 5 is applicable only in the
weak/moderate interference regime.

B. High interference regime (1 < a < 2) ) N
o o o C. Relation between the outer bounds for the deterministic
The derivation of the outer bound in this regime is based @y Gaussian models

the outer bound in Theorefd 2 obtained for the deterministic

model. In the proof of Theoreff 2, to upper bound the rate !N the following, it is shown that, for high SNR and
of user2, a part of the output at receiver which does INR, the outer bounds for the Gaussian case in Theofdms 5

not contain signal sent by transmittéris provided as side- and[® are approximately equal to the outer bounds for the
information to receivee, i.e., y .. In the Gaussian case, it isdeterministic model. For ease of presentation, it is assume
not possible to partition the encoded message as it was ddid 0-510g SNR, 0.510gINR, ‘and C¢ are integers. Recall
for the deterministic model (See F[g-4(b)). To overcome thihat: the parameters,, n and C' of the deterministic mo+del
problem, output at receivet, i.e., y, is provided as side '€ related to the Gaussian modelas= ([0.5log SNRJ)™,
information to receivee. Providing side information in this 7 = ([0-510gINR|)" andC' = |C ], respectively. _

way creates a degraded channel from transnittemeceiverl 1) Weak/moderate interference regime (0 < o < 1): Itis

with respect to the channel from transmitieto receiver2. In ~ €asy to see that for high SNR and INEe., SNR INR >> 1),

the deterministic case, to upper bound the sum rate, thaiputfle outer bounds on the individual rates in Theofém 4 can be
at receiverl (y) is partitioned into two parts, andy?)), approximated as

and receiver is provided with side information of the form
y2¥ . To mimic this in the Gaussian case, output of receier
i.e., yYY, is provided as side information to receiverand
(W1,yY) is provided as side information to receiver The %]:n SNR> INR (i.e., 0 < a < 1), the outer bound on the

outer .bound on the secrecy capacity region is stated in rate in Theorell 4 is approximated as
following theorem.

Theorem 6: The secrecy capacity region of the 2-user Gaus- R, 1 R, < 0.5log (1 + SNR+ INR + 2v/SNR- INR)
sian Z-IC with unidirectional transmitter cooperation {sper

R; <0.51og(1 + SNR) ~ m,
and Ry < 0.5log(1 + SNR) ~ m. 9)

bounded as SNR
+ 0.5log <1 + T INR) + Cg,
Ry < 0.5log(1 + SNR), ~2m—n+C. (10)
Ry < max 0.5log (1 + SNR From [9) and[{ID), the outer bound derived for the Gaussian
—1sesl case matches with the corresponding outer bound for the
(pSNR+ v/SNR- INR)2 deterministic model stated in Theoréin 1.
] + SNR+ INR + 20v/SNR-INR )’ In Theoreni b, due to the maximization involved in the outer

bound onR; over p, Cz = 0 is considered to simplify the
exposition. For the non-cooperating case, the outer bosind i

optimized by settingp = 0. The outer bound on the rate of
Ri+ Ry < _rllgél 0.5log <1 + SNR+INR + 2pVSNR-INR  car9 is approximated as

(pPSNR+ VSNR-INR)” Ry < 0510z (1+ SNR— — SNR-INR_
- 1+ SNR +0.5log Xy, s + Co, 2= 0ol {1 1+ SNRFINR )’

(8) ~m. (11)



Hence, the outer bound on the rate of udés approximately

equal tom for high SNR and INR. 5 ) N s,
It is also easy to see that, for high SNR and INR, the out —C=3 ‘\ ~’~,
bound on the sum rate in Theoréin 5 can be approximated T 4 ==C=1 S ”s,
0 ===C=0 M N
Ri+ Ry~ 2m —n+C. (12) ; N NN
~ -~
1
It can be noticed that the outer bound derived for the Ganss % 3 \,
case corresponds to the outer bound for the determinis < ‘\
model stated in Theorerfl 1. It is interesting to note th ﬁ 2 ~
both the outer bounds on the sum rate in TheorEms 4 & 5
correspond to the outer bound for the deterministic moc ~7
stated in Theorerfil1 for high SNR and INR. However, ¢ ¥ 1
mentioned earlier in the remark to Theorémh 5, the out
bound in Theoreni]5 is tighter than Theorels 4. Howeve
for high values of SNR and INR, the gap between the: 00 f £ ?: Z 5

two outer bounds decreases and these two outer bounds
approximately equal to each other.

2) High interference regime (1 < a < 2): In TheoreniB,
due to the maximization involved in the outer bounds®n
and R; + Ry over p, Cg = 0 is considered to simplify the
exposition. For the non-cooperating case, the outer bosind i

optlmlzeq by setting = 0. First, the outer bound on the rateA. Deterministic Z-1C with unidirectional transmitter cooper-
of userl is approximated as

ation

R; <0.51og(1 4+ SNR) ~ m. (13) In Fig. [, the outer bound on the secrecy capacity region
given in Theorenil is plotted fan = 5, n = 3 and various

The outer bound on the rate of uskers also approximated as values ofC. The outer bound exactly matches with the lower
bound on the secrecy capacity region for the corresponding

R1 (bits/channel use)

Fig. 5. Secrecy capacity region of the deterministic Z-IGhwim,n) =
(5, 3). This corresponds to the moderate interference regime.

Ry < 0.510g <1+SNR— SNR-INR ) ’ values of C' in [25]. It is interesting to note that, without
14 SNR+ INR cooperation, and under the secrecy constraint at recéiver
~2m — n. (14) when the rate of useris upper bounded b¥ bits per channel
use (bpcu), the rate of uséris upper bounded by bpcu, and
The outer bound on the sum rate becomes vice-versa. With further increase in the value(@f the outer

bound on the sum rate in Theordih 1 indicates that the sum
M) rate performance may increase. For> 3, the outer bound
1+ SNR suggests that both the users may be able to achibpeu, and
+0.5log Xy, s, (15) the achievable result in [25] establishes this is indeed#se.
In Fig.[8, the outer bound on the secrecy capacity regionngive
where with some algebraic manipulation it can be shown thatTheoreni® is plotted fom = 4, n = 5 and various values of
Yy,s = 1+SNR-%,, 1% o~ 1. Hence, the sum rate ¢, WhenC' = 0 and the rate of useris upper bounded by its

Ry + Ry <0.51og (1 + SNR+ INR —

outer bound in[(T5) reduces to maximum rate ofn, i.e.,4 bpcu, the outer bound establishes
that user2 cannot achieve any nonzero secrecy rate. When the
Ry + Ry < m. (16) rate of user is upper bounded bgm — n, i.e., 3 bpcu, the

) rate of userl is upper bounded by bpcu. WhenC' = 1, the
From [13), [I#), and(16), it can be observed that the appraXter hound on the sum rate in TheorEm 2 suggests that both

imated outer bound of Gaussian case in Thedrem 6 matchyes ;sers can achieve a nonzero secrecy rate with cooperatio
with the outer bound of deterministic case in Theofdm 2 fr contrast to the non-cooperating case. The achievablétres
the high interference regime. in [25] also confirms these observations and establishes the
This validates that the approaches used in obtaining ougiacity region of the deterministic Z-IC with unidirecta
bounds in the two models are consistent with each other. transmitter cooperation and secrecy constraints at thesvesrs
in the high interference regime.

V. NUMERICAL RESULTS AND DISCUSSION B. Gaussian Z-1C with unidirectional transmitter cooperation

In the following sections, some numerical examples areIn Fig.[d, the outer bounds on the secrecy capacity region
presented for the deterministic and Gaussian cases, to gethe Z-IC in Theorem$]4.15 and 6 are compared for the
insights into the system performance in different intexfere weak/moderate interference regime. The outer bound in-Theo
regimes. rem[d is tight as compared to the outer bounds in Theoféms 4
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(4,5). This corresponds to the high interference regime. the Gaussian Z-ICP = 100, hy = 1, he = 1.5 andCg = 1.
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Fig. 7. Comparison of the outer bounds on the secrecy cgpaagton for
the Gaussian Z-ICP = 100, hy = 1 andh. = 0.5.

the Gaussian Z-ICP = 100, hy = 1, h = 0.5 andCg = 0.

and high interference regimes, respectively. As the capati
and[6 except for the corner points for transmitterRecall the cooperative link increases, the outer bounds indidete t
that, the outer bound in Theor@ 4 does not use the Secr% Secrecy Capacity region can enlarge in both the CaSS. Th
Constraint at the receiver in |tS derivation. The outer hblm can also be observed from the lower bounds on the Secrecy
Theoren(b is derived using the intuitions obtained from theapacity region (curves labelefich. region) plotted in

high interference regime case considered in the detertitinighese figures using the result [n [28]. [29].
model for Theorerf]2. This is reflected in the plot as explained

above. In Fig[B, the outer bound on the secrecy capacity
region of the Z-IC in Theoremis] 4 arid 6 are compared for
the high interference regime. From the plot, it can be seenThis work derived outer bounds on the secrecy capacity
that the proposed outer bound is tight as compared to ttegion of the 2-user Z-IC with limited-rate unidirectional
outer bound in Theorerfi] 4. In FigE] 9 ahd] 10, the outéransmitter cooperation. The outer bounds derived for the
bounds on the secrecy capacity region of the Gaussian Zd€terministic Z-IC model were shown to be tight for all the
are plotted for different values af; for the weak/moderate interference regimes and all possible valuesCaf One of

VI. CONCLUSIONS



= H(yY) — H(yy |Wa) + H(v3)) — H(v3;|[We)

-------------- -
s“ —I—H(xé\mvévl)—H(x%|v%,W2)+H(y§V|x%,v%)
*. *e _H(Y§|X%7V§17W2)+N€Nv
— . .
2, R N < H(yY)— H(yy|[Wi,x),vd) + H(v)]) — H(v|[W2)
. |
> . + H (VA — H (D, VAL Wa) + H (xB xd, vhy)
g 5“ ‘~‘ —H(X%Xé\;avé\ngﬁ +N€Na (17)
@ . 1
S ‘. i where the last step is obtained using the fact that condtitgpn
2 A -C,=1: Outer bound ‘. b cannot increase the entropy.
= C_=1: Ach. region oo Note that due to cooperation between the transmitters, the
A G \‘ ! encoded messages are dependent, and hence, it is difficult to
-- -CG=03 Outer bound Y bound or simplify the entropy terms. Here, partitioning loé t
C_=0: Ach. region . outputy; = (X14,X15 ® X24) as shown in Fig[2(h) helps
0 G ‘ N to simplify the bound further. In the following, the fact tha
0 1 2 3 removing conditioning cannot decrease the entropy has also
R, (bits/channel use) been used.

. . . . . N[R: + Ro]
Fig. 10. Comparison of the outer bounds with the achievadiie region for

the Gaussian Z-ICP = 100, hy = 1 andh. = 1.5. (o)
¢ < H(yl) — H(x,vey) + H(vay) — H(va [W2)

+ H (x5 v31) = H (x5 v31, Wa) + H (x3,)
the key techniques used in these derivations was to partitio — H(x |xY v, Ws) + Nen,
the encoded messages and outputs dependi_ng on Fhe value of < H(yN) + H(v)) + H(x)) + Ney,
«. The outer bounds on the secrecy capacity region of the ®)
Gaussian Z-IC were derived using the insights obtained from or Ry + Rs < 2m —n+C, (18)
the deterministic model. The outer bounds developed for the _ ) ) ) _
deterministic model helped to establish that secrecy can WBere (a) is obtained using the relation [ (3) and (b) is
obtained for free in the weak/moderate interference reginftained by bounding the entropy termi(y,), H(va:1) and
However, the developed outer bounds suggest that there éafizs) by m, C' andm — n, respectively. This completes the
be nonzero penalty on the rate of ugdn all the interference Proof.
regimes for the Gaussian case. The outer bounds also iadicat
that transmitter cooperation can help improve the perfogea g prgof of Theorem [

of the system in the weak, moderate and high interference ) o
regimes, for both the models. As mentioned earlier in the proof of Theordmh 1, the rate

of user1 is upper bounded byn. The output at receivet
is partitioned into two party) = (y,yN) as shown in
APPENDIX Fig.[2(b). A genie provides part of the output of receiter
namely,y® , as side-information to receivér Note that,y,
A. Proof of Theorem[T] does not contain any signal sent from transmitterUsing

] o ) _ Fano’s inequality the following is obtained
In the Z-IC model considered in this paper, there is unidirec

tional cooperation from transmitt@rto transmitterl. Due to NRy < I(Wayyi) + I(Wa; yY |lyN) + Nen,  (19)
this, neither transmitter can aid in relaying other trartaris ) ) )

message. Thus, a trivial outer bound on the individual rate §Sing the secrecy constraint at receiver I(Wa;yi') =
each user isn. Hence, it is only required to establish the bound(W2: ¥1a: ¥15) < New, the first term above is upper bounded
on the sum rate. Starting from Fano’s inequality, the pro&f I(Wa;yfy) < Ney as mutual information cannot be
goes as follows. Receiveris provided with side information Négative. HenceN iy < H(y [yfa) + ]\EVEN}VWh'Ch can
(x),v2)) by a genie, which leads to further upper boundir;%_e further upper bounded a8 R, < H(xy[xz,) + Nen.
the sum rate. Providing this side information helps to canceinCe H (x2s) is upper bounded bym — n, one obtains
the negative entropy term in the outer bound for the sum rat@% < 2m—n.

leading to a tractable outer bound. Next, using Fano’s inequality and providingY, as side
information to receivee, the sum rate is upper bounded as

N[R1+R2]
< I(Wisyty )+ I(Wasys' ) + Ne,
whereey — 0 asN — oo,

N[Ry + Ro] < I(Wi3yl) + I(Waiyy ,y1y) + Nen. (20)

Using the fact that the encoding at transmitfeidoes not
depend onWjy, it can be seen thaf (Wi;yd . yd) =
LN N N N ) I lay J1b .
S T(Wisyy )+ 1(Wasyy', Xg,, va1) + New, I(Wy;yN|x). The second mutual information term [n120) is
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upper bounded using the relatidﬁWQ;y{\g) < Ney. Hence, as follows

the outer bound on the sum rate becomes
NRy < I(Wa;yY) + Ne,

N[Ry + Ry < I(Wa3;y3,y1) + New,

< T(Wesy N ) + T(Was v |y ) + New, = I(Wa;y1) + I(Wa; y3'[y1) + New,

< H(yy|x3,) — H(yly x5, Wi) + H(ys [yl < Ay Y yN) = h(yY |y, Ws) + New,
_H(Y§|Y{\(Zzaw2)+N€N7 (b)

(a) or Ro < max 0.5log |1+ SNR-

< H(YﬁIX%) - (Y1b|x2a7W17X1 )+ H(ys |Yﬁ) 0<lel<t (
— H(yY|yN, W) + Ne, ()SNR+ v/SNR-INR)? ) (23)

< H(.V%IX%) - (x2b7x2c|x2a’ Wlaxl 7V21) + H(x2b|x2a 1+ SNR+ INR + 2pVSNR- INR 7
— H(x3y x5, Wa) + Nen, where (a) is obtained using the secrecy constraint at the

receiver1; (b) is obtained using the fact that for a given
power constraint, the differential entropy is maximizedtbg
Gaussian distribution.

In the following, sum rate is upper bounded using Fano’s

( )
H (y1y|xb,) — H (xay, Xon %50, vy ) + H (x93 |x3,)

— H(x},[xh,, Wa) + Ne, inequality, secrecy constraint at receiviemnd chain rule of
< H(yN) — H(xb |xY , v — HxY |xN, x2 v mutual information.
+ H (xdy, Va1 [xa,) — H (x5 /x50, W) + Nen, NI[R; + Ry
< H(yl) ~ HO e V3 — HO b < vl < [Wasyy) + 1(Waiyy) = 1(Waiyy) + New,
+ H(vA) 4 H(xN|xN v — H(xh |x , Wy) + Ney, = I(Wisyr ) +1(Wasyy ) — I(Wa3yi',s2')
< H(yN)+ H(vY) + Nex, + I(Wa;sY |y Y) + Nen, wheres) 2 hox +z1.
or R+ Ry <m+C, (21) 24

The main novelty in the proof lies in bounding these mutual
where () is because conditioning cannot increase themptrd ghformation terms. To upper bound the sum rate further, con-
(b) is obtained using the relation iftl (3): (c) follows beorauss'ger the first two terms of (24), where the cooperative digna
removing conditioning cannot decrease the entropy, amgusi'21 1S Provided as side-information to both the receivers.
the chain rule for joint entropy. This completes the proof. TWiy ) + I(Wa; s [yl

(a)
< I(Wisy Y [va) + T(Was vy [y ) + T(Was sy [yr, vay),
C. Proof of TheoremB3 < TI(Wi, x5y D [va) + IWas vty ) + I(Was sy |yr, vay),

(®)
As mentioned in the proof of Theordrh 1, the rate of user = 1(x1';y1 [va1) + I(Wa; vay ly1 ) + I(Wassy |[y1, vay),

is upper bounded byn. To bound the rate of useY, y¥ is = = I(x;y NV + HEYyY) — HY [y, Wh)
provided as side-information to receiveras follows and the h Ny N W
outer bound is simplified as follows +h(s2lyes vay) = AR lye, var, W),

(c)
< I(Xl Y1 |V21) + H(Vévl) + h(SéVJ{VIVéVl) - h(yivlvfﬁ)
- h(SQ |Y1 7V21a Wa),
= (s y N V) + H(vE) + h(sY VD) + hiyY]sY . v3))
h(y{“v%) - h(sévly{v’ Vévl’ WQ)’
where the above equation is obtained using the secrecy (25)
constraint at receiverl, i.e., I(Wayy,) < Ne and where (a) is obtained using the chain rule for mutual in-
I(Wa; yY |lyd,) = 0 as observed from Fi@] 4. This completesormation and the fact that,; is not a function of Wy;
the proof. (b) is obtained using the Markov chain relatioll/; —
(va1,x1) — y1, which can shown using the signal flow
graph (SFG) approach in [80]; (c) follows because removing
D. Proof of Theorem[§ conditioning cannot decrease entropy an@.’, yV|vy) =
h(y{ [vay) + h(s [y, va1).
It is easy to see that the rate of transmitieiis upper Note that the bounding these differential entropy terms in
bounded by0.5log(1 + SNR). Hence, it is required to proof above is difficult as it involves continuous and discretedan

the outer bounds on the rate of transmiteand the sum rate. variables. To overcome this problem using relation[n {B),
Using Fano’s inequality, rate of transmitteis upper bounded can be shown thab(s) [vY)) = h(s)|vl,xI). This also

NRy < I(Wa;y3 ,y1y) + Nen,
=I(Wayie) + I(Was y [y) + Nen,
or R, <0, (22)
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implies thath(s)|vY,x) = h(yY |v],x)). This is one of the steps used to obtain outer bound on the rate of iser
the key steps in the derivation as it leads to cancelation thie proof of Theoreriil5, following bound is obtained
I(xY;yNvd]) as shown below.

I(Wy;y ) + I(Wo;sh [y NR, < o J8X 0.5 log (1 + SNR
SIPIS
< I(x75y7 [vay) + H(vay) + h(sy [va1, x7')
NN N NN NN N ()SNR+ v/SNR- INR)?
+h(y7 [s2', var) — h(y1 [va1) — h(sg'|y1 s vay, Wa), — ) (29)
1+ SNR+ INR + 2pv/SNR- INR

)
N. N | N N N|,N N

= 1(xq3y71 [var) + H(vay) + h(yy |va1, x1)

+ h(yN|sY, v = h(y N v — h(sY |y N, v, W), The derivation of the outer bound on the sum rate goes
(a N NN N NN NN N as follows. First, an outer bound on the rate of useis
< I(x13y1 [var) + NCa — I(xq'3y1 [va1) + h(y1' [s2', va1) obtained. Then, an outer bound on the rate of @ssrderived.

— h(sY |y, v, Wa, xV), Adding these two outer bounds leads to cancelation of negati
®) NN N NN N N differential entropy terms, which in turn allows to obtaingle
= NCa + h(yy I8y, va1) — h(sy |yr s val, x5 ), letter characterization of the sum rate outer bound.
= NCg + h(yy' sy, vay) — h(sy, y7 [vay, x3') In the following, an outer bound on the rate of udeis

+ h(yN v, =), obtained providingy) as side-information to receiver

NRy < I(Wy;yY,y3) + Nen,
— h(yNsY v — AV, Vi) — Ay NsY, v Wiyt .y

(@)
+h(yy x5, v5)) + NCa, = I(Wi;y1 |ys ) + Nen,
(o) (b)
< h(sY) = h(z)) + NCg, wheres? 2 hyx + 21, < h(y? [ys) = h(s?lys s Wi, x3",va1) + New,
(26) wheres) £ h x4z

where (a) is obtained using the fact that conditioning canno (2 N Ny _ 3 /aN| N N N
increase the differential entropy anfd(v))) < NCg; (b) < h'lyz )~Nhisl |yzN’ Wf;VXQ va) + New,
is obtained using the fact that(Ws;s) |y, vi,xY) = 0, wheres;” = haxy’ +2y,
i i i ; @ -
which can again be shoyvp with th_e help of_an SKEG| [30]; Dy N lyN) = hEY Wi, v + New, (30)
and (c) is obtained by noticing that first and third term cénce

with each other using the relation ial(3) and using the fagfhere (a) is obtained using the fact tha is independent of
that conditioning cannot increase the differential enyrop  yy,: (b) is obtained using the fact that conditioning cannot
Now, consider the bounding of the remaining two termgcrease the differential entropy; (c) is obtained using th
in (24). As it involves difference of two mutual informationact that the secrecy capacity region of Z-IC with confidainti
terms, it is not straightforward to upper bound these termgessages is invariant under any joint channel noise distrib
In the weak/moderate interference regime, the channel frq@n p(zV z)Y) that leads to the same marginal distributions
transmitter2 to receiver1 is weaker as compared to thep(,N) and P(z)') [32]. Although this invariance property
channel from transmitter to receiverl. Hencex,, y» ands; s stated for the Gaussian IC ih |32], it holds for the Z-IC
satisfy the following Markov chaink, — y» — s and this with limited-rate transmitter cooperation also. The need f
channel can be viewed as a degraded broadcast channel (B&piacingz? with z)¥ will become clear later in the proof.
Using the result in[[20],[[31], following bound is obtained. Finally, (d) is obtained using the relation il (3).
I(Wg;yé\[) —I(Wg;yf’,sév) _ Next,_ to bound the rate of use, starting from Fano’§
N N NN inequality, one proceeds as follows. The genie provides
=I(Waiyy) = I(Waisy') — I(Wa, y1'lsy), (yN, W) as side-information to receiverand the sum rate
< I(Wayd) — I(Wassy), is further upper bounded as follows

< N[I(x2;y2) — I(x2;582)], (27)
_ _ NRy < I(Wasyy , Wh) + I(Wasyy [y, Wi) + Nen.
Finally, using [26) and (27)[(24) becomes (31)

Ry + Ry <log(1+ SNR) — 0.51log(1 + INR) + Cc, (28) consider the first term i {31)

where the above equation is obtained using the fact that for a (@)
given power constraint, Gaussian distribution maximizes t I(Wa;y, Wy) < Ney + H(WilyY) — HWy|yY, Wa),
differential entropy. This completes the proof. (b)

< Nen, (32)

E. Proof of Theorem[G where (a) is obtained using the secrecy constraint at reckiv
As mentioned earlier, rate of transmittes upper bounded i.e., I(Ws;yY¥) < Ney and (b) is obtained from the reliability

by 0.5log(1 + SNR). Hence, it is required to proof the outercondition for messagéVi, i.e., H(Wilyl¥) < Ndy and

bounds on the rate of transmitterand the sum rate. Using dropping the negative entropy term. In above, for notafiona



simplicity, d 5 is absorbed t@y. Using [32), [31l) reduces to
NRy < I(Wasyh ,vailyt, W) + Ney,
= I(Was vl lyr , Wh) + I(Wa; yd

[1

_—

|V§vlay{v7W1) + NGN—
(33)

To bound the rate of uset further, 3 is included in the
second mutual information term. In the following, it can(3]
be noticed that working witts) instead ofs{ leads to

—h(z{') instead of0. Thus, replacing the noise s with

(2]

the outer bound ok, becomes
R2 S H(Vévlb’{v? Wl) - H(Vé\“y{v’ le WQ)
+ I(W2;yé\[7 é{\/|vé\£7y{\f’ Wl) + NENa

(5]

[6]
(a) )
< H(v3) + I(Wa; 81 vy, W)

+I(W27Y2 |V217y17W1751)+N€N7 [7

—

(b)
<<fuv%)+iw§wvg,wqy—h@¥
( |Y1 ,81 )—h(yév
+ N€N7
= H(vy1) + h(8) [vy, W) — Yyl ,s)
— h(z)) + Ney, (34)
where (a) and (b) are obtained using the fact that removing
(or adding) conditioning cannot decrease (or cannot irsereallll

the differential entropy.
Adding (30) and[(3}), the following is obtained

R+ Ry
< H(var) + h(yily2) + h(yz2ly1,81) —

|VéV17Y{V7 Wla WanéV) (8]

N N =N N
|v217y1 7W17sl 7W27x2 ) [9]

h(zY) + h(y3

[10]

[12]

[13]

hz1) = h(z2),

< max Cg+0.5log |1+ SNR+ INR + 2pv/SNR- INR

0<|pl<1 [14]
(pPSNR+ VSNR- INR)?
where ¥y, s is as defined in the statement of the theorem.

The above equation is obtained using the fact that for[ﬁs]
given power constraint, the Gaussian distribution max@siz
the conditional differential entropy. The individual tesnmn
the above equations are simplified as follows

[17]

h(yily2) = 0.5log2meXy, |y, (36) [18l
where 18]
Ely1y2]?
EY1\Y2 = E[y%] - EJT%]]’
20
=14+ SNR+ INR + 2pVSNR- INR (20]
2
B (p)SNR+ v/SNR- INR) (37) 121
1+ SNR
The termXy, s is obtained as follows 22]
Sy.is = Ely3] — Ely2s”]E[ss”] ' Elsy,],
wheres £ [5; y;]7, (23]
=1+SNR- X, 3. 1%0 .. (38)
In the above equation, the termis, s and¥ ¢ are as defined [24]

in the statement of the theorem. This completes the proof.
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