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k-connectivity of inhomogeneous random key
graphs with unreliable links
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Abstract—We consider secure and reliable connectivity in Recently, a new variation of the EG scheme, referred to
wireless sensor networks that utilize a heterogeneous ranth key  as the heterogeneous key predistribution scheme, was intro
predistribution scheme. We model the unreliability of wireless duced|[7]. The heterogeneous scheme considers the case when

links by an on-off channel model that induces an Erds-Renyi th twork includ d ith - levels of
graph, while the heterogeneous scheme induces an inhomoge- € network Includes sensor nodes with varying levels o

neous random key graph. The overall network can thus be resources, features, or connectivity requirements (eegular
modeled by the intersection of both graphs. We present contions nodes vs. cluster heads); it is in fact envisiongd [8] that
(in the form of zero-one laws) on how to scale the parametersfo many WSN applications will be heterogeneous. The scheme
the intersection model so that with high probability i) all of its is described as follows. Givem classes, each sensor is

nodes are connected to at least other nodes; i.e., the minimum . d dentl | ified la d ith babili
node degree of the graph is no less thak and ii) the graph is independently classified as a classiode with probability

k-connected, i.e., the graph remains connected evenahy k —1 i > 0 fC_)r eachi = 1,...,r. Th(?n, sensors in C|a$3?_=\|'e
nodes leave the network. We also present numerical resultot each assigned’; keys selected uniformly at random (without

support these conditions in the finite-node regime. Our reslis  replacement) from a key pool of sizB. Similar to the EG
are shown to complement and generalize several previous wor scheme, nodes that share key(s) can communicate securely

in the literature. over an available channel after the deployment; see Sdgtion
Index Terms—General Random Intersection Graphs, Wireless fgr details.
Sensor Networks, Security, Inhomogeneous Random Key Grajsh

J-connectivity, Mobility. In [9], the authors considered the reliability of secure VESN

under the heterogeneous key predistribution scheme; yamel
when each wireless link fails with probability — « inde-
o pendently from other links. From a wireless communication
A. Motivation and Background perspective, this is similar with investigating the secoom-
Wireless sensor networks (WSNs) enable a broad rangectivity of a WSN under an on/off channel model, wherein
of applications including military, health, and environm& each wireless channel is on with probabilityindependently
monitoring, among othersJ[1]. A typical WSN consists ofrom other links. There, we established critical condisiam
hundreds, thousands, or hundreds of thousands of nodes thatprobability distributions = {1, o, ..., 1}, and scaling
are often deployed randomly in hostile environments. Ttse eaof the key ring sizeK = {K;, K»,..., K, }, the key pool
of deployment, low cost, low power consumption, and smadize P, and the channel parameteras a function of network
size have paved the way for the proliferation of WSNs, bsizen, so that the resulting WSN is securely connected with
also rendered them vulnerable to various types of attacks.High probability. Although these results form a crucial ey
fact, security of WSNs is a key challenge given their unigusoint towards the analysis of the heterogeneous key pridist
features[[2]; e.g., limited computational capabilitieispited bution scheme, there remains to establish several imgortan
transmission power, and vulnerability to node captureck#ia properties of the scheme to obtain a full understandingsof it
Random key predistribution schemes were proposed to tacgkrformance in securing WSNs. In particular, the conngtiv
those limitations, and they are currently regarded as thst meesults given in[[9] do not guarantee that the network would
feasible solutions for securing WSNs; e.g., see [3, ChdBkr remain connected when sensors fail due to battery depletion
and [4], and references therein. or get captured by an adversary. Moreover, the results are
Random key predistribution schemes were first introducedt applicable formobile WSNs; wherein, the mobility of
in the pioneering work of Eschenauer and Gligor [5]. Thegensor nodes may render the network disconnected. In @ssenc
scheme, hereafter referred to as the EG scheme, operateshasper results that guarantee network connectivity in the
follows: prior to deployment, each sensor node is assignafbrementioned scenarios are needed.
a randomset of K cryptographic keys, selected from a key
pool of size P (without replacement). After deployment, two o
nodes can communicagecurelyover an existing channef B. Contributions
they share at least one key. The EG scheme led the way tdhe objective of our paper is to address the limitations
several other variants, including tikecomposite schemé][6], of the results in [[D]. We consider the heterogeneous key
and the random pairwise schemé [6] among others. predistribtuion scheme under an on/off communication rhode
_ _ _ consisting of independent wireless channels each of wisich i
R. Eletreby and O. Yagan are with the Department of Eleaitriend
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the network connectivity is preserved despite the failure o 2. THE MODEL

any (k — 1) nodes or links[[10]. Accordinglyi-connectivity e consider a network consisting ofsensor nodes labeled
provides a guarantee of network reliability against theeptal 5 1,0, ..., v,. Each sensor is assigned to one of the

faiIur_es of sensors or links. Moreover, for /aconnected possible classes (e.g., priority levels) according to d&abdity
mobile WSN, any(k — 1) nodes are free to move anywhergjistribution g = {p1, pos. . pe} With g > 0 for each

while the rest of the network remains at leastonnected.  ; _ ¢ - clearly it is also needed that"_, 11; = 1. Prior

3

Our approach is based on modeling the WSN by an appig- yepjoyment, each classaode is givenk; cryptographic
priate random graph and then establishing scaling comduuoKeys selected uniformly at random from a pool of si?e
on the model parameters such that certain desired properfignce the key ring., of nodew, is a Pk, -valued random
hold with high probability (whp) as the number of nodegets 4 iaple (rv) whereP,, denotes the collection of all subsets of
large. The heterogeneous key predistribution scheme @sdu 1,..., P} with exactly A elements and, denotes the class

an inhomogeneous random key graghs [7], denoted herea hodew,. The rvs¥,. S, .... %, are then i.i.d. with
by K(n,u, K,P), while the on-off communication model U

leads to a standard Erd6s-Rényi (ER) gréph [11], denoyed b
G(n, «). Hence, the appropriate overall random graph model
is the intersection of an inhomogeneous random key gr
with an ER graph, denotell(n; u, K, P) N G(n; ).

We establish two main results for the intersection mod
K(n;pu, K, P) N G(n; «); namely, i) a zero-one law for the
minimum node degree & (n; u, K, P)NG(n;«) to be no less
thank for any non-negative integérand ii) a zero-one law for
the k-connectivity property oK (n; u, K, P)NG(n; «) for any
non-negative intege. More precisely, we present condition
on how to scale the parametersidfn; p, K, P)NG(n; «) So
that i) its minimum node degree is no less thaand ii) it is
k-connected, both with high probability when the number of Ky =[Z,NE, #0]. 1)

nodesn gets large. Furthermore, we show by simulations tha}1 i ditiof] h . he inh
minimum node degree being no less thkaand k-connectivity The adjacency conditioil}(1) characterizes the inhomogesieo

properties exhibit almost equal (empirical) probabititié&lot random key grapt(n;p, K, P) that has been introduced

only do our results complement and generalize several-pre(f"i'cehmIy n [D;]' Tz's model IS _also kncgwn in the 2I|tera‘t1ure
ous work in the literature, but they also have broad range 3t negeneral random intersection grapk.g., seel[12]-[14].

applications to other interesting problems (See Sedfloor3 f The i_nhomogerje_ous random key_ graph models di)@
details). tographic connectivity of the underlying WSN. In particular,

the probabilityp;; that a class-node and a clasg-have a
C. Notation and Conventions common key, and thus are adjacentin; u, K, P), is given

P —1
P[21_5|tm_¢]_<K‘> . S€Pk.

aﬂﬁer the deployment, two sensors can communicate securely
over an existing communication channel if they have at least
Ghe key in common.

Throughout, we letK = {Ky, Ks,...,K,}, and assume
without loss of generality thatx; < K, < ... < K,.
Consider a random grapK induced on the vertex sét =
{v1,...,v,} such that distinct nodes, andv, are adjacent
In K, denoted by the evenk,,, if they have at least one
cryptographic key in common, i.e.,

All limiting statements, including asymptotic equivalencby
are considered with the number of sensor nodegoing to pij = P[Kqyy] =1 - (P n Kl)/(
infinity. The random variables (rvs) under consideratianalt ‘ K;

defined on the same probability trip{€, 7, P). Probabilistic
statements are made with respect to this probability meas
P, and we denote the corresponding expectationEbyrhe
indicator function of an evenk is denoted byl [E]. We say
that an event holds with high probability (whp) if it holdsttwi
probability 1 asn — oco. For any eventf, we let E denote _ i )

the complement ofZ. For any discrete sef, we write|S| for A = PlKay |t = 1] = Zpij“j’ i=1...,n @)

its cardinality. For set$, and.S;, the relative compliment of J=t

Sq in Sy is given by S, \ Si. In comparing the asymptotic as we condition on the clags of nodeuw,.

behaviors of the sequencés,, }, {b,,}, we usea, = o(b,), In this work, we consider the communication topology
an = w(by), an = O(by), an, = Q(by,), anda,, = O(b,,), with  of the WSN as consisting of independent channels that are
their meaning in the standard Landau notation. Namely, ve@&heron (with probability «) or off (with probability 1 — «).

as long as(;+ K; < P; otherwise ifK;+K; > P, we clearly
H%vepij = 1. We also find it useful define thmeanprobability
A; of edge occurrence for a classiode inK(n;u, K, P).
With arbitrary nodes),, andv,, we have

write a,, = o(b,,) as a shorthand for the relatitim,, ,, ¥ = More precisely, let{B;;(a),1 < i < j < n} denote
0, whereasa,, = O(b,) means that there exists> 0 such i.i.d Bernoulli rvs, each with success probability. The
thata,, < cb,, for all n sufficiently large. Also, we have, = communication channel between two distinct nodgsand

Q(by,) if b, = O(ay), or equivalently, if there exists > 0 v, is on (respectively, off) ifB,,(a) = 1 (respectively if

such thata,, > cb,, for all n sufficiently large. Finally, we B,,(«) = 0). This simple on-off channel model captures the
write a,, = O(b,,) if we havea,, = O(b,,) anda,, = Q(b,) at unreliability of wireless links and enables a comprehemnsiv
the same time. We also usg ~ b,, to denote the asymptotic analysis of the properties of interest of the resulting WSN,
equivalencdim,,_, a, /b, = 1. e.g., its connectivity. It was also shown that on-off chdnne



model provides a good approximation of the more realistitheorem 3.1. Consider a probability distributions =

disk model [15] in many similar settings and for similaf,...,u.} with p; > 0 fori = 1,...,r and a scaling
properties of interest; e.g., sée [16].][17]. The on/offrael © : Ny — Nj™' x (0,1). Let the sequence : Ny — R be
model induces a standard Erd6s-Rényi (ER) gré&fh; «) defined through
[18], defined on the vertice¥ = {v1,...,v,} such thatv,

_logn+ (k—1)loglogn + v,

andv, are adjacent, denoted,,,, if By, (a) = 1. Ai(n) = apyAi(n) (6)
We model the overall topology of a WSN by the intersection "

of an inhomogeneous random key grapp; u, K, P) and an foreachn =1,2,....

ER graphG(n; ). Namely, nodes, andv, are adjacent in (&) IfA1(n) = o(1), we have

K(n;pu, K, P) N G(n;«), denotedE,,, if and only if they .

are adjacent in botiK and G. In other words, the edges lim P [ Minimum node degrje: 0 if lim 7, = —o00

in the intersection grapfK(n; u, K, P) N G(n;a) represent " of H(n; n,©,) > k nee

pairs of sensors that can securely communicate as they havag) We have

i) @ communication link in between that isn, and ii) a

shared cryptographic key. Therefore, studying the coiwnigct )

properties ofK (n; u, K, P)NG(n; o)) amounts to studying the S P

secure connectivity of heterogenous WSNs under the on/off

channel model. Next, we present a zero-one law for theconnectivity of
Hereafter, we denote the intersection gragpn; u, K, P)n H(n; p, ©).

G(n; «) by the graphH(n; u, K, P, «). To simplify the nota- : ” trib i _

tion, we letd = (K, P), and® = (6,a). The probability of szc?r.e_mﬂj'ﬁiﬂfﬂzs'iero G rPabIy s, ing

edge existenc_e b(_etween a classedev, and a clasg-node g 57N0 ’_> NIH (0, 1). Let the seq;,lenée . No — R be

vy in H(n; 8) is given by defined througH{6) for each= 1,2, .. ..

(@) If \1(n) = o(1), we have

if lim ~, = co.
n—oo

Of H(n; 1, ©,) > k

Minimum node degrﬂe )

PlEyy |ty = i,ty = j] = P[KyyNCoylte =i, t, = j] = apij
by independence. Similar tbl(3), the mean edge probabtii'rtyfnhjgo]PJ [FI(n; p, ©y) is k-connectefi= 0 if nh~>ngo Tn =70
a class: node inH(n; 1, ©) asA; is given by (b) If
AZ:Z/LJO(]D” :a)\ia i=1,...,m (4) Pn:Q(TL), (7)
= Kr,n
i=1 . 5= o(1), (8)
Throughout, we assume that the number of clagsés K”
fixed and does not scale with, and so are the probabilities "% — o(logn), 9)
i, ..., . All of the remaining parameters are assumed to Kin

be scaled withn. we have
We close this section with some additional notation that wil ) L
be useful in the rest of the paper. For any three distinct sodelim. P [H(n; p,©.,) isk-connectepl=1 " if lim , = oc.

n—oo

vz, vy andv;, we defineE,jny; = Eu; N Eyj, B, oo = (10)
Euj N Eyjy Egjryj = Euj O Byjy and Egges = Egy O By In words, Theoreni_3l1 (respectively Theorém] 3.2) states
that the minimum node degree Hi(n; 1, ©,,) is greater than
3. MAIN RESULTS AND DISCUSSION or equal tok (respectivelyH(n; u,©,,) is k-connected) whp
A. Results if the mean degree of cladsnodes, i.e.nA;(n), is scaled as

(logn + (k — 1)loglogn + v,) for some sequence, satis-

H . r+1
We refer to a mapping<y, ..., Kr, P : No » Ny as a Q/ing lim, o 7» = co. On the other hand, if the sequence
scaling(for the inhomogeneous random key graph) as long &s ~ .. "
the conditions Yn satlsfleshmrHo.O Y = —00, then whpH(n; u, ©,,) has a_t
least one node with degree strictly less tHarand hence is
2< Ky, <Ky,<...<K,,<P,/2 (5) not k-connected. This shows that the critical scaling for the
o o . minimum node degree dfl(n;u,©,,) being greater than or
are satisfied for alh = 2,3, .... Similarly any mappingx : equal tok (respectively forH(n; p,©,,) to be k-connected)

log n+(k—1) loglogn

No — (0,1) defines a scaling for the ER graphs. As a resul given by A4 (
a mapping® : Ny — Nitt x (0,1) defines a scaling for the
intersection grapfil(n; i, ©,,) given that condition{5) holds. .itical scaling.

We remark that undef)5), the edge probabilities will be  The scaling conditior{6) can be given a more explicit form

given by [2). o under some additional constraints. In particular, it wassh
We first present a zero-one law for the minimum nodg [7, Lemma 4.2] that if\; () = o(1) then

degree being no less thanin the inhomogeneous random B
key graph intersecting ER graph. M (n) ~ K1 nKavgn (11)
P,

n) = - , with the sequence
v : Ng — R measuring the deviation af;(n) from the



where Kavgrn = 22:1 w; K, denotes theneankey ring size  We close by providing a concrete example that demonstrates
in the network. This shows that the minimum key ring sizeow all the conditions required by Theor€m]3.2 can be met in
K, ,, is of paramount importance in controlling the connea real-world implementation. Consider any numbei sensor
tivity and reliability of the WSN; as explained previously, types, and pick any probability distributign= {u1,..., .}

then also controls the number ofobile sensors that can bewith p; > 0 for all i = 1,...,r. For any channel probability
accommodated in the network. For example, with the mean = Q(k’%), setP, = nlogn and use

numberK g, Of keys per sensor is fixed, we see that reducing (log n)1/2+5 (14 2)(log n)3/2‘5

K, by half means that the smalles}, (that gives the largest i, , ==~ and K,, =

link failure probabilityl — ,,) for which the network remains 7 Von ’ fr/Cn

k-connected whp is increased by two-fold for any given with any ¢ > 0. Other key ring sizesK;, <

e.g., see Figurel 3 for a numerical example demonstratiisg thics ., ..., K,—1,, < K, , can be picked arbitrarily. In view
of Theorem 3P and the fact][7, Lemma 4.2] that(n) ~

B. Comments on the additional technical conditions %f/gn' the resulting network will bé-connected whp for
any k = 1,2,.... Of course, there are many other parameter

We first comment on the additional technical conditio
A1(n) = o(1). This is enforced here mainly for technica
reasons for the proof of the zero-law of Theoffend 3.1 (and thus , .
of Theoreni3) to work. A similar condition was also reqdireC: Comparison with related work
in [19, Thm 1] for establishing the zero-law for the minimum In comparison with the existing literature on similar madel
node degree being no less thiain the homogeneousandom our result can be seen to extend the work by Zhao et al.
key graph intersecting ER graph. In view bf{11), this coiedit [19] on the homogeneous random key graph intersecting ER
is equivalent to graph to the heterogeneous setting. There, zero-one laws fo

the property that the minimum node degree is no less than
K1 nKavgn = o(Pp)- (12)  andthe property that the graphiisconnected were established

In real-world WSN applications the key pool siz@, is for H(n, K, P, ). With r = 1, ie., when all nodes belong to
envisioned to be orders of magnitude larger than any k&?ﬁ same class and thus receive the same nutibef keys,

ring size in the network[]5],[120]. As discussed below inf neoremi3.ll and Theoren B.2 recover the result of Zhao et
more details, this is needed to ensure the resilience of e (Seel[18, Theorems 1-2]). 5

network against adversarial attacks. Concludinig, (1) ¢ans ~ ©OUr paper also extends the work by Yagah [7] who con-
Ai(n) = o(1)) is indeed likely to hold in most applications. Sidered the inhomogeneous random key gréh, u, K, P)

Conditions [¥) and[{8) are also likely to be needed iynder fuI_I vi;ibility; i.e.,.when all pairs of nqdes have. a
practical WSN implementations in order to ensure the communication channel in betwee_n. There, Yagan. estadalish
silienceof the network against node capture attacks: e.g., s&g/0-one laws for the absence of isolated nodes (i.e., absen
5], [20]. To see this, assume that an adversary capturlea”Odejs with Vdegree zero) anliconnecuwty._ Our work
number of sensors, compromising all the keys that belong 4§N€ralizes Yagan's results on two fronts. Firstly, we-con
the captured nodes. IP, = O(K,.,) contrary to [8), then it S|der_ more pracUcaI_WS_N scenarios where the _unrellablllty
would be possible for the adversary to compromise a positiff Wireless communication channels are taken into account
fraction of the key pool (i.e2(P,) keys) by capturing only through the_ on/off channel model. Sepondly, in add|t!on to
a constant number of sensors that are of typ&imilarly, if e Properties that the graph has no isolated nodes (ie., th
P, = o(n), contrary to[[¥), then again it would be possible foftinimum node degree is no less thénand is1-connected,
the adversary to compromisge(P,) keys by capturing only W€ consider general minimum node degree and connectivity
o(n) sensors (whose type does not matter in this case). f@luesk =0,1,....
both cases, the WSN would fail to exhibit theassailability __ Finally, our work (witha,, = 1 for eachn = 2,3,...)
property [21], [22] and would be deemed as vulnerable agaif&@Proves upon the results by Zhao et al.1[12]; th_ereln, th_|s
adversarial attacks. We remark that boffh (7) afd (8) wereodel was ref_erred to as 'Fhe general ran(_jom mters_e_ctlon
required in[7], [19] for obtaining the one-law for conneity graph. Our main arggment is that the addmgnal cpndltlorjs
and k-connectivity, respectively, in similar settings to ours. "€duired by their main result renders them inapplicable in

Finally, the condition[(p) is enforced mainly for technicaPraCt'C"’Tl WSN |mplementat|ons. This issue is discussed at
reasons and takes away from the flexibility of assigning velgndth in [, Section 3.3], but we give a summary here
small key rings to a certain fraction of sensors when for Compl_eteness. WithX,, denotlng_ the random \(arlable
connectivity is considered; we remark that (9) is not need&@Presenting the number of keys assigned to an arbitrarg nod
for the minimum node degree result given at Theoferh 3.1. Al the network, the main result in [12] requires
equivalent condition was also needed [in [7] for establighin EIX.1)2

> @=0 1 _ [ (E[X.])
the one-law for connectivity in inhomogeneous random key varnX,] = o 3 (13)
graphs. We refer the reader {g [7, Section 3.2] for an exiénde n (logn)
discussion on the feasibility df](9) for real-world WSN irepl that puts a prohibitively stringent limit on the variancetbé
mentations, as well as possible ways to replace it with mildkey ring sizes. For instance, it precludes usitg,, = ck;
conditions. for somec > 1, and forces key ring sizes to be asymptotically

Ecalings that one can choose.



equivalent; i.e.,K,,, ~ Ki,. In fact, under[(IB), even the
simplest case where key ring sizes vary by a constant
possible only wherE[X,,] = w (y/nlogn). Put differently,
the results in[[12] are useful only if the mean number of key:
assigned to a sensor node is much larger thariogn; and
even then only small variations among key ring sizes would b
possible. However, in most WSN applications, sensor node
will have very limited memory and computational capalsbti
[1] and such large key ring sizes are not likely to be feasible
typically key rings on the order ofogn are envisioned in
applications|[5], [2D]. These arguments show that conuiitio
enforced in[[12] are not likely to hold in practice. In corsa
our results allow for much larger variation in key ring sizesl
require parameter conditions that are likely to hold in ficag

e.g., we only neet®[X,] = o(P,). Fig. 1. Empirical probability thatl(n; i, 8, «) is 2-connected as a function
of K fora = 0.2, « = 0.4, « = 0.6, « = 0.8 with n = 500 and P =
10%; in each case, the empirical probability value is obtaingdaberaging

4. NUMERICAL RESULTS over 200 experiments. Vertical dashed lines stand for the critihe¢ghold of

We now present numerical results to support Theofenjs 3dhnectivity asserted by Theordm13.2.
and[3:2 in the finite node regime. In all experiments, we fix
the number of nodes at = 500 and the size of the key pool
at P = 10*. To help better visualize the results, we use the
curve fitting tool of MATLAB.

In Figure[d, we consider the channel parameters 0.2,

a =04, a = 0.6, anda = 0.8, while varying the parameter
K, i.e., the smallest key ring size, froito 40. The number
of classes is fixed t@, with p = {0.5,0.5}. For each value of
K, we setKy; = K; + 10. For each parameter paiK, «),
we generat@00 independent samples of the grafiln; u, ©)
and count the number of times (out of a possible 200) that tr
obtained graphs i) have minimum node degree no less th:
2 and ii) are2-connected. Dividing the counts 300, we .
obtain the (empirical) probabilities for the events of nets. 15
In all cases considered here, we observe ffiat; p,©) is
(van yiekding the same empiical probalbilty Tor bt eventaub,Z: EMPHespobaity e . s -comnecied g  unton
1 fork =4,k =6, k=28, andk = 10, with n = 500 and P =
This supports the fact that the propertiesieéonnectivity and 10%; in each case, the empirical probability value is obtaingdaeraging
minimum node degree being larger tharare asymptotically ggﬁgiggv?épgggnefgs-t:;e#'ﬁ:('):j%‘;‘;“”es stand for the critihatshold of
equivalent inH(n; g, 6,,).

In Figure[1 as well as the ones that follow we show the
critical threshold of connectivity “predicted” by Theord®@d = . ) ) )
by a vertical dashed line. More specifically, the verticashtzd line in each curve. Again, we see that numerical resultsrare i

lines stand for the minimum integer value &, that satisfies Parallel with Theoreni 312. o o
Figure[3 is generated in a similar manner with Figule 1,

2 P—-K; R i . A
M= p(1- ) _ Llogn + (k —1)loglogn  this time with an eye towards understanding the impact of the
! = ! (11;1) o n minimum key ring sizeK; on network connectivity. To that
(14) end, we fix the number of classes2awith u = {0.5,0.5} and

with any givenk and o. We see from Figur€ll that theconsider four different key ring sizeK™ each with meani0;
probability of k-connectivity transitions from zero to onewe conside® = {10,70}, K = {20,60}, K = {30,50}, and
within relatively small variations if<;. Moreover, the critical K = {40,40}. We compare the probability ¢f-connectivity
values ofK, obtained by[{I}) lie within the transition interval.in the resulting networks while varying from zero to one.
In Figure2, we consider four different values farnamely We see that although the average number of keys per sensor is
we setk =4, k = 6, k = 8, andk = 10 while varying K; kept constant in all four cases, network connectivity inveso
from 15 to 40 and fixing o to 0.4. The number of classesdramatically as the minimum key ring siZ¢; increases; e.g.,
is fixed to2 with u = {0.5,0.5} and we setk, = K; + 10 Wwith a = 0.2, the probability of connectivity is one when
for each value of<;. Using the same procedure that produceli1 = K> = 40 while it drops to zero if we sef{; = 10
Figure[l, we obtain the empirical probability tHafn; u,8,«) Wwhile increasingK, to 70 so that the mean key ring size is
is k-connected versuk;. The critical threshold of connectiv- still 40.
ity asserted by Theoref 3.2 is shown by a vertical dashedFinally, we examine the reliability offi(n;u,0,«) by
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Fig. 3.  Empirical probability thattl(n; u,8, o) is 2-connected withn Fig. 4. Empirical probability thafH(n;u,8,«) remains connected after

500,u = (1/2,1/2), and P = 10%; we consider four choices oK deleting nodes from theninimum vertex cuset. We fixn = 500, =

(K1, K2) each with the same mean. (1/2,1/2),« = 0.4, P = 10%, and choos&k; and K> = Kj + 10 from
(I4) for eachk = 8, k = 10, k = 12, andk = 14; i.e., we useK; =
30, 33, 36, 38, respectively.

looking at the probability of 1-connectivity as the number
of deletgd (i.e_., _failed)_ nodes ir_1creas_es._ From a _mobili;}/: N, — R be defined through6) for each = 1,2, ...
perspective, this is equivalent to investigating the pbiliist Under [7) and[[D), we have

of a WSN remaining connected as the numbernadbile '

sensors leaving the network increases. In Fidure 4, we set Ki,=w(l) a7)
n =500,u = {1/2,1/2},a = 0.4, P = 10%, and selectk;
and K, = K, +10 from (I34) fork =8, k = 10, k = 12, and
k = 14. With these settings, we would expect (for very large
n) the network to remain connected whp after the deletion of A(n) > logn (18)
up to 7, 9, 11, and 13 nodes, respectively. Using the same nay,

procedure that produced Figuré 1, we obtain the empirigg} 5| 1, sufficiently large wheriim,, o 7, = +oo. We also
probability thatH(n; 4,8, ) is connected as a function of theynqw from [23, Lemmas 7.1-7.2] that

number of deleted nodef each case. We see that even with

n = 500 nodes, the resulting reliability is close to the levels  p,;(n) < K10 Kin < 2K1,nKj,n7
expected to be attained asymptoticallyragoes to infinity. In Py = Kjn P
particular, we see that the probability of remaining corieec where the last bound follows frorfil(5). This leads to
when (k — 1) nodes leave the network is aroud’5 for the

whenlim,,_, o vy, = +00.
Proof: From [8), we clearly have

r

J=1

ey

1 a a Kl,nKj,n Kl,nKr,n
first two cases and arourtd90 for the other two cases. Ai(n) = ;ujplj < 2;Mj o <2 o (19)
5. PRELIMINARIES Combining [I8) and[{19) we get

A number of technical results are collected here for easy o Ky, _ Pylogn
referencing. L o7 2 nay,
Proposition 5.1 ([7, Proposition 4.1]) For any scaling for all n sufficiently large. Undei{7) andl(9), this immediately
Ki,Ks,...,K,, P:Ny— N;*' we have established (17) since, < 1. [ ]

A(n) < Xa(n) < ... < A\e(n), n=2,3,.... (15) Fact5.3.Forany positive constants, />, the function
fla)=a"(1—-2)""", 2€(0,1) (20)

In view of (@), Propositioi5]1 implies that is monotone decreasing in for all n sufficiently large.
Proof: Differentiating f (=) with respect tar € (0,1), we

Ai(n) < As(n) < ... < An(n), n=2,3,.... (16) get
Proposition 5.2. Consider a scalingK, Ko, ..., K, P : if(x) =021 =) = (n— )2 (1 — z)" !
Np — Nt and a scalinge : Ny — (0,1). Let the sequence 4« P P
=z (1 —2)"" "2 (01 (1 —x) — (n— l2)x).

1We choose the nodes to be deleted from mhieimum vertex cubf H, Th USi foll . 1 I} 0f
defined as the minimum cardinality set whose removal reritldisconnected. e conclusion follows sincg/; (1 —z) — (n — £2)x) < 0 for

This captures the worst-case nature of theonnectivity property in a all n sufficiently large, for any positivé,, /> andz € (0, 1).
computationally efficient manner (as compared to searchirgy all k-sized u
subsets and deleting the one that gives maximum damage).



Fact 5.4 ([19, Lemma 8]) Given [B), Ifpi;(n) = o(1) or In view of (28) and [(ZB), we see thdi ({27) and hence the

fﬁ%iﬂnn =o(1), then%ﬁ“” =p1i(n) £ 0 ((pu(n))?) one-law would follow upon showing
Fact 5.5([19, Fact 3]) Letz andy be both positive functions Jim nP[D; ] =0, £=0,1,....k— 1. (29)
_ 2,
of n. If z = of1), andz"y = o(1) hold, then We start by deriving the probability @b, ,. For any node
(1—2)¥ ~e vz, the eventsEy,, Eoy, ..., E—1)a, Eat1)as - -+ Ene are

mutually independentonditionallyon the typet,. It follows
from (@) that the degree of a nods, i.e., D,, is conditionally

Lemma 5.6 ([23, Lemma 7.1]) For positive integersk, 1, binomial leading to

and P such thatk + L < P, we have D, = Bin(n — 1,A;), with probability u;, i=1,...,r
K P—-L K
1-— L <(K)< 1_£ Thus, we get
P-K - (113) - P ,
. . P [Dz,f] = ZMiP [D%g | t, = z]
We will use several bounds given below throughout the =1
paper: r n—1 e
. =S on(" ) @ 1 Aty

(1+z)<e*™, z€(0,1) (21) = ¢
(x+y)’ <2071 (aP +47) (22) - e

N < Do m (ni(n)) (1= Ag(m))"
<£>§(7) , £=1,....n, n=1,2,... (23) i=1
3] < (@) (nAi(n)" (1= Ay (n)"

<Z> <2 (24) < ()7 (ny () e EmIMO)

(=2 for all n sufficiently large, as we invoke Fati b.3 together

n <nt 0=1,...n n=12... (25) with (]E) and note thaf is a nor)—negative integer constant.

14 Combining [6) and[(22), and using the fact thiat(n) < 1,

we see that
6. PROOF OFTHEOREM
Bj nlP [Dm)g]

A. Establishing the one-law

The proof of Theoreri 311 relies on the method of first and<'fb
second moments applied to the number of nodes with degreé
¢ in H(n; p,0,). Let X,(n;n,,) denote the total number < o¢-1 ((1Ogn)f 1+ o(1))" +%l;) o~ (k=1 loglog n—v, ,0(1)
of nodes with degreé in H(n; u,©,,), namely,

()~ (logn + (k —1)loglogn + ~,)" -
logn—(k—1) loglog nf'yne(lJrl)Al (n)

_ O(l)e—(k—l—é) loglog n—-yy, + O(l)’yﬁe_(k_l) loglogn—vn.

n

Xo(n;p,0y) = Zl [v; is of degreel in H(n; u,0,,)] Whenlim,,_, 7, = oo, we readily get the desired conclusion
i=1 (29). This establishes the one-law.

The method of first moment [24, Eqn. (3.10), p. 55] gives

P[X,(n:p1,0,) = 0] > 1 —E [X,(n; 1,0,)]  (26) B. Establishing th.e zero—layv . .
o ~ Our approach in establishing the zero-law relies on the
The one-law states that the minimum node degree jRethod of second moment applied to a variable that counts
H(n; pu,05) is no less thank asymptotically almost surely the number of nodes iffl(n;u,©,) that areclassi and

(@a.s.); i.e.limn o0 P [Xo(n; p,©n) = 0] = 1, forall £ = yith degreer. Similar to the discussion given before, we let
0,1,...,k—1. Thus, the one-law will follow if we show that Y;(n; 1, ©,,) denote the total number of nodes that are class-
lim E[Xe(n;p,0.)] =0, £=0,1,....k—1. (27) and with degre€ in H(n;py,©,,), namely,
n—oo
Yi(n; ., On) (30)

We let D;¢(n;p,0,) denote the event that node; n

in H(n;p,6,) hgs d_egreeé for _each i = 1,2,_. cy M. _ Zl [v; is classl and has degreéin H(n; s, ©,,)]
Throughout, we simplify the notation by writin®; , instead Py
of nDi’f(n;”’e")' .By definition, we haveX(n;p,6n) = Clearly, if we can show that whp there exists at least ones€las
2 i=11[Ds¢] and it follows that 1 node with a degree strictly less thanunder the enforced
n assumptions (withlim,, ,.. v, = —oo) then the zero-law
E[X¢(n;p,0,)] =Y P[Di] =nP[Dyr]  (28) immediately follows.
i=1 With a slight abuse of notations, we léd; /(n;u,8,,)
by the exchangeabilty of the indicator rvsdenote the event that node in H(n;u,8,,) is classt and
{1[Die];i=1,...,n}. has degreé for eachi = 1,2, ..., n. Throughout, we simplify



the notation by writingD; , instead ofD; ¢(n; u,©,,). Thus, log”“k*nl)logl"g" = o \/LE) when lim, o0 v, = —00.
we haveY(n; u,0,) = >, 1[D; ). The method of second |nvoking Lemmd 6L, this gives
moments[[24, Remark 3.1, p. 55] gives

E [Ye(n; p, On)]? nP Dy ~ npy () (nA1(n))¢ e~mA1(m) (38)

PY;(n: n)=0]<1— = "2 31 . : ;
[Ye(n;p,©,) = 0] < E[Y,(m; 1,0,)7] B for eachs = 0,1,.... We will obtain [33) and[(34) using
We haveE [Y;(n: 1,0,)] = nP (D, (] and subsubsequence principle [24, p. 12] and considering thesca
s K T, WherenAl(n) = Q(l) andnAl(n) = 0(1) Separately.
E [Ye(n;p,0,)%] = nP[Dy ] + n(n — 1)P[Dy N Dy ], 1) The case where there existsan 0 such thataA;(n) >
whence e for all n sufficiently large:In this case we will establish (B3)
) and [34) for/ = k — 1. Setting? = k — 1 and substituting[{6)
E [Yi(n; 1, 65)?] _ 1 Lo LP[DyeN Dyyf]. into (38), we get
E[Yi(n;p, 0, nP[Dud 0 (P[D,)>
(32) nP[D,/]

From [31) and[(32), we see that the zero-law will follow if npa [(k = 1) ]—1 (nAI(n))k—l o logn—(k—1) loglog n—n
we show that

lim nP [Dyg] = oo, 33) = l(k—1)1]"" (logn + (k —1)loglogn +7,)" "
n—oo . ,—(k—1)loglogn—-yn 39
and ¢ (39)
P[Dy,eN Dyl ~ (P [Dw,é])z (34) Let
for somel =0,1,...,k — 1 under the enforced assumptions. )
fn (ks n)

The next two results will help establish {33) andl(34). B
.= (logn + (k — 1)loglogn + ~,,)F ! e~ (k=D leglogn—n_
Lemma 6.1. If A;(n) = o % , then for any non-negative
integer constant and any node,, we have and note thaflogn + (k — 1)loglogn +,) > ¢ for all n
. ¢ —nhs(n) sufficiently large by virtue of the fact thatA;(n) > e. Fix n
P Dyl ~ pa (01) " (nAs(n)) e (35) sufficiently large, pickl € (0,1) and consider the cases when
Y < —=(1 = ¢)logn and~, > —(1 — ¢) logn, separately. In
Proof:  Considering any class- node v; the former case, we get
and recalling [#), we know that the events
Eriy By s EG_1yis Eg1yis - - Eni are mutually
independent. Thus, it follows that the degree of a givelhq in the latter case, we get
node v;, conditioned on being class- follows a Binomial
distribution Bin(n — 1, A1 (n)). Thus, Falk;vm) > (Clogn)F ™t em(b=Dloglogn—yn _ ch=1g=m

P [Di_’g] = ,LL1]P) [Diyg | ti = 1]

fn(k;'}/n) > Ee—(k—l)loglogn-i-(l—C) logn’

Thus, for alln sufficiently large, we have

n—1 n—~_0—1
= U ( ’ )Al(n)g (1 — Al(n)) fn(ka'}/n) Z min {Eef(kfl) loglog n+(1—¢) logn’ Ck*lef'yn} )

Next, given thatA;(n) = o(\%) and ¢ is constant, it It is now clear that
follows that A;(n) = o(1) and Ay (n)?(n — ¢ — 1) = o(1). .
Invoking Facf5.b, and the fact thgt, ') ~ ()~ nt, the Jgﬂ;o fu(k;n) = oo, (40)

conclusion follows. . . .
[35) since¢ € (0,1) andlim,,_,~ 7, = —oo. Reporting [(4D) into

Lemma 6.2. Consider scalingski, ..., K,,P : Ny — NE“ (39), we establish[{33). Furthermore, from Lemmal 6.1 and

and o : Ng — (0,1), such that\;(n) = o(1) and [8) holds Lemma6.2, it is clear thai (B4) follows fdr= %k — 1.

with lim,, o 7, = —oc. The following two properties hold  2) The case whertim,,_,.. nA1(n) = 0: In this case, we
(@) If nA1(n) = Q(1), then for any non-negative integeryil| establish [38) and{34) fof = 0. Setting? = 0 in (38),

constant/ and any two distinct nodes, and v,, we have we obtain

P[Dyy N Dyg] ~ 12 (0) 72 (nA1(n))* e 20M1(m  (36) nP[Dy 0] ~ npe™

~ Ny
(b) For any two distinct nodes, andv,, we have by virtue of the fact thatnA;(n) = o(1). This readily
2 _onAy(n gives [33B). Furthermore, from Lemnha b.1 (with= 0) and
P[Da0 N Dy.o] ~ piie " (37) Lemmal6.2, [(3¥) immediately follows.
The two cases considered cover all the possibilities for the
The proof of Lemma6l2 is given in Appendix] B. Welimit of nA;(n). By virtue of the subsubsequence principle
now show why the zero-law follows from Lemnia 6.1 ang24, p. 12], we get((33) and (B4) without any condition on the
Lemmal6.2 by means of establishiig](33) and (34) for sorsequenceiA;(n); i.e., we obtain the zero-law even when the
¢ =0,1,...,k — 1. First, we see from[{6) thah;(n) < sequenceiA;(n) does not have a limit!



7. PROOF OFTHEOREM[3.2 It is now immediate that Theorefn .1 is established once we

A. Establishing the zero-law show that lim P[5 <=0 (45)
Let x denote the the vertex connectivity &f(n,u,0,,), nivoe -

i.e., the minimum number of nodes to be deleted to makad

the graph disconnected. Also, ledenote the minimum node lim P[(k =£)N(6>£)]=0 (46)

n—r00

degree inH(n,u,0,,). It is clear that if a random graph is _
k-connected, meaning that > &, then it does not have anyunder the enforced assumptions of Theolem 7.1. We start by

node with degree less than Thus[x > k] C [§ > k] and the establishing[(45). Following the analysis of Sectionl6-Asi
conclusion easy to see that

>k < >
Fle 2 Kl <Fl0 2 4 @D (D, <2 ((logm) (14 0(1)" + B, )
immediately follows. In view of[{4l1), we obtain the zero-law . e—1oglogn—P., ,0(1)

for k-connectivity, i.e., that .
_ O(l)e—ﬁe,n + O(l)ﬁg’ne—floglogn—m,n7
lim P[H(n;u,O,,) is k-connectefl= 0,

n—00 and it follows thatlim,_,. nP[D,, = 0 as long as
when lim,,_,o0 7, = —oo from the zero-law part of Theo- lim, o B¢, = +00. From [26) and[(28), this yields
rem[3.1. Put differently, the conditions that lead to theozer

law part of Theorer 311, i.e\; (n) = o(1) andlim,, oo ¥ = nlggop o=£4=0 Whennh—glo B = F00 (47)

—oo, automatically lead to the zero-law part of Theorfend 3.24owever, from[@R) it is easy to see that,, is monotonically
decreasing irY. Thus, the fact thatim,,_, 5., = +oc for

B. Establishing the one-law some( implies

An important step towards establishing the one-law of lim 3;, = oo, (=0,1,...0
Theorem[ 3R is presented in Appendix C. There, we show nee A A
that it suffices to establish the one law in Theoreml 3Rrom [4T) this in turn implies thaP[§ = ¢] = o(1) for ¢ =

under the additional condition that, = o(logn), which 0,1,... ¢, or equivalently[(4b).

leads to a number of useful consequences. Let a sequencdée now focus on establishindg (46) under the enforced
Ben : N x Ny — R be defined through the relation assumptions of Theorefn ¥.1. The proof is based on finding a
tight upper bound on the probabili§[(x = ¢) N 4§ > ¢] and

A1 (n) (42) showing that this bound goes to zero raggoes to infinity.

Let N denote the collection of all non-empty subsets of
for eachn € Ny and¢ € N. In view of the arguments in {4, 4, ... v,}. DefineN, = {T: T € N, |T|> 2} and
Appendix[Q, the one-lan (10) follows from the next result.

Theorem 7.1. Let ¢ be a non-negative constant integer. EWJ) =Uren. [

Under [7), (8), [®), and[{42) with3,, = o(logn) and whereJ = [J3, Js, ..., J,] is an(n — 1)-dimensional integer-

_ logn + Lloglogn + By n
n

UvierSil < Jir|]

limy, 00 Be.n = 400, We have valued array&(J) encodes the event that for at least ¢ifig=
2,...,n, the total number of distinct keys held by at least one
lim P[x = €] = 0. set of |T'| sensors is less than or equal.fg-|. Now, define
n—oo
P,
m, := min ({ J , {ﬁJ) (48)
Before we give a formal proof, we first explain why the Kin 2

one-law [I0) follows from Theoref 7.1. Comparingl(42) witkynd let
() and noting thaty,, = o (logn), we get

7= max (|[(1+ ) K1, [iCK1n]) i=2,...,my
Ben=(k—1—0loglogn+ v, =o(logn) (43) 7=\ |yp,| i1,
_ _ (49)
Moreover, foré =0,1,.... k — 1, we have for some(, ¢ in (0,1) to be specified later af(b0) and {51),
lim S, = +oo (44) respectively. A crude bounding argument gives
n—00 !

by recalling the fact thalim,,_,oc 7, = +oc. Recalling [@8) P[(k=¢)Nd > <P[E(J)]+P [(Fo =0No>LNnE)
and [44), we notice that the conditions needed for Theo-
rem[Z.1 are met whed = 0,1,...,k — 1; thus, we have
Pk =4 =o0(1)for¢=0,1,...,k—1, which in turn implies
thatlim, . P [k > k] = 1, i.e., the one-law. Proposition 7.2. Let ¢/ be a non-negative constant integer.

We now give a road map to the proof of Theoreml 7.1. Bssume that{42) holds with,,, > 0, and that we have[]8)
a simple union bound, we get and [9). Also, assume thdfl (7) holds such that

Plr=l <P <+Pl(k=L)N(>0)]. P, >on

Hence, establishing (#6) consists of establishing theoll
ing two results.
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for somecs > 0 for all »n sufficiently large. Then x = £ ensures thatl remains connected after removiffg-1)
T nodes. Then, if there exists a subsewith |U|= ¢ such that
rso0 £ =0, someT € Ny-. is isolated inH(U<), each node i/ must be

whereJ is as defined ir[{49) with arbitrary € (0, 1), constant connected to at least one nodeZhand at least one node in

¢ € (0, %) selected small enough such that Uc\T. This can be proved by contradiction. Consider subsets
. U e N with |U|= ¢, andT € Ny with |T'|> 2, such thatl"
2\ T-%¢ is isolated fromU* \ T'. Suppose there exists a nodec U
max <2CU’C (;) ) <1 (50)  such thatv; is connected to at least one nodeZinbut not

connected to any node iti°\ 7. In this case, it is easy to see
and® € (0, 1) selected small enough such that that there are no edges between node§9n 7" and nodes in
N " {v;}UT. Thus, the grapC f{:mild hav|e bia?n £r|1ade disconnected
€ € by removing nodes iV \ {v;}. But |U \ {v;}|=¢— 1, and
s (2 <\/E (1/)) ) VY (1/)) ) <1 (1) this contradicts the fact that = ¢.
We now present several events that characterize the afore-
Proof: The proof follows the same steps withi [7, Propomentioned observations. For each non-empty subsetl°,
sition 7.2] to show that it suffices to establish Proposillod we defineCr as the event thall(T') is itself connected, and
for the homogenous case where all key rings are of the samg ;- as the event thel is isolated inH(U®), i.e.,
size K ,,. This is evident upon realizing that wilti, (12, 6) =

U, 3| andUy(Ky o, P) =o Ul = {1,0,...,0},8), we Duri= ()] Eu
have viET
UZ(Kl,napn) j Uf(uao)v v CUNT

where < denotes the usual stochastic ordering. After thgsgzzvigﬁew?ﬁflgﬁg; taSng]ioec;/;Z?rtlitgat each node fin

reduction, the proof reduces tb [19, Proposition 3]. Result
only require conditiond{7)[(17), anl; ,, = o(P,) to hold. Bur = ﬂ U Ejj,
We note thatK; , = o(P,) follows from (8) and the fact "
that K1, < K,,. Also, (I7) follows under the enforced

assumptions as shown in Proposition] 5.2. m and finally, we letdy r := By, N Dy NCr. Itis clear that
Ay encodes the event th&i(7') is itself connected, each

Proposition 7.3. Let ¢ be a non-_negative constant integer,ade int7 has an edge with at least one nodeTinbut 7' is
Under [7), [8), [9), and[{42) with5,,, = o(logn) and jsplated inH(U*). The aforementioned observations enable us
limy,— 0 fe,n = +00, we have to express the everits = ¢) N (§ > ¢)] in terms of the event
— sequencedy . In particular, we have
lim P|(k=0)NG>)NEJT)| =0 ’

n—oo
g o _ _ (k=0N (>0 C U Au.r
The proof of Propositioh 713 is given in Sectibh 8. Proposi- VN, o TeNye 7|52

tion [Z.2 and Propositioh_7.3 establigh](46) which, combined
with (@5), establish TheoremT.1. We remark that Thedremn Aith \;, , denoting the collection of all subsetsff, ..., v,}

v; €U ’UjET

establishes the one-law. with exactly/ elements. We also note that the union need only
to be taken over all subsefs with 2 < |T'|< |2£|. This is
8. PROOF OoFPROPOSITIONZ.3 because if the vertices il form a component then so do the

For notation simplicity, we denotBl(n;p, K, P,a) by H. Vertices inNye \ T. Now, using a standard union bound, we
Let H(U) be a subgraph ofl restricted to the vertex séf. ©obtain
For any subset of nodds, defineU¢ := {vy,...,v,} \ U.

We also let\V;- denote the collection of all non-empty subsets F [(ﬁ =Hne>Hn (J)}
<

of {v1,va,...,v,} \ U. We note that a subsét of Ny is 3 P [AU.T n (J)}
isolated inH(U*¢) if there are no edges iH between nodes UEN, o TeNe 2<IT|<| 25| '
in 7 and nodes if/¢\ T, i.e., L"%]’ ’ .
_ 2
Eij, v; €T, v; € U° \ T. = Z Z P [-AU,T N (J)}
Next, we present key observations that pave the way to m=2 UeNn r,TeNve,m

establishing Proposition 7.3. = ¢ but § > (, then there \here A, . denotes the collection of all subsets &F
exists subsetd/ and 7' of nodes withU' € N, [Ul= £, yjith exactly m elements. Now, for eachn = 1,...,n —
T € Nye, |T|> 2 such thatH(T') is connected whilel" is  , _ | e simplify the notation by writing. Ay .
isolated inH(U*€). This ensures thal can be disconnected ’
by deleting a properly selected set®hodes, i.e., the séf.

This would not be possible for sef® € Ny. with |T|= 1

since we havé > ¢+ 1 which implies that the single node in
T is connected to at least one nodelifi\ 7. Finally, having PlAyr] =P[Aim], U€EN,s, TENyem

(01wl {ves1severmtr Plm 7= Doy oy fvessverm )
BZ-,m = B{'Ula~~~7vé}7‘_{1_)£+1;~~~7vé+m}’ andC,, = C{ve+1,-~~,vtz+m}'
From exchangeability, we get
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and the key bound —E|E [1 [Be.m) ‘ ciﬁﬁélﬁiiﬁm] Teatse e Sogm
.
P“n:ﬁﬂﬂ6>@ﬁ8Uﬂ ! fuj )
Yi P€Vm
L5 _ 151
n\ /n—/ - =E H — | |21 Xem

< Z (€> ( )P [Afz,m mg(J)} (52) =1 (|zj|)
. . . . n (P IU%EVme|)
is obtained readily upon noting thai\,, (= (,) and  _ g |, _ 123 Seitres s S (56)
Nueml= ("-). Thus, Propositiof 713 will be established (1)
if we show that

B py ir;depe;dence of the random variables ; and |X;| for

é =y J=4.. 0
nlggo Z ( ) ( )P {Afvm n 5(J)} =0. (33) We note that, on the evest(J), we have
We now derive bounds for the probabilities |Uiew,, Xil> (J\vm\ + 1) 1{Jvm[> 1]
P {A&m ﬁE(J)] First, form = 2,....n — ¢ — 1, we and it is always the case thpt;c,, ¥;|> K1 [|vy|> 0] and
have |Uiew, 24| < |vm| K. (57)
Dy = ﬂ [(Uiew,, ,Z:) N, = 0] (54) Next, we define

R L(vm) = max (K21 [ |> 0], (s + 1) 1 [ > 1]

wherev,, ; is defined as
Gmt41 , ) so that on€(J), we have
Umji ==L+ 1,...,6+m:C;;
’ ' Ui il > L(vm). (58)

foreachj =1,...,fandj = m+/{¢+1,...,n. Put differently,
V. is the set of indices i = ¢+ 1,...,¢ +m for which Using [58) in [55) and[(37) ir (56), we get
nodesy; andv; are adjacent in the ER graM‘(n, ap). Then, A NET 59
(54) follows from the fact that forn; to be isolated from { tom ( )} (59)

{’Uf+17 ceey
of the key rings{%; : i € vy, ;}.
Now, using the law of iterated expectation, we get

P[ng‘zm,... zﬁm}
—E[1[Dem] |Ses1, s Bevm]
[ SottreeSn
=E|E [1 [De,m) ‘ Cigui=t41, -, ”m} Yer1s e Derm
j=l+m+1,...n
i n (P_IUiEum’j Zi\)
=E| I ‘Z—Pj‘ D)/ EE T /.
| j=t+m+1 (\Zﬂ)
r (P*|Ui§;/m s ‘) n——0—m
I - i Y )
)

by independence of the random variables; and |%;| for
j=L+m+1,...,n. Here we define,, and|3| as generic

random variables following the same distribution with ariy dP {Agym N E(J)}

{Vm.,j,j =L+m+1,...,n}and{|X;],j = {+m+1,...,n},
respectively. Put d|fferently(m is a Binomial rv with param
etersm anda, while |X] is a rv that takes the valug; with
probability p;.

Next, we bound the probabilitieB |5, ,,,|. We know that

B i= Nizy UjLo i Eij.
Thus,
P [Bf,m ’ DIV PO El+m:|

—-E {1 By ‘ St zum}

Vetm t iN H, X; needs to be disjoint from each —

E[1(Cn)1 [Bem]1 [Dem NET)]|

= E[E [11Ca]1 (Bl 1em NEDN | 0,157 ]

(P—IETIKT) ¢ (P—ILE(‘Vm)) n—t=m
<P[C,]|E 1—713 Elip ]
(|2\) (|2\)
sinceC,, is fully determined by the rv&,.4,..., %/, and
{Cij,i,j =L+ 1,...,0 +m} while By, De,m, and E(J)
are independent fron{C”, ,j=40+1,....,0 +m}. Here,
we also used the fact that givdiX,; 1, .. EHm}, Dem is

independent fronB; ,,,.
The following lemma provides upper bounds for](59).

Lemma 8.1. Let J be defined as if(49) for somec (0, 1),
¢ € (0,4%) such that[(BD) holdsy € (0,4) such that[(5l)
holds. Assume that;(n) = o(1) and [{), [8), and[{9) hold.
Then for alln sufficiently large, and for eaclw = 2,3, ..., n,
we have

(60)

Smm@nw2mwmmwl}ﬁkwliifgﬂ

P, - K ¢
< |InZ B (g %mam(n)) .
—{ 2K, ., H( ‘

—(14+5 JAi(n
-<min{1—A1(n),e <+2) 2 ),efle’"l[m>mn]+

+1{m

n—m-—~
min {1 _MT_i_MTe*Ocnplr(")gm, eanpll(n)gm}}>
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=o(1)n" % (log n)€(1—§)+2(m—1) - (145)en

The proof of Lemm&8I1 is given in AppendiX E. Now, the = o(1)

proof of Propositio_713 will be completed upon establighin

(G3) by means of Lemm& 8.1. We devote Sectldn 9 {q,

establishing[(53).

9. ESTABLISHING (B3)
In this section, we make several use of the following lemm
Lemma 9.1. Consider a scalingky, Ko, ..., K., P : Ny —

N; ' and a scalingy : Ny — (0, 1) such that[(4R) holds with
Be.n = o(logn). We have

11 21
S < aupr(n) < — 281 (61)
2 Wy M

for all n sufficiently large, i.e.qv,p1,.(n) = © (1"%) If in

addition [9) holds, we have

anprr(n) = o (logn) a,pir(n)

(1)

and
anpir(n) = o(logn) anpii(n) (63)

The proof of Lemma&3]1 is given in AppendiX D.

We now proceed with establishidg {53). We start by defining

,fn,l,m as
n

frpm = (6) (nﬂ; E)IP’ [Ag,m N T)}

Thus, establishind (53) becomes equivalent to showing
L=z
Ji, 2 fnen =0,

(64)

We will establish[([6K) in several steps with each step fowysi
on a specific range of the summation over Throughout,
we consider scaling#(;,..., K., P : Ny — Ng“ and « :
No — (0,1) such that[(4R) holds withim,, . B¢, = +00
and 8,,, = o(logn), and [T), [(B), [(P) hold. We will make
repeated use of the bounds](28).1(2H4)] (25), (62).

1) The case wherg < m < M: This range considers fixed
values ofm. Pick an integerM to be specified later af (V1).
We note that on this range we have< | ~5z—==*| for all n

sufficiently large by virtue of[(8). On the same range we also

have
1— e—3moznpw(") < 3m04nprr(”)

by virtue of [62), [21), and the fact that is bounded.
Using [25), [6D), [[8R), and(65), and noting thet(n) =

(65)

o(1) under [42) withj,,, = o(logn), we get
fn,f,m
< n‘nmm™ 2 (oznpw(n))mfl (3m)£ (nprr (n))g :

) 87(1+§)(n7m72)A1(n)

O™ (ppyr(n)) ™1 o= (145)(n=m=Dh1 (n)

=o(1)n‘*t™ ( )Hml

(log n)?

n

ef(lJr%)(log n+Lloglogn+pBe »)

since ¢ is non-negative integer constant, is bounded, and
n—oo Be.n, = +00. This establishes

M
lim E fn)g)mzo.
n— 00

m=2

2) The case wher#/+1 < m < min{m,,, [%J}: Our

goal in this and the next subsubsection is to cover the range
M+1<m< b&gnJ- Since the bound given di(60) takes

a different form whenn > m,, (with m,, defined at[(48)), we
first consider the rang@/ + 1 < m < min{m,,, [ 7451}

we note from[(B) and({5) thdtm,, ., m., = oo.

On the range considered here, we have from (23], (25), and

(&0) that

min{m,,, | 2<“12g Iy 1}

>

m=M++1

min{mn, | 58555 1}

a.

fn,l,m

en\m _ m—
Z né (E) m™? (anprr(n)) b
m=M+1
n—m—~
(1= e (1= e m) (66)
From the upper bound if(61) and the fact that< PrTm

for all n sufficiently large, we have
2logn
wn S 2Clogn
Using the fact thatl —e™* > 3 for all 0 < z < 1, we get

anpir(n)¢m < (o =

HrOn Pl (TL)C’ITL
2

log n
4n

1— e (1 _ e—anplr(n)CW) S 1 _

< e_CmN/T

(67)

as we invoke the lower bound in {61). Reporting this last lsbun
and [62) into[(66), and noting that

.y -/l
n-m—t>""—>% 0 m=23.. ||, (68)
2 3
we get
min{mn, | 54555 1}
Z fn,l,m
m=M+4+1
min{mn-,L—%“lggnJ} 2\m—1
< Z I ((log n) ) S e
m=M+1 "
<nt1 Y (e (lognye—cq—;logn) (69)
m=M+1

for all n sufficiently large. Given thaf, i, > 0 we have
e (logn)® e ¢ 8 — (1), (70)
Thus, the geometric series i {69) is summable, and we have

13
Fatm < O(L)nt 1= MEDCE (0100 1) 2(M+D)

Hrm

min{m,,| TQrrEn

>

m=M+1



and it follows that

min{mn, | s |}
lim E fn,f,m =0
n—00
m=M+1

for any positive integef/ with
12(6+1)
T '

This choice is permissible given thatu,. > 0.
3) The case wherein{ | 5/50 |, mn} < m < L
Clearly, this range becomes obsoletenif, > | £

M >

2( log nJ

2¢ log n

2¢logn

. Thus,
it suffices to consider the subsequences for which the range
my, +1 < m < |5£2| is non-empty. On this range,

13

KLrm J
2¢logn

<ntt ) (e (logn)z)m( — Gy S (1= s))

m=myn+1
o

< nl+1 Z

m=myn+1

(c (togm)? s 20-2)" (75

(71) Similar to [70), we have (logn)? e=Snr 55" (1=) = 5(1) so
that the sum in[(745) converges. Following a similar approach
to that in Sectiof 92, we then see that

L 2¢ log n

; fnfm— O ) é+1—mngu7‘§;7£) (e logn)Q(mn"t‘l):O(l)

following the same arguments that lead[fol (66) dnd (69) give#icelim,,_,., m, = oo under the enforced assumptions.

L2{lognJ

Z f@nm

m=mn,+1

L 2(“1’:)’; n J

<y

m=m,+1

n‘* (e(log n)2)m

n

. (1 — (1 _ emeocnmr(n)) n e—le,n) ;
L 2¢isg ] .

< pftt Z (6 (logn)Q) ( —mp 4 eV K, ") ’

m=mq,-+1

where in the last step we usdd(67) in viewrmf< 22
Next, we write

2¢logn*

logn

—Cmpyr = an +e—1/1K1,n

gmn logn
— e_CmHTW (1 + e_le,nJl‘Cer 4gn )

— K1 pHCmp, 128
4n

logn
<o 2 1.
2
logn efle,nJFMTT

logn
n Cmp =5

< exp § —(mijir

where the last inequality is obtained fram <

the fact thatn > m,, = mln{L
for someos > 0 under [T), we have

Ki, 2 e VEin 3
< max —  —4dn—— - e’8
P, Curlogn

{4K1_ne—wm,n e VK1 } u2
< max : , -e's
Cpurologn ~ Cuylogn

2C1g

e~ VKL, n+%

logn

Cm,ur in

=o(1)

by virtue of [1T) and the facts tha 1,0 > 0. Reporting
this into [73), we see that for for any > 0, there exists a

finite integern*(¢) such that

( —Cmp, BT e 'l/JKl,n) < e~ Cmpr logn (1-¢)

for all n > n*(e). Using [73) in [72), we get

KHrm J
2Clogn

Z ff,n,m

m=m,+1

(72)

1-c - ° (73)

. Using
,|5]} and thatP,, > on

(74)

4) The case wherg; /5t [+1 <m < LynJ We consider
l5ti5g ] +1 < m < [vn] for somev € (0, 1) to be specified

later at [Z7). Recalllngm?,)mS)IZBOﬂm) and](68)dan

noting that(m) is monotone increasing im when0 < m <
| %], we get

Lvn]

Z fn,f,m

m:ch“{égnHl

Lvn)
8 ()
mela i1 AT

n

: (1 — Wy + ,ureicma‘"plr(") + e*ﬂ’Kl,n) 3
lvn]
S
m=| gt | +1
n logn %
: <1 — Uy + ’LLTe_CKMITW i + e—le,n>
vn ) n
14

=nt <(§)3U (1 — o+ ,ure*% + ele’")> ’ (76)

for all n sufficiently large.
We havel — i, +pre~ 4 < 1 from p, > 0 ande ¥Kin =

o(1) from (I7). Also, it holds thatim, o (£)* = 1. Thus,
if we pick v small enough to ensure that
e 3v e
()7 (1= e ) <1, (77)

Kr

then for any0 < ¢ < 1 — (e/v)* (1 — py + pre™ ) there
exists a finite integen*(¢) such that

3v Br
(E) (1 — Uy + e F 4 e_lev") <l—g, Vn>n*(e).
1%
Reporting this into[(76), we get
lvn]
LD

m= L 2(“12g n J +1

fn,f,m =0

sincelim,, o n'(1 — 5)"/2 = 0 for any positive integer.



5) The case wherevn| +1 < m < [2£]: In this range,

we use [(2K),[(25)[(80), anfl(68) to get

[10]

[11]
L=
Z fn,f,m [12]
m=|vn|+1
= x [13]
¢ —Cmappi1(n) — VK1 n
Sy <m)(e Hervion) [14]
m=|vn]+1
L=
n 3 [15]
<nt Z ( ) (e—Cvnanpll(n)+e—wK1,n)
m=|vn]+1 m

[16]

n

< nt (86—CVn0tn;D11(n) 4 8e—wK1,n) 3

[17]
Noting that(, v, > 0 and recalling [[€8) and the lower

bound of [(61), we get

o~ Cvnonpi (n)

(18]
_ Gvwy

,gunls’ﬁanph(n) <e 5

=€ [19]

for some sequence,, satisfyinglim,, ,., w, = +oo. It is
now obvious that—¢¥"~P11(") = o(1). Moreover, we have [20]
e~ ¥Kin = o(1) from (@7). The conclusion

[25¢) 23
lim. > fatm=0 [22]
m=|vn|+1

immediately follows and the proof of one-law is completed.
[23]
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APPENDIXA (a) We have
ADDITIONAL PRELIMINARIES
P[(Kaj NKy;) | Koy ta =1, =1] < <1+ >A1( )

Proposition A.1 ([[7, Proposition 4.4]) For any set of positive
integersK,, ..., K,, P and any scalar > 1, we have (A.2)
(b) If A1(n) = o(1), then for anyu = 0,1,..., K7, we

(P—]'aKﬂ) (P—Ki,) a
K §< 5 ) iji=1,...,r (A1) have

P P
(ic) (ic) P(Koej N Kyj) | (ISayl=u) s te = 1,8, = 1]
= () £0 ((m)?),
Proposition A.2. Consider a random variabl& defined as K, !
e " and
Z =1-p1; = —5+, With probability yz;, i=1,...,7.
(x,) P[Esjiys | (Seyl= 1) e = 1,8, = 1]
anl
We have vaiZ] < % (p1,)?. =2 (n) — YA (n) £ 0 ((Al(n))z) (A.3)
Proof: Recalling [I5), we see that; increases with both Ln

1 andj, and it follows that
Proof: We know that

1—p1, <Z<1—=p11,

P(Kyi 0 Kyi) | (1Seyl= ) ts = 1,8, =1
From Popoviciu’s inequality [25, pp. 9], we see that {( 3 (1 Kys) ’ (1Sey|=u) Y }

1 1 1 _ 57 7

Var[Z] S Z (Zmax - Zmin)2 = Z (plr _pll) >~ 4 (plr)2 =1-P |:(K‘E-7 U KU?) ‘ (|SI"J|_ u) - 1 t 1]
sincepi, > pi1 > 0. u —1-P {K—za
Fact A.3. If A\i1(n) =o(1), then

pri(n)=o0(1), i=1,...,r

(|Sayl= ), te = 1,t, = 1} (A.4)

~r[R;

(|Szyl= 1), te = 1,t, = 1}

- [(K—IjmK—w) ' (Suyl= ) e = 1,8, = 1]
Proof: Recalling [3), we obtain

pll-(n)s(i)m) 0 (i () = of1)

7|
under the given assumption that(n) = o(1). [ |

It is easy to see that

(|Sayl=uw) , te =1,t, = 1]

:1}

:P[T t

Fact A.4. For 0 < x < 1, the following properties hold.

(@ 19, Fact 2] If0 <y < 1, then(1 —z)Y <1 — xy.
(b) Leta > 1. Then,1 — 2% < a(1 — x). _ZMZ = pri(n
Proof: By a crude bounding, we have
= 1 - A A.5
) ) 1(n) (A.5)
-2 = / at*” ! dt < / adt=a(l—uz). Similarly, it is easy to see that

" op {K—w (|Seyl=u)  tz = 1,ty = 1} =1-X\(n) (AB)
Fact A.5 ([19, Fact 5]) Leta, z, andy be positive integers

satisfyingy > (2a + 1)z. Then, Next, by recalling[(A]l), we observe that
2a M N
25 (6] P\ (R 0 Ko) Kot =1ty = 1]

Yy - Yy L

G G :P[E‘jep\{z Uy, tmzl,tyzl}
Fact A.6. Letz € (0,1) anda > 1. Then, (i)

Z i~
l1-2*<a(l—-2x) (K“ )
(")

Lemma A.7. Consider a scaling<y, ..., K,, P : Ny — Nj* (Kl n)
such that[(b) holds, a scaling : Ny — (0,1), and A;(n) = —F |:Zn (u,ﬂn)ﬂ

log nt (k= 1)1°gl°g "t The following properties hold for any )
three distinct nodes,, v,, anduv;. = (E[Zn (1,00)])" +var(Z, (u,0n)] (A7)




whereZ,, (u,0,,) is a rv that takes the value— py;(n) with Combining [A11), [APR), and_(A.13), we notice that
probability i; for i = 1,...,r. Note that

P [(K—mmx—w) ‘ (Suyl= 1) e = 1,8, = 1}

Z,uz plz =1- )\1( ) (A8) - )
_ . _ Kiﬂl (2K1,n B u) Kl,nKi,n
=D i <1 S j:0<<7pn ) ))

and i=1
(n) = Zuipu(n) > Urpir (A.9) Recalling FacEAB and Fatt.4, we observe that under the
: B enforced assumptiok; (n) = o(1), we have
for positiveu. Recalling Proposition”Al2, and usi 8) an —
(]B@?)Indﬁl) we getg P a8 qp{ Kej N Ky;) } (|Szy|_u),tx_1,ty_1]
- T - 2Kz nKl n Ki,n Kl,nKi,n ?
P{(Kxjmej) ‘sz,tz_l,ty_l] _Zuz (1 + 5 iO((T> ))
1
< (1-Xi(n)* + 1 Al/i n)” _ Z'“ 1 2K, nKl n v KoKy,

=1-2\(n)+ M(n ) (1+412) (A.10) (

<K1 nKin > ))
The desired conclusioh (A.2) follows frorh (A.4) in view of P
(A5), (A.6), and [A.ID).

Next, we establish part (b) of the lemma under the as= Zm(l (pri(n) £ O (p1i(n)?))
sumption that\; (n) = o(1). Conditioning on|S,,|= u and
recalling [AT), we see that

(p1i(n) £ O (p1i(n)?)) iO(Pli("))2>

- Kl \n
P [(sz ) | (mi= ot = 1, =1]
u 0 2
(Prm2Ka ) = Zﬂz ( —2mi(n) + 5 pri(n) £ O (pri(n)) )
= Z m—— A1y = "
" =1-2X\(n i (p1i
Invoking Lemmﬁb and FaEt’A.4, we observe that 1(n) + K1 n (Zu Pl
(Pn—zKl,nJru) (A.14)
— Next, we note that
(x...)
Kin 2
< (1_2K1;_u> E[ ] Zﬂz plz
Kip (K1, —u) 1 (K (2K, —u)\? SN (19 ()2
<p-enimiln s o (Zenmidn s =D M p1i(n) + (p1i(n))
- P, T3 < P, ; ( )
2
_ 1 B K1 ) +0 <(L’"K“") ) (A.12) =1-2X\(n)+ Zuz p1i(n
P, P,
and Now, we recall from[(A.ID) that
Pn72K1,n+u 1
( Kin ) E [Zn (/l,,on)ﬂ <1-2)\ (n) + A1 (n)2 (1 + 1 2) ,
(x,,) .
o %o and it follows that
> <1 _ M) . ; .
- P, — Kl,n Zui (pli(n))2 < /\1( ) (1 + 1 )
Ki,n (2K1,n — ’LL) i=1 /’Lr
- P, — Ky, =0 (A1(n)?) (A.15)
—1_ (KWP(ZK}{" —u)  Kin (2;517" - “)) Combining [A35), [A5), [AI4), and(A15), the conclusion
n 1,n n
~ Kin 2K1 0 —u) P [(ij NKy;) | (|Seyl=u),te =1,¢, = 1}
P, w ,
_ - K @R ) <(L’"K”") ) (A.13) K
P, P,
follows.



Next, we establisH (Al3). We know that Proof: The proof of Lemm&AR is very similar with [19,

Lemma 4]; in fact, it would follow directly from[[19, Eq.
P [Ezjuw (|Szyl= ), te = 1,1, = 1] (212)-(213)] if we show that
n—mi—mo—ms—2
=P { (1Sayl=u)  ta = 1,1, = 1} (P [E;jr@ (|Szyl=u) b = 1,1, = 1D
o 2T A (), (A.22)
+]P>[ (|Szyl=u), tz_l,ty_l]
Recalling Lemma[Al7 and the fact that\;(n) <
log n+(k—1) loglogn .
_P [Exjmyj (1Seyl=u) , te = 1,t, = 1} . (A.17) .g ast n) £28% for all n sufficiently large under
limy, o0 v, = —00, We get
Now, sincely,; = Cp; N Ky and Ey; = Cy; N K,y , it
is clear thatE,; and E,; are each independent of the event P [E?jr@ (1Szyl=w) ,te = 1,1, = 1}
P|B | (Sni= it =Lty =1 =PlE =1 (28000 - 22 00 £.0 (207))
1,n
=Ai(n), (A18)
- _1—0<1°g”> —1—o(1). (A.24)
and similarly n
’ {Ew (1ayl= 1) te = 1,t, = 1} — M) (A19) A
(n—my —mg —msz—2)-
Finally, 2
(P [Bujons | (Sunl= )t = 1,8, = 1])
P {Ezmyj (|Sayl=u) te = 1,8y = 1] o 2
_ AV
—(n—ml—mg—m3—2){0< ﬂ =o(1)
:P[Czj mCyj]' K
(A.25)
PIKy NKyi | (|Seyl=u) 8, =1,8, =1 _ _
{ ! i | (Sayl= ) Y ] Invoking Fac{5.b for[(A.2B), and usinf (AP4) and (Al.25),
t
=a?P [ij NKyj | (|Seyl=u),te = 1,1, 1} we ge
P [Boegs | (1Suyl= ) o = 1,¢ —1})"_7"1_’”2_”3_2
Ant Ai(n) £ 0 (A1(n)?) (A.20) ( { zjnyj syl = Whte = Lty =
1n - e(n—ml—mz—mg)P[Emjuyj | (1Seyl=u) te=1,t,=1]
by virtue of [A16). Combining[(A17),[(A18)[(A.19), and A Ay (n)o( 2
(&.20), the conclusior{Al3) follows. B~ e*"[ ()= M) 0(7)}6(’”1*”2*”3*2)0(1)
Lemma A.8. Consider a scaling<y, ..., K,, P: Ng — N/ ™t ~ e 2t nha (), (A.26)
such that holds, a scalin Ny — A =
log n+ (k— 1)%2)10,%%% with 1i g Mo . (0,1), Ai(n) This gives [[A.22) and Lemmia_A.8 is established in view of
imy, o0 Yo = —00. L€t my, mo, ) 4 -
and mg be non- negatlve integer constants. We define ei'f‘ent[IE emma 4].
as follows. Lemma A.9 ([19, Lemma 10]) If P,, > 2K} ,,, we have
F :=[|Nyy|=m1] N [|Nugl= ma] N [| Nzy|=ms]. (A.21) 1 K2, u
Then, givenu in {0,1,...,K;,} and A;(n) = o(ﬁ) DS“A_U =Lty 1} P, — K,
underlim,, . v, = —00, We have
P [f (ISayl=u)  te = 1, ¢, 1} Lemma A.10. With m > 2 and A1 (n) = o(1), we have
Q(Vm)
N nm1+m2+m3 72711\1(71)4';;?; nAl(n). E ( EI ) S 87(14’%)1\1(”),
mllmg!mgl (\En|)
- 1 ma
: <]P Ejoyi | (ISeyl=u) te = 1,8, =1 > for all n sufficiently large and any e (0, 1), where we define
: " Um) = K11 [|m|= 1+([(1 4 €) K1 | + 1) 1[|vn|> 1].
| (P By | (Suplm ) ta = 1ty = 1 ) Q) = Kind [[vm|= 1+(L(1 + ) Ky ] + 1)1 [[1]> 1]
- 1 s
: (]P’ Ergi | Sayl=u) te = 1,8, =1 ) Proof: Consider fixedK, P. We have

with j distinct fromz and y. Qvm) = K1 (1 [[vm|= 1]+ (1 + €)1 [[vm|> 1])



Thus, by recalling[{All), we get

This gives

a 1
> il <A <1 +7

P—Q(vm) P—rc1y Ulvm|=11+(1+)1 v |>1] _2>
E ( E\ ) <E ( E| ) = My
(|2\) (\EI) and we get
—F {Zmum\:1]+(1+e)1[|um|>1]} [(P%(|UM))]
E — = -
P—K1q P
whereZ = ( L >. Taking the expectation ovér,,|, we get (‘Z|)2
(1) <(l-a)+2a(1—-a)1—-x)
P—Q(vm 1
E ( |E(\ ))‘| +a2<1—)\1(1+6)+6)\%<1+4—uz>)
P T
(|z\) 1

+ (1 —1-a)" =ma(l- a)m_l) Zlﬂ}

gE{(1—a)2+2a(1—a)Z

+ (1 —(1-a)?-2a(1- a)) Zlﬂ

=(1- CY)2 +2a(1-a)E[Z]+ o’E [Zl-i—e]

by virtue of the fact that

1-—a)"+ma(l—a)"'T

+ (1 —1-a)"™ —ma(l- a)m_l) Tite

is monotonically decreasing im (see [19, Lemma 12]).

Next, we have
(P*Kl

E(Z]=3 (Kf)

P
Also by recalling FacE A1, we get
(P—Kl

E[z'"] =E [( (E'))>1+E]

(05

)

—1-X\

=]
K
()
= Zﬂj(l = p1;)(1 = p1j)°

<Y (1= piy) (1 = epry)

j=1
=1=M(l+e)+e> i,
j=1

Note that
D oui(=piy)?=1-22+Y pwpi;
j=1
and we have from{{Al7) and_(A10) that
> ni (1= pyj

Jj=1

j=1

2 2
<1—=2X\ +A (1+

2)

Now, consider a scaling such thag(n) = o(1). We have

Ai(n) < 2(4‘;#;41) for all n sufficiently large. Given also that
a, <1, we get
(Pn*Q(Vm))
by € — € n
2[CED) 1 n e et
=]

for all n sufficiently large. This completes the proof. &
APPENDIX B
PROOF OFLEMMA [6.2
The law of total probability gives
P [Dz_’g N Dy_’g]
=P [DyeNDyyNEgy| +P[DyeNDyyN Eyyl.
(B.1)
Thus, Lemmad 6]2 will be established upon showing the next
two results.
Proposition B.1. Consider scalingssy,...,K,,P : Ny —

Nyt and o : Ny — (0, 1), such that\;(n) = o(1) and [8)
holds withlim,, ., v, = —oc. The following hold

(@) If nA1(n) = Q(1), then for any non-negative integer
constant/ and any two distinct nodes, andv,, we have

P [Dy e Dy N Ey] ~ 113 (£) 7% (s (n))* e72m ()

(B.2)

(b) For any two distinct nodes, andv,, we have
P [Dy0 N Dyo N Eyy] ~ pie "MW (B.3)
Proposition B.2. Consider scalingsky,...,K,,P : Ny —

Nyt and o : Ny — (0, 1), such that\;(n) = o(1) and [8)
holds withlim, o0 v, = —o0. If nA;(n) = Q(1), then for
any non-negative integef and any distinct nodes, andv,,
we have

P [nyg n Dyyg n Ezy] =0 (P [Dz_’g n Dyyg n E—zy}) (B4)

We establish Propositiors B.1 afd B.2 in the following
two subsections respectively. Next, we show why Lerimh 6.2
follows from Proposition§ Bl1 and B.2. iA;(n) = Q(1),
then for any non-negative integer constahtwe observe



that [38) follows from [(B.R) and[(Bl4) in view of (B.1). by virtue of [B.6) and the fact that the events
Now, considering the case when= 0, we see that[(BI3) K,,, X1, Xs, ..., Xk, , are mutually disjoint. Combining
directly implies [3Y) by virtue of [(Bl1) and the fact that(B.5) and [B.8) we obtain

P[D,;oND,oNEg] = 0 since it is impossible for nodes -

v, andwv, to be adjacent to each other (i.e., und®y,) when P [Dee N Dy N By

both nodes have zero degree. ) ¢ _
=B P [AnnEoy [t =1,t, = 1]
h=0
A. Proof of Propositiof B]1 ¢ Kin
2 _ —
Consider the vertex s&f = {vy,...,v,}. For each node T m Z Z P [Ah NXy |tz =1ty = 1} : (B.9)
h=0 u=1

v; € V, we defineN; as the set of neighbors of nodg Also, N ) ) _
for any pair of vertices,, v,, we let N, be the set of nodes Proposition[B.lL is established by virtue ¢f (B.9) and the
in V\ {v,,v,} that are neighbors of both, andv,; i.e., following two results.

Nay = Nz N N,. We also letN,; denote the set of nodes inpqnosition B.3. Consider scalingsk, ..., K,, P : Ng —

V\ {vs, vy } that are neighbors af,, but are not neighbors of N+ and a : No — (0,1), such thath; (n) = o(1) and [8)

vy. Similarly, Nz, is defined as the set of nodesin {v,, v, } holds with lim,, .7, = —oo. Then for any non-negative
that are not neighbors of,, but are neighbors af,,. Finally, integer ¢, we have

Ny is the set of nodes iw \ {v,,v,} that are not connected
to eitherv, or v,. We also define5,, = ¥, N3,

T _ _ ~ (P -2 20 —2nAq(n)
We start by defining the series of events as follows Z]P [Ah NEKay|ta =1ty = 1] (€1) (nhs(n))"e

h=0
An = [Nayl= 1) | Nagl= £ = B O\ [| Ny |= £ — 1].. (.10
o Proposition B.4. Consider scalingsky,...,K,,P : Ny —
It is simple to see that N+! and a : No — (0,1), such thath; (n) = o(1) and [8)
) holds withlim,, ;oo v, = —o0. If nA1(n) = Q(1), then
Dw,émDy,fﬂE—wy: U (AhmE—wyﬁ[thl]m[tyzl])’ 0 Kin
h=0 SN R[Annx |t =1, =1]
whence we get h=0 u=1
£
P [Dye N Dy N Eypy =O<ZP[Ah NKa, tmzl,ty=1}> (B.11)
14 h=0
=Y PlANE, N[t =1]Nt, =1]] (B-5) for any ¢ = 0,1,.... Furthermore, we havé (B.1L1) far= 0
h=0 without requiring the conditiomA;(n) = Q(1).
since the event§A;, h =0, ...,/¢} are mutually exclusive. Before we prove Propositiofis B.3 and B.4, we explain why
Furthermore, Sinc&,, = K,,UC,, = Ku,U(K., N Cyy) Proposition[B.1L follows from these two rgsults. Combining
and (B.10) and [[B.Il1) we establish (B.2) in view &f (B.9). Fur-
thermore, by using (B.10) anf (Bl11) with= 0, we readily
KyyNlte =1N[t, =1 = Uff:l'{” (|Sayl=u) obtain [B.3) in view of[[B.D). This establishes Proposifidl.

1) Proof for Propositiorl B.I3:We write
we have undet, =t, = 1 that ) P

¢
Kin o S P [Ah Koy | te = 1,1, = 1}
By =FKay US| | (ISeyl=w)| NCoy h=0
u=1 ¢
. :ZP[Ah‘Kmy,tmzl,tyzl}]P’[K—zy te=1,t,=1],
=K, U X, (B.6) h=0
! uL:J1 where
where we define the evert, as P [Kry by = 1,ty = 1} =1-pu(n)~1 (B.12)

Xy =(Seyl=u)NChy, u=1,...,K1,, (B.7) under the assumptiok (n) = o(1) and FacfA.B. Also, using
’ LemmalA8 withu = 0, m; = h, andms = m3 = £ — h, we

Now, we get see that
P [Ap N Egy N [te = 1] N[ty = 1]] P[Ah‘K—xy,tle,tyzl}
=P [An N Ky N[ty =110 [t, = 1]] N n2t—h )
+Kzlf]P’[AhﬁXuﬁ[tz:1]ﬂ[ty:1]], (B.8) A (E=hY)

h
—~ : (JP [Ezmj ‘ Koyite = 1,t, = 1})



. (]p |:E:c = ’ Koy te = 1,t, = 1])13_}1 2) Proof of Propositiof BJ4:Our approach is to find an
Jy] o upper bound to the left hand side bf (Bl11) and show that this
: (]P)[ — ’sz =1t = 1]) . (B.13) upper bound iw (22201@ [Ah NKoy | te=1,t,=1]). It

will be clear that the conditiomA;(n) = Q(1) needed to
Next, we evaluate the three probability terms appearing éstablish[(B.1l1) is not needed for the case wheno.
(B-13). We know that We know that
P{Emyj’K—zy,tz:Myzl} P[Ahrv(u tx:1,ty:1}
= P[Oxj mcyj] P {sz ﬂKyj }K—xyvtx = 1,ty = 1} =P {Ah A |Szy|: uﬂOxy te = 17ty - 1}
= 2P [Koy Ky | Byt = 1,1, = 1 <P |40 0Sayl=u |t = 1,8, =1
1 5 Thus,
< < 4#3) Aqy(n) (B.14) Kin
_ Z Sop [ =1,t, = 1}
by virtue of Lemmd_AY. We also see that b0 w1
¢ Kin
1[»[}39“.0E sz,tle,ty:@ <ZZP[AW|5M|_U L =11, 1}
N h u=1
=P {Exj Rogite = 1,t, = 1] Klon
—P[Ewmw Koy, yzl} = ZPDSmyl—U 2= Lty 1} .
=P |E,; P|E, Kyt =1,8, =1
[ J } [ JNyJj Yy Y } .Z]}D{Ah‘ (|Smy|:u),tm:17ty:1}
=Mi(n) - ( 1(n)?) h=

~ A1(n) (B.15) Now, sinceE,; = C,; N K,; and Ey; = Cy; N K,; , it
is clear thatE,; and E,; are each independent of the event
as we invoke[(B14) and use the fact that(n) = o(1) under |Spy|= . It follows that
lim,, 0o 7n = —o0. It is also easy to see that

P |:E1jﬂyj (lSMJl: u) te = 1,8y = 1}
JP[ — ’Ky p= 1ty = 1} ~MA(n)  (B.16)
<P|Eyi| (|Se]|=u),ty =1,¢, =1
via similar arguments. N [ | (Seyl=1) Y ]
Forh =1,2,...,¢, we observe fron{{BA3)(B14] (B15), = A1(n). (B.19)
and [BI6) that

Similarly, we have

P[Ah Kmyatm:1,ty=1} P[Exjmﬁ (|Szy|—U),tx—1,ty—1} <Ai(n) (B.20)
P[Ao | Koot =15ty = 1] o
“n(ny2 (P |Eujry; | Kagote = 1,t, =1
o) 2( [ J”W’ v Y } P[Emyj (ISzyl= u),tmzl,tyzl} <Ai(n) (B.21)
M=) \P By | Kot = 1,6, = 1

., Now, using Lemma_Al8 withm; = h, andmy = m3 =
1 ) ¢ — h, (B19), [B.20), and[(B.21), it follows that
=11, 1}

P | By | Kot P[] (Seyl=u) st =11, =1
h 5 —2nAi(n +;§an nAi(n _
n—h (él )2 (1 + ) Al(n) S 2n2f he ( ) Tn ( ) (Al(n))Ql h (BZZ)
TR ((C=n)1)?\ Ai(n ) (1 —o(1)) for all n sufficiently large. Thus, we get
=o(1 B.17 LR
o(1) (B8.17) SN P[Annx |t =14, =1]
Similarly, settingh = 0, we obtain h=0 u=1
Kl,n
P [Ao ‘K—Mp ty=1,t, = 1} ~ (01)72 (nAy (n))* e 2 () = Z_:l <P [|Szy|: lte =1ty = 1} '

(B.18)

The conclusion{B.10) follows by combining (BI1d), (Bl17), L 9e 2 (M)t & A () Z (nA1(n))2" (B.23)
(B.18), and noting thaf is constant.




Now, if nA;(n) = Q(1) it follows that (B.28) follows in view of [B.29). The desired result_(Bl11)
, is now established from(B.P5) anf(Bl26) for constdnt
Z (nhy ()2 = O ((nAl(n))M) _ (B.24) Note that for/ = 0, we have [[B.IN) without requiring

= nAi(n) = Q(1), since that extra condition is used only once

Note that [B.2}) follows trivially for/ = 0 with no condition g‘stggﬁlﬁ ér;gp[r%s)it%h 4ho|ds trivially fort = 0. This
on nA;(n). Combining [B:ZB),[(B.24) and Lemnia_A.9, we o

get B. Proof of Propositiof BI2
¢ Kin . - . .
: Recalling Propositiofl Bl4 and (B.9), Proposition1B.2 will
> Z; PlAnn |t =18, = 1] (B-25)  follow if we show that
h=0 u=
Kin 2 U ]P’[DmgﬂD gﬂEm]
K an_ . n ) Y, Y
<0 ((nAl(n))% ef%m(n)) 3 <7P — et A ) ¢ L
ami \ T A —o| Y Py |t =1t =1]).  (®39)
h=0

In view of Propositiof B.B (and the fact thétis constant),
we will immediately establish the desired resllt (B.11)nfro for each? = 1,.... To establish[{B:30), we define the series

(B.29) if we show that of eventsB,, as follows
K2 Xn_ g n By, = Nz = hlN Nz—zg—h—lﬁ NT ={¢{—h-1
1,n eKin A1(n) _ 0(1) (826) h H .7!| ] H .7!| ] H y| ] )
Py =K for eachh = 0,1,...,¢ — 1. Now, it is easy to see that
Next, we establish[{B.26). Fronil(5), we get for all 1
sufficiently large that DayN Dy N Epy =] (BuN Esy N[ty =1]N[t, = 1]).
K2 K2 h=0
1,n S 2 1,n S 4]911(”) - - (831)
P, —Kin, P, Note thath varies from0 to /-1 in (B-31) because given the

K2 eventE,,, nodesz andy are adjacent; thus, they could have
where the last bound used the fact that® ~ p11(n) When ot osyy— 1 nodes in common when their degrees &rsince

p1(n) = o(1) (e.g., seel]7, Lemma 4.2]); this in turn followsype eventsB), are mutually exclusive foh = 0,...,/—1, we
from the assumption that; (n) = o(1) in view of Fac{A3. It get

is also clear from the definition; (n) = >"._; wip1:(n) that

pi1(n) < 7=Xi(n). Thus, for alln large, we get P[Dae N Dy N Eqy
-1
K7 4 =Y P[ByNEsy N[t = 1N [t, = 1]]
_ B 2 (), B.27 h 11 Boy 1 [t v
P, - Ky~ Ml)\l(n) ( ) h=0
Now, with A, (n) < logn+(k=1)loglogn o0 all 1 sufficiently Thl_Js, the proof of Propositidn B.2 will be completed upon
. n showing
large undetim,, ., v, = —o0, we see that
—1
nAi(n) = nayAi(n) < glogn (B.28) ZP [Br N Ezy N [ta = 1] N [ty =1]]
h=0
for all n sufficiently large. Combinind(B.27) anf (B]28) and ¢
the fact thatk; ,, > 2, we obtain =o0 <ZIP’ [Ah NKyy |tz =11, = 1}) (B.32)
I . h=0
ﬁe"m M) O A (n)eoreem (B.29) under the enforced assumptions of Propositloi] B.2, namely,
n 1,n

with lim, o 7, = —00, andnA;(n) = Q(1). Proceeding as
Next, we defineF(n) = Ay (n)eion o Fix n sufficiently before, and noting that[E,,] = aP[K.,| we write
large such that{B.27) and (B128). We consider the cases when:

@y < anda, > oo In the former caseF(n) < > P[By N B,y N [te = 1] N [t, = 1]] (B.33)
A1 (n)e3/* follows directly. In the latter case we uge (Bl.28) tor=0
get (-1 Kin
2 _ 2 _ _ —
F(n) S §10gn€%anlogn S §(1Ogn) n% _ulaZ le[maGSNA_ U) ti_l’ty_1:|
2 nay, 2 n h=0 u=

Kl,n /—1
by virtue of the fact thaty,, log n < logn. Combining the two <2 PI(IS.. |— plB ’ S l—wut. —t —1
bounds, we have = uz::l [(1Szy = w)] }; { | 1Say = uste =ty = }

F(n) < max {/\1(71)60'75, 1.5n9% (log n)2} Next, by recalling Lemm&Al8 withn; = h, my = ms =
{—h—1, we get
for all n sufficiently large. In view of\;(n) = o(1) this
immediately giveslim, ., F(n) = 0, and the conclusion P {Bh ‘ (|Szyl=u)  te = 1,8, = 1}



2@ h—2 uapAq(n)
—2nAy(n)+ 22 for eachn = 1,2,.... Assume that

e 1,n
A Pi=Q(n). 2 =o(l), and " = oflogn)
h ), = 42(n), = , an ~— — o(logn
{P [ wjnys | ([Seyl= 1), te = 1,8y = 1}} Py Ky,
t—h—1 (C.3)
{ [Ezmw (1Seyl= ), te = 1,1, = 1” and that we havdim,,_,. v, = +oo; i.e., the *-scaling
{=h—1 satisfies all conditions enforced by part (b) of Theofen 3.2.
% {P [E?jﬂyj ([Soyl= ), te = 1,8, 1}} ‘ Now, with the same distribution:, consider a scaling

ing (B19), (B20 (B2 K1, Ko, ... KT,P No — N;*' and a scalingy : Ny —
Recalling ) ). an 1), we get (0,1) such thatP, = P* andK = K. Obviously, we have

P [B ‘ (1Suy]= u) tp=1,t, = 1} A1(n) = Ai(n) by recalllng @) and|]3) and also that
(nAr(n))*" "% (B34) B, =Q(n), I;" =o(1), and 2(” = o(logn).
n 1,n

for all » sufficiently large. Using[(B.34) il (B.33), we get fornext, let4,, := min (v, log log n) and definei,, through
all n sufficiently large that " A
. _logn+ (k—1)loglogn + ¥,
n

—2nA; (n)+ 5= nA1 (n)

< 2e

(-1 A1 (n) - (C4)

> P[ByN Ewy N t. =10 [t, = 1]]

—~ Clearly, we havey, = o(logn) and lim, 9, = +oo.
- Kin This establishes that for any scaling satisfying the caorust
<y Z < [|S = u 1} . of part (b) of of Theoreni_3]2, there exists another scaling
L i (with the sameu, K,,, and P,,)) that satisfies all of the same
conditionsand (CJ). In addition, this latter scaling has a
L 9e 2 ()t g A (n) Z 2lh2> smaller probability of a channel beingn than the original
scaling; i.e., we have

=1ty

= 117 (nA1(n)) ™" x right hand side of(B.23) an <af,  n=23,. .. (C.5)

= O (right hand side of(B.23)) (B-35) by virtue of the fact that,, < ~* for all n.

In view of the above, we will establish that part (b) of
Theorem 3P undety, = o(logn) implies Theoren—3]2 if
we show that

é * *
righthandsideoﬂmzo<ZP[Ath—my|tm:ty:ﬂ) ]p[ (n; m, K3, Py, )]ZP

since nA1(n) = (1). We have shown in the proof of
Propositio B.# that

H(”?l‘tﬁkn’pﬂ’dn)

is k — connected is k — connected

h=0
C.6
Together with [B.3b) this establishds (B.32) and the prdof §his is clear since [(C6) would ensure that) if
Propositior  B.2 is complete. H(n;p, K, P,,a,) is k-connected asymptotically almost
surely (as would be deduced from Theordm] 3.2 under
APPENDIXC Yn = o(logn)) then so WOUldHI(n [L,K* P* *)
CONFINING 7, In view of (C.5), we getl(CI6) by means of an easy coupling

argument showing that(n;u, K, P,,&,) is a spanning
In this section, we show that establishing the one-law @fipgraph offl(n; u, K, P*, ). This follows from the fact
Theoren{ 3.2 under the additional constraint that under[[CB) the corresponding ER graphs satisfy

Yo = oflog ) (C.1) G(n; Gn) € G(n; o)

establishes the one-law for the case when that additiomd@aning that for any monotone increasing graph property
constraint is not present. Namely, we will show that for ang .g.,k-connectivity), the probability of tha (n; a;,) hasP is
scaling that satisfies conditiong] (71 (8] (9), afdl (6) witfrger than that oz (n; &,,); see[19, Section V.B] for details.
lim,, .o 7» = 400, there exists a scaling that satisfies the
same conditions withim,, ., 7, = +oo and~, = o(logn), APPENDIXD
such that the probability of-connectivity under the latter PROOF OFLEMMA 9.1
scaling (withv,, = o(logn)) is less than or equal to that under From [42) and the fact thalt, ,, = o(logn), we clearly have
the former scaling. 1logn

Firstly, consider a probability distributigm = {1, . .., jt-} 5, Shiln)=2
with p; > 0 fori=1,...,r, a scalingKy, K;,..., K}, P*:
Ny — N;*', and a scalingy* : Ny — (0,1) such that

log n (D.1)

for all n sufficiently large. We also have

Ai(n) =ap Zujplj > pranpir(n)
i=1

, (C2)

. . logn + (k — 1) loglogn + v
Aj(n) = ajxi(n) = 202D



Now, sincep;; is monotone increasing in = 1,...,r by APPENDIXE
virtue of (I5), we also see that PROOF OFLEMMA [8.]]

Lemmal8.1 will be established by bounding each term in
(59). First, we note from[7, Proposition 9.1] that

= Z 31 () < upir () 3 15 = npir () P(Cn) < ™2 (e ()"
=1

Next, we derive wupper bounds on the terms

. P—|vm| Ky P—L(vm)

Thus, we obtain that E|1- w and E M , respectively. It

]
Ay < anpin(n) < i/h is clear that LemmA38.1 will follow if we show that
N :u’T (Pn_‘l"gl‘Kr,n)
. . . . N . B _ e~ 3anprr(n)m

and the conclusioi (61) immediately follows by virtue [QfTID. El (Pn) =l-e ! (E.1)
for all n sufficiently large. bl

Next, we establish[(82). Here this will be established bipr all m < | 2-Fx ~== | and that
showing that

(Pn_‘éfl’wl))
logn E|—F+— (E.2)
prr(n) < max (2,4 u;g >p1r(n), n=23,... (D.2) (‘PE"') ]

for some sequence,, such thatlim,,_,. w, = co. Fix n = < min <1 — Ai(n), e~ (1H5) M)

2,3,.... We have eithep,.(n) > 3, or p1,(n) < 3. In the

former case, it automatically holds that min (1 — iy + ppe—nPrr ()M e—OmPll(n)Cm)

< .
Prr(n) < 2p1,(n) (03) K > ] ) |

by virtue of the fact thap,..(n) <

Assume now thap;,.(n) < % We know from [28, Lem-

We establish[{E]1) and(E.2) in turn in the next two sections.

mas 7.1-7.2] that A. Establishing[[EL)

—KgmKrn KjnKvpn . First, with m < £7E=, we havelv,,|< m < 57K= and

l—e P <pj(n) < P K, j=1,...,r (D.4) using FactAb we get ,

. P—|vm| Ky P—K\\2lVml

and it follows that
el ( (E\) )} < E{l_ <( (El) )> “1-E [Wz\qu
Kl.nKrn 1 IE‘ ‘ZI
— " <] — ) <log2<1. D.5
P—K,
Using the fact that —e™* > 3 with z in (0, 1), we then get where we setV = % We also have
Kl,nKr,n m .
pin(n) > =, (D.6) E W] =k | <m> o (1 — )™ 2
=0 \J

In addition, using th bound 4) wifh=r gi m
n addition, using the upper bound in_(D.4) with=r gives —F {(1 —a(1-W?)) }
K2, K?

prr(n) < - <2 P’“n” >E[(1—-2a(1-W))™] (E.4)

using FacAM in the last step. We also know that

as we invoke[{5). Combining the last two bounds we obtain (P—K,~) P-K,
U)o O
W = 2 =1- Drr (E5)
() _ 4 Krn (=) ()
Protlt) g Zrin (D.7) 1= K.
p1r(n) K., n Thus,
1
Next, combining[[P) and{Dl7), we get an(l =Wa) < anprr(n) < 7
log n for all n suf_ficiently large by virtue of[(@2) and tha, , =
prr(n) <4 ” p1r(n) (D-8)  o(logn). Using the fact that — 2z > e =37 forall 0 < z < 1,
" we then get from[{El4) and(B.5) that
for some sequenae, such thatim,, ., w, = oco. Combining 2l —Ban(1—-Wn)m —Banprn(n)m
(0.3) and [D.B), we readily obtaih_(D.2). E {Wn } = {e } 2 e

It is easy to see thaf (63) can be established using the sdoreall » sufficiently large. The desired conclusidn_(E.1) now
steps with the proof of{DI2). follows immediately by means of (B.3).
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B. Establishing[[E]2) Note that it was shown iri [9, Lemma 7.2] that
P—M (v,
("5 ’)]
P
(|z\)

< min (1 — A1(n), min (1 =l 4 ppe” P ()em e_o‘”p“(")qm)
where( € (0, 3) selected small enough such thafl(50) holds,

andy € (0,1) selected small enough such thEEl(51) holds. + e~ **1"1 [m > mn])
Recalling [49), we see that

LetY be defined as follows

LZCKLHJ Z: 2,,mn
[P, ] it=mp+1,...,n

E

}/i:

for all n sufficiently large. On the same range, we also get

7= {max(L(l +e)K1,],Y:) i=2,...,m, from LemmalAJD that
R A7 i=ma+1,...,n (P Q) o
Next, we let E lw se ’
M (vm) upon noting thatA;(n) = o(1) under [42) with 3y, =
= K1 n1[|[vm|= 1]+ max (K1 n,Y},,,| + 1) 1[|vm]> 1], o(logn). Reporting the last two bounds info(E.6), we establish
and E2).

Q(vm) = K1l [[vm|=1+([(1 + €) K1,n] + 1) 1 [[vm[> 1].
We also recall that
L(vy,) = max (Klml [lvm|> 0], (J|l,m‘ + 1) 1|vm|> 1])

Let's consider the following three cases

1) |vm|= 0: In this case we havd.(v,,) = M(vy,) =
Q(vpm) = 0.

2) |vm|= 1: In this case we havd.(v,,) = M(vy,) =
Q(Vm) = Kl,n-

3) |vm|> 2: In this case we have
— L(vy) = max (Klm, | + 1).
— M(vy,) = max (Kl,n,Y‘l,m‘ + 1).
= Qm) = (1+6) Kipn] +1.
More specifically, considering the case whew,,|=
2,3,...,my, we have

Jyv,,| = max ((1 + ) K1, Y|,,m|)
and it follows that
L(vy,) = max (K1,n, [T+ e)Kinl +1,Y),, |+ 1)
=max ([(1 +e)K1 ] +1,M(vp))
= max (Q(Vm), M (vm))

Also, when|v,,|=m, +1,...,n, we clearly haveJ,, | =
Y|,,.» and thus

L(vpm) = M(vy,) = max (Ky p, [¥P,] +1).
Since K, < K., = o(P,) in view of (8), we have
[YPn] = [(14€) K1)
for all n sufficiently large. Thus, we can rewrife(v,,) as
L(vy) = max (K, [¥Py |+ 1, [(1+€) K1 ] +1)
= max (Qvm), M ().

Combining, we conclude that it always holds tHat,,) =
max (Q(vm ), M (vy,)), whence

<P‘L£rm>>] i (E <P‘1”£”m>>] . [(P_QZ(IM)]

“T) )

(\§|

)
(E6)
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