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Quantum homomorphic encryption (QHE) is an encryption method that allows quantum computation to be performed on one party’s private data with the program provided by another party, without revealing much information about the data nor about the program to the opposite party. It is known that information-theoretically-secure QHE for arbitrary circuits would require exponential resources, and efficient computationally-secure QHE schemes for polynomial-sized quantum circuits have been constructed. In this paper we propose an information-theoretically-secure QHE scheme with entanglement and communication costs polynomial in circuit size. The scheme keeps the data perfectly secure, and the privacy of the circuit is optimal in general.

I. INTRODUCTION

As quantum computers are difficult to build, a practical way for doing quantum computation is using the client-server model. The quantum computer is placed at the server, and the clients may have limited quantum capabilities. The client and the server may want to hide some information about their program or data from each other. This is part of the reason why security in bipartite quantum computing is of interest. Bipartite quantum computation may also be related to or directly implement some classical or quantum cryptographic tasks. Two problems in bipartite quantum computing have attracted a lot of attention. One of them is blind quantum computing, and the other is quantum homomorphic encryption, the main topic of this paper.

In classical cryptography, homomorphic encryption (HE) is an encryption scheme that allows computation to be performed (effectively on the plaintext after decryption) while having access only to the ciphertext. A fully homomorphic encryption (FHE) scheme allows for any computation to be performed in such fashion. The known schemes [1, 2] are based on computational assumptions. Quantum (fully) homomorphic encryption (QHE and QFHE respectively) allows (universal) quantum computation to be performed without accessing the unencrypted data. Schemes for quantum homomorphic encryption [3–11] allow two stages of communication, with some initial shared entangled state. The requirements are that the final computation result is correct, and the data and the final computation result are known only to the data-provider, who learns little about the circuit performed beyond what can be deduced from the result of the computation itself. There is no limit to the quantum capabilities of any party.

It is known that information-theoretically-secure (ITS) QHE for arbitrary circuits necessarily incurs exponential overhead [3, 10, 12, 13]. Some computationally-secure QHE schemes for polynomial-sized quantum circuits have been constructed [8, 9, 11].

In this paper, we introduce an information-theoretically-secure quantum leveled fully homomorphic encryption scheme, where “leveled fully homomorphic” in the current setting means that the scheme can evaluate all quantum circuits of size upper bounded by a polynomial function of input size (the number of data qubits). Our main scheme is Scheme 3. It keeps the quantum input data perfectly secure, and the amount of required resources (entanglement and classical communication) is polynomial in circuit size and input size. The circuit privacy is optimal in general, except for special classes of circuits. A small caveat is that the communication from Alice to Bob has many stages at fixed scheduled times, but there is no communication from Bob in between. So the overall communication is still from Alice to Bob and then back. The Scheme 3 is based on Scheme 2 which is for calculating a linear polynomial (modulo 2) on classical input. The Scheme 1 is for restricted circuits and input types, and it is included for helping
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to explain Scheme 2.

The rest of the paper is organized as follows. In Sec. II we review some literature results. In Sec. III we will introduce some preliminary knowledge. Sec. IV presents the QHE schemes including main scheme, and some statements about their security. Sec. V contains some discussions. Sec. VI contains the conclusion and some open problems.

II. REVIEW OF PAST RESULTS

In the following we put our work in the context of literature results on quantum homomorphic encryption and related problems.

Blind quantum computing (BQC) is a task in which Alice knows both the data and program but can only do limited quantum operations, and the main part of the computation is to be carried out by Bob, who learns neither the data nor much about the program. The output is to be known to Alice but not Bob (this is different from QHE, in which the party with the program does not know the output). Broadbent, Fitzsimons and Kashefi presented a BQC scheme [14] using the measurement-based quantum computing model. An experimental demonstration is in [15]. There are other BQC schemes based on the circuit model [16], or the ancilla-driven model [17]. The possibility of Alice being a classical client (allowing partial leakage of the client’s information) is discussed in [18], while some argument for why this may be impossible under a possibly more stringent definition of BQC is presented in [19].

In Yu et al. [5], it is shown that the condition of perfect data privacy implies an information localization phenomenon, and this puts restrictions on the possible forms of QHE schemes and their complexity. The paragraph after the proof of Theorem 1 of [5] is somewhat ambiguous. It seems to suggest that QHE with perfect data privacy cannot keep the program private at all. The scheme in the current work suggests that the last statement might not always hold if Bob does some measurements in different bases on the same subsystem. In such case, the effective program depends on the measurement basis of Bob, and Alice might not be able to fully know the program. The inclusion of measurements in different bases of Bob’s free choice is out of the situations considered in the proof of Theorem 1 of [5], but it should be regarded as valid since the measurements can be practically done.

Newman and Shi [12] (see also [13]), concurrently with Lai and Chung [10], showed that ITS-QFHE schemes require communication cost (including entanglement cost) that is at least exponential in the number of input qubits, where “ITS” allows a negligible amount of data leakage. This is based on the work of Nayak [20].

On computing two-party classical functions with quantum circuits, Lo [21] studied the data privacy in the case that the output is on one party only, and both parties know the function. The security of two-party quantum computation for fixed classical function with both parties knowing the outcome has been studied by Buhrman et al. [22].

There is a line of work on partially-ITS QHE, which are sometimes limited to certain types of circuits. In the scheme of Rohde et al. [3], only a logarithmic amount of information about the data is hidden, and the type of circuit is limited to Boson sampling. Tan et al. [6] presented a QHE scheme that allows some types of quantum circuits and hides only partial information (but more than that in [3]) about the data. Ouyang et al. [7] presented a scheme that hides almost all information about the data, but can only perform Clifford gates and a constant number of non-Clifford gates. In the scheme in [7], the party with initial data could cheat by replacing the mixed qubits by pure qubits in some particular input state to gain partial knowledge about the Clifford gates applied, without affecting the correctness of the evaluation. The degree of circuit privacy is related to the size of the code, thus it is in a tradeoff with data privacy.

The following results are based on the existence of computationally-secure classical homomorphic encryption schemes. Broadbent and Jeffery [8] presented two computationally-secure QFHE schemes that are relatively efficient for polynomial-sized quantum circuits with limited use of T gates (and arbitrary use of Clifford gates). A compact QFHE scheme was proposed by Dulek, Schaffner and Speelman [9]. Its complexity of decryption (but not the overall computation and communication costs) could be independent of the size of the circuit to be evaluated, by choosing the classical HE scheme in it appropriately. Mahadev [11] presented a quantum leveled fully homomorphic encryption scheme using classical homomorphic encryption schemes with certain properties. The client holding the program in the scheme is classical.
Some schemes for delegated quantum computation have been proposed [4, 23]. In their original form, they usually have good data privacy but are not necessarily strong in circuit privacy. The Supplementary Note 1 of [4] contains a method based on so-called “universal circuits” to achieve blind quantum computing (hiding the information about the circuit which is initially on the same party as the data) but this does not make it useful for the QHE problem, since the input data and the program are on opposite parties in QHE, unlike in BQC. It is pointed out in [14] (with details in [24]) that the protocol in [23] can be modified to become a blind quantum computing protocol having circuit privacy. This method is also not useful for QHE.

Lai and Chung [25] contains some lower bounds on the length of classical encryption key in an ITS QHE scheme. Our scheme does not violate these bounds.

III. PRELIMINARIES

First, we give a definition for quantum homomorphic encryption. Note the Encryption algorithm below absorbs both the key generation algorithm and the encryption algorithm in [3]. The measurements are explicitly allowed.

**Definition 1.** A quantum homomorphic encryption scheme (QHE) \( E \) contains the following three algorithms, where \( \lambda \) is the security parameter, and \( T \) refers to a quantum circuit which may contain measurements and quantum gates controlled by classical functions of measurement outcomes, \( \phi \) is an initial entangled resource state shared by Alice and Bob, and \( \sigma \) is the input data state of Alice.

1. Encryption algorithm \( \text{Encrypt}_E(\lambda, \sigma, \phi) \). The algorithm outputs some quantum state \( \Pi \) called the ciphertext. The reduced state of \( \Pi \) on Alice’s and Bob’s systems are denoted \( \Pi_a \) and \( \Pi_b \), respectively.

2. Evaluation algorithm \( \text{Evaluate}_E(\lambda, T, \Pi_b) \) that does a computation \( T \) on \( \Pi_b \) without decryption.

3. Decryption algorithm \( \text{Decrypt}_E(\lambda, \Pi_a, \Pi'_b) \), where \( \Pi'_b := \text{Evaluate}_E(\lambda, T, \Pi_a) \).

A scheme is correct if for any input state \( \sigma \) with associated ciphertext \( \Pi \), and any circuit \( T \) chosen from a set of permitted quantum circuits \( T_E \), \( \text{Decrypt}_E(\lambda, \Pi_a, \Pi'_b) = \text{Encrypt}_E(\lambda, \sigma, \phi) \) (up to a possible global phase). A scheme with perfect data privacy is one such that Bob cannot learn anything about the input \( \sigma \), except the size of the input, from \( \Pi_b \). The requirement of circuit privacy refers to that Alice does not learn anything about the circuit performed beyond what can be deduced from the result of the computation itself. In actual protocols we seem only able to approach this goal. A quantum fully homomorphic encryption (QFHE) scheme is one that is homomorphic for all circuits, i.e. the set \( T_E \) is the set of all unitary quantum circuits. For more details about the security notions in QHE, see [3].

Let \( X = \sigma_x = \begin{pmatrix} 0 & 1 \\ 1 & 0 \end{pmatrix}, \sigma_y = \begin{pmatrix} 0 & -i \\ i & 0 \end{pmatrix}, Z = \sigma_z = \begin{pmatrix} 1 & 0 \\ 0 & -1 \end{pmatrix}, \) and \( I = \begin{pmatrix} 1 & 0 \\ 0 & 1 \end{pmatrix} \). The set of Clifford gates is defined as the set of unitaries \( U \) satisfying \( UPU^\dagger = \pm P' \), where \( P \) and \( P' \) are tensor products of Pauli operators. The \( n \)-qubit Clifford gates form a group called Clifford group. Since we ignore the global phase here, the size of the \( n \)-qubit Clifford group is \( \frac{1}{8} \) of an expression given in [26]. In particular, the one-qubit Clifford group has 24 elements. Let the rotations of angle \( \theta \) about the three axes of the Bloch sphere be \( R_y(\theta) = \begin{pmatrix} \cos \frac{\theta}{2} & -\sin \frac{\theta}{2} \\ -\sin \frac{\theta}{2} & \cos \frac{\theta}{2} \end{pmatrix}, R_z(\theta) = \begin{pmatrix} 1 & 0 \\ 0 & e^{i\theta} \end{pmatrix}, \) and \( R_x(\theta) = \begin{pmatrix} \cos \frac{\theta}{2} & -i\sin \frac{\theta}{2} \\ -i\sin \frac{\theta}{2} & \cos \frac{\theta}{2} \end{pmatrix} \). Let \( T = \begin{pmatrix} 1 & 0 \\ 0 & e^{i\pi/4} \end{pmatrix}, H = \frac{1}{\sqrt{2}} \begin{pmatrix} 1 & 1 \\ 1 & -1 \end{pmatrix}, \) and \( P = \begin{pmatrix} 1 & 0 \\ 0 & i \end{pmatrix} \). Any one-qubit Clifford gate (ignoring global phase, same below) can be decomposed using products of \( R_y(\frac{\pi}{4}) \) (proportional to \( e^{i\pi/4}\sigma_y \)) and \( R_z(\frac{\pi}{4}) \) (proportional to \( e^{i\pi/4}\sigma_z \)) in different sequences, or using the products of \( H \) and \( P \) in different sequences. The \( n \)-qubit Clifford gates can be decomposed into products of one-qubit Clifford gates and the CNOT (controlled-\( \sigma_z \)) gate. The Clifford gates and the \( T \) gate together form a universal set of gates for quantum computing. For more about universal sets of gates, see [26]. In this paper, the term “EPR pair” refers to two qubits in the state \( \frac{1}{\sqrt{2}}(|00\rangle + |11\rangle) \). Let \(|\rangle\rangle = \frac{1}{2}(|0\rangle + |1\rangle) \), and \(|\rangle\rangle = \frac{1}{2}(|0\rangle - |1\rangle) \).
We shall adopt the rebit quantum computation formalism in \[28\] in parts of our schemes. States of complex amplitudes can be represented by states of real amplitudes with only one extra qubit. Let there be an ancillary qubit with an orthonormal basis \(\{|R\rangle, |I\rangle\}\). The following non-unitary encoding is used in \[28\]:

\[
(a + bi)|0\rangle + (c + di)|1\rangle \rightarrow a|0\rangle|R\rangle + b|0\rangle|I\rangle + c|1\rangle|R\rangle + d|1\rangle|I\rangle,
\]

where \(a, b, c, d\) are real numbers. When there are \(n\) qubits in the initial input, only one ancillary qubit is needed. This ancillary qubit will be called the “phase qubit” in this paper. For Scheme 1 in this paper, we only need to deal with real input states, and in this case the initial encoding is trivial.

Next, we introduce how to apply gates on such representation. A unitary rotation \(R_z(\theta)\) in the \(Z\) basis of an original qubit is mapped to a controlled-\(R_y(2\theta)\) on the real (i.e. original) qubit and the phase qubit, with the real qubit as the control. A unitary rotation in the \(Y\) basis of an original qubit is still the same gate on the original qubit, and no action is needed on the phase qubit. An entangling two-qubit gate \(F(\frac{\pi}{2})\) [which is controlled-\(R_y(\pi)\)] is implemented by the same gate on the original qubits, and no action is needed on the phase qubit. These gates are all real (meaning that their matrix elements are real), and they can generate all possible unitary operations on any number of qubits, hence quantum computation in this particular representation can be done using only real gates. Let us denote three corrections.

In the following paragraphs, we show how an unknown logical one-qubit Clifford gate can be implemented up to a phase by just performing the gates in \(S_0\) and the uncertain gates in the set \(\{I, R_y(\frac{\pi}{2}), \sigma_y, R_y(3\frac{\pi}{2})\}\). We shall call the latter gate the uncertain \(R_y(\frac{k\pi}{2})\) gate. The uncertain \(R_y(\frac{\pi}{2})\) gate on Alice’s side is generated using the gadget shown in Fig. 1 which initially contains an EPR pair shared by Alice and Bob. Alice performs a controlled-\(i\sigma_y\) gate with her part of the EPR pair as the control and the data qubit (assumed to be real) as the target. Then she performs a \(R_y(\frac{\pi}{2})\) gate on her qubit in the EPR pair and measures it in the \(Z\) basis (with basis states being |0\rangle or |1\rangle). Bob performs a \(R_y(\frac{k\pi}{2})\) gate and does a measurement in the \(Z\) basis, where \(j \in \{0, 1\}\). The choice of \(j\) determines the gate applied on Alice’s qubit up to a correction \(R_y(\pi) = -i\sigma_y\) (this is a real matrix which is convenient for use with rebits) and a phase. Such correction can be commuted through the Clifford gates performed later with some Pauli operators as corrections.

Inspired by an H-gate gadget construction in \[29\], we give a construction using \(R_z(\frac{\pi}{2})\) and \(R_y(\frac{k\pi}{2})\) for some integers \(j\) to implement one of the four gates \(R_z(\frac{k\pi}{2})\), where \(k \in \{0, 1, 2, 3\}\). We have

\[
R_z(\frac{\pi}{2}) = e^{i\phi}R_y(\frac{\pi}{2})R_z(\frac{\pi}{2})R_y(\frac{\pi}{2})R_y(-\frac{\pi}{2}),
\]

(2)

\[
R_z(-\frac{k\pi}{2}) = e^{i\gamma_k}R_x(-\frac{\pi}{2})R_y(\frac{k\pi}{2})R_x(\frac{\pi}{2}), \quad \text{for} \quad k = 0, 1, 2, 3,
\]

(3)

where \(\phi\) and \(\gamma_k\) are real constants, and \(R_z(\frac{\pi}{2}) = \frac{1}{\sqrt{2}}\begin{pmatrix} 1 & -i \\ -i & 1 \end{pmatrix}\). Hence the uncertain \(R_y(\frac{k\pi}{2})\) gate can be implemented using the uncertain \(R_y(\frac{\pi}{2})\) gate and the gate \(R_z(\frac{\pi}{2})\) which is in \(S_0\). Since \(R_z(\frac{\pi}{2})\) and \(R_y(\frac{\pi}{2})\) generate the single-qubit Clifford group, the two types of uncertain gates generate the same group.

We also notice that a \(T_y = R_y(\frac{\pi}{4})\) gate can be implemented using the same gadget. Alice’s action is still the same as before. Bob does some gate \(R_y(\frac{\pi}{4})\) with \(j = 1\) or \(3\) before doing a \(Z\)-basis measurement. The choice of \(j\) depends on Alice and Bob’s previous measurement results. All previous gadgets and fixed gates give rise to some Pauli operators known to Bob (which are to be corrected by Alice later), and these Pauli operators cause some Pauli operator \(Z\) on Bob’s qubit in the gadget, which is corrected by Bob’s choice of gate before measurement in the gadget. Generally, Bob may implement a \(R_y(\theta)\) gate for any real \(\theta\), by suitably choosing his gate before measurement in the gadget. We omit the details here, since this is a special case of the more general multi-qubit \(Y\)-diagonal gate in Scheme 1 below.
do a measurement of the phase qubit in the imaginary parts in the output state, and the wanted part is real. Then we may still have some probability of success:

\[ \text{representation of the phase qubit. If the required output of Scheme 1 is classical, we only need to measure the}\]

\[ \text{remaining qubits to get the result. If an output state with complex amplitudes is required, we may measure the}\]

\[ \text{additional analysis in the case of}\]

\[ \text{is a bipartite version of a group-based local quantum computing scheme [32], with}\]

\[ \text{is correct.}\]

\[ \text{The Scheme 1 allows continuous families of multi-qubit gates to be performed using relatively few gadgets. Bob}\]

\[ \text{The implementation a logical}\]

\[ \text{since} \]

\[ \text{The output of Scheme 1 is similar to the form of (1) except for a minor difference in the representation of the phase qubit. If the required output of Scheme 1 is classical, we only need to measure the qubits except the phase qubit to get the outcome. There might be other applications in which there are both real and imaginary parts in the output state, and the wanted part is real. Then we may still have some probability of success: do a measurement of the phase qubit in the } \{ |R\rangle, |I\rangle \} \text{ basis, and if the outcome corresponds to } |R\rangle, \text{ we then measure the remaining qubits to get the result. If an output state with complex amplitudes is required, we may measure the phase qubit in the } \{ (|R\rangle + |I\rangle)/\sqrt{2}, (|R\rangle - |I\rangle)/\sqrt{2} \} \text{ basis, and if the result is the first one, we know the output state is correct.}\]

\[ \text{The Scheme 1 allows continuous families of multi-qubit gates to be performed using relatively few gadgets. Bob}\]

\[ \text{requires to be able to perform more general operations than single-qubit measurements. The ability to perform two-qubit gates and single-qubit measurements is enough, but for better efficiency, he should do gates on more than two qubits.}\]

\[ \text{The scheme implements some } Y\text{-diagonal unitaries. Since } Y\text{-diagonal unitaries on multiple qubits are not necessarily real, we find a real unitary on an enlarged system that includes the original qubits and the phase qubit of Alice’s. This is done by replacing each phase } e^{i\theta} \text{ in the original unitary with a } R_y(2\theta) \text{ gate on Alice’s phase qubit. For data privacy, we do not directly add a gate gadget for Alice’s phase qubit. That is why the Scheme 1 uses an EPR pair as phase qubits. Such EPR pair has the property that a unitary on one of the qubits is equivalent to the transpose of such unitary on the other qubit. By performing } \sigma_y \text{ on Bob’s phase qubit, we effectively perform a } \sigma_y^T = -\sigma_y \text{ gate on Alice’s phase qubit.}\]

\[ \text{The implementation a logical } Y\text{-diagonal unitary uses the group-based protocol of remote implementation of unitary operators in [30]. Such protocol is derived from the protocol for implementation of double-group unitaries on two parties [31], and the latter protocol is actually used at the physical level here. The double-group unitary protocol is a bipartite version of a group-based local quantum computing scheme [32], with additional analysis in the case of projective representations. In the current work, we only deal with the simple case of ordinary representation of a group, and the group is Abelian: it is the } K\text{-fold direct product of the } C_2 \text{ group (the group with two elements), denoted as } C_2^K. \text{ In Scheme 1 we have } K = k + 1, \text{ where } k \text{ is the number of qubits involved in the logical } Y\text{-diagonal unitary. The paper [30] contains the detailed steps for the remote unitary protocol for the case of ordinary representation of a group. In Scheme 1 we have a qubit of the target system on Bob’s side while other } k \text{ qubits are on Alice’s side, but the procedure is roughly the same as in [30]; the reader may look into [31] for details of the double-group unitary protocol. The unitary operators used in the current case are } \bigotimes_{i=1}^{K} \sigma_{y,i}^{a_i}, \text{ where } a_i \in \{0, 1\}, \text{ and the subscript } i \text{ means }\]
the gate acts on qubit $i$. Note that we use $\sigma_y$ on Bob’s phase qubit rather than $\sigma_y^T$, to make the expression above look uniform. This requires expanding the original unitary on $k$ data qubits and Alice’s phase qubit in terms of $\{I, \sigma_y\}$ on Alice’s phase qubit and $\{I, \sigma_y\}$ on other qubits. The target unitary $U$ (on $k$ data qubits and Bob’s phase qubit) is diagonal in the $Y$ axis, so it can be expanded using such a set of unitary operators:

$$U = \sum_f c(f)V(f),$$  \hspace{1cm} \text{(4)}$$

where $f$ is a group element in $C_2^K$, and can be represented using a binary string of length $K$, consisting of the bits $a_i$: $f = (a_1, \ldots, a_K)$. The unitary $V(f)$ is of the form $\bigotimes_{i=1}^K \sigma_{y,ai}$. The coefficients $c_f$ appear in the unitary matrix $C$ in the remote unitary scheme. From the equation (45) in [31], the matrix $C$ is defined using (ignoring phases since we are dealing with ordinary representations here)

$$C_{g,f} = c(g^{-1}f),$$  \hspace{1cm} \text{(5)}$$

where $g^{-1}$ and $f$ are group elements, and their product is the group multiplication. When each element is represented using a binary string of length $K$ as mentioned above, the group multiplication is just the addition modulo 2 on each position of the vector. The corrections are $V(g)^T$. In the current case, it amounts to $I$ or $\sigma_y$ [equivalent to $R_y(\pi)$ up to a global phase] on each qubit. It is shown in [32] that when $U$ is unitary and that the $\{V(f)\}$ is an ordinary representation, it is guaranteed that there exists at least one irreducible representation $C$ that is unitary. Further, if the $\{V(f)\}$ is a linearly independent set (which is true for the current case), then $C$ is unique. These statements are extended in [31] to the case of projective representations.

Some note about a particular step in the scheme: Bob’s $P^\dagger$ or $P$ gates on his qubit in each gadget are the product of two gates: one of them is $I$ or $Z$, which is a correction according to Alice’s measurement outcome, and the other is a fixed $P^\dagger$ gate to correct for the phase $i$ in the $i\sigma_y$ gate in the gadget. Bob’s such gates can also be absorbed into his unitary $C$.

Statements about the data privacy and circuit privacy in Scheme $\Pi$ is in Theorems $\Pi$ and $\Pi^\Pi$ below.

(2) About Scheme $\Pi^\Pi$. Based on Scheme $\Pi$, we propose the following Scheme $\Pi^\Pi$ for computing linear polynomials with classical input. It is useful for computing $y = (c + \sum_{i=1}^n a_i x_i) \mod 2$, where $x_i$ are bit values of Alice’s classical input, and $a_i$ and $c$ are constant bits known to Bob. The Scheme $\Pi^\Pi$ uses $n$ EPR pairs as phase qubits. Its general structure largely inherits that of Scheme $\Pi$ some Clifford gates on the data and phase qubits, and some gate gadgets shown in Fig. $\Pi$ but some extra classical computation is done near the end of the protocol. A small simplification is that there is no additional ancillary qubit for working with each of Bob’s phase qubit in Scheme $\Pi^\Pi$ unlike in Scheme $\Pi$.

In the scheme, a remote group-unitary protocol of the type in [30] is used. The group is $C_3^Z$, and the operators in the group representation are $\bigotimes_{i=1}^3 \sigma_{y,ai}$, where $a_i \in \{0, 1\}$. The current instance of the $C$ operator of the general form Eq. (5) is a three-qubit gate $C$ defined as follows:

$$C = \frac{1}{2} \begin{pmatrix} 1 & 0 & -i & 0 & 0 & 1 & 0 & i \\ 1 & 0 & 0 & 0 & 0 & 0 & i & 0 \\ -i & 0 & 0 & 0 & i & 0 & 1 \\ 0 & -i & 0 & 1 & i & 0 & 0 \\ 0 & 0 & i & 0 & 1 & 0 & -i \\ 1 & 0 & i & 0 & 0 & 1 & 0 & -i \\ 0 & i & 0 & 1 & -i & 0 & 1 & 0 \\ 0 & 0 & 1 & 0 & -i & 0 & 1 & 0 \end{pmatrix},$$  \hspace{1cm} \text{(6)}$$

For data privacy in the schemes above, we have the following theorem.

Theorem 1. (i) When Scheme $\Pi$ is used for almost-commuting circuits, the data in the input state which is the direct product of a real state in the $Z$ or $X$ basis (with the choice of such bases dependent on the circuit) on all but one qubit and a real state on the exceptional qubit is perfectly secure.

(ii) When Scheme $\Pi^\Pi$ is used for computing linear polynomials, the input classical data is perfectly secure.
in Scheme 1.

In [33, Theorem 1], consider the case that the initial maximum classical mutual information is limited to once on each of the other data qubits.

1. Alice and Bob initially share some EPR pairs. Alice prepares the classical input state in the data qubits. They use an EPR pair to be used as phase qubits. It is assumed that both parties know the general form and the fixed one-qubit gates in the desired circuit, except that the details of the Y-diagonal unitaries are known only to Bob.

2. Alice implements the fixed gates and her part of the gate gadgets. The logical $R_y(j\pi)$ ($j = 1, 2, 3$) gates are implemented using the controlled-$R_y(j\pi)$ gate on the real data qubit and her phase qubit. For a logical Y-diagonal unitary acting on one or more qubits, a unitary diagonal in the Y basis of all involved data qubits and Bob’s phase qubit is implemented with the help of a local ancilla qubit of Bob’s and some gate gadgets (each on one data qubit) similar to the one in Fig. I but with Bob’s operations modified. As a preparation, Bob initializes each ancillary qubit in the $|+\rangle$ state, and applies a controlled-$\sigma_y$ gate between the ancilla qubit and his phase qubit, with the latter qubit as the target. Each gadget initially contains an EPR pair of qubits: $a$ on Alice’s side, and $b$ on Bob’s side. Alice performs a local controlled-$i\sigma_y$ gate with the qubit $a$ as the control, and the real data qubit as the target. She then does a $R_y(j\pi)$ gate followed by a $Z$-basis measurement on the qubit $a$. She sends Bob all available measurement outcomes.

3. Bob receives Alice’s message. He maintains a list of Pauli corrections for the data qubits and Alice’s phase qubit, and initially they are all $I$. For each gadget, if Alice’s measurement outcome in this gadget corresponds to $|0\rangle$, he does a $P^I = \begin{pmatrix} 1 & 0 \\ 0 & -i \end{pmatrix}$ gate on his qubit in the gadget; otherwise he does a $P$ gate on this qubit. When there are $Z$ or $X$ in his list of Pauli corrections, he also does $Z$ gates on the relevant qubits in the gadgets. For a $Y$-diagonal unitary which may act on multiple qubits, he does a unitary transform $C$ given in Eq. (5) which acts jointly on all his qubits in the relevant gate gadgets and his current ancilla qubit. He then does a measurement in the $Z$ basis on each of the transformed qubits. According to the measurement results, he updates his list of Pauli corrections $[R_y(\pi)$ for each measurement outcome $1]$, in particular, a measurement outcome corresponding to $|1\rangle$ on his ancilla qubit gives rise to a record of $R_y(\pi)$ correction on Alice’s phase qubit in his list. He updates the list when passing each fixed gate or later Y-diagonal unitaries in the circuit. When he reaches the end of the circuit, he sends the required part of the list of Pauli corrections to Alice. He teleports his phase qubit to Alice if the output of the phase qubit is required in the computation task.

4. Alice applies Pauli corrections on the data qubits and the phase qubit (the correction on the phase qubit may be omitted depending on applications). The output state is of a form similar to (1) but with the phase qubit now represented using two entangled qubits. If the phase information is required as part of the output, she does a $Z$ measurement on one of the two physical phase qubits, and does a $R_y(\pi)$ correction on the other phase qubit if the measurement outcome is 1.

The proof is in Appendix [A] Note that when the input size $n$ is 1, any real one-qubit state can be used as the input in Scheme [II]

For circuit privacy, we have the following theorem. (The input size is $n$.)

**Theorem 2.** (i) If Scheme [II] is used for implementing a unitary, then Alice learns at most $2n$ or $2n + 2$ (in the case that Bob’s phase qubit is teleported to Alice) bits of information about the circuit.

(ii) If Scheme [III] is used for computing a classical function with $k$ output bits, then Alice learns at most $k$ bits of information about the circuit.

(iii) In Scheme [IV] Alice learns at most 1 bit of information about the circuit.

**Proof.** In [33, Theorem 1], consider the case that the initial maximum classical mutual information $I_c(\rho) = 0$, which means two systems $A$ and $B$ satisfy that $\rho_{AB} = \rho_A \otimes \rho_B$. After $l$ bits of classical communication in one direction, the maximum classical mutual information is at most $l$ bits. Consider adding a hypothetical program register in Scheme [III] or [IV] on Bob’s side, and call it $C$. After Alice has sent measurement outcomes to Bob in the scheme, the combined system of Alice’s system (denoted $A$) and $C$ is in a direct product (mixed) state. Then, after some local operations on Bob’s side between $C$ and Bob’s other systems, the systems $A$ and $C$ is still in a direct product (mixed) state.
The type of allowed circuits: those calculating a linear polynomial \( y = (c + \sum_{i=1}^{n} a_i x_i) \mod 2 \), where \( x_i \) are bit values of Alice’s classical input, and \( a_i \) and \( c \) are constant bits known to Bob.

1. Alice encodes the input classical state into \(|0\rangle\) or \(|1\rangle\) on the data qubits. Alice and Bob share \( n \) EPR pairs to be used in gate gadgets, and another \( n \) EPR pairs to be used as phase qubits. They share yet another \( n \) EPR pairs, and Alice’s qubits in these pairs will be used for storing intermediate results, while Bob’s qubits are for performing gates on Alice’s corresponding qubits.

2. Alice does a \( W \) gate on each data qubit and its associated phase qubit. The \( W \) is given by
\[
W = \begin{pmatrix}
1 & -R_y(\pi) \\
-R_y(\pi) & 1
\end{pmatrix}.
\]

She then does her part of the operations in each gate gadget shown in Fig. \( \blacksquare \) Bob’s operations is modified and is specified in the next step.

3. For each gate gadget on a data qubit, if Alice’s measurement outcome in this gadget corresponds to \(|0\rangle\), Bob does a \( P^1 = \begin{pmatrix} 1 & 0 \\ 0 & -i \end{pmatrix} \) gate on his qubit in the gadget; otherwise he does a \( P \) gate on this qubit. For each of his qubits in the EPR pairs for intermediate registers, he does a \( P \) gate. For each of his phase qubits, he does a \( P \) gate. For each gate gadget on a data qubit, Bob performs a unitary on the following three qubits: his qubit in the gadget, a qubit entangled with Alice’s intermediate register, and a phase qubit on his side. The unitary is \( C \) (defined in (6)) or the identity. The choice is \( C \) if the corresponding \( a_i \) is 1. The \( C \) implements a unitary \( U = I \otimes I \otimes I - I \otimes \sigma_y \otimes I + \sigma_y \otimes I \otimes \sigma_y + i \sigma_y \otimes \sigma_y \otimes \sigma_y \) on the three target qubits of Alice’s up to Pauli corrections. It can be expressed as
\[
U = \frac{1}{2}
\begin{pmatrix}
I & -I & R_y(\pi) & R_y(\pi) \\
I & I & -R_y(\pi) & R_y(\pi) \\
-R_y(\pi) & R_y(\pi) & I & -I \\
R_y(\pi) & -R_y(\pi) & I & I
\end{pmatrix}.
\]

Bob measures each of the three qubits in the \( Z \) basis, and updates his Pauli corrections. Each measurement outcome “1” of Bob corresponds to a \( R_y(\pi) \) gate on the corresponding qubit on Alice’s side.

4. Alice optionally performs a \( W^\dagger \) gate on each data qubit and its associated phase qubit. Omitting this step does not affect the outcome of the scheme. The above procedure implements a controlled-\( R_y(\pi) \) gate on a data qubit and an intermediate register up to possible corrections \( R_y(\pi) \) on the intermediate register and other qubits, whenever the corresponding \( a_i = 1 \); otherwise it implements an identity gate up to possible corrections \( R_y(\pi) \) on the same qubits. Thus the bit value of the input data qubit is selectively copied to the intermediate register, up to a possible bit flip known to Bob.

5. Alice measures the intermediate registers in the \( Z \) basis, and calculates the bitwise XOR value of the outcomes. Bob calculates the XOR value of \( c \) and all his correction keys for the individual intermediate registers, and sends the resulting classical bit to Alice. Alice corrects the output by a bit flip if the sent bit from Bob is 1, and the result is the final output.

Then \( l \) bits of classical message is sent by Bob to Alice. Applying \( \square \) Theorem 1] to this case, we get that the final maximum classical mutual information is at most \( l \) bits. This means Alice learns at most \( l \) bits of information about the program register \( C \). Thus the assertions hold. \( \square \)

(3) About Scheme \( \square \). In Scheme \( \square \) we denote an upper bound on the number of \( T \) gates in the desired circuit as \( R \). The scheme makes use of some ideas from the computationally-secure QHE scheme TP in \( \square \): the idea of teleporting the state to Bob’s side to let him do the gates; and the garden-hose construction for doing a Clifford gate depending on the exclusive-OR of two bits at opposite parties (Appendix \( \square \)). It also uses many instances of Scheme \( \square \) (called the lower-level scheme here), except the very last small step in it, namely the correction of the output bit by Alice according to Bob’s message. This is because in Scheme \( \square \) we do not let Bob send messages to Alice except at the very end. The general structure of the scheme in \( \square \) is that Alice first teleports the input state to Bob’s side, but withholds the Pauli keys, and Bob performs the Clifford gates and the \( T \) gates in the desired circuit, while the
corrections are calculated with the help of a classical HE scheme and some measurement on some EPR pairs (based on the “garden hose” technique developed in some related papers). In this work we get rid of the classical HE scheme, and only use the most elementary instance of the “garden hose” model. By combining Scheme 2 with the simple “garden hose” model in Appendix B, we obtain an information-theoretically-secure QHE scheme, with the caveat that the communication from Alice to Bob has many stages at fixed scheduled times, but there is no communication from Bob in between. So the overall communication can still be roughly regarded as consisting of two stages in opposite directions. The final Pauli corrections on data qubits depend on 2\(n\) bits from Bob, thus, if the caveat above is ignored, we may regard the scheme as a compact scheme.

In the scheme, we make use of the following polynomials to update the initial Pauli keys. The \(f_{a,i}\) and \(f_{b,i}\) \((i = 1, \ldots, n)\) are key-updating polynomials which are linear polynomials in \(2n + 15R\) variables. All variables are in the finite field \(\mathbb{F}_2\). The first \(2n\) variables are the initial Pauli keys \(a, i\) and \(b, i\) \((i = 1, \ldots, n)\), corresponding to the Pauli operator \(\bigotimes_{i=1}^{n} X_i^{a,i}Z_i^{b,i}\) applied on \(n\) qubits, and the next \(R\) variables are Alice’s outcomes in \(R\) instances of Scheme 2, while the other 14\(R\) variables are jointly determined by some previous outcomes of Alice and the outcomes of Alice’s local Bell-state measurements in the garden-hose gadget shown in Appendix B. (The “previous outcomes of Alice” are related to whether some of Alice’s local Bell-state measurements are actually done, and zero results are recorded for those Bell-state measurements not actually done.) The output of the polynomials are \(\{f_{a,i}, f_{b,i}\}_{i=1}^{n}\), corresponding to the Pauli correction \(\bigotimes_{i=1}^{n} X_i^{f_{a,i}}Z_i^{f_{b,i}}\). The key-update rules for the first \(2n\) variables under the action of Clifford gates are reversible (hence no new variables need to be introduced), and they can be easily obtained from the following relations:

\[
\begin{align*}
PX &= iXZP, & PZ &= ZP, \\
HX &= ZH, & HZ &= XH, \\
\text{CNOT}_{12}(X_1^aZ_2^b \otimes X_2^aZ_2^b) &= (X_1^aZ_1^{b+d} \otimes X_2^aZ_2^d)\text{CNOT}_{12},
\end{align*}
\]

where the \(\oplus\) is addition modulo 2, and in the gate \(\text{CNOT}_{12}\), the qubit 1 is the control. The key-update rules for the first \(2n\) variables under the \(T\) gate can be obtained from the relations

\[
TZ = ZT, \quad TX = e^{\pi i/4}XZPT.
\]

More details about the key-update rules are in \[9\]. For the other variables, we do not update them once they are generated, but we change the coefficients for them in the polynomials in instances of Scheme 2.

The Scheme 3 works for any quantum input, including states with complex amplitudes, and mixed states. There are \(2n + R\) instances of Scheme 2 in Scheme 3. There are \(R\) instances of the gadget in Appendix B for correcting an unwanted \(P\) gate after a \(T\) gate, up to Pauli corrections.

The correctness of Scheme 3 follows from the correctness of Scheme 2 and our way of using the scheme \(TP\) in \[9\]. The total classical communication cost and entanglement cost are \(O(n^2 + R^2)\) (bits and ebits, respectively), as there are \(R + 2n\) instances of the lower-level schemes, each of which uses \(O(n + R)\) EPR pairs and the same amount of classical communication. Bob sends to Alice \(2n\) bits in total. But if some classical output of \(k\) bits is wanted instead of the full output state, Bob could just send Alice \(k\) bits.

From the steps of Scheme 3 and the data privacy of the lower-level scheme, it can be determined that the data is still perfectly secure in the higher-level scheme.

In this scheme, Alice learns at most \(2n\) bits about the circuit, which is the amount of classical communication from Bob to Alice, according to the proof of Theorem 2. This degree of circuit privacy is already optimal for general unitary circuits, although for special types of circuits with restricted output, there may be better schemes. The reason why this is optimal in general is that Alice could always use dense coding to learn \(2n\) bits from the output of the computation; for restricted types of circuits, there may be redundant information contained in these \(2n\) bits. In the case that the circuit is Clifford, Alice still learns at most \(2n\) bits about the circuit, which is much fewer than the \(O(n^2)\) bits needed to describe a general Clifford circuit on \(n\) qubits (for the size of the Clifford group without ignoring global phases, c.f. \[20\]).
**Scheme 3 QHE for general quantum input**

1. Alice and Bob initially share some EPR pairs. Alice performs the local operations in teleporting the \( n \) encrypted data qubits to Bob without sending any message to Bob. This means Bob instantly receives \( n \) data qubits with unknown Pauli masks. She keeps a classical copy of the Pauli keys corresponding to the measurement results in teleportation, and stores \( R + 2n \) copies of them in quantum registers.

2. For each of the \( R \) Clifford stages before a \( T \) gate in the target circuit, the two parties do the following according to a fixed time schedule.

   (a) According to the desired circuit, Bob performs local Clifford gates on the “received” \( n \) data qubits. For the \( T \) gate in the desired circuit, Bob does the \( T \) gate.

   (b) The two parties do an instance of Scheme 2 (with the last bit flip by Alice in Scheme 2 omitted). This requires Bob to wait for Alice’s message before he does quantum operations, but while waiting, he could do some local classical calculations for finding the coefficients in the polynomials (including the constant term \( c \) in the polynomial) to be used in the instance of Scheme 2. The coefficients are calculated based on Bob’s previous measurement outcomes, his outcomes in previous instances of Scheme 2 and his knowledge about the desired circuit. Alice performs her first part of operations in this instance of Scheme 2 (up to sending messages to Bob), with the first 2\( n \) variables being the initial Pauli keys and other variables being her previous Bell-state measurement outcomes and her outcome in previous instances of Scheme 2. After receiving Alice’s message which happens before some scheduled time, Bob performs his part of operations in the lower-level scheme before some other scheduled time. At some later scheduled time, Alice does the remaining operations in the lower-level scheme. Each party obtains a bit as their outcome for the instance of Scheme 2.

   (c) The XOR value of the two bits obtained above indicates whether a \( \mathcal{P}^T \) correction needs to be performed. Starting from some pre-arranged time, the two parties perform the Bell-state measurements in the garden-hose gadget in Appendix B and locally record the outcomes: the result for those Bell-state measurements corresponding to \( X^jZ^k \) corrections are recorded as two bits \( j \) and \( k \), while the result for those Bell-state measurements not actually performed are recorded as zero.

3. At some scheduled time, Bob does the final stage of Clifford gates in the desired circuit on the encoded data qubits. He does local operations in teleporting the \( n \) encoded data qubits to Alice, but without sending her the measurement outcomes in the teleportation.

4. At some scheduled time, Alice and Bob perform the following procedure 2\( n \) times in parallel, each for calculating a Pauli key on one of the \( n \) output qubits in the higher-level scheme. The procedure is as follows: Bob does classical calculations to find a polynomial. The coefficients of the polynomial are determined from Bob’s previous measurement outcomes, his outcomes in previous instances of Scheme 2 from step 2 above, and his knowledge about the desired circuit. Alice performs the first part of operations in an instance of Scheme 2 (up to sending messages to Bob) with the input data being her 2\( n \) initial encryption keys, plus the measurement outcomes in the garden-hose gadgets and her outcomes in previous instances of Scheme 2 from step 2 above. After receiving Alice’s message, Bob performs the gates and measurements in the instance of the lower-level scheme. Bob corrects his part of the correction key (one bit) using the measurement outcome in teleportation in the previous step, and sends the resulting bit to Alice. Alice completes the last part of the lower-level scheme and uses the bit from Bob’s message to correct the outcome, and regards the result as a Pauli correction key in the higher-level scheme.

5. Alice applies Pauli gates on the data qubits according to the keys from the last step, to get the output state.

**V. DISCUSSION**

The reason why rebits are used is to avoid data leakage: if qubits with complex amplitudes are used, after some measurements are done on the Alice side in the protocol, and the outcomes are sent to Bob, it is often the case that some information about the data would have been sent to Bob. It would be good to understand better the “phase qubit” and its possible applications.

Some other two-party quantum computing scenarios include: (i) the data is a joint (quantum) state on both parties.
and the program is known only to Bob; (ii) the data is a joint (quantum) state on both parties and the program is known to both parties. Both parties try to hide their part of the data and the private program if any. The output in each scenario may be on either party or on both parties, and may be quantum or classical. Some cases in the two scenarios above may be variants of the quantum private information retrieval problem when the circuit is of polynomial size.

VI. CONCLUSION

In this paper, we have constructed an information-theoretically-secure quantum homomorphic encryption scheme for polynomial-sized circuits. Some further issues to investigate include: whether the resource cost estimate can be improved; how to optimize the scheme for particular sets of allowed circuits; the implication for privacy in the two-party problems mentioned in the previous section; composable security; how to make the scheme fault-tolerant; the verifiability of the actions of each party in the scheme; whether there is a version of the scheme in the measurement-based computing model. In view of the results on classical-client blind quantum computing by Mantri et al, and computationally-secure QHE scheme with classical client, we may ask whether in an information-theoretically-secure QHE scheme, the party with the initial program can be fully classical (possibly with some compromise on circuit privacy and data privacy).
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Appendix A: Proof of data privacy in Schemes 1 and 2

The following is a proof for Theorem 1.

Proof. (a) **Data privacy in Scheme 1** Alice’s measurement outcomes in the gate gadgets are uniformly random and independent. In the following we argue that Alice’s fixed gates, gate gadgets together with sending of her measurement outcomes to Bob do not reveal information about the data. As a preparation, since Alice’s measurement outcomes can be compensated by Z gates on Bob’s qubits, we may remove Alice’s qubit in the EPR pair in the gate gadgets and directly link Bob’s qubit in the gadget with Alice’s data qubit with a controlled-iσ_y gate.

After the above preparation, the fixed gates and the gate gadgets on Alice’s side contain only Clifford gates. This means that if we apply some initial R_y(π) operator on Alice’s input qubits, they will “commute” through the circuit with Pauli corrections on all the qubits, including Bob’s qubits. Since Bob’s qubits only interact with Alice’s qubits via the controlled-iσ_y gates, it can be found that any nontrivial Pauli correction on Bob’s qubits can only be Z up to a phase. For each input data qubit, there is a subset of Bob’s qubits that is subject to Z corrections resulting from the initial R_y(π) on that input data qubit. Since Bob’s qubits are connected to Alice’s part of the circuit via the controlled-iσ_y gates, the Z-basis information of each Bob’s qubit is reflected in Alice’s part of the circuit as a choice of i or R_y(π). Let us consider the reduced density operator of Bob’s. We argue that the off-diagonal terms are such that they are insensitive to the Z gates induced by Alice’s initial R_y(π) masks (the diagonal terms are trivially so, since Z only applies phases on the computational-basis states). Consider an off-diagonal term of the form \(|(g_1)i(h_1)|\), where \(|(g_i)|\) is the short-hand notation for \(|g_1i(h_1)|\), \(|g_2i(h_1)|\), ..., \(|g_{m}i(h_1)|\), where \(g_1, g_2, ..., g_m\) are bits, and \(m\) is the total number of Bob’s qubits. Note that the Z gates induced by a fixed initial mask pattern \(R_y(π)\) on some input data qubits may...
only bring a sign to this off-diagonal term when

\[
\sum_{i=1}^{m} (g'_i + h'_i) \mod 2 = 1,
\]

(A1)

where \(g'_i = g_i\) when the qubit \(i\) is subject to the \(Z\) correction resulting from this mask pattern, and \(g'_i = 0\) otherwise; the \(h'_i\) is similarly defined.

The two bit strings \((g_i)\) and \((h_i)\) correspond to two patterns of \(R_y(\pi)\)'s in Alice’s part of the circuit. In order to calculate the coefficient for the off-diagonal term \(|(g_i)\rangle\langle(h_i)|\), we need to calculate the partial trace on Alice’s side. Consider using the circuit diagram of Alice’s side with the target qubits in controlled-\(i\sigma_y\) gates replaced with \(R_y(\pi)\) when the corresponding \(g_i = 1\), and another circuit diagram similarly obtained using the bits \(h_i\) instead of the \(g_i\). The partial trace is usually calculated by using a concatenated circuit with the output ends of the two original circuits connected on each qubit line. Since it is symmetric, we may instead consider a “difference” circuit where the \(R_y(\pi)\) appears at the qubit originally linked to Bob’s \(i\)-th qubit when \((g_i + h_i) \mod 2 = 1\).

Suppose some initial mask pattern changes an off-diagonal term of the form \(|(g_i)\rangle\langle(h_i)|\) in Bob’s reduced density operator, then it must be that this term does not vanish. We now prove that the condition that the term satisfying Eq. (A1) does not vanish will give rise to a contradiction, then we will get that no initial mask pattern may change an off-diagonal term. Note that when we commute \(X\) or \(R_y(\pi)\) gates through a data qubit line in the circuit, they either preserve themselves (with possible corrections on neighboring qubits) or swap with each other. Thus, only an even number of \(R_y(\pi)\) operators on a qubit line may cancel out after commuting them on this line. If there is a qubit line on which the \(R_y(\pi)\) operators resulting from nonzero \(g_i\) and \(h_i\) cancel out [it must be that their resulting \(R_y(\pi)\) operators on the phase-qubit line also cancel out], then we may remove these operators, and change these \(g_i\) and \(h_i\) (and associated \(g'_i\) and \(h'_i\), if any) to zero, without affecting the two equations (which is due to the definition of \(g'_i\) and \(h'_i\) and the types of gates in the circuit), and look at a reduced case with fewer nonzero \(g_i\) and \(h_i\). After these reductions, we have that on at least one qubit line, the operators do not cancel out. [If no such line exists, Eq. (A1) is violated.] We may cancel out the \(R_y(\pi)\) operators on the same line in pairs, without affecting the two equations, so that only one or two operators remain on each line. If there is only one operator on a line, it must be that either \(R_y(\pi)\) or \(X\) appears at the beginning of the line after commuting the operator on this line to the beginning, then since the initial input is a basis state in the \(Z\) or \(X\) basis (with the choice of such bases dependent on the circuit), this input qubit is flipped (possibly with a minus sign), giving rise to zero partial trace. Then it must be that all remaining lines have two \(R_y(\pi)\) operators that remain, and there exists at least one line on which one operator corresponds to zero \((g'_i + h'_i) \mod 2\), and the other operator corresponds to a nonzero \((g'_i + h'_i) \mod 2\). Consider commuting these operators to the beginning of this line, then in the process the phase qubit is subject to an odd number of \(R_y(\pi)\) operators. Since the phase qubit is in a real state, an overall \(R_y(\pi)\) gate on it would give rise to zero partial trace on Alice’s side. For the partial trace to be nonzero, it must be that there is another qubit line with two \(R_y(\pi)\) operators. Since the circuit in Scheme 4 is an almost-commuting circuit, such a line cannot exist. This is a contradiction, thus it must be that no initial mask pattern may change any off-diagonal term in Bob’s reduced density operator.

In the above, we have shown that for any input state of the required type, and its padded states [with possible \(R_y(\pi)\) gates applied on some qubits], the reduced density operator of Bob’s system after receiving Alice’s measurement outcomes are the same. Thus for such input states, Bob’s reduced density operator is his part of the output for the input being the average state of all padded states, i.e. the maximally mixed state \(\frac{1}{2^n}I^\otimes n\). The case of probabilistic mixture of such states follows by linearity. Thus Bob does not receive any information about the input data.

(b) Data privacy in Scheme 4 Alice’s measurement outcomes in the gate gadgets are uniformly random and independent. We may adjust for Alice’s measurement outcomes by \(Z\) gates on Bob’s qubits in the gadgets, and then the data privacy can be directly checked by calculating Bob’s reduced density matrix corresponding to each data qubit for different classical inputs. This completes the proof. □

Appendix B: The garden-hose gadget that corrects an unwanted \(P\) gate

The Fig. 4 below shows a construction from 4 for correcting an unwanted \(P\) gate due to a \(T\) gate in the circuit with certain prior Pauli corrections. The input qubit starts from the position “in”, and ends up in a qubit on Bob’s side which is initially maximally entangled [in the state \(\frac{1}{\sqrt{2}}(|00\rangle + |11\rangle)\] with the qubit in the position “out”. The unwanted \(P\) on this qubit is corrected, but some other Pauli corrections are now needed because of the Bell-state measurements. These Pauli corrections are to be accounted for in the later evaluation of linear polynomials in the instances of Scheme 2 in the main Scheme 3. Note that in each use of this gadget, some of the Bell-state measurements
are not actually performed, dependent on the value of $p$ and $q$. The outcomes for those Bell-state measurements not actually performed are recorded as zero.

FIG. 2: A gadget from [9] for applying a $P^\dagger$ to a qubit initially at the position “in” if and only if $p + q = 1 \pmod{2}$, using the “garden hose” method. The dots connected by wavy lines are EPR pairs. The curved lines are for Bell-state measurements. For example, if $p = 0$ and $q = 1$, the qubit is teleported through the first and the fourth EPR pairs, with a $P^\dagger$ applied to it by Alice in between. The input qubit always ends up in a qubit on Bob’s side which is initially maximally entangled with the qubit in the position “out”. Note that in each use of this gadget, only 7 Bell-state measurements are actually performed; the bit values of $p$ and $q$ determine which pairs of qubits are subject to Bell-state measurements.