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Abstract

We investigate the security against the intercept/resend and translucent attacks on the quantum key distribution protocol based on the pre- and post-selection effect. In 2001, Bub proposed the quantum cryptography scheme, which was an application of the so-called mean king’s problem. We evaluate a probability that legitimate users cannot detect eavesdropper’s malicious acts for Bub’s protocol. We also estimate a probability that the eavesdropper guesses right at the random secret key one of the legitimate users tries to share with the other one. From rigorous mathematical and numerical analyses, we conclude that Bub’s protocol is weaker than the Bennett-Brassard protocol of 1984 (BB84) against both the intercept/resend and translucent attacks. Because Bub’s protocol uses a two-way quantum channel, the analyses of its security are tough to accomplish. We refer to their technical points accurately in the current paper. For example, we impose some constraints upon the eavesdropper’s strategies in order to let their degrees of freedom be small.

1 Introduction

The quantum key distribution is one of the practical goals that researchers in the field of quantum information attempt to achieve from both theoretical and experimental points of view. Since the Bennett-Brassard protocol of 1984 (BB84) and the Ekert protocol of
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1991 (E91) were proposed, the security of the quantum key distribution protocols has been studied eagerly [1, 2, 3].

The quantum key distribution is aimed at establishing a secure random secret key between two parties, Alice and Bob. For example, Alice and Bob can use this key for the one-time pad cipher. To examine the security of the quantum key distribution, we assume that the eavesdropper Eve can interact with the quantum channel through which Alice and Bob send and receive signals. For evaluating the security of the quantum cryptography in concrete terms, we study some typical strategies Eve pursues.

One of the simplest strategies that Eve follows is the intercept/resend attack [4]. In this attack, Eve makes a strong projective measurement on a signal emitted by Alice in an arbitrary basis and resends another new one to Bob depending on the result Eve obtains. If we construct quantum bits (qubits) from single photons, Eve can perform the intercept/resend attack only with passive linear optics, that is to say, beamsplitters, waveplates, photodetectors, and a single photon source. Eve does not need to prepare two-qubit gates that generate entanglement.

Another basic strategy that we consider is the translucent attack [5, 6, 7, 8]. In this strategy, Eve produces entanglement between the single qubit the legitimate user sends and her auxiliary quantum system, and waits until she obtains the public discussion between Alice and Bob to make a measurement on her auxiliary system. To make this attack on the single qubit Alice and Bob transmit, Eve has to use quantum circuits, in other words, a quantum computer, to generate entanglement between the signal and her own auxiliary system. Thus, the translucent attack is more difficult and sophisticated than the intercept/resend attack.

In 2001, Bub proposed a unique protocol for the quantum key distribution [9]. It is based on the pre- and post-selection effect, which Aharonov, Bergmann, and Lebowitz discovered [10, 11]. In Ref. [10], they discussed the measurement of a quantum system at time \( t \) between two other measurements performed at times \( t_1 \) and \( t_2 \), where \( t_1 < t < t_2 \), in the following situation.

We assume that the measurement at the time \( t_1 \) lets the quantum system be in the state \( |\psi_1(t_1)\rangle \). This state has the standard time evolution, \( |\psi_1(t)\rangle = U(t_1, t) |\psi_1(t_1)\rangle \). Simultaneously, we assume that the measurement at the time \( t_2 \) generates the state \( |\psi_2(t_2)\rangle \) for the quantum system. Its backward time evolution is given by \( \langle \psi_2(t) | = \langle \psi_2(t_2) | U(t, t_2) \). Then, the measurement at the time \( t \) of a variable \( C \) is obtained as

\[
\text{prob}(C = c_n) = \frac{|\langle \psi_2(t) | \hat{P}(C = c_n) |\psi_1(t)\rangle|^2}{\sum_j |\langle \psi_2(t) | \hat{P}(C = c_j) |\psi_1(t)\rangle|^2},
\]

where \( \hat{P}(C = c_j) \) is a projection operator made of an eigenvector with an eigenvalue \( c_j \). We put a hat on the symbols of the projection operators hereafter to draw your attention on them. Equation (1) is called the Aharonov-Bergmann-Lebowitz rule (ABL-rule). The ABL-rule is regarded as a new concept that gives a complete description of a quantum system in the time interval between two measurements, in other words, information about the system both from the past and from the future [12].

In Ref. [13], according to the ABL-rule, Vaidman, Aharonov, and Albert found a process, in which the results of measurements of \( \sigma_x \), \( \sigma_y \), and \( \sigma_z \) were ascertained with a
probability of unity. In their process, first, we prepare the maximally entangled initial state of two spin-1/2 particles. Second, we perform the spin measurement of $\sigma_x$, $\sigma_y$, or $\sigma_z$ on a single qubit that belongs to the initial entangled state. Third, we take a measurement on the composite system with an operator whose eigenvectors are entangled. Then, we obtain results of measurements of $\sigma_x$, $\sigma_y$, and $\sigma_z$ with a probability of unity although these operators do not commute. This counter-intuitive phenomenon is regarded as one of the pre- and post-selection effects.

The above process is known as a solution of the mean king’s problem [14]. Bub’s quantum key distribution protocol is a natural application of the result obtained in Ref. [13]. First, Alice prepares the initial two-qubit entangled state, and second, Bob performs the measurement of $\sigma_x$ or $\sigma_z$ at random on the single qubit owned by the initial two-qubit state. Third, Alice carries out the final measurement on the whole system with the entangled basis. Because the results of the measurements of $\sigma_x$ and $\sigma_z$ are ascertained with a probability of unity, Alice can share a random key with Bob.

In the present paper, first, we examine the security against the intercept/resend attack on Bub’s quantum key distribution protocol by evaluating a probability $P_{AB}$ that Alice and Bob cannot detect Eve’s illegal acts and a probability $P_E$ that Eve guesses right at the random secret key Alice obtains. We show that $P_{AB}$ and $P_E$ are given by $5/6 \simeq 0.833$ and $(5+3\sqrt{2})/10 \simeq 0.924$ respectively if Eve uses the Breidbart basis. From these results, we can conclude that Bub’s protocol is more vulnerable than the BB84 scheme under the intercept/resend attack.

Second, we study the security against the translucent attack on Bub’s protocol by estimating $P_{AB}$ and $P_E$. For the translucent attack, Eve lets her probe interact with the single qubit flying between Alice and Bob. Because the unitary transformation applied to Eve’s probe and the single qubit has many real parameters, it is very difficult to find Eve’s optimum strategy. Thus, imposing some constraints upon Eve’s unitary transformation, we make its degrees of freedom small and optimize her strategies. From these analyses, we can conclude that Bub’s protocol is not safer than the BB84 scheme under the translucent attacks, as well.

So far, the security against each specified attack on Bub’s quantum key distribution protocol has not been studied in a systematic manner. How about the security situation of this protocol is as follows. It has not been proved to be secure under the translucent attack or the coherent attack. Even its security against the intercept/resend attack has not been examined precisely yet. We have to say that the study of security of Bub’s protocol is still at a very early stage of development. This point is the motivation for the current paper.

In Sec. 2 we are going to explain that Bub’s protocol has a two-way quantum channel, that is to say, a quantum transmission from Alice to Bob and that from Bob to Alice. Because of this circumstance, we can divide Eve’s strategies into two groups, one-way and two-way attacks. In the present paper, we investigate the following four attacks: a one-way intercept/resend attack, a two-way intercept/resend attack, a one-way translucent attack, and a two-way translucent attack.

Here, we pay attention to the fact that there are two different two-way intercept/resend attacks rigorously. The first one is that Eve eavesdrops on each of quantum channels of the opposite directions between Alice and Bob independently. In this strategy, Eve can
utilize a classical correlation between two measurements obtained on the transmitted qubit’s travels from Alice to Bob and back again. To make this attack, Eve only has to perform strong projective measurements twice on the transmitted qubit and does not need to prepare her own auxiliary qubits.

The second one is taking an entangled joint attack, specifically two interactive measurements on the qubit flying there and back. In this strategy, Eve can employ a quantum correlation between the two outputs of observations. To carry out this attack, Eve has to make her auxiliary qubits ready for interaction with the two-way quantum channel. However, this process is equivalent to the two-way translucent attack. Hence, for the two-way intercept/resend attack, we consider only the classical correlation between the two projective measurements of the qubit flying there and back again.

The most sophisticated strategy Eve can make is the coherent attack. In this attack, Eve lets her quantum probe interact with multiple qubits the legitimate users send and receive, keeps her probe until she learns Alice and Bob’s public announcement about the error correction and the privacy amplification method, and finally observes her probe according to the information disclosed by the legitimate users. In the present paper, we do not consider the coherent attack. This topic has to be investigated in the future.

Here, we mention some previous studies. Yoshida et al. derived trade-off inequalities indicating that an increase of Eve’s information gain caused a rise of Alice and Bob’s detection rate for Eve’s illegal acts during slightly modified Bub’s quantum key distribution protocol [15]. In the protocol, they did not divide the sequence of the transmissions into particular subsequences as Bub’s original protocol does, but chose transmitted qubits at random for monitoring Eve’s malicious acts.

In Ref. [16], Yoshida et al. proposed simplified quantum key distribution protocols that were applications of the mean king’s problem. Werner et al. also proposed another version of the quantum key distribution protocol based on the mean king’s problem and examined its security against coherent attacks [17].

The present paper is organized as follows. In Sec. 2, we explain Bub’s quantum key distribution protocol step by step. In Sec. 3, we explain differences between early works and our results. In Sec. 4, we formulate the one-way intercept/resend attack. In Sec. 5, we consider cases where specific relations hold for the one-way intercept/resend attack. We show that the Breidbart basis is optimum for Eve’s attack. In Sec. 6, we examine the two-way intercept/resend attack numerically. In Sec. 7, we investigate the one-way translucent attack numerically. In Sec. 8, we evaluate the security against the two-way translucent attack numerically. In Sec. 9, we show that Eve’s one-way translucent attack gives her exactly zero information if she is restricted to add no noise. In Sec. 10, we give brief discussion. In Appendix A, we list some useful functions for Secs. 4 and 5. In Appendix B, we list some useful functions for Sec. 6. In Appendix C, we give explicit forms of states of Eve’s probe that are utilized in Sec. 7. In Appendix D, we give explicit forms of states of Eve’s probes that are made use of in Sec. 8.
2 The quantum key distribution protocol based on
the pre- and post-selection effect

In 2001, Bub proposed a quantum key distribution protocol based on the pre- and post-
selection effect [9]. This protocol is a natural application of the result obtained in Ref. [13].
We explain the protocol step by step in this section. This section is a brief review of
Refs. [9] and [13].

The purpose of the scheme is for the legitimate users, Alice and Bob, to exchange a
random secret key. We assume that Alice and Bob can utilize both classical and quantum
channels. On the one hand, through the classical channel, signals are disclosed publicly
and the eavesdropper Eve can learn the entire contents of the classical messages. On
the other hand, via the quantum channel, Alice and Bob can exchange qubits with each
other. We assume that Eve can interact with the quantum channel, but she cannot do
this without disturbing the qubits in general.

First, Alice prepares the following maximally entangled initial state,

$$|\psi\rangle_{AC} = \frac{1}{\sqrt{2}}(|0\rangle_A|0\rangle_C + |1\rangle_A|1\rangle_C),$$  \hspace{1cm} (2)

where the subscripts A and C represent the auxiliary and channel qubits, respectively. The
basis \{\(|0\rangle, |1\rangle\)\} denotes a pair of the eigenstates of \(\sigma_z\). Alice keeps the auxiliary qubit close
at hand. The channel qubit is transmitted between Alice and Bob through the quantum
channel. Second, Alice sends the channel qubit to Bob. Third, receiving the channel
qubit from Alice, Bob observes either \(\sigma_x\) or \(\sigma_z\) at random on it. This observation causes
a collapse of the state of the channel qubit depending on Bob’s choice of the observables
and its outcome. After the measurement, Bob returns the channel qubit to Alice. Fourth,
receiving the channel qubit, Alice measures an observable \(R\) on the pair of the auxiliary
and channel qubits. The operator \(R\) has the following four eigenstates:

$$|r_1\rangle_{AC} = \frac{1}{\sqrt{2}}|0\rangle_A|0\rangle_C + \frac{1}{2}(e^{i\pi/4}|0\rangle_A|1\rangle_C + e^{-i\pi/4}|1\rangle_A|0\rangle_C)$$
$$= \frac{1}{\sqrt{2}}|+\rangle_A|+\rangle_C + \frac{1}{2}(e^{-i\pi/4}|+\rangle_A|-\rangle_C + e^{i\pi/4}|-\rangle_A|+\rangle_C),$$

$$|r_2\rangle_{AC} = \frac{1}{\sqrt{2}}|0\rangle_A|0\rangle_C - \frac{1}{2}(e^{i\pi/4}|0\rangle_A|1\rangle_C + e^{-i\pi/4}|1\rangle_A|0\rangle_C)$$
$$= \frac{1}{\sqrt{2}}|-\rangle_A|-\rangle_C + \frac{1}{2}(e^{i\pi/4}|+\rangle_A|-\rangle_C + e^{-i\pi/4}|+\rangle_A|+\rangle_C),$$

$$|r_3\rangle_{AC} = \frac{1}{\sqrt{2}}|1\rangle_A|1\rangle_C + \frac{1}{2}(e^{-i\pi/4}|0\rangle_A|1\rangle_C + e^{i\pi/4}|1\rangle_A|0\rangle_C)$$
$$= \frac{1}{\sqrt{2}}|+\rangle_A|+\rangle_C - \frac{1}{2}(e^{-i\pi/4}|+\rangle_A|-\rangle_C + e^{i\pi/4}|-\rangle_A|+\rangle_C),$$

$$|r_4\rangle_{AC} = \frac{1}{\sqrt{2}}|1\rangle_A|1\rangle_C - \frac{1}{2}(e^{-i\pi/4}|0\rangle_A|1\rangle_C + e^{i\pi/4}|1\rangle_A|0\rangle_C)$$
$$= \frac{1}{\sqrt{2}}|-\rangle_A|-\rangle_C - \frac{1}{2}(e^{-i\pi/4}|+\rangle_A|-\rangle_C + e^{i\pi/4}|-\rangle_A|+\rangle_C),$$  \hspace{1cm} (3)
where \{|+\rangle, |−\rangle\} are eigenvectors of \(σ_x\). We pay attention to the facts that \{\(|r_i\rangle_{AC} : i = 1, 2, 3, 4\}\) forms an orthonormal basis and \(∑_{i=1}^{4} |r_i\rangle_{AC} \langle r_i| = I_{AC}\). Alice and Bob repeat these four steps many times.

Here, for example, we calculate a probability that Bob obtains an outcome ‘+1’ for \(σ_x\) on condition that Alice detects \(|r_1\rangle_{AC}\). We write projection operators of the eigenvalues ‘+1’ and ‘−1’ for \(σ_x\) as \(\hat{P}(σ_x = 1)\) and \(\hat{P}(σ_x = −1)\), respectively. We pay attention to the fact that \(\hat{P}(σ_x = ±1)\) act on the channel qubit. We obtain

\[
\begin{align*}
AC⟨r_1|\hat{P}(σ_x = 1)|ψ⟩_{AC} & = 1/2, \\
AC⟨r_1|\hat{P}(σ_x = −1)|ψ⟩_{AC} & = 0,
\end{align*}
\]

(4)

with ease. Thus, describing the probability that Bob’s outcome is ‘+1’ for the measurement of \(σ_x\) on condition that Alice detects \(|r_1\rangle_{AC}\) as \(\text{prob}(σ_x = 1, r_1)\), we achieve

\[
\begin{align*}
\text{prob}(σ_x = 1, r_1) & = \frac{⟨AC|r_1|\hat{P}(σ_x = 1)|ψ⟩_{AC}|^2}{∑_{i∈\{1,−1\}} ⟨AC|r_1|\hat{P}(σ_x = i)|ψ⟩_{AC}|^2} \\
& = 1,
\end{align*}
\]

(5)

according to the ABL-rule, that is to say Eq. (1). Similarly, we arrive at

\[
\begin{align*}
\text{prob}(σ_x = −1, r_1) & = \frac{⟨AC|r_1|\hat{P}(σ_x = −1)|ψ⟩_{AC}|^2}{∑_{i∈\{1,−1\}} ⟨AC|r_1|\hat{P}(σ_x = i)|ψ⟩_{AC}|^2} \\
& = 0,
\end{align*}
\]

(6)

as well.

Equations (4) and (5) imply that Bob obtains the outcome ‘+1’ for the observation of \(σ_x\) with a probability of unity if Alice detects \(|r_1\rangle_{AC}\). Moreover, carrying out other similar calculations, we obtain

\[
\begin{align*}
\text{prob}(σ_y = 1, r_1) & = 1, & \text{prob}(σ_y = −1, r_1) & = 0, \\
\text{prob}(σ_z = 1, r_1) & = 1, & \text{prob}(σ_z = −1, r_1) & = 0,
\end{align*}
\]

(7)

and we can show that Bob obtains the outcome ‘+1’ for the observations of \(σ_y\) and \(σ_z\) with a probability of unity if Alice finds \(|r_1\rangle_{AC}\).

Alice’s detections of \(|r_2\rangle_{AC}\), \(|r_3\rangle_{AC}\), and \(|r_4\rangle_{AC}\) also lead to Bob’s determined outcomes of measurements for \(σ_x\), \(σ_y\), and \(σ_z\). We summarize these results in Table 1. Then, we have reached an incredible result. Although the operators \(σ_x\), \(σ_y\), and \(σ_z\) do not commute with each other, their outcomes of measurements are ascertained with a probability of unity in the case where Alice detects \{\(|r_i\rangle_{AC} : i = 1, 2, 3, 4\}\}. This phenomenon is regarded as one of the pre- and post-selection effects. Bub’s protocol utilizes this counter-intuitive fact for \(σ_x\) and \(σ_z\).

Here, according to Bub’s protocol, we divide the sequence of communications between Alice and Bob into two subsequences. The subsequence \(S_{14}\) consists of transmissions for which Alice detects \(|r_1\rangle_{AC}\) or \(|r_4\rangle_{AC}\). The subsequence \(S_{23}\) consists of transmissions for which she finds \(|r_2\rangle_{AC}\) or \(|r_3\rangle_{AC}\). On the one hand, for \(S_{14}\), if Alice obtains \(|r_1\rangle_{AC}\), Bob’s
Table 1: Relations of Alice’s detection for the observable $R$ and Bob’s outcomes of measurements for $\sigma_x$, $\sigma_y$, and $\sigma_z$. These relations are realized with a probability of unity.

<table>
<thead>
<tr>
<th>$R$</th>
<th>$\sigma_x$</th>
<th>$\sigma_y$</th>
<th>$\sigma_z$</th>
</tr>
</thead>
<tbody>
<tr>
<td>$</td>
<td>r_1\rangle_{AC}$</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>$</td>
<td>r_2\rangle_{AC}$</td>
<td>-1</td>
<td>-1</td>
</tr>
<tr>
<td>$</td>
<td>r_3\rangle_{AC}$</td>
<td>1</td>
<td>-1</td>
</tr>
<tr>
<td>$</td>
<td>r_4\rangle_{AC}$</td>
<td>-1</td>
<td>1</td>
</tr>
</tbody>
</table>

outcome has to be ‘+1’ for both $\sigma_x$ and $\sigma_z$. On the other hand, for $S_{14}$, if Alice obtains $|r_4\rangle_{AC}$, Bob’s outcome has to be ‘−1’ for both $\sigma_x$ and $\sigma_z$. Contrastingly, on the one hand, for $S_{23}$, if Alice detects $|r_2\rangle_{AC}$, Bob obtains the outcome ‘−1’ for $\sigma_x$ and the outcome ‘+1’ for $\sigma_z$. On the other hand, for $S_{23}$, if Alice detects $|r_3\rangle_{AC}$, Bob obtains the outcome ‘+1’ for $\sigma_x$ and the outcome ‘−1’ for $\sigma_z$.

Alice and Bob utilize the subsequence $S_{23}$ for checking whether or not the channel qubits are monitored by Eve. By contrast, they use the subsequence $S_{14}$ to establish a shared random secret key. First of all, Alice publicly announces the indices of the subsequence $S_{23}$ via the classical channel. At the same time, Alice discloses whether she detects $|r_2\rangle_{AC}$ or $|r_3\rangle_{AC}$ in each transmission of $S_{23}$. Because Alice uses the classical channel for making the public announcements, Eve knows these pieces of information. Receiving these public notices, Bob examines whether or not his outcomes for $\sigma_x$ and $\sigma_z$ are consistent with Alice’s announcements. If he finds even a single discrepancy between his measurements and Alice’s disclosed statements, he concludes that Eve eavesdrops on their transmissions. By contrast, if Bob cannot find any contradictions, he believes that there is no illegal act executed by Eve. If Bob judges that the transmissions are not interfered in by Eve, Alice obtains a series of ‘+1’ and ‘−1’ according to detections of $|r_1\rangle_{AC}$ and $|r_4\rangle_{AC}$ and Bob obtains that by the outcomes of measurements of $\sigma_x$ and $\sigma_z$.

The probabilities that Alice obtains $|r_i\rangle_{AC}$ for $i = 1, 2, 3, 4$ on average of Bob’s outcomes are the same and given by $1/4$ if Alice and Bob follow the protocol correctly without Eve’s disturbance.

As explained in this section, Bub’s protocol requires the observation of two-qubit entangled states. This requirement is severer compared with the BB84 and E91 schemes. However, Bub’s protocol is an application of the ABL-rule, the measurement problem in quantum mechanics, so that it is very unique and interesting among various quantum cryptography schemes. This is why we study Bub’s protocol.

3 Differences between early works and our results

In this section, we explain differences between previous works, Refs. [9, 15, 16, 17] and [18], and our results. In the security analyses of these references, error-free transmissions were assumed, so that robustness proofs (and not security proofs) were provided. First of all, we give a short review of Refs. [17] and [18]. Reference [17] is a sequel to Ref. [18].
The mean king’s problem is the following game played by Alice and the king. First, Alice prepares a maximally entangled state on $\mathcal{H}_1 \otimes \mathcal{H}_2$ where $\mathcal{H}_1$ and $\mathcal{H}_2$ are Hilbert spaces and $\dim \mathcal{H}_1 = \dim \mathcal{H}_2 = d$. For example, we can suppose that $d = 2$ and $\mathcal{H}_1$ and $\mathcal{H}_2$ are made of single qubits.

Second, Alice sends a particle of $\mathcal{H}_2$ to the king. Third, the king gets $(d+1)$ orthonormal bases on $\mathcal{H}_2$ ready. Werner et al. described these bases as $\{|\Phi_b(i)\rangle : i = 1, \ldots, d, b = 1, \ldots, d+1\}$. If $\mathcal{H}_1$ and $\mathcal{H}_2$ are constructed with two single qubits, we can prepare $|\Phi_x(1)\rangle = |0\rangle$, $|\Phi_x(2)\rangle = |1\rangle$, $|\Phi_y(1)\rangle = |+\rangle$, $|\Phi_y(2)\rangle = |-\rangle$, $|\Phi_z(1)\rangle = |0\rangle$, and $|\Phi_z(2)\rangle = |1\rangle$, where $\{|0\rangle, |1\rangle\}$ are eigenvectors of $\sigma_y$.

Choosing one basis $b \in \{1, \ldots, d+1\}$ on $\mathcal{H}_2$ at random and applying it to the particle of the maximally entangled state sent by Alice for performing the von Neumann measurement, the king obtains an outcome of the observation $i \in \{1, \ldots, d\}$. The king keeps $b$ and $i$ secret and returns the particle that he has observed on $\mathcal{H}_2$ to Alice. Fourth, Alice executes a measurement of the whole system defined on $\mathcal{H}_1 \otimes \mathcal{H}_2$ with positive operators $\{F_x\}$ and obtains an outcome $x$. Fifth, the king discloses $b$ to Alice. If Alice correctly names $i$ from $x$ and $b$ with a probability of unity, Alice wins the game.

In Ref. [18], the following was shown. Reimpell and Werner defined $\mathcal{R}$ as a space spanned by Hermitian operators $\{|\Phi_b(i)\rangle\langle\Phi_b(i)| : i = 1, \ldots, d, b = 1, \ldots, d+1\}$. If $\dim \mathcal{R} = d^2$ holds, that is to say the chosen basis set is non-degenerate, and $\{|\Phi_b(i)\rangle\}$ admit a classical model, there exists a safe strategy for Alice to win the game. That the $(d+1)$ bases $\{|\Phi_b(i)\rangle\}$ admit a classical model implies the following. There exists a probability distribution of $(d+1)$ variables, each of which takes $d$ values, and its marginals are equal to the probability distributions of the joint probabilities $p_{ab}(i,j) = (1/d)|\langle \Phi_a(i)|\Phi_b(j)\rangle|^2$ for all pairs of bases. If Alice chooses a measurement $\{F_x\}$ that incorporates all of the projectors $p(x)\langle \eta_x|\eta_x\rangle$ for $p(x) \neq 0$, her strategy is regarded as maximal, where $|\eta_x\rangle$ was defined in Ref. [18] and named the safe vector.

In the case where we choose eigenvectors of $\sigma_x$, $\sigma_y$, and $\sigma_z$ as $\{|\Phi_b(i)\rangle\}$, $\mathcal{R}$ is a space spanned by $2 \times 2$ Hermitian matrices and the dimension of $\mathcal{R}$ is given by four, so that the chosen basis set is non-degenerate. Here, we explain this circumstance in detail. We take an arbitrary density operator $\rho \in \mathcal{R}$. Then, the number of real parameters of $\rho$ obtained from $\text{tr}[\rho|\Phi_b(i)\rangle\langle\Phi_b(i)|]$ for $i = 1, 2$ is equal to one because the relation $\sum \text{tr}[\rho|\Phi_b(i)\rangle\langle\Phi_b(i)|] = \text{tr} \rho$ reduces the degree of freedom of the real parameters. The number of bases is given by three, that is to say, for $\sigma_x$, $\sigma_y$, and $\sigma_z$, and we obtain three parameters in total. Finally, adding one real parameter $\text{tr} \rho$ to them, we obtain four real parameters which specify a $2 \times 2$ Hermitian matrix perfectly. This situation is expressed as the word “non-degenerate”.

In Ref. [17], the following quantum key distribution protocol was proposed as an application of the mean king problem. Here, it is assumed that Alice has the maximal and successful strategy, where the word “successful” means that Alice makes a wrong guess with a probability of zero.

1. Alice and Bob share $n$ maximally entangled states with each other.

2. Bob chooses $n$ bases for observations as $b = (b_1, \ldots, b_n)$. He performs a projective measurement upon the $k$th particle with the basis $b_k$ and obtains an outcome $i_k$. 
Then, Bob’s states reduce to $|\Phi_b(i)\rangle = \otimes_{k=1}^n |\Phi_{b_k}(i_k)\rangle$. Bob keeps $b$ and $i$ secret and returns $|\Phi_b(i)\rangle$ to Alice.

3. After Alice executes the measurement $\{F_x\}$ on the particles sent by Bob and the ones she keeps close at hand, she obtains guess functions $x$ as outputs of the observation.

4. Alice tells Bob that she has completed the measurement. Bob discloses $b$ to Alice. Then, Alice obtains $i'_k = x_k(b_k)$ for $k = 1, ..., n$. If Eve does not disturb the transmissions between Alice and Bob, $i'_k = i_k$ holds for $i = 1, ..., n$ and Alice and Bob share a random secret string of bits. At this stage, Alice and Bob can detect Eve’s interference by selecting the $k$th particle at random and confirming whether or not $i_k$ and $i'_k$ correspond to each other through the classical channel.

In Ref. [17], in order to provide robustness analysis (and not security analysis), it is assumed that there are no transmission errors during the protocol. In step one, Werner et al. assumed that Eve could replace Alice and Bob’s initial states with states Eve preferred, so that Eve’s particles entangled themselves with Alice and Bob’s particles. Moreover, in step two, they assumed that Eve could make a coherent attack on the quantum channel through which Bob returned the particles having been observed with $\{|\Phi_b(i)\rangle\}$ to Alice. Under these attacks of Eve’s, the following was proved in Ref. [17]: If Alice and Bob eventually share the same random key string, Eve cannot learn anything about it.

There are differences between the quantum key distribution scheme proposed by Werner et al. in Ref. [17] and Bub’s protocol. In the scheme of Werner et al., Alice and Bob select the $k$th particle at random and disclose $i_k$ and $i'_k$ through the classical channel to detect Eve’s interference. Eve can change methods for observing the particles she keeps close at hand according to $b$ disclosed by Bob, so that she can enlarge the amount of information obtained by eavesdropping. By contrast, in Bub’s protocol, Alice and Bob detect Eve’s malicious acts from the subsequence $S_{23}$ and establish a random bit string from the subsequence $S_{14}$. Eve observes the particles that she keeps close at hand for eavesdropping on Alice and Bob’s bit string in the subsequence of $S_{14}$.

In Ref. [17], Werner et al. showed the following. Even if Eve steals only a little bit of information from eavesdropping on Alice and Bob’s transmission, there must exist discrepancies between Alice and Bob’s random bit strings, so that Alice and Bob can detect Eve’s interference in a probabilistic manner.

However, Ref. [17] did not estimate the probability $P_E$ that Eve guessed right at the random secret bit Alice and Bob established or the probability $P_{AB}$ that Alice and Bob did not notice Eve’s disturbance analytically or numerically. Contrastingly, in the current paper, we calculate both these probabilities for the intercept/ resend and translucent attacks rigorously. Although we impose some constraints upon Eve’s strategies, we evaluate effects caused by Eve’s attacks in concrete terms. These results are differences between Ref. [17] and the present paper. Furthermore, they are main conclusions of the current paper.

Next, we explain differences between Refs. [15] and [16] and our work. In Ref. [15], Yoshida et al. examined the security of slightly modified Bub’s protocol, in which the legitimate users repeated tasks of the transmission $2n$ times, chose $n$ bits at random through the public channel, estimated an error rate, and detected Eve’s eavesdropping
according to the error rate. They derived trade-off inequalities between the information Eve gained and the error probability Alice and Bob calculated for two attack scenarios. Yoshida et al. considered the following scenarios of Eve’s. The first one was a one-way translucent attack on the quantum channel where the qubit was flying from Alice to Bob. The second one was a one-way translucent attack on the quantum channel where the qubit was travelling from Bob to Alice. Thus, in Ref. [15], the two-way translucent attack was not studied.

In Ref. [16], Yoshida et al. proposed three protocols in which Alice used simplified observables to solve the mean king’s problem. Bub’s original protocol employs a projective measurement with an entangled orthogonal basis for Alice’s two-qubit observation. By contrast, the proposals of Yoshida et al. used unentangled observables for two-qubit measurements. They examined the security of their protocols against the following three attacks of Eve’s. The first one was a one-way translucent attack on the qubit going on the way. The second one was a one-way translucent attack on the qubit going the way back. The third one was slightly not usual. In this case, two eavesdroppers Eve1 and Eve2 appeared. Eve1 and Eve2 eavesdropped on the qubit travelling from Alice to Bob and one flying from Bob to Alice, respectively and independently. Thus, the third scenario can be regarded as a one-way translucent attack, as well.

Therefore, in Refs. [15] and [16], the two-way translucent attack was not investigated. This is the difference between the works of Yoshida et al. and the current paper.

Finally, we explain the relation between the security analysis of Ref. [9] and our results. In Ref. [9], Bub wrote that the probability that the legitimate users detected Eve’s intercept/resend attack with observables $\sigma_x$, $\sigma_y$, and $\sigma_z$ was equal to $3/8$. In the current paper, we examine more general intercept/resend attacks, and this point is one of our aims for the present work.

4 The one-way intercept/resend attack

We define the one-way intercept/resend attack as follows. Eve measures the single qubit Alice sends with an orthonormal basis $\{(|\xi_0\rangle, |\xi_1\rangle\}$ and resends an alternative one to Bob with the same basis $\{(|\xi_0\rangle, |\xi_1\rangle\}$ according to the result of Eve’s observation. This process is equal to the situation where Eve performs the measurement on the single qubit Alice sends with the projection operators $\hat{P}(\sigma_\xi = 1)$ and $\hat{P}(\sigma_\xi = -1)$.

In this section, we consider the one-way attack where Eve measures $\sigma_\xi$ on the channel qubit sent by Alice and resends it to Bob. We assume that $\sigma_\xi$ represents an observable of the spin along an arbitrary direction.

We start deriving an explicit form of the projection operators of $\sigma_\xi$. We prepare Euler’s rotation matrix for SU(2) as follows [19]:

$$U(\alpha, \beta, \gamma) = \exp\left(-\frac{i}{2}\alpha\sigma_z\right) \exp\left(-\frac{i}{2}\beta\sigma_y\right) \exp\left(-\frac{i}{2}\gamma\sigma_z\right) = \begin{pmatrix}
    e^{-i(\alpha+\gamma)/2}\cos(\beta/2) & -e^{-i(\alpha-\gamma)/2}\sin(\beta/2) \\
    e^{i(\alpha-\gamma)/2}\sin(\beta/2) & e^{i(\alpha+\gamma)/2}\cos(\beta/2)
\end{pmatrix}, \quad (8)
$$

where $0 \leq \alpha < 4\pi$, $0 \leq \beta < 4\pi$, and $0 \leq \gamma < 4\pi$. Using $U(\alpha, \beta, \gamma)$, we can write down
we do not examine this strategy. If Bob measures \( \sigma \), she has to let \( \sigma \) enlarge \( \sigma \).

To put the discussion more concretely, we consider a case where Bob observes \( |z\rangle \) and Alice detects \( |z\rangle \). Then, the following relations hold in Eqs. (124), (125), (126), and (127) in Appendix A. Then, the following relations hold.

\[
\hat{P}(\sigma_z = 1) = U(\alpha, \beta, \gamma) \begin{pmatrix} 1 & 0 \\ 0 & 0 \end{pmatrix} U^\dagger(\alpha, \beta, \gamma) \\
= \begin{pmatrix} \cos^2(\beta/2) & e^{-i\alpha} \sin(\beta/2) \cos(\beta/2) \\ e^{i\alpha} \sin(\beta/2) \cos(\beta/2) & \sin^2(\beta/2) \end{pmatrix},
\]

(9)

\[
\hat{P}(\sigma_z = -1) = U(\alpha, \beta, \gamma) \begin{pmatrix} 0 & 0 \\ 0 & 1 \end{pmatrix} U^\dagger(\alpha, \beta, \gamma) \\
= \begin{pmatrix} \sin^2(\beta/2) & -e^{-i\alpha} \sin(\beta/2) \cos(\beta/2) \\ -e^{i\alpha} \sin(\beta/2) \cos(\beta/2) & \cos^2(\beta/2) \end{pmatrix}.
\]

(10)

For example, putting \((\alpha, \beta) = (0, 0), (0, \pi/2), \) and \((\pi/2, \pi/2)\), we obtain \( \sigma_z = \sigma_x, \sigma_y, \) and \( \sigma_y \), respectively.

Here, we define the probability that is useful for discussion in the rest of this section and the next section. For example, we describe the probability that Bob has \( \sigma_x = i \) and Eve obtains \( \sigma_z = j \) on condition that Alice detects \( |r_2\rangle_{AC} \) as

\[
\text{prob}(\sigma_x = i, \sigma_z = j, r_2) = \frac{|_{AC}|r_2\rangle \hat{P}(\sigma_x = i) \hat{P}(\sigma_z = j)|\psi\rangle_{AC}|^2}{\sum_{k,l \in \{1, -1\}} |_{AC}|r_2\rangle \hat{P}(\sigma_x = k) \hat{P}(\sigma_z = l)|\psi\rangle_{AC}|^2}
\]

for \( i, j \in \{1, -1\} \).

(11)

In the following paragraphs, we consider Eve’s strategy. First, Eve needs to let Alice and Bob not notice her illegal acts. To think in concrete terms, we assume a case where Bob observes \( \sigma_x \) and Alice detects \( |r_2\rangle_{AC} \). In this case, Eve had better make \( \sum_{j \in \{1, -1\}} \text{prob}(\sigma_x = -1, \sigma_z = j, r_2) \) greater in value and let Alice and Bob not find evidence of her eavesdropping. Similarly, if Bob observes \( \sigma_x \) and Alice detects \( |r_2\rangle_{AC} \), Eve has to make \( \sum_{j \in \{1, -1\}} \text{prob}(\sigma_z = 1, \sigma_x = j, r_2) \) greater in value. If Bob measures \( \sigma_x \) and Alice finds \( |r_3\rangle_{AC} \), Eve had better let \( \sum_{j \in \{1, -1\}} \text{prob}(\sigma_z = 1, \sigma_x = j, r_3) \) be larger. If Bob measures \( \sigma_x \) and Alice finds \( |r_3\rangle_{AC} \), Eve should have \( \sum_{j \in \{1, -1\}} \text{prob}(\sigma_z = -1, \sigma_x = j, r_3) \) larger in value.

Second, Eve has to guess right at the random bit of the secret key that Alice obtains. To put the discussion more concretely, we consider a case where Bob observes \( \sigma_x \) and Alice detects \( |r_1\rangle_{AC} \). In this case, Eve had better make \( \sum_{i \in \{1, -1\}} \text{prob}(\sigma_x = i, \sigma_z = 1, r_1) \) greater in value. If Eve wants to guess right at the random secret bit that Bob obtains, she has to let \( \sum_{i \in \{1, -1\}} \text{prob}(\sigma_x = i, \sigma_z = i, r_1) \) be larger. However, in the current paper, we do not examine this strategy. If Bob measures \( \sigma_x \) and Alice detects \( |r_1\rangle_{AC} \), Eve has to enlarge \( \sum_{i \in \{1, -1\}} \text{prob}(\sigma_x = i, \sigma_z = 1, r_1) \). If Bob observes \( \sigma_x \) and Alice detects \( |r_4\rangle_{AC} \), Eve should have \( \sum_{i \in \{1, -1\}} \text{prob}(\sigma_x = i, \sigma_z = -1, r_4) \) larger. If Bob measures \( \sigma_x \) and Alice finds \( |r_4\rangle_{AC} \), Eve had better enlarge \( \sum_{i \in \{1, -1\}} \text{prob}(\sigma_z = i, \sigma_x = -1, r_4) \).

To evaluate the probabilities that Alice and Bob do not notice Eve’s malicious acts in the subsequence \( S_{23} \), we prepare eight functions \( f_k(\alpha, \beta) \) and \( g_k(\alpha, \beta) \) for \( k = 1, 2, 3, 4 \) in Eqs. (124), (125), (126), and (127) in Appendix A. Then, the following relations hold.
between the probabilities and the eight functions:

\[
\sum_{j \in \{1, -1\}} \text{prob}(\sigma_x = 1, \sigma_\xi = j, r_2) \propto f_1(\alpha, \beta),
\]

\[
\sum_{j \in \{1, -1\}} \text{prob}(\sigma_x = -1, \sigma_\xi = j, r_2) \propto g_1(\alpha, \beta),
\]

\[
\sum_{j \in \{1, -1\}} \text{prob}(\sigma_z = 1, \sigma_\xi = j, r_2) \propto f_2(\alpha, \beta),
\]

\[
\sum_{j \in \{1, -1\}} \text{prob}(\sigma_z = -1, \sigma_\xi = j, r_2) \propto g_2(\alpha, \beta),
\]

\[
\sum_{j \in \{1, -1\}} \text{prob}(\sigma_x = 1, \sigma_\xi = j, r_3) \propto f_3(\alpha, \beta),
\]

\[
\sum_{j \in \{1, -1\}} \text{prob}(\sigma_x = -1, \sigma_\xi = j, r_3) \propto g_3(\alpha, \beta),
\]

\[
\sum_{j \in \{1, -1\}} \text{prob}(\sigma_z = 1, \sigma_\xi = j, r_3) \propto f_4(\alpha, \beta),
\]

\[
\sum_{j \in \{1, -1\}} \text{prob}(\sigma_z = -1, \sigma_\xi = j, r_3) \propto g_4(\alpha, \beta).
\] (12)

Using these functions, we can evaluate the probability that Alice and Bob cannot notice evidence of Eve’s illegal acts as follows. Alice and Bob do not become aware of Eve’s interference if results of their measurements are consistent with the relations shown in Table III. The probability that Bob obtains \(\sigma_x = -1\) in the case where Alice detects \(|r_2\rangle_{AC}\) is given by

\[
\sum_{j \in \{1, -1\}} \text{prob}(\sigma_x = -1, \sigma_\xi = j, r_2) = g_1(\alpha, \beta)/[f_1(\alpha, \beta) + g_1(\alpha, \beta)].
\] (13)

The probability that Bob has \(\sigma_z = 1\) in the case where Alice finds \(|r_2\rangle_{AC}\) is given by

\[
\sum_{j \in \{1, -1\}} \text{prob}(\sigma_z = 1, \sigma_\xi = j, r_2) = f_2(\alpha, \beta)/[f_2(\alpha, \beta) + g_2(\alpha, \beta)].
\] (14)

The probability that Bob obtains \(\sigma_x = 1\) on condition that Alice detects \(|r_3\rangle_{AC}\) is given by

\[
\sum_{j \in \{1, -1\}} \text{prob}(\sigma_x = 1, \sigma_\xi = j, r_3) = f_3(\alpha, \beta)/[f_3(\alpha, \beta) + g_3(\alpha, \beta)].
\] (15)

The probability that Bob has \(\sigma_z = -1\) on condition that Alice finds \(|r_3\rangle_{AC}\) is given by

\[
\sum_{j \in \{1, -1\}} \text{prob}(\sigma_z = -1, \sigma_\xi = j, r_3) = g_4(\alpha, \beta)/[f_4(\alpha, \beta) + g_4(\alpha, \beta)].
\] (16)

To let Alice and Bob not find a sign of Eve’s eavesdropping, Eve has to make \(g_1(\alpha, \beta), f_2(\alpha, \beta), f_3(\alpha, \beta),\) and \(g_4(\alpha, \beta)\) larger and \(f_1(\alpha, \beta), g_2(\alpha, \beta), g_3(\alpha, \beta),\) and \(f_4(\alpha, \beta)\) smaller in value. However, only from this principle, it is difficult for us to obtain optimum \(\alpha\) and \(\beta\) for Eve’s attack.
In other words, Eve sets a plan in which the parameters $\alpha$ and $\beta$ satisfy Eq. (17). In [5] we analyse this plan of Eve’s in detail.

Here, we evaluate the probabilities that Eve guesses right at the random secret bit Alice obtains as follows. If Bob observes $u$ and Alice detects $v$, it is given by $u_1(\alpha, \beta)/[u_1(\alpha, \beta) + v_1(\alpha, \beta)]$. If Bob observes $v$ and Alice finds $v_2$, it is given by $u_2(\alpha, \beta)/[u_2(\alpha, \beta) + v_2(\alpha, \beta)]$. If Bob measures $\sigma_x$ and Alice detects $\sigma_{1,4}$, it is given by $u_3(\alpha, \beta)/[u_3(\alpha, \beta) + v_3(\alpha, \beta)]$. If Bob measures $\sigma_x$ and Alice finds $\sigma_{1,4}$, it is given by $u_4(\alpha, \beta)/[u_4(\alpha, \beta) + v_4(\alpha, \beta)]$.

We describe the probability that Alice detects $|r_i\rangle_{AC}$ for $i = 1, 2, 3, 4$ as $Q_i$. Then, we obtain the following relation:

$$Q_1 : Q_2 : Q_3 : Q_4 = u_1 + v_1 + u_2 + v_2 : f_1 + g_1 + f_2 + g_2 : f_3 + g_3 + f_4 + g_4 : u_3 + v_3 + u_4 + v_4. \quad (19)$$

5 \textbf{Eve’s strategies where Eq. (17) holds}

In this section, we consider Eve’s strategies where Eq. (17) holds. Then, we obtain the following relation:

$$\cos^2 \beta - \cos^2 \alpha \sin^2 \beta = 0. \quad (20)$$
Hence, the parameter $\beta$ is a function of the parameter $\alpha$,

$$\beta = \arctan\left(\pm \frac{1}{\cos \alpha}\right). \quad (21)$$

### 5.1 The case where $\beta = \arctan(1/\cos \alpha)$ holds

In this subsection, we consider the case where $\beta = \arctan(1/\cos \alpha)$ holds. Substituting $\beta = \arctan(1/\cos \alpha)$ into Eqs. (124), (125), (126), (127), (128), (129), (130), and (131), we obtain the following functions, where we use the notation $f_1(\alpha) = f_1(\alpha, \beta)|_{\beta = \arctan(1/\cos \alpha)}$:

$$f_1(\alpha) = \frac{1}{8[3 + \cos(2\alpha)]},$$
$$g_1(\alpha) = \frac{4 + \cos(2\alpha) + \sin(2\alpha)}{8[3 + \cos(2\alpha)]}, \quad (22)$$

$$f_2(\alpha) = \frac{1}{32} \left[ 4 + \frac{4 - 2\sin(2\alpha)}{3 + \cos(2\alpha)} \right],$$
$$g_2(\alpha) = \frac{1}{8[3 + \cos(2\alpha)]}, \quad (23)$$

$$f_3(\alpha) = \frac{4 + \cos(2\alpha) - \sin(2\alpha)}{8[3 + \cos(2\alpha)]},$$
$$g_3(\alpha) = \frac{1}{8[3 + \cos(2\alpha)]}, \quad (24)$$

$$f_4(\alpha) = \frac{1}{8[3 + \cos(2\alpha)]},$$
$$g_4(\alpha) = \frac{4 + \cos(2\alpha) + \sin(2\alpha)}{8[3 + \cos(2\alpha)]}, \quad (25)$$

$$u_1(\alpha) = \frac{1}{16} \left( 2 + \frac{3 + \tan \alpha}{\sqrt{1 + \sec^2 \alpha}} + \frac{1 + \tan \alpha}{1 + \sec^2 \alpha} \right),$$
$$v_1(\alpha) = \frac{1}{16} \left( 2 - \frac{3 + \tan \alpha}{\sqrt{1 + \sec^2 \alpha}} + \frac{1 + \tan \alpha}{1 + \sec^2 \alpha} \right), \quad (26)$$

$$u_2(\alpha) = \frac{1}{8} \cos^2\left(\frac{1}{2} \arctan(\sec \alpha)\right) \left( 2 + \frac{1 + \tan \alpha}{\sqrt{1 + \sec^2 \alpha}} \right),$$
$$v_2(\alpha) = -\frac{1}{8} \sin^2\left(\frac{1}{2} \arctan(\sec \alpha)\right) \left( -2 + \frac{1 + \tan \alpha}{\sqrt{1 + \sec^2 \alpha}} \right), \quad (27)$$
\[
u_3(\alpha) = \frac{1}{16(1 + \sec^2 \alpha)^{3/2}} \left\{ -(-1 + \sqrt{1 + \sec^2 \alpha})(-3 + \tan \alpha) \\
+ \sec^2 \alpha(-3 + 2\sqrt{1 + \sec^2 \alpha} + \tan \alpha) \right\},
\]

\[
v_3(\alpha) = \frac{1}{16(1 + \sec^2 \alpha)^{3/2}} \left\{ -(1 + \sqrt{1 + \sec^2 \alpha})(-3 + \tan \alpha) \\
+ \sec^2 \alpha(3 + 2\sqrt{1 + \sec^2 \alpha} - \tan \alpha) \right\},
\] (28)

\[
u_4(\alpha) = \frac{1}{8} \sin^2 \left( \frac{1}{2} \arctan(\sec \alpha) \right) \left( 2 + \frac{-1 + \tan \alpha}{\sqrt{1 + \sec^2 \alpha}} \right).
\]

\[
v_4(\alpha) = \frac{1}{8} \cos^2 \left( \frac{1}{2} \arctan(\sec \alpha) \right) \left( 2 + \frac{1 - \tan \alpha}{\sqrt{1 + \sec^2 \alpha}} \right).
\] (29)

Here, we pay attention to a relation,

\[
[f_1(\alpha) + g_1(\alpha) + f_2(\alpha) + g_2(\alpha)] - [f_3(\alpha) + g_3(\alpha) + f_4(\alpha) + g_4(\alpha)] = 0. \tag{30}
\]

Thus, the ratio of the probability that Alice detects \( |r_2\rangle_{AC} \) to the probability that she finds \( |r_3\rangle_{AC} \) is given by one to one. Then, we obtain the probability \( P_{AB} \) that Alice and Bob do not notice Eve’s illegal acts as

\[
P_{AB}(\alpha) = \frac{1}{4} \left[ \frac{g_1(\alpha)}{f_1(\alpha) + g_1(\alpha)} + \frac{f_2(\alpha)}{f_2(\alpha) + g_2(\alpha)} + \frac{f_3(\alpha)}{f_3(\alpha) + g_3(\alpha)} + \frac{g_4(\alpha)}{f_4(\alpha) + g_4(\alpha)} \right]. \tag{31}
\]

By contrast, we pay attention to a relation,

\[
[u_1(\alpha) + v_1(\alpha) + u_2(\alpha) + v_2(\alpha)] - [u_3(\alpha) + v_3(\alpha) + u_4(\alpha) + v_4(\alpha)] = \frac{\cos \alpha \sin \alpha}{3 + \cos(2\alpha)}. \tag{32}
\]

Thus, in general, the ratio of the probability that Alice detects \( |r_1\rangle_{AC} \) to the probability that she finds \( |r_4\rangle_{AC} \) is not always given by one to one. Hence, we obtain the probability \( P_E \) that Eve guesses right at the random secret bit Alice obtains as

\[
P_E(\alpha) = \frac{R_1(\alpha)}{2} \left[ \frac{u_1(\alpha)}{u_1(\alpha) + v_1(\alpha)} + \frac{u_2(\alpha)}{u_2(\alpha) + v_2(\alpha)} \right] + \frac{R_2(\alpha)}{2} \left[ \frac{v_3(\alpha)}{u_3(\alpha) + v_3(\alpha)} + \frac{v_4(\alpha)}{u_4(\alpha) + v_4(\alpha)} \right], \tag{33}
\]

\[
R_1(\alpha) = \frac{1}{R(\alpha)} [u_1(\alpha) + v_1(\alpha) + u_2(\alpha) + v_2(\alpha)], \tag{34}
\]

\[
R_2(\alpha) = \frac{1}{R(\alpha)} [u_3(\alpha) + v_3(\alpha) + u_4(\alpha) + v_4(\alpha)], \tag{35}
\]

\[
R(\alpha) = u_1(\alpha) + v_1(\alpha) + u_2(\alpha) + v_2(\alpha) + u_3(\alpha) + v_3(\alpha) + u_4(\alpha) + v_4(\alpha). \tag{36}
\]

We show graphs of \( P_{AB}(\alpha) \) and \( P_E(\alpha) \) in Figs.\[1\] and\[2\] respectively. We put \( 0 \leq \alpha < 2\pi \) because it is enough for the range of \( \alpha \). In Fig.\[1\] the graphs show the probabilities that Alice and Bob do not find a sign of Eve’s malicious acts against the parameter \( \alpha \). The
Figure 1: Graphs of the probabilities that Alice and Bob do not notice Eve’s eavesdropping as functions of the parameter $\alpha$. The thick solid curve, thin solid curve, and thin dashed curve represent the functions $P_{AB}(\alpha)$, $g_1(\alpha)/[f_1(\alpha) + g_1(\alpha)] = g_4(\alpha)/[f_4(\alpha) + g_4(\alpha)]$, and $f_2(\alpha)/[f_2(\alpha) + g_2(\alpha)] = f_3(\alpha)/[f_3(\alpha) + g_3(\alpha)]$, respectively. The function $P_{AB}(\alpha)$ becomes maximum at $\alpha = 0$ and $\alpha = \pi$.

Figure 2: Graphs of the probabilities that Eve guesses right at the random secret bit Alice obtains as functions of the parameter $\alpha$. The thick solid curve, thin solid curve, and thin dashed curve represent the functions $P_{E}(\alpha)$, $R_1(\alpha)u_1(\alpha)/[u_1(\alpha) + v_1(\alpha)] = R_1(\alpha)u_2(\alpha)/[u_2(\alpha) + v_2(\alpha)]$, and $R_2(\alpha)v_3(\alpha)/[u_3(\alpha) + v_3(\alpha)] = R_2(\alpha)v_4(\alpha)/[u_4(\alpha) + v_4(\alpha)]$, respectively. The function $P_{E}(\alpha)$ becomes maximum at $\alpha = 0$ and $\alpha = \pi$. 
function $P_{AB}(\alpha)$ becomes maximum at $\alpha = 0$ and $\alpha = \pi$. In Fig. 2, the graphs show the probabilities that Eve guesses right at the random secret bit Alice obtains against the parameter $\alpha$. The function $P_E(\alpha)$ becomes maximum at $\alpha = 0$ and $\alpha = \pi$. Thus, Eve’s optimum strategies are given by

$$(\alpha, \beta) = (0, \pi/4), (\pi, 3\pi/4), (0, 5\pi/4), (\pi, 7\pi/4),$$

(37)

where we use $\beta = \arctan(1/\cos \alpha)$. In particular, $(\alpha, \beta) = (0, \pi/4)$ represents the attack with the Breidbart basis [4].

5.2 The case where $(\alpha, \beta) = (0, \pi/4)$ holds: the Breidbart basis

In this subsection, we consider the case where $(\alpha, \beta) = (0, \pi/4)$ holds. Because

$$f_1(\alpha, \beta) = g_2(\alpha, \beta) = g_3(\alpha, \beta) = f_4(\alpha, \beta) = 1/32,$$

(38)

$$g_1(\alpha, \beta) = f_2(\alpha, \beta) = f_3(\alpha, \beta) = g_4(\alpha, \beta) = 5/32,$$

(39)

using Eq. (31), the probability $P_{AB}$ that Alice and Bob cannot find Eve’s malicious acts is equal to $5/6 \simeq 0.833$. Moreover, because

$$u_1(\alpha, \beta) = u_2(\alpha, \beta) = u_3(\alpha, \beta) = v_4(\alpha, \beta) = (1/32)(5 + 3\sqrt{2}),$$

(40)

$$v_1(\alpha, \beta) = v_2(\alpha, \beta) = u_4(\alpha, \beta) = (1/32)(5 - 3\sqrt{2}),$$

(41)

using Eqs. (33), (34), (35), and (36), the probability $P_E$ that Eve guesses right at a random secret bit Alice obtains is given by $(1/10)(5 + 3\sqrt{2}) \simeq 0.924$. Furthermore, ratios of the probabilities that Alice detects $|r_i\rangle_{AC}$ for $i = 1, 2, 3, 4$ are


(42)

5.3 The case where $\beta = \arctan(-1/ \cos \alpha)$ holds

In this subsection, we consider the case where $\beta = \arctan(-1/ \cos \alpha)$ holds. Substituting $\beta = \arctan(-1/ \cos \alpha)$ into Eqs. (128), (129), (130), and (131), we obtain the following functions, where we use the notation, $\tilde{u}_1(\alpha) = u_1(\alpha, \beta)|_{\beta=\arctan(-1/ \cos \alpha)}$:

$$\tilde{u}_1(\alpha) = \frac{1}{16(1 + \sec^2 \alpha)^{3/2}} \left[ (-1 + \sqrt{1 + \sec^2 \alpha}) (1 + \tan \alpha) \\
+ \sec^2 \alpha (-1 + 2\sqrt{1 + \sec^2 \alpha} - \tan \alpha) \right],$$

$$\tilde{v}_1(\alpha) = \frac{1}{16(1 + \sec^2 \alpha)^{3/2}} \left[ (1 + \sqrt{1 + \sec^2 \alpha}) (1 + \tan \alpha) \\
+ \sec^2 \alpha (1 + 2\sqrt{1 + \sec^2 \alpha} + \tan \alpha) \right],$$

(43)

$$\tilde{u}_2(\alpha) = \frac{1}{8} \cos^2 \left( \frac{1}{2} \arctan(\sec \alpha) \right) \left( 2 - \frac{1 + \tan \alpha}{\sqrt{1 + \sec^2 \alpha}} \right),$$

$$\tilde{v}_2(\alpha) = \frac{1}{8} \sin^2 \left( \frac{1}{2} \arctan(\sec \alpha) \right) \left( 2 + \frac{1 + \tan \alpha}{\sqrt{1 + \sec^2 \alpha}} \right),$$

(44)
\[ \tilde{u}_3(\alpha) = \frac{1}{16(1 + \sec^2 \alpha)^{3/2}} \left[ \left( \sec^2 \alpha(1 + 2\sqrt{1 + \sec^2 \alpha + \tan \alpha}) - (1 + \sqrt{1 + \sec^2 \alpha})(-1 + \tan \alpha) \right) + \sec^2 \alpha(-1 + 2\sqrt{1 + \sec^2 \alpha + \tan \alpha}) \right], \]  
\[ \tilde{v}_3(\alpha) = \frac{1}{16(1 + \sec^2 \alpha)^{3/2}} \left[ (1 - \sqrt{1 + \sec^2 \alpha})(-1 + \tan \alpha) + \sec^2 \alpha(2 + \sqrt{1 + \sec^2 \alpha + \tan \alpha}) \right]. \]  
\[ \tilde{u}_4(\alpha) = \frac{1}{8} \sin^2 \left( \frac{1}{2} \arctan(\sec \alpha) \right) \left( 2 + \frac{1 - \tan \alpha}{\sqrt{1 + \sec^2 \alpha}} \right), \]  
\[ \tilde{v}_4(\alpha) = \frac{1}{8} \cos^2 \left( \frac{1}{2} \arctan(\sec \alpha) \right) \left( 2 + \frac{-1 + \tan \alpha}{\sqrt{1 + \sec^2 \alpha}} \right). \]  

Here, we pay attention to a relation,
\[ [\tilde{u}_1(\alpha) + \tilde{v}_1(\alpha) + \tilde{u}_2(\alpha) + \tilde{v}_2(\alpha)] - [\tilde{u}_3(\alpha) + \tilde{v}_3(\alpha) + \tilde{u}_4(\alpha) + \tilde{v}_4(\alpha)] = 0. \]  
Thus, the probability that Alice detects $|r_1\rangle_{AC}$ to the probability that she finds $|r_4\rangle_{AC}$ is one to one. Hence, the probability that Eve guesses right at a random secret bit Alice obtains is given by
\[ \tilde{P}_E(\alpha) = \frac{1}{2}. \]  
This implies that Eve obtains a completely random bit, and therefore there is no correlation between Eve and Alice’s bits. Hence, Eve cannot gain any information although she eavesdrops on the transmission from Alice to Bob.

### 5.4 The case where $(\alpha, \beta) = (\pi, \pi/4)$ holds

In this subsection, we consider the case where the parameters are given by $(\alpha, \beta) = (\pi, \pi/4)$. In this case, $\beta = \arctan(-1/\cos \alpha)$ holds. Because
\[ f_1(\alpha, \beta) = g_2(\alpha, \beta) = g_3(\alpha, \beta) = f_4(\alpha, \beta) = 1/32, \]  
\[ g_1(\alpha, \beta) = f_2(\alpha, \beta) = f_3(\alpha, \beta) = g_4(\alpha, \beta) = 9/32, \]  
using Eq. (31), the probability $P_{AB}$ that Alice and Bob cannot notice Eve’s illegal acts is given by 9/10. Moreover, because
\[ u_1(\alpha, \beta) = v_2(\alpha, \beta) = v_3(\alpha, \beta) = u_4(\alpha, \beta) = (3 - \sqrt{2})/32, \]  
\[ v_1(\alpha, \beta) = u_2(\alpha, \beta) = u_3(\alpha, \beta) = v_4(\alpha, \beta) = (3 + \sqrt{2})/32, \]  
the probability $P_E$ that Eve guesses right at a random secret bit Alice obtains is given as follows. If Bob observes $\sigma_x$ and Alice detects $|r_1\rangle_{AC}$, it is equal to $(3 - \sqrt{2})/6$. If
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In this section, we estimate the security against the two-way intercept/resend attack.

6 The two-way intercept/resend attack

In this section, we estimate the security against the two-way intercept/resend attack. On the way from Alice to Bob, we assume that Eve measures \( \sigma_\xi \) on the channel qubit. Moreover, on the way from Bob to Alice, we assume that Eve observes \( \sigma_\mu \) on the channel qubit. The projection operators of \( \sigma_\xi \) and \( \sigma_\mu \) are given by Eqs. \((\text{III})\) and \((\text{I})\), where \( \hat{P}(\sigma_\mu = \pm 1) \) are parametrized by \( \gamma \) and \( \delta \) instead of \( \alpha \) and \( \beta \).

Referring to Eq. \((\text{III})\), for example, we describe the probability the Bob has \( \sigma_x = i \) and Eve obtains \( \sigma_\xi = j \) and \( \sigma_\mu = k \) on condition that Alice detects \( |r_2\rangle_{AC} \) as

\[
\text{prob}(\sigma_x = i, \sigma_\xi = j, \sigma_\mu = k, r_2) = \frac{|\langle AC| r_2 \hat{P}(\sigma_\mu = k) \hat{P}(\sigma_x = i) \hat{P}(\sigma_\xi = j)|\psi\rangle_{AC}|^2}{\sum_{i,m,n \in \{1,-1\}} |\langle AC| r_2 \hat{P}(\sigma_\mu = m) \hat{P}(\sigma_x = l) \hat{P}(\sigma_\xi = n)|\psi\rangle_{AC}|^2}
\]

for \( i, j, k \in \{1,-1\} \).

To evaluate the probabilities that Alice and Bob do not notice Eve’s illegal acts in the subsequence \( S_{23} \), we prepare eight functions \( f_k(\alpha, \beta, \gamma, \delta) \) and \( g_k(\alpha, \beta, \gamma, \delta) \) for \( k = 1, 2, 3, 4 \) in Eqs. \((\text{I32})\), \((\text{I33})\), \((\text{I34})\), and \((\text{I35})\) in Appendix \( \text{B} \). Then, the following relations hold between the probabilities and the eight functions:

\[
\sum_{j,k \in \{1,-1\}} \text{prob}(\sigma_x = 1, \sigma_\xi = j, \sigma_\mu = k, r_2) \propto f_1(\alpha, \beta, \gamma, \delta),
\sum_{j,k \in \{1,-1\}} \text{prob}(\sigma_x = -1, \sigma_\xi = j, \sigma_\mu = k, r_2) \propto g_1(\alpha, \beta, \gamma, \delta),
\sum_{j,k \in \{1,-1\}} \text{prob}(\sigma_x = 1, \sigma_\xi = j, \sigma_\mu = k, r_2) \propto f_2(\alpha, \beta, \gamma, \delta),
\sum_{j,k \in \{1,-1\}} \text{prob}(\sigma_x = -1, \sigma_\xi = j, \sigma_\mu = k, r_2) \propto g_2(\alpha, \beta, \gamma, \delta),
\sum_{j,k \in \{1,-1\}} \text{prob}(\sigma_x = 1, \sigma_\xi = j, \sigma_\mu = k, r_3) \propto f_3(\alpha, \beta, \gamma, \delta),
\sum_{j,k \in \{1,-1\}} \text{prob}(\sigma_x = -1, \sigma_\xi = j, \sigma_\mu = k, r_3) \propto g_3(\alpha, \beta, \gamma, \delta),
\sum_{j,k \in \{1,-1\}} \text{prob}(\sigma_x = 1, \sigma_\xi = j, \sigma_\mu = k, r_3) \propto f_4(\alpha, \beta, \gamma, \delta),
\sum_{j,k \in \{1,-1\}} \text{prob}(\sigma_x = -1, \sigma_\xi = j, \sigma_\mu = k, r_3) \propto g_4(\alpha, \beta, \gamma, \delta).
\]

(53)
Because of Eq. (55), we reach the final form of the probability $P_{AB}$ that Alice and Bob do not notice Eve’s illegal acts as

$$P_{AB}(\alpha, \beta, \gamma, \delta) = \frac{R_1}{2} \left( \frac{g_1}{f_1 + g_1} + \frac{f_2}{f_2 + g_2} \right) + \frac{R_2}{2} \left( \frac{f_3 + g_3}{f_3 + g_4} + \frac{g_4}{f_4 + g_4} \right),$$  \hspace{1cm} (56)$$

$$R_1 = \frac{1}{R} (f_1 + g_1 + f_2 + g_2),$$  \hspace{1cm} (57)$$

$$R_2 = \frac{1}{R} (f_3 + g_3 + f_4 + g_4),$$  \hspace{1cm} (58)$$

$$R = f_1 + g_1 + f_2 + g_2 + f_3 + g_3 + f_4 + g_4.$$  \hspace{1cm} (59)$$

In Eqs. (56), (57), (58), and (59), we omit symbols of variables $\alpha$, $\beta$, $\gamma$, and $\delta$ from functions $f_1$, $g_1$, $f_2$, $g_2$, $f_3$, $g_3$, $f_4$, and $g_4$.

To estimate the probabilities that Eve guesses right at the random secret bit Alice obtains in the subsequence $S_{14}$, we prepare eight functions $u_k(\alpha, \beta, \gamma, \delta)$ and $v_k(\alpha, \beta, \gamma, \delta)$ for $k = 1, 2, 3, 4$ in Eqs. (136), (137), (138), (139) in Appendix B. Then, the following relations hold between the probabilities and the eight functions:

$$\sum_{j, k \in \{1, -1\}} \text{prob}(\sigma_x = j, \sigma_\xi = k, \sigma_\mu = r_1) \propto u_1(\alpha, \beta, \gamma, \delta),$$

$$\sum_{j, k \in \{1, -1\}} \text{prob}(\sigma_x = j, \sigma_\xi = k, \sigma_\mu = \bar{k}, r_1) \propto v_1(\alpha, \beta, \gamma, \delta),$$

$$\sum_{j, k \in \{1, -1\}} \text{prob}(\sigma_x = j, \sigma_\xi = k, \sigma_\mu = k, r_1) \propto u_2(\alpha, \beta, \gamma, \delta),$$

$$\sum_{j, k \in \{1, -1\}} \text{prob}(\sigma_x = j, \sigma_\xi = k, \sigma_\mu = \bar{k}, r_1) \propto v_2(\alpha, \beta, \gamma, \delta),$$

$$\sum_{j, k \in \{1, -1\}} \text{prob}(\sigma_x = j, \sigma_\xi = k, \sigma_\mu = k, r_4) \propto u_3(\alpha, \beta, \gamma, \delta),$$

$$\sum_{j, k \in \{1, -1\}} \text{prob}(\sigma_x = j, \sigma_\xi = k, \sigma_\mu = \bar{k}, r_4) \propto v_3(\alpha, \beta, \gamma, \delta),$$

$$\sum_{j, k \in \{1, -1\}} \text{prob}(\sigma_x = j, \sigma_\xi = k, \sigma_\mu = k, r_4) \propto u_4(\alpha, \beta, \gamma, \delta),$$

$$\sum_{j, k \in \{1, -1\}} \text{prob}(\sigma_x = j, \sigma_\xi = k, \sigma_\mu = \bar{k}, r_4) \propto v_4(\alpha, \beta, \gamma, \delta),$$  \hspace{1cm} (60)$$

where $\bar{k}$ is defined as

$$\bar{k} = \begin{cases} 1 & \text{for } k = -1 \\ -1 & \text{for } k = 1 \end{cases}.$$  \hspace{1cm} (61)$$

Because of Eq. (60), we attain the final form of the probability $P_E$ that Eve guesses right at the random secret bit Alice obtains as

$$P_E(\alpha, \beta, \gamma, \delta) = \frac{\tilde{R}_1}{2} \left( \frac{u_1}{u_1 + v_1} + \frac{u_2}{u_2 + v_2} \right) + \frac{\tilde{R}_2}{2} \left( \frac{v_3}{u_3 + v_3} + \frac{v_4}{u_4 + v_4} \right),$$  \hspace{1cm} (62)$$

$$\tilde{R}_1 = \frac{1}{R} (u_1 + v_1 + u_2 + v_2),$$  \hspace{1cm} (63)$$

$$\tilde{R}_2 = \frac{1}{R} (v_3 + u_3 + v_4 + u_4).$$  \hspace{1cm} (64)$$
\[ \tilde{R}_2 = \frac{1}{R}(u_3 + v_3 + u_4 + v_4), \]  
\[ \tilde{R} = u_1 + v_1 + u_2 + v_2 + u_3 + v_3 + u_4 + v_4. \]  

In Eqs. (62), (63), (64), and (65), we omit symbols of variables \( \alpha, \beta, \gamma, \) and \( \delta \) from functions \( u_1, v_1, u_2, v_2, u_3, v_3, u_4, \) and \( v_4. \)

Calculating \( P_{AB}(\alpha, \beta, \gamma, \delta) \) and \( P_E(\alpha, \beta, \gamma, \delta) \) at points in a mesh \( (\alpha, \beta, \gamma, \delta) \in \{(j/400)\pi : j = 0, 1, 2, ..., 400\}^{\otimes 4} \), we obtain the following results. When \( (\alpha, \beta, \gamma, \delta) = (0, 3\pi/4, 0, 3\pi/4) \), \( P_{AB} \) takes the maximum value 9/10 and \( P_E \) is equal to 1/2. When \( (\alpha, \beta, \gamma, \delta) = (0, \pi/4, \pi/2, \pi/2) \), \( P_E \) takes the maximum value 0.854 and \( P_{AB} \) is equal to 1/2. Therefore, we can conclude that the two-way intercept/resend attack is not preferable to the one-way intercept/resend attack for Eve.

### 7 The one-way translucent attack

We give a short review of the translucent attack as follows. First, Eve keeps her own some auxiliary qubits close at hand as a probe. The qubits are initialized in a particular state. Second, Eve applies a unitary transformation to her probe and the single channel qubit in order to generate entanglement between them. Third, Eve leaves her probe untouched and sends the channel qubit to one of the legitimate users. Fourth, after listening to the public discussion between Alice and Bob, Eve makes a measurement on her probe depending on the classical information disclosed by Alice and Bob. Fifth, Eve guesses at the secret bit Alice obtains according to the result of the observation on her probe.

In this section, we consider the case where Eve makes the one-way translucent attack on the channel qubit flying from Bob to Alice. Here, we trace Eve’s attack step by step in concrete terms in the following paragraphs.

First, Alice prepares the state \( |\psi\rangle_{AC} \) given by Eq. (2) as an initial state. Second, we assume that Bob observes \( \sigma_z \) on the channel qubit, for example. Then, the wave function of the whole system reduces to the following state:

\[ |0\rangle_{CC} \otimes \text{Tr}_C[|0\rangle_{CC} \langle 0|\psi\rangle_{ACAC} \langle \psi|] + |1\rangle_{CC} \langle 1| \otimes \text{Tr}_C[|1\rangle_{CC} \langle 1|\psi\rangle_{ACAC} \langle \psi|]. \]  

(66)

Third, Bob returns the channel qubit to Alice.

Fourth, in the middle of the channel qubit’s travelling from Bob to Alice, Eve lets her probe interact with it. In general, a unitary transformation applied by Eve to her probe and the channel qubit is described as

\[ U|0\rangle_C |X\rangle_E = \sqrt{F}|0\rangle_C |\alpha\rangle_E + \sqrt{1-F}|1\rangle_C |\beta\rangle_E, \]  
\[ U|1\rangle_C |X\rangle_E = \sqrt{1-F}|0\rangle_C |\gamma\rangle_E + \sqrt{F}|1\rangle_C |\delta\rangle_E, \]  

(67)

(68)

where the index \( E \) represents Eve’s probe, \( |X\rangle_E \) denotes the initial state of the probe, and \( |\alpha\rangle_E, |\beta\rangle_E, |\gamma\rangle_E, \) and \( |\delta\rangle_E \) are arbitrary normalized states. The dimension of a Hilbert space for Eve’s probe is equal to four at the most. After Eve makes the attack on the state given by Eq. (66), it evolves into

\[ (U|0\rangle_C |X\rangle_E)(E|X\rangle_C |0\rangle^\dagger) \otimes \text{Tr}_C[|0\rangle_{CC} \langle 0|\psi\rangle_{ACAC} \langle \psi|] \]
\[ + (U|1\rangle_C |X\rangle_E)(E|X\rangle_C |1\rangle^\dagger) \otimes \text{Tr}_C[|1\rangle_{CC} \langle 1|\psi\rangle_{ACAC} \langle \psi|]. \]  

(69)
Finally, Alice performs the orthogonal measurement $R$ upon the state of Eq. (69) with $|r_j\rangle_{AC}$ for $j \in \{1, 2, 3, 4\}$.

Here, we let $K(\sigma_t = i, r_j)$ denote a square of the amplitude of the wave function where Bob has obtained $i \in \{1, -1\}$ with the measurement of $\sigma_t$ for $t \in \{x, z\}$ and Alice has detected $|r_j\rangle_{AC}$ for $j \in \{1, 2, 3, 4\}$. Then, $K(\sigma_t = i, r_j)$ is given in the form,

$$K(\sigma_t = i, r_j) = A_C(r_j)(C|i_\psi\rangle_{AC})^{T_E}[(U|i_t\rangle_C|X\rangle_E)(E\langle X|C|i_t|U^\dagger\rangle)] \\
\times (A_C|i_\psi\rangle_{AC})|r_j\rangle_{AC},$$

where

$$i_z = \begin{cases} 0 & \text{for } i = 1 \\ 1 & \text{for } i = -1 \end{cases},$$

$$i_x = \begin{cases} + & \text{for } i = 1 \\ - & \text{for } i = -1 \end{cases}. $$

It is very difficult for us to estimate the security of the protocol because the degrees of freedom for Eve’s attack given by Eqs. (67) and (68) are very large. Thus, we add some restrictions to Eqs. (67) and (68) in order to make the number of parameters of Eve’s strategy small.

First, for the symmetry, we assume $F = F'$ where $0 \leq F \leq 1$. Second, because $U|0\rangle_C|X\rangle_E$ and $U|1\rangle_C|X\rangle_E$ are orthogonal to each other, we obtain $E\langle \alpha|\gamma\rangle_E + E\langle \beta|\delta\rangle_E = 0$. Third, we assume that Eqs. (67) and (68) are given in the form of the Schmidt decomposition [20], so that we obtain $E\langle \alpha|\beta\rangle_E = E\langle \gamma|\delta\rangle_E = 0$. Fourth, we put the following restraints on Eqs. (67) and (68) in analogy with Bechmann-Pasquinucci and Gisin’s work [21]: $E\langle \alpha|\gamma\rangle_E = E\langle \beta|\delta\rangle_E = 0$. Imposing these constraints upon Eve’s attack, we can describe $|\alpha\rangle_E$, $|\beta\rangle_E$, $|\gamma\rangle_E$, and $|\delta\rangle_E$ with two real parameters. In the following, we explain this fact.

First of all, because of $E\langle \alpha|\gamma\rangle_E = 0$, we can write down $|\alpha\rangle_E$ and $|\gamma\rangle_E$ as

$$|\alpha\rangle_E = (1, 0, 0, 0)^T,$$

$$|\gamma\rangle_E = (0, 1, 0, 0)^T,$$

where the symbol $T$ denotes the transpose of a vector. Second, from $E\langle \gamma|\delta\rangle_E = 0$, $|\delta\rangle_E$ is given by

$$|\delta\rangle_E = (r, 0, s, t)^T,$$

where $r$, $s$, and $t$ are complex numbers. Third, we describe $r$ as $r = e^{i\theta}\cos a$ where $\theta$ and $a$ are real numbers. Because we can rewrite $e^{-i\theta}|\delta\rangle_E$ as $|\delta\rangle_E$ for deleting the phase $e^{i\theta}$, we obtain

$$|\delta\rangle_E = (\cos a, 0, s', t')^T,$$

where $s'$ and $t'$ are complex numbers. Now, adjusting the basis vectors of the third and fourth components of the system $E$, we can let $|\delta\rangle_E$ be given in the form,

$$|\delta\rangle_E = (\cos a, 0, \sin a, 0)^T.$$

Fourth, because of $E\langle \alpha|\beta\rangle_E = 0$, we can write $|\beta\rangle_E$ as

$$|\beta\rangle_E = (0, \tilde{r}, \tilde{s}, \tilde{t})^T.$$
Moreover, rewriting

\[ |\beta\rangle_E = (0, \tilde{r}, 0, \tilde{t})^T. \]  

(79)

At this stage, from Eqs. (73), (74), and (77), the fourth component of the three vectors, \( |\alpha\rangle_E, |\gamma\rangle_E, \) and \( |\delta\rangle_E, \) is equal to zero. Thus, changing the fourth vector of the basis in order to let the second and fourth components of \( |\beta\rangle_E \) have a common phase \( e^{i\theta} \), we obtain

\[ |\beta\rangle_E = (0, e^{i\theta} \cos b, 0, e^{i\theta} \sin b)^T. \]  

(80)

Moreover, rewriting \( e^{-i\theta} |\beta\rangle_E \) as \( |\beta\rangle_E \), we reach

\[ |\beta\rangle_E = (0, \cos b, 0, \sin b)^T. \]  

(81)

Hence, from Eqs. (73), (74), (77), and (81), we can describe \( |\alpha\rangle_E, |\beta\rangle_E, |\gamma\rangle_E, \) and \( |\delta\rangle_E \) with the two real parameters, \( a \) and \( b \).

From slightly tedious calculations, we obtain

\[
K(\sigma_z = 1, r_2) = K(\sigma_z = -1, r_3) = (1/8)(1 + F), \\
K(\sigma_z = -1, r_2) = K(\sigma_z = 1, r_3) = (1/8)(1 - F), \\
K(\sigma_x = 1, r_2) = K(\sigma_x = -1, r_3) = (1/16)[1 - F \cos a - (1 - F) \cos b], \\
K(\sigma_x = -1, r_2) = K(\sigma_x = 1, r_3) = (1/16)[3 + F \cos a + (1 - F) \cos b].
\]  

(82)

Then, we request the following conditions:

\[
K(\sigma_z = 1, r_2) = K(\sigma_z = -1, r_3) = K(\sigma_x = -1, r_2) = K(\sigma_x = 1, r_3) \\
= (1/8)(1 + F), \\
K(\sigma_z = -1, r_2) = K(\sigma_z = 1, r_3) = K(\sigma_x = 1, r_2) = K(\sigma_x = -1, r_3) \\
= (1/8)(1 - F).
\]  

(83)

From the above requirements, we obtain

\[
\cos b = \frac{-1 + 2F - F \cos a}{1 - F}, \tag{84}
\]

so that we can specify Eve’s unitary operator \( U \) with the two real parameters \( a \) and \( b \) uniquely. Assuming Eq. (81), we also obtain

\[
K(\sigma_z = 1, r_1) = K(\sigma_z = -1, r_4) = K(\sigma_x = 1, r_1) = K(\sigma_x = -1, r_4) \\
= (1/8)(1 + F), \\
K(\sigma_z = -1, r_1) = K(\sigma_z = 1, r_4) = K(\sigma_x = -1, r_1) = K(\sigma_x = 1, r_4) \\
= (1/8)(1 - F).
\]  

(85)

Here, we remember the fact that Alice and Bob examine whether or not Eve interferes in the channel qubit during the subsequence \( S_{23} \). Hence, the probability \( P_{AB} \) that Alice and Bob do not notice Eve’s malicious acts is given by

\[
P_{AB} = K(\sigma_x = -1, r_2) + K(\sigma_x = 1, r_3) + K(\sigma_z = 1, r_2) + K(\sigma_z = -1, r_3) \\
= (1/2)(1 + F). \tag{86}
\]
Next, we consider states between which Eve has to discriminate for guessing right at Alice’s secret bit. If Alice detects $| r_1 \rangle_{AC}$ or $| r_4 \rangle_{AC}$, she obtains the random secret bit. Moreover, Alice and Bob disclose which channel qubit belongs to the subsequence $S_{14}$.

Now, we trace this process in concrete terms. If Bob performs the observation of $\sigma_z$ upon the channel qubit and Eve lets her probe interact with it, the wave function reduces to the state given by Eq. (69). If Alice detects $| r_1 \rangle_{AC}$ in the state of Eq. (69), Eve obtains the following density operator:

$$|\phi(\sigma_z = 1, r_1)\rangle_{EE} \langle \phi(\sigma_z = 1, r_1)| + |\phi(\sigma_z = -1, r_1)\rangle_{EE} \langle \phi(\sigma_z = -1, r_1)|,$$

(87)

where

$$|\phi(\sigma_t = i, r_j)\rangle_{E} = AC\langle r_j | (C\langle i_4 | \psi \rangle_{AC})(U|i_t|_{C}|X\rangle_{E}),$$

(88)

$t \in \{x, z\}, i \in \{1, -1\}$, and $j \in \{1, 4\}$. In Appendix C, we give explicit forms of $|\phi(\sigma_t = i, r_j)\rangle_{E}$.

Next, we define the following density operator:

$$\rho(\sigma_t = i, r_j)_{E} = |\phi(\sigma_t = i, r_j)\rangle_{EE} \langle \phi(\sigma_t = i, r_j)|.$$

(89)

Then, the following relations hold:

$$\text{Tr} \rho(\sigma_z = 1, r_1)_{E} = \text{Tr} \rho(\sigma_x = 1, r_1)_{E} = \text{Tr} \rho(\sigma_x = -1, r_4)_{E} = \text{Tr} \rho(\sigma_z = -1, r_4)_{E}$$

$$= (1/8)(1 + F),$$

$$\text{Tr} \rho(\sigma_z = -1, r_1)_{E} = \text{Tr} \rho(\sigma_x = -1, r_1)_{E} = \text{Tr} \rho(\sigma_x = 1, r_4)_{E} = \text{Tr} \rho(\sigma_z = 1, r_4)_{E}$$

$$= (1/8)(1 - F).$$

(90)

Alice and Bob reveal to which subsequence the transmitted channel qubit belongs, $S_{14}$ or $S_{23}$, via the classical channel. Eve observes her own probe only when the transmitted qubit is classified as $S_{14}$. In order to guess right at Alice’s secret bit, Eve has to discriminate between the following two density operators:

$$\rho_{0,E} = \rho(\sigma_z = 1, r_1)_{E} + \rho(\sigma_x = 1, r_1)_{E} + \rho(\sigma_z = -1, r_1)_{E} + \rho(\sigma_x = -1, r_1)_{E},$$

$$\rho_{1,E} = \rho(\sigma_z = -1, r_4)_{E} + \rho(\sigma_z = -1, r_4)_{E} + \rho(\sigma_x = 1, r_4)_{E} + \rho(\sigma_x = -1, r_4)_{E}.$$  

(91)

We pay attention to the fact that $\text{Tr} \rho_{0,E} = \text{Tr} \rho_{1,E} = 1/2$. The probability $P_E$ that Eve recognizes the difference between $\rho_{0,E}$ and $\rho_{1,E}$ is given by

$$P_E = \frac{1}{2} + \frac{1}{2} ||\rho_{0,E} - \rho_{1,E}||_t,$$

(92)

where $||X||_t = \text{Tr} |X|$ and $|X| = \sqrt{X^\dagger X}$ for an arbitrary operator $X$ [20, 22].

However, it is very difficult for us to express $||\rho_{0,E} - \rho_{1,E}||_t$ in a closed form in terms of elementary functions because we have to solve a quartic equation in an algebraic manner. Eve’s strategy of the translucent attack has the three real parameters $a$, $b$, and $F$ as shown in Eqs. (67), (68), (73), (74), (77), and (81). We set the relation given by Eq. (84) among them. Thus, we can obtain $P_E$ and $F$ with numerical calculations in the following procedure.
Figure 3: A plot of $P_E$, the probability that Eve makes a correct guess, as a function of $a \in [0, \pi]$ and $b \in [0, \pi]$. The probability $P_E$ has the maximum value 0.927 at $a = 1.30$ and $b = 0.990$.

Figure 4: A plot of $P_E$, the probability that Eve makes a correct guess, as a function of $F$ with fixing $b$ at 0.990 and letting $a$ vary between zero and $\pi$. The probability $P_E$ has the maximum value 0.927 at $F = 0.678$. 
By feeding actual values into variables $a$ and $b$ as $(a, b) \in \{(j/200)\pi : j = 0, 1, 2, ..., 200\}^2$, we can calculate $F$ and $P_E$ numerically with Eqs. (84) and (92). In Fig. 3 we plot $P_E$ as a function of $a$ and $b$. The probability $P_E$ has the maximum value 0.927 at $a = 1.30$ and $b = 0.990$. Fixing $b$ at 0.990 and letting $a$ vary between zero and $\pi$, we plot $P_E$ as a function of $F$ in Fig. 4.

Looking at Figs. 3 and 4, we become aware of the following. When $a = 1.30$ and $b = 0.990$, $P_E$ takes the maximum value as $P_E = 0.927$. At this time, we obtain $F = 0.678$ and $P_{AB} = 0.839$.

Moreover, we notice that $P_E$ does not reach unity in Fig. 3. By contrast, in the BB84 scheme, Eve’s translucent attack allows $P_E$ to attain unity when the disturbance becomes maximum [8]. This fact implies that the one-way translucent attack in Bub’s protocol may not be optimum for Eve. We confirm this suggestion from results obtained in the next section.

8 The two-way translucent attack

In this section, we investigate the security against the two-way translucent attack. Here, we pursue a series of Eve’s acts step by step.

First, Alice prepares the initial entangled state $|\psi\rangle_{AC}$ given by Eq. (2). Second, Alice sends the channel qubit to Bob. Third, in the middle of the quantum channel from Alice to Bob, Eve lets her own probe E1 interact with the channel qubit using the unitary transformation described in Eqs. (74), (77), and (81). At this moment, the whole state is written down as

$$|\tilde{\psi}\rangle_{ACE1} = (1/\sqrt{2})[|0\rangle_A(|0\rangle_C|A\rangle_{E1} + |1\rangle_C|B\rangle_{E1}) + |1\rangle_A(|0\rangle_C|C\rangle_{E1} + |1\rangle_C|D\rangle_{E1})],$$

where

$$|A\rangle_{E1} = \sqrt{F}|\alpha\rangle_{E1},$$
$$|B\rangle_{E1} = \sqrt{1-F}|\beta\rangle_{E1},$$
$$|C\rangle_{E1} = \sqrt{1-F}|\gamma\rangle_{E1},$$
$$|D\rangle_{E1} = \sqrt{F}|\delta\rangle_{E1}.$$ (94)

Fourth, Bob performs a projective measurement with $\sigma_x$ or $\sigma_z$ on the channel qubit that belongs to $|\tilde{\psi}\rangle_{ACE1}$. For example, if Bob carries out the observation with $\sigma_z$, the reduction of the wave packet occurs and the whole state changes into

$$|0\rangle_{CC}|0\rangle \otimes \text{tr}_C(|0\rangle_{CC}|\tilde{\psi}\rangle_{ACE1ACE1}|\tilde{\psi}\rangle_{ACE1ACE1}) = (1/2)|0\rangle_{CC}|0\rangle \otimes |\phi(z, 0\rangle_{AE1AE1}|\phi(z, 0\rangle_{AE1AE1} + (1/2)|0\rangle_{CC}|0\rangle \otimes |\phi(z, 1\rangle_{AE1AE1}|\phi(z, 1\rangle_{AE1AE1},$$

where

$$|\phi(z, 0\rangle_{AE1} = |0\rangle_A|A\rangle_{E1} + |1\rangle_A|C\rangle_{E1},$$
$$|\phi(z, 1\rangle_{AE1} = |0\rangle_A|B\rangle_{E1} + |1\rangle_A|D\rangle_{E1}.$$ (96)
Then, Bob returns the channel qubit to Alice.

Fifth, halfway along the quantum channel from Bob to Alice, Eve lets another probe E2 of hers interact with the channel qubit using the unitary transformation $U'$ given by Eqs. (67) and (68), where the fidelities $F$ and $F'$ are denoted by $F'$ together. We assume that Eve puts the initial state of the probe $|X\rangle_{E2}$. Then, the whole state evolves into

$$(1/2)|\varphi(z, 0)\rangle_{E2CE2}\langle \varphi(z, 0)| \otimes |\phi(z, 0)\rangle_{AE1AE1}\langle \phi(z, 0)| + (1/2)|\varphi(z, 1)\rangle_{E2CE2}\langle \varphi(z, 1)| \otimes |\phi(z, 1)\rangle_{AE1AE1}\langle \phi(z, 1)|,$$  

(97)

where

$$|\varphi(z, 0)\rangle_{E2} = |0\rangle_C|A'\rangle_{E2} + |1\rangle_C|B'\rangle_{E2},$$

(98)

$$|\varphi(z, 1)\rangle_{E2} = |0\rangle_C|C'\rangle_{E2} + |1\rangle_C|D'\rangle_{E2},$$

(99)

and $|A'\rangle_{E2}$, $|B'\rangle_{E2}$, $|C'\rangle_{E2}$, and $|D'\rangle_{E2}$ are given by Eqs. (73), (74), (77), and (81) with parameters $a'$ and $b'$ instead of $a$ and $b$.

Sixth, Alice performs the orthogonal measurement with $\{ |r_j\rangle_{AC} : j = 1, 2, 3, 4 \}$. A probability that Alice obtains $|r_j\rangle_{AC}$ is given by

$$AC\langle r_j | tr_{E2}[[|\varphi(z, 0)\rangle_{CE2CE2}\langle \varphi(z, 0)|] \otimes tr_{E1}[|\phi(z, 0)\rangle_{AE1AE1}\langle \phi(z, 0)|]|r_j\rangle_{AC}. $$

(100)

Here, we introduce the following notation to describe the probability that Bob observes $\sigma_t$ and obtains the output $i$ and Alice detects $|r_j\rangle_{AC}$ as

$$K(\sigma_t = i, r_j) = (1/2)AC\langle r_j | tr_{E2}[[|\varphi(t, i)\rangle_{CE2CE2}\langle \varphi(t, i)|] \otimes tr_{E1}[|\phi(t, i)\rangle_{AE1AE1}\langle \phi(t, i)|]|r_j\rangle_{AC}$$

for $t \in \{ x, z \}, i \in \{ 1, -1 \}, j \in \{ 1, 2, 3, 4 \}$,  

(101)

where $i_t$ is given by Eqs. (71) and (72).

From some tedious calculations, we obtain

$$K(\sigma_z = 1, r_1) = K(\sigma_z = 1, r_2) = K(\sigma_z = -1, r_3) = K(\sigma_z = -1, r_4) = 1/(F + F'),$$

$$K(\sigma_z = 1, r_3) = K(\sigma_z = 1, r_4) = K(\sigma_z = -1, r_1) = K(\sigma_z = -1, r_2) = 1/(2 - F - F'),$$

$$K(\sigma_x = 1, r_1) = K(\sigma_x = 1, r_3) = K(\sigma_x = -1, r_2) = K(\sigma_x = -1, r_4) = \frac{1}{16}[2 + F \cos a + F' \cos a' + (1 - F) \cos b + (1 - F') \cos b'],$$

$$K(\sigma_x = 1, r_2) = K(\sigma_x = 1, r_4) = K(\sigma_x = -1, r_1) = K(\sigma_x = -1, r_3) = \frac{1}{16}[2 - F \cos a - F' \cos a' + (1 - F) \cos b - (1 - F') \cos b'].$$  

(102)
Then, we request the following conditions:

\[
\begin{align*}
K(\sigma_z = 1, r_2) &= K(\sigma_z = -1, r_3) = K(\sigma_x = -1, r_2) = K(\sigma_x = 1, r_3), \\
K(\sigma_z = -1, r_2) &= K(\sigma_z = 1, r_3) = K(\sigma_x = 1, r_2) = K(\sigma_x = -1, r_3), \\
K(\sigma_z = 1, r_1) &= K(\sigma_z = -1, r_4) = K(\sigma_x = 1, r_1) = K(\sigma_x = -1, r_4), \\
K(\sigma_z = -1, r_1) &= K(\sigma_z = 1, r_4) = K(\sigma_x = -1, r_1) = K(\sigma_x = 1, r_4).
\end{align*}
\] (103)

From the above requirements, we obtain Eq. (54) and

\[
\cos b' = \frac{-1 + 2F' - F' \cos a'}{1 - F'}.
\] (104)

Hence, we can specify Eve’s attack with four real parameters \(a, b, a',\) and \(b'.\)

The probability \(P_{AB}\) that Alice and Bob do not notice Eve’s illegal acts is given by

\[
P_{AB} = K(\sigma_x = -1, r_2) + K(\sigma_x = 1, r_3) + K(\sigma_x = 1, r_2) + K(\sigma_x = -1, r_3) \\
= \frac{1}{2}(F + F').
\] (105)

Next, we think about states between which Eve has to discriminate for guessing right at Alice’s secret bit. Here, we consider a concrete example. If Bob obtains \(\sigma_z = 1\) and Alice detects \(|r_1\rangle_{AC},\) the state of Eve’s probes suffers from reduction and becomes

\[
\frac{1}{\sqrt{2}}|\Phi(\sigma_z = 1, r_1)\rangle_{E1E2} = \frac{1}{\sqrt{2}}AC\langle r_1|[[\phi(z, 0)]_{AE1} \otimes |\varphi(z, 0)\rangle_{CE2}].
\] (106)

In Appendix D we list explicit forms of

\[
|\Phi(\sigma_t = i, r_j)\rangle_{E1E2} = AC\langle r_j|[[\phi(t, i_t)]_{AE1} \otimes |\varphi(t, i_t)\rangle_{CE2}
\] (107)

for \(t \in \{x, z\}, i \in \{1, -1\},\) and \(j \in \{1, 4\}.

Next, we define the following density operator:

\[
\rho(\sigma_t = i, r_j)_{E1E2} = \frac{1}{2}|\Phi(\sigma_t = i, r_j)\rangle_{E1E2E1E2}(\Phi(\sigma_t = i, r_j)|.
\] (108)

Then, the following relations hold:

\[
\begin{align*}
\text{tr}[\rho(\sigma_z = 1, r_1)_{E1E2}] &= \text{tr}[\rho(\sigma_z = -1, r_4)_{E1E2}] = \frac{1}{8}(F + F'), \\
\text{tr}[\rho(\sigma_z = 1, r_4)_{E1E2}] &= \text{tr}[\rho(\sigma_z = -1, r_1)_{E1E2}] = \frac{1}{8}(2 - F - F'), \\
\text{tr}[\rho(\sigma_z = 1, r_1)_{E1E2}] &= \text{tr}[\rho(\sigma_x = -1, r_4)_{E1E2}] \\
&= \frac{1}{16}[2 + F \cos a + F' \cos a' + (1 - F) \cos b + (1 - F') \cos b'] \\
&= \frac{1}{8} \left(2 - \frac{1 - \cos a}{2 - \cos a + \cos b} - \frac{1 - \cos a'}{2 - \cos a' + \cos b'}\right), \\
\text{tr}[\rho(\sigma_z = 1, r_4)_{E1E2}] &= \text{tr}[\rho(\sigma_x = -1, r_1)_{E1E2}] \\
&= \frac{1}{16}[2 - F \cos a - F' \cos a' - (1 - F) \cos b - (1 - F') \cos b'] \\
&= \frac{1}{8} \left(\frac{1 - \cos a}{2 - \cos a + \cos b} + \frac{1 - \cos a'}{2 - \cos a' + \cos b'}\right).
\end{align*}
\] (109)
The thick and thin black curves represent $P_E$ and $P_{AB}$ respectively as functions of $x$, where $a = a' = x$ and $b = b' = \pi/2$. The thick and thin grey dashed curves represent $P_E$ and $P_{AB}$ respectively as functions of $x$, where $a = a' = \pi/2$ and $b = b' = x$. Putting $a = a' = b = b' = \pi/2$, $P_E$ attains unity and $P_{AB}$ is equal to $1/2$.

In order to guess right at Alice’s secret bit, Eve has to discriminate between the following two density operators:

$$\rho_{0,1\text{IE2}} = \rho(\sigma_z = 1, r_1)_{1\text{IE2}} + \rho(\sigma_x = 1, r_1)_{1\text{IE2}}$$
$$+ \rho(\sigma_z = -1, r_1)_{1\text{IE2}} + \rho(\sigma_x = -1, r_1)_{1\text{IE2}},$$

$$\rho_{1,1\text{IE2}} = \rho(\sigma_z = -1, r_4)_{1\text{IE2}} + \rho(\sigma_x = -1, r_4)_{1\text{IE2}}$$
$$+ \rho(\sigma_z = 1, r_4)_{1\text{IE2}} + \rho(\sigma_x = 1, r_4)_{1\text{IE2}}. \quad (110)$$

The probability $P_E$ that Eve recognizes the difference between $\rho_{0,1\text{IE2}}$ and $\rho_{1,1\text{IE2}}$ is given by

$$P_E = \frac{1}{2} + \frac{1}{2}||\rho_{0,1\text{IE2}} - \rho_{1,1\text{IE2}}||_1. \quad (111)$$

Because $\rho_{0,1\text{IE2}}$ and $\rho_{1,1\text{IE2}}$ are 16×16 matrices, it is impossible to derive a closed analytical form of $P_E$. Thus, we calculate $P_E$ numerically.

We can represent the probability $P_E$ as a function of four real parameters $a$, $b$, $a'$, and $b'$, so that we describe it as $P_E(a, b, a', b')$. Here, we examine two types of arrangements of the parameters. In Fig. 5, we plot $P_E(x, \pi/2, x, \pi/2)$ and $P_{\text{E}}(\pi/2, x, \pi/2, x)$ as functions of $x \in [0, \pi]$. We also plot $P_{\text{AB}}(x, \pi/2, x, \pi/2)$ and $P_{\text{AB}}(\pi/2, x, \pi/2, x)$ in Fig. 5.

Putting $x = \arccos(2/3) \approx 0.841$, we obtain $P_E(x, \pi/2, x, \pi/2) \approx 0.975$ and $P_{\text{AB}}(x, \pi/2, x, \pi/2) = 3/4$. Putting $x = 0$, we obtain $P_E(\pi/2, x, \pi/2, x) \approx 0.984$ and $P_{\text{AB}}(\pi/2, x, \pi/2, x) = 2/3$. Eve’s optimum case for one-way translucent attack obtained in Sec. 7 corresponds to $(a, b, a', b') = (1.30, 0.990, 0, \pi/2)$.

Because the two-way translucent attack includes the one-way translucent attack as a special case, the former one is better than the latter one for Eve obviously. However,
the two-way translucent attack does not give an overwhelming advantage to Eve. For example, we can consider the following simple case. If we adjust the parameters as \( a = b = a' = b' = \pi/2 \), we can obtain \( P_E = 1 \). However, this choice of the parameters causes \( P_{AB} = 1/2 \).

In the BB84 scheme, if Eve makes a translucent attack, Eve’s best strategy leads to \( P_E \approx 0.933 \) with setting \( P_{AB} = 3/4 \). Thus, Bub’s protocol is weaker than the BB84 scheme with respect to the security against Eve’s translucent attack.

9 Eve’s most careful one-way translucent attack

In this section, we consider security against Eve’s most careful one-way translucent attack. Here, we assume that Eve is very cautious and thus she wants to let Alice and Bob not notice her illegal acts at all. For the circumstances of this situation, Eve prefers the one-way translucent attack to the two-way translucent attack because the former one is gentler than the latter one.

Hence, Eve must choose a strategy that makes \( P_{AB} \) defined in Eq. (86) be unity. However, we can show that Eve cannot learn anything about a secret bit shared by Alice and Bob if she selects this strategy. We prove this fact in the following.

In the one-way translucent attack discussed in Sec. 7, Eve applies a unitary transformation to her probe and the channel qubit. This transformation is given by Eqs. (67) and (68). However, in order not to leave evidence of her malicious acts, Eve must let \( F \) and \( F' \) be unity, so that her unitary transformation is rewritten down as

\[
\begin{align*}
U|0\rangle_C |X\rangle_E &= |0\rangle_C |\alpha\rangle_E, \\
U|1\rangle_C |X\rangle_E &= |1\rangle_C |\delta\rangle_E.
\end{align*}
\]

(112)

Hence, the dimension of a Hilbert space for Eve’s probe is equal to two at most. Thus, we can describe \( |\alpha\rangle_E \) and \( |\delta\rangle_E \) as follows in general:

\[
\begin{align*}
|\alpha\rangle_E &= (1, 0)^T, \\
|\delta\rangle_E &= (r, \sqrt{1 - r^2})^T.
\end{align*}
\]

(113)

(Although an arbitrary two-dimensional vector is given by \((r, \sqrt{1 - r^2})e^{i\theta}\), we can omit the factor \( e^{i\theta} \) with adjusting the second vector of the basis. This treatment is allowed because the second component of \( |\alpha\rangle_E \) is equal to zero.)

Then, calculating \( K(\sigma_t = i, r_j) \) defined in Eq. (70), we obtain

\[
\begin{align*}
K(\sigma_x = -1, r_2) &= K(\sigma_x = 1, r_3) = \frac{1}{16}(3 + r), \\
K(\sigma_z = 1, r_2) &= K(\sigma_z = -1, r_3) = \frac{1}{4}.
\end{align*}
\]

(114)

Hence, from Eq. (86), we obtain

\[
P_{AB} = \frac{1}{8}(7 + r).
\]

(115)
Therefore, if Eve wants to completely avert Alice and Bob’s detection of her illegal acts, she has to put \( r = 1 \). This arrangement implies that \( |\alpha_E\rangle = |\delta_E\rangle = (1, 0)^T \). Hence, Eve’s probe and the channel qubit are perfectly disentangled and she cannot gain any information. Thus, we can conclude that Eve’s translucent attack gives her exactly zero information if she is restricted to make no noise.

10 Discussion

In the current paper, we obtain two facts about Bub’s quantum key distribution protocol. The first one is the following. If Eve makes the intercept/resend attack on the transmissions between Alice and Bob under the condition of Eq. (17), Eve’s best strategy is performing the measurement with the Breidbart basis on the middle of the quantum channel from Alice to Bob. The one-way intercept/resend attack is more favourable to Eve than the two-way one. For this attack on the single transmission, the probability \( P_{AB} \) that Alice and Bob do not notice Eve’s illegal acts is equal to \( 5/6 \approx 0.833 \) and the probability \( P_E \) that Eve guesses right at the secret bit Alice obtains is given by \( (5 + 3\sqrt{2})/10 \approx 0.924 \). If Eve makes the intercept/resend attack on \( n \) qubits Alice sends, the probability that Eve’s malicious acts are not revealed is given by \( (5/6)^n \). This probability decreases exponentially as \( n \) becomes larger. Thus, Bub’s protocol is safe from the intercept/resend attack. To specify Eve’s optimum strategy, we assume that the condition given by Eq. (17) holds. We think that this constraint imposed upon Eve’s strategy is natural and reasonable, so that the Breidbart basis is best for Eve in general.

If Eve makes the intercept/resend attack on the BB84 scheme, her best strategy is also the measurement with the Breidbart basis [4]. For this attack on the single transmission, the probability \( P_{AB} \) that Alice and Bob do not find signs of Eve’s illegal acts is equal to \( 3/4 \) and the probability \( P_E \) that Eve guesses right at the random secret bit Alice obtains is given by \( (1/4)(2 + \sqrt{2}) \approx 0.854 \). Thus, we can conclude that the BB84 scheme is safer than Bub’s protocol concerning to the intercept/resend attack.

The second fact that the current paper shows is the following. If Eve mounts the one-way translucent attack on Bub’s protocol, she can let the probability \( P_E \) that she guesses right at the secret bit Alice obtains be equal to 0.927 at least. When Eve choose this strategy, the probability \( P_{AB} \) that Alice and Bob do not notice Eve’s illegal acts is given by 0.839. By contrast, if Eve makes the two-way translucent attack, she can let \( P_E \) be equal to unity. However, in this case, \( P_{AB} \) is equal to 1/2. In the two-way translucent attack, a trade-off between \( P_{AB} \) and \( P_E \) makes Eve think carefully which values she must choose for parameters specifying the strategy. However, one thing is certain, the translucent attack is more dangerous than the intercept/resend attack for Bub’s protocol.

If Eve makes the translucent attack on a single transmission of the BB84 scheme, we can estimate \( P_E \) at \((1/2)[1 + (\sqrt{3}/2)] \approx 0.933 \) at least with setting \( P_{AB} \) at 3/4 [8]. This implies that the translucent attack is more dangerous than the intercept/resend attack for the BB84 scheme. In the present paper, we illustrate the fact that the BB84 scheme is robust against the translucent attack.

In the current paper, we do not intend to tell which protocol is better, Bub’s one or other quantum key distribution scheme, for example, the BB84 scheme. In the present
paper, we aim at clarifying characteristic properties of Bub’s protocol from a neutral viewpoint. In Refs. [23, 24, 25], and [26], the BB84 scheme was proven secure. In other words, it was rigorously indicated that the BB84 scheme is secure against an enemy who is able to perform any physical operation permitted by quantum mechanics. Contrastingly, the security of Bub’s protocol has not been studied well yet. We have to admit that it is not full-grown theoretically or experimentally.

One of the most serious faults Bub’s quantum key distribution protocol has is that Alice has to perform measurements of two-qubit states for detection of \(|r_i\rangle_{AC}: i = 1, 2, 3, 4\). Because \(|r_i\rangle_{AC}\) have entanglement, Alice needs to prepare a quantum circuit, which was examined in Refs. [9] and [27].

As mentioned above, experimental realization of Bub’s protocol owns some difficulties. Because the protocol uses a two-way quantum channel, it is vulnerable to the channel loss and a noise source, compared with the BB84 and E91 schemes that make use of a one-way quantum channel. Moreover, in Bub’s protocol, Bob has to carry out the projective measurement, so that he must not destroy the channel qubit. In contrast, for the BB84 and E91 schemes, Alice and Bob only need to perform an ordinary strong quantum measurement.

The investigation of the BB84 scheme has a long tradition and its practical use has been studied in many papers, for example, Refs. [28, 29, 30], and [31]. Noises of the experimental setup lead to increase of the quantum bit error rate. However, in the current paper, we do not evaluate the maximum quantum bit error rate that the legitimate users can accept because we focus on an ideal case where the channel losses and noise sources are not assumed, the photodetectors work perfectly, and so on. In the present paper, we do not argue those experimental aspects and practical uses of Bub’s protocol. These problems remain to be examined in the future.

However, Bub’s protocol is a natural application of the ABL-rule. Thus, we can consider Bub’s one to be a typical example of the strange nature of quantum mechanics. Moreover, in the current paper, we show that we can analyse the security of Bub’s protocol against some specified strategies of eavesdropping in analytical and numerical manners. These points give sound reasons why we study the quantum key distribution protocol based on the pre- and post-selection effect.

A Some useful functions for Secs. 4 and 5

For the sake of convenience in Secs. 4 and 5, we calculate the following equations from \(|\psi\rangle_{AC}, |r_i\rangle_{AC}\) for \(i = 1, 2, 3, 4\), and \(\hat{P}(\sigma_\xi = \pm 1)\) defined in Eqs. (2), (3), (9), and (10). We pay attention to the fact that \(\hat{P}(\sigma_x = \pm 1), \hat{P}(\sigma_z = \pm 1)\), and \(\hat{P}(\sigma_\xi = \pm 1)\) act on the channel qubit.

\[
\begin{align*}
AC\langle r_1 | \hat{P}(\sigma_x = 1) \hat{P}(\sigma_\xi = 1) | \psi \rangle_{AC} &= (1/8)[2 + (1 - i) \cos \beta + 2 \cos \alpha \sin \beta \\
&\quad + (1 + i) \sin \alpha \sin \beta], \\
AC\langle r_1 | \hat{P}(\sigma_x = 1) \hat{P}(\sigma_\xi = -1) | \psi \rangle_{AC} &= (1/8)[2 - (1 - i) \cos \beta - 2 \cos \alpha \sin \beta \\
&\quad - (1 + i) \sin \alpha \sin \beta], \\
AC\langle r_1 | \hat{P}(\sigma_x = -1) \hat{P}(\sigma_\xi = 1) | \psi \rangle_{AC} &= (1/8)[(1 + i) \cos \beta + (1 - i) \sin \alpha \sin \beta],
\end{align*}
\]
\[ \langle r_1 | \hat{P}(\sigma_x = -1) \hat{P}(\sigma_z = -1) | \psi \rangle_{AC} = -(1/8)(1 - i)(i \cos \beta + \sin \alpha \sin \beta), \]  
\[ \langle r_1 | \hat{P}(\sigma_x = 1) \hat{P}(\sigma_z = 1) | \psi \rangle_{AC} = (1/2) \cos(\beta/2)[\cos(\beta/2) + (1/2)(1 + i)e^{-i\alpha} \sin(\beta/2)], \]  
\[ \langle r_1 | \hat{P}(\sigma_x = 1) \hat{P}(\sigma_z = -1) | \psi \rangle_{AC} = (1/2) \sin(\beta/2)[\sin(\beta/2) - (1/2)(1 + i)e^{-i\alpha} \cos(\beta/2)], \]  
\[ \langle r_1 | \hat{P}(\sigma_x = -1) \hat{P}(\sigma_z = 1) | \psi \rangle_{AC} = (1/4)(1 - i)e^{i\alpha} \sin(\beta/2) \cos(\beta/2), \]  
\[ \langle r_1 | \hat{P}(\sigma_x = -1) \hat{P}(\sigma_z = -1) | \psi \rangle_{AC} = -(1/4)(1 - i)e^{i\alpha} \sin(\beta/2) \cos(\beta/2), \]  
\[ \langle r_2 | \hat{P}(\sigma_x = 1) \hat{P}(\sigma_z = 1) | \psi \rangle_{AC} = (1/8)(1 + i)(\cos \beta + i \sin \alpha \sin \beta), \]  
\[ \langle r_2 | \hat{P}(\sigma_x = 1) \hat{P}(\sigma_z = -1) | \psi \rangle_{AC} = -(1/8)(1 + i)(\cos \beta + i \sin \alpha \sin \beta), \]  
\[ \langle r_2 | \hat{P}(\sigma_x = -1) \hat{P}(\sigma_z = 1) | \psi \rangle_{AC} = (1/8)[2 + (1 - i) \cos \beta - 2 \cos \alpha \sin \beta - (1 + i) \sin \alpha \sin \beta], \]  
\[ \langle r_2 | \hat{P}(\sigma_x = -1) \hat{P}(\sigma_z = -1) | \psi \rangle_{AC} = (1/8)[2 - (1 - i) \cos \beta + 2 \cos \alpha \sin \beta + (1 + i) \sin \alpha \sin \beta], \]  
\[ \langle r_3 | \hat{P}(\sigma_x = 1) \hat{P}(\sigma_z = 1) | \psi \rangle_{AC} = (1/8)[2 - (1 - i) \cos \beta + 2 \cos \alpha \sin \beta - (1 + i) \sin \alpha \sin \beta], \]  
\[ \langle r_3 | \hat{P}(\sigma_x = 1) \hat{P}(\sigma_z = -1) | \psi \rangle_{AC} = (1/8)[2 + (1 - i) \cos \beta - 2 \cos \alpha \sin \beta + (1 + i) \sin \alpha \sin \beta], \]  
\[ \langle r_3 | \hat{P}(\sigma_x = -1) \hat{P}(\sigma_z = 1) | \psi \rangle_{AC} = -(1/8)(1 - i)(i \cos \beta + \sin \alpha \sin \beta), \]  
\[ \langle r_3 | \hat{P}(\sigma_x = -1) \hat{P}(\sigma_z = -1) | \psi \rangle_{AC} = (1/8)[(1 + i) \cos \beta + (1 - i) \sin \alpha \sin \beta], \]  
\[ \langle r_3 | \hat{P}(\sigma_x = 1) \hat{P}(\sigma_z = 1) | \psi \rangle_{AC} = (1/4)(1 - i)e^{-i\alpha} \sin(\beta/2) \cos(\beta/2), \]  
\[ \langle r_3 | \hat{P}(\sigma_x = 1) \hat{P}(\sigma_z = -1) | \psi \rangle_{AC} = -(1/4)(1 - i)e^{-i\alpha} \sin(\beta/2) \cos(\beta/2), \]  
\[ \langle r_3 | \hat{P}(\sigma_x = -1) \hat{P}(\sigma_z = 1) | \psi \rangle_{AC} = (1/2) \sin(\beta/2)[\sin(\beta/2) + (1/2)(1 + i)e^{i\alpha} \cos(\beta/2)], \]  
\[ \langle r_3 | \hat{P}(\sigma_x = -1) \hat{P}(\sigma_z = -1) | \psi \rangle_{AC} = -(1/2)(1 + i)e^{i\alpha} \sin(\beta/2)], \]
$$\langle \sigma_x = 1 | \hat{P}(\sigma_x = 1) | \psi \rangle_{AC} = -(1/8)(1 + i)(\cos \beta + i \sin \alpha \sin \beta),$$

$$\langle \sigma_x = 1 | \hat{P}(\sigma_x = -1) | \psi \rangle_{AC} = (1/8)(1 + i)(\cos \beta + i \sin \alpha \sin \beta),$$

$$\langle \sigma_x = -1 | \hat{P}(\sigma_x = 1) | \psi \rangle_{AC} = (1/8)[2 - (1 - i) \cos \beta - 2 \cos \alpha \sin \beta + (1 + i) \sin \alpha \sin \beta],$$

$$\langle \sigma_x = -1 | \hat{P}(\sigma_x = -1) | \psi \rangle_{AC} = (1/8)[2 + (1 - i) \cos \beta + 2 \cos \alpha \sin \beta - (1 + i) \sin \alpha \sin \beta],$$

$$\langle \sigma_z = 1 | \hat{P}(\sigma_z = 1) | \psi \rangle_{AC} = -(1/4)(1 - i)e^{-i\alpha} \sin(\beta/2) \cos(\beta/2),$$

$$\langle \sigma_z = 1 | \hat{P}(\sigma_z = -1) | \psi \rangle_{AC} = (1/4)(1 - i)e^{i\alpha} \sin(\beta/2) \cos(\beta/2),$$

$$\langle \sigma_z = -1 | \hat{P}(\sigma_z = 1) | \psi \rangle_{AC} = (1/2) \sin(\beta/2) [\sin(\beta/2) - (1/2)(1 + i)e^{i\alpha} \cos(\beta/2)],$$

$$\langle \sigma_z = -1 | \hat{P}(\sigma_z = -1) | \psi \rangle_{AC} = (1/2) \cos(\beta/2) [\cos(\beta/2) + (1/2)(1 + i)e^{i\alpha} \sin(\beta/2)].$$

To evaluate the probabilities given in Eq. (122), we prepare the following eight functions:

$$f_1(\alpha, \beta) = \sum_{j \in \{1, -1\}} |\langle \sigma_x = 1 | \hat{P}(\sigma_x = 1) | \hat{P}(\sigma_x = j) | \psi \rangle_{AC}|^2$$

$$= (1/16)(\cos^2 \beta + \sin^2 \alpha \sin^2 \beta),$$

$$g_1(\alpha, \beta) = \sum_{j \in \{1, -1\}} |\langle \sigma_x = -1 | \hat{P}(\sigma_x = 1) | \hat{P}(\sigma_x = j) | \psi \rangle_{AC}|^2$$

$$= (1/32)[4 + 2 \cos^2 \beta - 4 \cos \alpha \cos \beta \sin \beta + (3 + \cos(2\alpha) + 2 \sin(2\alpha)) \sin^2 \beta],$$

$$f_2(\alpha, \beta) = \sum_{j \in \{1, -1\}} |\langle \sigma_z = 1 | \hat{P}(\sigma_z = 1) | \hat{P}(\sigma_z = j) | \psi \rangle_{AC}|^2$$

$$= (1/32)[7 + \cos(2\beta) - 2(\cos \alpha + \sin \alpha) \sin(2\beta)],$$

$$g_2(\alpha, \beta) = \sum_{j \in \{1, -1\}} |\langle \sigma_z = -1 | \hat{P}(\sigma_z = 1) | \hat{P}(\sigma_z = j) | \psi \rangle_{AC}|^2$$

$$= (1/16) \sin^2 \beta, (125)$$

$$f_3(\alpha, \beta) = \sum_{j \in \{1, -1\}} |\langle \sigma_x = 1 | \hat{P}(\sigma_x = 1) | \hat{P}(\sigma_x = j) | \psi \rangle_{AC}|^2$$

$$= (1/32)[4 + 2 \cos^2 \beta - 4 \cos \alpha \cos \beta \sin \beta + (3 + \cos(2\alpha) - 2 \sin(2\alpha)) \sin^2 \beta],$$

$$g_3(\alpha, \beta) = \sum_{j \in \{1, -1\}} |\langle \sigma_z = -1 | \hat{P}(\sigma_z = 1) | \hat{P}(\sigma_z = j) | \psi \rangle_{AC}|^2$$

$$= (1/16)(\cos^2 \beta + \sin^2 \alpha \sin^2 \beta), (126)$$

$$f_4(\alpha, \beta) = \sum_{j \in \{1, -1\}} |\langle \sigma_z = 1 | \hat{P}(\sigma_z = 1) | \hat{P}(\sigma_z = j) | \psi \rangle_{AC}|^2$$

$$= (1/16) \sin^2 \beta, (127)$$

$$g_4(\alpha, \beta) = \sum_{j \in \{1, -1\}} |\langle \sigma_z = -1 | \hat{P}(\sigma_z = 1) | \hat{P}(\sigma_z = j) | \psi \rangle_{AC}|^2$$

$$= (1/32)(7 + \cos(2\beta) + 2(-\cos \alpha + \sin \alpha) \sin(2\beta)).$$
which are calculated using Eqs. (116), (117), (118), (119), (120), (121), (122), and (123).

To evaluate the probabilities given in Eq. (15), we prepare the following eight functions:

\[ u_1(\alpha, \beta) = \sum_{i \in \{1,-1\}} |_{AC} \langle r_1 | \hat{P}(\sigma_x = i) \hat{P}(\sigma_z = 1) | \psi \rangle_{AC} |^2 \]
\[ v_1(\alpha, \beta) = \sum_{i \in \{1,-1\}} |_{AC} \langle r_1 | \hat{P}(\sigma_x = i) \hat{P}(\sigma_z = -1) | \psi \rangle_{AC} |^2 \]

\[ u_2(\alpha, \beta) = \sum_{i \in \{1,-1\}} |_{AC} \langle r_4 | \hat{P}(\sigma_z = i) \hat{P}(\sigma_x = 1) | \psi \rangle_{AC} |^2 \]
\[ v_2(\alpha, \beta) = \sum_{i \in \{1,-1\}} |_{AC} \langle r_4 | \hat{P}(\sigma_z = i) \hat{P}(\sigma_x = -1) | \psi \rangle_{AC} |^2 \]

\[ u_3(\alpha, \beta) = \sum_{i \in \{1,-1\}} |_{AC} \langle r_4 | \hat{P}(\sigma_x = i) \hat{P}(\sigma_z = 1) | \psi \rangle_{AC} |^2 \]
\[ v_3(\alpha, \beta) = \sum_{i \in \{1,-1\}} |_{AC} \langle r_4 | \hat{P}(\sigma_x = i) \hat{P}(\sigma_z = -1) | \psi \rangle_{AC} |^2 \]

\[ u_4(\alpha, \beta) = \sum_{i \in \{1,-1\}} |_{AC} \langle r_4 | \hat{P}(\sigma_z = i) \hat{P}(\sigma_x = 1) | \psi \rangle_{AC} |^2 \]
\[ v_4(\alpha, \beta) = \sum_{i \in \{1,-1\}} |_{AC} \langle r_4 | \hat{P}(\sigma_z = i) \hat{P}(\sigma_x = -1) | \psi \rangle_{AC} |^2 \]

which are calculated using Eqs. (116), (117), (118), (119), (120), (121), (122), and (123).

B Some useful functions for Sec. 6

To evaluate the probabilities given in Eq. (55), we prepare the following eight functions:

\[ f_1(\alpha, \beta, \gamma, \delta) = \sum_{j,k \in \{1,-1\}} |_{AC} \langle r_2 | \hat{P}(\sigma_z = k) \hat{P}(\sigma_x = 1) \hat{P}(\sigma_x = j) | \psi \rangle_{AC} |^2 \]
\[
\begin{align*}
g_1(\alpha, \beta, \gamma, \delta) &= \sum_{j,k \in \{1,-1\}} |_{AC} \langle r_2 | \hat{P}(\sigma_\mu = k) \hat{P}(\sigma_x = -1) \hat{P}(\sigma_\xi = j) | \psi \rangle_{AC} |^2 \\
&= \frac{1}{512} \left(4 \cos(2(\alpha - \beta)) - 4 \cos(2(\alpha + \beta)) - \cos(\alpha - 2(\beta - \gamma)) + \cos(\alpha - 2(\beta + \gamma)) - 8 \cos(2\delta) + 12 \cos \alpha \sin(2\beta) + 6 \sin(2\gamma) + 4 \cos(2\gamma) \left[\sin(2\alpha) \sin^2 \beta - 4 \cos \alpha \sin \beta \cos \beta \sin^2 \delta + 2 \cos(2\delta) - 2\right] + 12 \cos \gamma \sin(2\delta) + 4 \cos(2\beta) \left[- \sin(2\gamma) \cos^2 \alpha + 2 \cos \alpha \cos \gamma \cos(2\beta) \sin(\alpha + \gamma) + \cos \gamma \sin(2\delta) + 2\right] + 2 \cos(2\alpha) \left[-4 \cos \gamma \sin(2\delta) \sin^2 \beta + \sin(2\gamma) - 4\right] - 2 \left\{ 2 \sin(2\alpha) \sin^2 \beta \left[ 2 \cos \gamma \sin(2\delta) + 3\right] + \cos(2\delta) \left[\sin(2\alpha) - 3 \sin(2\gamma) - 2 \cos \alpha \sin(2\beta)(\sin(2\gamma) + 1) + \sin(2(\alpha + \gamma)) \right]\right\} + 48 \right), \\
f_2(\alpha, \beta, \gamma, \delta) &= \sum_{j,k \in \{1,-1\}} |_{AC} \langle r_2 | \hat{P}(\sigma_\mu = k) \hat{P}(\sigma_z = 1) \hat{P}(\sigma_\xi = j) | \psi \rangle_{AC} |^2 \\
&= \frac{1}{128} \left(4 \left[ 1 - \cos \delta(\cos \gamma + \sin \gamma) \sin \delta \right] \cos^2 \beta + 2 \left\{ \cos(2\beta) + 2 \cos(2\delta) - \left[ \cos(2\delta) + 3 \right](\cos \alpha + \sin \alpha) \sin(2\beta) + 11 \right\} - \left\{ \left[ \cos(2\beta) + 5 \right](\cos \gamma + \sin \gamma) - 2 \sin(2\beta) \sin(\alpha + \gamma) \right\} \sin(2\delta) \right), \\
g_2(\alpha, \beta, \gamma, \delta) &= \sum_{j,k \in \{1,-1\}} |_{AC} \langle r_2 | \hat{P}(\sigma_\mu = k) \hat{P}(\sigma_z = -1) \hat{P}(\sigma_\xi = j) | \psi \rangle_{AC} |^2
\end{align*}
\]
\[
\begin{align*}
&= \frac{1}{128} \left\{ -4 \left[ \cos \delta \sin \delta (\cos \gamma + \sin \gamma) + 1 \right] \cos^2 \beta \\
&\quad + 8 \sin \beta \cos \beta \sin \delta \left[ \cos \delta \sin (\alpha + \gamma) + (\cos \alpha + \sin \alpha) \sin \delta \right] \\
&\quad - 2 \left[ \cos(2\beta) + 2 \cos(2\delta) - 5 \right] - \left[ \cos(2\beta) - 3 \right] (\cos \gamma + \sin \gamma) \sin(2\delta) \right\},
\end{align*}
\]

\[
f_3(\alpha, \beta, \gamma, \delta)
= \sum_{j,k \in \{1,-1\}} |\langle r_3, \hat{P}(\sigma_\mu = k) \hat{P}(\sigma_x = 1) \hat{P}(\sigma_\xi = j) | \psi \rangle_{AC}|^2
= \frac{1}{512} \left[ -4 \cos(2(\alpha - \beta)) - 4 \cos(2(\alpha + \beta)) + \cos(\alpha + 2(\beta - \gamma)) + \cos(\alpha - 2(\beta - \gamma)) \\
- \cos(\alpha - 2(\beta + \gamma)) - \cos(\alpha + 2(\beta + \gamma)) + 4 \cos(2\beta) \sin(2\gamma) \cos(2\delta) \sin(\alpha + \gamma) + \cos \gamma \sin(2\delta) - 2 \\
- 2 \cos(2\alpha) \left[ 4 \cos \gamma \sin(2\delta) \sin^2 \beta + \sin(2\gamma) - 4 \right] \\
+ 2 \left[ \cos(2\gamma) - 2 \cos \gamma \sin(2\delta) + 5 \right] \\
+ 2 \cos(2\gamma) \sin^2 \delta \cos \sin(2\beta) - 2 \right] \right\},
\]

\[
g_3(\alpha, \beta, \gamma, \delta)
= \sum_{j,k \in \{1,-1\}} |\langle r_3, \hat{P}(\sigma_\mu = k) \hat{P}(\sigma_x = -1) \hat{P}(\sigma_\xi = j) | \psi \rangle_{AC}|^2
= \frac{1}{512} \left[ 4 \cos(2(\alpha - \beta)) + 4 \cos(2(\alpha + \beta)) + \cos(\alpha + 2(\beta - \gamma)) + \cos(\alpha - 2(\beta - \gamma)) \\
- \cos(\alpha - 2(\beta + \gamma)) - \cos(\alpha + 2(\beta + \gamma)) + 8 \cos(2\delta) + 12 \cos \alpha \sin(2\beta) + 6 \sin(2\gamma) \\
+ 12 \cos \gamma \sin(2\delta) + 4 \cos(2\beta) \sin^2 \alpha - 2 \cos \alpha \cos \gamma \cos(2\delta) \sin(\alpha + \gamma) + \cos \gamma \sin(2\delta) + 2 \\
- 2 \cos(2\alpha) \left[ 4 \cos \gamma \sin(2\delta) \sin^2 \beta + \sin(2\gamma) + 4 \right] \\
+ 2 \left[ 2 \sin(2\alpha) \sin^2 \beta \left[ 2 \cos \gamma \sin(2\delta) + 3 \right] \\
+ \cos(2\delta) \left[ \sin(2\alpha) - 2 \cos \alpha \sin(2\beta)(\sin(2\gamma) - 1) - 3 \sin(2\gamma) + \sin(2(\alpha + \gamma)) \right] \\
+ \cos(2\gamma) \left( 4 \cos(2\delta) - 2 \left[ \sin(2\alpha) \sin^2 \beta + 4 \cos \alpha \cos \beta \sin \beta \sin^2 \delta + 2 \right] \right) \right] \\
+ 48 \right],
\]

\[
f_4(\alpha, \beta, \gamma, \delta)
\]
\[ \sum_{j,k \in \{1,-1\}} |AC \langle r_3 | \hat{P}(\sigma_\mu = k) \hat{P}(\sigma_x = 1) \hat{P}(\sigma_\xi = j) |\psi \rangle_{AC}|^2 \]

\[ = \frac{1}{128} \left\{ -4 \left[ \cos \delta \sin(\cos \gamma - \sin \gamma) + 1 \right] \cos^2 \beta \\
-8 \sin \beta \cos \beta \sin \delta \left[ \cos \delta \sin(\alpha + \gamma) + (\sin \alpha - \cos \alpha) \sin \delta \right] \\
-2 \left[ \cos(2\beta) + 2 \cos(2\delta) - 5 \right] - \left[ \cos(2\beta) - 3 \right] (\cos \gamma - \sin \gamma) \sin(2\delta) \right\}, \\
g_{l}(\alpha, \beta, \gamma, \delta) \]

\[ = \sum_{j,k \in \{1,-1\}} |AC \langle r_3 | \hat{P}(\sigma_\mu = k) \hat{P}(\sigma_x = -1) \hat{P}(\sigma_\xi = j) |\psi \rangle_{AC}|^2 \]

\[ = \frac{1}{128} \left\{ 4 \left[ \cos \delta (\sin \gamma - \cos \gamma) \sin \delta + 1 \right] \cos^2 \beta \\
+2 \left[ \cos(2\beta) + 2 \cos(2\delta) - \left[ \cos(2\beta) + 3 \right] (\cos \alpha - \sin \alpha) \sin(2\beta) + 11 \right] \\
- \left[ \cos(2\beta) + 5 \right] (\cos \gamma - \sin \gamma) + 2 \sin(2\beta) \sin(\alpha + \gamma) \right\} \sin(2\delta). \quad (135) \]

To estimate the probabilities given in Eq. (60), we prepare the following eight functions:

\[ u_1(\alpha, \beta, \gamma, \delta) \]

\[ = \sum_{j,k \in \{1,-1\}} |AC \langle r_1 | \hat{P}(\sigma_\mu = k) \hat{P}(\sigma_x = j) \hat{P}(\sigma_\xi = k) |\psi \rangle_{AC}|^2 \]

\[ = \frac{1}{256} \left\{ 4 \cos^2 \alpha \sin^2 \beta \cos \gamma \left[ 4 \sin \gamma \sin^2 \delta + \sin(2\delta) \right] \\
- \cos \alpha \left[ 2 \sin(2\beta) \cos^2 \delta \left[ \cos(2\gamma) + \sin(2\gamma) + 1 \right] \\
+ 8 \cos \delta \left[ \sin \alpha \cos^2 \beta \cos \gamma \sin \delta - 2 \sin \beta \right] \\
+ \sin(2\beta) \left[ \cos(2\gamma) + \sin(2\gamma) + 1 \right] \left[ \cos(2\delta) - 3 \right] \\
- 16 \sin \beta \sin \delta \left[ \sin \gamma + \cos \gamma \left[ \sin \alpha \sin \beta \cos \gamma \sin \delta + 2 \right] \right] \right\} \]

\[ + 2 \left[ \sin^2 \alpha \cos^2 \beta \cos \gamma \sin(2\delta) + 8 \cos \beta (\cos \gamma + \sin \gamma) \sin \delta \\
+ \cos \delta \left[ -2 \cos \gamma \sin \delta \cos^2 \beta + 8 \sin \alpha \sin \beta + \left[ \cos(2\beta) - 3 \right] \cos \gamma \sin \delta \sin^2 \alpha \right] \right. \\
\left. + \cos \gamma \left[ 8 \sin \alpha \sin \beta \sin \delta + \left[ \sin(2\alpha) + 1 \right] (\sin^2 \beta + 1) \sin(2\delta) \right] + 16 \right\}, \]

\[ v_1(\alpha, \beta, \gamma, \delta) \]

\[ = \sum_{j,k \in \{1,-1\}} |AC \langle r_1 | \hat{P}(\sigma_\mu = k) \hat{P}(\sigma_x = -k) \hat{P}(\sigma_\xi = j) |\psi \rangle_{AC}|^2 \]

\[ = \frac{1}{256} \left\{ 8 \cos^2 \alpha \sin^2 \beta \cos \gamma \sin(2\delta) - 16 \sin \alpha \sin \beta \cos \delta + \sin(2\gamma) + \sin(2(\alpha + \gamma)) \\
- 16 \sin \delta \left[ \cos \beta (\cos \gamma + \sin \gamma) + \sin \beta \left[ \cos(\alpha - \gamma) + \cos(\alpha + \gamma) + \sin(\alpha + \gamma) \right] \right] \right\} \]
\begin{align}
+4 \cos \alpha \{ \sin(2\beta) \left[ \cos(2\gamma) + \sin(2\gamma) + 1 \right] \sin^2 \delta - 4 \cos \delta \sin \beta \\
- \cos \gamma \sin(\alpha + \gamma) \{ 2 \cos(2\delta) \sin^2 \beta + \cos(2\beta) \} \}
+ \sin(2\alpha) \left[ 4 \cos \gamma \sin(2\delta) \sin^2 \beta + 1 \right] + 32, \tag{136}
\end{align}

$$u_2(\alpha, \beta, \gamma, \delta)$$
$$= \sum_{j,k \in \{1, -1\}} |_{\text{AC}} \langle r_1 | \hat{P}(\sigma_\mu = k) \hat{P}(\sigma_\zeta = j) | \hat{P}(\sigma_\xi = k) | \psi_{\text{AC}} \rangle|^2$$
$$= \frac{1}{16} (\cos \beta \cos \delta + 1) \left\{ \cos \beta (\cos \gamma + \sin \gamma) \sin \delta \\
+ \sin \beta \left[ \cos \delta (\cos \alpha + \sin \alpha) + \sin (\alpha + \gamma) \sin \delta \right] + 2 \right\},$$
$$v_2(\alpha, \beta, \gamma, \delta)$$
$$= \sum_{j,k \in \{1, -1\}} |_{\text{AC}} \langle r_1 | \hat{P}(\sigma_\mu = k) \hat{P}(\sigma_\zeta = j) \hat{P}(\sigma_\xi = k) | \psi_{\text{AC}} \rangle|^2$$
$$= \frac{1}{16} (\cos \beta \cos \delta - 1) \left\{ \cos \beta (\cos \gamma + \sin \gamma) \sin \delta \\
+ \sin \beta \left[ \cos \delta (\cos \alpha + \sin \alpha) + \sin (\alpha + \gamma) \sin \delta \right] - 2 \right\}, \tag{137}$$

$$u_3(\alpha, \beta, \gamma, \delta)$$
$$= \sum_{j,k \in \{1, -1\}} |_{\text{AC}} \langle r_2 | \hat{P}(\sigma_\mu = k) \hat{P}(\sigma_\zeta = j) \hat{P}(\sigma_\xi = k) | \psi_{\text{AC}} \rangle|^2$$
$$= \frac{1}{256} \left[ 8 \cos^2 \alpha \sin^2 \beta \cos \gamma \sin \delta (\cos \delta - 2 \sin \gamma \sin \delta) \\
- \cos \alpha \left\{ 2 \sin(2\beta) \left[ \cos(2\gamma) - \sin(2\gamma) + 1 \right] \cos^2 \delta - 16 \sin \beta \cos \delta \\
+ \sin(2\beta) \left[ \cos(2\gamma) - \sin(2\gamma) + 1 \right] \cos(2\delta) - 3 \right\} + 16 \sin \beta \sin \delta \left[ \sin \gamma + \cos \gamma (\sin \alpha \sin \beta \cos \gamma \sin \delta - 2) \right] \\
- 2 \sin \alpha \left[ \cos(2\beta) - 3 \right] \cos \gamma \sin(2\delta) \right\}$$
$$+ 2 \left[ -8 \sin \alpha \sin \beta \cos \gamma + \cos \beta (\sin \gamma - \cos \gamma) \right] \sin \delta$$
$$+ \cos \delta \left\{ -2 \cos \gamma \sin \delta \cos^2 \beta - 8 \sin \alpha \sin \beta + \left[ \cos(2\beta) - 3 \right] \cos \gamma \sin \delta \sin^2 \alpha \right\} + \cos \gamma \left\{ \left[ \sin^2 \alpha + \sin(2\alpha) \right] \cos^2 \beta + \sin^2 \beta + 1 \right\} \sin(2\delta) + 16 \right\},$$
$$v_3(\alpha, \beta, \gamma, \delta)$$
$$= \sum_{j,k \in \{1, -1\}} |_{\text{AC}} \langle r_2 | \hat{P}(\sigma_\mu = k) \hat{P}(\sigma_\zeta = j) \hat{P}(\sigma_\xi = k) | \psi_{\text{AC}} \rangle|^2$$
$$= \frac{1}{256} \left[ 8 \cos^2 \alpha \cos \gamma \sin \delta (\cos \delta - 2 \sin \gamma \sin \delta) \sin^2 \beta \\
- \cos \alpha \left\{ 2 \sin(2\beta) \left[ \cos(2\gamma) - \sin(2\gamma) + 1 \right] \cos^2 \delta + 16 \sin \beta \cos \delta \right\}$$
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\[ + \sin(2\beta) \left[ \cos(2\gamma) - \sin(2\gamma) + 1 \right] \left[ \cos(2\delta) - 3 \right] \]

\[ + 16 \sin \beta \sin \delta \left[ \cos \gamma (\sin \alpha \sin \beta \cos \gamma \sin \delta + 2) - \sin \gamma \right] \]

\[ - 2 \left[ \cos(2\beta) - 3 \right] \sin \alpha \cos \gamma \sin(2\delta) \}

\[ + 2 \left( -8 \cos \beta \cos \gamma \sin \delta + 8(\sin \alpha \sin \beta \cos \gamma + \cos \beta \sin \gamma) \sin \delta \right. \]

\[ + \cos \delta \left\{ -2 \cos \gamma \sin \delta \cos^2 \beta + 8 \sin \alpha \sin \beta + \left[ \cos(2\beta) - 3 \right] \cos \gamma \sin^2 \alpha \sin \delta \right\} \]

\[ + \cos \gamma \left\{ \sin^2 \alpha + \sin(2\alpha) \cos^2 \beta + \sin^2 \beta + 1 \right\} \sin(2\delta) + 16 \right), \tag{138} \]

\[
u_4(\alpha, \beta, \gamma, \delta) = \sum_{j, k \in \{1, -1\}} |_{AC} \langle \sigma_4 | \hat{P}(\sigma_\mu = k) \hat{P}(\sigma_z = j) \hat{P}(\sigma_\xi = k) | \psi \rangle_{AC} |^2
\]

\[
= \frac{1}{16} \left( \cos \beta \cos \delta + 1 \right) \left\{ \cos \beta (\cos \gamma - \sin \gamma) \sin \delta \right. \\
+ \left. \sin \beta \left[ \cos \delta (\cos \alpha - \sin \alpha) - \sin(\alpha + \gamma) \sin \delta \right] + 2 \right\}, \tag{139} \]

where \( k \) is given by Eq. \( (61) \).

\section{Explicit forms of \( |\phi(\sigma_t = i, r_j)\rangle_E \) } \label{explicit_forms}

In this section, we give explicit forms of \( |\phi(\sigma_t = i, r_j)\rangle_E \) for \( t \in \{x, z\}, \ i \in \{1, -1\}, \) and \( j \in \{1, 4\} \) defined in Eq. \( (88) \),

\[
|\phi(\sigma_z = 1, r_1)\rangle_E = (\sqrt{F}/2)|\alpha\rangle_E + [(1 - i)/4]\sqrt{1 - F}|\beta\rangle_E, \\
|\phi(\sigma_z = -1, r_1)\rangle_E = [(1 + i)/4]\sqrt{1 - F}|\gamma\rangle_E, \\
|\phi(\sigma_x = 1, r_1)\rangle_E = (1/8)[(3 + i)\sqrt{F}|\alpha\rangle_E + (1 - i)\sqrt{1 - F}|\beta\rangle_E + (3 + i)\sqrt{1 - F}|\gamma\rangle_E + (1 - i)\sqrt{F}|\delta\rangle_E], \\
|\phi(\sigma_x = -1, r_1)\rangle_E = (1/8)(1 - i)[\sqrt{F}|\alpha\rangle_E + \sqrt{1 - F}|\beta\rangle_E - \sqrt{1 - F}|\gamma\rangle_E - \sqrt{F}|\delta\rangle_E], \tag{140} \]

\[
|\phi(\sigma_z = 1, r_4)\rangle_E = -[(1 + i)/4]\sqrt{1 - F}|\beta\rangle_E, \\
|\phi(\sigma_z = -1, r_4)\rangle_E = -[(1 - i)/4]\sqrt{1 - F}|\gamma\rangle_E + (\sqrt{F}/2)|\delta\rangle_E, \\
|\phi(\sigma_x = 1, r_4)\rangle_E = (1/8)(1 - i)[-\sqrt{F}|\alpha\rangle_E + \sqrt{1 - F}|\beta\rangle_E - \sqrt{1 - F}|\gamma\rangle_E + \sqrt{F}|\delta\rangle_E], \tag{141} \]
\[ |\phi(\sigma = -1, r_4)\rangle_E = (1/8)[(1-i)\sqrt{F}|\alpha\rangle_E - (3+i)\sqrt{1-F}|\beta\rangle_E - (1-i)\sqrt{1-F}|\gamma\rangle_E + (3+i)\sqrt{F}|\delta\rangle_E]. \]  

(141)

D \hspace{1em} \text{Explicit forms of } |\Phi(\sigma_t = i, r_j)\rangle_{E_1E_2}

In this section, we give explicit forms of \(|\Phi(\sigma_t = i, r_j)\rangle_{E_1E_2}\) for \(t \in \{x, z\}, i \in \{1, -1\}, \) and \(j \in \{1, 4\}\) defined in Eq. (107),

\[
|\Phi(\sigma_z = 1, r_1)\rangle_{E_1E_2} = \frac{1}{\sqrt{2}} \sqrt{FF\rangle}_{\alpha_{E1}}|\alpha'\rangle_{E2} + \frac{1}{2} e^{-i\pi/4} \sqrt{F(1-F')|\alpha\rangle_{E1}|\beta'\rangle_{E2}} + \frac{1}{2} e^{i\pi/4} \sqrt{(1-F')|\gamma\rangle_{E1}|\alpha'\rangle_{E2}},
\]

\[
|\Phi(\sigma_z = 1, r_4)\rangle_{E_1E_2} = \frac{1}{\sqrt{2}} \sqrt{(1-F)(1-F')|\gamma\rangle_{E1}|\beta'\rangle_{E2}} + \frac{1}{2} e^{-i\pi/4} \sqrt{(1-F')|\gamma\rangle_{E1}|\alpha'\rangle_{E2}} - \frac{1}{2} e^{i\pi/4} \sqrt{F(1-F)|\gamma\rangle_{E1}|\alpha'\rangle_{E2}},
\]

(142)

\[
|\Phi(\sigma_z = -1, r_1)\rangle_{E_1E_2} = \frac{1}{2} \sqrt{FF\rangle}_{\alpha_{E1}}|\alpha'\rangle_{E2} + \frac{1}{4} e^{-i\pi/4} \sqrt{F|\alpha\rangle_{E1} + \sqrt{1-F}|\beta\rangle_{E1}}(\sqrt{1-F'}|\beta'\rangle_{E2} + \sqrt{F'}|\delta'\rangle_{E2}) + \frac{1}{4} e^{i\pi/4} \sqrt{F|\gamma\rangle_{E1} + \sqrt{1-F}|\delta\rangle_{E1}}(\sqrt{1-F'}|\alpha'\rangle_{E2} + \sqrt{1-F'}|\gamma'\rangle_{E2}),
\]

(\text{143})

|\Phi(\sigma_z = -1, r_4)\rangle_{E_1E_2} = \frac{1}{2} \sqrt{F|\alpha\rangle_{E1} + \sqrt{1-F}|\beta\rangle_{E1}}(\sqrt{1-F'}|\beta'\rangle_{E2} + \sqrt{F'}|\delta'\rangle_{E2}) - \frac{1}{4} e^{-i\pi/4} \sqrt{F|\alpha\rangle_{E1} + \sqrt{1-F}|\beta\rangle_{E1}}(\sqrt{1-F'}|\beta'\rangle_{E2} + \sqrt{F'}|\delta'\rangle_{E2}) - \frac{1}{4} e^{-i\pi/4} \sqrt{F|\gamma\rangle_{E1} + \sqrt{1-F}|\delta\rangle_{E1}}(\sqrt{1-F'}|\alpha'\rangle_{E2} + \sqrt{1-F'}|\gamma'\rangle_{E2}),
\]

|\Phi(\sigma_z = -1, r_4)\rangle_{E_1E_2}
\[
\frac{1}{2\sqrt{2}}(\sqrt{F}|\alpha\rangle_{E1} - \sqrt{1-F}|\beta\rangle_{E1})(\sqrt{F'}|\alpha'\rangle_{E2} - \sqrt{1-F'}|\gamma\rangle_{E2}) \\
+ \frac{1}{4}e^{-\pi/4}(\sqrt{F}|\alpha\rangle_{E1} - \sqrt{1-F}|\beta\rangle_{E1})(\sqrt{1-F'}|\beta'\rangle_{E2} - \sqrt{F'}|\delta\rangle_{E2}) \\
+ \frac{1}{4}e^{i\pi/4}(\sqrt{1-F}|\gamma\rangle_{E1} - \sqrt{F}|\delta\rangle_{E1})(\sqrt{F'}|\alpha'\rangle_{E2} - \sqrt{1-F'}|\gamma'\rangle_{E2}), \Phi(\sigma_x = -1, r_4)_{E1E2} \\
= \frac{1}{2\sqrt{2}}(\sqrt{1-F}|\gamma\rangle_{E1} - \sqrt{F}|\delta\rangle_{E1})(\sqrt{1-F'}|\beta'\rangle_{E2} - \sqrt{F'}|\delta'\rangle_{E2}) \\
- \frac{1}{4}e^{i\pi/4}(\sqrt{F}|\alpha\rangle_{E1} - \sqrt{1-F}|\beta\rangle_{E1})(\sqrt{1-F'}|\beta'\rangle_{E2} - \sqrt{F'}|\delta'\rangle_{E2}) \\
- \frac{1}{4}e^{-\pi/4}(\sqrt{1-F}|\gamma\rangle_{E1} - \sqrt{F}|\delta\rangle_{E1})(\sqrt{F'}|\alpha'\rangle_{E2} - \sqrt{1-F'}|\gamma'\rangle_{E2}).
\] (143)
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