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Among various multipartite entangled states, Dicke states stand out because their entanglement is
maximally persistent and robust under particle losses. Although much attention has been attracted
for their potential applications in quantum information processing and foundational studies, the
characterization of Dicke states remains as a challenging task in experiments. Here, we propose
efficient and practical protocols for verifying arbitrary n-qubit Dicke states in both adaptive and
nonadaptive ways. Our protocols require only two distinct settings based on Pauli measurements
besides permutations of the qubits. To achieve infidelity ε and confidence level 1 − δ, the total
number of tests required is only O(nε−1 ln δ−1). This performance is exponentially more efficient
than all previous protocols based on local measurements, including quantum state tomography and
direct fidelity estimation, and is comparable to the best global strategy. Our protocols are readily
applicable with current experimental techniques and are able to verify Dicke states of hundreds of
qubits.

I. INTRODUCTION

Multipartite quantum states with different types of en-
tanglement are of pivotal interest in various quantum in-
formation processing tasks as well as foundational stud-
ies. Efficient and reliable characterization of these states
plays a crucial role in various applications. The standard
approach is to fully reconstruct the density matrix by
quantum state tomography [1]. However, tomography is
both time consuming and computationally hard due to
the exponentially increasing number of parameters to be
reconstructed [2, 3]. Thus, a lot of efforts have been de-
voted to searching for non-tomographic methods. Along
this research line there are, for instance, direct entan-
glement detection [4–7], direct fidelity estimation (DFE)
[8], self-testing [9, 10], as well as quantum state verifi-
cation [11–19]. The latter one aims at devising efficient
protocols for verifying the target states by employing lo-
cal measurements. Up to now, efficient (or even opti-
mal) verification protocols for bipartite pure states have
been proposed using both nonadaptive [12, 18] and adap-
tive measurements [15–17]. Some of these protocols have
also been implemented in experiments very recently [20].
For multipartite states, efficient protocols are known only
when the states admit a stabilizer description, e.g., graph
and hypergraph states [11–14].

However, most multipartite states do not admit a sta-
bilizer description, among which Dicke states [21] stand
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out particularly as their entanglement is maximally per-
sistent and robust under particle losses [22, 23]. Such
states are key resources in various tasks in quantum in-
formation processing, such as multiparty quantum com-
munication and quantum metrology [24–29]. In general,
an n-qubit Dicke state with k excitations is defined as

|Dk
n〉 =

1√
Ckn

∑
l

Pl
{
|1〉⊗k ⊗ |0〉⊗(n−k)

}
, (1)

where
∑
l Pl{·} denotes the sum over all possible permu-

tations, and Ckn ≡
(
n
k

)
is the binomial coefficient. When

k = 1, Dicke states are also known as W states [2],

|Wn〉 =
1√
n

(|10 . . . 0〉+ |01 . . . 0〉+ · · ·+ |00 . . . 1〉) . (2)

First investigated by Dicke in 1954 for describing light
emission from a cloud of atoms [21], the preparation and
characterization of Dicke states have drawn a lot of the-
oretical and experimental interest. Dicke states are rela-
tively easy to generate in experiments [2, 25], for instance
Dicke states with up to six photons have been observed
in photonic systems [27, 28]. Very recently, Dicke states
with more than 10 000 spin-1 atoms have been success-
fully demonstrated in a rubidium condensate [30]. In
addition, tomography [31, 32], entanglement character-
ization [33–38], and self-testing [39, 40] of Dicke states
can be simplified because of their permutation symme-
try. However, it is quite challenging to verify Dicke states
of large quantum systems, and the resource overhead in-
creases exponentially with the number of excitations k
even with the best protocols known so far [8].

In this work, we propose efficient and practical pro-
tocols for verifying arbitrary n-qubit Dicke states, in-
cluding W states, using both adaptive and nonadaptive
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measurements. These protocols require only two distinct
measurement settings if permutations of qubits can be re-
alized, and in total O(nε−1 ln δ−1) tests suffice to achieve
infidelity ε and confidence level 1 − δ. They are expo-
nentially more efficient than all known strategies based
on local measurements, including tomography, DFE [8],
and self-testing [39, 40]; moreover, they are comparable
to the best strategy based on entangling measurements.
Our protocols can easily be realized using current tech-
nologies and are able to verify Dicke states of hundreds of
qubits. Moreover, we introduce a general method for con-
structing nonadaptive verification protocols from adap-
tive protocols, which can be applied to the verification of
various other quantum states.

II. QUANTUM STATE VERIFICATION

Consider a device that is supposed to produce the tar-
get state |ψ〉, but may in practice produce σ1, σ2, . . . , σN
in N runs. In the ideal scenario, we have the promise
that either σi = |ψ〉〈ψ| for all i or 〈ψ|σi|ψ〉 ≤ 1− ε for all
i. Then the task is to determine which is the case with
the worst-case failure probability δ.

In practice, we are interested in two-outcome measure-
ments of the form {Ωj , 11−Ωj}, where Ωj corresponds to
passing the test. A verification protocol takes on the
general form

Ω =

m∑
j=1

µjΩj , (3)

where {µ1, µ2, . . . , µm} forms a probability distribution.
Here, we require that the target state |ψ〉 always passes
the test, i.e., Ωj |ψ〉 = |ψ〉 for all Ωj . Then in the bad
case 〈ψ|σi|ψ〉 ≤ 1 − ε, the maximal probability that σi
can pass the test is [12, 19]

max
〈ψ|σ|ψ〉≤1−ε

tr(Ωσ) = 1− [1− λ2(Ω)]ε = 1− ν(Ω)ε , (4)

where λ2(Ω) is the second largest eigenvalue of Ω, and
ν(Ω) := 1 − λ2(Ω) denotes the spectral gap from the
maximal eigenvalue.

After N runs, σ in the bad case can pass the test with
probability at most [1− ν(Ω)ε]N . To achieve confidence
level 1− δ, i.e., [1− ν(Ω)ε]N ≤ δ, N needs to satisfy [12]

N ≥ ln δ−1

ln
{

[1− ν(Ω)ε]−1
} ≈ 1

ν(Ω)
ε−1 ln δ−1 . (5)

Therefore, the optimal protocol is obtained by maximiz-
ing the spectral gap ν(Ω). If there is no restriction on the
accessible measurements, the optimal strategy is simply
{|ψ〉〈ψ|, 11 − |ψ〉〈ψ|}, so that Ω = |ψ〉〈ψ|, ν(Ω) = 1, and
N ≈ ε−1 ln δ−1. However, it is difficult, if not simply im-
possible, to realize in experiments when |ψ〉 is entangled.
Thus, it is more meaningful to devise efficient strategies
based on local measurements only.
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FIG. 1. Schematic view of the adaptive protocol for verifying
|Wn〉 as in Theorem 1. The dashed vertical line indicates that
the protocol is two-step adaptive. For any two qubits i and
j (Ida and Jim) chosen a priori, the measurement outcomes
of the other n − 2 qubits determine which measurements on
them to perform.

III. VERIFICATION OF W STATES

Besides the permutation symmetry, |Wn〉 has another
important property: if we preform a Pauli-Z measure-
ment on any one of the n subsystems, then the other

subsystems would collapse to either |0〉⊗(n−1)
or |Wn−1〉

depending on whether the outcome is 1 (corresponding
to eigenvalue −1) or 0 (eigenvalue 1). If we perform Z
measurements on all but two qubits, say i and j, then
outcome 1 can appear at most once (otherwise, the orig-
inal state cannot be |Wn〉). If outcome 1 appears, then
the reduced state of parties i and j is |00〉, which can
be verified easily by Z measurements on the two parties;
if outcome 1 does not appear, then the reduced state of
parties i and j is |W2〉 = 1√

2
(|01〉+ |10〉), which is noth-

ing but a Bell state. This state can be verified optimally
using the following protocol [12, 18, 41, 42]

ΩBell =
1

3

[
(XX)+ + (Y Y )+ + (ZZ)−

]
, (6)

where X,Y, Z are the Pauli operators. Here the symbols
± in the superscripts indicate the projectors onto the
eigenspaces with eigenvalues ±1. See Appendix A for
more details on the verification of a Bell state. In this
way, we can construct a test for |Wn〉 for each pair i and
j. By randomizing the choices of i and j we can devise
a verification protocol.

It turns out that the tests based on (Y Y ) and (ZZ)
measurements in Eq. (6) can be dropped out if random-
ization is considered. The resulting protocol is illustrated
in Fig. 1, and its efficiency is guaranteed by the following
theorem, which is proved in Appendix B.

Theorem 1. |Wn〉 can be verified efficiently using the
strategy

ΩW =
1

C2
n

∑
i<j

Ω→i,j (7)
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with

Ω→i,j = Z̄1
i,j(Z

+
i Z

+
j ) + Z̄0

i,j(XX)+
i,j , (8)

where the notation Z̄ki,j means that k excitations are de-
tected when we perform Z measurements on all qubits
except for i and j. The spectral gap is ν(ΩW ) = 1

3 when
n = 3 and

ν(ΩW ) =
1

n− 1
for n ≥ 4 . (9)

The test Ω→i,j in Eq. (7) can be realized using adap-
tive measurements with two distinct measurement set-
tings: n − 2 parties except for parties i and j perform
Z measurements, then parties i and j perform either Z
or X measurements depending on whether an excitation
is detected or not in the first stage. The strategy ΩW
is composed of C2

n = 1
2n(n − 1) tests with probability

2/[n(n − 1)] each. Since all these tests can be turned
into each other by permuting the qubits, our protocol
can be realized using only two measurement settings if
permutations of qubits can be realized.

Before proceeding further, we show that Theorem 1
inspires an efficient nonadaptive protocol, although the
verification efficiency would deteriorate by a factor of 2.
The basic idea is to replace the adaptive test Ω→i,j with
two nonadaptive tests, performed with equal probability.
In one test, all parties perform Z measurements, and the
test is passed if excitation is detected once. In the other
test, parties i and j perform X measurements, and the
other n− 2 parties perform Z measurements; the test is
passed if one excitation is detected for Z measurements,
or no excitation is detected and the outcomes for parties
i and j coincide. The respective test projectors read

Z1 = Z̄1
i,j(Z

+
i Z

+
j ) + Z̄0

i,j(ZZ)−i,j , (10)

Ωi,j = Z̄0
i,j(XX)+

i,j + Z̄1
i,j(1111)i,j . (11)

Here Z1 can also be expressed as Z1 =
∑
u∈Bn,1

|u〉〈u|
with Bn,1 being the set of strings in {0, 1}n with Ham-
ming weight 1. Note that Z1 is independent of i, j, unlike
Ωij . The resulting verification operator reads

Ω̃W =
1

2C2
n

∑
i<j

(
Z1 + Ωi,j

)
=

1

2
Z1 +

1

2C2
n

∑
i<j

Ωi,j , (12)

and the spectral gap satisfies

ν(Ω̃W ) ≥ ν
(

1

2
ΩW +

1

2
11⊗n

)
≥ 1

2
ν(ΩW ) . (13)

This bound is actually saturated when n ≥ 4 (see the
proof in Appendix C); in the case n = 3, direct calcula-

tion shows that ν(Ω̃W3
) = 3

4ν(ΩW3
). Hence, the verifica-

tion efficiency of Ω̃W is worse than that of the adaptive
protocol ΩW by a factor of at most 2.

When n = 3 for example, we have

ΩW3
=

1

3

[
Z−3 (Z+

2 Z
+
1 ) + Z+

3 (XX)+
2,1 + Z−2 (Z+

3 Z
+
1 )

+ Z+
2 (XX)+

3,1 + Z−1 (Z+
3 Z

+
2 ) + Z+

1 (XX)+
3,2

]
(14)

for the adaptive protocol. It is easy to verify that
λ2(ΩW3

) = 2
3 and ν(ΩW3

) = 1
3 . So the number of

tests required to verify |W3〉 within infidelity ε and
confidence 1 − δ is N ≈ 3ε−1 ln δ−1. For the non-
adaptive protocol Ω̃W3

, we have ν(Ω̃W3
) = 1

4 , so the

number of tests required is N ≈ 4ε−1 ln δ−1. These
results are corroborated by numerical simulations in
which we choose the worst noise in the eigenspace corre-
sponding to the second largest eigenvalue and get N ≈
3.0031(±0.0169)ε−1 ln δ−1 for the adaptive protocol and
N ≈ 3.9806(±0.0109)ε−1 ln δ−1 for the nonadaptive one.
Similarly, we get N ≈ 7.0306(±0.0188)ε−1 ln δ−1 (adap-
tive) and N ≈ 14.0621(±0.0262)ε−1 ln δ−1 (nonadaptive)
for |W8〉. More details on the simulated experiments can
be found in Appendix D.

IV. VERIFICATION OF DICKE STATES

Our protocols for verifying W states can be naturally
generalized to arbitrary n-qubit Dicke states |Dk

n〉. Since
|Dn−1

n 〉 is equivalent to |D1
n〉 = |Wn〉 under a local uni-

tary transformation, we can assume 2 ≤ k ≤ n − 2 and
n ≥ 4 without loss of generality. For any pair of parties
i and j, we can construct a test as follows (see Fig. 4
in Appendix E for an illustration). First we perform Z
measurements on n − 2 parties other than parties i and
j. If the outcomes have k or k − 2 excitations, then we
perform (ZZ) measurements on qubits i and j and the
test is passed if the total number of excitations is k; if the
outcomes have k− 1 excitations, then we perform (XX)
measurements and the test is passed if the two outcomes
for parties i and j coincide. By randomizing the choice of
the pair i, j we can construct a verification protocol that
is composed of n(n − 1)/2 tests. The efficiency of this
protocol is guaranteed by the following theorem, which
is proved in Appendix E.

Theorem 2. |Dk
n〉 can be verified efficiently using the

strategy

ΩD =
1

C2
n

∑
i<j

Ω→i,j (15)

with

Ω→i,j = Z̄ki,j(Z+
i Z

+
j ) + Z̄k−2

i,j (Z−i Z
−
j ) + Z̄k−1

i,j (XX)+
i,j .

(16)

The spectral gap is

ν(ΩD) =
1

n− 1
for n ≥ 4 . (17)

Several remarks are in order. First, when k = 1, the
second term in Eq. (16) drops out and we get back Eq. (8)
as expected. Second, although we need to consider three
different cases in constructing Ω→i,j , only two distinct mea-
surement settings are required, which is the same as that
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for W states. Last, the spectral gap ν(ΩD) is indepen-
dent of k and is the same as that for W states. Therefore,
all n-qubit Dicke states can be verified using the same ex-
perimental setup and with the same efficiency. To achieve
infidelity ε and confidence 1−δ, the total number of tests
required is only N ≈ (n− 1)ε−1 ln δ−1, so our protocol is
able to verify Dicke states of hundreds of qubits.

Similar to the case of W states, Theorem 2 also inspires
an efficient nonadaptive protocol. The basic idea is to
replace the adaptive test Ω→i,j with two nonadaptive tests
as characterized by the two test projectors

Zk = Z̄ki,j(Z+
i Z

+
j ) + Z̄k−2

i,j (Z−i Z
−
j ) + Z̄k−1

i,j (ZZ)−i,j ,

(18)

Ωi,j = Z̄k−1
i,j (XX)+

i,j + Z̄ki,j(1111)i,j + Z̄k−2
i,j (1111)i,j . (19)

Here Zk can also be expressed as Zk =
∑
u∈Bn,k

|u〉〈u|
with Bn,k being the set of strings in {0, 1}n with Ham-
ming weight k. The resulting verification operator reads

Ω̃D =
1

2C2
n

∑
i<j

(
Zk + Ωi,j

)
=

1

2
Zk +

1

2C2
n

∑
i<j

Ωi,j , (20)

and the spectral gap satisfies

ν(Ω̃D) ≥ ν
(

1

2
ΩD +

1

2
11⊗n

)
≥ 1

2
ν(ΩD) . (21)

This bound is actually saturated given the assumption
n ≥ 4 (see the proof in Appendix F). Hence, the verifica-

tion efficiency of Ω̃D is worse than that of the adaptive
protocol ΩD by a factor of 2.

Take |D2
4〉 as an example. The second largest eigen-

value and spectral gap of ΩD2
4

(see Appendix G for an

explicit expression) read λ2(ΩD2
4
) = 2

3 and ν(ΩD2
4
) = 1

3 .

So the number of tests required to verify |D2
4〉 within in-

fidelity ε and confidence 1 − δ is N ≈ 3ε−1 ln δ−1. For
the nonadaptive protocol Ω̃D2

4
, we have ν(Ω̃D2

4
) = 1

6 , so

the number of tests required is N ≈ 6ε−1 ln δ−1. See the
numerical confirmations in Appendix D.

V. COMPARISON WITH OTHER METHODS

Here, we compare our adaptive and nonadaptive proto-
cols with two other non-tomographic methods. The first
one is the protocol of direct fidelity estimation (DFE)
proposed in Ref. [8]. For an n-qubit Dicke state with k
excitations, this protocol requires N ∝ O(n2kε−2 ln δ−1)
tests, and the number of measurement settings has the
same order of magnitude. This number increases ex-
ponentially with n if k ∝ n, which is the case for the
balanced Dicke state with k = n/2. The second one is
the optimal global verification protocol with the entan-
gled verification operator Ω = |Dk

n〉〈Dk
n|, which requires

N ≈ ε−1 ln δ−1 tests.
In Fig. 2, by fixing the number of qubits n = 10 and

the confidence 1− δ = 0.95, we plot the number of tests

0.001 0.01 0.1 1

106

1012

1018

FIG. 2. Comparison between our efficient adaptive and non-
adaptive protocols with the DFE protocol [8] and the optimal
global protocol. For a given number of qubits n = 10 and con-
fidence 1 − δ = 0.95, the plot shows the number of tests N
required to verify |W10〉 and |D5

10〉 within infidelity ε for each
protocol.

N required to verify |W10〉 and |D5
10〉 within infidelity ε.

As can be seen, our adaptive and nonadaptive protocols
are much more efficient than DFE and are comparable to
the best protocol based on entangling measurements. In
addition, similar to the optimal global protocol, the per-
formances of our protocols are independent of the number
of excitations k, while the performance of DFE deterio-
rates quickly as k increases and is already impractical for
k = 5 and ε = 0.1.

VI. CONSTRUCTION OF NONADAPTIVE
PROTOCOLS FROM ADAPTIVE PROTOCOLS

Inspired by the above results, here we present a general
method for converting adaptive verification protocols to
nonadaptive ones at the price of efficiency. To this end,
we need a notion for characterizing the complexity of an
adaptive protocol. As shown in Fig. 1, an adaptive test is
usually composed of a number of branches. The branch
number of the test Ωj , denoted by α(Ωj), is defined as
the total number of such branches in realizing Ωj , and
the branch number of a protocol is the maximum branch
number over all tests. For example, the branch numbers
of the adaptive protocols ΩW and ΩD are 2 and 3, re-
spectively. To construct a nonadaptive protocol, we can
replace each adaptive test with a number of nonadap-
tive tests depending on the branch number, which sets a
lower bound for the efficiency. More precisely, we have
the following theorem.

Theorem 3. In quantum state verification, an adaptive
protocol Ω =

∑m
j=1 µjΩj can always be converted to a

nonadaptive one Ω̃ whose spectral gap satisfies

ν(Ω̃) ≥ 1

α
ν(Ω) , (22)
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where α = maxj{α(Ωj)} is the branch number of the
adaptive protocol Ω.

Proof. For simplicity, here we consider a two-step adap-
tive test of the form (but our idea is applicable in general)

Ωj =

αj∑
a=1

Ma|j ⊗Na|j , (23)

where αj = α(Ωj), and {Ma|j}a represents a (possibly in-
complete) generalized measurement on subsystem A, i.e.,
Ma|j ≥ 0 and

∑α
a=1Ma|j ≤ 11A, while Na|j represents a

test on subsystem B that depends on the outcome a and
satisfies 0 ≤ Na|j ≤ 11B . Here both A and B may consist
of one or more subsystems. Based on the adaptive test
Ωj we can construct αj nonadaptive tests

Ω̃a|j = Ma|j ⊗Na|j +
∑
b 6=a

Mb|j ⊗ 11B , (24)

and the corresponding nonadaptive strategy is

Ω̃ =

m∑
j=1

αj∑
a=1

µj
αj

Ω̃a|j , (25)

which satisfies Ω̃|ψ〉 = |ψ〉 whenever Ω|ψ〉 = |ψ〉. Now,
we have

ν(Ω̃) = ν

(
1

α
Ω + Ω′

)
≥ 1

α
ν(Ω) , (26)

where the inequality follows from Ω′ =
∑m
j=1 µj

(
1 −

1
αj

)(∑αj

a=1Ma|j
)
⊗ 11B +

∑m
j=1 µj

(
1
αj
− 1

α

)∑αj

a=1

(
Ma|j ⊗

Na|j
)
≤
(
1− 1

α

)
11.

According to Theorem 3, an efficient adaptive proto-
col can be converted to an efficient nonadaptive one if the
branch number α is small. This is the case for our adap-
tive protocols for verifying W states and Dicke states, in
which α equals 2 and 3, respectively. In addition, the
adaptive protocols proposed in Refs. [15–17] for general
bipartite pure states can be converted to nonadaptive
ones by our method. Note that in the above construc-
tion, we are interested in a general recipe; for a specific
adaptive strategy, sometimes one can construct better
nonadaptive strategies. For instance, if several branches
happen to require the same measurement setting, we can
merge these branches into one, which is the case for the
verification of Dicke states.

VII. CONCLUSIONS

Efficient and reliable characterization of quantum
states plays a vital role in almost all quantum infor-
mation processing tasks as well as foundational studies.
Using both adaptive and nonadaptive approaches, here

we proposed efficient and practical protocols for verify-
ing arbitrary n-qubit Dicke states, including W states.
Both adaptive and nonadaptive protocols require only
two distinct settings based on Pauli measurements to-
gether with permutations of the qubits, which is well
within the reach of current experimental techniques. To
verify an n-qubit Dicke state within infidelity ε and con-
fidence 1− δ, both protocols require only O(nε−1 ln δ−1)
tests, which is exponentially more efficient than all pre-
vious protocols based on local measurements. Thus, our
protocols are able to verify Dicke states of hundreds
of qubits. Moreover, we introduced a general method
for constructing nonadaptive verification protocols from
adaptive protocols. Our work opens the possibility of
efficiently verifying many other interesting multipartite
states in the future, even the possibility of developing a
general verification strategy for all states eventually.

ACKNOWLEDGMENTS

We are grateful to Otfried Gühne, Yun-Guang Han,
and Zihao Li for discussions. This work has been sup-
ported by the National Key R&D Program of China un-
der Grant No. 2017YFA0303800 and the National Nat-
ural Science Foundation of China through Grant Nos.
11574031, 61421001, 11805010, and 11875110. J.S. also
acknowledges support by the Beijing Institute of Technol-
ogy Research Fund Program for Young Scholars. X.D.Y.
acknowledges support by the DFG and the ERC (Con-
solidator Grant 683107/TempoQ).

Appendix A: Verification of Bell states

Bell states can be verified optimally using the protocol
in Ref. [12] (see also Refs. [18, 41, 42]). For the particular
Bell state that we consider in this work, i.e., |W2〉 =
1√
2
(|01〉+ |10〉), the optimal strategy reads

ΩBell =
1

3

[
(XX)+ + (Y Y )+ + (ZZ)−

]
, (A1)

which reproduces Eq. (6) in the main text, and the spec-
tral gap is ν(ΩBell) = 2

3 . To verify the Bell state within
infidelity ε and confidence level 1− δ, the number of re-
quired tests is N ≈ 3

2ε
−1 ln δ−1.

As an alternative, one can modify the optimal protocol
by removing the test based on measurement (Y Y ) [12,
18]. Then the verification operator reads

ΩW2 =
1

2

[
(XX)+ + (ZZ)−

]
, (A2)

and the spectral gap reduces to ν(ΩBell) = 1
2 . Accord-

ingly, the number of tests increases to N ≈ 2ε−1 ln δ−1.
This protocol requires only two measurement settings in-
stead of three although the efficiency is slightly worse.
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This observation was instrumental in constructing effi-
cient protocols for verifying W and Dicke states at the
beginning of our study.

Appendix B: Proof of Theorem 1

Theorem 1 is an immediate consequence of the follow-
ing lemma, which provides more details on the verifica-
tion operator ΩW .

Lemma 1. For n ≥ 3, the verification operator ΩW has
five different eigenvalues 1, 1− 1

n−1 ,
1
2 + 1

n(n−1) ,
1

n(n−1) , 0

with multiplicities 1, n − 1, 1, 1
2n(n − 1) − 1, and 2n −

1
2 (n2 + n), respectively. When n = 3, the second largest

eigenvalue of ΩW is λ2(ΩW ) = 2
3 , which is nondegener-

ate, and the spectral gap is ν(ΩW ) = 1
3 . When n ≥ 4,

the second largest eigenvalue is λ2(ΩW ) = 1 − 1
n−1 with

multiplicity n− 1, the spectral gap is ν(ΩW ) = 1
n−1 , and

the corresponding eigenspace is spanned by

|φij〉 = |ψ−〉i,j ⊗ |0〉
⊗(n−2)

, 1 ≤ i < j ≤ n . (B1)

where |ψ−〉 = 1√
2
(|01〉 − |10〉) is the singlet.

Proof. For n ≥ 3, recall that ΩW is defined as

ΩW =
1

C2
n

∑
i<j

Z̄1
i,j(Z

+
i Z

+
j ) +

1

C2
n

∑
i<j

Z̄0
i,j(XX)+

i,j

=
1

C2
n

∑
i<j

Z̄1
i,j(Z

+
i Z

+
j ) +

1

C2
n

∑
i<j

Z̄0
i,j ⊗

(
|ψ+〉〈ψ+|

)
i,j

+
1

C2
n

∑
i<j

Z̄0
i,j ⊗

(
|ϕ+〉〈ϕ+|

)
i,j
, (B2)

where |ψ+〉 = 1√
2
(|01〉+ |10〉) and |ϕ+〉 = 1√

2
(|00〉+ |11〉)

are Bell states. Direct calculations show that

1

C2
n

∑
i<j

Z̄1
i,j(Z

+
i Z

+
j ) =

n− 2

n
Z1 , (B3)

1

C2
n

∑
i<j

Z̄0
i,j ⊗

(
|ψ+〉〈ψ+|

)
i,j

=
1

2C2
n

[
n|Wn〉〈Wn|+ (n− 2)Z1

]
, (B4)

1

C2
n

∑
i<j

Z̄0
i,j ⊗

(
|ϕ+〉〈ϕ+|

)
i,j

=
1

2C2
n

[
C2
n|φ0〉〈φ0|+

(
Z0 + Z2 − |φ1〉〈φ1|

)]
, (B5)

where

|φ0〉 = N
[√

C2
n|D0

n〉+ |D2
n〉
]
, (B6)

|φ1〉 = N
[
|D0

n〉 −
√
C2
n|D2

n〉
]
, (B7)

with N [·] denoting the normalization of the vector inside.
Note that |Wn〉 belongs to the support of Z1, while |φ0〉
and |φ1〉 belong to the support of Z0 + Z2 and satisfy
〈φ0|φ1〉 = 0. Therefore, ΩW has five different eigenvalues
1, 1− 1

n−1 ,
1
2 + 1

n(n−1) ,
1

n(n−1) , 0 with multiplicities 1, n−1,

1, 1
2n(n − 1) − 1, and 2n − 1

2 (n2 + n), respectively. The
second largest eigenvalue of ΩW is achieved either in the
support of Z1−|Wn〉〈Wn| or in the eigenvector |φ0〉, that
is,

λ2(ΩW ) = max

{
1− 1

n− 1
,

1

2
+

1

n(n− 1)

}
, (B8)

for all n ≥ 3. Accordingly, the spectral gap from the
largest eigenvalue reads

ν(ΩW ) = min

{
1

n− 1
,

1

2
− 1

n(n− 1)

}
, (B9)

for all n ≥ 3. It is easy to see that λ2(ΩW ) = 2
3

and ν(ΩW ) = 1
3 when n = 3, and the corresponding

eigenvector is |φ0〉 in Eq. (B6). When n ≥ 4, we have
λ2(ΩW ) = 1− 1

n−1 , ν(ΩW ) = 1
n−1 , and the corresponding

eigenspace coincides with the support of Z1−|Wn〉〈Wn|,
which is an (n−1)-dimensional subspace spanned by the
kets |φij〉 in Eq. (B1).

To briefly summarize, Theorem 1 provides an efficient
verification protocol for any n-qubit W state |Wn〉. In
real experiments, the experimenter needs to perform the
following procedure in each run of the verification proto-
col:

• The n parties use shared randomness or clas-
sical communication to randomly choose any
two parties, e.g., i and j (Ida and Jim).

• All the rest n − 2 parties perform Pauli-Z
measurements, then send their outcomes to
Ida and Jim.

– If the outcome 1 does not appear for
all the n − 2 Pauli-Z measurements,
then both Ida and Jim perform Pauli-X
measurements.
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∗ If the two Pauli-X measurements
give the same outcome, then they
announce the result “pass”; oth-
erwise they announce the result
“fail”.

– If the outcome 1 appears exactly once
for the n − 2 Pauli-Z measurements,
then both Ida and Jim perform Pauli-Z
measurements.

∗ If both of them obtain outcome 0,
then they announce the result
“pass”; otherwise, they announce
the result “fail”.

– If the outcome 1 appears more than
once for the n − 2 Pauli-Z measure-
ments, then Ida and Jim announce the
result “fail”.

Appendix C: Proof of the saturation of the bound in
Eq. (13)

In this appendix, we prove the saturation of the bound
in Eq. (13) when n ≥ 4. In the case n = 3, direct cal-

culation shows that ν(Ω̃W3
) = 3

4ν(ΩW3
). See below the

lemma.

Lemma 2. When n ≥ 4, ν(Ω̃W ) = 1
2ν(ΩW ).

Proof. In the main text, we have already proved that
ν(Ω̃W ) ≥ 1

2ν(ΩW ). Hence, to prove the saturation of the

bound, we just need to show that ν(Ω̃W ) ≤ 1
2ν(ΩW ). Be

reminded that ν(Ω̃W ) can be written as

ν(Ω̃W ) := 1− max
〈φ|Wn〉=0

〈φ|Ω̃W |φ〉 . (C1)

By taking |φ〉 to be |φij〉 defined in Eq. (B1), which are

orthogonal to |Wn〉, we get an upper bound of ν(Ω̃W ),
i.e.,

ν(Ω̃W ) ≤ 1− 〈φij |Ω̃W |φij〉 =
1

2(n− 1)
=

1

2
ν(ΩW ) .

(C2)
This inequality completes the proof.

Appendix D: Simulated experiments on quantum
state verification

Here we show how to perform simulated experiments
on quantum state verification (QSV). As a demonstra-
tion, we use the verification protocols for W states and
Dicke states as characterized by the operators ΩW/D =
1
C2

n

∑
i<j Ω→i,j .

To set the input state, we add noise to the target state
|ψ〉 such that

|ψ′〉 =
√

1− ε|ψ〉+
√
ε|τ〉 , (D1)

0 200 400 600 800 1000
ǫ
−1

0

1

2

3

4

5

6

N

×104

FIG. 3. Simulation results on the adaptive verification of
|W8〉. The two axes denote the number of tests N and the
reciprocal of the infidelity ε−1. For each ε, the simulation is re-
peated M = 10000 times, but only 500 points are shown in the
plot for clarity. The open circles denote the minimum number
of tests required to achieve infidelity ε and confidence 1 − δ,
and the four blue lines are fitted for δ = 0.01, 0.05, 0.1, 0.2
(top-down), respectively. Here the number of tests can be ap-
proximated by the formula N ≈ 7.0306(±0.0188)ε−1 ln δ−1,
which is very close to the theoretical prediction.

where the noisy state |τ〉 is chosen in the vector space
corresponding to the second largest eigenvalue of ΩW/D.
Other kinds of noise, including random noise, would be
easier to detect. Then, for each input state |ψ′〉, we per-
form one of the C2

n tests Ω→i,j randomly with probabil-

ity 1/C2
n each. If |ψ′〉 passes the test (with probability

tr(Ω→i,j |ψ′〉〈ψ′|)), we continue with the next one. Oth-
erwise, the verification protocol ends and we record the
number of “pass” instances. This process is repeated
many times, from which we calculate the minimum num-
ber of tests required to achieve a given confidence level
1 − δ. Specifically, the simulation procedure can be for-
mulated as in the following algorithm.

Algorithm: Simulated experiments on QSV

Input: The target state |ψ〉, the noise |τ〉, the infidelity
ε, and the confidence level 1− δ.
Objective: Determine the number of tests N required
to verify |ψ〉 within infidelity ε and confidence 1− δ.

1: Init: Set the input state |ψ′〉 as in Eq. (D1).
2: Measure: Perform one of the C2

n tests Ω→i,j on |ψ′〉 ran-

domly with probability 1/C2
n each.

3: Count: If |ψ′〉 passes the test, then repeat step 2. Other-
wise, end the verification procedure and record the num-
ber of “pass” instances Ni.

4: Loop: Repeat steps 2 and 3 above M times and record
the M numbers Ni for i = 1, 2, . . . ,M .

5: Output: Arrange Ni in decreasing order and then output
N := NbδMc.

As an example, the simulation results on the verifi-
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TABLE I. Simulation results on the verification of W and
Dicke states. For each state, the verification procedure is
repeated M = 10000 times for both the adaptive and non-
adaptive protocols. The table shows the fitted values of the
parameter 1

ν(Ω)
featuring in the formula N ≈ 1

ν(Ω)
ε−1 ln δ−1.

The values inside the parentheses are the standard deviations
calculated from 100 different instances of δ taken uniformly
from the interval 0.01 to 0.2.

State Adaptive Nonadaptive

|W3〉 3.0031(±0.0169) 3.9806(±0.0109)

|W4〉 3.0088(±0.0066) 6.0640(±0.0362)

|W5〉 3.9847(±0.0076) 7.9825(±0.0379)

|W6〉 4.9916(±0.0186) 9.9982(±0.0310)

|W7〉 5.9984(±0.0149) 11.9445(±0.0495)

|W8〉 7.0306(±0.0188) 14.0621(±0.0262)

|D2
4〉 2.9931(±0.0058) 5.9411(±0.0181)

|D2
5〉 4.0064(±0.0193) 7.9722(±0.0245)

|D2
6〉 4.9981(±0.0110) 10.0371(±0.0233)

|D3
6〉 4.9654(±0.0148) 10.0147(±0.0173)

|D2
7〉 6.0131(±0.0118) 11.9302(±0.0240)

|D3
7〉 5.9610(±0.0111) 11.9553(±0.0366)

|D2
8〉 6.9554(±0.0378) 14.0045(±0.0345)

|D4
8〉 6.9554(±0.0361) 14.0669(±0.0289)

cation of |W8〉 using the adaptive protocol are shown
in Fig. 3. By numerical fitting we get the approxima-
tion 1

ν(Ω) ≈ 7.0306(±0.0188), which is very close to the

theoretical value of 7. For more simulation results, see
Table I.

Appendix E: Proof of Theorem 2

In this Appendix, we prove Theorem 2 and give more
details on the adaptive verification protocol for Dicke
states. First, see Fig. 4 for a schematic view of this ver-
ification protocol. Theorem 2 is a consequence of the
following lemma, which is a generalization of Lemma 1.

Lemma 3. For n ≥ 4, the second largest eigenvalue of
ΩD in Eq. (15) is λ2(ΩD) = 1 − 1

n−1 with multiplicity
n− 1, and the corresponding eigenspace is spanned by

|φij〉 = |ψ−〉i,j ⊗ |Dk−1
n−2〉 , 1 ≤ i < j ≤ n , (E1)

where |ψ−〉 = 1√
2
(|01〉 − |10〉) is the singlet.

Proof. When k = 1 or k = n − 1, the conclusion follows
from Lemma 1, so here we can assume 2 ≤ k ≤ n − 2.
Recall that ΩD is defined as

ΩD =
1

C2
n

∑
i<j

[
Z̄ki,j(Z+

i Z
+
j ) + Z̄k−2

i,j (Z−i Z
−
j )
]

+
1

C2
n

∑
i<j

Z̄k−1
i,j (XX)+

i,j

=
Ckn−2 + Ck−2

n−2

Ckn
Zk +

1

C2
n

∑
i<j

Z̄k−1
i,j ⊗

(
|ψ+〉〈ψ+|

)
i,j

+
1

C2
n

∑
i<j

Z̄k−1
i,j ⊗

(
|ϕ+〉〈ϕ+|

)
i,j

=
1

n(n− 1)

(
M1 +M2

)
, (E2)

where

M1 =
[
n(n− 1)− k(n− k)

]
Zk +

∑
u,v∈Bn,k

u−v∈Bn,2

|u〉〈v| =
[
n(n− 1)− k(n− k)

]
Zk +

∑
u,v∈Bn,k

Auv|u〉〈v| , (E3)

M2 =
(n− k)(n− k + 1)

2

∑
u∈Bn,k−1

|u〉〈u|+ k(k + 1)

2

∑
v∈Bn,k+1

|v〉〈v|+
∑

u∈Bn,k−1

v∈Bn,k+1

u−v∈Bn,2

(
|u〉〈v|+ |v〉〈u|

)
, (E4)

and |ψ+〉 = 1√
2
(|01〉 + |10〉) and |ϕ+〉 = 1√

2
(|00〉 + |11〉)

are Bell states. Here Bn,k denotes the set of all strings
in {0, 1}n that have Hamming weight k, and the bitwise
operation u− v is modulo 2; the coefficient matrix (Auv)
for u, v ∈ Bn,k happens to be the adjacency matrix of
the Johnson graph J(n, k) [43]. Note that M1 and M2

are hermitian and have orthogonal supports, so both of
them are positive semidefinite given that ΩD is positive

semidefinite by construction.

According to Theorem 9.1.2 in Ref. [43], the distinct
eigenvalues of A and corresponding multiplicities read

(k − j)(n− k − j)− j, Cjn − Cj−1
n , (E5)

for all j = 0, 1, . . . ,min{k, n− k}, where it is understood
that C−1

n = 0. Therefore, the two largest eigenvalues of
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FIG. 4. Schematic view of the adaptive protocol for verifying
the Dicke state |Dk

n〉 as in Theorem 2. The protocol is two-
step adaptive as indicated by the dashed vertical line. For any
two qubits i and j (Ida and Jim) chosen a priori, the outcomes
of Z measurements on the other n−2 qubits determine which
measurements on them to perform. Recall that Bn,k denotes
the set of all strings in {0, 1}n that have Hamming weight
k, where 0 and 1 correspond to eigenvalues 1 and −1 of Z,
respectively.

M1 read

λ1(M1) = n(n− 1) ,

λ2(M1) = n(n− 1)− n = n(n− 2) ,
(E6)

which have multiplicities 1 and n− 1, respectively.
Now, we consider M2. Direct calculations show that

M2 has an eigenvector

|φ〉 = N
[√

Ck+1
n |Dk−1

n 〉+

√
Ck−1
n |Dk+1

n 〉
]
. (E7)

As M2 is irreducible in the subspace spanned by |u〉
with u ∈ Bn,k−1 or u ∈ Bn,k+1, i.e., the graph corre-
sponding to the third term of M2 in Eq. (E4) is con-
nected, Perron-Frobenius theorem (see e.g., Chapter 8 in
Ref. [44]) implies that the eigenvalue corresponding to
the ket in Eq. (E7) is the largest (and nondegenerate)
eigenvalue of M2, which reads

λ1(M2) =
1

2
n(n+ 1) + k(k − n) . (E8)

In conjunction with Eqs. (E2) and (E6), we can deduce
the second largest eigenvalue and its spectral gap from
the largest eigenvalue,

λ2(ΩD) = max

{
1− 1

n− 1
,

1

2
+
k(k − n) + n

n(n− 1)

}
, (E9)

ν(ΩD) = min

{
1

n− 1
,

1

2
− k(k − n) + n

n(n− 1)

}
. (E10)

The above equations can be simplified by virtue of the
assumption n ≥ 4, with the result

λ2(ΩD) = 1− 1

n− 1
, (E11)

ν(ΩD) =
1

n− 1
; (E12)

in addition, the second largest eigenvalue has multiplicity
n − 1. Furthermore, it is straightforward to verify that
the kets |φij〉 in Eq. (E1) are eigenvectors of ΩD with
eigenvalue 1− 1

n−1 . The span of all |φij〉 for 1 ≤ i < j ≤ n
has dimension n− 1, which accounts for the multiplicity
n− 1 of the second largest eigenvalue.

To briefly summarize, Theorem 2 provides an efficient
verification protocol for any Dicke state |Dk

n〉. In real ex-
periments, the experimenter performs the following pro-
cedure in each run of the verification protocol:

• The n parties use shared randomness or clas-
sical communication to randomly choose two
parties, e.g., i and j (Ida and Jim).

• All the rest n − 2 parties perform Pauli-Z
measurements, then send their outcomes to
Ida and Jim.

– If the outcome 1 appears k or k − 2
times for the n − 2 Pauli-Z measure-
ments, then Ida and Jim also perform
Pauli-Z measurements.

∗ If exactly k of the n Pauli-Z mea-
surements give outcome 1, then
they announce the result “pass”;
otherwise, they announce the result
“fail”.

– If the outcome 1 appears k−1 times for
the n − 2 Pauli-Z measurements, then
Ida and Jim perform Pauli-X measure-
ments.

∗ If the two Pauli-X measurements
give the same outcome, then they
announce the result “pass”; oth-
erwise, they announce the result
“fail”.

– If the outcome 1 appears less than k−2
or more than k times for the n−2 Pauli-
Z measurements, then Ida and Jim an-
nounce the result “fail”.

Appendix F: Proof of the saturation of the bound in
Eq. (21)

Similar to the case of W states, we can prove the sat-
uration of the bound in Eq. (21) when n ≥ 4, as shown
in the following lemma.
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Lemma 4. When n ≥ 4, ν(Ω̃D) = 1
2ν(ΩD).

Proof. In the main text, we have already proved that
ν(Ω̃D) ≥ 1

2ν(ΩD). Hence, to prove the saturation of the

bound, we just need to show that ν(Ω̃D) ≤ 1
2ν(ΩD). Note

that ν(Ω̃D) can be written as

ν(Ω̃D) := 1− max
〈φ|Dk

n〉=0

〈φ|Ω̃D|φ〉 . (F1)

By taking |φ〉 to be |φij〉 defined in Eq. (E1), which are

orthogonal to |Dk
n〉, we get an upper bound of ν(Ω̃D),

i.e.,

ν(Ω̃D) ≤ 1− 〈φij |Ω̃D|φij〉 =
1

2(n− 1)
=

1

2
ν(ΩD) , (F2)

which confirms the lemma.

Appendix G: Adaptive verification of the Dicke
state |D2

4〉

The state |D2
4〉 has k = 2 excitations, and the verifica-

tion operator ΩD2
4

of the adaptive protocol in Theorem 2
takes on the form

ΩD2
4

=
1

6

[
Z−4 Z

+
3 (XX)+

2,1 + Z+
4 Z
−
3 (XX)+

2,1 + Z−4 Z
−
3 Z

+
2 Z

+
1 + Z+

4 Z
+
3 Z
−
2 Z
−
1

+Z−4 Z
+
2 (XX)+

3,1 + Z+
4 Z
−
2 (XX)+

3,1 + Z−4 Z
−
2 Z

+
3 Z

+
1 + Z+

4 Z
+
2 Z
−
3 Z
−
1

+Z−3 Z
+
2 (XX)+

4,1 + Z+
3 Z
−
2 (XX)+

4,1 + Z−3 Z
−
2 Z

+
4 Z

+
1 + Z+

3 Z
+
2 Z
−
4 Z
−
1

+Z−4 Z
+
1 (XX)+

3,2 + Z+
4 Z
−
1 (XX)+

3,2 + Z−4 Z
−
1 Z

+
3 Z

+
2 + Z+

4 Z
+
1 Z
−
3 Z
−
2

+Z−3 Z
+
1 (XX)+

4,2 + Z+
3 Z
−
1 (XX)+

4,2 + Z−3 Z
−
1 Z

+
4 Z

+
2 + Z+

3 Z
+
1 Z
−
4 Z
−
2

+Z−2 Z
+
1 (XX)+

4,3 + Z+
2 Z
−
1 (XX)+

4,3 + Z−2 Z
−
1 Z

+
4 Z

+
3 + Z+

2 Z
+
1 Z
−
4 Z
−
3

]
. (G1)

The second largest eigenvalue of ΩD2
4

is λ2(ΩD2
4
) = 2

3 , and

the spectral gap is ν(ΩD2
4
) = 1

3 . Therefore, the number

of tests required to verify |D2
4〉 within infidelity ε and

confidence 1 − δ is N ≈ 3ε−1 ln δ−1. Simulation results
on the verification of |D2

4〉 can be found in Appendix C.
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