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Abstract

We heuristically demonstrate that Shor’s algorithm for computing general discrete logarithms, modified to allow the semi-classical Fourier transform to be used with control qubit recycling, achieves a success probability of approximately 60% to 82% in a single run. By slightly increasing the number of group operations that are evaluated quantumly, and by performing a limited search in the classical post-processing, we furthermore show how the algorithm can be modified to achieve a success probability exceeding 99% in a single run. We provide concrete heuristic estimates of the success probability of the modified algorithm, as a function of the group order, the size of the search space in the classical post-processing, and the additional number of group operations evaluated quantumly.

In analogy with our earlier works, we show how the modified quantum algorithm may be simulated classically when the logarithm and group order are both known. Furthermore, we show how slightly better tradeoffs may be achieved, compared to our earlier works, if the group order is known when computing the logarithm.

1 Introduction

In 1994, in a groundbreaking work, Shor [26, 27] introduced polynomial-time quantum algorithms for factoring integers — via a reduction to order finding in random cyclic subgroups of $\mathbb{Z}_N^*$, for $N$ the integer to be factored — and for computing discrete logarithms in $\mathbb{F}_p^*$. The algorithms may be generalized to compute orders and discrete logarithms in any finite cyclic group for which the group operation may be implemented efficiently quantumly.

Shor’s algorithms are important, in that the security of virtually all currently widely deployed asymmetric cryptosystems is underpinned by either of the two aforementioned problems. The security of RSA [24] is based on the intractability of the factoring problem. Schemes such as Diffie–Hellman [5] and DSA [20] rely on the intractability of the discrete logarithm problem.

In this paper, we analyze the success probability of a derivative of Shor’s algorithm for computing discrete logarithms, modified to enable efficient implementation using the semi-classical Fourier transform [11] with control qubit recycling [18, 21]. We heuristically demonstrate that the derivative achieves a success probability exceeding 99% in a single run, if the number of group operations that are evaluated quantumly is slightly increased compared to Shor’s original algorithm, and if a limited search is performed in the classical post-processing.

Furthermore, compared to our earlier result in [9], we show how slightly better tradeoffs may be achieved — between the number of runs of the algorithm, and the number of group operations that are evaluated quantumly — when the group order is known. We compare our proposed approach to making tradeoffs to a related approach proposed by Kaliski [13].

The results in this paper may be used to develop estimates of the overall complexity of attacking schemes that rely on the intractability of the discrete logarithm problem, and to enable fair comparisons of quantum algorithms for computing discrete logarithms.
1.1 Preliminaries

Let $G$ under $\circ$ be a cyclic group of order $r$ generated by $g$, and let

$$x = [d] g = g \circ g \circ \cdots \circ g.$$  \[d\] times

Given $x$ and $g$, the discrete logarithm problem is to compute $d = \log_g x$. In the general discrete logarithm problem $d \in [0, r)$, whereas $d$ is smaller than $r$ by some order of magnitude in the short discrete logarithm problem. The order $r$ may either be known or unknown when $d$ is to be computed: Both cases are interesting. In cryptologic applications, the group $G$ is typically a subgroup of $\mathbb{F}_p^*$ or an elliptic curve group.

Given $G$, the order-finding problem is the problem of computing $r$. In what follows below, we survey quantum algorithms for both the order-finding and discrete logarithm problems.

1.1.1 Notation

We use the below notation throughout this paper:

- $u \mod n$ denotes $u$ reduced modulo $n$ constrained to $[0,n)$.
- $\{u\}_n$ denotes $u$ reduced modulo $n$ constrained to $[-n/2, n/2)$.
- $\lfloor u \rfloor, \lfloor u \rfloor$ and $\lceil u \rceil$ denotes $u$ rounded up, down and to the closest integer.
- $|a + ib| = \sqrt{a^2 + b^2}$ where $a, b \in \mathbb{R}$ denotes the Euclidean norm of $a + ib$.
- $u \sim v$ denotes that $u$ and $v$ are approximately of similar size.

This notation is primarily used in heuristic arguments.

1.2 Earlier works

Shor’s order-finding algorithm works by inducing a periodicity in $r$, extracting information on the period using the quantum Fourier transform (QFT), and classically post-processing the output using the method of continued fraction expansion to recover $r$.

Specifically, a control register of $2m$ qubits is first initialized to a uniform superposition of all values $a \in [0, 2^{2m})$, where $m = \lceil \log_2 r \rceil$. Then $[a] g$ is computed to a second register. When the QFT is applied to the control register, this maps the quantum system

$$\Psi = \frac{1}{2^m} \sum_{a=0}^{2^{2m}-1} |a, [a] g \rangle \xrightarrow{\text{QFT}} \frac{1}{2^{2m}} \sum_{a=0}^{2^{2m}-1} \sum_{j=0}^{2^{2m}-1} e^{2\pi i aj/2^{2m}} | j, [a] g \rangle.$$ \[1\]

In practice, the generalized exponentiation $[a] g$ would be computed using the generalized square-and-multiply algorithm: Let $a = a_0 + 2a_1 + 2^2a_2 + \ldots$ for $a_i$ selected uniformly at random from $\{0, 1\}$ for $i \in [0, 2^{2m})$. Then $[a] g = [a_0 + 2a_1 + 2^2a_2 + \ldots] g = [a_0] g \circ [2a_1] g \circ [2^2a_2] g \circ \ldots$ so if the second register is initialized to the identity in $G$, we may classically pre-compute $[2] g$ and operate with this element on the second register conditioned on $a_i$ for $i \in [0, 2^{2m})$ to perform the exponentiation. A total of $2m$ group operations are then evaluated quantumly.

When each $a_i$ is selected uniformly at random from $\{0, 1\}$, as is the case above, the QFT may be implemented in an interleaved fashion using the semi-classical QFT with qubit recycling. A single control qubit, and a few standard quantum operations, then suffice to implement the first control register and the QFT. The quantum cost of the algorithm is then dominated by the cost of performing the $2m$ group operations.

Shor [26] originally described the algorithm specifically for factoring integers $N$, and then proposed to set the register length $l$ from $N$ such that $N^2 \leq 2^l < 2N^2$. We consider the general order-finding problem.
If the system in (1) is observed, $j$ and $y = [e] g$ for $e \in [0, r)$, are obtained with probability

$$\frac{1}{24m} \left| \sum_{t=0}^{M} e^{\frac{2\pi i (r + tj)}{2^{2m}}} \right|^2 = \frac{1}{24m} \left| \sum_{t=0}^{M} e^{\frac{2\pi i rjt}{2^{2m}}} \right|^2 = 1,$$

where $M = \lfloor (2^{2m} - 1 - e)/r \rfloor$. Constructive interference is expected to arise when $rj/2^{2m} \approx z$, for $z$ an integer, as all unit vectors in the above sum then point in approximately the direction of the real axis. Shor uses the method of continued fraction expansion to find the unknown quotient $z/r$ that best approximates the known quotient $j/2^{2m}$. This allows $r$ to be recovered.

If $r$ is not prime, it may be that $z$ and $r$ have a common factor $\tau$, in which case $z/\tau$ and $r/\tau$ would be found instead of $z$ and $r$. To address this problem, Shor proposes to incrementally compute best approximations to the known quotient of increasing precision, and to search a small interval in $\tau$ to find candidates for the order. This significantly increases the success probability. Shor furthermore proposes to consider not only $j$, but also $j \pm 1, j \pm 2, \ldots$ up to some bound, to further increase the success probability.

Ekerå describes in [9] how Shor’s algorithm may be simulated classically for known $r$. By post-processing simulated algorithm outputs, Shor’s algorithm with the above post-processing may be shown to achieve a success probability exceeding 99% in a single run. Ekerå furthermore explains in [9] how a success probability exceeding 99% may be achieved using an efficient lattice-based classical post-processing algorithm, that generalizes to higher dimensions and is applicable to Seifert’s algorithm [25] for computing orders with tradeoffs.

To further increase the success probability of Shor’s order-finding algorithm, one approach is to slightly increase the length of the control register (see e.g. [4], p. 11 and Appendix C], [19], the paragraph containing Eq. (5.44) on p. 227), or the analysis in [3]). Note however that this results in a slight increase in the number of group operations that are evaluated quantumly, and hence in an increased quantum cost in each run of the algorithm. Another approach is to increase the search space in the classical post-processing. For instance, the lattice may be enumerated using Ekerå’s lattice-based post-processing algorithm.

Combinations of and limited tradeoffs between these two approaches are possible, as the steep reduction in the success probability that arises when the number of operations is reduced may be compensated for to some extent by searching an increased space, and vice versa.

To summarize, a few group operations may be saved, or have to be additionally evaluated quantumly, depending on the amount of work that one is willing to perform in the classical post-processing, and the minimum success probability that one seeks to attain.

### 1.2.1 Factoring integers

Shor’s original motivation for developing the quantum order-finding algorithm was to factor general composite integers $N$ using a reduction that follows from the work of Miller [15].

Specifically, to factor $N$, Shor first selects an integer $g \in (1, N)$. In the unlikely event that $g$ is a non-trivial divisor of $N$, a factor has been found. Otherwise, $g$ is perceived as a generator of a subgroup of $\mathbb{Z}_N^*$, and its order $r$ computed using the order-finding algorithm.

If $r$ is even and $g^{r/2} \neq -1 \pmod{N}$, Shor then uses the fact that

$$g^r - 1 = (g^{r/2} - 1)(g^{r/2} + 1) \equiv 0 \pmod{N}$$

to find non-trivial factors of $N$ by computing $\gcd((g^{r/2} \pmod{N}) \pm 1, N)$ in a classical post-processing step. If $r$ is odd, or if $g^{r/2} \equiv -1 \pmod{N}$ causing only trivial factors to be found, Shor originally proposed to simply re-run the algorithm for a new $g$. Shor gives a proof that the probability of having to perform a re-run for either of these two reasons is at most $1/2$.

It is possible to do better, however: Ekerå [10] recently showed how $N$ may be completely factored into all of its prime factors, with very high probability, given the order $r$ of a single element $g$ selected uniformly at random from $\mathbb{Z}_N^*$. Furthermore, there are several earlier proposals in the literature for how the success probability of the classical post-processing step may be increased. The reader is referred to [10, Section 2] for a survey of these proposals.
1.2.2 Breaking RSA

If the integer \( N \) is known to be on a special form, this fact may be leveraged. Integers on the form \( N = pq \), where \( p \) and \( q \) are distinct prime factors of similar length in bits, are of particular importance in cryptology, as the problem of factoring such integers — commonly referred to as RSA integers — underpins the security of the widely deployed RSA cryptosystem \( [24] \).

Ekerå and Hästad \([7,8]\) describe how RSA integers may be factored by computing a short discrete logarithm on the quantum computer, rather than by using order finding, as originally proposed by Shor. Ekerå and Hästad’s quantum algorithm has a lower overall quantum cost than Shor’s order-finding algorithm, in that it requires approximately \( 3m/2 \) group operations to be evaluated in each run when not making tradeoffs \([8,\text{Appendix A.2}]\), compared to \( 2m \) group operations in each run of Shor’s algorithm. Furthermore, the probability of Ekerå and Hästad’s algorithm successfully finding the factors of the RSA integer in a single run of the quantum algorithm exceeds 99\% when not making tradeoffs \([8,\text{Appendix A.2.1}]\).

If tradeoffs are made in Ekerå and Hästad’s algorithm, in analogy with Seifert’s \([25]\) idea for making tradeoffs in Shor’s order-finding algorithm, the number of group operations evaluated in each run can be further reduced to \( m/2 + \epsilon \) for some small \( \epsilon \). This allows the requirements on the quantum computer to be further reduced, beyond what is possible with Seifert’s tradeoffs. However, this reduction comes at the expense of running the algorithm multiple times. Ekerå has estimated the number of runs required for a success probability exceeding 99\% to be attained when making tradeoffs for different tradeoff factors \([8,\text{Appendix A.2.1}]\).

1.2.3 Computing discrete logarithms

In analogy with the order-finding algorithm, Shor’s algorithm for computing general discrete logarithms works by inducing a periodicity in the logarithm \( d \), extracting the period using the quantum Fourier transform (QFT), and classically post-processing the output to extract \( d \).

Specifically, two control registers, each of length \( m = \lceil \log_2 r \rceil \) qubits\([2]\) are first initialized to a uniform superposition of all values \( a, b \in [0, r) \). Then \( [a] g \circ [-b] x \) is computed to a third register. When two QFTs of size \( 2^m \) are applied to the two control registers, this maps

\[
\Psi = \frac{1}{r} \sum_{a=0}^{r-1} \sum_{b=0}^{r-1} \left| a, b, [a] g \circ [-b] x \right> \xrightarrow{\text{QFT}} \frac{1}{2^{m+r}} \sum_{a=0}^{r-1} \sum_{b=0}^{r-1} \sum_{j=0}^{2^m-1} \sum_{k=0}^{2^m-1} e^{2\pi i (aj+bk)/2^m} \left| j, k, [a-bd] g \right>
\]

after which \( j, k \) and \( y = [e] g \) for \( e \in [0, r) \) are observed. The two frequencies \( j \) and \( k \) are then post-processed using a classical algorithm to find \( d \). This algorithm requires \( r \) to be known.

As in the order-finding algorithm, the quantum cost of this algorithm is dominated by two sequences of \( m \) group operations. However, the implementation is complicated by the fact that the individual qubits \( a_i \) and \( b_i \) in the two control registers are not selected uniformly at random from \( \{0,1\} \), as required by the semi-classical QFT with control qubit recycling. In this paper, we therefore consider a modified version of Shor’s algorithm for computing discrete logarithms, in which the superpositions in the control registers are uniform over \( \{0, 2^m\} \).

The discrete logarithm problem underpins the security of virtually all widely deployed asymmetric schemes. Notable examples include RSA \([21]\), Diffie–Hellman \([5]\), DSA \([20]\) and virtually all forms of elliptic curve cryptography (ECC) \([14,16]\). Despite this, Shor’s algorithm for computing discrete logarithms has seemingly received less attention in the literature than Shor’s order-finding and factoring algorithms. In particular, there is seemingly no tight analysis of the success probability of Shor algorithm for computing discrete logarithms, when modified as described above to facilitate efficient implementation. A lower bound that slightly exceeds 65\% is given in Mosca’s PhD thesis \([17,\text{Corollary 19 on p. 58}]\), for a slightly modified

\footnote{Shor \([26]\) originally described the algorithm for the full multiplicative group \( \mathbb{F}_p^* \) and so set \( r = p - 1 \).}

\footnote{E.g., via the reduction to a short discrete logarithm problem.}
version of Shor’s algorithm that admits efficient implementation (see Section 4.2.2 for further
details). In this work, we aim to develop a tighter estimate, in light of the following:

Ekerå and Hästad have developed derivatives of Shor’s algorithm for solving cryptologically
relevant instances of the discrete logarithm problem. It is known that a success probability
exceeding 99% may be achieved in a single run of Ekerå’s algorithm for computing short
discrete logarithms \([6,8]\), in Ekerå–Hästad’s algorithm for computing short discrete logarithms
and factoring RSA integers with tradeoffs \([7,8]\), and in Ekerå’s algorithm for computing general
discrete logarithms with tradeoffs \([9]\). All of these algorithms may be simulated classically for
known \(d \) and \(r\), enabling the success probability of the classical post-processing to be verified.

The latter of the three aforementioned algorithms computes general discrete logarithms,
as does Shor’s algorithm for the discrete logarithm problem. Unlike Shor’s algorithm, Ekerå’s
algorithm does however not require the group order to be known. If the order is unknown,
it may be computed along with the discrete logarithm in the classical post-processing at no
additional quantum cost. When computing discrete logarithms without making tradeoffs,
Ekerå’s algorithm requires approximately \(3m\) group operations to be evaluated quantumly,
compared to \(2m\) operations in Shor’s algorithm. This is explained by the fact that Ekerå’s
algorithm computes both \(d\) and \(r\), whereas Shor’s algorithm computes only \(d\) given \(r\).

If \(r\) is unknown, it is hence more efficient to run Ekerå’s algorithm, compared to first
running Shor’s order-finding algorithm to find \(r\), and then Shor’s discrete logarithm algorithm
to find \(d\) given \(r\), in terms of the overall number of group operations evaluated quantumly. If \(r\)
is known, as is very often the case in practice, and tradeoffs are not made, then Shor’s algorithm
is expected to outperform Ekerå’s algorithm. However, this is only true if one assumes Shor’s
algorithm to have a success probability that is on par with that of Ekerå’s algorithm. Without
a tight analysis of the success probability of Shor’s algorithm, making a proper comparison is
difficult. This fact served as one of our original motivations for writing down this analysis.

It should be noted that Proos and Zalka \([23, the short note in Appendix A.2\) discuss the
success probability of Shor’s algorithm. They state that it should be possible to achieve a
success probability that tends to one, either by performing a limited classical search, or by
evaluating additional group operations quantumly, making reference to the situation being
similar to that in Shor’s order-finding algorithm. However, no formal analysis is provided. In
particular, no concrete estimate of the success probability as a function of the size of the search
space, or of the number of additional operations evaluated, is given.

1.3 Our contributions

In this paper, we join an additional piece to the puzzle laid out in the previous sections.
Specifically, we heuristically demonstrate that Shor’s algorithm for computing discrete log-
arithms, modified to allow the semi-classical QFT \([11\) to be used with control qubit recy-
cling \([15,21\), achieves a success probability of approximately 60% to 82% in a single run.

By slightly increasing the number of group operations that are evaluated quantumly, and
by performing a limited search in the classical post-processing, we furthermore show how the
algorithm can be modified to achieve a success probability exceeding 99% in a single run. It is
not sufficient to only perform a limited search to achieve such a high success probability.

We provide concrete heuristic estimates of the success probability of the modified algorithm,
as a function of the order \(r\), the size of the search space in the classical post-processing, and the
additional number of group operations evaluated quantumly. This enables fair comparisons to
be made between Shor’s algorithm for computing discrete logarithms and other algorithms.

To develop the aforementioned estimates, we derive a closed-form heuristic approximation
of the probability of the algorithm yielding specific outputs. By integrating this approximation
numerically, we construct a high-resolution histogram for the probability distribution induced
by the algorithm. By sampling the histogram, we show how the algorithm may be simulated
classically when the logarithm \(d\) and group order \(r\) are both known. This in the sense that we
show how to generate outputs that are representative of outputs that would be produced by
the quantum algorithm if executed on a quantum computer.
By generalizing the above results, and by adapting our lattice-based post-processing \[8,9\], we furthermore show how slightly better tradeoffs may be achieved, compared to our earlier work \[9\], in the setting where the group order is known when computing the logarithm.

### 1.4 Assumptions and reductions

In this paper, we consider the general discrete logarithm problem in groups of known order \( r \).

Without loss of generality, we may assume \( r \) to have no small prime factors. This is because we may determine all small factors in \( r \) classically, and use Pohlig–Hellman decomposition \[22\] to reduce the problem to problems in one or more small, and one large, subgroup. We may then solve the problems in the small order subgroups classically, leaving only the problem in the subgroup with large order and no small factors to be solved quantumly. For this very reason \( r \) is prime in most cryptologic contexts, and hence void of small factors.

Furthermore, we may without loss of generality assume \( d \) to be selected uniformly at random from \([0, r) \subset \mathbb{Z}\). This is because the general discrete logarithm problem may be randomized: Given \( g \) and \( x' = [d']g \) for \( d' \in [0, r) \subset \mathbb{Z} \), we may pick an offset \( t \) uniformly at random from \([0, r) \subset \mathbb{Z} \), compute \( x = x' \odot [t]g = [d' + t]g \), compute the randomized discrete logarithm \( d = d' + t = \log g x \) quantumly, and then compute \( d' \equiv d - t \,(\text{mod } r) \) classically.

### 1.5 Overview

The remainder of this paper is organized as follows:

In Section 2 below, we describe the quantum algorithm that upon input of \( g \) and \( x = [d]g \) computes an integer pair \((j,k)\). In Section 3, we heuristically derive a closed-form expression for the probability of the algorithm yielding \((j,k)\), and discuss the soundness of the heuristic employed. In Section 4, we capture the probability distribution by integrating the closed-form expression, and explain how the quantum algorithm may be simulated classically for known \( d \) and \( r \). Furthermore, we introduce the notion of \( B \)-good pairs \((j,k)\), and estimate the probability of the algorithm yielding a \( B \)-good pair \((j,k)\) for various bounds \( B \).

In Section 5, we describe how \( B \)-good pairs \((j,k)\) may be post-processed classically to recover the logarithm \( d \) given \( r \), both when making and when not making tradeoffs. We summarize and conclude the paper in Section 6.

### 2 The quantum algorithm

In this section we describe the quantum algorithm, that upon input of a generator \( g \) of a group \( G \) of known order \( r \), and an element \( x = [d]g \), outputs a pair \((j,k)\).

The algorithm uses \( m + \varsigma \) and \( \ell = [(m + \varsigma)/s] \) qubits, respectively, for the two control registers, for \( m \) the bit length of \( r \), \( \varsigma \geq 0 \) a small integer constant that we refer to as the padding length, and \( s \geq 1 \) a small integer constant that we refer to as the tradeoff factor.

The procedure is as follows:

1. Induce a uniform superposition over the first two control registers

\[
\Psi = \frac{1}{\sqrt{2^{m+\varsigma+\ell}}} \sum_{a=0}^{2^{m+\varsigma} - 1} \sum_{b=0}^{2^{\ell} - 1} |a, b, 0\rangle.
\]

2. Compute \([a]g \odot [-b]x = [a - bd]g\) to the third register to obtain

\[
\Psi = \frac{1}{\sqrt{2^{m+\varsigma+\ell}}} \sum_{a=0}^{2^{m+\varsigma} - 1} \sum_{b=0}^{2^{\ell} - 1} |a, b, [a - bd]g\rangle.
\]
3. Compute QFTs of size $2^{m+c}$ and $2^f$, respectively, of the first two registers to obtain

$$\Psi = \frac{1}{\sqrt{2^{m+c+r}}} \sum_{a=0}^{2^{m+c}-1} \sum_{b=0}^{2^f-1} |a, b, [a - bd] g \rangle \xrightarrow{\text{QFT}}$$

$$\frac{1}{2^{m+c+r}} \sum_{a=0}^{2^{m+c}-1} \sum_{b=0}^{2^f} \sum_{j=0}^{2^{m+c}-1} \sum_{k=0}^{2^f-1} e^{2\pi i (aj + 2^{m+c} bk) / 2^{m+c}} |j, k, [a - bd] g \rangle .$$

4. Observe the system in a measurement to obtain $(j, k)$ and $[e] g$.

Compared to Shor’s original algorithm, that induces a uniform superposition of $r$ values in the first two registers, the above algorithm induces a uniform superposition of $2^{m+c}$ and $2^f$ values, respectively. This enables the above algorithm to directly employ the semi-classical QFT \[11\] with control qubit recycling \[18,21\].

3 Analysis of the probability distribution

When the superposition is observed, it collapses to $(j, k)$ and $[e] g$ with probability

$$\frac{1}{2^{2(m+c+r)}} \left| \sum_{(a, b)} \exp \left[ \frac{2\pi i}{2^{m+c}} (aj + 2^{m+c} - \ell bk) \right] \right|^2$$

(2)

where the sum is over all $(a, b)$ in the rectangle where $a \in [0, 2^{m+c}) \subset \mathbb{Z}$ and $b \in [0, 2^f) \subset \mathbb{Z}$, and such that $e \equiv a - bd \pmod{r}$.

3.1 Arguments and angles

In analogy with the analyses in our earlier works, let

$$\alpha_r = \{ rj \}_{2^{m+c}}, \quad \alpha_d = \{ dj + 2^{m+c} - \ell k \}_{2^{m+c}}, \quad \theta_r = \frac{2\pi \alpha_r}{2^{m+c}}, \quad \theta_d = \frac{2\pi \alpha_d}{2^{m+c}},$$

where we recall that $\{u\}_n$ denotes $u$ reduced modulo $N$ constrained to $[-n/2, n/2)$.

3.2 Simplifying the expressions

Substituting $a$ for $e + bd + n_r r$ in (2) where $a \in [0, 2^{m+c}) \subset \mathbb{Z}$ yields

$$\frac{1}{2^{2(m+c+r)}} \left| \sum_{b=0}^{2^f} \sum_{n_r = [-r(e + bd)/r]}^{2^{m+c} - (e + bd)/r} \exp \left[ \frac{2\pi i}{2^{m+c}} ((e + bd + n_r r)j + 2^{m+c} - \ell bk) \right] \right|^2 =$$

$$\frac{1}{2^{2(m+c+r)}} \left| \sum_{b=0}^{2^f} \sum_{n_r = [-r(e + bd)/r]}^{2^{m+c} - (e + bd)/r} \exp \left[ \frac{2\pi i}{2^{m+c}} (n_r rj + b(dj + 2^{m+c} - \ell k)) \right] \right|^2 =$$

$$\frac{1}{2^{2(m+c+r)}} \left| \sum_{b=0}^{2^f} \sum_{n_r = [-r(e + bd)/r]}^{2^{m+c} - (e + bd)/r} \exp \left[ \frac{2\pi i}{2^{m+c}} (n_r \alpha_r + b \alpha_d) \right] \right|^2 =$$

$$\frac{1}{2^{2(m+c+r)}} \left| \sum_{b=0}^{2^f} \sum_{n_r = [-r(e + bd)/r]}^{2^{m+c} - (e + bd)/r} \exp \left[ \frac{2\pi i}{2^{m+c}} n_r \alpha_r \right] \right|^2 =$$
we have introduced \( \delta \), we may then substitute \( \delta \) is small, i.e. on the “diagonal” in the angle plane where \( \theta \)

\[
\begin{align*}
\frac{1}{2^{2(m+r)}} \sum_{b=0}^{2^r-1} e^{i\theta_b} \sum_{n_r = \lceil -\frac{e+bd}{r} \rceil}^{\lceil -\frac{e+bd}{r} \rceil - 1} e^{i\theta_r n_r} = \\
\frac{1}{2^{2(m+r)}} \sum_{b=0}^{2^r-1} e^{i\theta_b + i\theta_r \lfloor -\frac{e+bd}{r} \rfloor} \sum_{n_r = 0}^{\lceil -\frac{e+bd}{r} \rceil - 1} e^{i\theta_r n_r} = \\
\frac{1}{2^{2(m+r)}} \sum_{b=0}^{2^r-1} e^{i\theta(b - \delta_r / r)} \sum_{n_r = 0}^{\lceil -\frac{e+bd}{r} - \delta_b \rceil - 1} e^{i\theta_r (n_r + \delta_b)}
\end{align*}
\]

This simplifies the interval for the inner sum. To simplify the exponential function, we used

\[
\begin{align*}
\frac{b}{r} \approx b_2 \quad \text{and evaluate the sum for this constant. More formally,}
\end{align*}
\]

\[
\sum_{b=0}^{b_1-1} e^{i\theta_b} \sum_{n_r = 0}^{\lceil -\frac{e+bd}{r} \rceil - 1} e^{i\theta_r n_r} \approx e^{i\theta(b - \delta_r / r)} \sum_{b=0}^{b_1-1} e^{i\theta(b - \delta_r / r)} \sum_{n_r = 0}^{\lceil -\frac{e+bd}{r} - \delta_b \rceil - 1} e^{i\theta_r (n_r + \delta_b)}.
\]

where we have introduced \( \delta_b = \frac{(e+bd)/r + \lceil -\frac{e+bd}{r} \rceil}{(e+bd)/r} \equiv (e+bd)/r \mod 1 \in \mathbb{R} \).

In particular, in the last step, we used that \( [-t] = -\lfloor t \rfloor \) for any \( t \in \mathbb{R} \) to show that

\[
\begin{align*}
\lceil 2^{m+s} - (e+bd)/r \rceil - \lceil -\frac{e+bd}{r} \rceil &= \\
\lceil 2^{m+s}/r - \lceil (e+bd)/r + \delta_b \rceil \rceil - \lceil -\frac{e+bd}{r} \rceil &= \\
\lceil 2^{m+s}/r - \delta_b \rceil + \lceil -\frac{e+bd}{r} \rceil - \lceil -\frac{e+bd}{r} \rceil &= \lceil 2^{m+s}/r - \delta_b \rceil
\end{align*}
\]

when simplifying the interval for the inner sum. To simplify the exponential function, we used that \( \lceil -\frac{e+bd}{r} \rceil = \frac{(e+bd)/r + \lceil -\frac{e+bd}{r} \rceil}{(e+bd)/r} - (e+bd)/r = \delta_b - (e+bd)/r \), and adjusted the global phase to drop the \( e/r \) term.

### 3.3 The notion of constructive interference

The inner sum over \( n_r \) in (3) is over only \( \sim 2^s \) elements, depending on \( \delta_b \) and \( 2^{m+s}/r \), and with a randomized starting point in \( \delta_b \), whilst the outer sum over \( b \) in (3) is over \( 2^r \) elements.

We therefore expect constructive interference to arise when

\[
\phi = \theta_d - \frac{d}{r} \theta_r
\]

is small, i.e. on the “diagonal” in the angle plane where \( \theta_d \approx \frac{d}{r} \theta_r \).

### 3.4 Heuristically derived closed-form expressions

Up until this point, the analysis is exact. Let us now proceed to estimate (3) heuristically:

For a restricted interval \( I = [b_0, b_1) \subset \mathbb{Z} \) in \( b \) of length shorter than \( 2^{s/2} \), and small \( \phi = \theta_d - \frac{d}{r} \theta_r \) of size approximately \( 2^{-s} \), we see that \( b\phi \) varies very slowly in \( b \). Heuristically, we may therefore fix any \( b' \in I \) and evaluate the sum for this constant. More formally,

\[
\sum_{b=0}^{b_1-1} e^{i\theta_b} \sum_{n_r = 0}^{\lceil -\frac{e+bd}{r} \rceil - 1} e^{i\theta_r n_r} \approx e^{i\theta(b - \delta_r / r)} \sum_{b=0}^{b_1-1} e^{i\theta(b - \delta_r / r)} \sum_{n_r = 0}^{\lceil -\frac{e+bd}{r} - \delta_b \rceil - 1} e^{i\theta_r (n_r + \delta_b)}.
\]

At the same time, if \( I \) is not selected too small, there are still many \( b \in I \). Heuristically, we may then substitute \( \delta_b \) with a stochastic variable \( \delta \) uniformly distributed on \([0, 1) \subset \mathbb{R} \), see the note in Section 3.4 for further details. Substituting \( \delta_b \) with \( \delta \), and taking the expectation value of the inner sum in (5), yields

\[
E \left[ \sum_{n_r = 0}^{\lceil 2^{m+s}/r - \delta \rceil - 1} e^{i\theta_r (n_r + \delta)} \right] = \int_0^{1} \sum_{n_r = 0}^{\lceil 2^{m+s}/r - \delta \rceil - 1} e^{i\theta_r (n_r + \delta)} d\delta = \int_0^{2^{m+s}/r} e^{i\theta_r t} dt.
\]
Inserting the expectation value in (6) back into (5) yields

$$\begin{align*}
\langle 5 \rangle & \approx (b_1 - b_0) e^{ib\phi} \int_0^{2 \pi} e^{i\theta r} dt \approx \frac{b_1 - b_0}{d} \int_0^{2 \pi} e^{i\theta r} dt \\
& \approx \frac{b_1 - b_0}{d} \int_0^{2 \pi} e^{i\theta r} dt \\
& = \left( b_1 \frac{\cos(\theta r)}{\theta^2} - b_0 \frac{1}{\theta} \right) \theta^2
\end{align*}$$

as we may either sum over $b \in I$, or consider a constant $b' \in I$, as explained above.

This implies that (3) may be approximated by

$$\begin{align*}
\langle 3 \rangle & \approx \frac{1}{2^{2(m+c+r)}} \left| \int_0^{2 \pi} e^{i\theta r} dt \right|^2 \left| \sum_{b = 0}^{2^{r-1}} e^{i(b\theta - \frac{d}{2}\theta_r)} \right|^2
\end{align*}$$

by combining intervals in $b$ to cover the full range $[0, 2^r)$.

As we no longer have any dependency on $c$, we may sum over all $r$ values of $c$ simply by multiplying by $r$. This yields a heuristic expression for the probability $P(\theta_d, \theta_r)$ of observing a pair $(j, k)$ with angle pair $(\theta_d, \theta_r)$:

$$P(\theta_d, \theta_r) = \frac{r}{2^{2(m+c)}} \left| \int_0^{2 \pi} e^{i\theta r} dt \right|^2 \left| \sum_{b = 0}^{2^{r-1}} e^{i(b\theta - \frac{d}{2}\theta_r))} \right|^2.$$  

The two functions $f(\theta_r)$ and $h(\phi)$ introduced above may be placed on closed form, as

$$f(\theta_r) = \frac{r}{2^{2(m+c)}} \frac{2(1 - \cos(\theta_r 2^{m+c}/r))}{\theta_r^2} \quad \text{for} \quad \theta_r \neq 0 \quad \text{and} \quad f(0) = \frac{1}{r},$$

whilst

$$h(\phi) = \frac{1}{2\ell} \frac{\cos(\phi 2^\ell) - 1}{\cos(\phi) - 1} \quad \text{for} \quad \phi \neq 0 \quad \text{and} \quad h(0) = 1.$$  

We expect this heuristic to be good when $\phi$ is a small angle of size $\sim 2^{-\ell}$, for $\ell$ a sufficiently large integer to enable the heuristic to be used.

### 3.4.1 On the soundness of the heuristic

Recall that $\delta_b = (c + bd)/r \mod 1$. These numbers are on the form $\gamma + b\beta$, where $\gamma$ and $\beta$ are two rational numbers. It is a classical result by Weyl (see [30] for Weyl’s original work, see also Sierpiński [28] and Bohl [2] for independent original works, or [29] for a modern textbook reference) that if $\beta$ is an irrational number then, in the limit, the numbers $b\beta \mod 1$ are equally distributed on $[0, 1)$ (the additive offset $\gamma$ clearly does not matter) when $b$ runs over all integers.

We are interested in the distribution of $\delta_b$ when $b$ is contained in an interval significantly smaller than $r$, but still large. In this situation it does not matter that $d/r$ is a rational number, enabling us to obtain a finite and quantitative version of Weyl’s theorem when $d$ is random. We plan to make this more precise in the final version of the paper. For further details, see Section 6.1. Recall furthermore from Section 1.4 that $d$ may be randomized: Assuming $d$ to be random therefore implies no loss of generality.

### 4 Simulating the quantum algorithm

In this section, we describe how the probability distribution induced by the quantum algorithm may be heuristically captured when $d$ is random and $r$ is known.

Furthermore, we show how the distribution captured may be used to simulate the quantum algorithm classically when $d$ is known.
4.1 The distribution of arguments $\alpha_r$

Definition 1. Let $2^{cr}$ be the greatest power of two to divide $r$.

Definition 2. An argument $\alpha_r$ is said to be admissible if $\alpha_r$ is a multiple of $2^{cr}$.

Note that the order $r$ is typically prime in cryptologic applications, in which case $\kappa_r = 0$.

Claim 1. The number of integers $j \in \{0, 2^{m+c}\}$ that yield a given argument $\alpha_r = \{rj\}_{2^{m+c}}$ is $2^{cr}$ if $\alpha_r$ is an admissible argument, and zero otherwise.

Proof. The modulus is a power of two, and $2^{cr}$ is the greatest power of two to divide $r$. ■

4.2 Capturing the probability distribution

In what follows, our aim is to capture the probability distribution induced by the quantum algorithm as a function of $\alpha_r$ and the offset between $\alpha_d$ and $\frac{d}{\alpha_r}$.

To this end, for a given admissible argument $\alpha_r$, we pick $j$ uniformly at random from the set of all $2^{cr}$ values of $j$ that yield $\alpha_r$. We then pick $k$ such that $\alpha_d$ is as close as possible to $\frac{d}{\alpha_r}$ and offset $k$ by an integer $\Delta$. For some $\delta_{\Delta} \in \left[-\frac{1}{2}, \frac{1}{2}\right)$, this yields $\alpha_d$ such that

$$\alpha_d = \frac{d}{\alpha_r} \left(\alpha_r - \frac{d}{\alpha_r}\right) = \frac{\pi}{2^r} \left(2^{m+c} - (\Delta + \delta_{\Delta})\right).$$

In what follows, it is convenient to introduce the notion of a $B$-good pair $(j,k)$:

Definition 3. A pair $(j,k)$ is said to be $B$-good if $k$ is offset by $\Delta$ from the value that causes $\alpha_d$ to be as close as possible to $\frac{d}{\alpha_r}$, and it holds that $|\Delta| \leq B$.

Substituting (11) into (8), heuristically replacing $\delta_{\Delta}$ with a stochastic variable $\delta$ uniformly distributed on $\left[-\frac{1}{2}, \frac{1}{2}\right)$, and computing the expectation value, yields

$$f(\theta_r) \int_{-1/2}^{1/2} h\left(\frac{2\pi}{2^r}(\Delta + \delta)\right) d\delta.$$

Integrating (12) over all $\theta_r = 2\pi\alpha_r/2^{m+c}$, summing over all $|\Delta| \leq B$, yields

$$2^{cr} \int_{-2^{m+c}}^{2^{m+c}} f\left(\frac{2\pi}{2^{m+c}} 2^{cr} \alpha_r'\right) d\alpha_r' \cdot \sum_{|\Delta| \leq B} \int_{-1/2}^{1/2} h\left(\frac{2\pi}{2^r}(\Delta + \delta)\right) d\delta
$$

$$= 2^{cr} \int_{-2^{m+c}}^{2^{m+c}} f\left(\frac{2\pi}{2^{m+c}} 2^{cr} \alpha_r'\right) d\alpha_r' \cdot \sum_{|\Delta| \leq B} \int_{-1/2}^{1/2} h\left(\frac{2\pi}{2^r}(\Delta + \delta)\right) d\delta$$

Expression (13) may be evaluated numerically to heuristically estimate how large a portion of the probability mass is captured for given $B$, $c$, $s$ and $r$.

As may be see in Table[1], it is necessary to select both $c$ and $B$ greater than zero to obtain a $B$-good pair $(j,k)$ with probability that exceeds $99\%$. The choice of $m$ and $s$ is of little consequence, for as long as $m$ is sufficiently large, and for as long as $s$ is not very large in relation to $m$. The size of $r$ in relation to $2^m$ is important, however:

In Table[1], the order $r = 2^{m-1}$ is maximal. If $r$ is instead close to the lower end of the interval, say $r = 2^{m-1} + 1$, then essentially all rows in the table are shifted upwards one step (as halving $r$ is equivalent to adding a padding bit).

In practice, the order $r$ is often a random prime on $(2^{m-1}, 2^m)$ in cryptologic applications. A notable exception are the NIST P-192, P-224, P-256, P-384 and P-521 elliptic curve groups that have orders very close to $2^m$. This is a side effect of the base field moduli having been selected to enable fast arithmetic. Some other curves also have this property.
4.2.1 On the asymptotic behavior of the heuristic

Analytically, \( F \) in [13] tends to one in the limit as \( \varsigma \) tends to infinity, whilst \( H \) tends to one as \( B \) tends to infinity at moderate pace as a function of \( \ell \). This is in agreement with our claim that the heuristic is sound, in that it captures the whole probability distribution.

More specifically, for \( F \), we have

\[
F = 2^{\kappa \tau} \int_{-2^{m+\kappa-1}}^{2^{m+\kappa-1}} f \left( \frac{2\pi}{2^{m+\kappa}} \alpha \right) \, d\alpha
= \frac{2^{\kappa \tau}}{2^{2(m+\kappa)}} \int_{-2^{m+\kappa-1}}^{2^{m+\kappa-1}} \frac{2(1 - \cos(2\pi \alpha / r))}{(2\pi \alpha / r)^2} \, d\alpha
= \frac{2^{\kappa \tau}}{r} \int_{-2^{m+\kappa-1}}^{2^{m+\kappa-1}} \frac{2(1 - \cos(2\pi \alpha / r))}{(2\pi \alpha / r)^2} \, d\alpha
= \frac{2^{\kappa \tau}}{r} \int_{-\pi}^{\pi} \frac{\sin^2(\pi \alpha / r)}{(\pi \alpha / r)^2} \, d\alpha = \left\{ \frac{\pi}{r} = \frac{2^{\kappa \tau}}{r} \right\}
= \frac{1}{\pi} \int_{-\pi}^{\pi} \frac{\sin^2(u)}{u^2} \, du.
\]

(14)

As it is well known that

\[
\int_{-\infty}^{\infty} \frac{\sin^2(u)}{u^2} \, du = \pi,
\]

we can see from [14] that \( F \) tends to one in the limit as \( \varsigma \) tends to infinity. Furthermore, as

\[
1 - \frac{1}{\pi} \int_{-\tau}^{\tau} \frac{\sin^2(u)}{u^2} \, du = \frac{1}{\pi} \int_{-\infty}^{\tau} \frac{\sin^2(u)}{u^2} \, du + \frac{1}{\pi} \int_{\tau}^{\infty} \frac{\sin^2(u)}{u^2} \, du
= \frac{2}{\pi} \int_{-\infty}^{\infty} \frac{\sin^2(u)}{u^2} \, du \leq \frac{2}{\pi} \left( \int_{-\tau}^{\tau} \frac{\sin^2(u)}{u^2} \, du \right)
= \frac{2}{\pi} \int_{\tau}^{\infty} \frac{\sin^2(u)}{u^2} \, du = \frac{2}{\tau \pi}
\]

(15)

for any \( \tau > 0 \), we can see from [14] and [15] that \( F = O(2^{-\varsigma}) \). For \( H \), we have

\[
H = \int_{-B^{-1/2}}^{B^{-1/2}} h \left( \frac{2\pi v}{2\tau} \right) \, dv = \frac{1}{2\tau^2} \int_{-B^{-1/2}}^{B^{-1/2}} \cos(2\pi v / \tau) - 1 \, dv
\geq \frac{1}{2\tau^2} \int_{-B^{-1/2}}^{B^{-1/2}} \sin^2(\pi v) \, dv = \left\{ u = \pi v \right\} = \frac{1}{\pi} \int_{-(B+1/2)\pi}^{(B+1/2)\pi} \frac{\sin^2(u)}{u^2} \, du.
\]

(16)
At the same time, as \( \sin^2(z) \geq (1-\epsilon)z^2 \) for \( |z| \leq \epsilon = \pi(B + 1/2)/2^\ell < 1 \), we have

\[
H = \frac{1}{2^\ell} \int_{-B}^{B} \frac{\sin^2(\pi v)}{(1-\epsilon)(\pi v/2^\ell)^2} dv \leq \frac{1}{2^\ell} \int_{-B}^{B} \frac{\sin^2(\pi v)}{(\pi v/2^\ell)^2} dv = \{ u = \pi v \}
\]

\[
= \frac{1}{\pi} \int_{-\pi}^{\pi} \frac{\sin^2(u)}{u^2} du.
\]

Hence, we may conclude by combining (16) and (17) that \( H \) tends to one in the limit as \( B \) tends to infinity at a moderate pace as a function of \( \ell \) (and hence of \( m, \varsigma \) and \( s \), as \( B \leq (2^\ell - 1)/2 \) and \( \ell = [(m + \varsigma)/s] \)). For instance, we may pick \( B = 2^{\ell/2} \) and let \( \ell \) tend to infinity. By using (15), we may furthermore conclude that \( H = 1 - O(B^{-1}) \).

### 4.2.2 On the relation to Mosca’s lower bound

Mosca gives a lower bound of \((r-1)/r)(8/\pi^2)^2 \approx (8/\pi^2)^2 \approx 0.6570\) on the success probability in his PhD thesis [17] Corollary 19 on p. 58. Specifically, Mosca’s bound is for Shor’s algorithm for computing discrete logarithms, as modified in Section 2 to enable qubit recycling.

Mosca does not parameterize the algorithm in \( \varsigma \) and \( s \). Furthermore, Mosca does not consider making tradeoffs, or searching in the classical post-processing. For \( r \in (2^m - 1, 2^m) \), we may fix \( \varsigma = 2 \) and \( s = 1 \) in our algorithm to make it equivalent to the algorithm analyzed by Mosca. For this choice of parameters, Mosca’s lower bound is consistent with our heuristic:

Specifically, by (13) our heuristic yields a higher estimate of

\[
2^{\kappa r} \int_{2^{m+\varsigma - \kappa r} - 1}^{2^{m+\varsigma - \kappa r} - 1} f \left( \frac{2^\pi v}{2^m + \varsigma} \right) dv \cdot \int_{-2}^{2} h \left( \frac{2^\pi v}{2^\pi} \right) dv \approx 0.9024
\]

for maximal \( r = 2^m - 1 \), where we have evaluated the expression numerically for \( m = 128 \) with Mathematica. The same probability is obtained for greater \( m \).

Note that it is required that \( t = [r(\Delta + \delta\Delta)/2^{m+\varsigma}] = 0 \) to solve without searching as in Shor’s original version of the post-processing algorithm described in Section 5.1. This implies \( |v| = |\Delta + \delta\Delta| \leq 2 \), giving rise to the above integration limits in \( v \).

### 4.3 Simulating the quantum algorithm

We now have the necessary framework in place to simulate the quantum algorithm classically for a known problem instance given by \( d \) and \( r \). This in the sense that we may generate outputs \((j,k)\) that are representative of outputs that would be produced by the quantum algorithm if executed on a quantum computer.

Note explicitly that the simulator requires \( d \) and \( r \) to be known: It cannot be used to solve problem instances given on the form of two group elements \( g \) and \( x = [d] g \).

### 4.3.1 Sampling the probability distribution

By piecewise numerical integration of \( f(\theta_r) \) as defined in (9) over small intervals in \( \alpha_r \) (where we recall that \( \theta_r = 2\pi\alpha_r/2^{m+\varsigma} \) as stated in Section 3.1), we first pre-compute a high-resolution histogram that captures the probability distribution induced by the quantum algorithm in the first stage where \( j \) is computed, enabling this stage to be simulated.

Specifically, to sample \( j \), we first sample an admissible argument \( \alpha_r \) from the histogram, and then sample \( j \) from the set of all integers \( j \) that yield \( \alpha_r \). This set is given by

\[
j = \left( \frac{\alpha_r}{2^{\kappa r}} \left( \frac{r}{2^{\kappa r}} \right)^{-1} + 2^{m+\varsigma - \kappa_r t_r} \right) \mod 2^{m+\varsigma}
\]

as \( t_r \) runs through all integers on \([0, 2^{\kappa r}]\).
Given \( j \), we solve \( \alpha_r = \{rj\}_{2m+\varsigma} \) and \( \alpha_d = \{dj + 2^m + \varsigma - \ell(k)\}_{2m+\varsigma} \) for \( k_0 \), the value of \( k \) that minimizes \(|\alpha_d - \frac{d}{r}\alpha_r|\). For all integers \( \Delta \) such that \(|\Delta| \leq B\) for \( B \) some bound, we then compute the probability

\[
h\left(\frac{2\pi}{2m+\varsigma}\left(\{dj + 2^m + \varsigma - \ell(k_0 + \Delta)\}_{2m+\varsigma} - \frac{d}{r}\alpha_r\right)\right)
\]

of observing \( k = k_0 + \Delta \) given \( j \), for \( h \) as defined in (10), to construct a histogram in \( \Delta \).

We sample \( \Delta \), and hence \( k = k_0 + \Delta \), from the resulting histogram, and return \((j, k)\) as output from the simulator. If either \( \alpha_r \) or \( \Delta \) fall outside the respective ranges of the histograms when sampled, we instead return a sampling error. By increasing \( \varsigma \) and \( B \), we may suppress the probability of such errors occurring in practice.

Note that it is permissible to first sample \( j \) from the distribution given by \( f(\theta_r) \) as above, and to then sample \( k \) given \( j \) via \( h(\phi) \) (where we recall that \( \phi = \theta_d - \frac{d}{r}\theta_r \)). This is equivalent to first computing and observing \( j \), and to then computing and observing \( k \) given \( j \).

### 4.3.2 Implementation remarks

We have implemented the simulator in Sage for the purpose of assessing the efficiency of the two classical post-processing algorithms described in Section 5.

### 4.3.3 On the relation to our earlier works

The simulator described in this section is similar to the simulators we previously developed for Shor’s and Seifert’s order-finding algorithms [9] Appendix A], for Ekerå’s algorithm [9] for computing general discrete logarithms with tradeoffs in groups of unknown order, and for Ekerå’s and Ekerå–Håstad’s algorithms [6–8] for computing short discrete logarithms.

## 5 Classical post-processing

When not making tradeoffs (i.e. when \( s = 1 \)), we may individually post-process pairs \((j, k)\) yielded by the quantum algorithm in the manner originally proposed by Shor [26].

Shor’s original post-processing algorithm recovers \( d \) given from any pair \((j, k)\) for which the offset \( \Delta \) in \( k \) is close to zero. Specifically, the algorithm requires \( t = \lceil r(\Delta + \delta\Delta)/2^m + \varsigma \rceil = 0 \) to be successful. In Section 5.1 below, we describe a slightly modified version of this algorithm. The modified algorithm performs a search over \( t \) to recover \( d \) from any \( B \)-good pair \((j, k)\).

To handle tradeoff factors \( s \geq 1 \), we adapt the lattice-based post-processing algorithms from our earlier works [6–9], so as to recover \( d \) given \( r \) from a set of \( n \) pairs \( \{(j_1, k_1), \ldots, (j_n, k_n)\} \) resulting from \( n \geq s \) independent runs of the quantum algorithm. This lattice-based post-processing algorithm is described in Section 5.2.

### 5.1 Solving individual runs by modifying Shor’s post-processing

Assume that \( s = 1 \) and that the quantum algorithm yields a \( B \)-good pair \((j, k)\):

Then \( \alpha_d = \left\lceil \alpha_r \frac{d}{r} \right\rceil + \Delta \) for some integer \( \Delta \) such that \(|\Delta| \leq B\). To see why, note that \( \alpha_d = \{dj + 2^m + \varsigma - \ell(k)\}_{2m+\varsigma} = \{dj + k\}_{2m+\varsigma} \) as \( s = 1 \) implies that \( \ell = m + \varsigma \), which in turn implies that \( \alpha_d \) may be freely selected via \( k \). It follows that

\[
\alpha_d - \alpha_r \frac{d}{r} = \Delta + \delta\Delta
\]

\[\Rightarrow \{dj + k\}_{2m+\varsigma} - \{rj\}_{2m+\varsigma} \frac{d}{r} = \Delta + \delta\Delta\]

\[\Rightarrow dj + k - \{rj\}_{2m+\varsigma} \frac{d}{r} + nd2^m + \varsigma = \Delta + \delta\Delta\]

\[\Rightarrow r dj + rk - \{rj\}_{2m+\varsigma} d + nd r 2^m + \varsigma = r(\Delta + \delta\Delta)\]
\[ d(rj - \{rj\}2^{m+\varsigma}) + rk + n_d r 2^{m+\varsigma} = r(\Delta + \delta_\Delta) \]
\[ \Rightarrow d \left( r \left( \{rj\}2^{m+\varsigma} \right) \right) + \frac{rk}{2^{m+\varsigma}} + n_d r = \frac{r(\Delta + \delta_\Delta)}{2^{m+\varsigma}} \]
\[ \text{known } z = \left\lfloor \frac{r}{2^{m+\varsigma}} \right\rfloor \in \mathbb{Z} \]
\[ \Rightarrow dz + \left[ \frac{rk}{2^{m+\varsigma}} \right] + n_d r = \left[ \frac{r(\Delta + \delta_\Delta)}{2^{m+\varsigma}} \right] \]
which implies that we may solve for \( d \) by simple modular arithmetic. Specifically
\[ d \equiv \left( t - \left[ \frac{rk}{2^{m+\varsigma}} \right] \right) z^{-1} \pmod{r} \quad (18) \]
where we need to search at most \( 2 \cdot |t| + 1 < 2 \left( (B + 1/2)/2^s \right) + 1 \) values of \( t \) to recover \( d \).

If \( r \) is prime and \( z \neq 0 \), the modular inverse of \( z \) exists. In the unlikely event that \( z = 0 \), the quantum algorithm has to be re-run. If \( r \) is composite, it may be that \( \gcd(z, r) \neq 1 \), in which case the inverse of \( z \) modulo \( r \) does not exist. Let \( \tau \) be the smallest positive integer such that \( \gcd(z, r/\tau) = 1 \). Then (18) still holds modulo \( r/\tau \), and for this modulus the inverse of \( z \) does exist. This implies that we may recover \( d \pmod{r/\tau} \), and add multiples of \( r/\tau \), until \( d \) is recovered. For small \( \tau \) this search for \( d \) is efficient.

Note that \( r \) may be assumed to have no small divisors without loss of generality, see Section 4.3. When \( r \) has only large factors, it is improbable that \( \gcd(z, r) \neq 1 \) for random \( z \).

The above post-processing algorithm is identical to that originally proposed by Shor [26] except for the searches over \( t \) and multiples of \( r/\tau \). Note that this post-processing algorithm requires \( r \) to be known. If \( r \) is unknown, the quantum algorithm in [9] is more efficient than first running Shor’s order-finding algorithm [26], and then running the algorithm in this paper, in terms of the overall number of group operations that need to be evaluated quantumly.

5.1.1 On simulating the algorithm

We have implemented the post-processing algorithm in Sage and tested it using the simulator described in Section 4.3. Unsurprisingly, running the post-processing algorithm with respect to simulated quantum algorithm outputs recovers \( d \), provided no sampling errors occur, and provided a sufficiently large interval in \( t \) is searched as a function of \( B \).

As \( \varsigma \) and \( B \) increase, the probability mass captured by the histogram tends to one, see Section 4.2.1. Consequently the probability of sampling errors occurring tends to zero.

5.1.2 On the success probability in Shor’s original algorithm

For \( \varsigma = 0 \), as in Shor’s original algorithm, and for maximal \( r = 2^m - 1 \), Shor’s post-processing algorithm succeeds if and only if \( |\Delta + \delta_\Delta| \leq 1/2 \) as it requires \( t = \left[ r(\Delta + \delta_\Delta)/2^{m+\varsigma} \right] = 0 \). This implies that \( (j, k) \) must be a \( B \)-good pair for \( B = 0 \) for the algorithm to succeed. Such a pair is yielded with probability approximately 0.5986 by Table 1.

At the other extreme, for \( r = 2^m - 1 \) (where we add one to avoid making \( r \) a perfect power of two), we have that \( t = 0 \) implies \( |v| = |\Delta + \delta_\Delta| \leq 1 \). This occurs with probability
\[ 2^{2\varsigma} \int_{-2^{m+\varsigma-sr-1}}^{2^{m+\varsigma-sr-1}} f \left( \frac{2\pi}{2^{m+\varsigma}} 2^{sr} \alpha_r' \right) d\alpha_r' \cdot \int_{-1}^{1} h \left( \frac{2\pi}{2^{2r}} v \right) dv \approx 0.8151 \]
by [13] where we have set \( \varsigma = 0 \) and \( s = 1 \) (which implies \( \ell = m \)), and evaluated the expression numerically for \( m = 128 \) with Mathematica. The same probability is obtained for greater \( m \).

\[ \text{In the initial pre-print of this paper, for } r = 2^m - 1, \text{ we accidently took } |v| = |\Delta + \delta_\Delta| \leq 1/2 \text{ as opposed to } |v| \leq 1, \text{ leading us to estimate the success probability to approximately 70% as opposed to 82%.} \]
5.2 Solving using lattice-based post-processing

Assume that $s \geq 1$, and that $n \geq s$ independent runs of the quantum algorithm are performed, yielding pairs $(\tilde{j}_i, \tilde{k}_i)$ for $i \in [1, n]$ with associated arguments

$$\alpha_{r, i} = \{r_j, i\}_{2m+\epsilon} \quad \text{and} \quad \alpha_{d, i} = \{d_j + 2^{m+\epsilon-\ell}k_i\}_{2m+\epsilon}.$$ 

Let $L$ be the lattice given by integer combinations of the rows of

$$A = \begin{bmatrix} j_1 - \alpha_{r,1}/r & \cdots & j_n - \alpha_{r,n}/r & 2^{\ell - \epsilon} \\ 2^{m+\epsilon} & \cdots & 0 & 0 \\ \vdots & \ddots & \vdots & \vdots \\ 0 & \cdots & 2^{m+\epsilon} & 0 \end{bmatrix} = \begin{bmatrix} \tilde{a}_0 \\ \tilde{a}_1 \\ \vdots \\ \tilde{a}_n \end{bmatrix}$$

for $2^{\ell - \epsilon}$ a scaling factor elaborated on below, and enumerate the vectors in $L$ closest to

$$\tilde{v} = (-2^{m+\epsilon-\ell}k_1, \ldots, -2^{m+\epsilon-\ell}k_n, 0) \in \mathbb{Z}^{n+1}$$

with the aim of finding

$$\tilde{u} = d \cdot \tilde{a}_0 + \sum_{i=1}^n t_i \cdot \tilde{a}_i \in L \quad \text{for some} \quad t_i \in \mathbb{Z},$$

where we recall that $\tilde{a}_i$ for $i \in [0, n]$ are the rows of $A$, see the definition in [19].

The vector $\tilde{u}$ yields $d$, as its last component is $2^{\ell - \epsilon}d$. Furthermore, $\tilde{u}$ is within distance

$$|\tilde{u} - \tilde{v}| = |(\Delta_1, \ldots, \Delta_n, 2^{\ell - \epsilon}d)|$$

of $\tilde{v}$, where, for some appropriately selected $t_i \in \mathbb{Z}$ for $i \in [1, n]$, each

$$\Delta_i = d_j + 2^{m+\epsilon-\ell}k_i + 2^{m+\epsilon}t_i - \alpha_{r, i}d/r = \{d_j + 2^{m+\epsilon-\ell}k_i\}_{2m+\epsilon} - \frac{d}{r}\alpha_{r, i}.$$ 

Hence, we expect $|\Delta_i| \sim 2^{m+\epsilon-\ell}$ for $i \in [1, n]$. Furthermore $2^{\ell - \epsilon}d \in [0, 2^{m+\epsilon-\ell})$. This implies

$$|\tilde{u} - \tilde{v}| = |(\Delta_1, \ldots, \Delta_n, 2^{\ell - \epsilon}d)| \sim \sqrt{n+1} \cdot 2^{m+\epsilon-\ell} \sim \sqrt{n+1} \cdot 2^{(m+c)(1-1/s)}.$$ 

Note that we select the scaling factor $2^{\ell - \epsilon}$ such that $2^{\ell - \epsilon}d \sim |\Delta_i|$, to avoid having the last component of $\tilde{u}$ dominate $|\tilde{u} - \tilde{v}|$, whilst maximizing $\det L$ to facilitate the enumeration of $L$.

5.2.1 On the expected number of runs required to solve

As the determinant

$$\det L = 2^{(m+c)(n+\epsilon-\ell)} \sim 2^{(m+c)(1-1/s)+\epsilon}$$

the shortest non-zero vector in $L$ is expected, by the Gaussian heuristic, to be of norm

$$\lambda_1 \sim \sqrt{\frac{n+1}{2\pi e}} \cdot 2^{(m+c)(1-1/s)+\epsilon} \sim \sqrt{\frac{n+1}{2\pi e}} \cdot 2^{(m+c)(n+\epsilon-\ell)} \sim \sqrt{\frac{n+1}{2\pi e}} \cdot 2^{(m+c)(1-1/s)}$$

if $L$ behaves like a random lattice. If we are to quickly find $\tilde{u}$ when enumerating a ball in $L$ centered on $\tilde{v}$, we need $\lambda_1 \sim |\tilde{u} - \tilde{v}|$. Simplifying this relation yields

$$2^{(m+c)(1-1/s)+\epsilon}/(n+1) \sim \sqrt{2\pi e} \cdot 2^{(m+c)(1-1/s)}$$
A phase-shift gate and a Hadamard gate are then applied to the control qubit, after which it performs a single controlled group operation by the element \(\text{advantage of the oracle. By}\ \[12, \text{Theorem 5.6}\] the success probability is then at least \(1/2\)).

Section 6.3, in which the first stage computes and reads out results so that all queries can be used when estimating the cross-correlation in each bit position in each iteration.

Discrete logarithms in groups of unknown order, and with Seifert’s work on order finding \[25\].

It is possible to solve in a much smaller, but still substantial, number of runs.

\[s\] operations quantumly are required to solve for \(d\).

As for the oracle, we consider an optimized version of Kaliski’s quantum algorithm \[13, \text{Section 4}\]. In practice, it is usually possible to enumerate the lattice. As \(\varsigma\) and the bound \(B\) on \(\Delta\) in the sampling procedure increase, the probability of sampling errors occurring tends to zero.

By e.g. only querying the oracle once in each bit position \(i\) \(\in [0, m]\) in each iteration, whilst storing the results so that all queries can be used when estimating the cross-correlation in each bit position in each iteration. The same query results may be used for both cross-correlation estimates, and for all initial guesses.

\[\Rightarrow (m + \varsigma)(n - 1/s + \varsigma)/(n + 1) \sim \log_2(\sqrt{2\pi e}) + (m + \varsigma)(1 - 1/s)\]
\[\Rightarrow n - 1/s \sim (1 - 1/s)(n + 1) + c(n, m, \varsigma)\]
\[\Rightarrow n - 1/s \sim n - n/s + 1 - 1/s + c(n, m, \varsigma)\]
\[\Rightarrow n/s \sim 1 + c(n, m, \varsigma)\]
\[\Rightarrow n \sim (1 + c(n, m, \varsigma))s\]

where \(c(n, m, \varsigma) = (\log_2(\sqrt{2\pi e})(n + 1) - \varsigma)/(m + \varsigma)\). Hence, for large \(m\), we expect to perform roughly \(n \sim (1 + c)s \sim s\) runs of the quantum algorithm to efficiently solve for \(d\) given \(r\).

5.2.2 On simulating the algorithm

We have implemented the lattice-based post-processing algorithm in Sage and tested it using the simulator described in Section 4.3. Unsurprisingly, running the post-processing algorithm with respect to simulated quantum algorithm outputs recovers \(d\), provided no sampling errors occur, and provided \(n\) is selected equal to or slightly larger than \(s\), as a function of \(m + \varsigma\), so that it is feasible to enumerate the lattice. As \(\varsigma\) and the bound \(B\) on \(\Lambda\) in the sampling procedure increase, the probability of sampling errors occurring tends to zero.

5.2.3 On the relation to our earlier works

Compared to \[9\], where \(n \sim s\) runs of a quantum algorithm that performs \(\sim m + 2m/s\) group operations quantumly are required to solve for \(d\) and \(r\), the algorithm in this work performs only \(\sim m + m/s\) group operations quantumly when solving for \(d\) given \(r\) in \(n \sim s\) runs.

This is a slight improvement, entirely explained by the fact that the order is required to be known in this algorithm, whereas the algorithm in \[9\] computes both \(d\) and \(r\).

5.2.4 On the relation to Kaliski’s work

Kaliski \[13\] has modified Shor’s quantum algorithm for computing general discrete logarithms to produce an oracle for the most significant half-bit of the logarithm: For \(d\) the logarithm and \(r\) the group order, the oracle estimates whether \(d/r \geq 1/2\) with a non-negligible advantage.

The oracle is used by Kaliski to instantiate the Blum–Micali \[1\] reduction, as generalized by Kaliski \[12, \text{Chapter 5}\], acknowledging ideas from Goldreich. This enables general discrete logarithms to be computed in groups of known prime order by repeatedly querying the oracle.

Specifically, to compute \(d\) given \(x = [d]g\) in a group of \(m\) bit order \(r\), the reduction queries the oracle \(2m c(m)\) times in total: For each \(i \in [0, m) \subset \mathbb{Z}\), it makes \(2c(m)\) queries for elements on the form \([2^i]\{x \circ \mathbb{I} [t]g\},\) where \(t\) is selected uniformly at random from \([0, r)\) in each query. This allows \(d\) to be classically reconstructed with a success probability that depends on \(c(m)\).

In \[12\] Figures 5.2 and 5.3 Kaliski lets \(c(m) = [4\sqrt{m} \epsilon^{-1}] [\epsilon^{-1}]\) for \(\epsilon \in (0, 1/2)\) the average advantage of the oracle. By \[12, \text{Theorem 5.6}\] the success probability is then at least \(1/2\).

As for the oracle, we consider an optimized version of Kaliski’s quantum algorithm \[13\] Section 6.3, in which the first stage computes and reads out \(j\), after which the second stage performs a single controlled group operation by the element \([z^{-1}(\text{mod } r)]x\) for \(x = [rj/2m+\varsigma]\).

A phase-shift gate and a Hadamard gate are then applied to the control qubit, after which it is read out. The result is correlated with \(d/r\), producing the required half-bit oracle.

In summary \(m + 1\) group operations are evaluated quantumly in each of the \(2m c(m) = 2m [4\sqrt{m} \epsilon^{-1}] [\epsilon^{-1}]\) runs, where \(\epsilon = \pi^{-1}\) for the oracle \[13, \text{Section 4}\]. In practice, it is usually possible to solve in a much smaller, but still substantial, number of runs.

By comparison, our algorithm for computing general discrete logarithms in groups of known order is parameterized under a tradeoff factor \(s\) that controls the extent to which we make tradeoffs. This is in analogy with our earlier works \[7, 9\] on computing short and general discrete logarithms in groups of unknown order, and with Seifert’s work on order finding \[25\].
Specifically, our quantum algorithm evaluates $\sim m + m/s$ group operations quantumly in each run, and requires $s$ or slightly more than $s$ runs, as each run yields $\sim m/s$ bits of information on $d$. Expressed in this language of tradeoffs, Kaliski may hence be said to make maximal tradeoffs for $s = m$, whereas we make variable tradeoffs for $s$ a parameter.

Besides $s$, our algorithm takes two additional parameters, in the form of the padding length $\varsigma$ and the bound on the search space when enumerating the lattice. For small to moderate $s$, and for appropriate choices of $\varsigma$ and the bound on the search space, we expect to find good overall tradeoffs between the requirements on the quantum computer, the requirements on the classical computer performing the post-processing, and the number of runs required.

Note that as we post-process the outputs from all $n$ runs simultaneously using lattice-based techniques, there is a limit to how large we can grow $s$: The dimension of the lattice $L$ is $n + 1$ where $n \geq s$. Hence, the fact that we must be able to compute a sufficiently good reduced basis for $L$ restricts $s$. Kaliski’s algorithm does not suffer from this restriction.

If maximal tradeoffs are sought, Kaliski’s algorithm provides the necessary means to achieve such tradeoffs. In practice, one would however arguably seek to make a good overall tradeoff, rather than a maximal tradeoff, in which case the algorithm proposed in this work is useful. It may be possible to extend Kaliski’s approach to cover a range of different tradeoffs.

6 Summary and conclusion

We have heuristically shown that Shor’s algorithm for computing general discrete logarithms, modified to allow the semi-classical QFT to be used with control qubit recycling, achieves a success probability of approximately 60% to 82% in a single run.

By slightly increasing the number of group operations that are evaluated quantumly, and by performing a limited search in the classical post-processing, we have furthermore shown how the algorithm can be modified to achieve a success probability exceeding 99% in a single run. It is not sufficient to only perform a limited search to achieve such a high success probability.

We have provided concrete heuristic estimates of the success probability of the modified algorithm, as a function of the group order, the size of the search space in the classical post-processing, and the additional number of group operations evaluated quantumly. This enables fair comparisons to be made between Shor’s algorithm and other algorithms.

To develop the aforementioned estimates, we derived a closed-form heuristic approximation of the probability of the algorithm yielding specific outputs. By numerically integrating this approximation, we showed how to compute a high-resolution histogram that describes the probability distribution induced by the algorithm. By sampling the histogram, we showed how the algorithm may be simulated classically when the logarithm $d$ and group order $r$ are both known, in the sense that we may generate outputs that are representative of outputs that would be produced by the quantum algorithm if executed on a quantum computer.

Furthermore, we have shown how slightly better tradeoffs may be achieved — compared to our earlier result in [9] — if the group order is known when computing the logarithm.

6.1 Future work

Unlike our earlier works [6][9], in which we provided exact analyses, or approximations with associated error bounds, the analysis presented in this paper is heuristical. We are however quite confident that a bound on the error in the heuristic approximation may be derived. We are currently in the process of exploring this line of research.
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