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Abstract—Random graphs are an important tool for modelling
and analyzing the underlying properties of complex real-world
networks. In this paper, we study a class of random graphs known
as the inhomogeneous random K-out graphs which were recently
introduced to analyze heterogeneous networks. In this model,
first, each of the n nodes is classified as type-1 (respectively, type-
2) with probability 0 < µ < 1 (respectively, 1−µ) independently
from each other. Next, each type-1 (respectively, type-2) node
draws 1 arc towards a node (respectively, Kn arcs towards
Kn distinct nodes) selected uniformly at random, and then the
orientation of the arcs is ignored. A main design question is
how should the parameters n, µ, and Kn be selected such
that the network exhibits certain desirable properties with high
probability. Of particular interest is the strength of connectivity
often studied in terms of k-connectivity; i.e., with k = 1, 2, . . ., the
property that the network remains connected despite the removal
of any k− 1 nodes or links. When the network is not connected,
it is of interest to analyze the size of its largest connected sub-
network. In this paper, we answer these questions by analyzing
the inhomogeneous random K-out graph. From the literature on
homogeneous K-out graphs wherein all nodes select Kn neighbors
(i.e., µ = 0), it is known that when Kn ≥ 2, the graph is Kn-
connected asymptotically almost surely (a.a.s.) as n gets large. In
the inhomogeneous case (i.e., µ > 0), it was recently established
that achieving even 1-connectivity a.a.s. requires Kn = ω(1).
Here, we provide a comprehensive set of results to complement
these existing results. First, we establish a sharp zero-one law for
k-connectivity, showing that for the network to be k-connected
a.a.s., we need to set Kn = 1

1−µ (logn+ (k− 2) log logn+ω(1))
for all k = 2, 3, . . .. Despite such large scaling of Kn being
required for k-connectivity, we show that the trivial condition
of Kn ≥ 2 for all n is sufficient to ensure that inhomogeneous
K-out graph has a connected component of size n−O(1) whp.
Put differently, even with Kn = 2, all but finitely many nodes
will form a connected sub-network under any µ, 0 < µ < 1.
We present an upper bound on the probability that more than
M nodes are outside of the largest component, and show that
this decays as O(1) exp{−M(1 − µ)(Kn − 1)} + o(1). Through
numerical experiments, we demonstrate the usefulness of our
results when the number of nodes is finite.

Keywords: Random Graphs, Inhomogeneous Random K-
out Graphs, Giant component, Connectivity, Security.

I. INTRODUCTION

Random graph modeling is an important framework for
developing fundamental insights into the structure and dynam-
ics of several complex real-world networks including social
networks, economic networks and communication networks
[1]–[4]. In the context of wireless sensor networks (WSNs),
random graph models have been used widely [5], [6] in the

design and performance evaluation of random key predistri-
bution schemes, which were proposed for ensuring secure
connectivity [5], [7], [8]. In recent years, the analysis of
heterogeneous variants of classical random graph models has
emerged as an important topic [9]–[14], owing to the fact that
real-life network applications are increasingly heterogeneous
with participating nodes having different capabilities and (se-
curity and connectivity) requirements [1], [15]–[18].

Random K-out graph is one of the earliest models studied
in the literature [19], [20]. Denoted here by H(n;K) it is
constructed as follows. Each of the n nodes draws K arcs
towards K distinct nodes chosen uniformly at random among
all others. The orientation of the arcs is then ignored, yielding
an undirected graph. Recently, random K-out graphs have
been studied [21]–[24] in the context of the random pairwise
key predistribution scheme [25]; along with the original key
predistribution scheme proposed by Escheanuer and Gligor
[5], the pairwise scheme is one of the most widely recognized
security protocols for WSNs. Another recent application of
random K-out graphs is the Dandelion protocol proposed by
Fanti et al. [26, Algorithm 1], where a similar structure was
used for message diffusion that is robust to de-anonymization
attacks. Of particular interest to this work is the connectivity of
random K-out graphs. It was established in [19], [21] that ran-
dom K-out graphs are connected (respectively, not connected)
with high probability (whp) when K ≥ 2 (respectively, when
K = 1); i.e.,

lim
n→∞

P [H(n;K) is connected] =

{
1 if K ≥ 2,

0 if K = 1.
(1)

Motivated by the aforementioned emergence of heterogene-
ity in many real-life networks, Eletreby and Yağan studied [9]
the inhomogeneous random K-out graph. Therein, each node
is classified as type-1 (respectively, type-2) with probability µ
(respectively, 1− µ). Then, each type-1 (respectively, type-2)
node selects one node (respectively, Kn ≥ 2 nodes) uniformly
at random from all other nodes; see Figure 1. Here, the
notation Kn indicates that the number of selections made by
type-2 nodes scales as a function of the number of nodes n.

In [9], it was shown that for any 0 < µ < 1, the
inhomogeneous random K-out graph is connected whp if and
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Fig. 1. An inhomogeneous random K-out graph with 6 nodes. Nodes A,C
and E are type-2 and the rest (B,D, F ) are type-1. Each type-1 (resp. type-2)
node selects 1 (resp. Kn = 3) node uniformly at random. An edge is drawn
between two nodes if at least one selects the other.

Fig. 2. Graph G has 10 nodes and a minimum node degree of 4. There
exists an edge cut of size 3 and a vertex cut of size 2 indicated in red and
green, respectively, which can be deleted to disconnect G. Here, G is 3-edge
connected and 2-vertex connected. This illustrates that a graph with minimum
node degree k is neither k-edge nor k-vertex connected in general; see [29,
p. 43] for more details.

only if Kn grows unboundedly large with n; i.e.,

lim
n→∞

P [H(n;µ,Kn) is connected]=

{
1 if Kn →∞
< 1 otherwise.

(2)
This paper complements (2) through a comprehensive set

of results concerning the strength of connectivity in inho-
mogeneous K-out graphs. First, we focus on k-connectivity
of the inhomogeneous random K-out graph. The notion of
k-connectivity used in this paper coincides with k-vertex
connectivity, which is defined as the property that the graph
remains connected after deletion of any k − 1 vertices. It
is known that a k-vertex connected graph is always k-edge
connected, meaning that it will remain connected despite the
removal of any k − 1 edges [27], [28, p. 11]. Thus, we say
that a graph is k-connected (without explicitly referring to
vertex-connectivity) to refer to the fact that it will remain
connected despite the deletion of any k− 1 vertices or edges.
By Menger’s Theorem [28, p. 50 Theorem 3.3.1], it is known
that if a network is k-connected, then there exist at least k
disjoint paths between all pairs of nodes.

In the context of WSNs, the property of k-connectivity
is highly desirable since it provides higher degree of fault
tolerance and information accuracy in aggregating information
from multiple sensors [30]. As a first step towards proving
k-connectivity, the authors analyzed [31] the minimum node
degree of H(n;µ,Kn) and established that for any k ≥ 2,

lim
n→∞

P
[

Min. node degree of
H(n;µ,Kn) is ≥ k

]
=

1 if lim
n→∞

γn = +∞,

0 if lim
n→∞

γn = −∞,

where γn is defined through Kn =
(

logn+(k−2) log logn
1−µ

)
+

γn. The property of k-connectivity requires a minimum node

degree of at least k as a necessary condition. However, it is
important to note that a minimum node degree being at least k
does not guarantee k-connectivity. The minimum node degree
being at least k does not even ensure a weaker property of
k-edge connectivity.

This is illustrated in Figure 2 where the example graph G
has a minimum degree of 4, but can be made disconnected
by removing 2 vertices or 3 edges. In this example, G is
only 2-vertex-connected and 3-edge connected [28, p. 11].
In [31, Conjecture 2], we conjectured that taking evidence
from several other random graph models [27], [32], [33], there
would exist a zero-one law for k-connectivity analogous to
the zero-one law for the minimum node degree being at least
k. In this work, we prove that this conjecture indeed holds.
We derive scaling conditions on µ,Kn such that the inhomo-
geneous random K-out graph is k-connected asymptotically
almost surely as n gets large, where k = 2, 3, . . . . We present
our result in terms of a sharp zero-one law. For any k ≥ 2,
we show that if Kn = 1

1−µ (log n+ (k− 2) log log n+ ω(1)),
then H(n;µ,Kn) is k-connected asymptotically almost surely
(a.a.s.). In contrast, if Kn = 1

1−µ (log n+ (k − 2) log log n−
ω(1)), then H(n;µ,Kn) is a.a.s. not k-connected. This result
shows that if there is a positive fraction of type-1 nodes,
then type-2 nodes must make Kn = Ω(log n) selections for
the network to achieve k-connectivity for any k = 2, 3, . . ..
This is rather unexpected given that the network is a.a.s. 1-
connected under any Kn = ω(1). The result is also in contrast
with most other random graph models where the zero-one law
for k-connectivity appears in a form that reduces to a zero-
one law for 1-connectivity by simply setting k = 1. Through
simulations we study the impact of the parameters (µ,Kn) on
the probability of k-connectivity when the number of nodes is
finite and observe an agreement with our asymptotic results.

The heterogeneity of node types makes H(n;µ,Kn) a
complicated model and the proofs involve techniques that are
different from those used for the homogeneous K-out random
graph [19], [21]. Moreover, the proof for this case varies
significantly from results on 1-connectivity for inhomogeneous
random K-out graphs [9] and uses new tools including con-
ditional negative association (of certain random variables of
interest) introduced recently in [34].

As seen from (2), ensuring connectivity of H(n;µ,Kn)
requires Kn = ω(1). Although it is desirable to have a
connected network, in several practical applications, resource
constraints can potentially limit the number of links that can be
successfully established [35]. In such scenarios, it may suffice
to have a large connected sub-network spanning almost the
entire network [36] depending on the application. For example,
if a sensor network is designed to monitor temperature of a
field, then instead of knowing the temperature at every location
in the field, it may suffice to have readings from a majority
of sensors in the field [30].

With this in mind, the second question which we address
here is when Kn is bounded (i.e., Kn = O(1)), how many
nodes are contained in the largest connected sub-network
(i.e., component) of H(n;µ,Kn)? In the literature of random



graphs, this is often studied in terms of the emergence and size
of the giant component, defined as a connected sub-network
comprising Ω(n) nodes; see [37] for a classical example on
the giant component of Erdős-Rényi graphs.

Here, we show that the inhomogeneous random K-out graph
contains a giant component as long as the trivial conditions
0 < µ < 1 and Kn ≥ 2 (for all n) hold. In fact, we
show that under the same conditions, the graph contains a
connected sub-network of size n−O(1) whp. Put differently,
all but finitely many nodes will be contained in the giant
component of H(n;µ,Kn), as n goes to infinity whp. This
is also demonstrated through numerical experiments where
we observe that with n = 5000, µ = 0.9,Kn = 2, at
most 45 nodes turned out to be outside the largest connected
component across 100,000 experiments; see Section III for
details.

Our result on the giant component follows from an upper
bound on the probability that more than M nodes are outside
of the giant component. We show that this probability decays
at least as fast as O(1) exp{−M(1 − µ)(Kn − 1)} + o(1)
providing a clear trade-off between Kn and the fraction
(1−µ) of nodes that make Kn selections. Our proof technique
deviates from most of the works on the size of the giant
component that are based on analyzing a branching process.
Instead, we rely on a simpler approach based on the connection
between the non-existence of sub-graphs with size exceeding
M and that are isolated from the rest of the graph, and the
size of the of largest component being at least n−M .

We close by describing a potential future application of
(inhomogeneous) random K-out graphs. Given their sparse yet
connected structure, this model can be useful for analyzing
payment channel networks (PCNs) wherein edges represent
the funds escrowed in a bidirectional overlay network on top of
the cryptocurrency network [38]. Recent work in the realm of
cryptocurrency networks has closely looked at the topological
properties of PCNs and their impact on the achieved through-
put [39]–[41]. A key aspect of PCNs is the trade-off between
the number of edges in the network (which is constrained
since funds need to be committed on each edge) and its
connectivity (which is desirable so that any pair of nodes can
perform transactions with each other). The results established
here show that the construction of inhomogeneous random K-
out graphs leads to almost all nodes being connected with
each other (as part of the largest connected component) with
relatively small number of edges per node; e.g., with K = 2
and µ = 0.5, each node will have 3 edges on average. In fact,
the Lightning Network dataset from December 2018 shows
that it contains 2273 nodes, of which 2266 are contained in
the largest connected component while the remaining 7 nodes
being in three isolated components.

All limits are understood with the number of nodes n going
to infinity. While comparing asymptotic behavior of a pair of
sequences {an}, {bn}, we use an = o(bn), an = ω(bn), an =
O(bn), an = Θ(bn), and an = Ω(bn) with their meaning in the
standard Landau notation. All random variables are defined on
the same probability triple (Ω,F ,P). Probabilistic statements

are made with respect to this probability measure P, and we
denote the corresponding expectation operator by E. For an
event A, its complement is denoted by Ac. We let 1[A] denote
the indicator random variable which takes the value 1 if event
A occurs and 0 otherwise. We say that an event occurs with
high probability (whp) if it holds with probability tending to
one as n→∞. We denote the cardinality of a discrete set A
by |A| and the set of all positive integers by N0. For events
A and B, we use A =⇒ B with the meaning that A ⊆ B.

II. INHOMOGENEOUS RANDOM K-OUT GRAPH

Let N := {1, 2, . . . , n} denote the set of vertex labels
and let N−i := {1, 2, . . . , n} \ i. In its simplest form,
the inhomogeneous random K-out graph is constructed on
the vertex set {v1, . . . , vn} as follows. First, each vertex is
assigned as type-1 (respectively, type-2) with probability µ
(respectively, 1 − µ) independently from other nodes, where
0 < µ < 1. Next, each type-1 (respectively, type-2) node se-
lects K1 (respectively, K2) distinct nodes uniformly at random
among all other nodes. For each i ∈ N , let Γn,i ⊆ N−i denote
the labels corresponding to the selections made by vi. Under
the aforementioned assumptions, Γn,1, . . . ,Γn,n are mutually
independent given the types of nodes. We say that distinct
nodes vi and vj are adjacent, denoted by vi ∼ vj if at least
one of them picks the other. Namely,

vi ∼ vj if j ∈ Γn,i ∨ i ∈ Γn,j . (3)

The inhomogeneous random K-out graph is then defined on
the vertices {v1, . . . , vn} through the adjacency condition (3).
More general constructions with arbitrary number of node
types is also possible [10], and the implications of our results
for such cases will be discussed later.

As in [9], we assume that K1 = 1 which in turn implies
that K2 ≥ 2. We allow K2 to scale with (i.e., to be a function
of) n and simplify the notation by denoting the corresponding
mapping as Kn. Put differently, we consider the inhomoge-
neous random K-out graph, denoted as H(n;µ,Kn), where
each of the n nodes selects one other node with probability
0 < µ < 1 and Kn other nodes with probability 1 − µ; the
edges are then constructed according to (3). Throughout, it is
assumed that Kn ≥ 2 for all n in line with the assumption
that K2 > K1 = 1. We denote the average number of
selections made by each node in H(n;µ,Kn) by 〈Kn〉. It is
straightforward to see that

〈Kn〉 = µ+ (1− µ)Kn. (4)

III. MAIN RESULTS: k-CONNECTIVITY

We refer to any mapping K : N0 → N0 satisfying the
conditions 2 ≤ Kn < n for all n = 2, 3, . . . as a scaling. We
say that a graph is k-connected if it remains connected despite
the deletion of any k − 1 vertices or edges. Next, we present
our first main result that characterizes the critical scaling of the
parameters (µ,Kn) under which the inhomogeneous random
K-out graph H(n;µ,Kn) is k-connected asymptotically almost
surely.



Theorem 3.1: Consider a scaling K : N0 → N0 and µ such
that 0 < µ < 1. With 〈Kn〉 = µ + (1 − µ)Kn and an integer
k ≥ 2 let the sequence γ : N0 → R be defined through

〈Kn〉 = log n+ (k − 2) log log n+ γn, (5)

for all n = 2, 3, . . .. Then, we have

lim
n→∞

P
[

H(n;µ,Kn) is
k-connected

]
=

1 if lim
n→∞

γn = +∞,

0 if lim
n→∞

γn = −∞.
(6)

An outline of the proof of Theorem 3.1 is given in Section V.
More details are presented in the Appendix.

We note that (5) presents solely a definition of the sequence
γn without any loss of generality; it does not impose any
assumption on the parameters (µ, Kn). The scaling condition
(5) could also be expressed more explicitly in terms of Kn as

Kn =
log n+ (k − 2) log log n

1− µ
+ γn (7)

with the corresponding zero-one law (6) unchanged.
Theorem 3.1 provides a sharp zero-one law for the k-

connectivity of the random graph H(n;µ,Kn) as the size of
the network grows large. In the context of WSNs, it establishes
critical scaling conditions on the parameters of the pairwise
scheme (µ,Kn) under which the network will be securely and
reliably connected whp. We see from [31, Theorem 1] that
the critical scaling conditions for k-connectivity coincide with
those for the minimum node degree to be at least k. This is
similar to the case with most random graph models including
Erdős-Rényi (ER) graphs [27], random key graphs [32] and
random geometric graphs [33].

It follows from Theorem 3.1 that if there is a positive
fraction µ of type-1 nodes, then type-2 nodes must make
Kn = Ω(log n) selections for the network to achieve k-
connectivity for any k = 2, 3, . . .. As discussed below, this
result is rather unexpected given that the network is a.a.s.
1-connected under any Kn = ω(1) as shown in [13]. This
gap between 1-connectivity and k-connectivity for k ≥ 2 is
in contrast with most other random graph models where the
zero-one law for k-connectivity appears in a form that reduces
to a zero-one law for 1-connectivity by simply setting k = 1;
see more in Section III-A.

A. Discussion

We discuss some implications of Theorems 3.1 on the
reliable connectivity of networks modelled by inhomogeneous
random K-out graphs. With Eij denoting the event that there
exists an edge in H(n;µ,Kn) between nodes vi and vj , we
have

P[Eij ] = 1− (1− P[i ∈ Γn,j ])(1− P[j ∈ Γn,i]),

= 1−
(

1− 〈Kn〉
n− 1

)2

=
2〈Kn〉
n− 1

−
(
〈Kn〉
n− 1

)2

. (8)

Thus, if 〈Kn〉 = o(n), then the mean degree in H(n;µ,Kn)
is 2〈Kn〉(1 + o(1)), while the mean degree of type-1 nodes

Random
graph 111-connectivity kkk-connectivity, k ≥ 2

Homogeneous
K-out 4 2k

Inhomogeneous
K-out ω(1) logn+(k− 2) log logn+ω(1)

Homogeneous
random key logn+ ω(1) logn+(k− 1) log logn+ω(1)

Inhomogeneous
random key logn+ ω(1) logn+(k− 1) log logn+ω(1)

Erdős-Rényi logn+ ω(1) logn+(k− 1) log logn+ω(1)

TABLE I
Mean node degree necessary for 1-connectivity and k-connectivity in several

random graph models. For inhomogeneous K-out and inhomogeneous random
key graphs, the values given in the table correspond to the mean degree for the

least connected node type.

is 1 + 〈Kn〉. Table I presents a comparison of the mean node
degree needed for having 1-connectivity and k-connectivity
a.a.s. for homogeneous and inhomogeneous random K-out
graphs [9], [19], and random key graphs [12], [14], [42]. For
inhomogeneous models, the table entries correspond to the
mean degree of the least connected node type. We also include
the corresponding results for ER graphs [27] for comparison.

An interesting observation is that for the inhomogeneous
random K-out graph, increasing the strength of connectivity
from 1 to k ≥ 2 requires an increase of log n+(k−2) log log n
in the mean degree. This is much larger than what is required
(i.e., (k− 1) log log n) in the other models seen in Table I. In
fact, for most random graph models, the zero-one law for 1
connectivity can be obtained from the corresponding result for
k-connectivity by setting k = 1; this can be confirmed from
the entries in Table I for homogeneous/inhomogeneous random
key graphs and ER graphs. To the best of our knowledge,
inhomogeneous K-out graphs is the only model where the
critical scalings for 1-connectivity and 2-connectivity differ
significantly.

B. Numerical Results

We present simulation results to show the impact of the
number of choices made by type-2 nodes (Kn) and the
probability of a node being assigned type-1 (µ) on the proba-
bility that the resulting WSN is k-connected. We consider an
inhomogeneous random K-out graph comprising of n = 1000
nodes. We first fix parameters µ = 0.2, 0.5, 0.8 and vary
Kn. For each parameter tuple (n, µ,Kn, k), 1000 indepen-
dent realizations for H(n;µ,Kn) are generated and empirical
probability of k-connectivity is plotted in Figure 3.

A smaller value of µ corresponds to a network dominated
by type-2 nodes. Consequently, for a low µ regime, the
resulting graph is more dense and we expect to see stronger
connectivity. Conversely, when µ is large, it takes a higher
value for the parameter Kn to achieve the same strength
of connectivity. This trend is reflected in Figure 3 wherein
the minimum Kn required to make the network k-connected
whp increases as µ increases. We point out that the scale
of the plots for different µ has been chosen differently for
compactly reporting roughly the same number of values of
Kn on either side of the phase transition. Whenever a network
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Fig. 3. Empirical probability of k-connectivity of H(n;µ,Kn) averaged over 1, 000 experiments when n = 1000, varying Kn and three different µ
values; Kn is the number of choices made by type-2 nodes and µ is the fraction of type-1 nodes. The vertical dashed lines in indicate the threshold
Kn =

⌈
logn+(k−2) log logn

1−µ

⌉
corresponding to the scaling condition (7) in Theorem 3.1. The last plot shows the maximum value of k such that H(n;µ,Kn)

is k-connected with probability (w.p.) at least 0.99.

is k-connected, it automatically implies that the network is `-
connected for all ` < k. This manifests as the upward shift in
the probability of k-connectivity as k decreases in Figure 3.

The vertical dashed lines seen in Figure 3 correspond to the
critical thresholds of Kn indicated by Theorem 3.1; i.e., to

Kn =

⌈
log n+ (k − 2) log log n

1− µ

⌉
. (9)

It is evident that the probability of k-connectivity increases
sharply from 0 to 1 within a small neighborhood of Kn defined
in (9). The last plot in Figure 3 shows the largest value of k
for which the network is k-connected in at least 990 out of
1000 realizations for a given µ and Kn. From this plot, we
see that to achieve a desired level of reliable connectivity with
a probability of at least 99%, a network designer can trade-off
a smaller Kn for a larger value of 1− µ and vice versa. For
instance, if the goal is to design a secure network of 1000
nodes which is 3-connected with probability 0.99, this can be
achieved by setting the parameters (Kn, µ) close to (15, 0.1),
or (20, 0.3) or (30, 0.5).

IV. MAIN RESULTS: THE GIANT COMPONENT

It is known from [10] that H(n;µ,Kn) is connected whp
only if Kn = ω(1). A natural question is then to ask what
would happen if Kn is bounded, i.e, when Kn = O(1). It was
shown, again in [10], that H(n;µ,Kn) has a positive probabil-
ity of being not connected in that case. Thus, it is of interest
to analyze whether the network has a connected sub-network
containing a large number of nodes, or it consists merely
of small sub-networks isolated from each other. To answer
this question, we formally define connected components and
then state our main result characterizing the size of the largest
connected component of H(n;µ,Kn) when Kn = O(1).

Definition 4.1 (Connected Components): Nodes v1 and
v2 ∈ N are said to be connected if there exists a path of edges
connecting them. The connectivity of a pair of nodes forms
an equivalence relation on the set of nodes. Consequently,
there is a partition of the set of nodes N into non-empty
sets C1, C2, . . . , Cm (referred to as connected components)
such that two vertices v1 and v2 are connected if and only if
∃i ∈ {1, . . . ,m} for which v1, v2 ∈ Ci; see [29, p. 13].

In light of the above definition, a graph is connected if it
consists of only one connected component. In all other cases,
the graph is not connected and has at least two connected
components that have no edges in between. It is of interest
to analyze the fraction of the nodes contained in the largest
connected component as the number of nodes grows. In
particular, a graph with n nodes is said to have a giant
component if its largest connected component is of size Ω(n).

Let Cmax(n;µ,Kn) denote the set of nodes in the largest
connected component of H(n;µ,Kn). Our main results, pre-
sented below, show that |Cmax(n;µ,Kn)| = n − O(1)
whp. Namely, whp, H(n;µ,Kn) has a giant component that
contains all but finitely many of the nodes. First, we show
that the probability of at least M nodes being outside of
Cmax(n;µ,Kn) decays exponentially fast with M .

Theorem 4.2: For the inhomogeneous random graph
H(n;µ,Kn) with Kn ≥ 2 ∀n and Kn = O(1) we have for
each M = 1, 2, . . . that

P [|Cmax(n;µ,Kn)| ≤ n−M ]

≤ exp{−M (〈Kn〉 − 1) (1− o(1))}
1− exp{− (〈Kn〉 − 1) (1− o(1))}

+ o(1). (10)

The proof of Theorem 4.2 relies on showing the improbability
of existence of cuts of size in the range [M,n − M ] as



described in Section VI. This approach is inspired by the
technique used in [36] and differs from the branching process
technique typically employed in the random graph literature,
e.g., in the case of Erdős-Rényi graphs [43, Ch. 4].

Corollary 4.3: For the inhomogeneous random graph
H(n;µ,Kn) with Kn ≥ 2 ∀n and Kn = O(1) we have

|Cmax(n;µ,Kn)| = n−O(1) whp. (11)

Proof. Consider an arbitrary sequence xn = ω(1). Substitut-
ing M with xn in (10), we readily see that

lim
n→∞

P [n− |Cmax(n;µ,Kn)| ≤ xn] = 1. (12)

Namely, we have

n− |Cmax(n;µ,Kn)| ≤ xn whp for any xn = ω(1). (13)

This is equivalent to the number of nodes (n −
|Cmax(n;µ,Kn)|) outside the largest connected component
being bounded, i.e., O(1), with high probability. This fact is
sometimes stated using the probabilistic big-O notation, Op.
A random sequence fn = Op(1) if for any ε > 0 there exists
finite integers M(ε) and n(ε) such that P[fn > M(ε)] < ε
for all n ≥ n(ε). In fact, we see from [44, Lemma 3] that (13)
is equivalent to having n − |Cmax(n;µ,Kn)| = Op(1) Here,
we equivalently state this as

n− |Cmax(n;µ,Kn)| = O(1) whp,

giving readily (11).

Corollary 4.3 can be extended to inhomogeneous random K-
out graphs with arbitrary number of node types; see Appendix.

A. Discussion

Theorem 4.2 shows that for arbitrary 0 < µ < 1 and even
with Kn = 2, the largest connected component in H(n;µ,Kn)
spans n − O(1) nodes whp. We expect that especially in
resource-constrained environments (e.g., IoT type settings), it
will be advantageous to have a large connected component
reinforcing the usefulness of the heterogeneous pairwise key
predistribution scheme for ensuring secure communications in
such applications; see [9], [25] for other advantages of the
(heterogeneous) pairwise scheme.

It is worth emphasizing that the largest connected compo-
nent of H(n;µ,Kn), whose size is given in (11), is much
larger than what is strictly required to qualify it as a giant
component; i.e., that |Cmax(n;µ,Kn)| = Ω(n). In fact, for
most random graph models, including Erdős-Rényi graphs
[37], random key graphs [45, Theorem 2], studies on the
size of the largest connected component are focused on
characterizing the behavior of |Cmax|/n as n gets large;
this amounts to studying the fractional size of the largest
connected component. Our result given as (11) goes beyond
looking at the fractional size of the largest component, for
which it gives |Cmax(n;µ,Kn)|

n →p 1. This is equivalent to
having |Cmax(n;µ,Kn)| = n − o(n). However, even having
|Cmax(n;µ,Kn)| = n − o(n) leaves the possibility that as

many as n0.99 nodes are not part of the largest connected
component. Thus, our result, showing that at most O(1) nodes
are outside the largest connected component whp, is sharper
than existing results on the fractional size of the largest
connected component.

Our result highlights a major difference of inhomogeneous
random K-out graphs from classical models such as Erdős-
Rényi (ER) graphs [20], [37]. Let G(n; pn) denote the ER
graph on n nodes and link probability pn ∈ [0, 1]. It is known
[37], [46, p. 109, Theorem 5.4] that with p = c/n and c > 1
the ER graph has a giant component of size βn(1 + o(1))
whp where β ∈ (0, 1] is the solution of β + e−βc = 1; if
c < 1, then whp the largest connected component is of size
O(log n). With p = c/n, the mean node degree in ER graphs
equals c. To provide an example comparison of the size of the
giant component in H(n;µ,Kn) and ER graphs, let Kn = 2
and µ = 0.9. In that case, the mean degree of a node in
H(n;µ,Kn) equals (1−o(1))2〈Kn〉 ≈ 2(0.9+0.1×2) = 2.2;
see Appendix. An ER graph with p = 2.2/n would have the
same mean degree and thus the mean number of edges in both
models would match under these conditions. From the above
discussion, the largest connected component of the ER graph
would be of size ≈ 0.8437n+o(n) whp. For a network of 5000
nodes, this corresponds to over 700 nodes being isolated from
the largest component. In contrast, Theorem 4.2 shows that the
largest connected component of H(n;µ,Kn) would be much
larger. Namely it will be of size n−O(1) whp. This is verified
in our numerical experiments in the succeeding section (see
Figure 4), where it is seen that for a network of 5000 nodes, at
most 45 nodes are seen to be outside of the largest connected
component in 100,000 experiments.

B. Numerical results

Next, we investigate the size of the largest connected
component of H(n;µ,Kn) when the number of nodes is
finite through simulations. Recall from Theorem 4.2 that
for Kn ≥ 2 the largest connected component is of size
n−O(1) whp; i.e, all but finitely many nodes are in the largest
connected component. We present empirical studies probing
the applicability of this result in the non-asymptotic regime.

We first explore the impact of varying the probability µ of
a node being type-1 nodes on the size of the largest connected
component. We generate 100,000 independent realizations of
H(n;µ,Kn) with Kn = 2 for n = 1000 and n = 5000,
varying µ between 0.1 and 0.9 in increments of 0.1. We first
focus on the minimum size of the largest component observed
in 100,000 experiments. Then we plot the average size of the
largest component, as shown in Figure 4. We see that even
when the probability of a node being type-1 is as high as 0.9,
setting Kn = 2 is enough to have almost all of the nodes
to form a connected component. For n = 1000 and 5000, at
most 60 and 45 nodes, respectively, are found to be outside
of the largest connected component. The observation that the
number of nodes outside the largest connected component does
not scale with n is consistent with Theorem 4.2 and (11).
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Fig. 4. Average and minimum number of nodes contained in the largest
connected component of H(n;µ,Kn) with Kn = 2, n = 1000, 5000 and
µ ∈ {0.1, . . . , 0.9}. Even when µ = 0.9, setting Kn = 2 is enough to ensure
that almost all of the nodes form a connected component; at most 45 out of
5000 nodes (or, 60 out of 1000 nodes) are seen to be isolated from the giant
component across 100,000 experiments.
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Fig. 5. Average and minimum number of nodes contained in the largest
connected component of H(n;µ,Kn) across 100,000 experiments with n =
5000, µ = 0.9 and Kn ∈ {2, . . . , 10}.

The next set of experiments probes the impact of varying
the number Kn of edges pushed by type-2 nodes when µ
is fixed. We generate 100,000 independent realizations of
H(n;µ,Kn) for n = 5000 while keeping µ fixed at 0.9 and
varying Kn between 2 and 10 in increments of 1. Increasing
Kn has an impact similar to decreasing µ and we see in
Figure 5 that both the average and the minimum size of the
largest connected component increases nearly monotonically.
Given that increasing Kn (or, decreasing µ) increases 〈Kn〉
in view of (4), this observation is consistent with Theorem
4.2 which states that P [n− |Cmax(n;µ,Kn)| > M ] decays
to zero exponentially with (〈Kn〉 − 1)M .

V. OUTLINE OF PROOF OF THEOREM 3.1
In this section, we outline the high-level steps of the proof

of Theorem 3.1 and present results that reduce the proof to
establishing Proposition 5.3 given at the end of this section.
The proof of Proposition 5.3 is given in the Appendix.

The heterogeneity of node types makes H(n;µ,Kn) a
complicated model and the proofs involve techniques that are
different from those used for the homogeneous K-out random
graph [19], [21]. For instance, certain correlations that are
known to exist amongst events of interest in homogeneous
K-out graphs do not necessarily hold in H(n;µ,Kn). The
simplest example is the events that encode the existence of
an edge between nodes vx and vy (Exy) and vx and vz
(Exz). These are known to be negatively correlated in the
homogeneous K-out graph [22]. However, in H(n;µ,Kn), if
we condition on Exy, two competing factors come into play.
Under Exy it becomes more likely that vx is type-2 meaning
that it is now more likely to be connected to vz . However,
Exy also means that either vy picked vx or vx picked vy . The
latter event means that vx already used one of its choices and
thus became less likely to be connected to another node vz .
Due to these difficulties, some of the key bounds used in our
proof are obtained via conditioning on the types of nodes.

A. Proving the zero-law: From minimum node degree to k-
connectivity

Consider an inhomogeneous random K-out graph
H(n;µ,Kn) as given in the statement of Theorem 3.1
with the sequence γ : N0 → R defined through (7) for k ≥ 2.
Let δ denote the minimum node degree in H(n;µ,Kn),
i.e., δ := mini=1,...,n{deg(vi)}, with deg(vi) denoting the
number of edges incident on vertex vi. A zero-one law for
the minimum node degree of H(n;µ,Kn) was established in
[31, Theorem 1]. Namely, it was shown for all k = 2, 3, . . .
that for γn defined through (7),

lim
n→∞

P [δ ≥ k ] =

1 if lim
n→∞

γn = +∞,

0 if lim
n→∞

γn = −∞.
(14)

Let κv denote the minimum number of vertices that need to
be removed from H(n;µ,Kn) to make it not connected. As
before, we say that H(n;µ,Kn) is k-connected if κv ≥ k. We
always have

κv ≤ δ (15)

since removing all neighbors of a node with degree δ would
render the node isolated, making the graph disconnected. Thus,
for all k = 1, 2, . . ., it holds that [κv ≥ k] ⊆ [δ ≥ k], which
gives

P[κv ≥ k] ≤ P[δ ≥ k]. (16)

In view (16), the zero-law given in (14) leads to

lim
n→∞

P [H(n;µ,Kn) is k-connected] = 0 if lim
n→∞

γn = −∞
(17)

establishing the zero-law of Theorem 3.1.



B. A sufficient condition for the one-law for k-connectivity

The rest of this section is devoted to proving the one-law
of Theorem 3.1, namely showing that

lim
n→∞

P [H(n;µ,Kn) is k-connected] = 1 if lim
n→∞

γn = +∞
(18)

From (14) we see that P[δ ≥ k] → 1 when γn → +∞. To
leverage this result, we write

P[κv ≥ k] = P[κv ≥ k, δ ≥ k] (19)
= P[δ ≥ k]− P[δ ≥ k, κv < k],

= P[δ ≥ k]− P
[
∪k−1
`=0 {δ ≥ k, κv = `}

]
≥ P[δ ≥ k]− P

[
∪k−1
`=0 {δ > `, κv = `}

]
= P[δ ≥ k]−

k−1∑
`=0

P [δ > `, κv = `] (20)

where (19) is a consequence of (15). Using the one-law of
(14) in (20), we see that the one-law for k-connectivity (i.e.,
(18)) will follow if we establish that

lim
n→∞

P[δ > `, κv = `] = 0

if lim
n→∞

γn = +∞, ∀ ` = 0, 1, . . . , k − 1. (21)

Conditions in (21) encode the improbability for H(n;µ,Kn)
to have minimum node degree of at least ` + 1 and yet be
disconnected by deletion of a set of ` nodes. In the subsequent
sections, we establish (21) by deriving a tight upper bound on
P[δ > `, κv = `] which goes to zero as n gets large for each
` = 0, 1, . . . , k − 1. This approach has also proved useful
in establishing one-laws for k-connectivity in many other
random graph models including Erdős Rényi (ER) graphs [20,
p. 164], random key graphs, intersection of ER graphs and
homogeneous K-out graphs [23], etc.

C. A reduction step

In this section we show that while proving the sufficient
condition (21) for k-connectivity, we can restrict our analysis
to the subclass of sequences γn defined through (7) that scale
as O(log n). As the next result shows, the desired one-law for
k-connectivity (without any constraint on γn) would follow
upon establishing it for the constrained scaling.

Lemma 5.1: Consider a scaling K : N0 → N0 and µ such
that 0 < µ < 1. With an integer k ≥ 2 let the sequence γn be
defined through (7).
If it holds that

lim
n→∞

γn = +∞ and γn = O(log n)

=⇒ lim
n→∞

P[H(n;µ,Kn) is k-connected ] = 1

then the following implication also holds

lim
n→∞

γn = +∞ =⇒ lim
n→∞

P[H(n;µ,Kn) is k-connected ] = 1.

Lemma 5.1 states that we can assume the condition γn =
O(log n) in proving the one-law for k-connectivity in Theo-
rem 3.1 without any loss of generality. Its proof passes through
showing that for any scaling K : N0 → N0 satisfying γn →
+∞, we can construct an auxiliary scaling K̃ : N0 → N0 such
that i) the corresponding sequence γ̃n satisfies both γ̃n → +∞
and γ̃n = O(log n); and ii) K̃n ≤ Kn for all n = 2, 3, . . .. In
view of the second fact, we then provide a formal coupling
argument showing that

P[H(n;µ, K̃n) is k-connected ]

≤ P[H(n;µ,Kn) is k-connected ]. (22)

A proof of Lemma 5.1 with all details is given in the
Appendix.

We find it convenient to introduce the notion of admissible
scaling to characterize mappings that satisfy the additional
condition γn = O(log n). Recall that any mapping K : N0 →
N0 satisfying the conditions

2 ≤ Kn < n, n = 2, 3, . . . , (23)

as a scaling.
Definition 5.2 (Admissible Scaling): A mapping K : N0 →

N0 is said to be an admissible scaling if (23) holds and the
sequence γn defined through (7) satisfies γn = O(log n).

It is now clear that the proof of Theorem 3.1 will be
completed if we establish (21) for any admissible scaling. This
result is presented separately for convenience as follows.

Proposition 5.3: With 0 < µ < 1 and an integer k ≥
2, consider an admissible scaling K : N0 → N0 with the
sequence γn defined through (7). We have

lim
n→∞

P[δ > `, κv = `] = 0

if lim
n→∞

γn = +∞, ∀ ` = 0, 1, . . . , k − 1.

The main benefit of being able to restrict the discussion to
admissible scalings is to have Kn = Θ(log n) when γn →∞
in view of (7). This condition will prove useful in bounding
P[δ > `, κv = `] efficiently in several places.

VI. OUTLINE OF PROOF OF THEOREM 4.2

Recall that Cmax(n;µ,Kn) denotes the largest connected
component of H(n;µ,Kn). In this section, we will give an
outline of the proof of Theorem 4.2. All details can be found in
the Appendix. The proof of this result goes through a sequence
of intermediate steps. We start by defining a cut as a subset
of nodes that is isolated from the rest of the graph.

Definition 6.1 (Cut): [36, Definition 6.3] Consider a graph
G with the node set N . A cut is defined as a non-empty subset
S ⊂ N of nodes that is isolated from the rest of the graph.
Namely, S ⊂ N is a cut if there is no edge between S and
Sc = N \ S.
It is clear from Definition 6.1 that if S is a cut, then so is
Sc. It is important to note the distinction between a cut as
defined above and the notion of a connected component given



in Definition 4.1. A connected component is isolated from the
rest of the nodes by Definition 4.1 and therefore it is also a cut.
However, nodes within a cut may not be connected meaning
that not every cut is a connected component.

Let En(µ,Kn;S) denote the event that S ⊂ N is a cut in
H(n;µ,Kn) as per Definition 6.1. Event En(µ,Kn;S) occurs
if no nodes in S pick neighbors in Sc and no nodes in S pick
neighbors in Sc. Thus, we have

En(µ,Kn;S) =
⋂
i∈S

⋂
j∈Sc

({i 6∈ Γn,j} ∩ {j /∈ Γn,i}) .

Let Z(xn;µ,Kn) denote the event that H(n;µ,Kn) has no
cut S ⊂ N with size xn ≤ |S| ≤ n − xn where x : N0 →
N0 is a sequence such that xn ≤ n/2 ∀n. In other words,
Z(xn;µ,Kn) is the event that there are no cuts in H(n;µ,Kn)
whose size falls in the range [xn, n−xn]. Since if S is a cut,
then so is Sc (i.e., if there is a cut of size m then there must
be a cut of size n−m), we see that

Z(xn;µ,Kn) =
⋂

S∈Pn: xn≤|S|≤bn2 c

(En(µ,Kn;S))
c
,

where Pn is the collection of all non-empty subsets of N .
Next, we present an upper bound on P [(Z(M ;µ,Kn))

c
], i.e,

the probability that there exists a cut with size in the range
[M,n−M ] for H(n;µ,Kn).

Proposition 6.2: Consider a scaling K : N0 → N0 such that
Kn ≥ 2 ∀n and Kn = O(1), and µ ∈ (0, 1). It holds that

P [(Z(M ;µ,Kn))
c
]

≤ exp{−M (〈Kn〉 − 1) (1− o(1))}
1− exp{− (〈Kn〉 − 1) (1− o(1))}

+ o(1). (24)

The proof of Proposition 6.2 is given in the Appendix.
The following Lemma establishes the relevance of the event

Z(xn;µ,Kn) in obtaining a lower bound for the size of the
largest connected component.

Lemma 6.3: For any sequence x : N0 → N0 such that
xn ≤ bn/3c for all n, we have

Z(xn;µ,Kn) =⇒ |Cmax(n;µ,Kn)| > n− xn.

Proof. Assume that Z(xn;µ,Kn) takes place, i.e., there is no
cut in H(n;µ,Kn) of size in the range [xn, n− xn]. Since a
connected component is also a cut, this also means that there
is no connected component of size in the range [xn, n− xn].
Since every graph has at least one connected component, it
either holds that the largest one has size |Cmax(n;µ,Kn)| >
n− xn, or that |Cmax(n;µ,Kn)| < xn. We now show that it
must be the case that |Cmax(n;µ,Kn)| > n − xn under the
assumption that xn ≤ n/3. Assume towards a contradiction
that |Cmax(n;µ,Kn)| < xn meaning that the size of each
connected component is less than xn. Note that the union of
any set of connected components is either a cut, or it spans the
entire network. If no cut exists with size in the range [xn, n−
xn], then the union of any set of connected components should
also have a size outside of [xn, n−xn]. Also, the union of all
connected components has size n. Let C1, C2, . . . , Cmax denote

the set of connected components in increasing size order. Let
m ≥ 1 be the largest integer such that

∑m
i=1 |Ci| < xn. Since

|Cm+1| < xn, we have

xn ≤
m+1∑
i=1

|Ci| < xn + xn ≤ 2n/3 ≤ n− xn.

This means that ∪m+1
i=1 Ci constitutes a cut with size in the

range [xn, n − xn] contradicting the event Z(xn;µ,Kn).
We thus conclude that if Z(xn;µ,Kn) takes place with
xn ≤ n/3, then we must have |Cmax(n;µ,Kn)| > n− xn.

We now have all the requisite ingredients for establishing
Theorem 4.2. Substituting xn = M, ∀n in Lemma 6.3
for some finite integer M , we get Z(M ;µ,Kn) =⇒
|Cmax(n;µ,Kn)| > n − M . Equivalently, we have
|Cmax(n;µ,Kn)| ≤ n−M =⇒ Z(M ;µ,Kn)c. This gives

P [|Cmax(n;µ,Kn)| ≤ n−M ] ≤ P [Z(M ;µ,Kn)c] (25)

and we get (10) by using Proposition 6.2 in (25).

VII. CONCLUSION

This paper analyzes the strength of connectivity in inho-
mogeneous random K-out graphs. In particular, we derive
conditions on the network parameters n, µ,Kn, which make
the graph k-connected with high probability. In cases where
the parameter Kn is constrained to be small, we proved that
whenever Kn ≥ 2, the largest connected sub-network spans all
but finitely many nodes of the network with high probability.
Our results complement the existing results on 1-connectivity
of inhomogeneous random K-out graphs. An open direction
is characterizing the asymptotic size of the largest connected
component of the homogeneous K-out random graph when
K = 1. It would also be of great interest to analyze k-
connectivity of inhomogeneous random K-out graphs with
r > 2 node types and arbitrary parameters K1,K2, . . . ,Kr

associated with each node type. Finally, it would be interesting
to pursue further applications of inhomogeneous K-out graphs
in the context of cryptographic payment channel networks.
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Appendix A (k-connectivity)

APPENDIX A.1: KEY BOUNDS

In this section, we present several steps to obtain an upper
bound on P[δ > `, κv = `]. The proof of Proposition 5.3
is completed in Appendix A.4 as we show that the obtained
upper bound approaches zero as n gets large.



A. Towards an upper bound on P[δ > `, κv = `]

Recall that H(n;µ,Kn) denotes the inhomogeneous random
K-out graph on n nodes with N being the set of node labels
{1, 2, . . . , n}. For any V ⊆ N , let I(n;µ,Kn)(V ) denote the
induced sub-graph obtained by restricting H(n;µ,Kn) to the
subset of nodes in V i.e., I(n;µ,Kn)(V ) is a graph with vertex
set {vi : i ∈ V } and edge set given by the subset of edges of
H(n;µ,Kn) which have both endpoints in V . Put differently,
I(n;µ,Kn)(V ) is the graph induced from H(n;µ,Kn) upon
deletion of nodes in V c, where V ⊆ N and V c = N \ V .

We will establish an upper bound on P[κv = `, δ > `]
where 0 ≤ ` ≤ k − 1 by considering events which follow
under {δ > `, κv = `}; i.e., that the graph H(n;µ,Kn) has
minimum degree strictly greater than ` and yet it can be made
disconnected by deleting a set of ` nodes. If κv = `, then by
definition there exists a vertex cut U ⊂ N containing ` nodes
such that the deletion of U disconnects H(n;µ,Kn). More
precisely, there must exist U ⊂ N with |U | = ` and T ⊂ U c

such that H(n;µ,Kn) is (U, T )-separable; i.e., deleting all
nodes in U renders H(n;µ,Kn) disconnected into a subgraph
on vertices T and a subgraph on vertices U c/T with no edges
in between the two subgraphs (see Figure 6). Without any loss
of generality, we let T denote the smaller of the sets T and
U c/T . Thus, we have |T | ≤ bn−`2 c.

We can further make the following observations regarding
the sets U , T , and U c/T under the event {κv = `, δ > `}:

1) Consider an arbitrary node v ∈ T . Since there are no
edges between T and (U c)/T , all edges incident on v
must have their endpoints in the set U∪T \{v}. Further,
since δ > `, there are at least ` + 1 edges from v to
U ∪T \{v}. Noting that |U | = `, there must be an edge
with between v and T \ {v} and thus |T | ≥ 2.

2) For a given vertex cut U (whose deletion makes
H(n;µ,Kn) disconnected) there might be more than
one set T ⊂ U c for which H(n;µ,Kn) is (U, T )-
separable. Thus, it suffices to identify the smallest set T
for which I(n;µ,Kn)(T ) is connected. In other words,
if κv = ` and δ > `, then H(n;µ,Kn) should be (U, T )-
separable for some U ⊂ N with |U | = ` and T ⊂ U c

with 2 ≤ |T | ≤ bn−`2 c such that I(n;µ,Kn)(V ) is
connected. Let CT denote the event that I(n;µ,Kn)(T )
is connected.

3) Each node in U must have a neighbor in T . Assume
towards a contradiction that there exists a node u in U
which does not have a neighbor in T . This means that
U \ {u} forms a vertex cut of size `− 1 in H(n;µ,Kn)
which contradicts the fact that κv ≥ `. Let BUT denote
the event that each node in U has a neighbor in T .

The above observations are depicted in Figure 6 and sum-
marized below. For H(n;µ,Kn), If δ > ` and κv = ` then
∃U, T ⊂ N such that |U | = ` and 2 ≤ |T | ≤ bn−`2 c and the
following events occur.

1. CT: I(n;µ,Kn)(T ) is connected,
2. BUT: All nodes in U have a neighbor in the set T ,

T

U

vr

v1 vl

CT DUT

BUT

. . .

UC \ T

vl +1 . . .

Fig. 6. A necessary condition for the event [κv = `, δ > `] to take place
is the occurrence of the event AU,T defined as the intersection of CT,DUT

and BUT.

3. DUT: T is isolated in I(n;µ,Kn)(U c); i.e., there are no
edges in H(n;µ,Kn) between nodes in T and nodes in
U c/T .

Let AU,T be defined as the intersection of these three events;
i.e.,

AU,T := CT ∩ BUT ∩ DUT.

Let [Z]r denote the collection of subsets of set Z with exactly
r elements. From the preceding arguments, we see that the
following inclusion holds.

{δ > `, κv = `} ⊆ ∪U∈[N ]`,T⊂Uc,2≤|T |≤bn−`
2 c
AU,T.

Using a union bound, we get

P[δ > `, κv = `] ≤
∑

U∈[N ]`,T⊆Uc,2≤|T |≤bn−`
2 c

P[AU,T],

=

bn−`
2 c∑

r=2

∑
U∈[N ]`,T∈[Uc]r

P[AU,T], (26)

For r = 1, . . . , n − ` − 1, let A{1,...,`},{`+1,...,`+r},
C{`+1,...,`+r}, B{1,...,`},{`+1,...,`+r}, and D{1,...,`},{`+1,...,`+r}
be denoted by A`,r, C`,r, B`,r and D`,r respectively. The
number of subsets of N of size ` is

(
n
`

)
and the number

of subsets of N \ U of size r is
(
n−`
r

)
. Under the enforced

assumptions, the exchangeability of the vertex labels yields

P[AU,T] = P[A`,r], U ∈ [N ]`, T ∈ [U c]r (27)

Substituting (27) in (26), we thus get

P[δ > `, κv = `] ≤
bn−`

2 c∑
r=2

(
n

`

)(
n− `
r

)
P[A`,r]. (28)

Combining (21) and (28), we observe that to establish the one-
law for k-connectivity, it suffices to show that the following
holds,

lim
n→∞

bn−`
2 c∑

r=2

(
n

`

)(
n− `
r

)
P[A`,r] = 0, ∀` = 0, 1, . . . , k − 1.

(29)



TABLE II
NOTATION

Event Definition
B All nodes in U have a neighbor in the set T .
C I(n;µ,Kn)(T ) is connected.
DST None of the nodes in S pick nodes in T as their neighbors.
DTS None of the nodes in T pick nodes in S as their neighbors.
D T is isolated in I(n;µ,Kn)(Uc), thus D = DST ∩DTS.
Eij Nodes vi and vj are adjacent, where i, j ∈ N .
Xt All nodes in T are type-t, where t = 1, 2.

B. Observations regarding events B`,r and C`,r
Recall that A`,r = C`,r ∩ B`,r ∩ D`,r. What makes the

proof of Proposition 5.3 particularly challenging is the intricate
correlations among these events. In what follows, we establish
several useful bounds that will pave the way for proving
Proposition 5.3. Define S := U c \ T . For the remaining
sections, we suppress the indices (`, r) and work with the
notation and definitions listed in Table II. In particular, we
define DTS to be the event that for each i in T , the nodes Γi,n
picked by vi should all belong to Sc. We define DST similarly
as the event that all j in S pick their choices Γj,n from outside
of T . For T to be isolated in I(n;µ,Kn)(U c), both DTS and
DST should hold, whence D = DST∩DTS. With t = 1, 2, we
define Xt as the event that all nodes in T are type t. Finally,
Eij denotes the event that there exists an edge in H(n;µ,Kn)
between nodes vi and vj ; i.e., Eij = j ∈ Γn,i ∨ i ∈ Γn,j .

A key observation towards bounding events B,C is the
fact that for any S ⊆ N , the random variables {1[Eij ] :
i, j ∈ S, i 6= j} are negatively associated conditionally on the
types of nodes in S. Negative association of random variables,
introduced by Joag-Dev and Proschnan [47] is a stronger form
of negative correlation, and is formally defined next.

Definition 7.1 (Negative Association of RVs): The rvs
{Xλ, λ ∈ Λ} are said to be negatively associated if for any
non-overlapping subsets A and B of Λ and for any monotone
increasing mappings ϕ : R|A| → R and ψ : R|B| → R, the
covariance inequality

E [ϕ(XA)ψ(XB)] ≤ E [ϕ(XA)]E [ψ(XB)] (30)

holds whenever the expectations in (30) are well defined and
finite.
An important observation is that the negative association of
the rvs {Xλ, λ ∈ Λ} implies [47, P2, p. 288] the inequality

E

[∏
λ∈A

fλ(Xλ)

]
≤
∏
λ∈A

E [fλ(Xλ)] (31)

where A is a subset of Λ and the collection {fλ, λ ∈ A} of
mappings R→ R+ are all monotone increasing.

It was shown in [22] that for the homogeneous random K-
out graph H(n;K), the edge assignment variables, {1[Eij ] :
i 6= j, i, j = 1, . . . , n} are negatively associated. This
follows from the fact that

{1 [j ∈ Γn,i] , j ∈ N − {i}} (32)

form a collection of negatively associated rvs when the sets
Γn,i represent a random sample (without replacement) of

size K from N − {i}; see [47, Example 3.2(c)] for details.
For the inhomogeneous random K-out graph H(n;µ,Kn),
the situation is more intricate since the size of the random
samples Γn,i are themselves random (takes the value one with
probability µ and Kn with probability 1 − µ). Nevertheless,
if we condition on the types of nodes, then the size of the
samples Γn,i become fixed and negative association of the
collection of rvs in (32) would still follow. This overlaps
with the notion of conditional negative association introduced
recently in [34]. This observation is presented next.

Lemma 7.2: For the inhomogeneous random K-out graph
H(n;µ,Kn), let ~tS denote the vector of types for nodes in
S ⊆ N . Then, the collection of random variables {1[Eij ], i 6=
j, i, j ∈ S} are conditionally negatively associated given ~tS .
Namely, we have that

E

 ∏
i 6=j,i,j∈S

f(1[Eij])

∣∣∣∣ ~tS
 ≤ ∏

i 6=j,i,j∈S

E
[
f(1[Eij ])

∣∣ ~tS]
(33)

for any monotone increasing function f .
The proof of Lemma 7.2 follows from the preceding argu-

ments and negative association of the random variables in (32)
when the size of the mappings 1[j ∈ Γn,i] are fixed given ~tS .

Next, we will make repeated use of the preceding observa-
tions and Lemma 7.2 to obtain upper bounds on the events
B,C.

Lemma 7.3: For r ∈ {2, . . . , n− `− 1}, we have

P[B | Xt] ≤ (rP[Eij | vj is type-t])` where t = 1, 2.

Proof of Lemma 7.3 The event B is characterized as

B =
⋂̀
i=1

`+r⋃
j=`+1

Eij . (34)

Let ~tu ∈ {1, 2}` be defined as the vector (of size `) containing
the types of nodes in U ; v1, . . . , v`; i.e., for each i = 1, . . . , `,
the type of node vi is (~tu)i. Given Xt,~tu, the types of all nodes
associated with the event B (i.e., v1, . . . , v`+r) are determined.
Thus, using Lemma 7.2 with S = {1, . . . , ` + r}, we see
that the collection of random variables {1[Eij ], i 6= j, i, j =
1, . . . , ` + r} are conditionally negatively associated given
Xt,~tu. Furthermore, by the “disjoint monotone aggregation”
property of negative association [48, p. 35], the collection of
rvs

{
1
[
∪`+rj=`+1Eij

]
, i = 1, . . . , `

}
are also conditionally

negatively associated given Xt,~tu. Conditioning on ~tu, we thus
get

P[B | Xt]
= E[ 1[B] | Xt]

= E
[
E
[
1[B]

∣∣ Xt,~tu] ∣∣∣∣ Xt]
= E

[
E

[∏̀
i=1

1
[
∪`+rj=`+1Eij

] ∣∣ Xt,~tu] ∣∣∣∣ Xt
]



≤ E

[ ∏̀
i=1

E
[
1
[
∪`+rj=`+1Eij

] ∣∣ Xt,~tu] ∣∣∣∣ Xt
]

(35)

≤ E

 ∏̀
i=1

E

 `+r∑
j=`+1

1[Eij ]
∣∣ Xt,~tu

 ∣∣∣∣ Xt
 (36)

= E

 ∏̀
i=1

`+r∑
j=`+1

P
[
Eij

∣∣ Xt,~tu] ∣∣∣∣ Xt


= E

[∏̀
i=1

r

(
1−

(
1− Kt

n− 1

)(
1−

K(~tu)i

n− 1

)) ∣∣∣∣ Xt
]
(37)

= r`E

[∏̀
i=1

(
1−

(
1− Kt

n− 1

)(
1−

K(~tu)i

n− 1

))]
(38)

= r`
(
E
[(

1−
(

1− Kt

n− 1

)(
1−

K(~tu)i

n− 1

))])`
(39)

= (rP[Eij | vj is type-t])`

where (35) follows the conditional negative association of
random variables {1[Eij ], i 6= j, i, j = 1, . . . , ` + r} given
Xt,~tu, (36) follows from a union bound, (37) follows from
the direct computation of P[Eij | Xt,~tu] under given types
(similar to (8)), (38) follows from the independence of Xt
and ~tu, and (39) is a consequence of the independence of the
random variables {(~tu)i, i = 1, . . . , `}.

The next result shows that conditioning on all nodes in T
being type-2 provides an upper bound on the events B,C.

Lemma 7.4: Given that all nodes in T are of type-2, the
occurrence of events B and C become more likely, i.e.,

P[B,C] ≤ P[B,C|X2].

Proof of Lemma 7.4

P[B,C] = P[B,C | X2]P[X2] + P[B,C | X c
2 ]P[X c

2 ] (40)

Thus, it suffices to show that

P[B,C | X c
2 ] ≤ P[B,C | X2] (41)

To see this, we note that both events B and C are monotone
increasing under edge addition. In other words, if event B
(resp. C) occurs in a given realization H1 of H(n;µ,Kn),
then it will also occur in any another realization H2 ⊇ H1.
Given a graph in which T has m (1 ≤ m ≤ r) type-1 nodes,
we can construct another graph by selecting precisely Kn− 1
neighbors uniformly at random from the remaining n−2 nodes
for each type-1 node. This construction shows that the edge set
of the realization of H(n;µ,Kn) in which there is at least one
type-1 node in set T is strictly contained in the corresponding
edge set when all nodes in T are type-2. Thus, we get (41)
as a consequence of both events B and C being monotone-
increasing upon edge addition.

Lemma 7.5: For r ∈ {2, . . . , n− `− 1}, we have

P[C | Xt] ≤ rr−2P[Eij | vi, vj ∈ T are type-t]r−1.

Proof of Lemma 7.5
C is the event that nodes in T form a connected subgraph

in H(n;µ,Kn), i.e., that I(n;µ,Kn)(T ) is connected. This is
equivalent to stating that H(n;µ,Kn) contains a spanning tree
on nodes in T . Let QT denote the collection of all spanning
trees on the vertices in T . Put differently, each Q ∈ QT is a
collection of r− 1 node pairs representing the r− 1 edges of
the tree. Hence, we have

C =
⋃

Q∈QT

⋂
(j1,j2)∈Q

Ej1j2 (42)

From Lemma 7.2, we know that the random variables
{1[Eij ], i 6= j, i, j ∈ T} are conditionally negatively associ-
ated given the types of nodes in T . Also, by Cayley’s formula
[29, p. 35], we know that there are rr−2 trees on r vertices,
i.e., |QT | = rr−2. Using a union bound in (42), we then get

P[C | Xt] ≤
∑
Q∈QT

E

 ∏
(j1,j2)∈Q

1[Ej1j2 ]
∣∣ Xt


≤
∑
Q∈QT

∏
(j1,j2)∈Q

P
[
Ej1j2

∣∣ Xt] (43)

= rr−2P[Eij | vi, vj ∈ T are type-t]r−1 (44)

where (43) follows from the conditional negative association
of {1[Ej1j2] : j1, j2 ∈ Q} given the types of all nodes in
T ⊃ Q, and (44) follows from exchangeability of events
Ej1j2 .

Lemma 7.6: The events B and C are negatively correlated
given the types of nodes in T , i.e,

P[B,C|Xt] ≤ P[B|Xt]P[C|Xt], t = 1, 2.

Proof of Lemma 7.6 From (42), we see that

1[C] = 1−
∏

Q∈QT

1−
∏

(j1,j2)∈Q

1[Ej1j2 ]

 (45)

while from (34) we have

1 [B] =
∏̀
i=1

1−
`+r∏
j=`+1

(1− 1[Eij ])

 . (46)

From Lemma 7.2, we know that the random variables
{1[Eij ], i 6= j, i, j = 1, . . . , ` + r} are conditionally
negatively associated given the types of all nodes v1, . . . , v`+r.
We will leverage this fact to show the conditional negative
association of rvs 1[B] and 1[C] given Xt and ~tu, where
~tu denotes the vector containing types of nodes v1, . . . , v`.
First, note that the node pairs (j1, j2) given in (45) are
all in the set T = {` + 1, . . . , ` + r}. Thus, the 1[Ej1j2 ]
terms that appear in (45) are disjoint from the 1[Eij ] terms
that appear in (46). Second, the relations given in (45) and



(46) constitute non-decreasing mappings of the rvs 1[Ej1j2 ]
and 1[Eij ], respectively. Thus, from the disjoint monotone
aggregation property [48, p. 35] of negative association, it
follows that the rvs 1[B] and 1[C] are conditionally negatively
associated given Xt and ~tu (equivalently, given the types of
nodes v1, . . . , v`+r). Conditioning on ~tu, we get

P[ B,C|Xt]
= E

[
1 [B,C]

∣∣ Xt]
= E

[
E
[
1[B]1[C]

∣∣ Xt,~tu] ∣∣∣∣ Xt]
≤ E

[
E
[
1[B]

∣∣ Xt,~tu]E [1[C]
∣∣ Xt,~tu] ∣∣∣∣ Xt]

(47)

= E
[
P
[
C
∣∣ Xt]E [ 1[B]

∣∣ Xt,~tu] ∣∣∣∣ Xt] (48)

= P [C | Xt]E
[
E
[
1[B]

∣∣ Xt,~tu] ∣∣∣∣ Xt]
= P

[
C
∣∣ Xt]P [B ∣∣ Xt]

where (47) follows from conditional negative association of
1[B] and 1[C] given Xt and ~tu, and (48) follows from the
fact that event C is independent from ~tu.

C. Upper bounds for P[A`,r]
We have now obtained all the necessary bounds concerning

the events B and C to obtain upper bounds on A`,r tight
enough to establish (29); as already discussed, establishing
(29) in turn completes the proof of the one-law for k-
connectivity. In what follows, we will need to derive different
upper bounds for A`,r in different ranges of r = 2, . . . , bn−`2 c
to be considered in the sum appearing at (29). Recall that
A`,r = B ∩C ∩D = B ∩C ∩DTS ∩DST. Among the events
B,C,DTS and DST, the event DST depends exclusively on
the choices made by nodes in S while events C and DTS

depend exclusively on choices made by nodes in T . However,
the event B depends on choices made by nodes in T and U
and is thus dependent on the type of nodes in T and U with
Lemmas 7.6 and 7.3 describing the correlations. Our strategy
for deriving an upper bound hinges on the selection of the
subset of events which the yield the tightest bounds as r varies.
We partition the range of indices in the summation in (29) as
outlined below.

Range 1 (Small r): When 2 ≤ r ≤ Kn− `, for S and T to
be isolated, all nodes in T must be type-1, i.e., the occurrence
of event X1 is a necessary condition for the event A`,r. If X1

did not occur, then a type-2 node in T could pick at most
r − 1 + ` ≤ Kn − 1 neighbors from among nodes in T ∪ U
(distinct from itself). In that case, it will be forced to select
at least one neighbor from S contradicting the event D (i.e.,
that there are no edges between T and S). Noting that the
probability of the event that all nodes in T are type-1 is µr,
we have

P[B,C,D] = µrP[B,C,D | X1]

≤ µrP[B,C,DST | X1] (49)
= µrP[B,C | X1]P[DST] (50)
≤ µrP[B | X1]P[C | X1]P[DST] (51)

where (49) follows from DST ⊆ D, (50) follows from
independence of DST and B,C,X1, and (51) follows from
Lemma 7.6 with t = 1.

Range 2 (Intermediate r): When Kn − ` + 1 ≤ r ≤
b n
Kn−1c, it is no longer needed to have X1 for A`,r to take

place. We instead condition on the increased likelihood of
events B and C under the condition that all nodes in T are
of type-2 as follows.

P[B,C,D] ≤ P[B,C,DST],

= P[B,C]P[DST], (52)
≤ P[B,C | X2] P[DST], (53)
≤ P[B | X2] P[C | X2] P[DST], (54)

where (52) follows from the independence of DST and B,C,
(53) follows from Lemma 7.4, and (54) follows from Lemma
7.6.

Range 3 (Large r): When b n
Kn−1c + 1 ≤ r ≤ bn−`2 c,

the number of nodes in T is significantly large and the bound
obtained in Lemma 7.5 is no longer tight. Moreover, with the
large number of nodes in T , the event B that all nodes in B
have a neighbor in T becomes highly likely. Therefore, in this
case, we consider both events DST and DTS to get a tight
upper bound for B ∩ C ∩D.

P[B,C,D] ≤ P[D] = P[DST, DTS] = P[DST]P[DTS] (55)

since events DST and DTS are independent.
Based on the preceding discussion, we partition the summa-

tion in (29) into three partial sums corresponding to Regimes
1,2 and 3 In particular, we have

b(n−`)/2c∑
r=2

(
n

`

)(
n− `
r

)
P[B,C,D] (56)

≤
Kn−`∑
r=2

(
n

`

)(
n− `
r

)
µrP[B | X1]P[C | X1]P[DST]

+

bn/(Kn−1)c∑
r=Kn−`+1

(
n

`

)(
n− `
r

)
P[B | X2]P[C | X2]P[DST]

+

b(n−`)/2c∑
bn/(Kn−1)c+1

(
n

`

)(
n− `
r

)
P[DST]P[DTS].

The proof of (29) is completed in the Appendix A.4 by
showing that these three partial sums approach zero as
n→∞; see Appendix A.4.

APPENDIX A.2: PROOF OF LEMMA 5.1
Consider any scaling Kn : N0 → N0 such that the corre-

sponding sequence γn defined through (7) satisfies lim
n→∞

γn =

∞. The next result shows that for any such scaling, an



admissible scaling can be constructed with the corresponding
parameters satisfying a useful bound.

Proposition 7.7 (Existence of Admissible Scaling): Consider
a scaling Kn : N0 → N0 and a sequence γn : N0 → R
defined through (7) satisfying γn → +∞. Then, there exists
an admissible scaling K̃ : N0 → N0 such that K̃n ≤ Kn for
all n ≥ 2, and the corresponding γ̃n defined through

K̃n =
log n+ (k − 2) log log n

1− µ
+ γ̃n, (57)

satisfies lim
n→∞

γ̃n =∞.
Proof of Proposition 7.7 We prove this Proposition by

constructing a scaling K̃n as follows. Let

K̃n := min

{⌈
2 log n

1− µ

⌉
,Kn

}
, n = 2, 3, . . . . (58)

By virtue of this definition, we have K̃n ≤ Kn for all n.
Also, the mapping K̃ : N0 → N0 is a scaling with 2 ≤ K̃n <
n ∀n ≥ 2. From (57) and (58), we have

γ̃n = min {dlog n− (k − 2) log log ne, γn} . (59)

Since lim
n→∞

γn = +∞, it is easy to see that lim
n→∞

γ̃n = +∞.
Also, since γ̃n ≤ dlog ne for all n, we have γn = O(log n).
Consequently, we see that the auxiliary scaling K̃ : N0 → N0

is indeed admissible as per Definition 5.2. We note that the
same parameter µ is used under both scalings.

A reduction step. Let the inhomogeneous random K-out graph
with n nodes and parameters K̃n, µ with K̃n defined through
(58) be denoted as H(n;µ, K̃n). Next, we present a way to
infer the one-law for k-connectivity of H(n;µ,Kn) from the
connectivity of H(n;µ, K̃n) in the regime when γn → +∞
through the succeeding Proposition.

Proposition 7.8 (Coupling): Consider a scaling K : N0 →
N0, then for any scaling K̃ : N0 → N0 such that K̃n ≤ Kn

for all n, we have

P[H(n;µ,Kn)is k-connected]

≥ P[H(n;µ, K̃n)is k-connected].

Proof of Proposition 7.8 The proof involves showing
the existence of a coupling between the graphs H(n;µ,Kn)
and H(n;µ, K̃n) such that the edge set of H(n;µ, K̃n) is
contained in the edge set of H(n;µ,Kn). The proof hinges on
the observation that k-connectivity is a monotone-increasing
property, i.e., a property which holds upon addition of edges
to the graph (see [49, p. 13]). We will in fact show that

P[H(n;µ,Kn) has property P]

≥ P[H(n;µ, K̃n) has property P] (60)

for any monotone property P . In order to prove that the edge
set of H(n;µ, K̃n) is contained in H(n;µ,Kn), we show that
we can construct H(n;µ,Kn) by adding edges to H(n;µ, K̃n)
as follows. Recall that during the construction of H(n;µ,Kn),

each node is first assigned a type corresponding to which it
chooses neighbors uniformly at random. In particular, type-1
(resp., type-2) nodes pick 1 (resp., Kn) nodes. An equivalent
way to construct H(n;µ,Kn) is as follows. The nodes are
first initialized as type-1 (resp, type-2) independently with
probability µ (resp., 1 − µ). In the first round, type-1 (resp.,
type-2) nodes pick 1 (resp., K̃n) neighbors. In the second
round, each type-2 node picks additional Kn − K̃n ≥ 0
neighbors chosen uniformly at random from the remaining
n − 1 − K̃n nodes that it did not pick in the first round.
The orientations of the edges drawn in the two rounds are
ignored to yield H(n;µ,Kn). From this construction, it is
evident that the edge set of H(n;µ, K̃n) is contained in the
edge set of H(n;µ,Kn). Through this coupling argument, we
see that (60) holds for any monotone increasing property P .
Since k-connectivity is monotonic-increasing upon addition
of edges, the proof of Proposition 7.8 is completed.

Now that we have established Propositions 7.7 and 7.8, we
can proceed with proving Lemma 5.1. [Proof of Lemma 5.1]
Suppose, for any given parameters (µ,Kn) the sequence γn
defined through (7) is such that γn → +∞. From Proposi-
tion 7.7, there exists an admissible scaling K̃ : N0 → N0 such
that K̃n ≤ Kn,∀n and the corresponding γ̃n → +∞. If the
conditional statement in Lemma 5.1 holds, i.e., if we have

lim
n→∞

P[H(n;µ, K̃n) is k-connected ] = 1,

then it follows from Proposition 7.8 that

lim
n→∞

P[H(n;µ,Kn) is k-connected ] = 1.

This completes the proof of Lemma 5.1.

APPENDIX A.3: SOME USEFUL FACTS

Here, we present some facts which will be frequently
invoked in the succeeding analysis. Consider an admissible
scaling such that γn defined through (7) satisfies γn → +∞.
From the Definition 5.2 of admissible scaling, we have γn =
O(log n). Consequently, from (7) it is plain that we have

Kn = Θ(log n). (61)

under the assumptions enforced in Proposition 5.3.
For all x ∈ R, we have

1± x ≤ e±x. (62)

For 0 ≤ x ≤ 1 we have

1− x

2
≥ e−x, 0 ≤ x ≤ 1. (63)

Moreover, for 0 ≤ x < 1 and for a sequence y = 0, 1, 2 . . . ,
we have

1− xy ≤ (1− x)y ≤ 1− xy +
1

2
x2y2. (64)



A proof of this fact can be found in [32, Fact 2]. For 0 ≤
m ≤ n1 ≤ n2, m,n1, n2 ∈ N0, we have For 0 ≤ m ≤ n1 ≤
m, m, n1, n2 ∈ N0,(

n1

m

)(
n2

m

) =

m−1∏
i=0

(
n1 − i
n2 − i

)
≤
(
n1

n2

)m
. (65)

Using(65) and (62), we have(
n−`
r

)(
n
r

) ≤ (n− `
n

)r
≤ exp

{
−r`
n

}
. (66)

From [9, Fact 4.1], we have that for r = 1, 2, . . . , bn2 c, we
have (

n

r

)
≤
(n
r

)r ( n

n− r

)n−r
(67)

Combining (66) and (67), we get(
n− `
r

)
≤
(n
r

)r ( n

n− r

)n−r
exp

{
−r`
n

}
≤
(n
r

)r ( n

n− r

)n−r
. (68)

For any ` = 0, 1, . . . we have(
n

`

)
=
n`

`!
(1 + o(1)). (69)

Recall from Table II that Xt denotes the event that all
nodes in T are type-t where t = 1, 2. Note that the
event {Eij | vi, vj ∈ T are type-t} is same as the event
{Eij | vi, vj ∈ T ,Xt}. Therefore,

P[Eij | vi, vj ∈ T ,Xt]
= 1− (1− P[i ∈ Γn,j |vi, vj ∈ T ,Xt])

· (1− P[j ∈ Γn,i|vi, vj ∈ T ,Xt])

= 1−
(

1− Kt

n− 1

)2

=
2Kt

n− 1
−
(

Kt

n− 1

)2

. (70)

Moreover,

P[Eij | vj is type-t]
= 1− (1− P[i ∈ Γn,j | vj is type-t]) (1− P[j ∈ Γn,i])

= 1−
(

1− Kt

n− 1

)(
1− 〈Kn〉

n− 1

)
=
〈Kn〉
n− 1

+
Kt

n− 1
− 〈Kn〉Kt

(n− 1)2
. (71)

APPENDIX A.4: PROOF OF PROPOSITION 5.3
In this section we show that each of the partial sums

corresponding to the three regimes outlined in Appendix A.1
(see (56)) approach zero as n gets large. This then yields
the one-law in Theorem 3.1 through the sufficient condition
(29). Recall that we have (61) under the assumptions enforced
assumptions on the scaling Kn : N0 → N0 (i.e., that
γn = ω(1), and γn = O(log n)).

A. Range 1: 2 ≤ r ≤ Kn − `
In this regime we evaluate the following partial sum in (56)

corresponding to 2 ≤ r ≤ Kn − `.
Kn−`∑
r=2

(
n

`

)(
n− `
r

)
µrP[B | X1]P[C | X1]P[DST]. (72)

Our strategy involves obtaining upper bounds on P[B | X1],
P[C | X1] and P[DST]. We first upper bound P[B | X1] using
Lemma 7.3 and (71) with t = 1 as follows.

P[B | X1]

≤ r`
(
〈Kn〉
n− 1

+
1

n− 1
− 〈Kn〉

(n− 1)2

)`
,

= r`
(
〈Kn〉
n

)`(
n

n− 1

)`(
1 +

1

〈Kn〉
− 1

n− 1

)`
,

= r`
(
〈Kn〉
n

)`
(1 + o(1)) (73)

where (73) follows from (61) and the fact that(
n

n− 1

)`
≤ exp

{
`

n− 1

}
= 1 + o(1)

since ` is finite (0 ≤ ` ≤ k − 1).
Next, we upper bound P[C | X1] using Lemma 7.5 with

t = 1 and (70).

P[C | X1] ≤ rr−2

(
2

n− 1
− 1

(n− 1)2

)r−1

≤ rr−2

(
2

n− 1

)r−1

≤ rr−2

(
2

n

)r−1(
n

n− 1

)r−1

≤ rr−2

(
2

n

)r−1

exp

{
r − 1

n− 1

}
(74)

= rr−2

(
2

n

)r−1

(1 + o(1)) (75)

where (74) follows from (62), and (75) follows from the fact
that r ≤ Kn = O(log n) on the range considered here.

Recall that DST is the event that nodes in S do not choose
a neighbor in T . For each r = 2, . . . , bn2 c, we can condition
on the types of nodes in S to get

P[DST]

=

(
µ

(
1− r

n− 1

)
+ (1− µ)

(
n−r−1
Kn

)(
n−1
Kn

) )n−(`+r)

(76)

≤

(
µ

(
1− r

n− 1

)
+ (1− µ)

(
1− r

n− 1

)Kn
)n−(`+r)

(77)

=

(
1− r

n− 1

)n−(`+r)



·

(
µ+ (1− µ)

(
1− r

n− 1

)Kn−1
)n−(`+r)

≤
(

1− r

n

)n−(`+r)
(
µ+ (1− µ)

(
1− r

n

)Kn−1
)n−(`+r)

=
(

1− r

n

)n−(`+r)

·
(

1− (1− µ)

(
1−

(
1− r

n

)Kn−1
))n−(`+r)

(78)

where (77) follows from (65). Note that for an admissible
scaling, Kn = O(log n). Thus, for r ≤ Kn − `, we have
r
n = o(1) and r(Kn−1)

n = o(1). Using (64) with x = r
n we

get

P[DST]

≤
(

1− r

n

)n−(`+r)

·
(

1− (1− µ)

(
1−

(
1− r(Kn − 1)

n

+
r2(Kn − 1)2

2n2

)))n−(`+r)

=
(

1− r

n

)n−r (
1− r

n

)−`
·
(

1− (1− µ)

(
r(Kn − 1)

n
− r2(Kn − 1)2

2n2

))n−(`+r)

≤ (1 + o(1))

(
1− r

n

)n−r
· exp

{
− (1− µ)

(
n− (`+ r)

)
(
r(Kn − 1)

n
− r2(Kn − 1)2

2n2

)}
(79)

= (1 + o(1))

(
1− r

n

)n−r
· exp

{
− (1− µ)(n− (`+ r))

r(Kn − 1)

n

(
1− r(Kn − 1)

2n

)}
(80)

= (1 + o(1))
(

1− r

n

)n−r
· exp

{
−(1− µ)r (Kn − 1)

(
1− r(Kn − 1)

2n

)}
· exp

{
(1− µ)(`+ r)

r(Kn − 1)

n

(
1− r(Kn − 1)

2n

)}
,

where (79) follows from (62) and the fact that r ≤ Kn =
O(log n). Further, when γn →∞, from scaling condition (7),
we have (1− µ)(Kn − 1) ≥ log n for all n sufficiently large.
On that range, we have

P[DST]

≤ (1 + o(1))
(

1− r

n

)n−r
exp {−r log n}

· exp

{
r2 log n(Kn − 1)

2n

}
· exp

{
(1− µ)(`+ r)

(
r(Kn − 1)

n

)(
1− r(Kn − 1)

2n

)}
(81)

= (1 + o(1))

(
n− r
n

)n−r
n−r (1 + o(1)) (82)

as we note that Kn = O(log n) for an admissible scaling and
r ≤ Kn on the range under consideration. Combining (68),
(69), (73), (75), (82), we have for all r = 2, 3, . . . ,Kn−` that

µr
(
n

`

)(
n− `
r

)
P[B | X1]P[C | X1]P[DST]

≤ µr n
`

`!

(n
r

)r ( n

n− r

)n−r
r`
(
〈Kn〉
n

)`
rr−2

(
2

n

)r−1

·
(
n− r
n

)n−r
n−r (1 + o(1))

=
(2µ)r

2`!

r`−2〈Kn〉`

nr−1
(1 + o(1))

=
2µ2

`!

(
2µ

n

)r−2
r`−2〈Kn〉`

n
(1 + o(1))

=

(
2µ

n

)r−2

o(1), (83)

where (83) follows from r ≤ Kn = O(log n). In order to
show that the summation (72) is o(1), we upper bound it by
an infinite geometric progression wherein each term of the
geometric progression is non-negative and strictly less than 1.
Note that since (83) holds for all r such that 2 ≤ r ≤ Kn− `,
substituting in (72) we obtain

Kn−`∑
r=2

µr
(
n

`

)(
n− `
r

)
P[B | X1]P[C | X1]P[DST]

≤ o(1)

Kn−`∑
r=2

(
2µ

n

)r−2

≤ o(1)

∞∑
r=0

(
2µ

n

)r
=

1

1− 2µ
n

o(1)

= o(1). (84)

B. Range 2: Kn − ` < r ≤ bn/(Kn − 1)c

Here, we consider the partial sum in (56) corresponding to
the range Kn − ` < r ≤ bn/(Kn − 1)c, i.e.,

bn/(Kn−1)c∑
r=Kn−`+1

(
n

`

)(
n− `
r

)
P[B | X2]P[C | X2]P[DST] (85)

From (61), we know that Kn = Θ(log n) and therefore in this
range r ≤ bn/(Kn − 1)c ≤ bn/2c. As noted in Appendix A.1,
our strategy involves combining upper bounds on P[B | X2],
P[C | X2] and P[DST] obtained using Lemmas 7.3, 7.5 and
7.6. From Lemma 7.3 and (71) with t = 2,

P[B | X2] ≤ r`
(
〈Kn〉
n− 1

+
Kn

n− 1
− 〈Kn〉Kn

(n− 1)2

)`
≤ r`

(
〈Kn〉
n− 1

+
Kn

n− 1

)`



Substituting 〈Kn〉 = µ+ (1− µ)Kn, we get

P[B | X2] ≤ r`
(

(2− µ)Kn

n− 1

)`
≤
(

1 +
µ

(2− µ)Kn

)`
= r`

(
(2− µ)Kn

n

)`
(1 + o(1)) (86)

where (86) follows from (61) and the fact that (n/(n− 1))
`

=
1 + o(1).

Next, we bound P[C | X2] using Lemma 7.5 and (70) with
t = 2. We get

P[C | X2] ≤ rr−2

(
2Kn

n− 1
− K2

n

(n− 1)2

)r−1

= rr−2

(
2Kn

n

)r−1(
1 +

1

n− 1
− nKn

2(n− 1)2

)r−1

≤ rr−2

(
2Kn

n

)r−1

(87)

where (87) follows from (61).
Next, we find an upper bound on P[DST]. Note that r

n ≤
1/(Kn − 1) = o(1) in view of (61). Consequently, we can
use (64) with x = r

n . Also, it still holds that (1 − r/n)−` =
1+o(1). Thus, proceeding as in Range 1, we can upper bound
P[DST] by undergoing the sequence of steps from (76) through
(80) to obtain

P[DST]

≤ (1 + o(1))

(
1− r

n

)n−r
· exp

{
− (1− µ)(n− (`+ r))

r(Kn − 1)

n

(
1− r(Kn − 1)

2n

)}
. (88)

In this range, we have r ≤ n
(Kn−1) and thus r(Kn−1)

2n ≤ 1
2 ,

or equivalently 1− r(Kn−1)
2n ≥ 1

2 . Further, since r ≤ n−`
2 , we

have n− (`+ r) ≥ n−`
2 . Using these observations in (88), we

get

P[DST]

≤ (1 + o(1))
(

1− r

n

)n−r
· exp

{
− (1− µ)(n− `)r(Kn − 1)

4n

}
= (1 + o(1))

(
1− r

n

)n−r
exp

{
− (1− µ)r(Kn − 1)

4

}
· exp

{
`(1− µ)r(Kn − 1)

4n

}
= O(1)

(
1− r

n

)n−r
exp

{
− (1− µ)r(Kn − 1)

4

}
, (89)

where in the last step we used the fact that
exp

{
`(1−µ)r(Kn−1)

4n

}
= O(1) since r(Kn−1)

n ≤ 1. Combining
(68), (69), (86), (87) and (89), we get(
n

`

)(
n− `
r

)
P[B | X2]P[C | X2]P[DST]

≤ O(1)
n`

`!

(n
r

)r (
1− r

n

)−(n−r)
r`
(

(2− µ)Kn

n

)`
rr−2

·
(

2Kn

n

)r−1 (
1− r

n

)n−r
exp

{
− (1− µ)r(Kn − 1)

4

}
= O(1)nr`−2Kr+`−1

n 2r exp

{
− (1− µ)r(Kn − 1)

4

}
. (90)

Substituting (90) in (85), we get

bn/(Kn−1)c∑
r=Kn−`+1

(
n

`

)(
n− `
r

)
P[B | X2]P[C | X2]P[DST],

= O(1)nK`−1
n

·
bn/(Kn−1)c∑
r=Kn−`+1

r`−22rKr
n exp

{
− (1− µ)r(Kn − 1)

4

}
.

≤ O(1)nK`−1
n

(
n

Kn − 1

)`−2

·
bn/(Kn−1)c∑
r=Kn−`+1

(
2Kn exp

{
− (1− µ)(Kn − 1)

4

})r
= O(1)n`−1Kn

·
bn/(Kn−1)c∑
r=Kn−`+1

(
2Kn exp

{
− (1− µ)(Kn − 1)

4

})r
≤ O(1)n`−1Kn

·
∞∑

r=Kn−`+1

(
2Kn exp

{
− (1− µ)(Kn − 1)

4

})r
(91)

Since lim
n→∞

Kn =∞ we have

2Kn exp

{
− (1− µ)(Kn − 1)

4

}
= o(1) (92)

so that the infinite sum appearing at (91) is summable. Thus,
we get

bn/(Kn−1)c∑
r=Kn−`+1

(
n

`

)(
n− `
r

)
P[B | X2]P[C | X2]P[DST],

= O(1)n`−1Kn

(
2Kn exp

{
− (1− µ)(Kn − 1)

4

})Kn−`+1

= O(1) exp

{
(`− 1) log n+ logKn + (Kn − `+ 1) log 2Kn

− (1− µ)(Kn − 1)(Kn − `+ 1)

4

}

= O(1) exp

{
−K

2
n(1− µ)

4
(1 + o(1))

}
(93)



= o(1) (94)

where (93) and (94) both follow from Kn = Θ(log n),
respectively.

C. Range 3: bn/(Kn − 1)c+ 1 < r ≤ b(n− `)/2c
Here, we will consider the partial sum in (56) with index r

over the range bn/(Kn − 1)c+ 1 < r ≤ b(n− `)/2c; i.e., the
term

b(n−`)/2c∑
r=bn/(Kn−1)c+1

(
n

`

)(
n− `
r

)
P[DST]P[DTS]. (95)

Note that since Kn = Θ(log n), this range is non-empty.
Conditioning on the types of nodes in T , it is easy to verify
that for each r in 2, . . . , bn2 c we have

P[DTS]

=

(
µ

(
r−1+`

1

)(
n−1

1

) + (1− µ)

(
r−1+`
Kn

)(
n−1
Kn

) )r

≤

(
µ

(
r − 1 + `

n− 1

)
+ (1− µ)

(
r − 1 + `

n− 1

)Kn
)r

(96)

= µr
(
r − 1 + `

n− 1

)r (
1 +

1− µ
µ

(
r − 1 + `

n− 1

)Kn−1
)r

≤ µr
(
r + `

n

)r (
1 +

1− µ
µ

(
r + `

n

)Kn−1
)r

(97)

≤ µr
(
r + `

n

)r
exp

{
1− µ
µ

r

(
r + `

n

)Kn−1
}

(98)

where (96) and (98) follow from (65) and (62), respectively,
and (97) follows from the r + ` ≤ n.

We bound P[DST] by using the sequence of steps from (76)
through (78) as in range 1. We get

P[DST]

≤
(

1− r

n

)n−(`+r)

·
(

1− (1− µ)

(
1−

(
1− r

n

)Kn−1
))n−(`+r)

≤
(

1− r

n

)n−(`+r)

·
(

1− (1− µ)

(
1− exp

{
−r(Kn − 1)

n

}))n−(`+r)

≤
(

1− r

n

)n−(`+r)

exp

{
− (1− µ)(n− (`+ r))

·
(

1− exp

{
−r(Kn − 1)

n

})}
(99)

using (62).
Let Zn,r be defined as

Zn,r =

exp

{
1− µ
µ

r

(
r + `

n

)Kn−1}
· exp

{
− (1− µ)

(n− (`+ r))

(
1− exp

{
−r(Kn − 1)

n

})}
. (100)

Substituting (98), (99), and (100) in (95), we get
b(n−`)/2c∑

r= n
bKn−1

c+1

(
n

`

)(
n− `
r

)
P[DST]P[DTS]

≤
b(n−`)/2c∑

r=bn/(Kn−1)c+1

(
n

`

)(
n− `
r

)
µr
(
r + `

n

)r
·
(

1− r

n

)n−(`+r)

Zn,r

≤
b(n−`)/2c∑

r=bn/(Kn−1)c+1

n`

`!
(1 + o(1))

(n
r

)r ( n

n− r

)n−r
µr

·
(
r + `

n

)r (
1− r

n

)n−(`+r)

Zn,r (101)

=

b(n−`)/2c∑
r=bn/(Kn−1)c+1

O(1)n`µr
(

1 +
`

r

)r (
1− r

n

)−`
Zn,r

≤
b(n−`)/2c∑

r=bn/(Kn−1)c+1

O(1)n`µr2`e`Zn,r (102)

=

b(n−`)/2c∑
r=bn/(Kn−1)c+1

O(1)µrn`Zn,r (103)

where (101) follows from (68) and (69), (102) is apparent
from r ≤ n/2 implying (1− r/n)−` ≤ 2` and (62) implying
(1 + `/r) ≤ e`.

Next, we derive an upper bound for Zn,r. Our goal is
to show that Zn,r goes to zero as n → ∞ for each r in
bn/(Kn − 1)c + 1 < r ≤ b(n − `)/2c. The approach used
in this part is reminiscent of some of the techniques used for
proving 1-connectivity of H(n;µ,Kn) in [9]. Recall that ` ≤ k
where k is finite, and r/n ≤ 1/2 on the range considered.
Further, we have r + ` ≤ (n+ `)/2 ≤ (n+ n/2)/2 = 3n/4.
Thus,

r

(
r + `

n

)Kn−1

≤ n

2
(0.75)Kn−1. (104)

Recall that in Range 3, r(Kn−1)
n > 1 and therefore

exp

{
−r(Kn − 1)

n

}
< e−1. (105)

Using (104) and (105) in (100), we see that

Zn,r ≤ exp

{
(1− µ)

µ

n

2

(
0.75

)Kn−1

− (1− µ)(n− (`+ r))

(
1− e−1

)}
(106)

Further, noting that n− (`+ r) > (n− `)/2, we get

Zn,r

≤ exp

{
(1− µ)

µ

n

2
(0.75)

Kn−1 − (1− µ)
n− `

2

(
1− e−1

)}



= exp

{
−(1− µ)

n

2

(
1− e−1 − 0.75Kn−1

µ

)}
· exp

{
(1− µ)`(1− e−1)

2

}
= exp

{
−(1− µ)

n

2

(
1− e−1 − o(1)

)}
O(1) (107)

= o(1) (108)

where (107) is a consequence of Kn = O(log n) and the
fact that ` is finite. As before, we use an infinite geometric
progression to upper bound the summation in (103) using
(108). Combining (103) and (108), we obtain

b(n−`)/2c∑
r=bn/(Kn−1)c+1

(
n

`

)(
n− `
r

)
P[DST, DTS]

≤ o(1) n`
∞∑

r=bn/(Kn−1)c+1

µr

= o(1) n`µn/(Kn−1)

= o(1), (109)

where (109) follows from the fact that

n`µn/(Kn−1) = n`µn/Θ(logn) = o(1).

in view of (61), µ < 1, and ` being finite. We thus conclude
that

b(n−`)/2c∑
r=bn/(Kn−1)c+1

(
n

`

)(
n− `
r

)
P[DST]P[DTS] = o(1). (110)

Proof of Proposition 5.3 Combining (84), (94), and (110),
it is evident that all of the three partial sums approach zero
as n approaches ∞ and thus we have proved the sufficient
condition (29) for k-connectivity. The proof of Proposition 5.3
is now complete.

Appendix B (Size of Giant Component)

In this section, we provide supplementary details for the
proof of Theorem 4.2.

A. Proof of Proposition 6.2
Recall that we have

Z(xn;µ,Kn) =
⋂

S∈Pn: xn≤|S|≤bn2 c

(En(µ,Kn;S))
c
,

where Z(xn;µ,Kn) denote the event that H(n;µ,Kn) has
no cut S ⊂ N with size xn ≤ |S| ≤ n − xn. Taking the
complement of both sides and using a union bound we get

P [(Z(xn;µ,Kn))
c
] ≤

∑
S∈Pn:xn≤|S|≤bn2 c

P[En(µ,Kn;S)]

=

bn
2 c∑

r=xn

 ∑
S∈Pn,r

P[En(µ,Kn;S)]

 ,

(111)

where Pn,r denotes the collection of all subsets of N with
exactly r elements. For each r = 1, . . . , n, we simplify the
notation by writing En,r(µ,Kn;S) = En(µ,Kn; {1, . . . , r}).
From the exchangeability of the node labels and associated
random variables, we get

P[En(µ,Kn;S)] = P[En,r(µ,Kn)], S ∈ Pn,r.

Noting that |Pn,r| =
(
n
r

)
, we obtain∑

S∈Pn,r

P[En(µ,Kn;S)] =

(
n

r

)
P[En,r(µ,Kn)].

Substituting into (111) we obtain

P [(Z(xn;µ,Kn))
c
] ≤
bn

2 c∑
r=xn

(
n

r

)
P[En,r(µ,Kn)]. (112)

In view of (112), the next proposition provides an upper
bound on P [(Z(M ;µ,Kn))

c
], i.e, the probability that there

exists a cut with size in the range [M,n−M ] for H(n;µ,Kn).
Recall that Kn = ω(1) imparts 1-connectivity [13] whp and
we focus on cases where Kn is a bounded sequence.

In view of (112), the proof for Proposition 6.2 will follow
upon showing

bn/2c∑
r=M

(
n

r

)
P[En,r(µ,Kn)]

≤ exp{−M (〈Kn〉 − 1) (1− o(1))}
1− exp{− (〈Kn〉 − 1) (1− o(1))}

+ o(1). (113)

We have(
n

r

)
P[En,r(µ,Kn)]

=

(
n

r

)(
µ

(
n− r − 1

n− 1

)
+ (1− µ)

(
n−r−1
Kn

)(
n−1
Kn

) )n−r

·

(
µ

(
r − 1

n− 1

)
+ (1− µ)

(
r−1
Kn

)(
n−1
Kn

))r

≤
(
n

r

)(
µ

(
1− r

n− 1

)
+ (1− µ)

(
1− r

n− 1

)Kn
)n−r

·

(
µ

(
r − 1

n− 1

)
+ (1− µ)

(
r − 1

n− 1

)Kn
)r

(114)

≤
(
n

r

)(
µ
(

1− r

n

)
+ (1− µ)

(
1− r

n

)Kn
)n−r

·
(
µ
( r
n

)
+ (1− µ)

( r
n

)Kn
)r

≤
(n
r

)r ( n

n− r

)n−r (
1− r

n

)n−r ( r
n

)r



·
(
µ+ (1− µ)

(
1− r

n

)Kn−1
)n−r

·
(
µ+ (1− µ)

( r
n

)Kn−1
)r

(115)

=

(
µ+ (1− µ)

(
1− r

n

)Kn−1
)n

·

 µ+ (1− µ)
( r
n

)Kn−1

(
µ+ (1− µ)

(
1− r

n

)Kn−1
)

r

≤
(
µ+ (1− µ)

(
1− r

n

)Kn−1
)n

(116)

where (114) uses (65), (115) follows from (67) and (116) is
plain from the observation that r/n ≤ 1/2.

We divide the summation in (113) into two parts depending
on whether r exceeds n/log n. The steps outlined below
can be used to upper bound the summation in (113) for an
arbitrary splitting of the summation indices.

bn/2c∑
r=M

(
n

r

)
P[En,r(µ,Kn)] =

bn/ lognc∑
r=M

(
n

r

)
P[En,r(µ,Kn)]

+

bn/2c∑
r=bn/ lognc

(
n

r

)
P[En,r(µ,Kn)].

(117)

We first upper bound each term in the summation with
indices in the range M ≤ r ≤ bn/ log nc.

Range 1: M ≤ r ≤ bn/ log nc

(
n

r

)
P[En,r(µ,Kn)]

≤
(
µ+ (1− µ)

(
1− r

n

)Kn−1
)n

(118)

=

(
1− (1− µ)

(
1−

(
1− r

n

)Kn−1
))n

(119)

For r ≤ bn/ log nc, we have r
n = o(1). Using Fact (64) with

x = r
n we get(

n

r

)
P[En,r(µ,Kn)]

≤
(

1− (1− µ)

(
1−

(
1− r(Kn − 1)

n
+
r2(Kn − 1)2

2n2

)))n
=

(
1− (1− µ)

(
r(Kn − 1)

n
− r2(Kn − 1)2

2n2

))n
=

(
1− (1− µ)

r(Kn − 1)

n

(
1− r(Kn − 1)

2n

))n
Using r ≤ n/ log n, (62) and that Kn is bounded above we
obtain,

(
n

r

)
P[En,r(µ,Kn)]

≤
(

1− (1− µ)
r(Kn − 1)

n

(
1− (Kn − 1)

2 log n

))n
≤ exp

{
−(1− µ)r(Kn − 1)

(
1− (Kn − 1)

2 log n

)}
(120)

= exp {−r(1− µ)(Kn − 1) (1− o(1))} (121)
= exp {−r(〈Kn〉 − 1) (1− o(1))} . (122)

Next, we upper bound the second term in the summation (117)
with indices in the range bn/ log nc+ 1 ≤ r ≤ bn/2c.
Range 2: bn/ log nc+ 1 ≤ r ≤ bn/2c
Observe that(

n

r

)
P[En,r(µ,Kn)] ≤

(
µ+ (1− µ)

(
1− r

n

)Kn−1
)n

≤
(
µ+ (1− µ)

(
1− r

n

))n
(123)

=
(

1− r

n
(1− µ)

)n
≤ exp (−r(1− µ)) (124)
= o(1), (125)

where (124) follows from noting that Kn ≥ 2 and (123) is a
consequence of (62). Finally, we use (122) and (125) in (117)
as follows.
bn/2c∑
r=M

(
n

r

)
P[En,r(µ,Kn)]

=

bn/ lognc∑
r=M

(
n

r

)
P[En,r(µ,Kn)]

+

bn/2c∑
r=bn/ lognc

(
n

r

)
P[En,r(µ,Kn)]

≤
bn/ lognc∑
r=M

exp {−r(〈Kn〉 − 1) (1− o(1))}+

bn/2c∑
r=bn/ lognc

o(1)

=

bn/ lognc∑
r=M

exp {−r(〈Kn〉 − 1) (1− o(1))}

+ o(1)

≤

( ∞∑
r=M

exp {−r(〈Kn〉 − 1) (1− o(1))}

)
+ o(1).

Observe that the above geometric series has each term strictly
less than one, and thus it is summable. This gives(

n

r

)
P[En,r(µ,Kn)]

≤ exp{−M (〈Kn〉 − 1) (1− o(1))}
1− exp{− (〈Kn〉 − 1) (1− o(1))}

+ o(1). (126)



B. Mean node degree in H(n;µ,Kn)

Let 〈Kn〉 denote the mean number of edges that each node
chooses to draw. Conditioning on the class of node i, we get

〈Kn〉 = µ+ (1− µ)Kn. (127)

The probability that node i picks node j where i, j ∈ N
depends on the type of node i and is given by

P[j ∈ Γn,i] = µ
1

n− 1
+ (1− µ)

Kn

n− 1
=
〈Kn〉
n− 1

. (128)

Recall that each node draws edges to other nodes indepen-
dently of other nodes. Let i ∼ j denote the event that node i
can securely communicate with node j. For i ∼ j to occur,
either node i selects node j or node i selects node j or both
select each other. This gives

P[i ∼ j] = 1− (1− P[i ∈ Γn,j ])(1− P[j ∈ Γn,i]),

= 1−
(

1− 〈Kn〉
n− 1

)2

,

=
2〈Kn〉
n− 1

−
(
〈Kn〉
n− 1

)2

. (129)

Consequently, the mean degree of node i can be computed as
follows.

E

 ∑
j∈N−i

1{i ∼ j}

 = (n− 1)P[i ∼ j],

= 2〈Kn〉 −
〈Kn〉2

n− 1
. (130)

C. Inhomogeneous random K-out graph with r classes
Here, each node belongs to type-i with probability µi for

i = 1, . . . , r and
∑r
i=1 µi = 1. Each type-i nodes gets

paired with Ki,n other nodes, chosen uniformly at random
from among all other nodes where 1 ≤ K1,n < K2,n <
. . . < Kr,n. Let KnKnKn denote [K1,n,K2,n, . . . ,Kr,n] and µµµ =
[µ1, µ2, . . . , µr] with µi > 0.

Corollary 7.9: Consider a scaling KnKnKn : N0 → Nr0 and a
probability distribution µµµ = [µ1, µ2, . . . , µr] with µi > 0, i =
1, 2, . . . , n. and 1 ≤ K1,n < K2,n · · · < Kr,n. If Kr,n ≥ 2 ∀n
then for the inhomogeneous random K-out graph H (n;µµµ,KKKn)
with r node types, we have

|Cmax(n;µµµ,KKKn)| = n−O(1) whp. (131)

Proof of Corollary 7.9
The proof involves showing the existence of a coupling

between the graphs H(n;µ,Kn) and H(n;µµµ,KKKn) such that
the edge set of H(n;µ,Kn) is contained in the edge set of
H(n;µµµ,KKKn). For any monotone-increasing property P , i.e., a
property which holds upon addition of edges to the graph (see
[49, p. 13]) we have

P[H(n;µµµ,KKKn) has property P]

≥ P[H(n;µ,Kn) has property P] (132)

It is plain that the property |Cmax(n;µ,Kn)| ≥ n − M is
monotone increasing upon edge addition. Therefore, if there
exists a coupling under which H(n;µ,Kn) is a spanning
subgraph of H(n;µµµ,KKKn); i.e., if we can generate an instan-
tiation of H(n;µµµ,KKKn) by adding edges to an instantiation
of H(n;µ,Kn), then we can use (132) to establish this
Corollary. Let µ̃ denote

∑r−1
i=1 µi. Consider an instantiation

of an inhomogeneous random graph H(n; µ̃,Kr,n) with two
classes such that each of the n nodes is independently assigned
as type-1 (resp., type-2) with probability µ̃ (resp., 1− µ̃) and
then type-1 (resp., type-2) nodes draw edges to 1 (resp. Kr,n)
nodes chosen uniformly at random. From this instantiation,
we can generate an instantiation of H(n;µµµ,KKKn) as follows.
First, let each type-1 node be independently reassigned as
type-i with probability µi

µ̃ for i = 1, 2, . . . , r − 1. Next, for
i = 2, . . . , r−1, let each type-i node pick Ki,n−1 additional
neighbors that were not chosen by it initially. After these
additional choices are made, we draw an undirected edge
between each pair of nodes where at least one picked the
other. Clearly, this process creates a graph whose edge set is a
superset of the edge set of the realization of H(n; µ̃,Kr,n) that
we started with. In addition, in the new graph, the probability
of a node picking Ki,n other nodes (i.e., being type-i) is given
by µ̃µi

µ̃ = µi, for i = 1, 2, . . . , n. We thus conclude that the
new graph obtained constitutes a realization of H(n;µµµ,KKKn).
Since, the initial realization of H(n; µ̃,Kr,n) was arbitrary, this
establishes the desired coupling argument and we conclude
that (132) holds for the property |Cmax(n;µ,Kn)| ≥ n−M .
The proof of Corollary 7.9 is now complete.
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