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Abstract

In general coding theory, we often assume that error is observed in transferring or storing encoded symbols,

while the process of encoding itself is error-free. Motivated by recent applications of coding theory, in this paper,

we consider the case where the process of encoding is distributed and prone to error. We introduce the problem

of distributed encoding, comprising of a set of K ∈ N isolated source nodes and N ∈ N encoding nodes. Each

source node has one symbol from a finite field, which is sent to each of the encoding nodes. Each encoding node

stores an encoded symbol from the same field, as a function of the received symbols. However, some of the source

nodes are controlled by the adversary and may send different symbols to different encoding nodes. Depending on the

number of adversarial nodes, denoted by β ∈ N, and the cardinality of the set of symbols that each one generates,

denoted by v ∈ N, the process of decoding from the encoded symbols could be impossible. Assume that a decoder

connects to an arbitrary subset of t ∈ N encoding nodes and wants to decode the symbols of the honest nodes

correctly, without necessarily identifying the sets of honest and adversarial nodes. In this paper, we study t∗ ∈ N,

the minimum of such t, which is a function of K, N , β, and v. We show that when the encoding nodes use linear

coding, t∗linear = K +2β(v− 1), if N ≥ K +2β(v− 1), and t∗linear = N , if N ≤ K +2β(v− 1). In order to achieve

t∗linear, we use random linear coding and show that in any feasible solution that the decoder finds, the messages of

the honest nodes are decoded correctly. In order to prove the converse of the fundamental limit, we show that when

the adversary behaves in a particular way, it can always confuse the decoder between two feasible that differ in the

message of at least one honest node.

I. INTRODUCTION

In general coding theory, it is often assumed that the encoder is immune to errors of any kind. In other words,

errors affect the coded symbols, after the intact process of encoding. Recently, new scenarios have emerged in

which the sources of data are distributed. Actually, these days we deal with huge amounts of data whose production

is distributed, as in IoT and blockchain applications. To protect such data, we store encoded versions of them in a

distributed fashion. Thus, the source and the encoding of data are both distributed. An example of such scenario

is sharding in blockchain [1], [2]. In distributed encoding of distributed data, the basic assumption of error-free

encoding might no longer be valid.

The use of coding in distributed systems is motivated by its successful application in communication systems. For

example, [3] reviews coding for distributed storage systems. In communication systems, coding is used to protect

data against errors or erasures caused by the communication channel. There are two approaches to model the error

in channels and find the fundamental limits of coding. Shannon considered a probabilistic model for errors and

defined successful communication as one in which the probability of decoding error approaches zero, as the length
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of the code increases. With that model, the notion of the capacity of the channel determines the fundamental limits

on the rate of coding in successful communication. On the other hand, Hamming took the worst-case approach,

in which up to a certain number of errors might happen in any locations, chosen by an adversary. Therefore an

appropriate code should be able to correct errors of any pattern. For those scenarios, the fundamental limits of

coding characterize a region for the parameters of the code, e.g. minimum distance, size of the code, length of

the message, and codeword vectors, where one can guarantee that an error correcting code with those parameters

exists. On the other side, if the parameters are out of that region, it is certain that no code with those parameters

exists. Characterizing fundamental limits in the second model usually leads to combinatorial problems. Examples of

fundamental inequalities in coding theory are the well-known Singleton bound, Plotkin bound and Johnson bound,

See [4].

In this work, we investigate the problem of distributed encoding and storing in the presence of adversaries. We

assume there are K ∈ N isolated source nodes that produce data symbols. The source nodes are connected to

N ∈ N nodes, called encoding nodes. Each encoding node stores a (coded) symbol as a function of the symbols

it receives, so that the original symbols are recoverable from the coded symbols. The challenge is that some of

the source nodes, up to β ∈ N, might be adversarial and send different symbols to different nodes as an attack to

prevent the correct recovery of the other symbols. The goal is to be able to correctly recover the input symbols of

the honest source nodes, using the coded values of the encoding nodes, in every possible scenario of adversarial

acts. By honest source nodes, we mean those that act consistently and send the same data to all of the encoding

nodes. By adversarial act, we mean sending different data to different encoding nodes. Note that we do not know

the adversarial source nodes, and they can be any of the source nodes. We assume that the number of different

symbols that a source node can inject into the system is upper limited by an integer v. This is a fair assumption

because there are already methods, such as proof-of-work, in distributed systems that do not allow the source nodes

to flood the system. A decoder connects to an arbitrary subset of t ∈ N encoding nodes and decodes the messages.

In this paper, we characterize t∗ as the minimum of t, for which there are encoding functions such that the decoder

can recover the messages of the honest nodes correctly.

Example 1. Consider the distributed encoding system depicted in Fig. 1, wherein 3 source nodes send messages

to 5 encoding nodes and they store a function of the received messages. In this example, the first source node is the

adversary and sends two different messages to the encoding nodes. The second and third source nodes are honest

as they send the same message to all encoding nodes. If the first node sends 4 different symbols to the encoding

nodes, then the number of equations, which is 5, would be less than the number of total variables, which is 6. In

that case, if the encoding functions are not designed properly, then decoding the messages becomes impossible.

Suppose the decoder connects to the encoding nodes and has y1, y2, y3, y4, y5. The decoder does not know the

adversary or how it has operated, so it has to take account of all possibilities. In particular, there are 3 cases for the

adversary and 15 cases for different ways of sending two different messages to the encoding nodes1, amounting to

1There are 5 cases when the adversary sends x1 to one encoding node and x′

1 to the other four encoding nodes. There are

10 cases when the adversary sends x1 to two encoding nodes and x′

1 to the other three encoding nodes.
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Fig. 1: A distributed encoding system with K = 3 source nodes, N = 5 encoding nodes, β = 1 adversarial node,

where the adversary is the first source node and sends two different messages to the encoding nodes to confuse

the system. The distributed encoding system is required to guarantee the correct decoding of the messages of the

honest nodes. For example, if the adversary generates 4 symbols, and the encoding functions are not designed

properly, then we have a set of 5 equations with 6 variables, and decoding the messages of the honest nodes might

be impossible.

45 cases in total. Some cases are shown in table I.

Some applications of the distributed encoding model is as follows.

• Sharding in Blockchain. One of the main solutions to overcome the scalability issues of blockchains is sharding

[2], which is being studied widely in the blockchain community and incorporated in some blockchain projects

such as Zilliqa [5], Near [6], Ethereum [7], Cardano [8], and PChain [9]. In sharding, miners or validators,

i.e. processing nodes that can participate in the process of producing or validating blocks, are partitioned into

some sets, called shards. Each shard produces its own blocks and has a local chain. The number of validators

in a shard is constant, so the number of shards is proportional to the number of validators of the network. This

means the rate of block production is proportional to the number of validators, i.e. the network is scalable.

One major challenge in sharding is to protect the data of different shards, such that if a fraction of the nodes

become out of service, for example, due to DDos attack, the data of all shards can still be recovered. One

approach to efficiently resolve this challenge is to encode and store the data of the shards in the nodes [1].

However, if adversarial validators take over a shard and disperse malicious blocks in the network, the encoded

blocks that all the validators of other shards save, would be corrupt. Therefore, considering the distributed

nature of data production and also adversarial behavior, the adversarial distributed encoding model fits into

this scenario.
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Table I: Some of the cases that decoder should consider when decoding the messages of the distributed encoding

system of Fig. 1.

f1(x1, x
′

2, x3) = y1 f1(x1, x2, x3) = y1 f1(x1, x2, x3) = y1 f1(x1, x2, x3) = y1 f1(x1, x2, x3) = y1

f2(x1, x2, x3) = y2 f2(x1, x
′

2, x3) = y2 f2(x1, x2, x3) = y2 f2(x1, x2, x3) = y2 f2(x1, x2, x3) = y2

f3(x1, x2, x3) = y3 f3(x1, x2, x3) = y3 f3(x1, x
′

2, x3) = y3 f3(x1, x2, x3) = y3 f3(x1, x2, x3) = y3

f4(x1, x2, x3) = y4 f4(x1, x2, x3) = y4 f4(x1, x2, x3) = y4 f4(x1, x
′

2, x3) = y4 f4(x1, x2, x3) = y4

f5(x1, x2, x3) = y5 f5(x1, x2, x3) = y5 f5(x1, x2, x3) = y5 f5(x1, x2, x3) = y5 f5(x1, x
′

2, x3) = y5

f1(x1, x
′

2, x3) = y1 f1(x1, x
′

2, x3) = y1 f1(x1, x
′

2, x3) = y1 f1(x1, x
′

2, x3) = y1 f1(x1, x2, x3) = y1

f2(x1, x
′

2, x3) = y2 f2(x1, x2, x3) = y2 f2(x1, x2, x3) = y2 f2(x1, x2, x3) = y2 f2(x1, x
′

2, x3) = y2

f3(x1, x2, x3) = y3 f3(x1, x
′

2, x3) = y3 f3(x1, x2, x3) = y3 f3(x1, x2, x3) = y3 f3(x1, x
′

2, x3) = y3

f4(x1, x2, x3) = y4 f4(x1, x2, x3) = y4 f4(x1, x
′

2, x3) = y4 f4(x1, x2, x3) = y4 f4(x1, x2, x3) = y4

f5(x1, x2, x3) = y5 f5(x1, x2, x3) = y5 f5(x1, x2, x3) = y5 f5(x1, x
′

2, x3) = y5 f5(x1, x2, x3) = y5

f1(x1, x2, x3) = y1 f1(x1, x2, x3) = y1 f1(x1, x2, x3) = y1 f1(x1, x2, x3) = y1 f1(x1, x2, x3) = y1

f2(x1, x
′

2, x3) = y2 f2(x1, x
′

2, x3) = y2 f2(x1, x2, x3) = y2 f2(x1, x2, x3) = y2 f2(x1, x2, x3) = y2

f3(x1, x2, x3) = y3 f3(x1, x2, x3) = y3 f3(x1, x
′

2, x3) = y3 f3(x1, x
′

2, x3) = y3 f3(x1, x2, x3) = y3

f4(x1, x
′

2, x3) = y4 f4(x1, x2, x3) = y4 f4(x1, x
′

2, x3) = y4 f4(x1, x2, x3) = y4 f4(x1, x
′

2, x3) = y4

f5(x1, x2, x3) = y5 f5(x1, x
′

2, x3) = y5 f5(x1, x2, x3) = y5 f5(x1, x
′

2, x3) = y5 f5(x1, x
′

2, x3) = y5

• IoT. In an IoT network, sensors produce data, so the data production process is distributed. As the size of the

produced data increases, it becomes impossible to gather the whole data in place, so we need to store them in

different places, i.e. in a distributed manner. In order to protect the data, coding is needed before storage. But

if the data of some sensors are manipulated adversarially, the stored coded data would be corrupt. Therefore,

the adversarial distributed encoding model fits into this scenario as well.

A. Related work

The presence of the adversaries in communication networks and distributed systems is a well studied area. In the

context of network coding, a number of papers, as [10]–[12] consider a network with an adversary that controls up

to a certain number of arbitrary edges with equal capacity and can alter the messages on those edges. In this model,

[10], [11] provide bounds on the capacity of the network, while [12] characterizes the exact capacity and introduces

optimal codes. In another model, studied in [13], the adversary controls up to a certain number of arbitrary nodes of

the network and can put arbitrary messages on the outgoing edges of those nodes. While linear codes are enough to

achieve the capacity in the edge-based adversarial model [12], it is shown in [13] that nonlinear codes are necessary

for the node based adversarial model.

Similar adversarial models are studied in the context of distributed storage systems. In [14], up to a specific

number of erasures and errors occur on the links that connect the storage nodes to a data collector, or the node

under repair, during the reconstruction of the data and repair, respectively. [14] has introduced optimal linear coding

schemes for the two “minimum storage regenerating” and “minimum bandwidth regenerating” regions. On the other

hand, [15]–[18] consider a distributed storage system wherein the adversary takes over up to a specific number of
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storage nodes and sends arbitrary data during node repair and data reconstruction. In such model, [15] and [16]

derive upper bounds on the amount of information that can be stored securely in the system, under some conditions,

and also provide a coding scheme. [17] extends the results of [15] and [16] to more general conditions and introduce

a capacity achieving scheme. [18] shows the nonlinear code of [13] can be used in node-based adversarial distributed

storage systems.

Erroneous encoding has been studied in a few works. [19] and [20] study an unreliable encoder made of unreliable

gates that each have an error probability. The goal is minimizing the error probability of the encoder with minimum

gate redundancy. They find the minimum possible gate redundancy and propose a robust encoder architecture.

Authors in [21] consider a faulty linear encoding process, in which the elements of the generator matrix might be

erased. They study this model from both probabilistic and worst case approach. In the probabilistic approach, the

find an upper bound on the capacity, and in the worst-case approach, find the maximum number of erasures that

allows the correct decoding. The same model has been explored in [22], where combinatorial methods are used to

detect the errors. [23] considers an error probability for each gate in an LDPC encoder and tries to minimize the

overall encoding error. [24] compares the performance of different LDPC encoders in the presence of errors.

B. Contributions

Our Contributions in this paper are as following.

1) Introducing the new problem of distributed encoding (Section II).

The difference between the proposed model and other models in the literature is that in the proposed model,

the adversary is in control of a subset of input nodes and their data, and the decoder does not care to decode

that part of the data correctly. Indeed, the adversary sacrifices its opportunity to store its own data to mislead

the decoder about the data of the honest nodes. However, in all previous models, the input data is intact

and the decoder wants to recover all of the input data correctly. Note that the proposed model can not be

formulated as a special case of the previous models.

2) Characterizing the fundamental limit of the distributed linear encoding system (Sections IV and V).

In the distributed linear encoding system, encoding nodes use linear functions to encode the data. For this

system, we characterize the fundamental limit t∗linear by providing matching achievability and converse bounds.

For achievability, we introduce a linear code and show that when the decoder connects to t∗linear or more

encoding nodes, it can find the messages of the honest nodes correctly. For the converse, we show that if the

decoder connects to less than t∗linear encoding nodes, there is always a way for the adversary to mislead the

decoder about the messages of the honest nodes.

3) Showing that Reed-Solomon codes achieve t∗linear (Section IV).

The paper is organized as follows. We define the problem in Section II and state the main result in Section III.

We present achievability and converse proofs for the fundamental limit of the distributed linear encoding system in

Sections IV and V respectively. Section VI is dedicated to discussions and concluding remarks.
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II. PROBLEM FORMULATION

We consider an (N,K, β, v) distributed encoding system, consisting of K source nodes and N encoding nodes,

where each source node is directly connected to each of the encoding nodes through a secure and error free link,

for some K,N ∈ N. Let us define [m] , {1, . . . ,m}, for m ∈ N. A source node k ∈ [K] sends a data symbol

xn,k ∈ F to the encoding node n ∈ [N ], where F is a large finite field. We use xn,k and xnk interchangeably

when it is not confusing. Source nodes are partitioned into two sets A and H, adversarial and honest source nodes,

respectively, where |A| ≤ β, for some β ∈ N, β < K , and h , |H|. In other words, there are at most β adversarial

nodes, and there are h honest nodes. An honest node k ∈ H generates only one message xk ∈ F and sends this

message to all encoding nodes. Thus, for a source node k ∈ H, x1k = x2k = · · · = xNk = xk . However, an

adversarial node may generate more than one version for its message to confuse the system. Still, the number of

versions that an adversarial node can generate is limited due to some protecting mechanism, such as proof of work.

In particular, we assume that for a source node k ∈ A, |{x1k, x2k, . . . , xNk}| ≤ v, for some v ∈ N. Honest nodes

are isolated, and not aware of the messages of the other nodes. However, adversarial nodes are free to collaborate

with each other, but still not aware of the messages of the honest nodes.

The encoding node n ∈ [N ] stores yn = fn(xn1, . . . , xnK), where fn : FK → F is the encoding function of

node n. The decoding function gT : Ft → F
K for a set T = {i1, . . . , it} ⊆ [N ], t ∈ N, is defined as

gT (yi1 , . . . , yit) = (x̂T
1 , . . . , x̂

T
K).

In other words, gT takes yi1 , . . . , yit , and produces (x̂T
1 , . . . , x̂

T
K) as the decoded messages of the source nodes.

A code for the distributed encoding system of parameters (N,K, β, v), with the N encoding functions f1, . . . , fN ,

and the decoding functions gT , for all T ⊆ [N ], |T | = t, is called t-correct if it has the following properties.

• For any T ⊆ [N ], where |T | = t,

∀k ∈ H : x̂T
k = xk. (1)

In other words, the system guarantees correct recovery of the messages of the honest nodes, without necessarily

identifying the set of honest and adversarial nodes, or any guarantee to decode the messages of the adversarial

nodes.

• The encoding is maximum distance separable (MDS), meaning that if all source nodes behave honestly, i.e.

|{xn,k, n ∈ [N ]}| = 1 for k ∈ [K], all K messages can be recovered from any subset of K encoding nodes.

Whenever it is not confusing, we denote x̂T
k by xk. For an (N,K, β, v) distributed encoding system, we define

t∗(N,K, β, v) as the minimum t for which a t-correct code exists. If we restrict the encoding functions f1, . . . , fN

to be linear functions, we denote this notion by t∗linear(N,K, β, v). In this paper, the objective is to characterize

t∗linear(N,K, β, v).

III. MAIN RESULT

The following theorem states the main result of this paper for an (N,K, β, v) distributed encoding system.

6



Theorem 1. In an (N,K, β, v) distributed encoding system,

t∗linear(N,K, β, v) =











K + 2β(v − 1) if N ≥ K + 2β(v − 1),

N if K ≤ N < K + 2β(v − 1).
(2)

The achievability proof for this theorem is in Section IV and the converse proof is in Section V. In the case

N ≥ K + 2β(v − 1), t∗linear(N,K, β, v) = K + 2β(v − 1), i.e. t∗linear is independent from N . Note that although

there are at most K + β(v − 1) variables in an (N,K, β, v) distributed encoding system (adversarial nodes have

β(v − 1) excessive messages), we need at least K + 2β(v − 1) linear equations to produce (x̂1, . . . , x̂K) where

∀k ∈ H, x̂k = xk . That is to say, β(v−1) extra equations are needed. The reason for this redundancy in the number

of equations is that the adversarial source nodes can choose their messages in a such way that shifts the messages

of the honest nodes, without knowing them. In other words, the adversary can exploit the linearity of the equations

to cause the decoder to decode x̂k = xk +∆k instead of xk , for at least one k ∈ H. Let us emphasize that we do

not simply have a linear set of equations to solve for the data. Rather, the decoder needs to consider various ways

that the adversary can use its options, and see if each one leads to a feasible solution. Therefore, inherently, the

conventional limits for a system of linear equations do not apply here. We emphasize that identifying the set of

adversarial nodes or decoding the messages of adversarial nodes correctly is not necessary to satisfy the correctness

condition (1).

IV. ACHIEVABILITY PROOF FOR t∗LINEAR (N,K, β, v)

First consider the simple case K ≤ N ≤ K + 2β(v − 1). For this case, Theorem 1 states t∗linear = N . The

proposed N -correct linear code for this case is

fn(xn1, . . . , xnK) = xnn, n ∈ [K], (3)

fn(xn1, . . . , xnK) = Ln(xn1, . . . , xnK), K + 1 ≤ n ≤ N, (4)

where Ln : FK → F denotes a linear function whose coefficients are chosen independently and uniformly at random

from F. Since t∗linear = N in this case, T = [N ], and the decoder has all the N coded values, including those in (3),

so it can declare (x̂1, . . . , x̂K) = (x11, . . . , xKK). For node k ∈ H, xkk = xk, so the correctness condition (1) is

satisfied. The MDS property is also satisfied with high probability due to the randomness of the coefficients in (4).

For N ≥ K + 2β(v − 1), we parse the achievability proof into three parts: code construction, decoding algorithm,

and proof of correctness.

A. Code Construction

we propose the following linear code.

fn(xn1, . . . , xnK) = Ln(xn1, . . . , xnK), n ∈ [N ]. (5)

Again, due to the random coefficients of L1, . . . , LN , this code has MDS property with high probability. The

decoding procedure for this code is described in Algorithm 1, for t = t∗linear = K + 2β(v − 1) = h+ 2βv − β.

7



Algorithm 1: Decoding Algorithm

Input: T ⊆ [N ], |T | = t, {yn}n∈T

Output: x̂1, . . . , x̂K

1 for k ∈ [K] do

2 x̂k ←⊥

3 end

4 for Â ∈ [K], |Â| = β do

5 Ĥ = [K] \ Â;

6 for k ∈ Ĥ do

7 for n ∈ T do

8 xnk = x̃k

9 end

10 end

11 for
{

{I
(1)
k , . . . , I

(v)
k }, k ∈ Â

}

, such that for all k ∈ Â, we have

I
(1)
k ∪ · · · ∪ I

(v)
k = T , I

(i)
k ∩ I

(j)
k = ∅, 1 ≤ i < j ≤ v do

12 for k ∈ Â do

13 for i ∈ [v] do

14 for n ∈ I
(i)
k do

15 xnk = x̃
(i)
k

16 end

17 end

18 end

19 if the system of equations fn(xn1, . . . , xnK) = yn, n ∈ T has a solution for {x̃k}k∈Ĥ and

{x̃
(i)
k }k∈Â,i∈[v] then

20 for k ∈ Ĥ do

21 if x̂k =⊥ then

22 x̂k = x̃k

23 end

24 end

25 end

26 end

27 end

8



B. Decoding Algorithm

In the first step of the decoding algorithm, the decoder assumes β source nodes as the adversaries, called the

presumed adversarial nodes, and denotes the set by Â. Similarly, Ĥ is the set of the presumed honest nodes. Not

knowing the real adversaries A, the decoder examines all the cases of Â. This corresponds to the loop in lines 4

to 27 in Algorithm 1.

In the second step, for each presumed adversarial node, the decoder considers a partitioning of encoding nodes

based on which that adversarial node sends its messages. In other words, that partitioning specifies the encoding

nodes that receive the same message from that node. Let I(i)k ⊆ [N ] be the set of the encoding nodes that receive

x̃
(i)
k , i ∈ [v], from the source node k ∈ Â. All the encoding nodes receive x̃k from k ∈ Ĥ. All the variables are

initialized with ⊥. The decoder examines all the possible partitionings for all k ∈ Â, which corresponds to lines

11 to 26 in Algorithm 1.

In the third step, for each choice of Â and I(1)k , . . . , I
(v)
k , k ∈ Â, the decoder forms a linear system of t∗linear =

h + 2βv − β equations with the h + βv variables {x̃k, k ∈ Ĥ} and {x̃(i)
k , k ∈ Â, i ∈ [v]}. The decoder solves

this system of equations and if a solution exists, stores only the solution for the messages of the presumed honest

nodes. Since there are more equations than variables, not all cases result in solutions. This step corresponds to lines

19 to 25 in Algorithm 1.

In the decoding algorithm, whenever the decoder finds a feasible solution, it only saves the solution of the

presumed honest nodes, if a previous value has not been saved for that variable. The reason for this strategy is

three-fold:

1) One of the feasible solutions that the decoder finds, corresponds to the real scenario. Therefore, the messages

of the honest nodes do not remain unassigned after the termination of the algorithm.

2) In the next part, correctness proof, we prove that if the decoder begins with an Ĥ, and finds a feasible solution,

the value of the message of k ∈ H ∩ Ĥ in the solution is correct.

3) There is no need for the correctness of the messages of the adversarial node. Thus, any value for the message

of the source node k ∈ Ĥ, k 6∈ H, does not affect the correctness of the algorithm.

Therefore, when the decoder assigns a value to the message of an honest node, we are assured about the correctness

of that value. It is important to note that the output of the decoding algorithm, x̂1, . . . , x̂K , does not necessarily satisfy

the equations fn(x̂1, . . . , x̂K) = yn, n ∈ [N ]. In fact, some of x̂1, . . . , x̂K might even remain as ⊥. Nevertheless,

the correctness condition is satisfied.

C. Correctness Proof

In the following lemma, we show that the proposed linear code satisfies the correctness condition in Lemma 1.

Lemma 1. The linear code described in (5), with the decoding in the Algorithm 1 and t ≥ t∗linear = h+ 2βv − β,

satisfies the correctness condition (1).

Before proving this lemma, we need the following lemma.
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Lemma 2. Consider the sets A = {a1, . . . , av} ⊆ F
v and B = {b1, . . . , bv} ⊆ F

v, and C = {ci,j = ai − bj, i, j ∈

[v]}. There exists a subset C′ = {ci1 , . . . , ci2v−1
} ⊆ C, |C′| = 2v − 1, such that each element of C is a linear

combination of elements of C′, with constant coefficients, i.e. not functions of ai, bj , i, j ∈ [v].

As an example, consider A = {a1, a2}, B = {b1, b2}. So C = {a1 − b1, a1 − b2, a2 − b1, a2 − b2}. Note that

a2 − b2 = (a2 − b1)− (a1 − b1) + (a1 − b2).

Therefore C′ = {a1 − b1, a1 − b2, a2 − b1} satisfies the lemma.

Proof. We show that C′ = {ci,i, i ∈ [v]} ∪ {ci,i+1, i ∈ [v − 1]}, |C′| = 2v − 1, satisfies the lemma. Consider any

ci,j ∈ C.

• If j ≥ i+ 2:

cij = ai − bj =
[

(ai − bi+1) + · · ·+ (aj−1 − bj)
]

−

[

(ai+1 − bi+1) + · · ·+ (aj−1 − bj−1)
]

=(ci,i+1 + · · ·+ cj−1,j)− (ci+1,i+1 + · · ·+ cj−1,j−1) (6)

• If j ≤ i− 1:

cij = ai − bj =
[

(ai − bi) + · · ·+ (aj − bj)
]

−

[

(ai−1 − bi) + · · ·+ (aj − bj+1)
]

=(ci,i + · · ·+ cj,j)− (ci−1,i + · · ·+ cj,j+1) (7)

Another choice for C′ is C′ = {c1,i, i ∈ [v]} ∪ {ci,i, 2 ≤ i ≤ v}. Then, for any ci,j ∈ C,

cij = ai − bj = (ai − bi)− (a1 − bi) + (a1 − bj) = ci,i − c1,i + c1,j. (8)

Consequently, there is more than one choice for C′.

Now we prove Lemma 1.

Proof of Lemma 1. Without loss of generality, suppose that the first β source nodes are indeed the adversaries, i.e.

A = {1, . . . , β} and H = {β + 1, . . . ,K}, and of course the decoder is not aware of A and H. We denote the v

messages of the adversarial source node k ∈ A by {x(i)
k }i∈[v], k ∈ [β], and the message of the honest node k ∈ H

by xk, β + 1 ≤ k ≤ K . Assuming an arbitrary set T = {n1, . . . , nt}, we want to show that the only solution

for the messages of the honest nodes in fn(xn1, . . . , xnK) = yn, n ∈ T , is xnk = xk, k ∈ H. We prove Lemma

1 for t = t∗Linear. The proof for t > t∗Linear is trivially followed. Suppose that in addition to the real scenario,

the decoder finds another solution for fn(xn1, . . . , xnK) = yn, n ∈ T , with Â as the presumed adversarial nodes,

{z
(i)
k }i∈[v] as the messages of the node k ∈ Â, Ĥ as the presumed honest nodes, and zk as the message of the

node k ∈ Ĥ, where ∃k ∈ Ĥ ∩ H : zk 6= xk. In the following, we consider all possible cases for Â, and show that

this is indeed impossible. There are three possible cases, Â = A, and Â 6= A, Â ∩ A 6= ∅, and Â ∩ A = ∅. Let

zk = xk +∆k for k ∈ Ĥ ∩H. The goal is to prove ∆k = 0 for k ∈ Ĥ ∩ H.
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Case1. Â = A.

Step 1. We have the following linear system of equations.

Ln(zn1, . . . , znβ, xβ+1 +∆β+1, . . . , xK +∆K) = Ln(xn1, . . . , xnβ , xβ+1, . . . , xK), n ∈ T , (9)

where {znk}n∈T = {z
(i)
k }i∈[v], and {xnk}n∈T = {x

(i)
k }i∈[v], k ∈ [β]. In the following, we show that we can

rewrite the above equations with h+ 2βv − β variables. In addition, those equations are linearly independent and

the adversary cannot make them dependent by exploiting its options.

The above is equivalent to

Ln(zn1 − xn1, . . . , znβ − xnβ ,∆β+1, . . . ,∆K) = 0, n ∈ T . (10)

This linear system of equations can be expressed as

∑

k∈[β]

Bk











zn1k − xn1k

...

zntk − xntk











+C











∆β+1

...

∆K











=











0
...

0











, (11)

where Bk, k ∈ [β], and C are t× t and t× (K − β) matrices respectively, and are composed of the coefficients of

the linear code. Let the coefficients of the proposed linear code be αnk, n ∈ [N ], k ∈ [K], i.e. fn(xn1, . . . , xnK) =
∑K

k=1 αnkxnk . Thus,

Bk =

















αn1,k 0 . . . 0

0 αn2,k . . . 0

. . .

0 0 . . . αnt,k

















, k ∈ [β], (12)

and

C =











αn1,β+1 . . . αn1,K

. . .

αnt,β+1 . . . αnt,K











. (13)

Step 2. We know that

{znk − xnk}1≤n≤t ⊆ {z
(i)
k − x

(j)
k }i,j∈[v], k ∈ [β].

According to Lemma 2, there exist

{w1,k, . . . , w2v−1,k} ⊆ {z
(i)
k − x

(j)
k }i,j∈[v],

and t× (2v − 1) constant tall2 matrices Dk, such that










zn1k − xn1k

...

zntk − xntk











= Dk











w1,k

...

w2v−1,k











, k ∈ [β], (14)

2By a “tall” matrix, we mean a matrix with more rows than columns. By a “fat” matrix, we mean the opposite.
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where Dk is comprised of 0,±1 elements. Now, (11) can be rewritten as

∑

k∈[β]

BkDk











w1,k

...

w2v−1,k











+C











∆β+1

...

∆K











=











0

...

0











. (15)

The element in row ni, i ∈ [t] of BkDk are either 0, αni,k, or −αni,k. The linear system of equations in (15) has

β(2v − 1) + h variables and t = β(2v − 1) + h equations. Recall that we want to show ∆β+1 = · · · = ∆K = 0.

Let B , [B1D1| . . . |BβDβ ], and rank(B) = r for some r ∈ N. Since B is a tall t× (2βv − β) matrix, we have

r ≤ 2βv − β. For a full rank submatrix of B of size t × r, containing the r linearly independent columns of B,

which we denote by B̃, there exists a variable vector [w′
1, . . . , w

′
r], such that

∑

k∈[β]

BkDk











w1,k

...

w2v−1,k











= B̃











w′
1

...

w′
r











. (16)

Without loss of generality, suppose that B̃ is the first r columns of B. Similar to B, each elements in row ni,

i ∈ [t] of B̃ belongs to {0,±αni,1, . . . ,±αni,β}. Thus, we can denote B̃ by

B̃ =











γn1,1αn1,1 . . . γn1,rαn1,r

. . .

γnt,1αnt,1 . . . γnt,rαnt,r











, (17)

where γni,j ∈ {0, 1,−1}, i ∈ [t], j ∈ [r]. The coefficients γni,j’s are determined by D1, . . . ,Dβ , and therefore are

dependent on the way the adversary uses its options on zn1k, . . . , zntk and xn1k, . . . , xntk, according to (14). Thus,

γni,j’s are in control of the adversary. Using (16), we rewrite (15) as

[B̃|C]































w′
1

...

w′
r

∆β+1

...

∆K































=











0
...

0











. (18)

Step 3. We show that [B̃|C] is full rank. For this, first we show that the concatenation of B̃ and the first column

of C, i.e.










γn1,1αn1,1 . . . γn1,rαn1,r αn1,β+1

. . .

γnt,1αnt,1 . . . γnt,rαnt,r αnt,β+1











, (19)
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is full rank. Since B̃ is a t× r tall full rank matrix, without loss of generality, we assume that the first r rows in

it are linearly independent. By contradiction, suppose that the last column of (19) is a linear combination of the

other r columns, i.e.

ζ1











γn1,1αn1,1

...

γnt,1αnt,1











+ · · ·+ ζr











γn1,rαn1,r

...

γnt,rαnt,r











=











αn1,β+1

...

αnt,β+1











, (20)

where ζ1, . . . , ζr ∈ F. Since the first r rows of B̃ constitute a full rank square matrix, ζ1, . . . , ζr are uniquely found

by










ζ1
...

ζr











=











γn1,1αn1,1 . . . γn1,rαn1,r

. . .

γnr ,1αnr,1 . . . γnr ,rαnr ,r











−1 









αn1,β+1

...

αnr,β+1











. (21)

But r + 1 ≤ 2βv − β + 1 ≤ t, so ζ1, . . . , ζr must satisfy the equations of the remaining rows in (19), the first of

which is

ζ1γnr+1,1αnr+1,1 + · · ·+ ζrγnr+1,rαnr+1,r = αnr+1,β+1. (22)

We know that the only leverage of the adversary in (21) and (22) is γni,j , i ∈ [r+1], j ∈ [r], but γni,j ∈ {0, 1,−1}.

So, the adversary has a limited number of trials3. Since αnr+1,β+1 is chosen uniformly at random from a large

field, and independently from {αni,j, i ∈ [r + 1], j ∈ [r]} and {αni,β+1, i ∈ [r]}, the probability that its choice is

such that the adversary can satisfy (22) by choosing {γni,j , i ∈ [r + 1], j ∈ [r]}, is negligible. Thus, we conclude

that the matrix in (19) is full rank with high probability. Similarly, we can prove that










γn1,1αn1,1 . . . γn1,rαn1,r αn1,β+1 αn1,β+2

. . .

γnt,1αnt,1 . . . γnt,rαnt,r αnt,β+1 αnt,β+2











, (23)

and finally

[B̃|C] =











γn1,1αn1,1 . . . γn1,rαn1,r αn1,β+1 . . . αn1,β+h

. . .

γnt,1αnt,1 . . . γnt,rαnt,r αnt,β+1 . . . αnt,β+h











, (24)

are full rank.

Step 4. Now that [B̃|C] is a full rank matrix of size t× (r + h), and r + h ≤ 2βvβ + h = t, the unique solution

of (18) is

w′
1 = · · · = w′

r = ∆β+1 = · · · = ∆K = 0.

Case2. Â 6= A, Â ∩ A 6= ∅.

3Note that all 3r(r+1) values for γni,j , i ∈ [r+1], j ∈ [r] are not possible. For example all 0 or all 1 cases are not possible.
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Without loss of generality, we assume that Â = {m, . . . , β +m− 1} for some 2 ≤ m ≤ min(β, h).

Step 1. We have the following linear system of equations.

Ln(z1, . . . , zm−1, zn,m, . . . , zn,β+m−1, xβ+m +∆β+m, . . . , xK +∆K) = Ln(xn1, . . . , xnβ , xβ+1, . . . , xK), n ∈ T ,

where {zn,k}n∈T = {z
(i)
k }i∈[v] for k ∈ Â, and {xn,k}n∈T = {x

(i)
k }i∈[v] for k ∈ [β]. In the following, we show that

we can rewrite the above equations with h+2βv−β variables. In addition, those equations are linearly independent

and the adversary cannot make them dependent by exploiting its options.

The above system of equations is equivalent to

Ln(z1 − xn1, . . . , zm−1 − xn,m−1, zn,m − xn,m, . . . , zn,β − xn,β , zn,β+1 − xβ+1, . . . , zn,β+m−1 − xβ+m−1,

∆β+m, . . . ,∆K) = 0, n ∈ T . (25)

This system of equations can be expressed as

m−1
∑

k=1

Bk











zk − xn1,k

...

zk − xnt,k











+

β
∑

k=m

Bk











zn1,k − xn1,k

...

znt,k − xnt,k











+

β+m−1
∑

k=β+1

Bk











zn1,k − xk

...

znt,k − xk











+C











∆β+m

...

∆K











=











0

...

0











, (26)

where Bk, k ∈ [β +m− 1], and C are t× t and t× (h−m+ 1) matrices respectively, and are composed of the

coefficients of the linear code.

Step 2. We know that

{znk − xnk}n∈T ⊆ {z
(i)
k − x

(j)
k }1≤i,j≤v, m ≤ k ≤ β.

According to Lemma 2, there exist

{w1,k, . . . , w2v−1,k} ⊆ {z
(i)
k − x

(j)
k }1≤i,j≤v, m ≤ k ≤ β,

and t× (2v − 1) constant matrices, Dk, such that










zn1k − xn1k

...

zntk − xntk











= Dk











w1,k

...

w2v−1,k











, m ≤ k ≤ β. (27)

Furthermore, since

{zk − xn,k}n∈T = {zk − x
(i)
k }i∈[v] , {wi,k}i∈[v], 1 ≤ k ≤ m− 1

and

{zn,k − xk}n∈T = {z
(i)
k − xk}i∈[v] , {wi,k}i∈[v], β + 1 ≤ k ≤ β +m− 1

there exist t× v constant matrices Ek, such that










zk − xn1,k

...

zk − xnt,k











= Ek











w1,k

...

wv,k











, 1 ≤ k ≤ m− 1 (28)
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and










zn1,k − xk

...

znt,k − xk











= Ek











w1,k

...

wv,k











, β + 1 ≤ k ≤ β +m− 1. (29)

Therefore, (26) can be rewritten as

m−1
∑

k=1

BkEk











w1,k

...

wv,k











+

β
∑

k=m

BkDk











w1,k

...

w2v−1,k











+

β+m−1
∑

k=β+1

BkEk











w1,k

...

wv,k











+C











∆β+m

...

∆K











=











0

...

0











, (30)

The linear system of equations in (30) has

(m− 1)v + (β −m+ 1)(2v − 1) + (m− 1)v + (h−m+ 1) = β(2v − 1) + h = t

variables and t = β(2v − 1) + h equations. Recall that we want to show ∆β+m = · · · = ∆K = 0.

Step 3. Let

B , [B1E1| . . . |Bm−1Em−1|BmDm| . . . |BβDβ |Bβ+1Eβ+1| . . . |Bβ+m−1Eβ+m−1],

and rank(B) = r for some r ∈ N. Since the size of B is t× (2βv − β +m− 1), we have r ≤ 2βv − β +m− 1

(recall that m ≤ h, so 2βv−β+m− 1 ≤ 2βv−β+h = t, and B is a tall matrix). For a full rank submatrix of B

of size t× r, containing the r linearly independent columns of B, which we denote by B̃, there exists a variable

vector [w′
1, . . . , w

′
r], such that

m−1
∑

k=1

BkEk











w1,k

...

wv,k











+

β
∑

k=m

BkDk











w1,k

...

w2v−1,k











+

β+m−1
∑

k=β+1

BkEk











w1,k

...

wv,k











= B̃











w′
1

...

w′
r











. (31)

Using (31), we rewrite (30) as

[B̃|C]































w′
1

...

w′
r

∆β+m

...

∆K































=











0

...

0











. (32)

Step 4. The size of [B̃|C] is t×(r+h−m+1). Because r ≤ 2βv−β+m−1, or r+h−m+1 ≤ h+2βv−β = t,

[B̃|C] is a tall matrix. This matrix is full rank with high probability, and the proof is similar to the proof in Step

3 in the previous case. Therefore, the unique solution of (32) is w′
1 = · · · = w′

r = ∆β+m = · · · = ∆K = 0, which

means zk = xk for k ∈ Ĥ ∩ H.
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Case3. Â ∩ A = ∅.

Step 1. Without loss of generality, we assume that Â = {β + 1, . . . , 2β}, and 2β ≤ K . We have the following

linear system of equations.

Ln(z1, . . . , zβ, zn,β+1, . . . , zn,2β, x2β+1 +∆2β+1, . . . , xK +∆K) = Ln(xn1, . . . , xnβ , xβ+1, . . . , xK), n ∈ T ,

where {zn,k}n∈T = {z
(i)
k }i∈[v] for k ∈ Â, and {xnk}n∈T = {x

(i)
k }i∈[v] for k ∈ [β]. In addition, those equations

are linearly independent and the adversary cannot make them dependent by exploiting its options.

The above system of equations is equivalent to

Ln(z1 − xn,1, . . . , zβ − xn,β , zn,β+1 − xβ+1, . . . , zn,2β − x2β ,∆2β+1, . . . ,∆K) = 0, n ∈ T . (33)

This system of equations can be expressed as

β
∑

k=1

Bk











zk − xn1,k

...

zk − xnt,k











+

2β
∑

k=β+1

Bk











zn1,k − xk

...

znt,k − xk











+C











∆2β+1

...

∆K











=











0

...

0











, (34)

where Bk, k ∈ [2β], and C are t× t and t× (K − 2β) matrices respectively, and are composed of the coefficients

of the linear code.

Step 2. Since

{zk − xnk}n∈T = {zk − x
(i)
k }i∈[v] , {wi,k}i∈[v], k ∈ [β],

and

{zn,k − xk}n∈T = {z
(i)
k − xk}i∈[v] , {wi,k}i∈[v], β + 1 ≤ k ≤ 2β,

there exist t× v constant matrices Dk such that










zk − xn1,k

...

zk − xnt,k











= Dk











w1,k

...

wv,k











, k ∈ [β], (35)

and










zn1,k − xk

...

znt,k − xk











= Dk











w1,k

...

wv,k











, β + 1 ≤ k ≤ 2β. (36)

Therefore, (34) can be rewritten as

β
∑

k=1

BkDk











w1,k

...

wv,k











+

2β
∑

k=β+1

BkDk











w1,k

...

wv,k











+C











∆2β+1

...

∆K











=











0

...

0











, (37)

The linear system of equations in (37) has

βv + βv + (h− β) = β(2v − 1) + h
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variables and t = β(2v − 1) + h equations.

Step 3. Let

B , [B1D1| . . . |BβDβ |Bβ+1Dβ+1| . . . |B2βD2β ],

and rank(B) = r for some r ∈ N. Since size of B is t× (2βv), we have r ≤ 2βv. For a full rank submatrix of B

of size t× r, containing the r linearly independent columns of B, which we denote by B̃, there exists a variable

vector [w′
1, . . . , w

′
r], such that

β
∑

k=1

BkDk











w1,k

...

wv,k











+

2β
∑

k=β+1

BkDk











w1,k

...

wv,k











= B̃











w′
1

...

w′
r











. (38)

Using (38), we rewrite (37) as

[B̃|C]































w′
1

...

w′
r

∆2β+1

...

∆K































=











0
...

0











. (39)

Step 4. The size of [B̃|C] is t × (r + h − β). Because r ≤ 2βv, or r + h − β ≤ h + 2βv − β = t, [B̃|C] is a

tall matrix. This matrix is full rank with high probability, and the proof is similar to the proof in Step 3 in the first

case. Therefore, the unique solution of (39) is w′
1 = · · · = w′

r = ∆2β+1 = · · · = ∆K = 0.

V. CONVERSE PROOF FOR t∗LINEAR (N,K, β, v)

In this section, we show that for any t-correct linear code for a (N,K, β, v) distributed system with linear

functions f1, . . . , fN , if t < t∗Linear, there exist a set T ⊆ [N ], |T | = t, and a valid assignment of {xnk}n∈T ,k∈[K],

that results in two feasible solutions that differ in the message of at least one honest node. It suffices to show this

for t = t∗Linear− 1. The idea in the proof is that the adversary can act in a particular way so that in any linear code,

the linear system of t equations in the decoder has h + 2βv − β variables, and are linearly independent. Since

t < h + 2βv − β, i.e. the number of the variables is more than the number of equations, this causes ambiguity

about the messages of the honest nodes. In other words, for at least one k ∈ H, we would have x̂k 6= xk. Note that,

naturally, there is no unique solution to an underdetermined system, i.e. one with more variables than equations.

But here, we need more than only a condition on the number of equations and variables. This is because we want

to show that in such underdetermined system, there is ambiguity about some certain variables, more specifically,

those for the honest nodes. For example, in some codes, all the other variables might fall in a separate subspace,

so that the honest variables can be uniquely found. In the converse proof, we show that no such thing occurs, and

in any linear t-correct code, t∗Linear− 1 equations are always insufficient for unique decoding of the messages of the

honest nodes.
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In the following, first we state a definition and two lemmas and then explain how to find such assignment, in

the two regions K ≤ N ≤ K + 2β(v − 1) and N ≥ K + 2β(v − 1). These lemmas are for the general distributed

encoding system and are not limited to the linear regime.

Definition. A multivariable function f(x1, . . . , xS) : F
S → F, S ∈ N, is said to be a function of the variable x1,

if there exist x2, . . . , xS , δ ∈ F, such that f(x1 + δ, x2 . . . , xS) 6= f(x1, x2, . . . , xS). Functionality of the other

variables x2, . . . , xK is defined similarly.

If f(x1, . . . , xS) is a linear function, i.e. f(x1, . . . , xS) =
∑

i∈[S] αixi, the above definition states that f is a

function of x1, if α1 6= 0.

Lemma 3. Consider a t-correct code for a general (N,K, β, v) distributed encoding system with the encoding

functions f1(x1, . . . , xK), . . . , fN (x1, . . . , xK). For any m arbitrary subset of the encoding functions, namely

fn1
, . . . , fnm

, m ∈ [K], there are at least m input symbols xk1
, . . . , xkm

out of the K input symbols, such

that for each symbol xkj
, j ∈ [m], at least one of fn1

, . . . , fnm
is a function of xkj

.

This lemma is only a consequence of the MDS property of a t-correct code.

Proof. The case m = 1 is trivial, because a function fn1
is a function of one or more variables. The case m = K

immediately follows from the MDS property of t-correct codes. For 2 ≤ m ≤ K − 1, by contradiction suppose

that there are at most m − 1 inputs, such that each of f1, . . . , fm is only a function of some or all of them.

Without loss of generality, let those m− 1 inputs be x1, . . . , xm−1. According to the MDS property, the values of

f1, . . . , fK determine x1, . . . , xK uniquely. None of f1, . . . , fm is a function of any of xm, . . . , xK , so the values

of fm+1, . . . , fK should determine xm, . . . , xK uniquely, . But this is impossible, because there is no bijective

mapping from F
K−m+1 to F

K−m.

Lemma 4. Consider a t-correct code for a general (N,K, β, v) distributed encoding system with the encoding

functions f1(x1, . . . , xK), . . . , fN(x1, . . . , xK). If for any β source nodes {k1 . . . , kβ} ⊂ [K], there are h = K−β

functions fn1
, . . . , fnh

, that are not functions of any of xk1
. . . , xkβ

, then there are exactly K univariate functions

fi1 , . . . , fiK , such that fik is only a function of xik , for k ∈ [K].

Consider an example in which fi(x1, . . . , xK) = gi(xi), gi : F → F, for i ∈ [K], i.e. the first K functions

f1, . . . , fK are univariate. Now, for a subset of [K] of size β, say S = {k1, . . . , kβ}, the h functions fk, k ∈ [K]\S,

are not functions of any of xk, k ∈ S. Lemma 4 states that the reverse statement holds as well: If for any β inputs,

there are h functions with the said property, there would be K univariate functions among f1, . . . , fN . The emphasis

that there are exactly K such functions is due to the MDS property, because two functions of only one variable

violates Lemma 3 for m = 2.

Proof. The proof of this lemma can be found in Appendix A.

Now we get back to the converse proof. First, we provide the proof for the region N ≥ h+ 2βv − β.
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A. Converse proof for N ≥ h+ 2βv − β

Step 1. This step is different for β = 1 and β ≥ 2. First let β = 1. Since N ≥ h + 2v − 1, there are at least

2v − 1 functions in f1, . . . , fN , that are functions of x1, according to Lemma 3. We choose h+ 2v − 2 functions

that include at least 2v−1 functions of x1. Without loss of generality, suppose they are f1, . . . , fh+2v−2. Therefore,

there are at most h− 1 functions among f1, . . . , fh+2v−2 that are not functions of x1.

Now let β ≥ 2. Due to the MDS property of any t-correct code, there is at most one univariate function of each

input among f1, . . . , fN . Since N ≥ h+2βv−β, we choose t = h+2βv−β− 1 functions out of f1, . . . , fN that

include at most K − 1 univariate functions. Without loss of generality, suppose that they are f1, . . . , ft. According

to Lemma 4, there exist β source nodes such that at most h−1 function out of f1, . . . , ft are not functions of them.

Without loss of generality, suppose that they are the first β source nodes. The following proposition summarizes

this step.

Proposition 1. We can choose t = h+2βv−β−1 functions out of f1, . . . , fN , without loss of generality f1, . . . , ft,

such that at most h− 1 functions out of them are not functions of the first β inputs.

We choose the first β source nodes as the adversaries, and use the above proposition in the last step of the proof.

Step 2. Our goal is to find {x(i)
k }i∈[v],k∈[β], {z

(i)
k }i∈[v],k∈[β], {xk}β+1≤k≤K , and {∆k}β+1≤k≤K , such that

fn(xn1, . . . , xnβ , xβ+1, . . . , xK) = fn(zn1, . . . , znβ, xβ+1 +∆β+1, . . . , xK +∆K), n ∈ [t], (40)

where {xnk}n∈[t] = {x
(i)
k }i∈[v], {znk}n∈[t] = {z

(i)
k }i∈[v], for all k ∈ [β], and at least one of ∆k, β + 1 ≤ k ≤ K

is nonzero. In other words, we want to find two setups of messages of the source nodes that make up the same

codeword. The messages in setup 1 are xnk , k ∈ [β], and xk, β + 1 ≤ k ≤ K . The messages in setup 2 are znk,

k ∈ [β], and xk +∆k, β + 1 ≤ k ≤ K , for n ∈ [t]. Equation (40) is equivalent to

fn(zn1 − xn1, . . . , znβ − xnβ ,∆β+1, . . . ,∆K) = 0, n ∈ [t]. (41)

We want the number of the variables in the above system to be h+ 2βv − β.

Step 3. We choose the configuration in table (42) for k ∈ [β]. This table signifies how adversaries send their

messages to the encoding nodes in the two setups. For example, in setup 1, the adversarial node k ∈ [β] sends x(1)
1

to encoding nodes n ∈ N1, and in setup 2 sends z
(1)
1 to encoding nodes n ∈ N1 ∪N2.

n xnk znk

N1 = {1, . . . , h+ β − 1} x
(1)
k

z
(1)
k

N2 = {h+ β, . . . , h+ 2β − 1}
x
(2)
k

N3 = {h+ 2β, . . . , h+ 3β − 1}
z
(2)
k

N4 = {h+ 3β, . . . , h+ 4β − 1} x
(3)
k

...

N2v−2 = {h+ (2v − 3)β, . . . , h+ (2v − 2)β − 1}
x
(v)
k

z
(v−1)
k

N2v−1 = {h+ (2v − 2)β, . . . , h+ (2v − 1)β − 1} z
(v)
k

(42)

19



Let wi+j−1,k , z
(i)
k − x

(j)
k , i, j ∈ [v], k ∈ [β]. We can rewrite (41) using (42) as following.

fn(w1,1, . . . , w1,β ,∆β+1, . . . ,∆K) = 0, n ∈ N1,

fn(w2,1, . . . , w2,β ,∆β+1, . . . ,∆K) = 0, n ∈ N2,

fn(w3,1, . . . , w3,β ,∆β+1, . . . ,∆K) = 0, n ∈ N3,

fn(w4,1, . . . , w4,β ,∆β+1, . . . ,∆K) = 0, n ∈ N4,

...

fn(w2v−2,1, . . . , w2v−2,β ,∆β+1, . . . ,∆K) = 0, n ∈ N2v−2,

fn(w2v−1,1, . . . , w2v−1,β ,∆β+1, . . . ,∆K) = 0, n ∈ N2v−1.

(43)

There are h+2βv−β variables, {wi,k}i∈[2v−1],k∈[β] and {∆k}β+1≤k≤K , in the above t equations. We want these

equations to be linearly independent.

Step 4. Let

w , [wT
1 , . . . ,w

T
2v−1]

T ,

where wi = [wi,1, . . . , wi,β ]
T for i ∈ [2v − 1], and ∆ = [∆β+1, . . . ,∆K ]T . Assume that the generator matrix of

the linear code is G = [gn,k]n∈[N ],k∈[K], i.e.

fn(xn1, . . . , xnK) =
K
∑

k=1

gn,kxnk, n ∈ [N ]. (44)

Therefore, the matrix form of (43) is

B





w

∆



 =

















C1

D

C2

. . .

C2v−1





















w

∆



 =











0

...

0











, (45)

where

Ci = [gn,k]n∈Ni,k∈[β], i ∈ [2v − 1],

D = [gn,k]n∈[t],β+1≤k≤K ,

and the unspecified elements in (45) are zeros. The sizes of the submatrices in (45) are as follows.

Matrix Size

C1 (h+ β − 1)× β

C2, . . . ,C2v−1 β × β

D (h+ 2βv − β − 1)× h

B (h+ 2βv − β − 1)× (h+ 2βv − β)

(46)
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Therefore, rank(B) ≤ h+ 2βv − β − 1.

Step 5. The generator matrix G is full, and because D is composed of h columns of it (in the first t rows), D is

full rank as well. The submatrix

B
∗ =

















C1

C2

. . .

C2v−1

















,

of B is full rank, if and only if all {Ci}i∈[2v−1] are full rank. In Lemma 5 that comes later, we show that if B
∗

is not full rank, it can be made full rank by modifying N1, . . . ,N2v−1 in (42). Thus, we consider B
∗ to be full

rank. This means the t equation in (43) are linearly independent.

Since rank(B) ≤ h + 2βv − β − 1, and size(B) = (h + 2βv − β − 1) × (h + 2βv − β), the columns of B

are linearly dependent. Thus, there is a linear combination of the columns of B that equals zero. But, B∗ and D

are both full column rank, so this combination contains at least one column from B
∗ and one column from D.

Therefore, (45) has a nonzero solution in which ∆ 6= 0. It shows that the two setups in (40) correspond to the same

codeword, even though the message of at least one honest node is different in them. This completes the converse

proof. In the following, we state the lemma that allowed us to assume B
∗ is full rank.

Lemma 5. Consider the (h+ 2βv − β − 1)× β matrix E = [en,k]n∈[h+2βv−β−1],k∈[β] with following properties.

• E is full rank.

• E has h− 1 zero rows at most.

• The submatrix consisting of any h+ β rows of E is full rank.

There is a partitioning {1, . . . , h+ 2βv − β − 1} = R1 ∪ · · · ∪ R2v−1, such that |R1| = h+ β − 1, |Ri| = β for

2 ≤ i ≤ 2v − 1, and the submatrices Bj = [en,k]n∈Ri,k∈[β], j ∈ [2v − 1] are full rank.

This lemma states that we can divide E row-wise, into 2v − 1 full rank submatrices. In order to use it to show

that B∗ is full rank, we need to verify that E = [gn,k]n∈[t],k∈[β] has the properties stated in the lemma. Recall that

G = [gn,k]n∈[N ],k∈[K] is the generator matrix of the linear code.

• Property 1: We know that the submatrix consisting of any t rows from G is full rank. Therefore, E is full

rank.

• Property 2: According to Proposition 1, at most h− 1 functions in f1, . . . , ft are not functions of the first β

inputs. Therefore, at most h− 1 rows of E are zeros.

• Property 3: According to the MDS property of t-codes, the submatrix of any K = h + β rows of G is full

rank, thus the submatrix of any h+ β rows of E is also full rank.

Now we present the proof of the lemma

Proof. The case v = 1 is trivial. So suppose v ≥ 2. Let rn denote the n’th row of E, where n ∈ [t]. We know

that according to property 3, there are β linearly independent rows among the first h + β rows of E. Let R′
2

be the set containing the indices of those rows. There are β independent rows among the first h + β rows of
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E − {rn}n∈R′

2
. Let R′

3 be the set containing the indices of those rows. Similarly, there are β independent rows

among the first h + β rows of E − {rn}n∈R′

2
− {rn}n∈R′

3
. In the same way, we construct R′

2, . . . ,R
′
2v−1. In

the last step, h + β − 1 unchosen rows from C remain, by which we construct R′
1. If {rn}n∈R′

1
are full rank,

the proof is complete. In the case of β = 1, the h rows in {rn}n∈R′

1
are full rank, because each row is one

element, and according to property 3, there are at most h− 1 zero rows. Consequently, for β = 1, the partitioning

{1, . . . , h+ 2βv − β − 1} = R1 ∪ · · · ∪ R2v−1, where Ri = R′
i, i ∈ [2v − 1], satisfies the lemma.

Suppose that β ≥ 2, and the row set {rn}n∈R′

1
is not full rank. According to property 3, adding any other row

to {rn}n∈R′

1
makes it full rank. Thus, the rank of {rn}n∈R′

1
is β − 1, and there are β − 1 independent rows in

{rn}n∈R′

1
.

We claim that we can construct R1 and R2 by replacing a row from {rn}n∈R′

1
, with a row from {rn}n∈R′

2
,

such that {rn}n∈R1
and {rn}n∈R2

are full rank. We choose a nonzero row from {rn}n∈R′

1
, other than the β − 1

aforementioned independent rows, and denote it by r∗. Since there are at most h− 1 zero rows in {rn}n∈R′

1
, such

row exists. Let R′
2 = {n1, . . . , nβ} ⊂ N

β . There is a row in {rn}n∈R′

2
, which we denote by r̂, such that r∗ is not

a linear combination of the rows {rn}n∈R′

2
− r̂. In order to show this, by contradiction suppose that there exist

coefficients σi,j , i ∈ [β], j ∈ [β] \ {i}, such that

r∗ =
∑

k∈[β]
k 6=1

σ1,krnk
=

∑

k∈[β]
k 6=2

σ2,krnk
= · · · =

∑

k∈[β]
k 6=β

σβ,krnk
. (47)

The equation

∑

k∈[β]
k 6=1

σ1,krnk
=

∑

k∈[β]
k 6=i

σi,krnk
, 2 ≤ i ≤ β,

is equivalent to

σ1,irni
− σi,1rn1

+
∑

k∈[β]
k 6=1,i

(σ1,k − σi,k)rnk
= 0, 2 ≤ i ≤ β.

Since {rn}n∈R′

2
is full rank, this means σ1,k = 0 for 2 ≤ k ≤ β. Consequently r∗ = 0, which is wrong. Therefore,

r̂ ∈ {rn}n∈R′

2
exists such that r∗ is not a linear combination of {rn}n∈R′

2
− r̂.

Now we exchange r∗ from R′
1 with r̂ from R′

2. Since {rn}n∈R′

1
∪ {r̂} is full rank, according to property 3,

{rn}n∈R′

1
∪ {r̂} − {r∗} is full rank as well. Therefore, with this exchange, {rn}n∈R1

= {rn}n∈R′

1
∪ {r̂} − {r∗}

and {rn}n∈R2
= {rn}n∈R′

2
∪{r∗}−{r̂} are both full rank. So we found a partitioning {1, . . . , h+2βv−β−1} =

R1 ∪ · · · ∪ R2v−1, where Ri = R′
i for 3 ≤ i ≤ 2v − 1, that satisfies the lemma.

B. Converse proof for K ≤ N < h+ 2βv − β

We want to prove t∗Linear = N , so we show that t = N − 1 results in two feasible solutions that differ in the

message of at least one honest node. First let β = 1. There are at least N − h functions in f1, . . . , fN , that are

functions of x1, according to Lemma 3. We choose t = N − 1 functions that include at least N − h functions of

x1. Without loss of generality, suppose they are f1, . . . , fN−1. Therefore, there are at most h− 1 functions among

f1, . . . , fN−1 that are not functions of x1.
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Now let β ≥ 2. Due to the MDS property of any t-correct code, there is at most one univariate function of each

input among f1, . . . , fN . We choose t = N − 1 functions out of f1, . . . , fN that include at most K − 1 univariate

functions. Without loss of generality, suppose that they are f1, . . . , fN−1. According to Lemma 4, there exist β

source nodes, where at most h−1 function out of f1, . . . , fN−1 are not functions of them. Without loss of generality,

suppose that they are the first β source nodes.

The summary of the results do far is that we can choose t = N − 1 functions out of f1, . . . , fN , without loss of

generality f1, . . . , fN−1, such that at most h− 1 functions out of them are not functions of the first β inputs.

We choose the first β source nodes as adversaries. Our goal is to find {x(i)
k }i∈[v],k∈[β], {z

(i)
k }i∈[v],k∈[β], {xk}β+1≤k≤K ,

and {∆k}β+1≤k≤K , such that

fn(xn1, . . . , xnβ , xβ+1, . . . , xK) = fn(zn1, . . . , znβ, xβ+1 +∆β+1, . . . , xK +∆K), n ∈ [N − 1], (48)

where {xnk}n∈[N−1] = {x
(i)
k }i∈[v], {znk}n∈[N−1] = {z

(i)
k }i∈[v], for all k ∈ [β], and at least one of ∆k, β + 1 ≤

k ≤ K is nonzero. In the previous subsection, we proved that t < h + 2βv − β equations are not enough for

the decoder, because they always cause ambiguity in the message of at least one honest node. Here, we have

N−1 < h+2βv−β equations in (48). Therefore, the result of the previous subsection applies here, and concludes

the proof for K ≤ N < h+ 2βv − β.

VI. DISCUSSION AND CONCLUDING REMARKS

We introduced the problem of adversarial distributed encoding, wherein K source nodes send their data symbols

to N encoding nodes, that each calculates and stores an encoded symbol of the received symbols. Meanwhile, an

adversary controls β source nodes, where each sends v different symbols to the encoding nodes. We study the

fundamental limit of this system, t∗(N,K, β, v), which is the minimum number of the encoding nodes that are

needed to recover the messages of the honest nodes correctly. In the linear regime, i.e. when encoding nodes use

linear functions, we characterized the fundamental limit t∗Linear.

There are many more aspects of distributed encoding systems that can be explored. Some of the potential research

areas are as follows.

A. Characterizing t∗

We conjecture that t∗ < t∗linear for large enough N , and that nonlinear coding is required in order to achieve

t∗. Designing a t-correct nonlinear code, and proving the uniqueness of the messages of the honest nodes seems

challenging because nonlinear systems usually have numerous solutions.

B. Designing a linear code with efficient decoding algorithm

Algorithm 1 searches all the possible cases, looking for feasible solutions. Therefore, the decoding complexity

is exponential, and such algorithm is not suitable for implementation. Very sparse codes or codes with algebraic

structures may allow us to develop a low-complexity decoding algorithm. The following lemma shows that Reed-

Solomon code achieves linear.
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Lemma 6. Reed-Solomon code achieves t∗linear in a (N,K, β, v) distributed linear encoding system.

The proof can be found in Appendix B.

C. Finding the smallest finite field that produces a reasonable error probability.

In this paper, we showed that if the field size is large, then with high probability, random linear code achieves

t∗linear. We can also use Shwartz-Zipple Lemma to show that if the field size is large enough, there exists a linear

code that achieves t∗linear. The question of interest is the minimum size of the field needed to achieve t∗linear.

APPENDIX

APPENDIX A

PROOF OF LEMMA 4

In this appendix, we prove Lemma 4. For any two different sets A1,A2 ∈ [K], |A1| = |A2| = β, A1 ∩ A2 6=

∅, the h functions that are not functions of {xi}i∈A1
and {xi}i∈A2

differ in at least one function. Otherwise,

there are h functions in f1, . . . , fN that are functions of at most h − 1 symbols out of the K symbols (because

K − |A1 ∪ A2| ≤ h− 1), which contradicts Lemma 3.

Without loss of generality, assume for the first β symbols, x1, . . . , xβ , the h functions fβ+1, . . . , fh+β are

not functions of them. Now take x2, . . . , xβ+1. According to the above discussion, the h functions that are not

functions of them, differ with fβ+1, . . . , fh+β in at least one function. Without loss of generality, suppose f1 is that

function. So f1 is not a function of x2, . . . , xβ+1, but is a function of x1, because otherwise the h + 1 functions

{f1, fβ+1, . . . , fh+a} are not functions of x1, . . . , xβ , which is against Lemma 3. Now take x1x3, . . . , xβ+1. Again,

the h functions that are not functions of them, differ with fβ+1, . . . , fh+β in at least one function. Without loss of

generality, suppose f2 is that function. So f2 is not a function of x1x3, . . . , xβ+1, but is a function of x2, because

otherwise the h+ 1 functions {f2, fβ+1, . . . , fh+β} are not functions of x1, . . . , xβ , which is against Lemma 3.

By similar arguments, we deduce that without loss of generality, fk is a function of xk, and is not function of

{xi, xβ+1}i∈[β]\{k}, for k ∈ [β]. In the following, we show that f1, . . . , fβ are not functions of xβ+2, . . . , xK as well.

Take x2, . . . , xβ , xβ+2. We know that the h functions that are not functions of them, differ with fβ+1, . . . , fh+β in

at least one function. This one different function is not among f2, . . . , fβ , because they are functions of x2, . . . , xβ ,

respectively. Suppose this function is among fh+β+1, . . . , fN , and without loss of generality, suppose it is fβ+h+1.

But the h+2 functions {f1, fβ+1, . . . , fβ+h+1}, are not functions of x2, . . . , xβ , which is not possible due to Lemma

3. Therefore the only remaining choice is that f1 is that different function that is not function of x2, . . . , xβ , xβ+2.

So we proved that f1 is a function of x1, and is not a function of x2, . . . , xβ+2. Similarly, f1 is not a function of

the remaining inputs, xβ+3, . . . , xK . Similarly, f2, . . . , fβ are not functions of xβ+2, . . . , xK . Therefor, f1, . . . , fβ

are univariate functions of x1, . . . , xβ , respectively. Since x1, . . . , xβ are arbitrary, we proved that there exists at

least one univariate function of each of the K input symbols. Due to the MDS property of t-codes, there is at most

one univariate function of each input symbol. Therefore there are exactly K univariate functions of x1, . . . , xK

among f1, . . . , fN .
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APPENDIX B

PROOF OF LEMMA 6

Recall that RS code is linear, and is described by the generator matrix G = [αnk] where αnk = λk−1
n , n ∈

[N ], k ∈ [β] and λ1, . . . , λN ∈ F are distinct. In other words,

G =

















1 λ1 λ2
1 . . . λK−1

1

1 λ2 λ2
2 . . . λK−1

2

. . .

1 λN λ2
N . . . λK−1

N

















.

proof of Lemma 6. As the proof for the random linear code, suppose that the first β source nodes are the adversaries,

i.e. A = {1, . . . , β} and H = {β + 1, . . . ,K}. The v messages of the adversarial source node k ∈ A are

{x
(i)
k }i∈[v], k ∈ [β], and the message of the honest node k ∈ H is xk , β + 1 ≤ k ≤ K . Assuming an arbitrary set

T = {n1, . . . , nt}, we want to show that the only partial solution for fn(xn1, . . . , xnK) = yn, n ∈ T , is xnk = xk,

k ∈ H.

Again, like the proof of achievability for the random linear code, we need to examine three cases Â = {1, . . . , β},

Â = {m, . . . , β +m− 1}, m ∈ [β], and Â = {β + 1, . . . , 2β}. But since that proof showed that these three cases

are similar, we only examine the first case Â = {1, . . . , β}.

Suppose that in addition to the real scenario, there is another solution for fn(xn1, . . . , xnK) = yn, n ∈ T in

which Â = {1, . . . , β}, the messages of the source node k ∈ Â are {z(i)k }i∈[v], and the message of the source node

k ∈ Ĥ is zk = xk +∆k. The goal is to prove ∆k = 0 for k ∈ Ĥ.

Since RS code is linear, all the equations (9) to (20) are the same here. Thus, we do not repeat them here and

continue from (21). We have










ζ1
...

ζr











=











γn1,1αn1,1 . . . γn1,rαn1,r

. . .

γnr,1αnr ,1 . . . γnr,rαnr ,r











−1 









αn1,β+1

...

αnr ,β+1











=











γn1,1λ
0
n1

. . . γn1,rλ
r−1
n1

. . .

γnr,1λ
0
nr

. . . γnr ,rλ
r−1
nr











−1 









λβ
n1

...

λβ
nr











, (49)

and

ζ1γnr+1,1λ
0
nr+1

+ · · ·+ ζrγnr+1,rλ
r−1
nr+1

= λβ
nr+1

. (50)

The above equation means that λnr+1
is a root of the polynomial g(x) = xβ − ζrγnr+1,rx

r−1 − · · · − ζ1γnr+1,1x
0.

But λnr+1
is chosen uniformly at random from a large field, and is independent from λn1

, . . . , λnr
in (49). Each

option for {γni,j}i∈[r+1],j∈[r] ∈ {0, 1,−1}
r(r+1) results in at most β roots of g(x) in the field, so the number of

options that the adversary can try is limited. Given that λ1, . . . , λN are chosen uniformly at random from the field,

the probability that the choice of the adversary satisfies (50) is negligible. After this, we can continue the proof for

the linear code and prove that [B̃|C] in (18) is full rank and conclude the proof.
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