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Byzantine-Resilient Distributed Hypothesis Testing
With Time-Varying Network Topology

Bo Wu, Steven Carr, Suda Bharadwaj, Zhe Xu, and Ufuk Topcu

Abstract—We study the problem of distributed hypothesis
testing over a network of mobile agents with limited com-
munication and sensing ranges to infer the true hypothesis
collaboratively. In particular, we consider a scenario where
there is an unknown subset of compromised agents that may
deliberately share altered information to undermine the team
objective. We propose two distributed algorithms where each
agent maintains and updates two sets of beliefs (i.e., probability
distributions over the hypotheses), namely local and actual beliefs
(LB and AB respectively for brevity). In both algorithms, at
every time step, each agent shares its AB with other agents
within its communication range and makes a local observation
to update its LB. Then both algorithms can use the shared
information to update ABs under certain conditions. One requires
receiving a certain number of shared ABs at each time instant;
the other accumulates shared ABs over time and updates after the
number of shared ABs exceeds a prescribed threshold. Otherwise,
both algorithms rely on the agent’s current LB and AB to
update the new AB. We prove under mild assumptions that the
AB for every non-compromised agent converges almost surely
to the true hypothesis, without requiring connectivity in the
underlying time-varying network topology. Using a simulation of
a team of unmanned aerial vehicles aiming to classify adversarial
agents among themselves, we illustrate and compare the proposed
algorithms. Finally, we show experimentally that the second
algorithm consistently outperforms the first algorithm in terms
of the speed of convergence.

Index Terms—Distributed hypothesis testing, multi-agent sys-
tem, Byzantine attacks.

I. INTRODUCTION

This paper studies a problem in distributed teams of coop-
erating agents performing tasks that are beyond the capability
of an individual agent. Similar problems have attracted recent
interest, see, e.g., [1], [2], [3], [4], [5], [6], [7], [8], [9], [10],
[11]. As a running example, consider a team of mobile agents
performing persistent surveillance tasks as shown in Fig. 1.
Each agent monitors a certain region by following a given
trajectory for an indefinite period of time. Such a team of
agents offers real-time surveillance and rapid response that
covers a massive environment.

In adversarial environments, the agents may be subject to
external influence (e.g., through a cyber attack) resulting in
an a priori unknown subset of compromised (bad) agents
that may behave adversely and follow different trajectories.
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Fig. 1: The motivating example consists of four agents (un-
manned aerial vehicles or UAVs). The shaded yellow region
represents the sensing and communication ranges. Solid and
dashed lines represent the trajectories of an agent, depending
on whether it is good or bad. The green agent is bad, and it
is following a dashed trajectory.

To classify those bad agents, each non-compromised (good)
agent may need to repeatedly sense the other agents’ positions.
Because of limited ranges, noisy sensor data, and individual
surveillance task constraints, it may not be reasonable to
anticipate that a single good agent can classify all bad agents.
Instead, the agents must share their local information with their
neighbors, i.e., the mobile agents within their communication
range, to identify those bad agents collaboratively. Note that a
bad agent may share arbitrarily altered information to prevent
itself from being identified. Collaboration under the existence
of bad agents raises the question of how to process the
local and shared information so that the good agents can
reach a consensus on the subset of bad agents correctly. This
classification problem fits into the framework of distributed
hypothesis testing, where every possible subset of bad agents
is a hypothesis.

Take Fig. 1 as an example, the compromised green UAV
follows a different trajectory from its assigned one. Due to
the limited sensing range, no good agent may observe this bad
agent at every time step. Consequently each agent cannot infer
which agent is bad individually based on its local observations
of agent positions. Also due to limited communication ranges,
agents may only share their local information occasionally to
mobile agents within communication ranges, where the bad
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agent may also deliberately share contrived information that
can trick other agents. Therefore, in this scenario, we need a
resilient distributed solution so that each agent can make local
observations, share its local information, and collaboratively
identify the bad agent over time, regardless of the influence
of the bad agent.

In distributed hypothesis testing, a team of agents makes
local observations and collaboratively infer the unknown true
hypothesis that generates their observations. Distributed hy-
pothesis testing finds a wide spectrum of applications, for
example, in social learning [12], [13], [14], sensor networks
[4], [15], [1], and wireless communication [16], [17]. The
major challenge of distributed hypothesis testing is to design
interaction rules to process local and shared information so
that the agents will converge to the unknown true hypothesis.

In one approach, the agents do not directly communicate
with each other but send their local information to a fusion
center for centralized processing [18], [12], [4]. However,
such centralized processing may place communication and
computation burdens on the fusion center as the number of
agents increases. Furthermore, the team objective will fail with
a compromised fusion center. To improve the scalability and
resilience, distributed solutions where each agent communi-
cates along a graph to its neighbors without a fusion center
are growing in popularity, e.g., [15], [1], [13], [19], [14], [20].

This paper considers a distributed hypothesis testing prob-
lem over a network of mobile agents with a time-varying
network topology. Specifically, each agent maintains and up-
dates two sets of beliefs, namely local and actual beliefs [20]
(LB and AB for brevity), based on its local observations and
neighbors’ ABs. A belief is a probability distribution over
the hypotheses. We are interested in designing algorithms
that perform belief updates guaranteeing that each agent’s AB
converges to the true hypothesis with resilience to bad agents
that share arbitrarily altered information.

In a preliminary version [21] of this paper, we proposed
a resilient belief update algorithm. At every time step, each
agent shares its AB to its neighbors, makes a local observation,
and updates its LB. To perform the AB update with the shared
beliefs, the algorithm requires a sufficient number of shared
beliefs to filter out the impact of the bad agents at the same
time instant. Thus, we refer to this updating method as a
synchronous belief update. When there are insufficient shared
ABs to perform an AB update, the algorithm updates the
agents’ ABs as a function of their local and ABs. In [21], the
algorithm, after filtering out the impact of the bad agents, then
takes the minimum of the neighbors’ ABs on each hypothesis.
In [21], we proved the almost-sure convergence to the true
hypothesis without requiring connectivity in the underlying
network topology.

This paper makes significant extensions on [21] and in-
troduces additional belief update algorithms. In the new al-
gorithm, each agent collects the shared ABs over time until
there are enough of them to make the AB update. Since
there is no explicit time dependence on information, we call
this process an asynchronous belief update algorithm. We
prove the almost-sure convergence to the true hypothesis under
mild assumptions. We also show that, besides taking the

minimum, taking the average of the shared ABs over each
hypothesis guarantees the convergence. With low sensor noise,
the minimum rule converges faster than the average rule since
it can quickly rule out the unlikely hypotheses. Conversely,
when the sensor noise is high, the average rule converges faster
with lower variance.

We conduct simulations with a team of UAVs that collabo-
ratively tries to classify the compromised agents in the team.
These results empirically demonstrate the validity and compare
the performance of the synchronous and asynchronous algo-
rithms. We show that the asynchronous algorithm consistently
outperforms the synchronous algorithm. We also compare the
performance between the average and minimum rules under
different sensor noises. Finally, we show that the algorithm
convergences even when multiple bad agents coordinate to
deceive the others.
Related work. Most existing belief update algorithms make
use of consensus-based belief aggregation assuming a strongly
connected (potentially time-varying) network topology, see
e.g., [14], [1], [22], [5], [19]. However, none of these methods
consider adversarial agents that do not follow the update
rule and may share arbitrarily altered beliefs. As a result,
these rules will fail in the presence of compromised agents.
Recent results in [23], [24] consider the vulnerability of
distributed algorithms. However, their settings are in cyber-
physical systems that involve continuous dynamics, and the
focus is on the stability of the system.

Belief propagation (BP) [25], [26], [27], [28] considers
computing the marginal distribution for each agent based on
local and shared information. However, BP generally also
assumes certain connectivity constraints for convergence, does
not consider time varying graphs and Byzantine agents, and
mostly focuses on sum-product belief update rule.

The works most related to this paper are [20] and [29],
where the belief update algorithms are resilient against bad
agents. These bad agents follow a Byzantine adversary model
where they may have access to complete knowledge of the
team task, belief update algorithm, shared information, and
true hypothesis. These adversaries may send arbitrarily altered
beliefs to undermine the team objective. The belief update
algorithm proposed in [20] is resilient to adversarial agents
and almost surely converges to the true hypothesis. However,
the guarantee in [20] assumes a fixed network topology
(the extended version [30] considers a time-varying network
topology, but it only applies in settings without adversarial
agents). Furthermore, the guarantee of convergence in [20]
relies on some graph-theoretic connectivity requirements of
the network topology.

Compared to the existing literature for distributed hypothe-
sis testing, this paper has three principal contributions. First,
we design belief update algorithms resilient against compro-
mised agents considering a time-varying network topology.
Second, we prove that every non-compromised agent will
converge almost surely to the true hypothesis without requiring
connectivity in the underlying network topology. The pro-
posed approaches are not only applicable to the classification
problem in Fig. 1 but also to other applications such as
collaborative localization and distributed intrusion detection.
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In these cases, the proposed framework also naturally extends
to settings without adversarial agents. Third, we show the
validity of the proposed algorithms experimentally, where the
asynchronous algorithm consistently converges faster than the
synchronous algorithm. We also compare the performance
between average and minimum rules that make use of shared
ABs.

II. PRELIMINARIES AND MODELING FRAMEWORK

We consider a set N = {0, ..., N − 1} of agents that move
in a gridworld with a finite grid set Q. Let Z≥0 denote non-
negative integers. At time step t ∈ Z≥0, we denote qi,t ∈ Q
as the state of an agent i that represents its position at time t.
Each agent is moving under the constraints of a directed graph
Gm = (Q,Em) where Em ⊆ Q × Q and m in the subscript
indicates that this graph characterizes the motion of an agent.
An agent can move from q to q′ in one time step if and only
if (q, q′) ∈ Em.

For agent i, we characterize its communication range by a
function Hi : Q→ 2Q. Agent i at state q can communicate to
another agent j at state q′ if and only if q′ ∈ Hi(q) (note that
we set q ∈ Hi(q)). Then we characterize the network topology
at time t for the team of agents by a directed graph Gc,t =
(N , Ec,t), where the subscript c indicates that this graph is
a result of an agent’s communication between the agents that
are within its communication range. An edge (i, j) ∈ Ec,t ⊆
N×N if and only if qj,t ∈ Hi(qi,t). In such a case, we say that
agent i is a neighbor of agent j at time t meaning that agent
j is within agent i’s communication range, and thus, agent i
can communicate to agent j (but not necessarily vice versa
since we consider a general case where each agent may have
difference communication range). We denote Ni,t := {j ∈
N|qi,t ∈ Hj(qj,t)} ⊆ N as the set of all neighbors of agent i
at time t.

A. Hypothesis, Observations, and Local Likelihood Functions

There is a finite set Θ of possible hypotheses. We denote
the total number of hypotheses as m = |Θ|. At each time step
t, an agent i at a state qt ∈ Q makes an observation s ∈ Si
where Si denotes a set of observations for agent i.

The probability of observing s is given by a conditional
likelihood function li(s|θ∗, qi,t), where li(s|θ∗, qi,t) ∈ [0, 1],
and

∑
s∈Si li(s|θ

∗, qi,t) = 1. We denote θ∗ ∈ Θ as the
unknown but fixed true hypothesis to be learned. The con-
ditional likelihood functions characterize the sensor noise
conditioned on the agent’s position and the true hypothesis.
Each agent i only has the knowledge of its likelihood functions
{li(·|θ, qi,t),∀θ ∈ Θ, qi,t ∈ Q}, which may not be identical
across the agents.

B. Agent Trajectories and Identities

Each agent i, starting at t = 0, moves in the gridworld
following a sequence of states (qi,0, qi,1, qi,2, ...) which we
denote as a local state path. Obviously, at any time t,
(qi,t, qi,t+1) ∈ Em. We assume each agent follows a given
local state path. Furthermore, the local likelihood function for

θ∗ only depends on an agent’s current state qt. Therefore, the
observation sequence for each agent is an i.i.d random process.
We define the set of state observation paths as follows.

Definition 1 (State observation paths). Given an agent i
and a local state path (qi,0, qi,1, qi,2...), its set Ωi of lo-
cal state observation paths is defined as Ωi := {ωi|ωi =
(qi,0, si,0)(qi,1, si,1)(qi,2, si,2)...,∀si,t ∈ Si, qi,t ∈ Q,∀t ∈ N}
with Pi,θ∗(ωi) =

∏∞
t=0 li(si,t|θ∗, qi,t). The set Ω of global

state observation paths is defined as Ω :=
∏
i Ωi.

Within the team of agents, there is a subset of non-
compromised (good) agents defined as G ⊆ N . Good agents
follow their given state paths and the distributed hypothesis
testing rule. We assume that, for an agent i ∈ G, at any time
t, there are at most f bad neighboring agents, even though
the identities of these bad agents are not known. The bad
agents are characterized by the Byzantine fault model [31].
Each of them has full access to all agents’ state paths, their
local likelihood functions, any information shared over the
network topology, and the distributed hypothesis testing rule
used by the team. If an agent is bad, it may follow a different
state path. To prevent the team of agents from achieving the
hypothesis testing objective, bad agents may collaboratively
share arbitrarily altered information to their neighbors.

C. Source Location and Source Agent

The objective of this paper is to design a distributed
hypothesis testing rule such that, when time goes to infinity,
every good agent i ∈ G is able to determine the true hypothesis
θ∗ ∈ Θ almost surely. To this end, we define the following:

Definition 2 (Kullback–Leibler (KL) divergence [32]). KL di-
vergence D(P1||P2) of two discrete probabilistic distributions
P1 and P2 is given by

D(P1||P2) :=
∑
x

P1(x) log(
P1(x)

P2(x)
). (1)

Definition 3 (Source state). A state q ∈ Q is called a source
state for a pair of hypothesis θ and θ′ ∈ Θ and an agent i if
and only if D(li(·|θ, q)||li(·|θ′, q)) > 01.

We further define a source state set Oi(θ, θ′) ⊆ Q for
agent i as Oi(θ, θ′) := {q ∈ Q|D(li(·|θ, q)||li(·|θ′, q)) > 0}.
Intuitively, Oi(θ, θ′) denotes all the source states where θ and
θ′ incur different likelihood functions for agent i. However,
as we will see in Section III, it requires an infinite number of
visits to at least one source state in Oi(θ, θ

′) for agent i to
distinguish θ and θ′. Therefore, we define:

Definition 4 (Source agent). An agent i with a local state path
(qi,0, qi,1, qi,2...) is a source agent for a pair of hypothesis θ
and θ′ ∈ Θ if and only if

lim
T→∞

T∑
t=0

IOi(θ,θ′)(qi,t) =∞2, (2)

1Here > 0 indicates an information gain over θ.
2Here the term ∞ indicates that we are interested in experiencing qi,t ∈

Oi(θ, θ
′), for all the time instants as much as possible.
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Algorithm 1: Synchronized Distributed Hypothesis
Testing (SDHT)

input : Agent i, its location qi,t+1, neighbor set
Ni,t+1, and observation si,t+1.

1 for θ ∈ Θ do
2 Compute the new LB

bli,t+1(θ) =
li(si,t+1|θ, qi,t+1)bli,t(θ)∑m

p=1 li(si,t+1|θp, qi,t+1)bli,t(θp)
.

(3)
. LB update with Bayesian rule;

3 if for all θ′ 6= θ, |S(θ, θ′)∩Ni,t+1| ≥ 2f + 1 then
4 Remove f neighboring agents with the lowest

f beliefs and save the rest of agents to N θ
i,t+1;

5 Compute the new AB as

b̃ai,t+1(θ) = min{{baj,t(θ)}j∈N θi,t+1
, bli,t+1(θ)}.

(4)
. Case one for AB update.

else
6 Compute the new AB as

b̃ai,t+1(θ) = min{bai,t(θ), bli,t+1(θ)}. (5)

. Case two for AB update.
7 Normalization step. For each θ ∈ Θ, perform

bai,t+1(θ) =
b̃ai,t+1(θ)∑m
p=1 b̃

a
i,t+1(θp)

. (6)

where IOi(θ,θ′)(qi,t) : Q → {0, 1} is the indicator function.
IOi(θ,θ′)(qi,t) = 1 if qi,t ∈ Oi(θ, θ′), and IOi(θ,θ′)(qi,t) = 0
otherwise.

Similarly, we define a source agent set S(θ, θ′) ⊆ N where

S(θ, θ′) := {i ∈ N| lim
T→∞

T∑
t=0

IOi(θ,θ′)(qi,t) =∞}.

By Definition 4, agent i belongs to the set S(θ, θ′) if it
visits at least one source state q ∈ Oi(θ, θ′) infinitely often.

III. SYNCHRONOUS DISTRIBUTED HYPOTHESIS
ALGORITHM

In this section, we propose an algorithm that describes
the belief update rule for each agent. Before making an
observation at time t + 1, agent i maintains a local belief
and an actual belief [20]:
• The local belief (LB)

bli,t : Θ→ [0, 1],
∑
θ∈Θ

bli,t(θ) = 1.

• The actual belief (AB)

bai,t : Θ→ [0, 1],
∑
θ∈Θ

bai,t(θ) = 1.

At t = 0, the beliefs bli,0 and bai,0 are initialized according to
some a priori distribution.

We summarize the belief update procedure for one time
step in Algorithm 1 (SDHT). At time t+1, agent i is at qi,t+1

and makes an observation si,t+1. The algorithm proceeds as
follows.

For each θ ∈ Θ, as shown in Line 2 of SDHT, the algorithm
first updates the LB bli,t+1(θ) with (3) following Bayesian
rule.Then the algorithm moves on to update the AB as shown
from Line 3 to Line 6 of SDHT. We update AB bai,t+1(θ)
according to one of the two cases. As shown in Line 3, if
for all θ′ 6= θ, |S(θ, θ′) ∩ Ni,t+1| ≥ 2f + 1, i.e., the number
of source agents for θ and θ′ that are agent i’s neighbors at
time t + 1 exceeds 2f + 1, then agent i updates its AB in
case one. SDHT then sorts baj,t+1(θ) for all j ∈ Ni,t+1 and
removes f neighbors with the lowest f ABs on θ. We denote
the set N θ

i,t+1 as the remaining neighbors. Then the algorithm
updates the AB as in (4).

On the other hand, if the condition for case one is not
satisfied, the AB is updated in case two, as shown in Line
6 of SDHT. In (5), we update the AB with the smaller value
between the newly updated LB and the AB at time t. Then
the algorithm normalizes the ABs to make sure they sum up
to one.

We start with the following lemma to show how LBs for
any good agent i evolve.

Lemma 1. Consider a good agent i ∈ G, a local state path
ωi = (qi,0, qi,1, qi,2...) and a pair of hypotheses θ∗ and θ,
where θ∗ denotes the true hypothesis and θ∗ 6= θ. If bli,0(θ∗) >
0 and i ∈ S(θ, θ∗), then

bli,t(θ)→ 0 almost surely, (7)

and
bli,t(θ

∗) > 0 for all t almost surely. (8)

Proof. Please find the proof to this lemma in the appendix.

Remark 1. From Lemma 1, we can see the intuitive meaning
of a source agent set S(θ, θ′) for any hypothesis pair θ and
θ′ where θ 6= θ′. If θ = θ∗, we know that bli,t(θ

′)→ 0 almost
surely for any i ∈ S(θ, θ′), which implies that any source
agent for the hypothesis pair θ∗ and θ′ is able to distinguish
between θ∗ and θ′ and rules out θ′. The AB bai,t(θ

′) for θ′

will also approach zero since it is upper-bounded by bli,t(θ
′)

as can be observed from (4) and (5).

Remark 2. If we define a set Ω̂ ⊆ Ω of global state
observation path such that ω =

∏
ωj ∈ Ω̂ if and only if

for any good agent i,
• for each θ 6= θ∗, if i ∈ S(θ, θ∗), bli,t(θ)→ 0, and
• limt→∞ bli,t(θ

∗) exists with a given ωi.

By Lemma 1 we know that Ω̂ has measure one.

Lemma 1 also states that, for a good agent i ∈ G, its
LB bli,t(θ

∗) > 0 for all t almost surely. But is it possible
for the bad agents to influence their neighboring good agents
such that the good agents’ ABs on θ∗ are set to zero? The
following lemma shows that this situation cannot happen with
the proposed belief update rule.



5

Lemma 2. For any good agent i ∈ G, bai,t(θ
∗) > 0 for all t

almost surely.

Proof. Please find the proof in the appendix.

The following theorem guarantees that SDHT almost surely
converges to the true hypothesis.

Theorem 1. For each agent i ∈ G and its corresponding local
state path (qi,0, qi,1, qi,2...), suppose the following conditions
hold:

1) The initial beliefs bli,0(θ) > 0 and bai,0(θ) > 0 for any
θ ∈ Θ and any agent i.

2) If case one in SDHT happens only finitely often for a
hypothesis θ ∈ Θ, then i ∈ S(θ, θ′) for any θ′ 6= θ.

Then SDHT ensures that bai,t(θ
∗)→ 1 almost surely for every

good agent i ∈ G as t→∞.

Proof. Please find the proof in the appendix.

Remark 3. Intuitively, the second condition requires that,
for a hypothesis θ, if agent i cannot distinguish between θ
and θ′ for every θ′ 6= θ with the help from its neighbors,
then it must be able to do so by itself. In the extreme case,
if one agent has no neighbors on its path, then it must be
able to distinguish any hypothesis pair to converge to true
hypothesis by itself. This condition asks for just enough level
of interactions among the agent in the sense that an agent
only needs to communication to other agents if that agent
cannot distinguish between two hypotheses while other agents
can. And enforcing such requirement is not prohibitively hard
since there is no hard limit on the communication interval,
as long as it happens infinitely often. Such a condition can
be enforced by heuristics (like the ones that we used in our
experiments), or theoretically and systematically guaranteed
using formal methods like reactive synthesis [33].

IV. LEARNING RULE WITH ASYNCHRONOUS UPDATES

While we prove that the learning rule proposed in Section
III converges almost surely, the algorithm requires that case
one of AB update in ADHT must occur infinitely often for
a hypothesis θ if there exists another hypothesis θ′ 6= θ such
that i /∈ S(θ, θ′), i.e., agent i cannot distinguish θ and θ′ on its
own. However, to enter case one of AB update, the algorithm
requires |S(θ, θ′)∩Ni,t| ≥ 2f+1 for all θ′ 6= θ, which implies
that the number of neighbors that are source agents for θ and
θ′ must be at least 2f+1 for all θ′ 6= θ at a single time instant.
Such a requirement may be conservative in some cases, which
may make the convergence slow, since case one may rarely
happen. Therefore, in this section, we discuss how to relax
such a condition while still guaranteeing convergence.

We summarize the proposed algorithm in Algorithm 2
(ADHT). The LB update is identical to that of SDHT. The
main difference is case one for AB update and the condition
to enter it from Line 3 to Line 5. In Line 3, we use Algorithm
3 such that, at any time t and for any θ ∈ Θ, if it returns true,
the update rule will choose case one.

In Algorithm 3, for agent i, hypothesis θ ∈ Θ and neighbor
set Ni,t, Line 1 performs the initialization when t = 0 or reset
when ResetF lag is true. From Algorithm 4, the initialization

Algorithm 2: Asynchronous Distributed Hypothesis
Testing (ADHT)
input : Agent i, its location qi,t+1, neighbor set

Ni,t+1, and observation si,t+1.

1 for θ ∈ Θ do
2 Compute the new LB as in (3);

. LB update with Bayesian rule;
3 if ABU(i, θ,Ni,t+1)==True then
4 Remove f agents with the f lowest beliefs in

{baj (θ)|j ∈ N θ
i } and save the rest of agents to

Ñ θ
i ;

5 Compute the new AB

b̃ai,t+1(θ) = min{{baj (θ)}j∈Ñ θi , b
l
i,t+1(θ)}.

(9)
. Case one for AB update;

else
6 Compute b̃ai,t+1(θ) as in (5);

. Case two for AB update;
7 Normalize ABs following (6) ;

Algorithm 3: Asynchronous belief update (ABU)
input : Agent i, θ ∈ Θ, and Ni,t+1

output: True or False

1 if t == 0 or ResetF lag == True then
2 Reset(i, θ);
3 for j ∈ Ni,t+1 do
4 N θ

i = N θ
i

⋃
j;

5 baj (θ) = baj,t(θ);
6 for θ′ ∈ Θ, θ′ 6= θ do
7 if |N θ

i ∩ S(θ, θ′)| < 2f + 1 then
8 return False;
9 ResetF lag = True;

10 return True;

Algorithm 4: Reset
input : Agent i and θ ∈ Θ.

1 for j ∈ N , j 6= i do
2 baj (θ) = 0 ;
3 N θ

i = {} ;
4 ResetF lag = False;

sets baj (θ) to 0 for all j ∈ N , j 6= i, where baj (θ) denotes
the most recent AB of θ received from agent j. Furthermore,
Algorithm 4 initializes N θ

i to an empty set. The set N θ
i

denotes the set of agents j 6= i from which ABs are received
and j ∈ S(θ, θ′) from some θ′ 6= θ. Finally, ResetF lag gets
set to False to indicate that a reset has just been performed.
Then Algorithm 3 loops over all agent i’s neighbors j ∈ Ni,t
as shown in Line 3. The set N θ

i will include j as shown in
Line 4. Then we assign baj (θ) the value of baj,t(θ) in Line 5.

After all the ABs from neighbors are saved, as shown in
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Line 7 we check if |N θ
i ∩ S(θ, θ′)| < 2f + 1 for any θ′ 6= θ,

i.e., the number of source agents for θ and θ′ that also have
been agent i’s neighbors by time t + 1 after last reset is less
than 2f + 1. If yes, Algorithm 3 returns false to indicate there
are not enough ABs received for θ′ from the agents that can
tell θ and θ′ apart. As a result, agent i must select case two
for θ.

If we reach Line 9 in Algorithm 3, it indicates that agent
i can safely update its AB of θ with case one. Therefore, we
can use all the saved ABs for (9), making them obsolete, and
thus we need a reset at the next time step. Then Algorithm 3
returns true.

In case one, like SDHT, we remove the f lowest beliefs
collected so far and use the minimum rule. Note that, different
from SDHT, we use ABs {baj (θ)|j ∈ N θ

i } that are collected
over time instead of ABs of the neighboring agents at time
t+ 1. If Algorithm 3 returns false, we will enter case two in
ADHT where the rest will follow the same procedure as in
SDHT.

Remark 4. A key difference from ADHT from SDHT is the
relaxed conditions to enter case one in the update rule. In
Section III, for an agent i and hypothesis θ ∈ Θ, to enter case
one, at a given time instant t, |S(θ, θ′)∩Ni,t| ≥ 2f + 1 must
be satisfied for all θ′ 6= θ. That is, the number of neighbors
of agent i at time t that can differentiate θ and θ′ must be no
less than 2f + 1 at that time instant. In ADHT, instead, we
simply keep collecting the ABs for a hypothesis θ from agent
j ∈ S(θ, θ′) across possibly multiple time instants, until the
number of collected ABs from agents j ∈ S(θ, θ′) is at least
2f + 1 for any θ′ 6= θ. This condition is also when Algorithm
3 returns true. It means that agent i has collected enough ABs
from agents that are once its neighbors up to time t after the
most recent reset to safely update its AB using (4).

One can readily observe that the conditions to enter case
one in SDHT imply that in ADHT. Thus, the conditions in
ADHT to update the AB using neighbor information are less
conservative and more likely to be satisfied. Therefore, the
convergence rate can potentially improve due to more frequent
use of non-local information.

With the proposed ADHT algorithm, we have the following
theorem to show that the new update rule also converges
almost surely.

Theorem 2. If the following conditions hold:

1) The initial beliefs bli,0(θ) > 0 and bai,0(θ) > 0 for any
θ ∈ Θ and any agent i.

2) For any agent i, if case one in ADHT happens only
finitely often for a hypothesis θ ∈ Θ, then i ∈ S(θ, θ′)
for any θ′ 6= θ.

Then ADHT ensures that bai,t(θ
∗) → 1 almost surely for any

good agent i ∈ G as t→∞.

Proof. We only consider paths ω ∈ Ω̂ as defined in Remark
2. The proof consists of two parts where we only consider
any good agent i ∈ G. First, we prove that the AB over the
true hypothesis bai,t(θ

∗) is lower-bounded. Then we show that
the AB over the rest of the hypotheses will become arbitrarily

small. These two parts together are sufficient to prove that
almost surely the bai,t(θ

∗) will be arbitrarily close to one.
For the first part that lower-bounds bai (θ∗), we study two

different scenarios. For the first scenario, if case one only
happens finitely often to an agent i ∈ G with respect to the
true hypothesis θ∗, then by the second condition of Theorem
2, we know that it must happen that i ∈ S(θ∗, θ) for any
θ 6= θ∗. In other words, agent i can distinguish θ∗ from any
other hypothesis θ 6= θ∗. By Lemma 1, we know that agent
i can then correctly identify θ∗ by only LB update (5) that
runs infinitely often, i.e., limt→∞ bai,t(θ)→ 1. Then the whole
proof is done.

The second scenario indicates that case one in ADHT
happens infinitely often to an agent i ∈ G and θ∗. In this
scenario, we first show that the AB over the true hypothesis
bai,t(θ

∗) is lower-bounded. For each good agent j ∈ G, there
exist a time tj and a constant α such that, for all t ≥ tj , we
have blj,t(θ

∗) ≥ δ1 − α where α < δ1. We define

t̄1 := max
j∈G

tj . (10)

We also define δ2 := minj∈G b
a
j,t̄1

(θ∗)3. By Lemma 2, we
know δ2 > 0. We further define

δ := min{δ1 − α, δ2}. (11)

Since case one happens infinitely often, for agent i, there must
exist a time t′i ≥ t̄1 such that Algorithm 3 returns true. As a
result, ResetF lag is set to true and after AB update with (9)
at t′i, all the saved ABs are deleted at t′i+ 1. Then after t′i, we
know that for any good agent j ∈ G whose AB is collected
by agent i, it is guaranteed that

baj,t(θ
∗) ≥ δ, ∀t ≥ t′i. (12)

Again, since case one happens infinitely often, there must also
exist a time t′′i > t′i such that case one happens. Then we have
the following holds.

b̃ai,t′′i (θ∗) = min{{baj (θ∗)}j∈Ñ θ∗i , bli,t′′i (θ∗)} ≥ δ. (13)

The inequality (13) holds despite possibly altered ABs from f
bad agents because of the following. The second term bli,t′′i

(θ∗)
is no less than δ by the definition of δ. As to the first term
{baj (θ∗)}j∈Ñ θ∗i , its minimum is also guaranteed to be no less
than δ. We show this by contradiction. If it does happen that
min {baj (θ∗)}j∈Ñ θ∗i < δ, then from (12) we know that this
minimum value can only come from a bad agent. However,
since there are at most f bad agents and we only eliminate
f agents with the f lowest beliefs from {baj (θ∗)|j ∈ N θ∗

i } to
get Ñ θ∗

i , then it means that there is at least one good agent k
whose AB is in the f lowest beliefs and got eliminated. Then it
implies that any AB in the remaining set {baj (θ∗)}j∈Ñ θ∗i must
be no less than this good agent k’s AB which got eliminated.
But from (12), we know that bak(θ∗) ≥ δ, this implies that
any AB {baj (θ∗)}j∈Ñ θ∗i must be no less than δ, which reaches

3Intuitively, t̄1 indicates a time instant since which blj,t(θ
∗) is bounded

below for any good agent j ∈ G. And δ2 refers to the minimum AB over
the true hypothesis θ∗ for any good agent at that time instant t̄1.
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a contradiction. Then we perform the normalization as in (6)
and can derive

bai,t′′i (θ∗) =
b̃ai,t′′i

(θ∗)∑m
p=1 b̃

a
i,t′′i

(θp)
≥ δ∑m

p=1 b̃
a
i,t′′i

(θp)

≥ δ∑m
p=1 b

l
i,t′′i

(θp)
= δ.

(14)

The last inequality in (14) holds since by (4), we know that
b̃ai,t′′i

(θ) ≤ bli,t′′i (θ) for any θ ∈ Θ.
At t′′i + 1, if case one happens again, we know that

b̃ai,t′′i +1(θ∗) ≥ δ by the same logic that reaches (13). Alter-
natively, if case two happens at t′′i +1, we use update rule (5),
giving:

b̃ai,t′′i (θ∗) = min{bai,t′′i +1(θ∗), bli,t̄1+1(θ∗)} ≥ δ. (15)

Therefore, no matter which case occurs, we have
b̃ai,t′′i +1(θ∗) ≥ δ before normalization. By the same logic that
reaches (14), we know that

bai,t′′i +1(θ∗) ≥ δ.

after normalization. Then by induction, we have

bai,t(θ
∗) ≥ δ, ∀t ≥ t′′i . (16)

We further define t̃2 := maxi t
′′
i . By definition, we have that

bai,t(θ
∗) ≥ δ, ∀t ≥ t̃2,∀i ∈ G. (17)

We have just proved that bai (θ∗) is lower bounded. Now
we move on to prove that the ABs over any θ 6= θ∗ are
upper bounded. Given a hypothesis θ 6= θ∗, for any agent
i ∈ S(θ, θ∗), we pick a small 0 < ε < 1 such that ε < δ and
define tθi such that

bi,t(θ)
l(θ) ≤ ε3,∀t ≥ tθi . (18)

We can always find such ε, δ, and tθi that (18) holds by
definition of S(θ, θ∗) and Lemma 1. Then we further define

t̃3 := max{t̃2, max
i∈S(θ,θ∗)

{tθi }}.

It immediately follows that

b̃ai,t(θ) ≤ bli,t(θ) ≤ ε3 ≤ ε,∀t ≥ t̃3 + 1,∀i ∈ S(θ, θ∗) ∩G.

before normalization no matter case one or case two occurs.
Then we perform the normalization as in (6) and can derive

bai,t̃3+1(θ∗) =
b̃a
i,t̃3+1

(θ)∑m
p=1 b̃

a
i,t̃3+1

(θp)
≤ ε3∑m

p=1 b̃
a
i,t̃3+1

(θp)

≤ ε3

ba
i,t̃3+1

(θ∗)
≤ ε3

δ
< ε2.

(19)

The last inequality is due to the fact ε < δ. Therefore, by
induction we have that

bai,t(θ) ≤ ε2 ≤ ε,∀t ≥ t̃3 + 1,∀i ∈ S(θ, θ∗) ∩G. (20)

For any good agent i /∈ S(θ, θ∗), by condition 2 in Theorem
2, case one will happen infinitely often for θ, and there must
exist two time instants t̃θi,1 and t̃θi,2 where case one happens for

the first time and the second time after t ≥ t̃3 + 1. Following
a similar reasoning that reaches (16), we have that

bai,t(θ) ≤ ε,∀t ≥ t̃θi,2. (21)

Then we further define

t̃4 := max
θ

max
i/∈S(θ,θ∗)

t̃θi,2. (22)

By definition, we know that t̃4 > t̃3, then it holds that

bai,t(θ) ≤ ε,∀t ≥ t̃4,∀i ∈ G,∀θ 6= θ∗. (23)

Combining (17) and (23), for any state observation path ω ∈
Ω̂, limt→∞ bai,t(θ

∗) = 1. Since the set Ω̂ has measure one as
established in Remark 2, limt→∞ bai,t(θ

∗) = 1 almost surely.
The proof of Theorem 2 is thus complete.

V. LEARNING WITH AVERAGE RULE

Both the update rules in Section III and Section IV use
the minimum rule in case one when updating the ABs using
neighboring information, as shown in (4) and (9). While we
can prove the convergence, such an update algorithm may
result in a large variance and waste the neighbors’ information
since it will only use information from one of the neighboring
agents for each hypothesis. Therefore, in this section, we
introduce an alternative approach for applying the neighbor’s
ABs in case one as shown below.

We discuss the changes with respect to SDHT but these re-
sults naturally carry over to ADHT. Note that we only discuss
the changes for case one, while case two remains the same.
First, we change the condition to enter case one as in Line 3 of
Algorithm 1 from for all θ′ 6= θ, |S(θ, θ′)∩Ni,t+1| ≥ 2f+1 to
for all θ′ 6= θ, |S(θ, θ′)∩Ni,t+1| ≥ 2f + 2. Second, as shown
in Line 4 of Algorithm 1, at time t+ 1, notice that previously
before updating an agent’s AB for an particular hypothesis
θ, we first remove the f lowest shared ABs. In this section,
instead, we do the following. We sort the ABs with respect to
an hypothesis θ shared by the neighbor set Ni,t+1 and divide
Ni,t+1 into three pair-wise disjoint sets Lθi,t+1, Mθ

i,t+1, and
Hθi,t+1, where
• Lθi,t+1 is the set of neighboring agents that has the lowest
f ABs with respect to θ;

• Hθi,t+1 is the smallest set of neighboring agents that has
the highest ABs with respect to θ and

Hθi,t+1 ∩ S(θ, θ′) ≥ f + 1,∀θ′ 6= θ; (24)

• Mθ
i,t+1 := Ni,t+1\(Lθi,t+1

⋃
Hθi,t+1).

Remark 5. The set Lθi,t+1 is the same set that is eliminated
in Line 4 of Algorithm 1. The set Hθi,t+1 is more involved. The
neighboring agents in this set has the highest ABs with respect
to θ, meaning that for any agents j ∈ Hθi,t+1 and j′ /∈ Hθi,t+1,
it is guaranteed that baj,t(θ) ≥ baj′,t(θ). Furthermore, note that
Hθi,t+1 may not be unique if more than one neighboring agents
have the same AB with respect to θ and this AB value is the
lowest for any agents in Hθi,t+1. In this case, we may pick any
combinations of these agents as long as (24) is satisfied (we
will illustrate this in Example 1 below). To find such Hθi,t+1,



8

we can do a brute force search for agents with the highest
ABs and increase the number of agents until (24) is satisfied
for the first time, or a binary search if the number of agents
and/or the number of hypotheses are large.

Remark 6. Another question one may ask is that canMθ
i,t+1

become empty, since the cardinality of Hθi,t+1 is only lower
bounded by f + 1 but may not be a fixed number. We show
that this is not possible by contradiction. Since Hθi,t+1 is the
smallest set that satisfies (24), there must exist at least one
hypothesis θ′ 6= θ such that Hθi,t+1 ∩ S(θ, θ′) = f + 1. Then
for this particular θ′, if Mθ

i,t+1 is indeed empty, it will hold
that Ni,t+1 ∩ S(θ, θ′) ≤ 2f + 1 since Lθi,t+1 ∩ S(θ, θ′) ≤ f .
This will contradict the condition to enter case one in Line 3
of Algorithm 1 with 2f + 2 instead of 2f + 1.

Example 1. We use this example to illustrate how Lθi,t+1,
Mθ

i,t+1, and Hθi,t+1 are determined for SDHT. Suppose f =
1,Θ = {θ, θ′}, N = 10, i = 0, and N0,t+1 = {0, 1, 2, 3, 4, 5},
meaning that there are 10 agents in total and at t + 1, there
are 6 agents within the communication range of agent 0 (note
that agent 0 is a neighbor of itself). We focus on θ, where
S(θ, θ′) = {1, 2, 3, 4}, therefore it follows that

S(θ, θ′) ∩N0,t+1 = {1, 2, 3, 4}

and
|S(θ, θ′) ∩N0,t+1| = 4 ≥ 2f + 2 = 4.

As a result, the condition to enter case one for average rule
is satisfied. The shared ABs with respect to θ are ba0,t(θ) =
0.25, ba1,t(θ) = 0.22, ba2,t(θ) = 0.35, ba3,t(θ) = 0.35, ba4,t(θ) =
0.35, ba5,t(θ) = 0.37. Then we sort ABs and Lθi,t+1 = {1} since
agent 1 has the lowest AB over θ and we only need f = 1 agent
in Lθi,t+1. For Hθi,t+1, we know that agent 5 will be included
since it has the hightest AB and any two of agents {2, 3, 4} can
be included since ba2,t(θ) = ba3,t(θ) = ba4,t(θ) = 0.35 and all
of them belong to S(θ, θ′). Therefore Hθi,t+1 is not unique and
we can arbitrarily pick any combination of agents {2, 3, 4} in
this particular example. Suppose we pick Hθi,t+1 = {3, 4, 5},
then it immediately follows that Mi,t+1 = {0, 2}.

Lemma 3. In SDHT (Algorithm 1), if
• replace the condition to enter case one (in Line 3 of

Algorithm 1) to for all θ′ 6= θ, |S(θ, θ′)∩Ni,t+1| ≥ 2f+2,
and

• replace Line 4 of Algorithm 1 for case one with the
procedure to get Mθ

i,t+1 instead of N θ
i,t+1,

then for any agent j ∈ Mθ
i,t+1 and θ′ 6= θ, there exist

neighboring agents j′ ∈ Ni,t+1 and j′′ ∈ Ni,t+1 ∩ S(θ, θ′)
that both are good and

baj′,t(θ) ≤ baj,t(θ) ≤ baj′′,t(θ). (25)

Proof. We first prove baj′,t(θ) ≤ baj,t. If j ∈Mθ
i,t+1 is a good

agent, we can set j = j′ and baj′,t(θ) ≤ baj,t trivially holds.
If j ∈ Mθ

i,t+1 is a bad agent, since there are at most f bad
agents in Ni,t+1, it implies that there exists at least one good
agent j′ ∈ Lθi,t+1. Otherwise, since |Lθi,t+1| = f , if there is
no good agent in Lθi,t+1, it implies that Lθi,t+1 contains all
bad agents and thus there cannot exist a bad agent in Mθ

i,t+1

which leads to a contradiction. Therefore, baj′,t(θ) ≤ baj,t is
proved.

Now we prove baj,t(θ) ≤ baj′′,t(θ) for j′′ ∈ Ni,t+1∩S(θ, θ′).
This is an immediate result from the fact that there are at most
f bad agents and there are at least f + 1 agents that belong to
Ni,t+1 ∩ S(θ, θ′)∩Hθi,t+1 according to (24). Therefore, there
must exist at least one good agent in Ni,t+1∩S(θ, θ′)∩Hθi,t+1.
Denote this good agent as j′′, we know that baj,t(θ) ≤ baj′′,t(θ)
holds by the definition of Hθi,t+1. Combine baj′,t(θ) ≤ baj,t and
baj,t(θ) ≤ baj′′,t(θ), we know that (25) holds.

For ADHT, we can have a lemma below that is a counterpart
of Lemma 3.

Lemma 4. In ADHT (Algorithm 2), if
• replace the condition to check whether to enter case

one (in Line 7 of Algorithm 3) to for all θ′ 6= θ,
|N θ

i ∩ S(θ, θ′)| < 2f + 2, and
• replace Line 4 for case one in Algorithm 2 with the

procedure to get Mθ
i,t+1 instead of Ñ θ

i ,
then for any j ∈ Mθ

i,t+1 and θ′ 6= θ, there exist agents j′ ∈
N θ
i and j′′ ∈ N θ

i ∩ S(θ, θ′) that both are good and

baj′(θ) ≤ baj (θ) ≤ baj′′(θ). (26)

Proof. We omit the proof here since it is similar to the proof
of Lemma 3.

We further define the average of beliefs in Mθ
i,t+1 as

b̄ai,t+1(θ) :=
1

|Mθ
i,t+1|

∑
j∈Mθ

i,t+1

baj,t(θ), (27)

and instead of (4), we use the following rule

b̃ai,t+1(θ) = min{b̄ai,t+1(θ), bli,t+1(θ)}. (28)

For ADHT, we use the update rule similar to (27) and (28)
to replace (9) but the sets Lθi,t+1, Mθ

i,t+1, and Hθi,t+1 are
found from N θ

i instead.

Example 2. Following Example 1, recall that Mi,t+1 =
{0, 2} and ba0,t(θ) = 0.25, ba2,t(θ) = 0.35. Then by (27),

b̄a0,t+1(θ) =
1

2
(0.25 + 0.35) = 0.3.

Next, we show that the convergence is still guaranteed using
the average update rule by the following two theorems.

Theorem 3. If the same changes are made as in Lemma 3 to
SDHT (Algorithm 1), the same conditions in Theorem 1 hold
and we use (28) for case one in SDHT where b̃ai,t is from (27),
bai,t(θ

∗)→ 1 almost surely for any good agent i as t→∞.

The proof of Theorem 3 is similar to that of Theorem 1.
We explain the proof sketch here and the complete proof can
be found in the appendix.

Proof sketch: Like the proof of Theorem 1, we prove the
convergences in two parts. The first part shows that the AB
over the true hypothesis for any good agent i is lower-bounded
from zero. The second part shows that the AB over any
hypothesis other than the true hypothesis is upper-bounded
by an arbitrarily small constant.
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The main differences in the proof, when compared to the
proof of Theorem 1, are the following. For part one, to
establish that the AB over the true hypothesis is lower-bounded
from zero, for case one, instead of referring to the fact that the
N θ
i,t+1 contains at least one good agent whose AB over the

true hypothesis is guaranteed to be nonzero from Lemma 2,
we use (25) in Lemma 3 together with Lemma 2. In other
words, the AB over the true hypothesis θ∗ for any agent
j in Mθ

i,t+1 is guaranteed to be bounded away from zero
since baj′,t(θ

∗) ≤ baj,t(θ
∗) where j′ ∈ Ni,t+1 is good and

from Lemma 2 we know that baj′,t(θ
∗) > 0 when any j′ is

good. Therefore, the average b̄ai,t+1(θ) computed in (27) is
guaranteed to be lower-bounded from zero, and b̃ai,t+1(θ) in
(28) is also guaranteed to be lower-bounded from zero.

For part two, we need to establish that the AB over the true
hypothesis is upper-bounded by an arbitrarily small constant.
For case one, we use (25) in Lemma 3 together with Lemma 1,
which differs from the approach Theorem 1 that relies on the
fact that the N θ

i,t+1 contains at least one good agent whose AB
over hypotheses other than the true hypothesis is guaranteed to
be upper-bounded from Lemma 2. For any hypothesis θ 6= θ∗,
we know that there exists a good agent j′′ ∈ Ni,t+1∩S(θ, θ′)
such that baj,t(θ) ≤ baj′′,t(θ). Furthermore, it is guaranteed that
baj′′,t(θ) will be upper-bounded by an arbitrarily small constant
from Remark 1 for Lemma 1.

Theorem 4. If the same changes are made as in Lemma 4,
the same conditions in Theorem 2 hold and we use (28) for
case one in ADHT where b̃ai,t is from (27), bai,t(θ

∗)→ 1 almost
surely for any good agent i as t→∞.

The proof of Theorem 4 is similar to that of Theorem 2 and
Theorem 3. We again explain the proof sketch here and the
complete proof can be found in the appendix.

Proof sketch: Like the proof of Theorem 1, we prove the
convergences in two parts where we show that 1) the AB over
the true hypothesis for any good agent i is lower-bounded
from zero and 2) the AB over any hypothesis θ 6= θ∗ is upper-
bounded by an arbitrarily small constant. The main difference
is similar to the difference between Theorem 1 and Theorem
3 where we make use of (26) in Lemma 4 to establish the two
parts that we need to prove.

By baj′(θ
∗) ≤ baj (θ∗) from (26) for a good agent j′ and any

j ∈Mθ
i,t+1 we know that the average b̃ai,t(θ) computed in (27)

is guaranteed to be lower-bounded from zero, and b̃ai,t+1(θ) in
(28) is also guaranteed to be lower-bounded from zero. By
baj (θ) ≤ baj′′(θ) for a good agent j′′ ∈ N θ

i ∩ S(θ, θ′) and any
j ∈ Mθ

i,t+1, we know that the average b̄ai,t+1(θ) in (27) is
upper-bounded by an arbitrarily small constant which leads
to the fact that b̃ai,t+1(θ) in (28) is also upper-bounded by an
arbitrarily small constants since b̃ai,t+1(θ) ≤ b̄ai,t+1(θ).

VI. CASE STUDY

In this section, we consider a case study with a team of
UAVs in a gridworld environment, as shown in Fig. 2a. The
objective is to identify the unknown set of compromised (bad)
UAVs out of the UAV team.

0

1

3

2

4

(a) Gridworld environment

0

1

23

4

(b) True hypothesis θ?

Fig. 2: a) Case study environment - 5 agents each with an
observation and communication range (only Agent 1’s range is
shown). b) The true hypothesis of the system θ = (1, 1, 1, 0, 1)
in a radar plot over the probability simplex. The closer a vertex
is to the edge of the radar plot, the higher that the belief of
the corresponding agent is good.
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qi
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(a) Sensor

0 1 2 3

0

1

2

3

4

5

qi

q1
j,t

q0
j,t

sji

(b) Observation

Fig. 3: (a) An example distribution and sensor output (sji =
[2, 0]) for agent i (true location qi = [0, 0]) sensing agent j
(true location qj = [2, 2]). Darker shades of orange indicate a
higher probability of the sensor reading at that location (left).
(b) An example likelihood function li(s

j
i |qi, θ(j)) for a pair of

agents i and j with two possible models for agent j (θ(j) ∈
{0, 1}).

A. Setting

We examine the proposed algorithms with 5 agents among
which there is one bad agent. All the UAVs are at similar
altitudes. Therefore, the state set Q is the set of the two-
dimensional locations in the gridworld. For agent i at time
t, its state is represented by qi,t = [qxi,t, q

y
i,t]. We assign each

individual agent a persistent surveillance task with a given
state path.

Every agent has a communication and sensor range of 3
units, i.e., they can view the locations that are within a 7× 7
square centered around the agent’s position qi (see Fig. 3a
for an example). Each agent i could be either good or bad,
therefore we denote a set Θi = {0, 1}, where 0 denotes bad
and 1 denotes good. The hypothesis set is then Θ =

∏
i Θi.

For a hypothesis θ ∈ Θ, θ(i) denotes the hypothesis for agent
i. The true hypothesis θ∗ is the tuple θ∗ = (1, 1, 1, 0, 1), i.e.,
all agents are good except for agent 3 since θ∗(3) = 0.
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B. Observation Model

1) Sensor: If agent i is at a location qi, it will make an
observation sji ∈ Q of agent j. We use Qi(qi) ⊆ Q to denote
the set of locations that can be observed by agent i at qi.
If qj ∈ Qi(qi), then agent j is within the observation range
of agent i. However, note that due to the observation noise,
it is possible that sji 6= qj . The probability of getting an
observation sji for agent j follows a probability distribution
over Qi(qi) conditioned on qi and qj , i.e., the locations of
agent i and j. In this example, we assume that this probability
distribution is a truncated Gaussian distribution, a common
choice in state estimation with noisy sensors [34]. We center
the distribution around the actual location qj of agent j and
with a prescribed variance σ2 (see Fig. 3a). Intuitively, it
means that the probability of observing sji = qj is the highest
and the probabilities of getting observations other than sji = qj
decreases as sji is further way from qj . As a result, the
probability of agent i observing sji is

Pi(s
j
i |qi, qj) =

e−
1

2σ2 ‖sji−qj‖22∑
q∈Qi(qi) e

− 1
2σ2 ‖q−qj‖22

. (29)

If qj /∈ Qi(qi), agent i cannot observe agent j and thus
obtains an empty observation, i.e., sji = ∅. To summarize, the
observation sji follows

sji =

{
q with probability Pi(q|qi, qj) if qj ∈ Qi(qi),
∅ with probability 1 otherwise.

(30)

From (30), we know that sji ∈ Q ∪ ∅. The observation set Si
is then Si ⊆

∏
j∈N ,j 6=i(Q ∪ ∅).

2) Likelihood Functions: Given the sensor model, we de-
fine the probability to get an observation sji conditioned on
agent i’s location qi and the hypothesis θ(j) by

lji (s
j
i |qi, θ(j)) =

∑
qj

Pi(s
j
i |qi, qj)P (qj |θ(j), qi),

where P (qj |θ(j), qi) is the conditional probability of agent j
at location qj .

We then form the local likelihood function li(si|θ, qi) by
taking the product of the likelihoods for each sensor value sji :

li(si|θ, qi) =
∏

j∈N ,j 6=i

lji (s
j
i |θ(j), qi).

3) Enforcing source agent requirements: For this case study
to satisfy the conditions 1 and 2 in Theorem 1, we use a
heuristic method where each agent’s local state path ωi ∈ Ωi
needs to pass within the observable range of each other agent
Qj(qj) for some qj on the path infinitely often. To generate
local state paths we synthesize policies that ensure that the
agent visits each pair of persistent surveillance task targets
(both for the good and bad instances) infinitely often. These
local state paths are indefinitely repeated, allowing one to
compute which agents belong in the source set S(θ, θ′) based
on the finite periods of these sequences. While the generalized
approach to designing the set of state observation paths Ω
for all agents is outside the scope of this work, we chose
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(b) ADHT

Fig. 4: Each agent’s AB baj,t(θ
∗) for the true hypothesis θ∗ =

(1, 1, 1, 0, 1) over time t. Agent 3 is the bad agent who shares
randomly generated beliefs.
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Fig. 5: Number of times AB is updated with case one.

to select target pairs such that their local state paths will
pass within the observable window of all other agents. An
alternate planning approach that will enforce the source agent
requirements for all possible persistent surveillance locations
involves formulating the surveillance task as a GR(1) reactive
synthesis problem [33].
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Fig. 6: Evolution of the ABs of three agents (0,2, and 3) using radar plots over the probability simplex. The first three rows of
radar plots show the evolution of the SDHT algorithm and the second three rows show the evolution of the ADHT algorithm.

C. Results

In this section we present two simulation results4. The first
result compares the SDHT and ADHT algorithms in the 5-
agent scenario as shown in Fig. 2a. The second result compares
the minimum and averaging rules with high and low levels of
sensor noise. A high (low) sensor noise means local likelihood
functions with high (low) variances

In the simulations, at any time instant, we assume there
are two possible locations of the agent j, namely q0

j and
q1
j , depending on the value of θ(j) ∈ {0, 1} (see Fig. 3b).

Therefore, P (q0
j |0, qi) = P (q1

j |1, qi) = 1.

For a given hypothesis θ(j) and its corresponding location
q
θ(j)
j , from (30), the likelihood function lji (s

j
i |θ(j), qi) to get

4For videos and source code of all of these simulations see https://
u-t-autonomous.github.io/Decentralized Hypothesis Testing/.

sji for agent i is:

lji (s
j
i |θ(j), qi) =
Pi(s

j
i |qi, q

θ(j)
j ) if sji 6= ∅,

0 if sji = ∅ ∧ qθ(j)j ∈ Qi(qi),
1 if sji = ∅ ∧ qθ(j)j /∈ Qi(qi).

(31)

1) SDHT vs ADHT: Fig. 4 compares how each agent’s AB
on the true hypothesis θ∗ = (1, 1, 1, 0, 1) evolves over time for
SDHT and ADHT. Agent 3 (grey) is a bad agent. All the good
agents have the same prior belief that each agent is equally
likely to be good or bad. Both algorithms converge to the true
hypothesis despite the bad agent (agent 3) sharing randomly
generated ABs. SDHT in Fig. 4a converges at around t = 16,
while the convergence with ADHT is faster at t = 9 as shown
in Fig. 4b. We also empirically observe that ADHT enters
case one much more frequently from Fig. 5. Therefore, the
agents make much more frequent use of neighbor information
in ADHT and converge faster than they do in SDHT.

https://u-t-autonomous.github.io/Decentralized_Hypothesis_Testing/
https://u-t-autonomous.github.io/Decentralized_Hypothesis_Testing/
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To better illustrate the agents’ belief evolution, we pick
agents 0, 2, and 3 and show their ABs at different time
instants in both SDHT and ADHT algorithms in Fig. 6. The
radar plots indicate each agent’s AB, where each vertex i
(i ∈ {0, 1, 2, 3, 4}) represents the probability that agent i is
bad. From Fig. 6, agent 2 converges to the true belief at t = 8
for both algorithms. However, for SDHT, it is not until t = 17
does agent 0 make use of agent 2’s AB and converge. While
in ADHT at t = 8, agent 0 has already accumulated enough
shared beliefs to update its AB and converges.
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Fig. 7: Evolution of LBs and ABs for agent 0 for the low
variance (LV) and high variance (HV) sensor noise cases. The
solid line uses belief sharing with ADHT and the minimum
rule.
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(a) Averaging rule – high sensor noise
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Fig. 8: Each agent’s AB baj,t(θ
∗) over time t for the true

hypothesis θ∗ where θ∗ = (1, 1, 1, 0, 1) with high sensor
noises. Two figures share the same legend.

2) AB Update Rule: We showed in Section V that the
average rule also guarantees the convergence to the true un-
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(a) Averaging rule – low sensor noise
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(b) Minimum rule – low sensor noise

Fig. 9: Each agent’s AB baj,t(θ
∗) over time t for the true

hypothesis θ∗ where θ∗(i) = (1, 1, 1, 0, 1) with low sensor
noises.

derlying belief. Examining the effect of sensor noise in terms
of the variances of the local likelihood functions provides a
comparison between the average rule and the minimum rule.
Agent 3 is the bad agent who always shares the same false
belief ba3,t(θ) = 1 where θ = (1, 0, 1, 1, 1). In other words,
it always broadcasts to its neighbors that agent 1 is the bad
agent almost surely.

Fig. 7 shows the evolution of LBs and ABs for agent 0. It
can be seen that, especially for the first 15 time steps, a high
sensor noise frequently leads to fluctuations in an agent’s LBs.
Such fluctuations propagate to its ABs that are shared to its
neighbors. Consequently, as shown in Fig. 8, the average rule
outperforms the minimum rule in identifying the true hypoth-
esis since it relies on more than one neighboring agent which
may average out the fluctuation for each hypothesis. In the
low sensor noise scenario, the LB has much less fluctuations
as shown in Fig. 7. Then we observe that the minimum rule
converges faster since it may quickly and correctly rule out
the wrong hypotheses by taking the minimum of the beliefs
as illustrated in Fig. 9.

D. Expanded Case Studies
We demonstrate the algorithm for Byzantine fault tolerance

on two alternative case studies: one is the same setting as in
VI-A with an agent transmitting a fixed false hypothesis and
another with an expanded version of the environment in Fig. 2
with ten good agents and two coordinating bad agents. 5 The

5Videos of these case studies can be found at https://u-t-autonomous.github.
io/Decentralized Hypothesis Testing/.

https://u-t-autonomous.github.io/Decentralized_Hypothesis_Testing/
https://u-t-autonomous.github.io/Decentralized_Hypothesis_Testing/
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Fig. 10: The averaged LBs and ABs in the expanded case study
with ten good agents and two bad agents. Both will eventually
converge to one but with ADHT the AB converges more
quickly despite the two coordinated bad agents transmitting
false hypothesis data.

two bad agents are coordinating by constantly transmitting the
same false hypothesis to its neighbours in the system.

In Fig 10, instead of showing ten curves for ten good agents
in one figure that may affect readability, we plot the average of
the ABs (solid line) and LBs (dashed line) over time. One can
see that the ADHT method converges to the correct hypothesis
significantly faster than if no information was shared (LB
that only rely on local information). Further, ADHT is robust
against two coordinated bad agents. Note that in this case study
where the agent’s location on the state paths define the system
status, the size of the hypothesis set |Θ| scales exponentially
with the number of agents.

VII. CONCLUSION

In this paper, we introduce two resilient distributed hypoth-
esis testing algorithms in a time-varying network topology.
Each agent makes local observations and keeps simulating
shared information to update its LBs and ABs over all possible
hypotheses. We prove that the proposed algorithms guarantee
almost-sure convergence to the true hypothesis in the limit
without requiring that the underlying network topology to be
connected. The proposed algorithms are simple to implement
and resilient to adversarial agents. The results in the simulated
case studies illustrate the validity of the proposed approaches
and compare their performance in different scenarios. In
particular, we show that the asynchronous algorithm constantly
converges faster than the synchronous algorithm. Furthermore,
the performances of average and minimum rules that make use
of shared ABs depend heavily on the sensor noise. With higher
sensor noise, the former outperforms the latter. And with lower
sensor noise, the reverse is true. Future work will study how
to plan the state paths of the team in a distributed manner to
satisfy the convergence conditions.
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VIII. APPENDIX

A. Proof of Lemma 1

Proof. For any good agent i ∈ G, we define

ρi,t(θ) := log
bli,t(θ)

bli,t(θ
∗)
, and

λi,t(θ) := log
li(si,t|θ, qi,t)
li(si,t|θ∗, qi,t)

.

(32)

Note that li(si,t|θ∗, qi,t) > 0 for all t, qi,t and si,t since
θ∗ is the true hypothesis that generates the observation si,t.
Therefore, we know that, for any finite t, bli,t(θ

∗) > 0 and
(32) is always well-defined. Then according to the LB-update
rule (3), we have

ρi,t+1(θ) = ρi,t(θ) + λi,t(θ),

which yields

ρi,T+1(θ) = ρi,0(θ) +

T∑
t=0

λi,t(θ). (33)

Note that, according to equation (2), there are cases where
qi,t /∈ Oi(θ, θ∗), which implies

li(.|θ∗, qi,t) = li(.|θ, qi,t).

In this case, λi,t(θ) = 0 and does not contribute to the sum in
(33). Therefore, we may only focus on the case where qi,t ∈
Oi(θ, θ

∗) and thus λi,t(θ) 6= 0.
Note that {λi,t(θ)} is a sequence of independent random

variables. For a given t, we have

Eθ∗ [λi,t(θ)] = −D(li(.|θ∗, qi,t)||li(.|θ, qi,t)).

We denote a set Q∞ ⊆ Q for those locations where θ and
θ∗ can be differentiated and are visited infinite times by agent
i. Formally,

Q∞ := {q|q ∈ Oi(θ, θ∗) and lim
T→∞

T∑
t=0

I(qi,t = q) =∞}.

We claim that Q∞ is non-empty by contradiction. If Q∞ is
empty, it implies that the agent visits none of the states q ∈
Oi(θ, θ

∗) infinitely often, which violates the condition implied
by i ∈ S(θ, θ∗) and equation (2).

For any q ∈ Q∞, the following is true based on the strong
law of large numbers.

lim
T→∞

1

T

T∑
t=1

I(qi,t = q)λi,t(θ)

= −D(li(.|θ∗, q)||li(.|θ, q)) almost surely.

(34)

We divide both sides of (33) by T and take the limit which
yields

lim
T→∞

1

T
ρi,T+1(θ) = lim

T→∞

1

T
(ρi,0(θ) +

T∑
t=0

λi,t(θ))

= lim
T→∞

1

T

T∑
t=0

λi,t(θ)

= −
∑
q∈Q∞

D(li(.|θ∗, q)||li(.|θ, q)) almost surely.

(35)

Note that, for those q ∈ Oi(θ, θ
∗) but q /∈ Q∞, their

contribution in (35) is zero since they are only visited a
finite number of times. By definition of Oi(θ, θ∗), we know
that D(li(.|θ∗, q)||li(.|θ, q)) > 0 for q ∈ Oi(θ, θ

∗). Then
from (35), ρi,t+1(θ) → −∞ almost surely which implies
bli,t(θ)→ 0 almost surely and proves (7).

Additionally, to prove (8), we define a set

Θ̄ := {θ|i /∈ S(θ, θ∗)}

to include every hypothesis θ that agent i is not able to
differentiate from θ∗. Then from the second condition of
Theorem 1, for each θ ∈ Θ̄, there must exist a time Tθ such
that

lim
T→∞

T∑
t=Tθ+1

I(qi,t ∈ S(θ, θ∗)) = 0.

That is, there exists a time Tθ after which agent i will never
visit any position that can differentiate θ and θ∗6. Given any
local state observation path ωi = {(qi,0, si,0), (qi,1, si,1), ...}
where (7) holds, it is immediate from (33) that

ρi,t(θ) = ρi,0(θ) +

Tθ∑
j=0

λi,j(θ) = Cθ,ωi <∞, (36)

for any t ≥ Tθ and some constant Cθ,ωi that depends on
both θ and ωi due to the term λi,j(θ). For fixed ωi, it is then
possible to find limt→∞ bli,t(θ

∗) from (36), which is nonzero.
When combining with the fact that bli,t(θ

∗) is nonzero for any
finite t stated as a pre-assumption in Lemma 1, we conclude
that (8) is proved.

B. Proof of Lemma 2

Proof. We prove this lemma by contradiction. Suppose there
is a time t where bai,t(θ

∗) = 0 for the first time for a good agent
i. From Lemma 1 we know that b`i,t−1(θ∗) > 0, consequently
and logically, bai,t−1(θ∗) > 0 holds. Therefore, from (5) it
immediately follows that it cannot happen in case two in
SDHT.

Therefore we infer that bai,t(θ
∗) = 0 can only result from an

update in case one in SDHT. From (4), this is only possible
when minj∈N θ∗i,t

{baj,t−1(θ∗)} = 0. Note that in case one, we
remove f number of lowest beliefs on θ∗ as in Line 4 of
SDHT. In the worst case, we remove all the f ABs that are
zero from the bad agents. Then what is left are the ABs from
good agents, which are nonzero from the definition of this
time t. For all other cases, the removed lowest f ABs must
contain nonzero entries, which implies that all the beliefs for
agents in N θ∗

i,t are nonzero as well. In either case, we have that
minj∈N θ∗i,t

{baj,t−1(θ∗)} > 0 which leads to a contradiction.

C. Proof of Theorem 1

Proof. With the proof of Lemma 1 and 3, now we are ready
to give the proof for Theorem 1. We are interested in state
observation path set Ω̂ as defined in Remark 2 since Ω̂ has
measure one.

6Since the time zone is discrete, we use ·+ 1 in Tθ + 1.
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The proof consists of two parts. First, we prove that the
AB over the true hypothesis bai,t(θ

∗) for any good agent i
is lower-bounded. Then we show that the AB over the rest
of the hypotheses will become arbitrarily small. These two
parts together are sufficient to prove that the bai,t(θ

∗) will be
arbitrarily close to one almost surely.

For the first part, if case one happens only finitely often for
a good agent i ∈ G for true hypothesis θ∗, then by condition
two in Theorem 1, we know that i ∈ S(θ, θ∗) for any θ 6= θ∗.
Therefore, by Lemma 1 we know that LB bli,t(θ

∗)→ 1 almost
surely and so is AB, then the proof is done. Otherwise, if case
on happens infinitely often for a good agent i, we fix a path
ω ∈ Ω̂ and define δ1 := mini∈G limt→∞ bli,t(θ

∗). Then, for
each good agent i ∈ G, there exist a time ti and a constant
α such that, for all t ≥ ti, we have bli,t(θ

∗) ≥ δ1 − α where
α < δ1. We define

t̄1 := max
i∈G

ti. (37)

We also define δ2 := mini∈G b
a
i,t̄1

(θ∗). By Lemma 2, we know
δ2 > 0. We further define

δ := min{δ1 − α, δ2}. (38)

Then at t = t̄1+1, in SDHT, for AB update, either case one or
case two happens. If case one happens, we use (4) to update
the belief for θ∗, then we will have

b̃ai,t̄1+1(θ∗) = min{{baj,t̄1(θ∗)}j∈N θ∗
i,t̄1+1

, bli,t̄1+1(θ∗)} ≥ δ.
(39)

(39) holds despite possible altered ABs from f bad agents
because in the update rule for case one, there is at least one
good agent i ∈ G in N θ∗

i,t̄1+1 since we only eliminate f
smallest beliefs and we have at least 2f + 1 neighbors out
of which at most f are bad. Therefore, the beliefs remaining
in N θ∗

i,t̄1+1 are lower-bounded by δ.
If case two happens in SDHT, we use (5) which gives

b̃ai,t̄1+1(θ∗) = min{bai,t̄1(θ∗), bli,t̄1+1(θ∗)} ≥ δ. (40)

Therefore, no matter which case occurs, we have b̃ai,t̄1+1(θ∗) ≥
δ before normalization. Then we perform the normalization as
in (6) and can derive

bai,t̄1+1(θ∗) =
b̃ai,t̄1+1(θ∗)∑m
p=1 b̃

a
i,t̄1+1(θp)

≥ δ∑m
p=1 b̃

a
i,t̄1+1(θp)

≥ δ∑m
p=1 b

l
i,t̄1+1(θp)

= δ.

(41)

The last inequality in (41) holds since by (4) and (5), we know
that b̃ai,t̄1+1(θ) ≤ bli,t̄1+1(θ) for any θ ∈ Θ.

Because for all t ≥ t̄1, we have b̃ai,t(θ
∗) ≥ δ, by induction,

we can claim that

bai,t(θ
∗) ≥ δ, ∀t ≥ t̄1,∀i ∈ G. (42)

Now we are ready to prove the second part, which establishes
the fact that the beliefs for hypotheses other than the θ∗ are
upper-bounded. We pick a small ε > 0 such that ε < δ. Given
a hypothesis θ 6= θ∗, for any agent i ∈ S(θ, θ∗), by Lemma
1, we know that there exists a time tθi such that

bli,t(θ) ≤ ε3,∀t ≥ tθi . (43)

We further define t̄2 := max{t̄1,maxi∈S(θ,θ∗){tθi }}. Note
that, since t̄2 ≥ t̄1, from (42) we have that

bai,t̄2+1(θ∗) ≥ δ.

For any agent i ∈ G, if case one applies for AB update in
SDHT, then we use (4) to update θ 6= θ∗ and obtain

b̃ai,t̄2+1(θ) = min{{baj,t̄2(θ)}j∈N θ
i,t̄2+1

, bli,t̄2+1(θ)} ≤ ε3.
(44)

If i ∈ S(θ, θ∗), then (44) holds trivially by the definition of ε
in (43). Otherwise, note that (44) holds even with altered ABs
shared from up to f bad agents following similar reasoning
with (39). From the belief update condition in case one, there
is at least one good agent j ∈ G∩S(θ, θ∗) in N θ∗

i,t̄1+1 since we
only eliminate f smallest beliefs and we have at least 2f + 1
neighbors that belong to S(θ, θ∗). On the other hand, if SDHT
is in the condition of case two, then for i ∈ S(θ, θ∗) ∩G we
have

b̃ai,t̄2+1(θ) = min{bai,t̄2(θ), bli,t̄2+1(θ)} ≤ ε3. (45)

Therefore, no matter which case occurs, we have that

b̃ai,t̄2+1(θ) ≤ ε3,∀i ∈ S(θ, θ∗) ∩G

before normalization. Then we perform the normalization as
in (6) and can derive

bai,t̄2+1(θ∗) =
b̃ai,t̄2+1(θ)∑m

p=1 b̃b
a
i,t̄2+1(θp)

≤ ε3∑m
p=1 bb̃

a
i,t̄2+1(θp)

≤ ε3

bli,t̄2+1(θ∗)
≤ ε3

δ
< ε2.

(46)

The last inequality is due to the fact ε < δ. Therefore, by
induction we have proved that, ,

bai,t(θ) < ε2 ≤ ε, ∀t ≥ t̄2 + 1,∀i ∈ S(θ, θ∗) ∩G. (47)

For any i ∈ G\S(θ, θ∗), by condition 2 in Theorem 1, we
know that case one will happen infinitely often. As a result,
for such agent i, there exists a time t̄θi,1 ≥ t̄2 + 1 such that
case one occurs for the first time for t ≥ t̄2 + 1. Then at t̄θi,1
from (47), we know that

baj,t̄θj,1
(θ) ≤ ε2,∀j ∈ S(θ, θ∗) ∩G. (48)

Following a reasoning similar to (44) through (46), we obtain
that, after normalization, for any agent i ∈ G\S(θ, θ∗),

bai,t̄θi,1
(θ) < ε. (49)

Then we define another time instant t̄θi,2 such that t̄θi,2 ≥ t̄θi,1+1
where the case one happens for second time for t ≥ t̄2 + 1.
Notice that, from the conditions in Theorem 1, case two may
occur infinitely often for agent i /∈ S(θ, θ∗). If this is the case,
it then follows that case two happens for any t ∈ (t̄θi,1, t̄

θ
i,2).

By (5) and (49), we have that

bai,t(θ) < ε,∀t ∈ (t̄θi,1, t̄
θ
i,2). (50)

Combining (49) and (50), we obtain that

bai,t(θ) < ε,∀t ∈ [t̄θi,1, t̄
θ
i,2 − 1]. (51)
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Note that (51) holds trivially if t̄θi,1 = t̄θi,2− 1, i.e., there is no
occurrence of the case two between two consecutive case one
updates. So even if case two happens only finitely often, (51)
still holds. Then by induction, for agent i ∈ G\S(θ, θ∗), we
have that

bai,t(θ) < ε,∀t ≥ t̄θi,1. (52)

We further define t̄3 := maxθ maxi/∈S(θ,θ∗) t̄
θ
i,1. Since t̄3 > t̄2,

bai,t(θ) < ε,∀t ≥ t̄3,∀i ∈ G,∀θ 6= θ∗. (53)

Combining (42) and (53), for any ω ∈ Ω̂,
limt→∞ ba(i, t)(θ) = 1. Since the set Ω̂ has measure
one as established in Remark 2, the proof of Theorem 1 is
complete.

D. Proof of Theorem 3

Proof. Like the proof of Theorem 1, 1) we are only interested
in state observation path set Ω̂ as defined in Remark 2 since
Ω̂ has measure one. 2) we prove the convergence in two steps
for an arbitrary state observation path from Ω̂. The first step
establishes that that the AB over the true hypothesis for any
good agent i ∈ G is always lower-bounded from zero. The
second step shows that the AB over any hypothesis other than
the true hypothesis is upper-bounded by an arbitrarily small
constant over time.

We only consider the scenario that case one happens
infinitely often since otherwise the proof trivially holds as
discussed in proof of Theorem 1. We fix a path ω ∈ Ω̂ and
define

δ1 := min
i∈G

lim
t→∞

bli,t(θ
∗).

Then, as in the proof of Theorem 1, for each good agent i ∈ G,
there exist a time ti and a constant α such that, for all t ≥ ti,
we have bli,t(θ

∗) ≥ δ1 − α where α < δ1.We define t̄1 as in
(37) and δ as in (11).

Then at t = t̄1 +1, in SDHT, for AB update, either case one
or case two happens. If case one happens, for average rule we
know that for all θ′ 6= θ, |S(θ, θ′) ∩ Ni,t̄+1| ≥ 2f + 2, then
we use (27) and (28) instead of (9) to update the AB as in the
following equation, where

b̃ai,t̄1+1(θ∗) = min{b̄ai,t̄1+1(θ∗), bli,t̄1+1(θ∗)} ≥ δ. (54)

The inequality (54) holds despite possible altered ABs from
f bad agents because in the update rule for case one, from
Lemma 3 we know that the ABs remaining in Mθ∗

i,t̄1+1 are
lower-bounded by δ and so is the average b̄ai,t̄1+1(θ∗) defined
in (27). Combined with the fact that bli,t̄+1(θ∗) ≥ δ by the
definition of δ, we know that (54) holds true.
If case two happens in SDHT, we use (5) and also have
b̃ai,t̄1+1(θ∗) ≥ δ from (40). Therefore, no matter case one or
case two occurs, we have b̃ai,t̄1+1(θ∗) ≥ δ before normaliza-
tion. Then we perform the normalization as in (6) and can
derive bai,t̄1+1(θ∗) ≥ δ following the same steps as in (41).

Then following the same induction logic that reaches (42),
we can prove the first step where

bai,t(θ
∗) ≥ δ, ∀t ≥ t̄1,∀i ∈ G. (55)

Now we move on to prove the second part, which establishes
the fact that the beliefs for hypotheses other than the θ∗ are
upper-bounded by an arbitrarily small constant. We pick a
small ε > 0 such that ε < δ. Given a hypothesis θ 6= θ∗,
for any agent i ∈ S(θ, θ∗), by Lemma 1, we know that there
exists a time tθi such that

bli,t(θ) ≤ ε3,∀t ≥ tθi . (56)

We further define

t̄2 := max{t̄1, max
i∈S(θ,θ∗)

{tθi }}.

Note that, since t̄2 ≥ t̄1, from (55) we have that

bai,t̄2+1(θ∗) ≥ δ.

If case one happens, for average rule we know that for all
θ′ 6= θ, |S(θ, θ′) ∩ Ni,t̄+1| ≥ 2f + 2, then we use (27) and
(28) instead of (9) to update the AB and

b̃ai,t̄2+1(θ) = min{b̃ai,t̄2+1(θ), bli,t̄2+1(θ)} ≤ ε3. (57)

If i ∈ S(θ, θ∗), (57) holds trivially by the definition of ε in
(56). Otherwise, note that (57) holds even with altered ABs
shared from up to f bad agents. From the belief update con-
dition in case one, we know that there exists at least one good
agent j′′ ∈ Ni,t̄2+1 ∩ S(θ, θ′) such that baj,t̄2(θ) ≤ baj′′,t̄2(θ)

for any agent j in Mθ∗

i,t̄2+1. Furthermore, it is guaranteed
that baj′′,t2(θ) will be upper-bounded by an arbitrarily small
constant from Remark 1 for Lemma 1 and so is the average
b̄ai,t̄2+1(θ∗) in (27). On the other hand, if SDHT is in the
condition of case two, then we have b̃ai,t̄2+1(θ) ≤ ε3 as in
(45). Therefore, no matter which case occurs, we have that

b̃ai,t̄2+1(θ) ≤ ε3,∀i ∈ S(θ, θ∗) ∩G

before normalization. Then we perform the normalization as
in (6) and can derive bai,t̄2+1(θ∗) < ε2 following the same
steps that reach (46).

The rest of proof follows the proof of Theorem 1 from (47)
on.

E. Proof of Theorem 4

Proof. Like the proof of Theorem 2, 1) we are only interested
in state observation path set Ω̂ as defined in Remark 2 since Ω̂
has measure one. 2) we prove the convergences in two steps
for an arbitrary state observation path from Ω̂.

For the first part that lower-bounds bai (θ∗), as in the proof
of Theorem 2, we study two different scenarios. In the first
scenario where case one only happens finitely often to an agent
i ∈ G and θ∗, the proof follows that of Theorem 2.

The second scenario indicates that case one happens in-
finitely often to an agent i ∈ G and θ∗. Then, as in the proof of
Theorem 2, for each good agent i ∈ G, there exist a time ti and
a constant α such that, for all t ≥ ti, we have bli,t(θ

∗) ≥ δ1−α
where α < δ1. We define t̄1 as in (10) and δ as in (11).

Since case one happens infinitely often, there must exist a
time t′i ≥ t̄1 that Algorithm 3 returns true. For average rule,
it means that for all θ′ 6= θ, |N θ

i ∩ S(θ, θ′)| ≥ 2f + 2. As
a result, ResetF lag is set to true and after AB update with
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(28) at t′i, all the saved ABs are deleted at t′i + 1. Therefore,
if j ∈ N θ∗

i,t , we know that

baj (θ∗) = baj,t(θ
∗) ≥ δ, ∀t ≥ t′i. (58)

There must also exist a time t′′i > t′i such that case one happens
again in ADHT for AB update with average rule, where we
use (27) and (28) instead of (9) and obtain

b̃ai,t′′i (θ∗) = min{{baj (θ∗)}j∈Ñ θ∗
i,t′′
i

, bli,t′′i (θ∗)} ≥ δ. (59)

If i ∈ S(θ∗, θ), (59) holds trivially. Otherwise, the inequality
(59) holds despite possible altered ABs from f bad agents
because in the update rule for case one, from Lemma 4 we
know that the ABs remaining in Mθ∗

i,t′′i
are lower-bounded by

δ and so is the average AB b̄ai,t′′(θ
∗) defined in (27). Combined

with the fact that bli,t′′i (θ∗) ≥ δ by the definition of δ, we know
that (59) holds true.

At t′′i + 1, if case one happens again, we know that
b̃ai,t′′i +1(θ∗) ≥ δ by the same logic that reaches (59). Alter-
natively, if case two happens at t′′i + 1, we use update rule (5)
and we have

b̃ai,t′′i +1(θ∗) = min{bai,t′′i (θ∗), bli,t′′i +1(θ∗)} ≥ δ (60)

by the definition of δ. Therefore, no matter which case occurs,
we have b̃ai,t′′i +1(θ∗) ≥ δ before normalization. Then we per-
form the normalization as in (6) and can derive bai,t′′i +1(θ∗) ≥
δ as in (14). Consequently, following the same logic and
by induction, we reach (17), where we rewritten below for
readability.

bai,t(θ
∗) ≥ δ, ∀t ≥ t̃2,∀i ∈ G. (61)

Now we move on to prove that the ABs over θ 6= θ∗

are upper bounded by an arbitrarily small constant. Given a
hypothesis θ 6= θ∗, for any agent i ∈ S(θ, θ∗), we pick a small
0 < ε < 1 such that ε < δ and define tθi such that

bli,t ≤ ε3,∀t ≥ tθi . (62)

Then we further define

t̃3 := max{t̃2, max
i∈S(θ,θ∗)

{tθi }}.

For any agent i ∈ G ∩ S(θ, θ∗), if case one applies for AB
update in ADHT, then we use (27) and (28) instead of (9) to
update θ 6= θ∗ and obtain

b̃ai,t̃3+1(θ) = min{b̄ai,t̃3+1(θ∗), bli,t̃3+1(θ)} ≤ ε3. (63)

The inequality (63) holds even with altered ABs shared from
up to f bad agents. From the belief update condition in case
one, we know that there exists at least one good agent j′′ ∈
Ni,t̃3+1∩S(θ, θ∗) such that ba

j,t̃3
(θ) ≤ ba

j′′,t̃3
(θ) for any agent

j in Mθ∗

i,t̃3+1
. Furthermore, it is guaranteed that ba

j′′,t̃3+1
(θ)

will be upper-bounded by ε3 and so is the average b̄a
i,t̃3+1

(θ)
in (27). On the other hand, if ADHT is in the condition of
case two, then we have

b̃ai,t̃3+1(θ) = min{bai,t̃3(θ), bli,t̃3+1(θ)} ≤ ε3. (64)

Therefore, no matter which case occurs, we have that

b̃ai,t̃3+1(θ) ≤ ε3,∀i ∈ S(θ, θ∗) ∩G

before normalization. Then we perform the normalization as
in (6) and can derive ba

i,t̃3+1
(θ∗ < ε2 following the same

reasoning that reaches (19).
The rest of proof follows the proof of Theorem 2 from (20)

on.
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