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Age of Information-Reliability Trade-offs in

Energy Harvesting Sensor Networks
Navid Nouri, Darya Ardan, and Mahmood Mohassel Feghhi

Abstract

Age of Information (AoI) is a recently defined quantity, which measures the freshness of

information in a communication scheme. In this paper, we analyze a network that consists of a

sensor node, an energy source and a receiver. The energy source is broadcasting energy and the

sensor is charging its battery using energy-harvesting technologies. Whenever the battery gets

fully charged, the sensor measures some quantity (called its status) from an environment, and

(or) transmits its status to the receiver. The full analysis of AoI of this network, in the setting

when each status is sent once, is given previously. However, that approach does not present a

reliability guarantee better than the success probability of one transmission. In this paper, we

present a closed form expression for the AoI of a deterministic and a randomized scheme that

guarantee a desired probability of successful transmission for each status, alongside with a zero-

error scheme. Furthermore, we define a novel notion called AoI-reliability trade-off and present

the AoI-reliability trade-offs of our schemes. Additionally, we show that numerical results match

our theoretical findings.

I. Introduction

Energy harvesting sensor networks have become an attractive concept, due to multiple
factors. First, and probably the most influential factor, is the necessity of energy harvesting
for sensor networks used in a wide range of applications from medical sensors in/on the body,
to sensors used in remote environments [1]. The sensors with built-in (isolated) batteries are
not desirable in such applications, since the sensor dies as soon as the battery is exhausted.
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Moreover, this technology enables us to save more energy, use renewable energy sources, and
produce more compact and lighter devices, which are more desirable, specially in medical
sensors. Energy harvesting, also received a lot of attention in the field of Internet of Things
(IoT)– see [2] for a survey. Varshney [3] introduced the concept of wireless power transmission
for the first time, and works such as [1], [4], [5] studied the problem further for different
architectures.

A natural metric for measuring the freshness of information in the receiver of communica-
tion systems, is defined as Age of Information (AoI) [6]. It is defined as the time elapsed since
the generation of the freshest status update that has reached the receiver. The concept of AoI
first appeared in [7], [8], [9]. There are numerous works investigating AoI from a queueing-
theoretic standpoint, e.g., [6], [10], [11], [12]. On the other hand, [13], [14], [15], [16], [17], [18]
study AoI of various energy harvesting systems and some propose techniques for minimizing
average AoI of their systems. We refer the reader to the survey [19] for a more complete set
of references.

Another main desired feature in communication systems is reliability. In communication
systems with higher reliability guarantees, messages are received by the receiver (without
error) with higher probability. In most of the practical settings, designing a communication
system with a high reliability guarantee is crucial. For instance, in medical sensors, it is vital
that the measurements reach the monitor with the smallest possible error. In some other
practical settings, such as streaming systems, it is important that each message gets to the
receiver with some high probability. However, achieving high reliability guarantees are not
for free, and results in schemes with higher average AoI.

A. Our results

In this paper, we consider a system model where a sensor node with a energy harvesting
technology transmits its status to the receiver over a noisy channel.1 We present two simple
and natural schemes for this setting based on re-transmission of the failed messages.

Our first scheme is a deterministic scheme (see Section IV-A), that considering the
desired reliability guarantee, determines the maximum number of transmissions necessary
for each status, and then transmits its status to the receiver, each time its battery is fully

1This system model is similar to what is used in [20] and is described formally in Section III.



3

charged, until either the status is received by the receiver, or it reaches the maximum number
of trials. In Theorem 1 we present the average AoI of this scheme. Despite the fact that this
scheme has the advantage of being a deterministic scheme, it is wasteful in certain regimes,
when in order to compensate a small error probability, the sensor needs to transmit the
status one more time (see the discussion at the end of Section IV-A). This issue also results
in a non-smooth trade off between average AoI and reliability (see Figure 3).

Our second scheme is a randomized scheme (see Section IV-B). In this scheme, different
than the deterministic scheme, the maximum number of transmissions for all statuses are not
identical, and are decided in a random fashion. The average AoI of this scheme is presented
in Theorem 2. Our randomized approach, solves the wastefulness issue of the deterministic
approach, and results in a smooth average AoI-reliability trade off (see Figure 3).

Finally, as a direct corollary of our calculations, we present the average AoI of a zero-error
scheme in Corollary 1.

B. Related work

We use a similar system model as in the recent work of Krikidis [20], with the following
important difference that in our schemes, any status is received by the receiver with proba-
bility at least 1− δ for any δ ∈ (0, 1) that one desires (as opposed to a fixed value π (success
probability of one transmission) in [20]). In other words, while the reliability guarantee of
the approach of [20] is determined by the channel, in our scheme the user determines the
minimum probability of success for each status. Also, [21] considers a communication system
with unreliable multiaccess channels, where the sensor nodes try to transmit their status to
the receiver by repeating the transmission, similar to our approach in this paper. However,
their setting assumes that the nodes are connected to the power grid, as opposed to our
energy harvesting setting. On the other hand, [22] studies the trade off between energy
efficiency and age of information. In their system model a server transmits information
to multiple users via multicasting based on requests from the users, where higher energy
efficiency is achieved at the cost of higher age of information.

C. Outline

In Section II, we define basic notations and definitions used throughout the paper. Our
system model is presented in Section III. The main schemes and their analysis are presented
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in Section IV. Finally, the numerical results of our simulations and comparison of various
scenarios are presented in Section V.

II. Preliminaries

For any positive integer k, we define [k] := {1, 2, . . . , k} and we let [0] := ∅. We use 1X
as the indicator of event X, i.e., 1X = 1 if X holds and 1X = 0, otherwise. We show any
Bernoulli random variable K, which takes 1 with probability p and 0 with probability 1−p,
using K ∼ Bern(p). For any π ∈ (0, 1), F is a random variable with geometric distribution
with parameter π, if for each positive integer i, Pr[F = i] = π(1−π)i−1, and we denote it by
F ∼ Geom(π). The fact below gives the expressions for the first and the second moments
of a random variable with geometric distribution.

Fact 1. If F ∼ Geom(π) for some π ∈ (0, 1), then we have E[F ] = 1
π
and E [F 2] = 2−π

π2 .

III. System model

In this section, we present our system model, which is similar to the system model of [20],
with some differences, which we highlight below. This model is a natural setting for energy
harvesting systems. In this model, we have three nodes: (1) an energy source node, E , which
broadcasts power in the environment, (2) a sensor (or transmitter) node, S, which uses the
energy broadcasted by E to charge its battery and use this power to transmit its message
later, (3) a receiver node, R, which receives the message transmitted by S. There are three
channels in this model, one from E to S for energy harvesting (using RF signals), one from
S to R for message transmission and a feedback channel from R to S, which is used to
inform the sensor when a successful transmission happens. More specifically, the sensor node
is not connected to the power grid and uses the power in its battery for the transmission.
This battery is charged using the energy harvested from E-S channel. The sensor node only
transmits its status when its battery is fully charged and uses all the stored energy for the
transmission. Sending information and harvesting energy both are possible simultaneously,
due to the differences between frequency bands of the E-S link and the S-R link, and a
proper architecture of battery [23]. We consider times as tantamount size slots. In each
time slot, the battery is getting charged in a quantized fashion in time. At the end of each
time slot, the sensor can decide to transmit its status and (or) update its status. Below, we
discuss the channels of this model.
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a) Harvesting: The E-S channel is a Rayleigh fading channel, which has power nt ∼
exp(λ) at time slot t.2 Assume that E broadcasts power P in each time slot. The energy
stored in the battery evolves as follows

Et := min{1Et−1<BEt−1 + ηPnt, B}, (1)

where η ∈ [0, 1] is the RF-to-DC conversion rate and B is the maximum capacity of the
battery. Also, assume that the battery is out of charge in the beginning of the scheme, i.e.,
E0 := 0. Furthermore, whenever the sensor transmits a status, the transmission drains the
whole energy in the battery. Also, for the ease of notation in the rest of the paper we let

β := λB/(ηP ). (2)

b) Transmission: The S-R channel is also a Rayleigh fading channel, with power mt ∼

exp(λ), alongside the presence of an additive white Gaussian noise with variance σ2. The
signal-to-noise ratio for the S-R channel at time slot t is

γt = B ·mt

σ2 . (3)

Assuming the spectral efficiency of r bits per channel use (BPCU), the probability of a
successful transmission in the S-R channel is given by

π = Pr [log2(1 + γt) > r] = exp
(
−λ2r − 1

B/σ2

)
. (4)

c) Feedback: The feedback channel is an error-free channel from the receiver to the
sensor node, and is used to inform the sensor node whenever a successful transmission
happens. The error-free assumption on this channel is reasonable due to the fact that the
receiver is connected to the power grid and can transmit messages with high power. Note
that since [20] does not aim for any reliability guarantee, this channel is not needed for their
setting.

For the communication systems in general, if the most recently received message at time
t in the receiver is m, then AoI of the system at time t is defined as the age of message
m, i.e., the time passed from the generation of message m in the transmitter. We consider

2We can also assume that an additive white Gaussian noise is present in this channel, however the contribution of

this noise to the harvesting is negligible [20].
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the discrete definition of AoI, which defines AoI for the time slots (each has one time unit
length) as opposed to continues values.

Remark 1. Note that the discrete definition of AoI is similar to the continuous definition of

AoI, which is more common in the literature, but we prefer the discrete one for our purpose,

since this makes it clear that the transmission of the messages are happening in discrete

times. Also, note that even using the continuous definition of AoI, all the results of this paper

still hold, and this assumption does not ease the problem.

IV. Schemes with reliability guarantees

In the following subsections, we first present and analyze a natural deterministic scheme,
and then we use randomness to achieve an improved and smooth AoI-reliability trade off.

A. Deterministic scheme

Let π be the probability that a single transmission over the channel is successful. Then,
if the sensor transmits its current status k times, where k :=

⌈
log1−π δ

⌉
, then the status

is received by the receiver with probability at least 1 − δ. Basically, after each successful
transmission or giving up on the previous status (we elaborate these cases below), the sensor
waits for its battery to recharge. As soon as the battery gets fully charged, the sensor updates
its status and uses its battery’s energy to transmit the status to the receiver. We assume
that there is one time slot allocated for the transmission, i.e., the receiver receives the
transmitted message with a delay of one time slot.3 For any status sensed by the sensor,
the sensor repeats transmitting it, until either the status is received without error by the
receiver (successful transmission), or the status reaches its limit for the maximum number
of transmissions (giving up on the status).

Below, we present a formal version of our deterministic scheme in Algorithm 1.

3The reader should note that even if the transmission was assumed to be immediate, it only affects the AoI

calculations by a additive −1 factor, however, this assumption is also present in the system model of [20] and is

reasonable due to the delays caused by various factors such as the processing time in the receiver.
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Algorithm 1 Deterministic Scheme: A scheme that achieves (1− δ)-Reliability deter-
ministically.
1: k ← dlog1−π δe

2: Wait until the battery gets fully charged. . Energy harvesting
3: if the last transmission was successful or ` = k then

. The feedback channel is used to determine the success of the last transmission
. We assume that when we initialize the algorithm, ` = k, so the if statement holds

4: Sense a new status and update s
5: `← 0
6: end if

7: Use the battery charge to send s to the receiver
8: `← `+ 1
9: Repeat

Now, we set a few notations, which we use frequently in the following claims and their
proofs. For any integer i ≥ 1, let τi be the time that i’th successful message is received by
the receiver, and let τ ′i be the time that this message is generated (sensed) by the sensor.
For any i ≥ 2, we let Xi denote the time between (i−1)’th and i’th successful transmission,
i.e., Xi := τi − τi−1. Also, let Hi := τi−1 − τ ′i−1 − 1. We also let Fi denote the number of
transmissions between (i − 1)’th and i’th successful transmission, i.e., the number of full
battery charges in that period. One can easily see that Fi ∼ Geom(π), if π is the probability
that a single transmission over the channel is successful. For a better understanding of the
upcoming proofs, we also define an auxiliary notion of AoI in the sensor, which measures the
freshness of the message that the sensor has at any time. Figure 1 provides an instance of
these definitions. Also, for ease of notation, we drop the indices when there is no ambiguity.
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Fig. 1: An instance for illustrating the notations defined above, and the steps that we use
to calculate E[Ai].

First, we state the first and the second moments of T , where T is the random variable
for the time that it takes to fully charge an empty battery.

Proposition 1 (Proposition 1 of [20]). We have E[T ] = 1 + β and E[T 2] = 1 + 3β + β2,

where β := λB/(ηP ) (see Section III for the definition of parameters used in the definition

of β).

The proof of this proposition is given in [20].
Now, we state the following result about the first and the second moments of the time

between (i− 1)’th and i’th successful transmissions.

Lemma 1. Let X := Xi for any fixed i ≥ 2 and let F ∼ Geom(π). Then we have E[X] =
E[T ] · E[F ] and E[X2] = E [T 2]E[F ] + E[T ]2E [F 2]− E[T ]2E[F ].
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τi−1 τi

X

T1 T2 TF

t
A

oI
Fig. 2: An illustration of the notations used in the proof of Lemma 1.

Proof. Let F denote the random variable corresponding to the number of transmissions (or
equivalently the number of battery recharges) between the (i− 1)’th and the i’th successful
transmissions. Also, for each j ∈ [F ], let Tj denote the time that it takes for the j’th battery
recharge. Now, if we define X := τi− τi−1, then X = T1 +T2 + . . .+TF (see Figure 2). Thus,
for the expectation we have

E[X] =
∞∑
f=1

E[T1 + T2 + . . .+ TF |F = f ] Pr[F = f ]

=
∞∑
f=1

E[T1 + T2 + . . .+ Tf ] Pr[F = f ]

=
∞∑
f=1

E[T ] · f · Pr[F = f ]

= E[T ]E[F ]. (5)

Similarly, we have

E
[
X2
]

=
∞∑
f=1

E
[
(T1 + T2 + . . .+ TF )2 |F = f

]
Pr[F = f ]

=
∞∑
f=1

E
[
(T1 + T2 + . . .+ Tf )2

]
Pr[F = f ]

=
∞∑
f=1

(
E
[
T 2
]
· f + E[T ]2 · (f 2 − f)

)
Pr[F = f ]

= E
[
T 2
]
E[F ] + E[T ]2E

[
F 2
]
− E[T ]2E[F ]. (6)
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We denote the area under the AoI curve from (i − 1)’th successful transmission to the
i’th successful transmission by Ai. We want to calculate the expected value of Ai for any
i ≥ 2. Fix i, and for simplicity of notation let A := Ai. As in Figure 1, one can see that
the area corresponding to A can be divided into a rectangle and a triangle4, which their
area are denoted by U and V , respectively. Note that by linearity of expectation, we have
E[A] = E[U ] + E[V ].

The following lemma gives the expression for E[V ].

Lemma 2. E[V ] = 1
2 (E[X2] + E[X]) .

Proof. Let X be the random variable that corresponds to the amount of time between
(i− 1)’th successful transmission and i’th successful transmission, i.e., X := τi− τi−1. Then
by the definition of V , we have the following: V = ∑X

j=1 j = X(X+1)
2 , which translates to

E[V ] = E
[
X(X+1)

2

]
= 1

2 (E[X2] + E[X]) . This concludes the proof.

Now we calculate the expected area of the rectangle part, i.e., E[U ]. As per Figure 1, one
should note that the random variables corresponding to the vertical and horizontal sides
of the rectangle are independent of each other, since each transmission is successful with
probability π, independent of the previous transmissions. As mentioned before, the random
variable corresponding to the horizontal side is X, and we denote the random variable
corresponding to the length of the vertical side by H. Suppose that T ′1, T ′2, . . . , T ′z are the
random variables corresponding to the time for each battery recharge used for transmitting
mi−1 (the (i − 1)’th successful message), where z is an integer such that z’th transmission
of mi−1 is successful (and the previous ones have failed). Now, since the sensor updates its
status when its battery is recharged for the first time (after a successful transmission or
after giving up on the previous status), then Hi := T ′2 + . . .+ T ′z. Thus we have

E[U ] = E[H ·X] = E[H] · E[X], (7)

since H and X are independent random variables. In the following lemma, we calculate
E[H].

4Note that this region is not exactly a triangle because of discrete time slots that we use (see Remark 1)
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Lemma 3. If we use the deterministic scheme (Algorithm 1), then we have

E[H] = E[T ] ·
(

1
π
− k(1− π)k

1− (1− π)k − 1
)
. (8)

Proof. For a fixed i ≥ 2, let m be the (i− 1)’th successful message and let Y be a random
variable such that Y ∼ Geom(π). Now let random variable Z be such that

∀j ∈ [k] : Pr[Z = j] = Pr[Y = j|Y ≤ k]. (9)

One can see that Z is the distribution of number of transmissions of message m, since the
condition Y ≤ k guarantees that this message is successful. Now, let T ′1, T ′2, . . . , T ′Z denote
the amount of time that it takes for Z full battery charges used in the transmissions of m.
Now, we can calculate the expected value of H as follows:

E[H] = E[T ′2 + . . .+ T ′Z ]

=
k∑
j=1

E[T ′2 + . . .+ T ′Z |Z = j] Pr[Z = j]

=
k∑
j=1

E[T ′2 + . . .+ T ′j ] Pr[Y = j|Y ≤ k]

= E[T ] ·
 k∑
j=1

(j − 1) · Pr[Y = j|Y ≤ k]


= E[T ] ·
 k∑
j=1

(j − 1) · (1− π)j−1π

1− (1− π)k


= E[T ] ·

(
1
π
− k(1− π)k

1− (1− π)k − 1
)
, (10)

where the last transition is by Claim 1 (see Appendix A).

Now, we can combine the results and get the following result on the AoI of the determin-
istic scheme.

Theorem 1. For any δ > 0 such that δ ≤ 1 − π, there exist a deterministic scheme which

achieves the following average AoI

AoIdet = (1 + β)
(

2
π
− k(1− π)k

1− (1− π)k −
3
2

)
+ 2β + 1

2(1 + β) , (11)

where k = dlog1−π δe. Furthermore, any status is received by the receiver with probability at

least 1− δ.
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Proof. First, we prove the reliability guarantee. Note that a status is not received by the
receiver if it fails k transmissions, where k = dlog1−π δe (see Line 1 of Algorithm 1). Since
the probability of failure of each transmission is 1− π then for any status s,

Pr[status s fails] = (1− π)k ≤ δ, (12)

where the last inequality holds since k = dlog1−π δe.
Now, we prove the expression for Average AoI of this scheme. Note that we have

AoIdet = E[A]
E[X] = E[V ] + E[U ]

E[X] =
1
2 (E[X2] + E[X]) + E[U ]

E[X] ,

where the last equality is due to Lemma 2 (and see the discussion in [6] for the standard
argument of the first equality). Then, we have

AoIdet = 1
2

(
E[X2]
E[X] + 1

)
+ E[T ]

(
1
π
− k(1− π)k

1− (1− π)k − 1
)

=
(2− π

2π

)
(β + 1) + 2β + 1

2(1 + β) + (1 + β)
(

1
π
− k(1− π)k

1− (1− π)k − 1
)

= (1 + β)
(

2
π
− k(1− π)k

1− (1− π)k −
3
2

)
+ 2β + 1

2(1 + β) , (13)

where the first equality is by Lemma 3 and (7). The second equation is due to Proposition 1,
Lemma 1 and Fact 1, and the third equality is by reordering the terms.

Remark 2. Theorem 1 recovers the result of [20], as a special case, when one sets k = 1.
Recall that in that case, the reliability guarantee of the system is π.

One can see Theorem 1 as a trade off between reliability and average AoI. Moreover, note
that the blue curve in Figure 3, which presents the trade off curve for the setting where
β = 87 and π = 0.65, has discontinuities. The deterministic approach of setting a fix k as
maximum number of attempts, in order to achieve error probability of at most δ, is wasteful.
More specifically, the source of inefficiency in Algorithm 1 comes from the rounding in Line 1
of Algorithm 1. Note that for k = dlog1−π δe, we have that (1− π)k ≤ δ < (1− π)k−1.

In the next subsection, we modify the scheme and use randomness to achieve a better
average AoI with error probability of at most δ for each status, which provides us smooth
average AoI-reliability trade offs.
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B. Randomized scheme

In Algorithm 2, we use randomness in determining the maximum number of trials for each
status. For each status s, we will choose this limit, k̃, with proper probability between k and
k − 1, so that the error probability becomes δ (see Line 8 in Algorithm 2). Needless to say
that when k = 1, error probability of 1− π cannot be increased to δ in the hope of getting
better AoI, as any status has to be sent at least once. Below we present our randomized
scheme in Algorithm 2.

Algorithm 2 Randomized Scheme: A scheme that achieves (1 − δ)-Reliability in a
randomized fashion.
1: Wait until the battery gets fully charged. . Energy harvesting
2: if the last transmission was successful or ` = k̃ then

. The feedback channel is used to determine the success of the last transmission
. We assume that when we initialize the algorithm ` = k̃ = 0, so the if statement holds

3: `← 0
4: Sense a new status and update status s
5: k ← dlog1−π δe

6: if k > 1 then

7: p1 ← (1− π)k, p2 ← (1− π)k−1

8: k̃ ← Bern
(
δ−p2
p1−p2

)
+ (k − 1)

9: else

10: k̃ ← 1
11: end if

12: end if

13: Use the battery charge to send s to the receiver
14: `← `+ 1
15: Repeat

Now, we calculate the average AoI of the scheme presented in Algorithm 2. Suppose that
A := Ai is the area under the AoI-time curve between τi−1 and τi as described in the previous
section. Again, the same as the previous section, we divide A into two parts U and V , where
U represents the area of the rectangle part, and V is the area of the triangle part. One can
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easily check that since the area of V only depends on the time that it takes to send any
successful message to the receiver, the exact same result that we had for E[V ] in the previous
section holds, i.e.,

E[V ] = 1
2
(
E[X2] + E[X]

)
. (14)

Now, we analyze E[U ], which needs different techniques for this scheme compared to the
scheme of the previous section, and gives the improvement.

Here, it is useful to remind the reader about the randomized scheme that we use. Our
algorithm after any successful transmission, updates its status and then in Line 8 of Algo-
rithm 2 decides an upper-bound on the number of trials of this status, and if the number
of trials exceeds that limit, then updates its status and then again chooses an independent
upper-bound on the number of trials for this message and so on. As mentioned above, E[X]
is exactly the same as previous section, however, we need to calculate E[H] for this scheme.
The next lemma is the main technical challenge of this section.

Lemma 4. For the randomized scheme (Algorithm 2) if we let α := δ−p2
p1−p2

, then for any

i > 2, we have E[Hi] = p · h1 + (1− p) · h2 where

• p = α(1−(1−π)k)
1−α(1−π)k−(1−α)(1−π)k−1 ,

• h1 = E[T ] ·
(

1
π
− k(1−π)k

1−(1−π)k − 1
)
,

• h2 = E[T ] ·
(

1
π
− (k−1)(1−π)k−1

1−(1−π)k−1 − 1
)
.

Proof. First, let m′ be the (i− 1)’th successful message and let k′ be the maximum number
of repetitions determined by Line 8 of Algorithm 2 for message m′. Note, either k′ = k or
k′ = k − 1. Also, let τ := τ ′i−1 and H := Hi for ease of notation. Now, we can write:

E[H] = Pr[k′ = k] · E[H|k′ = k] + Pr[k′ = k − 1] · E[H|k′ = k − 1] (15)
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Let Y be a random variable such that Y ∼ Geom(π). Then, we have

E[H|k′ = k] =
k∑
i=1

E[T2 + . . .+ TY |Y = i, k′ = k] Pr[Y = i|Y ≤ k′, k′ = k]

=
k∑
i=1

E[T2 + . . .+ Ti] Pr[Y = i|Y ≤ k]

=
k∑
i=1

E[T ] · (i− 1) · Pr[Y = i|Y ≤ k]

= E[T ] ·
k∑
i=1

(i− 1) · (1− π)i−1π

1− (1− π)k

= E[T ] ·
(

1
π
− k(1− π)k

1− (1− π)k − 1
)
, (16)

where the last transition is by Claim 1 (see Appendix A). Similarly, we have

E[H|k′ = k − 1] = E[T ] ·
(

1
π
− (k − 1)(1− π)k−1

1− (1− π)k−1 − 1
)
. (17)

If we let h1 := E[T ] ·
(

1
π
− k(1−π)k

1−(1−π)k − 1
)
and h2 := E[T ] ·

(
1
π
− (k−1)(1−π)k−1

1−(1−π)k−1 − 1
)
then using

(15) we have E[H] = Pr[k′ = k] · h1 + Pr[k′ = k − 1] · h2.

Now it remains to calculate Pr[k′ = k], which is the probability that the scheme decides to
upper bound the maximum transmission of messagem′ by k (and not k−1). One should note
the subtle point here, which is this probability is different from the probability of setting
k̃ for each message in the algorithm. The reason is, it is conditioned that message m′ is
successful. In other words, suppose that after successfully sending the (i − 2)’th message,
the sensor updates its status to m1 and sets k̃1 := k̃(m1) in Line 8 of Algorithm 2. Now, let
W = 1 if message m1 is successful and W = 0 otherwise. Thus,

Pr[k′ = k] = Pr[k′ = k|k̃1 = k,W = 1] Pr[k̃1 = k,W = 1]

+ Pr[k′ = k|k̃1 = k,W = 0] Pr[k̃1 = k,W = 0]

+ Pr[k′ = k|k̃1 = k − 1,W = 1] Pr[k̃1 = k − 1,W = 1]

+ Pr[k′ = k|k̃1 = k − 1,W = 0] Pr[k̃1 = k − 1,W = 0]. (18)

Furthermore, since geometric distribution is memory-less

Pr[k′ = k] =1 · Pr[k̃1 = k,W = 1] + Pr[k′ = k] ·
(
Pr[k̃1 = k,W = 0] + Pr[k̃1 = k − 1,W = 0]

)
=α

(
1− (1− π)k

)
+ Pr[k′ = k] ·

(
α · (1− π)k + (1− α)(1− π)k−1

)
. (19)
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Thus, we have Pr[k′ = k] = α(1−(1−π)k)
1−α(1−π)k−(1−α)(1−π)k−1 where α = Pr[k̃ = k] for any message as

assumed in the statement of the lemma. Now, if we let p := α(1−(1−π)k)
1−α(1−π)k−(1−α)(1−π)k−1 then the

claim holds.

Theorem 2. For any δ > 0 such that δ ≤ (1 − π)2, the randomized scheme (Algorithm 2)

achieves the following average AoI

AoIrand = 1
2

(
E[X2]
E[X] + 1

)
+ E[H], (20)

where E[H] is calculated in Lemma 4, and E[X] and E[X2] are calculated in Lemma 1.

Furthermore, any status is received by the receiver with probability at least 1− δ.

Proof. First, we start by proving the reliability guarantee. We consider two cases:
Case I (k > 1): Recall that p1 = (1 − π)k and p2 = (1 − π)k−1 as per Algorithm 2. In

this case k̃ = k with probability δ−p2
p1−p2

and k̃ = k− 1, otherwise (see Line 8 in Algorithm 2).
Let W := 1

k̃=k, be the indicator random variable for the event of k̃ = k. Then

Pr[fail] = Pr[W = 1] Pr[fail|W = 1] + Pr[W = 0] Pr[fail|W = 0]

=
(
δ − p2

p1 − p2

)
(1− π)k +

(
1− δ − p2

p1 − p2

)
(1− π)k−1

=
(
δ − p2

p1 − p2

)
· p1 +

(
1− δ − p2

p1 − p2

)
· p2

= δ. (21)

Case II (k = 1): In that case Algorithm 2 do not use randomness (see Line 10 of Algo-
rithm 2) and we have Pr[fail] = 1− π ≤ δ, since log1−π δ ≤ 1.

So, in both cases we proved that the failure probability is at most δ.
The proof of the AoI value is immediate by the definition of X and the definition of H.

In Figure 3, we compare the average AoI-reliability trade off curve of randomized scheme
to the deterministic scheme. One can clearly see that using randomness we improved the
average AoI of the system and achieved a smooth trade off curve.

C. Zero-error scheme

In order to achieve a zero-error scheme, we can set δ = 0, or equivalently set the maximum
number of trials, k, to be infinity. Consequently, the sensor insists on sending each status
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Fig. 3: Comparison of average AoI-reliability trade offs for the setting where β = 87 and
π = 0.65, for the deterministic and the randomized schemes.

until a successful transmission happens. The reader should note that in this case there is
no difference between the deterministic and the randomized schemes. The average AoI of a
zero-error scheme is stated below.

Corollary 1 (Average AoI of zero-error scheme). The average AoI of a zero-error scheme

is (1 + β) ·
(

4−3π
2π

)
+ 2β+1

2(1+β) .

Proof.

lim
k→∞

AoIdet = lim
k→∞

(1 + β)
(

2
π
− k(1− π)k

1− (1− π)k −
3
2

)
+ 2β + 1

2(1 + β)

= (1 + β) ·
(4− 3π

2π

)
+ 2β + 1

2(1 + β) . (22)

The difference between the average AoI of the zero-error scheme and the simple case when
each status is transmitted only once (as in [20]) can be seen as the cost of achieving a zero-
error scheme. Interestingly, in some regimes, the difference is relatively small, i.e., one can
achieve a zero-error scheme with only a relatively small increase in the average AoI of the
system.
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V. Simulations

In this section, we present the results of the simulations for the randomized scheme. We use
a similar setting for simulations as [20]: we set σ2 = −50dBm, η = 0.5 and r = 0.05BPCU
and we also assume that the sensor node has distance d meters away from both the energy
transmitter and the receiver. We also model the power gain of the channels as λ = 103dα,
where α = 2.2 is the path-loss exponent [24].

First, we compare the average AoI of the randomized scheme and the deterministic
scheme, with the same parameters. In Table I, we present the theoretical results and the
outcome of simulations, for the case when d = 20m and P = 1W , and for two different
reliability guarantees, 80% and 90%. First observation is that, as expected, generally using
the randomized scheme lowers the average AoI. In Table I, the second observation is that
even though the desired reliability in the first two rows are 90% and the desired reliability
of the last two rows are 80%, the deterministic scheme provides the same average AoI. The
reason is the wasteful approach of this scheme. More specifically, the algorithm uses the
same number k, for the limit of maximum number of transmission for both cases (see the
discussion in the end of Section IV-A). However, the randomized scheme does not suffer
from this phenomenon, due to use of randomness.

Average AoI (in time slots)

Parameters Deterministic scheme Randomized scheme

Battery capacity δ Theory Simulation Theory Simulation

1 × 10−3 0.1 ≈ 1425.6 ≈ 1437.7 ≈ 1361.2 ≈ 1364.5

1.5 × 10−3 0.1 ≈ 1799.1 ≈ 1797.2 ≈ 1641.3 ≈ 1641.7

1 × 10−3 0.2 ≈ 1425.6 ≈ 1421.6 ≈ 1204.7 ≈ 1204.0

1.5 × 10−3 0.2 ≈ 1799.1 ≈ 1804.1 ≈ 1502.0 ≈ 1502.6

TABLE I: Comparison of average AoI of the deterministic and the randomized scheme, when
d = 20m, P = 1W , for various δ values.

For the next set of simulations, in the randomized scheme, we set δ = 0.01, which implies
99% reliability guarantee. In figure 4, we present 5 curves for

(d, P ) ∈ {(20, 1), (15, 1), (20, 3), (20, 5), (20, 10)},
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where P represent the power of energy transmitter in watts and d is the distance of sensor
node from the energy transmitter and the receiver in meters, as explained above.
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Fig. 4: Average AoI with reliability guarantee of 99% for a range of battery capacity for five
different settings of parameters.

For the set of simulations illustrated in Figure 5, we set P = 1W , d = 20m and other
parameters as above in the randomized scheme. We compare average AoI curves for δ ∈
{1, 0.1, 0.01, 0}. One should note that δ = 1 means that reliability guarantee is equal to π,
and δ = 0 correspond to the zero-error scheme (see Section IV-C). This figure shows that as
we aim for higher reliability guarantees, the average AoI of the system increases, as expected.
Furthermore, in Table II, we compare the reliability promised by setting δ and Theorem 2
(theory), and the reliability we get using simulations for various battery capacities, when
P = 1W and d = 20m.
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Fig. 5: Average AoI with different reliability guarantees for a range of battery capacity.

Theory Simulations

Battery capacity Reliability (%) Statuses sent Statuses received Reliability (%)

0.8 × 10−3 90% 69181 62220 ≈ 89.94%

0.8 × 10−3 99% 62933 62314 ≈ 99.02%

1 × 10−3 90% 58964 53082 ≈ 90.02%

1 × 10−3 99% 53638 53089 ≈ 98.98%

1.5 × 10−3 90% 42844 38514 ≈ 89.89%

1.5 × 10−3 99% 39014 38649 ≈ 99.06%

TABLE II: Comparison of reliability guarantees of simulations and theoretical results, when
d = 20m and P = 1W , for various battery capacities.

Remark 3. Since the theoretical proofs are precise and the expressions are without using

any approximations, the relatively small discrepancies between the theoretical results and the

outcome of the simulations are due to the small number of statuses used for the simulations.

VI. Conclusion

In this paper, we defined a novel notion, called AoI-reliability trade off. Additionally, we
presented two natural schemes in a sensor network, in order to provide a reliability guarantee.
Moreover, we presented closed expressions for their average AoI. We also showed that in some
sensor networks, by slightly increasing the average AoI, one can achieve a zero-error scheme.
Also, we showed that the numerical simulations match our theoretical results. An interesting
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future direction is to present AoI-reliability trade offs for more involved energy harvesting
sensor networks, and in general for any communication system for which reliability is a
crucial factor.

Appendix A

Omitted claims and proofs

Claim 1. For any integer k ≥ 1 and π ∈ (0, 1), we have the following
k∑
j=1

(j − 1) · (1− π)j−1π

1− (1− π)k = 1
π
− k(1− π)k

1− (1− π)k − 1. (23)

Proof. First, note that
k∑
j=1

(j − 1) · (1− π)j−1π

1− (1− π)k = π

1− (1− π)k
k∑
j=1

(j − 1) · (1− π)j−1. (24)

Then, we have
k∑
j=1

(j − 1) · (1− π)j−1 =
k∑
j=1

j−1∑
i=1

(1− π)j−1

=
k∑
i=1

k∑
j=i+1

(1− π)j−1

=
k∑
i=1

(1− π)i
k−i−1∑
j=0

(1− π)j

=
k∑
i=1

(1− π)i · 1− (1− π)k−i
π

= 1− π
π
· 1− (1− π)k

π
− k(1− π)k

π
. (25)

Now, combining (24) and (25), we get
k∑
j=1

(j − 1) · (1− π)j−1π

1− (1− π)k = 1
π
− 1− k(1− π)k

1− (1− π)k , (26)

which concludes the proof.

References

[1] S. Luo, R. Zhang, and T. J. Lim. Optimal save-then-transmit protocol for energy harvesting wireless transmitters.

IEEE Transactions on Wireless Communications, 12(3):1196–1207, 2013.

[2] N. Garg and R. Garg. Energy harvesting in iot devices: A survey. In 2017 International Conference on Intelligent

Sustainable Systems (ICISS), pages 127–131, 2017.



22

[3] L. R. Varshney. Transporting information and energy simultaneously. In 2008 IEEE International Symposium

on Information Theory, pages 1612–1616, 2008.

[4] R. Zhang and C. K. Ho. Mimo broadcasting for simultaneous wireless information and power transfer. IEEE

Transactions on Wireless Communications, 12(5):1989–2001, 2013.

[5] Mahmood Mohassel Feghhi, Aliazam Abbasfar, and Mahtab Mirmohseni. Low complexity resource allocation

in the relay channels with energy harvesting transmitters. Ad Hoc Networks, 77:108 – 118, 2018.

[6] Antzela Kosta, Nikolaos Pappas, and Vangelis Angelakis. Age of information: A new concept, metric, and tool.

Foundations and TrendsÂő in Networking, 12:162–259, 11 2017.

[7] S. Kaul, R. Yates, and M. Gruteser. Real-time status: How often should one update? In 2012 Proceedings IEEE

INFOCOM, pages 2731–2735, 2012.

[8] Eitan Altman, Rachid El Azouzi, Daniel S. Menasché, and Yuedong Xu. Poster: Aging control for smartphones

in hybrid networks. SIGMETRICS Perform. Eval. Rev., 39(2):68, September 2011.

[9] S. Kaul, M. Gruteser, V. Rai, and J. Kenney. Minimizing age of information in vehicular networks. In 2011 8th

Annual IEEE Communications Society Conference on Sensor, Mesh and Ad Hoc Communications and Networks,

pages 350–358, 2011.

[10] S. K. Kaul, R. D. Yates, and M. Gruteser. Status updates through queues. In 2012 46th Annual Conference on

Information Sciences and Systems (CISS), pages 1–6, 2012.

[11] C. Kam, S. Kompella, G. D. Nguyen, and A. Ephremides. Effect of message transmission path diversity on

status age. IEEE Transactions on Information Theory, 62(3):1360–1374, 2016.

[12] Y. Inoue, H. Masuyama, T. Takine, and T. Tanaka. A general formula for the stationary distribution of the

age of information and its application to single-server queues. IEEE Transactions on Information Theory,

65(12):8305–8324, 2019.

[13] A. Arafa and S. Ulukus. Age-minimal transmission in energy harvesting two-hop networks. In GLOBECOM

2017 - 2017 IEEE Global Communications Conference, pages 1–6, 2017.

[14] X. Wu, J. Yang, and J. Wu. Optimal status update for age of information minimization with an energy harvesting

source. IEEE Transactions on Green Communications and Networking, 2(1):193–204, 2018.

[15] A. Arafa, J. Yang, and S. Ulukus. Age-minimal online policies for energy harvesting sensors with random battery

recharges. In 2018 IEEE International Conference on Communications (ICC), pages 1–6, 2018.

[16] A. Arafa, J. Yang, S. Ulukus, and H. V. Poor. Age-minimal transmission for energy harvesting sensors with

finite batteries: Online policies. IEEE Transactions on Information Theory, 66(1):534–556, 2020.

[17] S. Farazi, A. G. Klein, and D. R. Brown. Average age of information for status update systems with an energy

harvesting server. In IEEE INFOCOM 2018 - IEEE Conference on Computer Communications Workshops

(INFOCOM WKSHPS), pages 112–117, 2018.

[18] S. Farazi, A. G. Klein, and D. R. Brown. Age of information in energy harvesting status update systems: When

to preempt in service? In 2018 IEEE International Symposium on Information Theory (ISIT), pages 2436–2440,

2018.

[19] Roy D. Yates, Yin Sun, D. Richard Brown III, Sanjit K. Kaul, Eytan Modiano, and Sennur Ulukus. Age of

information: An introduction and survey, 2020.

[20] Ioannis Krikidis. Average age of information in wireless powered sensor networks. IEEE Wireless Communica-

tions Letters, 8(2):628–631, 2019.



23

[21] R. D. Yates and S. K. Kaul. Status updates over unreliable multiaccess channels. In 2017 IEEE International

Symposium on Information Theory (ISIT), pages 331–335, 2017.

[22] S. Nath, J. Wu, and J. Yang. Optimum energy efficiency and age-of-information tradeoff in multicast scheduling.

In 2018 IEEE International Conference on Communications (ICC), pages 1–6, 2018.

[23] Shixin Luo, Rui Zhang, and Teng Joon Lim. Optimal save-then-transmit protocol for energy harvesting wireless

transmitters. IEEE Transactions on Wireless Communications, 12(3):1196–1207, 2013.

[24] Q. Wu, W. Chen, D. W. K. Ng, and R. Schober. Spectral and energy-efficient wireless powered iot networks:

Noma or tdma? IEEE Transactions on Vehicular Technology, 67(7):6663–6667, July 2018.


	I Introduction
	I-A Our results
	I-B Related work
	I-C Outline

	II Preliminaries
	III System model
	IV Schemes with reliability guarantees
	IV-A Deterministic scheme
	IV-B Randomized scheme
	IV-C Zero-error scheme

	V Simulations
	VI Conclusion
	Appendix A: Omitted claims and proofs
	References

