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Abstract Nonlocality inequalities for multi-party systems act as contextual-
ity inequalities for single qudit systems of suitable dimensions [Heywood and
Redhead, Found. Phys., 13(5), 481–499, 1983; Abramsky and Brandenburger,
New J. Phys., 13(11), 113036, 2011]. In this paper, we propose the procedure
for adaptation of nonlocality-based quantum conferencing protocols (NQCPs)
to contextuality-based QCPs (CQCPs). Unlike the NQCPs, the CQCPs do not
involve nonlocal states. As an illustration of the procedure, we present a QCP
based on Mermin’s contextuality inequality. As a significant improvement, we
propose a QCP based on CHSH contextuality inequality involving only four-
dimensional states irrespective of the number of parties sharing the key. The
key generation rate of the latter is twice that of the former. Although CQCPs
allow for an eavesdropping attack which has no analog in NQCPs, a way out of
this attack is demonstrated. Finally, we examine the feasibility of experimen-
tal implementation of these protocols with orbital angular momentum (OAM)
states.
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1 Introduction

The surge of interest in nonclassical aspects of quantum mechanics owes largely
to the applications that they offer. Examples include search algorithms and
quantum computing algorithms [1, 2] which provide computational speedups
as compared to their classical counterparts. There also exist altogether novel
applications such as quantum teleportation, superdense coding [3,4], and quan-
tum key distribution protocols. In particular, fundamental features of quantum
mechanics were first applied in quantum key distribution (QKD) [5–7]. Thanks
to the no-cloning theorem [8] and the existence of non-orthogonal bases, QKD
protocols are unconditionally secure. In the celebrated Ekert protocol [6], non-
local states are employed for key distribution. Though these states are not es-
sential in the generation and certification of the key, they play a crucial role in
device-independent QKD protocols [9]. Since nonlocality is a costly resource,
other QKD protocols have been proposed whose security analyses are based on
monogamy relations of other quantum features, e.g., quantum discord [10,11]
and contextuality [12,13]. Additionally, the Kochen-Specker theorem has been
identified as a condition for secure QKD in [14]. The contextuality-based QKD
protocols proposed in [12,13] can be employed to generate a secure key between
two parties.

It has been noticed [15–17] that the CHSH nonlocality inequality for a
bipartite system detects contextuality in a single system. The interrelation
between nonlocality and contextuality has been further placed on a firm ground
using the sheaf-theoretic framework [18]. In short, nonlocality inequalities can
be adapted to detect contextuality in a single system of suitable dimensions.
The reason underlying this adaption is the isomorphism of Hilbert spaces of
identical dimensions.

In this paper, we exploit the formal equivalence between nonlocality and
contextuality to propose QCPs based entirely on contextuality, correspond-
ing to any NQCP. However, our protocols are significantly different from the
NQCPs. The isomorphism between the Hilbert spaces extends only upto the
states and the algebra of the observables. The implementation of the QCPs and
security against eavesdropping are completely different. In short, the CQCPs
are not just mathematical analogs of NQCPs. So, the similarity and contrast
of the two QCPs are schematically shown in figures (1) and (2) respectively.
Particular attention may be paid to “masking transformations” U, which are
employed for security, in figure (2). It is discussed in detail in section (5).

We propose two classes of CQCPs. In the first class, a higher dimensional
state is sent from the first party to the last party sequentially. In the second
class, the parties are divided into partially overlapping groups and a relatively
lower dimensional state is used for sharing the key among different groups.
To illustrate these two classes, we have explicitly described QCPs based on
Mermin’s contextuality inequality and CHSH contextuality inequality respec-
tively.

Since all these protocols involve higher dimensional states, orbital angular
momentum (OAM) states of light seem to be natural candidates for their
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Fig. 1 Pictorial representation of QCP based on nonlocality inequality: anN -party nonlocal
state is shared among N parties, viz., Bob1, · · · ,BobN who perform random measurements
of Ak, Bk, B

′
k · · · ; 1 ≤ k ≤ N . The outcomes of Bk, B

′
k · · · are revealed on a classical channel

to check for violation of nonlocality inequality and those of Ak are used to generate the key.

Fig. 2 Pictorial representation of QCP based on contextuality: Bob1 has a source to produce
a dN– dimensional state. Bobk performs random measurement of one of the observables from
the set {Ak,Bk,B′k, · · · } and thereafter, performs an arbitrary unitary transformation U1···k
to make the protocol resilient against such attacks in which Eve’s observables commute with
those of subsequent Bobs. The transformed state is then sent to Bobk+1. The wavy lines in
the figure represent possible noise in the channel.

implementation. There have been numerous recent advances in the generation
[19, 20] and manipulation of higher dimensional OAM states of light, which
provide an edge to quantum information processing with higher dimensional
states [21–29]. Noting this, we briefly outline how CQCPs may possibly be
realised experimentally using OAM states.

The paper is organised as follows: in section (2), we set up the notation to
be used in the paper, for an uncluttered discussion. In section (3), to make the
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discussion easier, the properties probed by CHSH contextuality inequality in a
single system have been discussed. Section (4) develops the procedure, which
is central to the paper, for obtaining CQCP from any NQCP. Section (5) dis-
cusses eavesdropping strategies and possible ways out. In section (6), we apply
the procedure to propose the QCP based on Mermin’s contextuality inequality
and discuss its key generation rate. Section (7) discusses how one can pinpoint
the location of Eve. In section (8), the QCP based on CHSH contextuality in-
equality and its key generation rate have been discussed. Section (9) presents
a possibility of how the protocols may be implemented using orbital angular
momentum (OAM) states of light. In section (10), effects of imperfect prepa-
ration of the states and noisy measurements on the QCP based on Mermin’s
and CHSH contextuality inequality are studied. Section (11) summarises the
paper with concluding remarks.

2 Notation

In this section, we set up the notation to be used henceforth in the paper:

1. (a) Observables acting on a multi-party system will be represented by
Ak, A

′
k, · · · . The party which measures these observables is represented

in the subscript.
(b) The corresponding observables acting on a single qudit system will be

represented by Ak,A′k, · · · .
2. Mapping between bases:

Let

B1 ≡ {|j1j2 · · · jN 〉; jk ∈ {0, 1, · · · , d− 1}, 1 ≤ k ≤ N};
B2 ≡ {|0〉, |1〉, · · · , |D − 1〉}, (1)

where B1 is a basis for the tensor product space of N d-dimensional Hilbert
spaces (Hd)⊗N . Simialarly, B2 is a basis for a Hilbert space, HD, of di-
mension D ≡ dN . Since (Hd)⊗N and HD are isomorphic to each other, we
set up the following bijective mapping between the bases B1 and B2:

|j1 · · · jN 〉 ↔
∣∣∣ N∑
k=1

dN−kjk

〉
= |j〉 . (2)

3. Mapping of observables:
The symbol Mk represents the observable having the same matrix repre-
sentation in the basis B2, as the observable 1⊗k−1 ⊗Mk ⊗ 1⊗N−k has in
the basis B1. That is,

〈j|Mk|l〉 =
〈
j1 · · · jN

∣∣1⊗k−1 ⊗Mk ⊗ 1⊗N−k
∣∣l1 · · · lN〉. (3)

In particular, the projection operator corresponding to an eigenvalue m of
an operator M will be represented by �mM .
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4. We denote the states of multi-party systems by lowercase Greek letters
|ψ〉, |ξ〉, · · · and the states of a single qudit by uppercase Greek letters
|Ψ〉, |Ξ〉, · · · .

5. Mapping of unitary transformations:

(a) Employing the mapping defined in equation (2), the unitary transforma-
tions performed by the kth party in a multi-party system, represented
by Uk, are mapped to Uk in a single qudit, i.e.,

1⊗k−1 ⊗ Uk ⊗ 1⊗N−k ↔ Uk. (4)

(b) Similarly, the unitary transformations performed on the combined space
of jth and kth party, represented by Ujk, are mapped to Ujk in a single
qudit system, i.e.,

1⊗j−1 ⊗ Ujk ⊗ 1N−k ↔ Ujk. (5)

Similarly, the transformation acting on the combined space of first k
parties of a multiparty system, U1···k, is mapped to U1···k in a single
qudit system straightforwardly, i.e.,

U1···k ⊗ 1N−k ↔ U1···k. (6)

6. The symbols Xk, Yk, Zk shall be reserved for the Pauli matrices acting over
the space of the kth qubit and their counterparts for a single qudit will be
represented by Xk,Yk,Zk.

7. Finally, we represent the sequential measurements of observablesA1, · · · , AN ,
such that A1 is measured first and AN is measured last, by the symbol
(A1 · · ·AN ).

3 Relation between multi-party nonlocality and contextuality in a
single qudit

Multi-party states that violate nonlocality inequalities also exhibit contextual
behaviour, i.e., nonlocality and contextuality coexist in the multi-party states
[17]. However, multi-party nonlocality inequalities, with the mapping given in
equation (2), can be adapted to detect contextuality in a single qudit system of
suitable dimensions. In this section, for the purpose of pedagogy, we illustrate
this with the example of CHSH inequality.

3.1 CHSH inequality as a contextuality inequality

CHSH inequality detects nonlocality in a bipartite system of arbitrary di-
mension [30]. We show that the same inequality also detects contextuality.
Consider a simple example of two-qubit systems. Let |ψ〉 be the singlet state
of two-qubits, i.e., |ψ〉 = 1√

2
(|01〉 − |10〉). Consider a set of three observables
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{X1, X2, Z2}. Evidently, [X1, X2] = [X1, Z2] = 0 but [X2, Z2] 6= 0. We are
interested in the following two contexts:
Context 1: (X2X1), i.e., X2 is measured first followed by X1. If the outcome
of X2 is +1(−1), the outcome of X1 is guaranteed to be −1(+1).
Context 2: (Z2X1). Irrespective of the outcome of Z2, which is ±1, the out-
come of X1 can be +1 or −1 with equal probability.
Thus, the outcome of X1 depends on the observable with which it is measured,
i.e., it depends on the context. Thus, CHSH nonlocality inequality also detects
contextuality in a two-qubit system.

Of course, a single qudit cannot exhibit nonlocal behaviour. In what fol-
lows, we show how a similar contextual behaviour gets manifested in a single
four-level system. Employing the following mapping between the bases of a
two-qubit system and a single four level system,

|00〉 ≡ |0〉; |01〉 ≡ |1〉; |10〉 ≡ |2〉; |11〉 ≡ |3〉, (7)

the singlet state |ψ〉 gets mapped to |Ψ〉,

|Ψ〉 =
1√
2

(|1〉 − |2〉), (8)

and the observables X1, X2, Z2 map to the following observables:

X1 7→ X1 = |0〉〈2|+ |2〉〈0|+ |1〉〈3|+ |3〉〈1|
X2 7→ X2 = |0〉〈1|+ |1〉〈0|+ |2〉〈3|+ |3〉〈2|
Z2 7→ Z2 = |0〉〈0| − |1〉〈1|+ |2〉〈2| − |3〉〈3|. (9)

Naturally, the isomorphism of Hilbert spaces extends to the algebra of opera-
tors.

We may consider the same contexts for X1,X2,Z2 with the state |Ψ〉 as
considered for X1, X2, Z2 with the singlet state |ψ〉.
Context 1 (X2X1): i.e., X2 is measured first followed by measurement of X1.
If the outcome of X2 is +1(−1), the outcome of X1 is guaranteed to be −1(+1).
Context 2 (Z2X1): Irrespective of the outcome of Z2, the outcome of X1 will
be +1 or −1 with equal probability.
The outcome of X1 depends on which observable has been measured before it,
i.e., it depends on the context. So, the isomorphism extends to the contexts as
well. Thus, CHSH inequality can be adapted to detect sequential contextuality
in a single four-level system for which it can be referred to as CHSH contex-
tuality inequality. Similarly, N–party Mermin’s nonlocality inequality can be
referred to as Mermin’s contextuality inequality in a single qudit system of
appropriate dimension [18], as illustrated in appendix (A).
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4 The procedure for obtaining contextuality-based QCP from any
nonlocality-based QCP

In this section, we employ the formal equivalence between contextuality and
nonlocality to develop the procedure to obtain a CQCP from a NQCP.

Let {Ak, Bk, B′k, B′′k , · · · } be a set of observables, acting over the kth qudit
of anN -qudit system. Any nonlocality inequality can be cast into the form [31],

〈O〉 ≤ c, (10)

where O consists of sums of multilinears in the observables Bk, B
′
k, B

′′
k and

c is a non-negative number. Consider a NQCP in which the violation of
the inequality (10) acts as a security check and the outcomes of the ob-
servables {A1, · · · , AN} are used to generate the shared secret key. The sets
{A1, · · · , AN} and {B1, B

′
1, · · · , BN , B′N}may be partially overlapping or com-

pletely disjoint, examples being Ekert protocol [6] and Mermin inequality
based QKD protocol [32] respectively. Let the corresponding contextuality

S. No. NQCP CQCP

1 All the observables are All the observables are
publicly announced. publicly announced.

2 |ψ〉 : N–qudit nonlocal state |Ψ〉 : a single dN -dimensional
simultaneously shared among N reference state.

parties viz., Bob1, · · · ,BobN.

3

Bobk randomly
measures one of
the observables
from the set
{Ak, Bk, B′k, · · · }.

a) Bob1 randomly prepares a state
|Ψ ′〉 = U1�mM |Ψ〉, with a probability 1

t
〈Ψ |�mM |Ψ〉,

where M is one of the observables from the set,
{A1,B1,B′1, · · · }, whose cardinality is t. The

symbol U1 = ei(α1A1+β1B1+··· ) represents an
arbitrary unitary transformation, which commutes

with observables of subsequent Bobs.
b) The state |Ψ ′〉 is sent to

Bob2 who randomly measures one
of the observables {A2,B2,B′2, · · · }.

c) He performs an arbitrary transformation
U12 (which commutes with the observables

of subsequent Bobs) on the post-measurement
state and sends the transformed state to Bob3.

d) This process continues until BobN
randomly measures one of the
observables {AN ,BN ,B′N , · · · }.

4 This process is repeated This process is repeated
for many rounds. for many rounds.

5 The violation of nonlocality The violation of contextuality
inequality 〈O〉 ≤ c =⇒ inequality 〈O〉 ≤ c =⇒

No eavesdropping (and vice versa). No eavesdropping (and vice versa).
6 If the inequality is violated, If the inequality is violated,

the outcomes of A1, · · · , AN the outcomes of A1, · · · ,AN
act as a shared key. act as a shared key.

Table 1 Procedure for obtaining a CQCP from NQCP.
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inequality and the sets of observables be,

〈O〉 ≤ c, (11)

and {A1, · · · ,AN}, {Bk,B′k,B
′′

k , · · · } respectively for a single qudit system of
dimension dN . That is to say, the observables Ak,Bk and Ak, Bk have the
same representations in the bases {|0〉, · · · , |dN − 1〉} and {|j1 · · · jN 〉; jk ∈
{0, 1, · · · , d− 1}, 1 ≤ k ≤ N} respectively.

The steps to obtain the corresponding CQCP are neatly summarised in
table (1), and are further employed to propose the QCP based on Mermin’s
contextuality inequality in the section (6).

In the step 3(a) of table (1), we have incorporated multiple operations into
a single step. It is possible because a state is to be sent from Bob1 to Bob2

after measurement and necessary transformation. Bob1 has no need to prepare
a state |Ψ〉 first and then perform measurement and transformation over it.
Instead, he can directly prepare a state |Ψ ′〉 to be sent to Bob2 which saves a
lot of cost.

5 Security Analysis

As we have seen in table (1), some additional steps are performed in CQCPs.
These steps are needed to make the CQCPs resilient against eavesdropping.
As the physical systems employed are completely different, the isomorphism

between the two Hilbert spaces (viz., Hd⊗N

and HdN ) does not extend to eaves-
dropping strategies, and, hence, not to the security analyses. In this section,
we discuss the security analyses of CQCPs for measurement-resend attacks by
an eavesdropper.

Evidently, in the CQCPs, the measurement operators of all Bobs are mu-
tually commuting. So, if Eve is present, say, between kth and (k + 1)th Bob,
her measurement operators may either commute or non-commute with those
of the subsequent Bobs. In the latter case, any tampering by Eve gets reflected
in the non-violation of contextuality inequality by the maximal amount. The
former case, however, eludes a violation of contextuality inequality and Eve’s
tampering goes undetected. This case is unique to our protocols and merits a
careful study in order to make our protocols robust against eavesdropping.

Assume that Eve measures observables from the set {Aα,Bα,B′α, · · · ; 1 ≤
α ≤ k}, which naturally commute with those of (k+1)th to N th Bob. Measure-
ments of these observables by Eve do not affect the outcomes of the observables
of subsequent Bobs. Thus, there is no effect of these measurements on the vio-
lation of contextuality inequality. In this manner, Eve obtains full information
about the key by choosing appropriate observables and still goes undetected.
This point is further made more explicit with an example in appendix (B).
To obstruct Eve from obtaining any information, we propose a way out as
explained in the following subsection.
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5.1 The wayout: masking transformations

In order to make our protocol resilient against this attack, the following strat-
egy may be adopted. After making a measurement on the state, each Bob
performs a random unitary transformation with the sole condition that it
commutes with the observables of subsequent Bobs. That is to say, Bob1 pre-
pares a state and performs a random unitary transformation U1 generated
by the observables accessed by him. Then, Bob2 makes his measurement and
performs a random unitary transformation U12, generated by the observables
accessed by both him and his predecessor. This chain is continued with every
Bob but the last one. Thus, Bobk makes his measurement and performs a
unitary transformation U1···k generated by the observables accessed by him
and all his predecessors. These random unitary transformations are termed as
masking transformations as they mask the information about the outcomes
of the observables of the preceding Bobs. Thus, Eve would be none the wiser
about the key.

We now make the procedure explicit for the protocol presented in table
(1). Bob1, after preparing the state, say, |Ψ1〉 = �a1A1

|Ψ〉, performs a masking
transformation,

U1 = exp [i(β1B1 + β′1B
′
1 + · · · )]; β1, β′1 ∈ R. (12)

The transformed state, |Ψ ′〉 = U1|Ψ1〉, is transmitted to Bob2. Now, even if
Eve intercepts the state on its way from Bob1 to Bob2 and performs a mea-
surement of the observable A1, she does not gain information about the key.
This is because the transformation U1 has changed the information about the
outcome of observable A1, and thus, masks the information about the measure-
ment of Bob1. This feature holds at all the steps because each Bob (excluding
the last one) performs a random unitary transformation. This justifies the
nomenclature masking for these transformations.

Masking transformations, together with the violation of contextuality in-
equality, assure the security of the protocol against such attacks.

5.2 Invariance of context under masking transformations

In what follows, we provide an explicit proof that masking transformations do
not change the context and hence correlations in the outcomes of observables
are intact. This is made possible by the fact that masking transformations
performed by Bobk commute with the observables of subsequent Bobs (i.e.,
Bobk+1, · · · , BobN ) as guaranteed by the definition of U1 in equation (12)
(which commutes with observables of Bob2, · · · , BobN ). An explicit proof
follows.
Proof: The proof consists of three parts. In the first part, we show that the
expectation values of observables of subsequent Bobs remain invariant after
the masking transformation. In the second part, we show that the eigenstates
of the observables of the subsequent Bobs lie within the same eigenspace even
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after the masking transformation. In the last part, we show that correlations
among different observables remain invariant.
(i) Invariance of expectation value of observables : Let |Φk〉 be the
post–measurement state of Bobk which changes to |Ψk〉 after a masking trans-
formation U1···k has been performed by Bobk, i.e.,

|Ψk〉 = U1···k|Φk〉. (13)

Note that, by definition, the masking transformation U1···k commutes with
the observables of the subsequent Bobs, i.e., (Bobk+1, · · · , BobN ). As per the
protocol, Bobk+1 will perform a measurement of one of the observables from
the set {Ak+1,Bk+1,B′k+1, · · · }. We explicitly consider the observable Bk+1 for
which,

〈Ψk|Bk+1|Ψk〉 = 〈Φk|U†1···kBk+1U1···k|Φk〉 = 〈Φk|Bk+1|Φk〉. (14)

Since the choice of Bk+1 is arbitrary, this holds true for any observable of
subsequent Bobs, including projection operators. Hence, all the probabilities
and expectation values of the subsequent Bobs remain invariant under this
transformation.
(ii) Invariance of outcomes of observables of subsequent Bobs: In
the protocol presented in the section (4), a key is generated when all the
N− Bobs perform measurements of their respective observables from the set
{A1,A2, · · · ,Ak,Ak+1, · · · ,AN}. Given that, the post-measurement states of
Bobk are eigenstates of the observables of the subset {Ak+1, · · · ,AN}. We
show that the states after the masking transformations continue to be the
eigenstates of these observables with the same eigenvalues.

Suppose that the post-measurement state |Φk〉 of Bobk is an eigenstate of
Ak+1 with eigenvalue ak+1. Let |Ψk〉 be the state obtained after performing
the masking transformation U1···k on |Φk〉. We show that the state |Ψk〉 is also
an eigenstate of Ak+1 with the same eigenvalue ak+1 as follows:

Ak+1|Ψk〉 = Ak+1U1···k|Φk〉 = U1···kAk+1|Φk〉 = ak+1U1···k|Φk〉 = ak+1|Ψk〉.

The above equation holds due to the commutativity of U1···k with the ob-
servables of subsequent Bobs. This clearly shows that if a state |Φk〉 is an
eigenstate of observable, so is the state |Ψk〉, which proves the assertion. Since
the choice of the observable Ak+1 is arbitrary, it implies that this result holds
for any observable.
(iii) Invariance of correlations: We prove this by demonstrating the invari-
ance of correlation among three Bobs. It admits a straightforward generaliza-
tion to N− Bobs. Suppose that Bob1 measures �b1B1

on the state |Ψ〉, followed
by a masking transformation U1 (generated by the observables accessible to
Bob1). Thereafter, Bob2 measures �b2B2

, followed by a masking transformation
U12 (generated by the observables of Bob1 and Bob2). Finally, Bob3 measures
�b3B3

, followed by a masking transformation U123. The state, after this process,
is given by,

U123�
b3
B3
U12�

b2
B2
U1�

b1
B1
|Ψ〉. (15)
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The correlation in the three outcomes is given by,

〈Ψ |�b1B1
U†1�

b2
B2
U†12�

b3
B3
U†123U123�

b3
B3
U12�

b2
B2
U1�

b1
B1
|Ψ〉 = 〈Ψ |�b1B1

�b2B2
�b3B3
|Ψ〉. (16)

The above equation follows because of the commutativity among observables of
different Bobs (in this case B1,B2,B3) and that of the masking transformations

with those of subsequent Bobs, i.e., [U1,�
bj
Bj

] = 0, j = 2, 3; [U12,�
b3
B3

] = 0 and,

[Bi,Bj ] = 0, i, j = 1, 2, 3. Thus, correlations remain intact after the application
of a masking transformation.

The three results together show that masking transformations do not change
the context. Thus, there is no effect of masking transformations either on cor-
relations in a key or on the violation of contextuality inequality.

6 QCP based on Mermin’s contextuality inequality

As the first illustration of the procedure mentioned in table (1), we explicitly
lay down the QCP based on Mermin’s contextuality inequality [18] for dis-
tributing a key among N parties, viz., Bob1, · · · , BobN. Each Bob can choose
an observable from a set of three dichotomic observables, i.e., Bobk can choose
from the set,

Sk ≡ {Xk,Yk,Zk}, 1 ≤ k ≤ N. (17)

Given these observables, Mermin’s contextuality inequality takes the form,

MN =
1

2i

∣∣∣∣∣
〈 N∏
k=1

(Xk + iYk)−
N∏
k=1

(Xk − iYk)

〉∣∣∣∣∣ ≤ c
c = 2N/2, N = even,

= 2
N−1

2 , N = odd. (18)

Now, we are set to establish the protocol as per the procedure laid down in
the preceding section:

1. All the observables are publicly announced.
2. Let |ΨM 〉 = 1√

2
(|0〉 + i|2N − 1〉) be the reference state. Bob1 randomly

prepares a state |Ψ ′M 〉, obtained by a random measurement of one of the
observables O from the set S1 on |ΨM 〉 with an equal probability, followed
by a masking transformation U1. That is, |Ψ ′M 〉 = U1�oO|ΨM 〉, O ∈ S1.
Then, he sends the state |Ψ ′M 〉 to Bob2.

3. Bob2 randomly measures any one of the observables from the set S2 and
performs a masking transformation U12 (which can be generated using
the set of observables of first two Bobs) on the post-measurement state.
Thereafter, he sends the transformed state to Bob3.

4. This process will continue till BobN performs his measurement. This con-
cludes the first round.

5. This procedure is repeated for many rounds.
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6. After many such rounds are completed, the choices of observables are re-
vealed for each round.

7. The outcomes of such rounds, in which all the N -Bobs choose their respec-
tive observables from the set {Z1,Z2, · · · ,ZN}, are not revealed.

8. The outcomes of rounds, in which all the N -Bobs choose their respective
observable from the set {(X1,Y1), · · · , (XN ,YN )}, are revealed. This data
is used to check violation of Mermin’s contextuality inequality given by
(18).

9. The outcomes of other rounds are discarded.
10. If inequality (18) is violated, it implies the absence of eavesdropping and

the sets of outcomes of Zk work as a shared secure key.
11. If inequality (18) is not violated, the presence of eavesdropping is indicated.

A pictorial representation of procedure outlined is shown in figure (3).

Fig. 3 Schematic representation of Mermin’s CQCP.

6.1 Key generation rate

The key consists of outcomes of only those rounds in which all the N -Bobs
choose their respective observables from the set {Z1,Z2, · · · ,ZN}. Since Bobk
randomly chooses one of the observables from the set {Xk,Yk,Zk}, the proba-

bility for the event which generates the key is
1

3N
. The Shannon information

for the above protocol is 1 bit. So, the average key generation rate is
1

3N
bit.

We stress that if one takes into account only the sifted data as is usually done,
the key generation rate is 1 bit.
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7 Can the location of Eve be pinpointed?

Violation of Mermin’s contextuality inequality by all the N -Bobs assures the
secrecy of the shared key, contingent on performing masking transformations.
Then, a question can be asked: what happens if the Mermin’s contextuality
inequality is violated only by the (N −M) Bobs? In such a case, can a key
be shared securely among (N −M) Bobs? We show that the answer to this
question is in the negative.

Let there be N parties, viz., Bob1, Bob2, · · · , BobN . Bobk measures one of
the observables from the set {Xk,Yk,Zk; 1 ≤ k ≤ N}. However, Bob1 enjoys
the special status as he directly prepares the state which he might have ob-
tained after performing measurement of the observable on the reference state
|ΨM 〉. After p rounds, there are p strings of N numbers that get generated as
the outcomes of observables of N Bobs. These strings are inevitably generated
irrespective of eavesdropping. Employing these strings, the expectation values
of the following observables can be calculated,

〈Xk〉, 〈Yk〉, 〈Zk〉, 〈XkYl〉, 〈XkXl〉, · · · , 〈X1 · · ·XN 〉, · · · . (19)

With these expectation values, one can check whether Mermin’s contextuality
inequality gets violated for N -Bobs or for some (N−M) Bobs. If the inequality
is violated only by (N −M) Bobs, it might appear that the secret key may
still be shared among those (N −M) Bobs.

However, consider a scenario, in which Eve is present between BobM and
BobM+1 and performs a measurement. It is due to the presence of Eve that
Mermin’s contextuality inequality is not violated among (N −M − 1) Bobs.
Thus, Eve can obtain full information about the key. This implies key will be
secure only if all the N -Bobs are violating Mermin’s contextuality inequality.
Thus, this analysis provides us with the information about the location of Eve.
Although, we have considered Mermin’s contextuality inequality explicitly, the
similar analysis holds for any CQCP.

8 QCP based on CHSH contextuality inequality

We have seen that in the Mermin’s contextuality-based QCP, a single 2N di-
mensional state is sent from Bob1 to BobN . Although a multi-party nonlocal
state is not required, the experimental limitations on generating higher di-
mensional states put constraints on the number of Bobs among which a key
can be shared. Therefore, we ask a question: can this constraint be removed?
The answer to the question is in the affirmative and can be obtained from the
second class of QCPs, mentioned in section (1). However, it would require that
every Bob can prepare a four-dimensional state.

We illustrate the new class by explicitly proposing QCP based on CHSH
contextuality inequality. The QCP involves only a four-dimensional state, irre-
spective of the number of Bobs. CHSH contextuality inequality [17] for a single
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qudit is given as: ∣∣〈A1(A2 + A′2) + A′1(A2 − A′2)
〉∣∣ ≤ 2, (20)

where A1,A′1 and A2,A′2 are observables acting on the space of a single qudit
system. For the special case of a four-level system, we make the specific choice
of observables as follows,

A1 = X1, A
′
1 = Z1; A2 =

X2 + Z2√
2

, A′2 =
X2 − Z2√

2
. (21)

The corresponding contextuality inequality (20) takes the form,∣∣〈X1X2 + Z1Z2

〉∣∣ ≤ √2, (22)

and gets maximally violated by the state |ΨB〉 = 1√
2
(|1〉 − |2〉).

In this protocol, two consecutive parties are grouped, as shown in figure
(4). The odd numbered parties (i.e., Bob1, Bob3, · · · ) and the even numbered
parties (i.e., Bob2, Bob4, · · · ) choose their observables from the sets,

So ≡
{
X1,

X1+Z1√
2
,Z1

}
, and, Se ≡

{
X2+Z2√

2
,Z2,

−X2+Z2√
2

}
, (23)

respectively. The QCP based on CHSH contextuality inequality is as follows:

1. Let |ΨB〉 = 1√
2
(|1〉 − |2〉) be the reference state. Bob1 randomly prepares a

state |Ψ1〉, obtained by a random measurement of one of the observables O1

from the set So on |ΨB〉 with an equal probability, followed by a masking
transformation U1. That is, |Ψ1〉 = U1�iO1

|ΨB〉,
Then, he sends the state |Ψ1〉 to Bob2.

2. Bob2 randomly measures one of the observables O2 from the set Se on the
state |Ψ1〉, and obtains an outcome, say, j. He should not send the post-
measurement state to Bob3 due to the masking transformation performed
by Bob1, which alters the correlations between observables of the sets So
and Se.

3. Bob2 prepares the state, |Ψ2〉 = U2�
j
O2
|ΨB〉, and sends it to Bob3. Here,

U2 is a masking transformation.
4. Bob3 performs measurement of one of the observables O3 from the set So

on |Ψ2〉, and obtains an outcome, say, l.
5. Bob3 prepares the state, |Ψ3〉 = U′1�

l
O3
|ΨB〉, and sends it to Bob4. Here,

U′1 is a masking transformation.
6. This process goes on till BobN performs his measurement. After the mea-

surement of BobN , one round is completed. The same process is repeated
for many rounds.

7. After that, the choice of observables for each round is made public. The
outcomes of those rounds, in which all the N -Bobs have chosen their ob-
servables from either of the sets {X1+Z1√

2
, X2+Z2√

2
}, {Z1,Z2} are not revealed.

The outcomes for all other rounds are revealed.
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8. Consecutive Bobs check for violation of CHSH contextuality inequality (22)
with each other, i.e., Bobk checks for violation of (22) with Bobk−1 and
Bobk+1 as shown in figure (4).

9. If the CHSH contextuality inequality gets violated between all the pairs,
the outcomes of those runs in which all Bobs have chosen their observables
from either of the sets {X1+Z1√

2
, X2+Z2√

2
}, {Z1,Z2}, act as a shared secret key.

This concludes the description of QCP based on CHSH contextuality in-
equality. A pictorial representation of CHSH contextuality-based QCP is given
in figure (5).

Fig. 4 Grouping of consecutive parties in QCP based on CHSH contextuality inequality.

Fig. 5 Schematic representation of QCP based on CHSH contextuality inequality.

8.1 Key generation rate

The key generation rate of this protocol is twice that of the Mermin’s con-
textuality based QCP. The higher key generation rate owes to the fact that
the outcomes of two observables per Bob contribute to the key generation
whereas, in Mermin-based QCP, the outcome of only one observable per Bob
contributes to it. The probability that all the N -Bobs choose the same observ-
ables is 1

3N
. Since, measurement outcomes of the two sets of observables, i.e.,

{X1+Z1√
2
, X2+Z2√

2
}; {Z1,Z2} are fully correlated, the key generation rate is 2

3N
.
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9 Outlook for implementation using OAM states of light

In this section, we examine the feasibility of experimental implementation of
the QCPs proposed in sections (6) and (8) using OAM states, although it
may not be realised in the immediate future. Depending on the symmetry
of laser resonant cavity , Laguerre-Gauss modes [33], Bessel modes [34] etc.,
which carry the OAM states of light are experimentally generated. Laguerre-
Gauss modes, which are the solutions of paraxial Helmholtz wave equation,
have attracted a lot of experimental attention [35–37] ever since they were
theoretically proposed [33]. These modes are represented as LGp,l, with p
being the radial index and l, the azimuthal index. The implementation of the
protocols employing OAM states requires only linear optics, which makes it
realizable with coherent pulses as well. As we are only interested in OAM
degree of freedom, we freeze the radial index to be equal to zero, and write
the corresponding states as |LGl〉.

Experimental implementation of the proposed QCPs involve three steps,
(i) preparation of the state , (ii) measurement of observables, and (iii) uni-
tary transformations performed on post-measurement state. We outline the
implementation of these steps sequentially as follows.

Preparation of state: In Mermin’s contextuality based QCP, we require an
initial state, |Ψ ′M 〉 belonging to a 2N dimensional Hilbert space. A state with
a definite value of ‘l′ or their superposition can be prepared using a spatial
light modulator (SLM), which is basically an automated liquid crystal device.
So, Mermin-based CQCP can be implemented with single qudit states (e.g.,
OAM states) whose generation and manipulation are experimentally easier as
compared to the multi-party nonlocal states. For example, OAM states with
lmax = 100 have been prepared with 90% purity [38], while a four-photon GHZ
states have been prepared with 81% purity and 87% fidelity [39]. With a 100
dimensional state, Mermin’s CQCP with only six Bobs can be implemented.
However, this limitation no longer exists in the QCP based on CHSH contex-
tuality inequality, which requires only a four-dimensional state irrespective of
the number of Bobs involved.
Measurement of observables: The observables in our protocols are di-
chotomic. Thus, they apportion the Hilbert space into two orthogonal spaces
of equal dimensions. Again, SLM can be employed for projecting a state on
these eigenprojections.

Unitary transformations: These transformations on OAM states can be
performed using beam splitters and Dove prisms [40], or more generically
through the programmable holographic techniques [41]. This method allows,
in principle, the implementation of any unitary transformation on the OAM
modes.

Of course, a complete analysis of real-life implementation of these QCPs
would also require incorporation of various other effects such as non-ideal
behaviour of experimental equipment and turbulence in atmosphere, which
has not been considered in this paper.
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Finally we note that irrespective of physical system employed for implemen-
tation, though we employ dN dimensional quantum states and measurement
operators, the key consists of only d symbols.

10 Error analysis

Errors may arise in communication systems due to (i) noisy channels, (ii) im-
perfections in the preparation of states, (iii) noisy operations, or, (iv) through
noisy measurements. In this section, we study the vulnerability of the proposed
protocols for imperfect preparation of the state and noisy measurements. We
take explicit examples of Mermin and CHSH contextuality-based QCPs. Ef-
fect of these errors on the key generation rate is examined. Although masking
transformations are required at each step in the protocols, but to make dis-
cussion easier, we ignore them for this analysis. We also consider noise only in
those states and detectors which are used in the process of key generation, as
we are only interested in the effect of these errors on the key generation rate.

Naturally, the asymptotic key generation rate of the protocol is given by
the minimum of mutual information when all parties are considered pairwise,
i.e.,

r = min
1≤i,j≤N
i<j

[I(Bi, Bj)], (24)

where I(Bi, Bj) is the mutual information between Bobi and Bobj .
Please note that the equation (24) falls short of yielding the secret key

rate. The effects of various attacks on two–party quantum key distribution
protocols have been studied (see [42] and references therein). Extension of
those results to the contextuality–based QCPs presented in this work will be
taken up separately. The analysis, given in this section, has been restricted to
observe the effect of noisy preparation and measurements on the key generation
rate.

10.1 Imperfect preparation of the state

10.1.1 Noise in two-dimensional subspace

a) Mermin’s contextuality inequality based QCP :

Recall that the protocol starts with Bob1 preparing his system in the state
|Ψ1〉 = �oO|ΨM 〉, O ∈ S1. The only measurement that contributes to key gener-
ation is that of Z1. Bob1 wants to prepare either of the states |0〉 or |D − 1〉
for the respective outcomes +1 and −1 of the observable Z1. However, as the
preparation of the state can be noisy, he would end up preparing either of the
following states, given as,

ρ1M = (1− ε1) |0〉 〈0|+ ε1 |D − 1〉 〈D − 1| ,
ρ2M = (1− ε2) |D − 1〉 〈D − 1|+ ε2 |0〉 〈0| , (25)
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where ε1, ε2 are small. The effect of this imperfection in the preparation of the
state is equivalent to the binary flip channel employed classically, where |0〉
would flip to |D − 1〉 with probability ε1 and |D − 1〉 to |0〉 with probability
ε2.

In this QCP, only Bob1 prepares a state. So, the effect of noise will be
prominent in the channel between Bob1 and Bob2. The correlation among
rest of Bobs is perfect. Therefore, the mutual information between Bob1 and
Bob2 will be minimum and hence determines the key generation rate, rM , i.e.,

rM = I(B1, B2). (26)

As an illustration, we consider the case of three Bobs and explicitly plot
the key rate (rM ) with respect to (ε1, ε2) in figure (6).

A similar analysis for QCP based on CHSH contextuality inequality is as
follows.
b) CHSH contextuality inequality based QCP :

In this QCP, a key is generated by the measurements of the two sets of ob-
servables,

({
X1+Z1√

2
, X2+Z2√

2

}
; {Z1,Z2}

)
, as explained in section (8). We analyse

one set of observables {Z1,Z2}. A similar calculation can be done for the other
set of observables as well.

Bob1 prepares either of the states |1〉 or |2〉 for the respective outcomes
+1,−1 of the observable Z1. As the preparation of the states is noisy, he
would end up preparing the following states:

ρ1B = (1− ε1) |1〉 〈1|+ ε1 |2〉 〈2| ,
ρ2B = (1− ε2) |2〉 〈2|+ ε2 |1〉 〈1| , (27)

which again admits an analysis via binary flip channel. Recall that in this
QCP, each Bob has to prepare the state.

We consider the case of three Bobs. By using equation (24), the key gen-
eration rate is given by the minimum of mutual information between any two
Bobs, which in this case is I(B1, B3), i.e.,

rB = I(B1, B3). (28)

The effect of noisy preparation of states for CQCPs based on both Mermin
and CHSH contextuality inequalities can be seen in figures (6) and (7) respec-
tively. The key generation rate falls more rapidly for CQCP based on CHSH
inequality. This is a signature of greater noise since both the Bobs (viz., Bob1

and Bob2) prepare the state afresh with a noisy apparatus.

10.1.2 White noise

In this section, we consider a scenario in which the state gets contaminated
by the white noise. That is, when Bob1 wants to prepare the states |0〉 〈0| or
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Fig. 6 Variation of the key generation rate rM w.r.t noise in the state (ε1, ε2) for Mermin’s
contextuality based QCP for N = 3. For ε1, ε2 = 0, the key generation rate attains its ideal
value, i.e., the one in the noiseless scenario.

Fig. 7 Variation of the key generation rates rB w.r.t noise in the state (ε1, ε2) for CHSH
contextuality based QCP in respectively for N = 3. For ε1, ε2 = 0, the key generation rate
attains its ideal value, i.e., the one in the noiseless scenario.

|D − 1〉 〈D − 1|, he would instead end up preparing states,

ρ′1 = (1− ε)|0〉〈0|+ ε

8
1,

ρ′2 = (1− ε)|D − 1〉〈D − 1|+ ε

8
1, (29)

respectively. For this kind of noisy preparation, the key generation rate, r2, is
found to be:

r2 = I(B1, B2), (30)

For the case of three Bobs, the key generation rate is plotted against ε in figure
(8). For the sake of comparison, we have also plotted r1 = rM |ε1,ε2=ε in the
same plot.

A similar analysis can be done for QCP based on CHSH contextuality
inequality.
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Fig. 8 Variation of key generation rates r1 = rM at ε1, ε2 = ε, and r2 w.r.t noise (ε) in the
state for QCP based on Mermin contextuality inequality.

Fig. 9 Variation of key generation rate rd w.r.t noise in detector η.

10.2 Imperfect detectors

We consider an example of imperfect detectors, that register correctly with a
probability (1 − η) and incorrectly (i.e., in the orthogonal subspace), with a
probability η. Such a detector gets represented by the operator,

M+
Zk

= (1− η)�+
Zk

+ η�−Zk
,

M−Zk
= η�+

Zk
+ (1− η)�−Zk

; k ∈ {2, · · · , N}. (31)

The effect of noise in equation (31) can be modelled by a binary symmetric
channel, endowed with a probability of flip, η. In the protocol for three Bobs,
since Bob2 and Bob3 both perform measurements, the noise can be modelled
by two cascaded binary symmetric channels. The key generation rate, rd, is
found to be,

rd = I(B2, B3), (32)

which is plotted in figure (9).

A similar analysis can be done for CHSH contextuality based QCP.
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Fig. 10 Variation of key generation rate (rM ) for a particular η = 0.1 (noise in the detector)
w.r.t noise in the preparation of state, (ε1, ε2), for QCP based on Mermin contextuality
inequality.

10.3 Both detectors and states noisy

10.3.1 Model I

Mermin’s contextuality based QCP

Consider a case in which both the state and the measurements are noisy.
The noisy measurement is such that it misreads the signal for one projection
operator as the other. That is to say, for some fraction of times, it reads �+

as �− and vice versa. The noisy state sent by Bob1 to Bob2 for +1 or −1
outcome of Z1 respectively are

ρ1M = (1− ε1)|0〉 〈0|+ ε1|D − 1〉 〈D − 1| ,
ρ2M = (1− ε2)|D − 1〉 〈D − 1|+ ε2|0〉 〈0| .

The noisy measurement operators are:

M+
Zk

= (1− η)�+
Zk

+ η�−Zk
,

M−Zk
= η�+

Zk
+ (1− η)�−Zk

; k ∈ {2, · · · , N}. (33)

Consider a special case of three Bobs1. The key generation rate is given by the
minimum of pairwise mutual information. For this model, depending upon the
amount of noise, we observe the interplay between mutual information between
Bob1 and Bob2, I(B1, B2) and mutual information between Bob2 and Bob3,
I(B2, B3). The key generation rate rM is found to be

rM = min[I(B1, B2), I(B2, B3)]. (34)

We have plotted this key generation rate rM for a fixed η = 0.1 (noise in the
detector) w.r.t noise in the preparation of state, (ε1, ε2), in figure (10). The
left side of discontinuity in the figure represent the region over which I(B2, B3)
is minimum and on the right side I(B1, B2) is minimum.

In a similar way, calculation for CHSH contextuality based QCP can be
performed.

1 For higher number of parties, calculations are not difficult, but become tedious. Hence,
the choice of three Bobs.
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Fig. 11 Variation of the key generation rate rM w.r.t noise in the state (ε1 and ε2) for
model II for η = 0.7 noise in detector for QCP based on Mermin contextuality inequality.

10.3.2 Model II

Mermin’s contextuality based QCP
In this model, we consider an imperfect preparation of the state and lossy
detectors. The detector misses a signal with a probability (1 − η) and is rep-
resented as:

M±Z = η�±Z . (35)

Consider a particular case of three Bobs, for which Bob1 prepares the two
states with an equal probability:

ρ1 = (1− ε1)|0〉 〈0|+ ε1|7〉 〈7| ,
ρ2 = (1− ε2)|7〉 〈7|+ ε2|0〉 〈0| . (36)

The effect of this channel on the protocol can be modelled by binary flip
channel and erasure channel. The minimum mutual information is found to
be I(B1, B3) and hence act as the key generation rate, rM , i.e.,

rM = I(B1, B3). (37)

A similar analysis can be done for CHSH contextuality based QCP for
which the key generation rate, rB , is found to be:

rB = I(B1, B3). (38)

Effect of this noisy channel on the key generation rate is plotted in figures
(11) and (12) for QCP based on Mermin and CHSH contextuality inequality
respectively.
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Fig. 12 Variation of the key generation rate rB w.r.t noise in the state (ε1 and ε2) for
model II for η = 0.7 noise in detector for QCP based on CHSH contextuality inequality.

11 Conclusion

In summary, we have laid down the procedure to obtain device-dependent
CQCP from any NQCP. These protocols do not involve multiparty nonlocal
states. Two classes of QCPs are proposed through the examples of Mermin’s
and CHSH contextuality inequality. The latter is more beneficial as it alleviates
the constraint on the number of Bobs who can participate in the key sharing
process.

Finally, the equivalence of multi-party nonlocality and single qudit contex-
tuality which we have shown here, can be used to develop contextuality-based
quantum secure direct communication protocols from nonlocality-based quan-
tum secure direct communication protocols.
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A Mermin’s nonlocality inequality as contextuality inequality

The interrelation between the two-party nonlocality and single-qudit contextuality, shown
in the section (3.1) for CHSH inequality, continues to hold even for multi-party nonlocality
inequalities. We illustrate it through the example of Mermin’s inequality. For that, we briefly
recapitulate Mermin’s inequality for an N -party system.

Mermin’s inequality distinguishes the states admitting completely factorisable local hid-
den variable model from nonlocal states.
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Consider a pair of dichotomic observables {Aj , A′j} in the space of the jth party (j ∈
{1, · · · , N}). The inequality is as follows [43]:

MN =
1

2i

∣∣∣∣∣
〈 N∏
j=1

(Aj + iA′j)−
N∏
j=1

(Aj − iA′j)
〉∣∣∣∣∣ ≤ c

c = 2N/2, N = even,

= 2
N−1

2 , N = odd;N ≥ 3. (39)

The observables corresponding to different parties commute and [Ak, A
′
k] 6= 0.

For the special case of an N qubit system, the inequality (39) gets maximally violated
by the GHZ state,

|φN 〉 =
1
√

2

(
|0〉⊗N + i|1〉⊗N

)
, (40)

for the following choice of the observables:

Ak = Xk; A′k = Yk. (41)

It is pertinent to illustrate the contextual behaviour of |φN 〉 to substantiate our claim. For
that purpose, we consider the following two contexts:
Context 1 (Z1Z2 · · ·ZN−1ZN ): Suppose the outcome of Z1 is +1(−1). Then, the outcomes
of observables Z2, Z3, · · · , ZN will be +1(−1) with unit probability.
Context 2 (Y1Z2 · · ·ZN ): Let the outcome of the measurement of Y1 be once again, +1.
Following it, the measurement of observable Z2 will yield +1 or −1 with equal probability.
Thereafter, the measurement of Z3, · · · , ZN will definitely yield +1. Thus, the outcome of
Z2 depends on the set of commuting observables it is measured with, i.e., it depends on the
context.
Exactly in the same manner as in the section (3.1), the observables and the state in the 2N

dimensional Hilbert space can be identified.

|φN 〉 7→ |Φ〉 =
1
√

2
(|0〉+ i|2N − 1〉) (42)

The equivalent observables {Z1, · · · ,ZN ,Y1} can be obtained by following the prescription
in point (2) and (3) of section (2), and they satisfy the same commutation relations as
{Z1, · · · , ZN , Y1} because of operator isomorphism.
Thus, Mermin’s inequality probes contextuality in a qudit of appropriate higher dimension
and can be referred to as Mermin’s contextuality inequality.

B Illustration of eavesdropping

To illustrate the point that how Eve obtains information about the key without disturbing
the violation of contextuality inequality, we consider the QCP based on Mermin’s contex-
tuality inequality. Consider an example of three parties, Bob1, Bob2 and Bob3. We choose
following set of observables:

Z1 = |0〉 〈0|+ |1〉 〈1|+ |2〉 〈2|+ |3〉 〈3|

−
(
|4〉 〈4|+ |5〉 〈5|+ |6〉 〈6|+ |7〉 〈7|

)
Z2 = |0〉 〈0|+ |1〉 〈1|+ |4〉 〈4|+ |5〉 〈5|

−
(
|2〉 〈2|+ |3〉 〈3|+ |6〉 〈6|+ |7〉 〈7|

)
Z3 = |0〉 〈0|+ |2〉 〈2|+ |4〉 〈4|+ |6〉 〈6|

−
(
|1〉 〈1|+ |3〉 〈3|+ |5〉 〈5|+ |7〉 〈7|

)
X1 = |0+〉 〈0+|+ |1+〉 〈1+|+ |2+〉 〈2+|+ |3+〉 〈3+|

−
(
|0−〉 〈0−|+ |1−〉 〈1−|+ |2−〉 〈2−|+ |3−〉 〈3−|

)
, (43)
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where the symbols |l±〉 are defined as,

|l±〉 =
1
√

2
(|l〉 ± |l + 4〉); l ∈ {0, 1, 2, 3} (44)

Consider the following two situations, one in which there is no eavesdropping, the other in
which Eve is present.

1. Case I: Following the steps of Mermin’s contextuality based QCP, let Bob1 prepares a
state |Ψ ′M 〉 = |0〉 for the +1 outcome of Z1 on the reference state |ΨM 〉. He sends this
state |Ψ ′M 〉 to Bob2. If Bob2 measures, say, Z2 on this state, he obtains the outcome +1
with unit probability. Thereafter, he sends the post-measurement state to Bob3. Bob3

measures, say, Z3, he is bound to get outcome +1 with unit probability.
2. Case II: Let there be an eavesdropping between Bob2 and Bob3. Eve measures an

observable, X1. She obtains ±1 with equal probability and the state collapses to |Φ±〉 =
1√
2

(|0〉 ± |4〉). She sends the post-measurement state to Bob3. Bob3 measures an ob-

servable Z3, as in the previous case, and obtains outcome +1 with unit probability.
Thus, the measurement of Eve does not affect the outcome of Bob3’s measurement.
Due to this, Bob3 will never detect presence of Eve. In this way, Eve can obtain full
information about the key by choosing appropriate observable without being detected.
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