All-optical long-distance quantum communication with Gottesman-Kitaev-Preskill qubits

Kosuke Fukui,1 Rafael N. Alexander,2,3 and Peter van Loock4
1Department of Applied Physics, School of Engineering, The University of Tokyo, 7-3-1 Hongo, Bunkyo-ku, Tokyo 113-8656, Japan
2Center for Quantum Information and Control, Department of Physics and Astronomy, University of New Mexico, Albuquerque, NM 87131, USA
3School of Science, RMIT University, Melbourne, Victoria 3000, Australia
4Institute of Physics, Johannes Gutenberg-Universität Mainz, Staudingerweg 7, 55128 Mainz, Germany

Quantum repeaters are a promising platform for realizing long-distance quantum communication and thus could form the backbone of a secure quantum internet, a scalable quantum network, or a distributed quantum computer. Repeater protocols that encode information in single- or multi photon states are limited by transmission losses and the cost of implementing entangling gates or Bell measurements. In this work, we consider implementing a quantum repeater protocol using Gottesman-Kitaev-Preskill (GKP) qubits. These qubits are natural elements for quantum repeater protocols, because they allow for deterministic Gaussian entangling operations and Bell measurements, which can be implemented at room temperature. The GKP encoding is also capable of correcting small displacement errors. At the cost of additional Gaussian noise, photon loss can be converted into a random displacement error channel by applying a phase-insensitive amplifier. Here we show that a similar conversion can be achieved in two-way repeater protocols by using phase-sensitive amplification applied in the postprocessing of the measurement data, resulting in less overall Gaussian noise per (sufficiently short) repeater segment. We also investigate concatenating the GKP code with higher level qubit codes while leveraging analog syndrome data, post-selection, and path-selection techniques to boost the rate of communication. We compute the secure key rates and find that GKP repeaters can achieve a comparative performance relative to methods based on photonic qubits while using orders-of-magnitude fewer qubits.

I. INTRODUCTION

Reliable quantum communication protocols are an essential ingredient for creating a secure quantum internet [1] [2], implementing secure classical communication [3–7] and distributed quantum cryptographic protocols [8, 9]. Nowadays, quantum communication is routinely demonstrated over long distances (> 100 km) using qubits encoded in the modal occupancy state of a single photon [10, 11]. Such qubits are prone to being entirely lost into the environment (known as a photon loss)—the probability of being successfully transmitted (also referred to as the efficiency, η) decays exponentially with the transmission distance. By breaking long transmission distances into smaller, more manageable pieces, quantum repeaters [12] overcome the exponentially bad scaling due to photon loss. A quantum repeater protocol implemented between two parties—the sender Alice and the receiver Bob—achieves a polynomial scaling of the efficiency’s decay with the total distance between Alice and Bob.

The majority of quantum repeater protocols are based on quantum information encoded in simple superpositions of Fock states, typically just using single photons—though various proposals involve encoding information in coherent states of light [13,14]. These protocols can involve matter qubits for storage or processing [15,17], and can be memory free (and hence even “all photonic” [18,20]). In either case, the inherently probabilistic nature of practical entangling gates and/or Bell measurements for such qubits creates a bottleneck to engineering scalable repeater networks [21]. One strategy is to employ redundancy in the repeater protocol, which has the added benefit of providing a degree of robustness against photon loss [18–20]. More generally, by suppressing the effect of photon loss in the transmission channels through suitable quantum error correction codes and directly sending encoded logical qubits, the necessity of two-way classical communication (as required in memory-based repeaters to inform each station on successful entanglement distributions and manipulations of other stations) can be entirely circumvented. As a consequence, such so-called third-generation quantum repeaters [17] are limited only by the elementary time units needed for locally preparing, processing, and detecting quantum states at each station, independent of distance-dependent waiting times for classical signals. In principle, this approach of quantum communication allows for rates that match those in classical communication.

The impact of photon loss and the cost of entangling gates or Bell measurements depend greatly on how we encode qubits into the bosonic modes. In this article, we propose a repeater protocol that employs the Gottesman-Kitaev-Preskill (GKP) qubit encoding [22]. This code allows for deterministic entangling gates and Bell measurements, both implementable at room temperature. In fact, the only nonlocal operation required for both GKP Bell-state generation and Bell measurement is a balanced beamsplitter interaction [23]. The largest obstacle facing this approach is the difficulty of generating GKP qubits at optical frequencies. Individual GKP qubit states are non-Gaussian—they enable universal quantum computation with Gaussian only resources [24,25]. By leveraging strong nonlinearities available to trapped ion and superconducting systems, phononic and microwave mode GKP states have already been generated [26,27]. We note that conversion of microwave GKP states to optical frequencies may be possible in the future via microwave to optical transducers [28,29]. All-optical approaches to GKP qubit generation are also in-
creasingly viable, particularly those that use photon counting as the source of non-Gaussianity [30, 34].

The GKP encoding is well-suited to protecting encoded information against Gaussian-random displacement noise [35]. This feature can be adapted to deal with photon loss by sending the GKP state through a phase-insensitive amplifier, either before or after the loss channel [36]. The combined effect of the loss and amplification channels is an unknown Gaussian-random displacement, which can be corrected by using the standard GKP error correction procedure [22]. This succeeds with high probability for low levels of loss. However, phase insensitive amplification necessarily introduces extra noise into the system [37, 38], and so this strategy for combating photon loss is unlikely to be optimal.

In this work, we propose and compare multiple variant repeater protocols that use GKP qubits. In any repeater protocol, the transmission interval between Alice and Bob is divided into smaller segments with repeater stations placed at end points of each segment. GKP-repeater protocols may involve distributing GKP-encoded entangled states between adjacent repeater stations by transmission. Then information is sent from Alice to Bob by sequential teleportation from station to station, along with classical communication. We consider both one- and two-way repeater protocols. In the former case, both quantum states and classical information are transmitted in a single direction (towards Bob), from one repeater station to the next. In the latter case, sender stations that generate entangled states of GKP qubits are placed at the midpoints between repeater stations and transmit half of each entangled state to the neighboring repeater stations. Quantum states are then transmitted by teleportation, which requires one-way classical communication. It is therefore worth emphasizing that our error-correction-based variants of two-way protocols are distinct from memory-based quantum repeaters, where, as mentioned above, the two-way classical communication needed for reliable entanglement distribution puts high demands on the matter qubit’s coherence times and fundamentally limits the achievable rates. Conceptually, our two-way schemes are similar to the all-photonic repeater protocol of Ref. [18]. Practically, unlike that scheme [18] and also unlike the schemes of Refs. [19, 20], the optical measurements in our protocols are efficient homodyne detections throughout (except for the possible use of photon counting in GKP qubit generation), and also a much smaller number of qubits is needed in our case since GKP qubits are protected against errors from the start as opposed to single-photon qubits [18–20]. Thus, our schemes inherit all benefits known from third-generation, all-optical quantum repeaters, with the additional advantage of “hardware efficiency”, but the extra complication of GKP state generation (while state generation is also the most difficult part of the other all-optical proposals [18–20]).

In our two-way protocols, all modes experience the same amount of photon loss. In this case, we show that photon loss can be converted to Gaussian displacement noise via phase-sensitive amplifiers, circumventing the additional noise added by the aforementioned method that relies on phase-insensitive amplification. We note that for short-range point-to-point QKD with GKP qubits (without repeaters), both phase-sensitive and phase-insensitive amplification were considered in Ref. [39]. In that setting, measurements were destructive and so did not have to preserve the codespace of the qubit. In this work, relying on the concept of teleportation-based syndrome detection, we describe how phase-sensitive amplifiers can be used to compensate against loss by non-destructive stabilizer measurement and while preserving the codespace. Moreover, this phase-sensitive amplification can be applied in the postprocessing of the measurement data, thus completely avoiding the need for physical squeezing gates at any stage of the protocol.

In addition to having information solely protected by the GKP encoding, we consider concatenation with higher level qubit codes to provide a greater degree of redundancy, and hence, robustness to error. GKP error correction—which is implemented through the teleportation step of our repeater protocol—produces analog syndrome data that can be used to improve decoding of the bare qubits and of the higher-level qubit code (if used) [35]. We propose to concatenate the GKP code with the qubit code proposed by Varnava, Browne, and Rudolph in Ref. [40], which can tolerate up to 50% lost qubits. Our decoder estimates the quality of each transmitted GKP qubit from the analog syndrome data, and treats instances that result in low-quality states as lost qubits. These lost qubits are then dealt with by the Varnava code via a path-selection algorithm.

Our numerical results compare one- and two-way protocols without higher level error correction, and also analyze the two-way implementation of the Varnava code. We show that our protocols can achieve a higher secure key rate compared with similar quantum repeater protocols based on photonic qubits [16, 18].

The rest of the paper is organized as follows. In Sec. II, we review the GKP qubit, our error model, single-qubit quantum error correction, postselected syndrome measurements, and amplification techniques that convert photon loss into a simpler Gaussian shift noise channel. In Sec. III, we describe a quantum repeater protocol that uses bare GKP qubits (without a higher level code). In Sec. IV, we investigate the quantum repeater protocols with GKP qubits concatenated with a higher quantum error correcting code, showing numerical calculations of the secure key rate. Sec. V is devoted to discussion and conclusion.

II. BACKGROUND

In this section, we review the GKP qubits, the photon-loss channel, and the single-qubit level quantum error correction (SQEC). We then describe two techniques used to improve quantum communication with the GKP encoding: 1) the highly-reliable measurement, which decreases the error probabilities via postselection, and 2) the phase-sensitive amplification of homodyne measurements.
A. The GKP qubit

In this article, we work in units where $\hbar = 1$ and the vacuum variances are $\langle \hat{q}^2 \rangle_{\text{vac}} = \langle \hat{p}^2 \rangle_{\text{vac}} = 1/2$, where $\hat{a} = (\hat{q} + i\hat{p})/\sqrt{2}$. The logical states of the square-lattice GKP qubit are composed of a series of Gaussian peaks of width $\Delta$ contained in a larger Gaussian envelope of width $1/\kappa$, with each peak separated by $\sqrt{\pi}$. In the position basis, the logical states $|0\rangle$ and $|1\rangle$ are given by

$$|0\rangle \propto \sum_{t=-\infty}^{\infty} e^{-2\pi \kappa^2 t^2} e^{-\frac{(t-2\pi)^2}{2\kappa^2}} |s\rangle_q ds,$$

$$|1\rangle \propto \sum_{t=-\infty}^{\infty} e^{-\pi \kappa^2 (t+1)^2/2} e^{-\frac{(t-2\pi+1)^2}{2\kappa^2}} |s\rangle_q ds.$$  

(1)

(2)

Although in case of infinite squeezing ($\Delta \to 0, \kappa \to 0$) the states become the perfect GKP qubits with Dirac-comb wave-functions [22], in the case of finite squeezing the imperfect qubits are not orthogonal, and there is no zero probability of misidentifying $|0\rangle$ with $|1\rangle$, and vice versa. We choose $\kappa$ and $\Delta$ so that the variance of each tooth in the position and momentum observables is equal to $\sigma^2$, i.e., $\Delta^2 = \kappa^2 = 2\sigma^2$.

We will take finite-squeezing effects into account via a simplified model used in Ref. [41] that neglects the effect of the phase-space envelopes. Nonideal GKP states are modeled by applying the following Gaussian bosonic completely positive trace-preserving (CPTP) map to ideal ($\sigma \to 0$) code states $|0\rangle$ and $|1\rangle$:

$$\delta_\sigma^2(\rho) = \frac{1}{2\pi \sigma^2} \int ds dt e^{-(s^2+t^2)/2\sigma^2} e^{-i\hat{t} \hat{q}} e^{i\hat{q} \hat{t}} e^{-\hat{q}^2 \hat{t}^2/2\sigma^2}.$$  

(3)

Notice that the outputs of this channel are mixed states, even when $\rho$ was pure. This channel adds $\sigma^2$ to the variance of the initial state $\rho$ in both the position and the momentum quadrature.

The probability of misidentifying the bit value of a nonideal GKP qubit, $P_{\text{fail}}(\sigma^2)$, is approximately

$$P_{\text{fail}}(\sigma^2) = 1 - \frac{1}{\sqrt{2\pi \sigma^2}} \int \frac{\sqrt{\pi}}{\sqrt{\pi}} ds \frac{1}{\sqrt{2\pi \sigma^2}} \exp(-\frac{x^2}{2\sigma^2}).$$  

(4)

B. Photon-loss channel

The dominant noise introduced by transmission is described by the photon-loss channel, $\mathcal{L}$. This can be modeled as an unwanted beamsplitter coupling with an environmental vacuum state. In the Heisenberg picture, $\mathcal{L}$ transforms the $\hat{q}$ and $\hat{p}$ quadratures as

$$\hat{q} \rightarrow \sqrt{\eta} \hat{q} + \sqrt{1-\eta} \hat{q}_{\text{vac}}, \quad \hat{p} \rightarrow \sqrt{\eta} \hat{p} + \sqrt{1-\eta} \hat{p}_{\text{vac}},$$  

(5)

where $\sqrt{\eta}$ is the transmittance coefficient (square root of the efficiency, $\eta$), and $\hat{q}_{\text{vac}}$ ($\hat{p}_{\text{vac}}$) is the position (momentum) quadrature of the vacuum state. After the loss channel, the variances in the $\hat{q}$ and $\hat{p}$ quadratures transform as

$$\sigma_{\text{in},q}^2 \rightarrow \eta \sigma_{\text{in},q}^2 + (1-\eta)/2,$$

$$\sigma_{\text{in},p}^2 \rightarrow \eta \sigma_{\text{in},p}^2 + (1-\eta)/2,$$  

(6)

(7)

where $\sigma_{\text{in},q}^2(\sigma_{\text{in},p}^2)$ are the variances of the GKP qubits before the transmission loss channel $\mathcal{L}$. In this work, we assume that the $\sigma_{\text{in},q}^2$ and $\sigma_{\text{in},p}$ of the single GKP qubit are equal to $\frac{1}{2}e^{-2r}$, where $r$ is the squeezing parameter. The parameter $\eta$ is related to the distance of the transmission $L$ (km) as $\eta = \exp(-L/L_{\text{att}})$ with the attenuation length $L_{\text{att}} = 22$ km.

The conjugate to photon loss is the amplification channel, i.e.,

$$\text{tr}[\mathcal{A} \mathcal{L} \mathcal{E}(\rho)] = \text{tr} \left[ \mathcal{A} (\sigma) \hat{\rho} \right]$$  

(8)

for any density matrices $\sigma$ and $\hat{\rho}$, where in the Heisenberg picture, $\mathcal{A}$ transforms the $\hat{q}$ and $\hat{p}$ quadratures as

$$\hat{q} \rightarrow \sqrt{\eta} \hat{q} + \sqrt{1-\eta} \hat{q}_{\text{vac}}, \quad \hat{p} \rightarrow \sqrt{\eta} \hat{p} + \sqrt{1-\eta} \hat{p}_{\text{vac}},$$  

(9)

and transforms the variances in the $\hat{q}$ and $\hat{p}$ quadratures by

$$\sigma_{\text{in},q}^2 \rightarrow \frac{1}{\eta} \sigma_{\text{in},q}^2 + \frac{1-\eta}{\eta^2},$$  

$$\sigma_{\text{in},p}^2 \rightarrow \frac{1}{\eta} \sigma_{\text{in},q}^2 + \frac{1-\eta}{\eta^2}.$$  

(10)

(11)

C. Single-qubit level QEC with transmission losses

If a GKP qubit is displaced by an amount less than half the lattice spacing, this perturbation can be diagnosed by measuring position and momentum mod $\sqrt{\pi}$. This displacement can then be undone by an active displacement, or by updating the “quadrature frame” of phase space. Relevant for Gaussian noise with variance $\sigma^2$ is the probability of a displacement occurring that is greater than half the lattice spacing, as described in Eq. (11). In this case, an undetectable logical Pauli error is said to have occurred. The above description assumes perfect error correction, and does not take into account additional noise that arises in the measurement of the GKP stabilizers.

Here we compute the probability of logical error for the teleportation-style GKP error correction introduced in Ref. [23]. This approach comes with two advantages: 1) the only nonlocal operations required are beamsplitters, and so this method completely eschews the squeezing operations required in other methods, e.g., that of Ref. [42], and 2) the approximate error correction channel can be decomposed into an ideal error correction operation sandwiched between two Gaussian noise channels.

Before describing teleportation-based error correction, we review some definitions and facts. Define the so-called qunatha state

$$|\varnothing\rangle \propto \sum_{k=-\infty}^{\infty} e^{-i\pi \hat{q} \hat{p}} |0\rangle_q = \sum_{k=-\infty}^{\infty} e^{i\pi \hat{q} \hat{p}} |0\rangle_p$$  

(12)

which is useful for quantum sensing applications [33]. This state has $\sqrt{2\pi}$ periodicity in both position and momentum.
Sending two qunaught states through a 50:50 beamsplitter generates a GKP Bell-state \[23\]

\[ B|\varnothing\rangle \otimes |\varnothing\rangle = \frac{|00\rangle + |11\rangle}{\sqrt{2}} \]  

(13)

It is straightforward to verify that any beamsplitter commutes with a pair of equal-strength Gaussian noise channels:

\[ \mathcal{B} \circ [\mathcal{E}_{\sigma^2} \otimes \mathcal{E}_{\sigma^2}] = [\mathcal{E}_{\sigma^2} \otimes \mathcal{E}_{\sigma^2}] \circ \mathcal{B} \]

(14)

where \( \mathcal{B} (p_0 \otimes p_0) = Bp_b \otimes p_b B^\dagger \) is the superoperator form of \( B \). This property also holds for the photon-loss channel

\[ \mathcal{B} \circ [\mathcal{L} \otimes \mathcal{L}] = [\mathcal{L} \otimes \mathcal{L}] \circ \mathcal{B} \]  

(15)

A beamsplitter followed by a pair of homodyne detectors is equivalent to a displacement on the first mode followed by a projector onto an EPR pair:

\[ q \left\langle \frac{m_1}{\sqrt{2}} \right| p \left\langle \frac{m_2}{\sqrt{2}} \right| B = q |0\rangle_p |0\rangle_B D_1(\mu) \]

\[ = p |0\rangle_p |0\rangle_B C_X D_1(\mu) \]

\[ = p |m_2\rangle_p |m_1\rangle_B C_X \]  

(16)

where \( D \) is the displacement operator, \( \mu = -(m_1 + im_2)/\sqrt{2} \), and \( C_X = e^{-iX/2} \).

We can use these facts to understand the linear optics implementation of GKP error correction, as shown in Fig. 1. This reveals that SQEC takes a state with input variances in \( q \) and \( p \), denoted \( \sigma^2_{q,\text{in}} \) and \( \sigma^2_{p,\text{in}} \), then adds variance from the ancilla

\[ \sigma^2_{q,\text{in}} \rightarrow \sigma^2_{q,\text{in}} + \sigma^2 \]  

(17)

\[ \sigma^2_{p,\text{in}} \rightarrow \sigma^2_{p,\text{in}} + \sigma^2 \]  

(18)

then we implement perfect GKP error correction, resulting in a logical \( X \) or \( Z \) error with probability \( P_{\text{fail}}(\sigma^2_{q,\text{in}} + \sigma^2) \) and

\[ P_{\text{fail}}(\sigma^2_{p,\text{in}} + \sigma^2) \), respectively. At this stage, the state is a perfect GKP state. Finally, the quality of the output state is “reset” to the starting quality, so that each tooth has variance

\[ \sigma^2_{q,\text{out}} = \sigma^2 \]  

(19)

\[ \sigma^2_{p,\text{out}} = \sigma^2 \]  

(20)

**D. Highly-reliable measurement**

As was pointed out in Ref. [44], the probability of a logical error in GKP error correction depends on the continuous values of each syndrome measurement (rather than just the binned value). Said another way, conclusions drawn from...
syndrome measurements that fall closer to the “midpoints” between the GKP wavefunction teeth are less reliable. Discarding GKP qubits that result in untrustworthy syndromes improves the average fidelity of the rest. This is the key idea behind the so-called postselected highly-reliable measurement (HRM), which we now describe.

Measuring GKP qubit stabilizers results in measurement values of the form $(2t+k)\sqrt{\pi} + \Delta m$ $(t = 0, \pm 1, \pm 2, \ldots)$, where $k$ is the identified bit value and $\Delta m$ is the measured deviation whose absolute value is smaller than $\sqrt{\pi}/2$. The HRM can reduce the probability of misidentifying the bit value of the GKP qubit stabilizer by introducing a more restrictive cut-off margin than that given by the midpoints between lattice teeth. We parameterize this more restricted decision margin by $\nu_{up}$, which is the cut-off line, and $\delta$, which is the margin of the unreliable outcome region. Binning without postselection sets an upper limit $\nu_{up}$ and margin $\delta$ for $|\Delta m|$ at $\sqrt{\pi}/2$ and 0, respectively, and assigns the bit value $k = (2t+k)\sqrt{\pi}$, as shown in Fig. 2(a). In contrast, the HRM decision sets an upper limit at $\nu_{up}(< \sqrt{\pi}/2)$ for the maximum deviation as shown in Fig. 2(b). If the above condition $|\Delta m| < \nu_{up}$ is not satisfied, we discard the result. Since a measurement error occurs when $|\Delta|$ exceeds $|\sqrt{\pi}/2 + \delta|$, the probability error decreases with increasing (decreasing) $\delta$ ($\nu_{up}$). Using this method comes at the cost of reducing success probability of the measurement. The probability $P_\delta$ to obtain the correct bit value with the HRM is given by

$$P_\delta = \frac{P_{\text{cor}}}{P_{\text{cor}} + P_{\text{in}}},$$

where $P_{\text{cor}}$ is the probability that the true deviation $|\Delta|$ falls in the correct area, and $P_{\text{in}}$ is the probability that the true deviation $|\Delta|$ falls in the incorrect area. $P_{\text{cor}}$ and $P_{\text{in}}$ for the GKP qubit of the variance $\sigma^2$ are given by

$$P_{\text{cor}} = \sum_{k=-\infty}^{\infty} \int_{2k(1+1)/\sqrt{\pi}}^{2k(1+1)/\sqrt{\pi} - \delta} dx \frac{1}{\sqrt{2\pi \sigma^2}} e^{-x^2/(2\sigma^2)}$$

and

$$P_{\text{in}} = \sum_{k=-\infty}^{\infty} \int_{(2k+1)/\sqrt{\pi} - \nu_{up} + \delta}^{(2k+1)/\sqrt{\pi} - \nu_{up} + \delta} \frac{1}{\sqrt{2\pi \sigma^2}} e^{-x^2/(2\sigma^2)},$$

respectively. The probability of misidentifying the bit value with the HRM, $E_\delta(\sigma^2)$, is given by

$$E_\delta(\sigma^2) = 1 - P_\delta$$

for the qubit whose variance is $\sigma^2$. Then, the success probability of the HRM, $P_{\text{succ}}$, is given by

$$P_{\text{succ}} = P_{\text{cor}} + P_{\text{in}}.$$  

Figs. 2(c) and (d) show probabilities $E_\delta(\sigma^2)$ and $P_{\text{succ}}$, respectively, as a function of the squeezing level, where the squeezing level is equal to $-10\log_{10}(2\sigma^2)$.

### E. Amplification

Photon loss has two effects on quadrature values: it rescales their amplitude, bringing them closer to the origin, and it introduces Gaussian noise. Linear amplification is a convenient technique for restoring the means of the quadrature values to their original locations. Phase-insensitive amplification can restore both quadratures simultaneously at the cost of additional Gaussian noise. Phase-sensitive amplification is equivalent to squeezing, and thus restores the amplitude of one quadrature at the expense of the other. Here, we review three methods for compensating for photon-loss via amplification. The first two involve phase-insensitive amplification, which can be applied before or after the loss channel. The third applies to a more specific case, where equal photon loss is applied before an EPR measurement. In this case, photon losses can be converted to Gaussian noise acting on a single input mode via phase-sensitive amplification.

In the first two methods, amplification is implemented in the quantum repeater stations either after or before transmission. We refer to these methods as *postamplification* and *preamplification*, respectively. For postamplification, the quadrature variances in both $\hat{q}$ and $\hat{p}$ are transformed as

$$\sigma^2_{\text{in}} \rightarrow \sigma^2_{\text{in}} + \frac{1 - \eta}{\eta},$$

and for preamplification, the quadrature variances in both $\hat{q}$ and $\hat{p}$ are transformed as

$$\sigma^2_{\text{in}} \rightarrow \sigma^2_{\text{in}} + 1 - \eta,$$

where $\sigma^2_{\text{in}}$ is the initial variance before loss \[45\]. Note that the latter introduces less noise than the former.

The third technique consists of rescaling the homodyne outcomes on a classical computer after measuring in the EPR basis. More specifically, after we obtain the measurement value $m_q/m_p$ in the $\hat{q}(\hat{p})$ quadrature, we multiply the value by $1/\eta$ on the classical computer. This is equivalent to applying a single-mode squeezer $S^\dagger(\eta)(S(\eta))$ that rescales the position (momentum) quadrature by a factor of $1/\eta$. This will convert uniform photon loss into uniform Gaussian noise, as shown in Fig. 3.

A photon-loss channel with efficiency $\eta$ before a homodyne detector adds Gaussian noise, and rescales the outcome. This can be verified by considering the action of the adjoint channel on position and momentum eigenstates, i.e.,

$$\left[ \mathcal{A} \left( \frac{m_1}{\sqrt{2}}, \frac{m_1}{\sqrt{2}} \right) \right]^\dagger = \left[ \mathcal{E}_{1-\eta} \left( \frac{m_1}{\sqrt{2}}, \frac{m_1}{\sqrt{2}} \right) \right]^\dagger$$

and similarly for momentum eigenstates

$$\left[ \mathcal{A} \left( \frac{m_2}{\sqrt{2}}, \frac{m_2}{\sqrt{2}} \right) \right]^\dagger = \left[ \mathcal{E}_{1-\eta} \left( \frac{m_2}{\sqrt{2}}, \frac{m_2}{\sqrt{2}} \right) \right]^\dagger.$$

### \[28\]
FIG. 3. (a) Consider a pair of photon loss channels each with efficiency parameter $\eta$ that precede an EPR-basis measurement. Assume that the outcomes are rescaled in a way equivalent to the squeezing operators shown. Using Eq. (15), the photon loss channels can be commuted with the 50:50 beamsplitter so that they act directly before the squeezed/rescaled detectors. (b) A photon-loss channel and a phase-sensitive amplifier acting before a homodyne detector is equivalent to a Gaussian noise channel with variance $(1 - \eta)/2\eta$, as described in Eqs. (28) and (29). (c) A pair of equal strength additive Gaussian noise channels commute with a beamsplitter, Eq. (14). (d) Equivalently, the additive noise channel on either input can be pushed onto the other input.

This technique converts a pair of loss channels into a pair of Gaussian noise channels that increase the variance by

$$\sigma^2_{\text{m}} \rightarrow \sigma^2_{\text{m}} + \frac{1 - \eta}{2\eta},$$

(30)

or a single noise channel that increases the variance by

$$\sigma^2_{\text{m}} \rightarrow \sigma^2_{\text{m}} + \frac{1 - \eta}{\eta}.$$  

(31)

These are shown in Figs. 3(c) and (d), respectively.

It is worth noting that the postamplification method can also be implemented in postprocessing of data on a classical computer (CC). To do so, one rescales the measurement outcomes and then adds them to a Gaussian random number. It is this last step that makes Eq. (30) an improvement over Eq. (27). For this reason, we refer to this method as CC-amplification.

Fig. 4 shows the variance values for the three amplification techniques, $1 - \eta/\eta$, $1 - \eta$, and $1 - \eta^2/2\eta$, respectively.

FIG. 4. Three amplification techniques for point-to-point QKD, where the transmittance rate is $\eta$. Blue line with open circles, green line with filled circles, and red line depict the variances, $1 - \eta/\eta$, $1 - \eta$, and $1 - \eta^2/2\eta$, respectively.

III. QUANTUM REPEATER PROTOCOL WITHOUT HIGHER LEVEL ENCODING

In this section, we describe the quantum repeater protocols for one- and two-way quantum communication without concatenation with any higher level quantum error correcting code. We calculate the secure-key rates for all three amplification techniques, and show the merit of using the HRM to improve the secure-key rate at the expense of the success probability (equivalently, the raw rate) of quantum communication. Since the CC-amplification requires uniform levels of photon loss on both modes participating in the EPR measurement, this technique cannot be applied to one-way quantum repeater protocols. We also consider an additional variant of two-way repeater protocols where an extra round of quantum error correction is applied within each quantum repeater station. This protocol is compatible with both post- and preamplification techniques. Incidentally, we note that one- and two-way protocols are also commonly referred to as asymmetric and symmetric protocols, respectively.

A. One-way quantum repeater protocol

Figs. 5(a)-(d) show the schematic view of the one-way repeater protocol used in this work. $N_{QR}$ is the number of quantum repeater stations between Alice and Bob. There are four steps in the protocol. In step 1, Alice prepares and sends the GKP qubit to the first quantum repeater, as shown in Fig. 5(a). In the case of the preamplification, we perform the amplification before the transmission occurs. In step 2, the first repeater receives the GKP qubit (Fig. 5(b)) and implements the SQEC protocol by using a Bell measurement. This corrects deviations that arise from both the intrinsic finite squeezing effects from the initial GKP qubit ($\mathcal{E}$), and the effects of photon loss ($\mathcal{L}$), as shown in Fig. 5(c). In the case of postamplification, the repeater station performs amplification before the SQEC protocol. After the SQEC protocol, the first repeater sends the
qubit to the second repeater. In step 3, the $i$-th ($i=2, \ldots, N_{QR}$) repeater receives the qubit and sends it to the $(i+1)$-th repeater after the SQECs in the same way as is described in step 2. In the SQEC protocol with HRM, the quantum communication attempt is aborted if the measurement outcome gives more than $v_{up}$. In step 4, Bob receives the qubit, can perform SQEC (or not), and then measures it, as shown in Fig. 5(d).

Now we consider the variances of the GKP qubits before each SQEC step of the repeater protocol. In step 1, the initial variances in $q$ and $p$ of the GKP qubit Alice prepares are $\sigma_{q}^{2}, \sigma_{p}^{2} = (\sigma_{q}^{2}, \sigma_{p}^{2})$, respectively. After both amplification and loss, the variances for post- and preamplification cases are $(\sigma_{q}^{2} + \frac{1-\eta}{\eta}, \sigma_{p}^{2} + \frac{1-\eta}{\eta})$ and $(\sigma_{q}^{2} + 1-\eta, \sigma_{p}^{2} + 1-\eta)$, respectively. Performing SQEC introduces additional Gaussian noise from the finite energy ancilla, and so the variances before ideal GKP error correction become $(2\sigma_{q}^{2} + \frac{1-\eta}{\eta}, 2\sigma_{p}^{2} + \frac{1-\eta}{\eta})$ and $(2\sigma_{q}^{2} + 1-\eta, 2\sigma_{p}^{2} + 1-\eta)$, respectively. These variances follow from Eqs. (26) and (27). After SQEC, the variances of the GKP states are reset to $(\sigma_{q}^{2}, \sigma_{p}^{2}) = (\delta^{2}, \delta^{2})$ by the finite energy effects of the ancilla states. The process then repeats.

The secure key rate will be obtained by using the above variances in quantum repeaters as shown in the subsection III. D.

The $X$ and $Z$ logical error rates are denoted $E^X$ and $E^Z$. These errors occur with equal and independent probabilities. For a single transmission step, $E^X$ and $E^Z$ equal

$$E_{\delta} \left( 2\sigma^{2} + \frac{1-\eta}{\eta} \right) \quad \text{one-way postamplification} \quad (32)$$
$$E_{\delta} (2\sigma^{2} + 1-\eta) \quad \text{one-way preamplification} \quad (33)$$

B. Two-way quantum repeater protocol

Now we describe the two-way quantum repeater protocol. Figs. 5(e)-(h) show the schematic view of the protocol. In step 1, each of the sender nodes prepares a GKP Bell pair, then sends it to neighboring quantum repeater stations as shown in Fig. 5(e). In the case of preamplification, amplification is performed on both qubits that make up the Bell pair before they are transmitted. Note that both modes experience the same amount of loss, but are only transmitted along half the distance $L_{0}/2$ relative to the one-way protocol. In step 2, each of the quantum repeater stations receives a GKP qubit from each neighboring sender node, as shown in Fig. 5(f). In the case of postamplification, amplification occurs at the quantum repeater stations upon receiving the GKP qubits.

Then, the repeater stations implement Bell measurements via a beamsplitter coupling, implementing SQECs as shown in Fig. 5(g). In the case of CC-amplification, amplification occurs by rescaling the homodyne outcomes by a factor of $\sqrt{\eta}$. In step 3, Alice and Bob obtain the Bell pair after the feedforward operations if and only if there is no failure event in the
For each constituent qubit are the qubit.

sends the measurement result to Bob as soon as she receives HRMs, as shown in Fig. 5(h). We note that in order to implement quantum communication, Alice measures the qubit and sends the measurement result to Bob as soon as she receives the qubit.

The variances of the GKP qubits are as follows. In step 1, the sender nodes prepare Bell pairs, as shown in Fig. 6(a). The variances for each constituent qubit are \((\sigma_x^2, \sigma_z^2)\), as described in Sec. II C. Since each mode is transmitted only for a distance of \(L_0/2\), the efficiency associated with each loss channel is \(\sqrt{n}\). For post-, pre-, and CC amplification, the variances after both loss and amplification are \((\sigma_x^2 + \frac{1}{\sqrt{n}} \eta, \sigma_z^2 + \frac{1}{\sqrt{n}} \eta)\), \((\sigma_x^2 + 1 - \sqrt{n}, \sigma_z^2 + 1 - \sqrt{n})\), and \((\sigma_x^2 + \frac{1}{2\sqrt{n}} \eta, \sigma_z^2 + \frac{1}{2\sqrt{n}} \eta)\), respectively. In the two-way protocol, noise from transmission acts on both the input and the ancilla (in the one-way protocol, it only acts on the input). The variance in the three cases transforms to \((2\sigma_x^2 + 2\frac{1}{\sqrt{n}} \eta, 2\sigma_z^2 + 2\frac{1}{\sqrt{n}} \eta)\), \((2\sigma_x^2 + 2 - 2\sqrt{n}, 2\sigma_z^2 + 2 - 2\sqrt{n})\), and \((2\sigma_x^2 + 2 - \frac{1}{\sqrt{n}} \eta, 2\sigma_z^2 + 2 - \frac{1}{\sqrt{n}} \eta)\), respectively, before the application of perfect error correction. After SQEC, the variances of the GKP states are reset to \((\sigma_x^2, \sigma_z^2) = (\sigma_x^2, \sigma_z^2)\) by the finite energy effects of the ancilla states. The process then repeats.

The \(X\) and \(Z\) logical error probabilities \(E^X\) and \(E^Z\) for a single transmission step are both independent and equal to

\[
E_\delta \left(2\sigma_x^2 + 2\frac{1}{\sqrt{n}} \eta\right) \quad \text{two-way post-amplification} \tag{34}
\]

\[
E_\delta \left(2\sigma_x^2 + 2 - 2\sqrt{n}\right) \quad \text{two-way preamplification} \tag{35}
\]

\[
E_\delta \left(2\sigma_x^2 + 1 - \sqrt{n}\right) \quad \text{two-way CC-amplification} \tag{36}
\]

We consider one additional type of repeater protocol, which involves implementing an additional round of teleportation-based error correction within each repeater station. This requires the production of an additional Bell pair at each repeater station, as shown in Fig. 6(b). In this case, only half the inputs to each EPR measurement experience noise due to transmission. Due to this asymmetry, we cannot apply the CC-amplification technique.

The variances of each GKP state now evolve as follows. In step 1, the sender nodes prepare Bell pairs, as shown in Fig. 6(a). The variances for each constituent qubit are \((\sigma_x^2, \sigma_z^2)\), as described in Sec. II C. Since each mode is transmitted only for a distance of \(L_0/2\), the efficiency associated with each loss channel is \(\sqrt{n}\). For post- and preamplification, the variances after both loss and amplification are \((\sigma_x^2 + \frac{1}{\sqrt{n}} \eta, \sigma_z^2 + \frac{1}{\sqrt{n}} \eta)\) and \((\sigma_x^2 + 1 - \sqrt{n}, \sigma_z^2 + 1 - \sqrt{n})\), respectively. With access to an extra Bell pair at the repeater station that has not been transmitted, we can perform the first SQEC operation while only contributing an additional unit of finite-energy noise, as shown in Fig. 6(b). Considering that the variances for the extra Bell pair are \((\sigma_x^2, \sigma_z^2)\), the variance of the post- and preamplification cases transforms to \((2\sigma_x^2 + \frac{1}{\sqrt{n}} \eta, 2\sigma_z^2 + \frac{1}{\sqrt{n}} \eta)\) and \((2\sigma_x^2 + 1 - \sqrt{n}, 2\sigma_z^2 + 1 - \sqrt{n})\), respectively, before the application of perfect error correction. The error probabilities for the first SQEC in the post- and preamplification cases are given by \(E_\delta \left(2\sigma_x^2 + 1 - \sqrt{n}\right)\) and \(E_\delta \left(2\sigma_x^2 + 1 - \sqrt{n}\right)\), respectively. Next, a second round of teleportation-based error correction is applied using the Bell pair that connects to the next repeater station (which has undergone transmission and amplification). Before the second SQEC is implemented perfectly, the variance of the input in the post- and preamplification cases are \((2\sigma_x^2 + \frac{1}{\sqrt{n}} \eta, 2\sigma_z^2 + \frac{1}{\sqrt{n}} \eta)\) and \((2\sigma_x^2 + 1 - \sqrt{n}, 2\sigma_z^2 + 1 - \sqrt{n})\), respectively. The error probabilities for the second SQEC in the post- and preamplification cases are equal to those for the first SQEC. The output appears at the next repeater station with variance \((\sigma_x^2 + 1 - \sqrt{n}, \sigma_z^2 + 1 - \sqrt{n})\), and \((\sigma_x^2 + 1 - \sqrt{n}, \sigma_z^2 + 1 - \sqrt{n})\), respectively, and the process repeats.

Logical \(X\) and \(Z\) error probabilities \(E^X\) and \(E^Z\) with the second SQEC are equal to

\[
2E_\delta \left(2\sigma_x^2 + \frac{1}{\sqrt{n}} \eta\right) \left[1 - E_\delta \left(2\sigma_x^2 + \frac{1}{\sqrt{n}} \eta\right)\right] \tag{37}
\]

<table>
<thead>
<tr>
<th>Type of QR</th>
<th>no second SQEC</th>
<th>with second SQEC</th>
</tr>
</thead>
<tbody>
<tr>
<td>Post</td>
<td>(2\sigma_x^2 + \frac{1 - \eta}{\eta})</td>
<td>N/A</td>
</tr>
<tr>
<td>Two-way</td>
<td>(2\sigma_x^2 + 2(1 - \sqrt{n}))</td>
<td>(2\sigma_x^2 + 1 - \sqrt{n})</td>
</tr>
<tr>
<td>Pre</td>
<td>(2\sigma_x^2 + 1 - \eta)</td>
<td>N/A</td>
</tr>
<tr>
<td>Two-way</td>
<td>(2\sigma_x^2 + 1 - \eta)</td>
<td>(2\sigma_x^2 + 1 - \sqrt{n})</td>
</tr>
<tr>
<td>CC</td>
<td>N/A</td>
<td>N/A</td>
</tr>
<tr>
<td>Two-way</td>
<td>(2\sigma_x^2 + 1 - \sqrt{n})</td>
<td>N/A</td>
</tr>
</tbody>
</table>
Thus, the pre- and postamplification one-way protocols are equivalent for small $1 - \eta$, but can differ more substantially from the two-way CC-amplification protocol (where we gain a $1/2$ factor of excess noise suppression). Note that error rates in Fig. 7 are without using the post-selected HRM, i.e., $\delta = 0$.

D. Secure key rate

Here we use the $X$ and $Z$ error probabilities that arise by performing SQEC(s) at each repeater station to determine secret key rates for the one- and two-way protocols considered above. Given $E_X$ and $E_Z$ for each repeater station, we can compute the accumulated error rates for the entire transmission from Alice to Bob, denoted $E_{AB}^X$ and $E_{AB}^Z$ for $X$ and $Z$ errors respectively. The secure key rate $R(\geq 0)$ is calculated by

$$R = P_{suc} \{ 1 - h(E_{AB}^X) - h(E_{AB}^Z) \},$$

where $h(E_{AB}^X) = -E_{AB}^X \log_2 E_{AB}^X - (1 - E_{AB}^X) \log_2 (1 - E_{AB}^X)$ and $P_{suc}$ are the binary entropy function and the success probability of each protocol, respectively.

Noting that in all cases we consider, $E_X = E_Z$, the probabilities $E_{AB}^X$ and $E_{AB}^Z$ can be approximated as

$$E_{AB}^X = E_{AB}^Z = \frac{1}{2} \left( 1 - (1 - 2E_X)^{N_{QR}} \right),$$

respectively [17]. When the HRM is not applied to the protocol, the success probability of every trial of the protocol, $P_{suc}$, is equal to 1, while the HRM with $P_{suc} < 1$ could improve the secure key rate due to the reduction of probabilities $E_{AB}^X$ and $E_{AB}^Z$. $P_{suc}$ with the HRM is given by $(P_{suc}^{QR})^{2N_{QR}}$ and $(P_{suc}^{QR})^{4N_{QR}}$ for the protocol without and with second SQECs, respectively, where $P_{suc}^{QR}$ is the success probability of the HRM in the quantum repeaters as described in Eq. (25) in Sec. II D.

Figure 8 shows the secure key rate plotted as a function of the distance between Alice and Bob for the one- and two-way protocols using the three techniques for amplification, where the distance between Alice and Bob is given by $(N_{QR}+1)L_0$, and $L_0$ is the distance between neighboring nodes. We assume that the initial squeezing level of the GKP qubit is 15.0 dB, and the transmittance coefficient $\eta$ is equal to $\exp(-L_0/L_{att})$ with the attenuation length $L_{att} = 22$ km [19]. In our numerical calculations, the number of the quantum repeaters is $N_{QR}=1$ and 10, and the values for the HRM $\delta=0$, $\sqrt{\pi}/10$, $\sqrt{\pi}/6$, and $\sqrt{\pi}/4$. Figure 8 shows that the two-way protocol with the CC-amplification is better than the other protocols at performing long-distance quantum communication. The optimal rate for repeaterless secure key generation is limited by the overall transmission efficiency of direct transmission from Alice to Bob [47,48]. In Fig. 8 we compare secure key rates for our repeaters to the fundamental Pirandola-Laurenza-Ottaviani-Banchi (PLOB) bound [43]. The PLOB bound is the best performance achievable in the absence of repeaters and is equal to $-\log_2(1 - e^{-E/L_{att}})$.

FIG. 7. The error probabilities, $E_X(\eta^2)$, calculated by variances described in Table I, e.g. $\sigma^2 = \sigma^2 + (1 - \eta)/(\eta^2)$ for the one-way protocol without second SQECs, where for brevity the initial variance $\sigma^2$ is set to 0. Note that these error rates are without using the post-selected HRM.

for post-amplification, and

$$2E_\delta (2\sigma^2 + 1 - \sqrt{\eta}) \left[ 1 - E_\delta (2\sigma^2 + 1 - \sqrt{\eta}) \right]$$

for preamplification. Note that there are two opportunities per repeater station for each type of logical error to be corrected, one from each round of SQEC.

C. Comparison

The probabilities $E_X(Z)$ of logical $X$ and $Z$ errors are plotted as a function of the transmittance coefficient $\eta$ in Fig. 7. The minimum error probability for $0.391 \leq \eta \leq 1$ is given by the CC-amplification technique. For lower values of $\eta$, one-way preamplification is best. The advantage of the CC-amplification technique is most easy to see by comparing it with the two-way post-amplification-technique without a second round of SQEC in the repeater (i.e., comparing Eq. (36) with Eq. (34)). Both modify the states after transmission, and both deal with the symmetric noise case. However, the former differs by a factor of $\frac{1}{2}$ in the variance term that arises due to transmission. We attribute this improvement to the use of phase-sensitive amplification instead of phase-insensitive amplification, which introduces additional Gaussian noise. To compare CC-amplification with the one-way techniques, we can consider values of $\eta$ close to 1. For small $1 - \eta$ and $\sigma$, the variance before perfect error correction in the one-way protocols is approximately $1 - \eta$, whereas for the two-way CC-amplification protocol, it is $(1 - \sqrt{\eta})/\sqrt{\eta} \approx (1 - \eta)/2$. Thus, the pre- and postamplification one-way protocols are

$$2E_\delta (2\sigma^2 + 1 - \sqrt{\eta}) \left[ 1 - E_\delta (2\sigma^2 + 1 - \sqrt{\eta}) \right]$$

respectively [17]. When the HRM is not applied to the protocol, the success probability of every trial of the protocol, $P_{suc}$, is equal to 1, while the HRM with $P_{suc} < 1$ could improve the secure key rate due to the reduction of probabilities $E_{AB}^X$ and $E_{AB}^Z$. $P_{suc}$ with the HRM is given by $(P_{suc}^{QR})^{2N_{QR}}$ and $(P_{suc}^{QR})^{4N_{QR}}$ for the protocol without and with second SQECs, respectively, where $P_{suc}^{QR}$ is the success probability of the HRM in the quantum repeaters as described in Eq. (25) in Sec. II D.

Figure 8 shows the secure key rate plotted as a function of the distance between Alice and Bob for the one- and two-way protocols using the three techniques for amplification, where the distance between Alice and Bob is given by $(N_{QR}+1)L_0$, and $L_0$ is the distance between neighboring nodes. We assume that the initial squeezing level of the GKP qubit is 15.0 dB, and the transmittance coefficient $\eta$ is equal to $\exp(-L_0/L_{att})$ with the attenuation length $L_{att} = 22$ km [19]. In our numerical calculations, the number of the quantum repeaters is $N_{QR}=1$ and 10, and the values for the HRM $\delta=0$, $\sqrt{\pi}/10$, $\sqrt{\pi}/6$, and $\sqrt{\pi}/4$. Figure 8 shows that the two-way protocol with the CC-amplification is better than the other protocols at performing long-distance quantum communication. The optimal rate for repeaterless secure key generation is limited by the overall transmission efficiency of direct transmission from Alice to Bob [47,48]. In Fig. 8 we compare secure key rates for our repeaters to the fundamental Pirandola-Laurenza-Ottaviani-Banchi (PLOB) bound [43]. The PLOB bound is the best performance achievable in the absence of repeaters and is equal to $-\log_2(1 - e^{-E/L_{att}})$.
FIG. 8. The secure key rate plotted for the one-way and two-way quantum repeater protocols with three techniques of the amplification for the number of repeaters \( N_{QR} = 1, 10, \) and 100, and the values for the HRM \( \delta = 0, \sqrt{\pi}/10, \sqrt{\pi}/6, \) and \( 3\sqrt{\pi}/14. \)

IV. QUANTUM REPEATER PROTOCOL WITH HIGHER LEVEL ENCODING

In this section, we consider combining GKP error correction with a higher level quantum error correcting code. Specifically, we apply our techniques to Varnava’s code \([40]\), which is well suited to dealing with lost qubits. In Ref. \([18]\), Varnava’s code was used in a scheme for long-distance all-optical quantum communication based on photon qubits. For dual-rail photonic qubits, a lost photon results in a lost qubit heralded by a “no-click” event at the detectors. Photon loss does not result in full qubit loss in the case of the GKP qubit encoding. Instead, we artificially introduce a qubit loss whenever the HRM protocol fails (recall that the success probability of the HRM protocol can be decreased to improve the logical error rate of SQEC). This is heralded by the homodyne outcome values of teleportation-based error correction. One advantage of using GKP qubits is that entangling operations, such as \( C_X \) and \( C_Z \) gates, can be implemented deterministically and at room temperature \([49, 51]\). These primitives are essential for the implementation of Varnava’s code, or other stabilizer codes.

A. Varnava’s code

Varnava’s code is capable of tolerating a qubit loss rate up to 50% \([40]\). Figure. 9 shows a cluster state with a tree graph used to implement encoded measurements. The cluster state consists of a leaf qubit and an encoded node qubit. The latter is composed of three node qubits and nine ancilla qubits.

First we explain the encoded measurement of the node qubits in the \( \hat{q} \) quadrature. Let \( N_{A_i}(i = 1, 2, 3) \) be the set of

FIG. 9. Cluster state with tree graph, equivalent to an encoded pair between a leaf qubit (red) and an encoded node qubit (green). The encoded node qubit is made up of 3 (blue) node qubits \( A_i \) \((i = 1, 2, 3)\) and 9 (blue) ancilla qubits \( B_{3(i-1)+j} \) \((j = 1, 2, 3)\).
node qubits, $A_i$, which are connected to the leaf qubit by $C_Z$ gates as shown in Fig. [9]. The position quadrature of the node qubit $A_i$ can be nondestructively measured by measuring the ancilla qubits $B_{3(i-1)+j}$ ($j = 1, 2, 3$) in the $\hat{p}$ quadrature, followed by taking a majority vote of these outcomes. This majority voting procedure is equivalent to decoding the three-qubit bit-flip error correcting code, and thus reduces the error of misidentifying the bit value of qubit $A_i$ in the $\hat{q}$ quadrature. This is because the qubits $A_i$ and $B_{3(i-1)+j}$ are stabilized by the operator $Z_{A_i}X_{B_{3(i-1)+j}}$, where $Z_{A_i}$ and $X_{B_{3(i-1)+j}}$ are the measurement outcomes of the qubit $A_i$ and $B_{3(i-1)+j}$ in the $\hat{q}$ and $\hat{p}$ quadrature, respectively. Similarly, we can consider the measurement of the three node qubits $A_i$ in the $\hat{p}$ quadrature, followed by a majority voting procedure. Measuring node qubit $A_i$ in the $\hat{p}$ quadrature is equivalent to measuring $X_{A_i}\prod_{j=3(i-1)+j}^{N_{A_i}} Z_{B_{3(i-1)+j}}$. This procedure is equivalent to implementing and decoding a higher level phase-flip code.

**B. Quantum repeater protocol with the HRM**

Now we consider the implementation of Varnava’s code with the HRM and CC-amplification. We describe each step of the proposed method as shown in Fig. [10] where the proposed method consists of three steps.

In step 1, each sender node in between two quantum repeaters prepares an encoded cluster state, and then sends it to neighboring quantum repeaters, as shown in Fig. [10](a). As an example, we use a cluster state composed of ten leaf qubits and ten encoded node qubits, where the each of encoded node qubits consists of three node qubits and nine ancilla qubits, as shown in Fig. [10](a). We note that the encoded cluster state is prepared by using a fusion gate along with HRMs. This enables us to construct the cluster state from small-scale entangled states without decreasing the effective squeezing levels (this is explained in more detail in the Appendix).

In step 2, each of the quantum repeaters receives half the encoded cluster state from neighboring sender’s nodes, as shown in Fig. [10](b). Then, repeaters perform the Bell measurements between leaf qubits, as shown in Fig. [10](c). In the Bell measurement, repeaters use the HRM to reduce the misidentification of bit values of leaf qubits. If either of the two leaf qubit measurements within a single EPR measurement fails the HRM procedure, the quantum repeater discards the corresponding link by implementing $\hat{q}$ measurements on the neighboring encoded node qubits. Then, if no pair of leaf-qubits succeeds, the current trial of quantum communication is aborted. When both HRMs in the same Bell measurement succeed, the quantum repeater implements $\hat{p}$ measurements on the neighboring node-qubits to preserve the link.

Figures. [10](d) and (e) show the $\hat{p}$ and $\hat{q}$ measurements on the encoded node qubit in the case of Varnava’s code with three nodes and three ancilla qubits, respectively. The $\hat{p}$ measurements on the encoded node qubit are implemented by $\hat{p}$ and $\hat{q}$ measurements on node and ancilla qubits, as shown in Fig. [10](d). The logical bit value is then obtained by a majority voting among three joint measurement outcomes, $k_{p,i}^{(n)}\prod_{j=3(i-1)+j}^{3(i-1)+j} k_{q,i}^{(a)} (i,j=1,2,3)$, where $k_{p,i}^{(n)}$ is the obtained bit value for the $i$-th node qubit, $A_i$, in the $\hat{p}$ quadrature and $k_{q,i}^{(a)}$ is the obtained bit value for the $i$-th ancilla qubit, $B_{3(i-1)+j}$, in the $\hat{q}$ quadrature.
\(k_{q,(i-1)+j}^{(a)}\) is the obtained bit value for the \((3(i - 1) + j)\)-th ancilla qubit, \(B_{3(i-1)+j}\) in the \(\hat{q}\) quadrature. The \(\hat{q}\) measurements on the encoded node qubit are implemented by \(\hat{q}\) and \(\hat{p}\) measurements on node and ancilla qubits, as shown in Fig. 10(d). The bit values of each of node qubits in the \(\hat{q}\) quadrature, \(k_{q,i}^{(a)}\), are obtained by a majority voting among three measurement outcomes of ancilla qubits in the \(\hat{p}\) quadrature, \(k_{p,j}^{(a)}\), respectively. The logical bit value is then obtained by the bit values of three node qubits as \(\sum_{i=1}^{3} k_{q,i}^{(a)} \mod 2\).

To compensate against losses on the node qubits, we rescale the homodyne outcomes by \(\sqrt{\eta}\). This is equivalent to applying phase-insensitive amplification before the homodyne detectors without rescaling the outcomes, and is analogous to the CC-amplification technique. Loss can then be modeled as a Gaussian-random function described as \(f(\Delta) = \frac{1}{\sqrt{2\pi}\sigma^2}e^{-\Delta^2/(2\sigma^2)}\). In the protocol with the path-selection, the likelihood for the Bell measurement between leaf qubits is calculated using \(f(\Delta_m,2 i-1)/f(\Delta_m,2i)\), where \(\Delta_m,2i-1\) and \(\Delta_m,2i\) are measured deviations of the leaf qubits for the \(i\)th Bell measurement. In the case of five leaf qubits, as shown in Fig. 10, we compare five likelihoods \(f(\Delta_m,2 i-1)/f(\Delta_m,2i)\) \((i=1,2,3,4,5)\), and select the largest likelihood as the most reliable result. The encoded node qubit attached to leaf qubits resulting in the highest likelihood are measured in \(p\), as shown in Fig. 10 and the other encoded node qubits are measured in \(q\), as shown in Fig. 10(e). We note that if the leaf qubit has bit- or phase-flip errors, we select the incorrect result and an error will occurs in the entanglement generation process between Alice and Bob.

### C. Quantum repeater protocol with the path-selection

We note that the above protocol is not deterministic, since it uses the HRM protocol in implementing the Bell measurement. An alternative deterministic protocol involves always preserving the link with the most reliable measurement results in step 2. To compare the relative reliability of the different measurement results at each quantum repeater, we employ a Gaussian function—which the true deviation of the GKP qubit \(\Delta\) obeys—as a likelihood function described as \(f(\Delta) = \frac{1}{\sqrt{2\pi}\sigma^2}e^{-\Delta^2/(2\sigma^2)}\). In the protocol with the path-selection, the likelihood for the Bell measurement between leaf qubits is calculated using \(f(\Delta_m,2i-1)/f(\Delta_m,2i)\), where \(\Delta_m,2i-1\) and \(\Delta_m,2i\) are measured deviations of the leaf qubits for the \(i\)th Bell measurement. In the case of five leaf qubits, as shown in Fig. 10, we compare five likelihoods \(f(\Delta_m,2 i-1)/f(\Delta_m,2i)\) \((i=1,2,3,4,5)\), and select the largest likelihood as the most reliable result. The encoded node qubit attached to leaf qubits resulting in the highest likelihood are measured in \(p\), as shown in Fig. 10 and the other encoded node qubits are measured in \(q\), as shown in Fig. 10(e). We note that if the leaf qubit has bit- or phase-flip errors, we select the incorrect result and an error will occurs in the entanglement generation process between Alice and Bob.

### D. Secure key rate

We begin by describing the error probabilities of the encoded measurements in each quantum repeater, assuming the encoded cluster composed of 10 leaf qubits and 10 encoded node qubits, and that each of the encoded node qubits consists of three node qubits and nine ancilla qubits, as described in Fig. 11. Since a logical \(\hat{q}\) measurement on the node qubit \(A_j\) \((i=1,2,3)\) is implemented by measuring the three ancilla qubits \(B_j\) in the \(\hat{p}\) basis, the error probability of each node qubit in the \(\hat{q}\) quadrature is calculated by \(3(1 - e_{B,p}^j)^2\), where \(e_{B,p}^j\) is the probability of misidentifying the bit value of the ancilla qubit in the \(\hat{p}\) quadrature. With three node qubits, the error probability of the encoded \(\hat{q}\) quadrature measurement, \(E_{en}^X\), is

\[
E_{en}^X = 3 \left(1 - (1 - e_{A,p}^j)(1 - e_{B,q}^j)^2\right)^3,
\]

leading order. Then, measuring in the encoded basis of the node qubits \(A_j\) in the \(\hat{p}\) quadrature, the measurement result of the logical qubit including the node qubit and ancilla qubit, \(A_{L,j} = X_{A_j} \prod_{B_j \in N_{A_j}} Z_{B_{j(i-1)+j}}\) \((j=1,2,3)\), and the logical qubit is encoded by the three-qubit bit-flip code. Thus, the error probability of the encoded measurements in the \(\hat{q}\) quadrature, \(E_{Z}\), is calculated by

\[
E_{en}^Z = 3 \left(1 - (1 - e_{A,p}^j)(1 - e_{B,q}^j)^3\right)^2,
\]

where \(e_{A,p}^j\) and \(e_{B,q}^j\) are the error probabilities of node and ancilla qubits in the \(\hat{p}\) and \(\hat{q}\) quadratures, respectively.

In addition, we consider the error derived from the construction of the encoded cluster, which is the probability of misidentifying the bit value in the fusion gate with the HRM. The error derived from the construction of the encoded cluster, \(E_{prep}\), is calculated by

\[
E_{prep} = 34 \times E_{\hat{q}}^X(3\sigma^2) + 26 \times E_{\hat{q}}^X(2\sigma^2),
\]

where \(E_{\hat{q}}(\sigma^2)\) is the error probability of the HRM for the qubit whose variance is \(\sigma^2\) (see also the Appendix for the construction of the encoded cluster).

To obtain the rate at which entanglement is generated between Alice and Bob, we calculate the average of the error probability in the \(\hat{p}\) (\(\hat{q}\)) quadrature on each of the quantum repeaters, \(E_{QR}^{X(Z)}\) \(E_{QR}^{X(Z)}\) is given by

\[
E_{QR}^{X(Z)} = 1 - (1 - E_{leaf})(1 - E_{prep})(1 - E_{en}^X)(1 - E_{en}^Z)^4,
\]

where \(E_{leaf}\) is the error probability of the measurement of the leaf qubit. Hence, the error probability \(E_{AB}^{Z}(E_{AB}^{X})\) which occurs on the entanglement between Alice and Bob is calculated as

\[
E_{AB}^Z = E_{AB}^X = \frac{1}{2} \left[1 - (1 - 2E_{QR}^{Z(X)})^{N_{QR}}\right],
\]

where \(N_{QR}\) is the number of repeaters. Then, the secure key rate is calculated by \(R = P_{suc}(1 - h(E_{AB}^{X}) - h(E_{AB}^{Z}))\).

Figure 11 shows the results of the numerical calculation for the probabilistic protocol with the HRM. In Fig. 11 the secure key rate between Alice and Bob is plotted as a function of the
distance between Alice and Bob, $L_{AB}$, assuming that the encoded cluster state has ten leaf qubits and the initial squeezing level is 15 dB.

Finally, we consider the resource cost in terms of the average of the total number of qubits consumed in the repeater protocol to generate the entanglement between Alice and Bob. To test our method, we compare it with the method based on photon qubits, for example, Azuma’s method using Varnava’s code [18]. According to Azuma’s method, the average of the total number of photonic qubits is $4 \times 10^7 (4.1 \times 10^6)$ to generate the entanglement with the error probability, $E_{X}^{X} = E_{Z}^{Z} = 3.5(0.89)\%$, for a distance between Alice and Bob of 5000(1000) km. For our method with the path-selection, we obtained the average of the total number of GKP qubits as $2.2 \times 10^5 (4.3 \times 10^4)$ with the error probability, $E_{X}^{X} = E_{Z}^{Z} = 3.0(0.76)\%$, for a distance between Alice and Bob 5000(1000) km. Therefore, our method with GKP qubits can achieve a comparative performance relative to methods based on photonic qubits while using orders-of-magnitude fewer qubits.

V. CONCLUSION

We proposed one- and two-way repeater protocols based on GKP encoded qubits. We have obtained high communication rates for long transmission distances by combining three key innovations: (1) the application of Varnava’s code to GKP qubits, (2) the application of highly reliable measurements (HRMs) and path-selection techniques to the code, and (3) the application of the concept of CC amplification, which leverages phase-sensitive amplification on the level of the classical post-processing, thereby circumventing unnecessary additive Gaussian noise. Furthermore, our numerical results showed that these high-communication rates can be achieved with substantially fewer qubits than protocols based on photonic qubits.

Using the GKP code comes with multiple practical features. Entangling operations and Bell measurements can be implemented deterministically and at room temperature. Furthermore, simple entangled states such as Bell pairs can be generated from product states using passive beamsplitter transformations. Though the implementation of higher level quantum error correcting codes presented here assumed access to a $C_Z$ gate (which involves squeezing operations), we leave to future work the question of whether resources for higher-level quantum error correction can be prepared from GKP product states and passive linear-optical transformations.
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the quantum nondemolition gate \[53\] instead of the operators of the control (target) qubit, respectively. We can use where \( \hat{C} \) state by using the FIG. 12. The reliable construction of the encoded cluster state with ten leaf qubits by using the HRM. (a) The preparation of the 3-tree cluster state by using the \( C_Z \) gate. (b) The generation of the 4-tree cluster state from the two 3-tree cluster states by using the Bell measurement with the HRM. (c) The construction of the 5- and (3,2)-tree cluster states. (d) The construction of the single encoded node qubit with the single leaf qubit. (e) The construction of five encoded node qubits. (f) The construction of the encoded cluster state.

Appendix A: Construction of the encoded cluster state with the HRM

We describe the preparation of the encoded cluster state. In this work, we use the method introduced in Ref. [44], where the Bell measurement with the HRM is used to generate the entanglement between two small cluster states to obtain the larger one with a high-reliability. In Ref. [44], the Bell measurement is used to prevent the random displacement error of the GKP qubit from propagating during the entanglement generation, and the HRM is used to reduce the error probability of the Bell measurement.

We explain the construction of the encoded cluster state composed of the ten leaf qubits as shown in Fig. 12 where there are four steps. In step 1, we prepare the 3-tree cluster composed of a node qubit and two ancilla qubits by using the \( C_Z \) gate (Fig. 12(a)). The \( C_Z \) gate, which corresponds to the operator \( \exp(-\hat{q}_C\hat{q}_T) \), transforms

\[
\hat{q}_C \rightarrow \hat{q}_C, \quad \hat{p}_C \rightarrow \hat{p}_C - \hat{q}_T, \tag{A1}
\]

\[
\hat{q}_T \rightarrow \hat{q}_T, \quad \hat{p}_T \rightarrow \hat{p}_T - \hat{q}_C, \tag{A2}
\]

where \( \hat{q}_C \) (\( \hat{q}_T \)) and \( \hat{p}_C \) (\( \hat{p}_T \)) are the \( \hat{q} \) and \( \hat{p} \) quadratures operators of the control (target) qubit, respectively. We can use the quantum nondemolition gate \[53\] instead of the \( C_Z \) gate to generate the entanglement. Since errors correspond to identically and independently distributed Gaussian random variables, the variance of the control qubit and target qubit in \( \hat{p} \) quadrature changes as \( \sigma^2 \rightarrow 2\sigma^2 \), whereas the variance in the \( \hat{q} \) quadrature does not change, where we assume that variances of the control and target qubits in both quadratures have the same value, \( \sigma^2 \).

In step 2, we generate the 4-tree cluster state from the two 3-tree cluster states by using the Bell measurement with the HRM (Fig. 12(b)). After the feedforward operation according to the Bell measurement outcome, the 4-tree cluster state is generated. The entanglement generation by using the Bell measurement avoids an increase of the variances of the generated cluster state. In addition, the HRM reduces the error probability of the Bell measurement. Similarly, the 5- and (3,2)-tree cluster states in Fig. 12(c) are generated by using the Bell measurement with the HRM from the 3- and 4-tree cluster states.

In step 3, we generate the single encoded node qubit with the single leaf qubit from three 5-tree cluster states and the (3,2)-cluster state as shown in Fig. 12(d). Then, we generate the cluster state with five encoded node qubits from five (3,3)-tree cluster states and the 6-tree cluster state (Fig. 12(e)), where 6-tree cluster state is generated from two 4-tree cluster states. In step 4, we obtain the encoded cluster state from the cluster state with five encoded node qubits (Fig. 12(f)).


