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ABSTRACT
The recent growth of the Internet of Things (IoT) devices has lead
to the rise of various complex applications where these applications
involve interactions among large numbers of heterogeneous devices.
An important challenge that needs to be addressed is to facilitate
the agile development of IoT applications with minimal effort by the
various parties involved in the process. However, IoT application
development is challenging due to the wide variety of hardware and
software technologies that interact in an IoT system. Moreover, it
involves dealing with issues that are attributed to different software
life-cycle phases: development, deployment, and progression.

In this paper, we examine three IoT application development ap-
proaches: Mashup-based development, Model-based development,
and Function-as-a-Service based development. The advantages and
disadvantages of each approach are discussed from different per-
spectives, including reliability, deployment expeditiousness, ease
of use, and targeted audience. Finally, we propose a simple solution
where these techniques are combined to deliver reliable applications
while reducing costs and time to release.

CCS CONCEPTS
• Software and its engineering→ Software development tech-
niques.
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1 INTRODUCTION
The Internet of Things (IoT) is a network that enables things to
monitor their surroundings, interact with humans and other things,
and carry out all sorts of tasks with little to none human inter-
vention [23]. Sensors, controllers, actuators, and any other device
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capable of establishing a connection to the Internet are called a
thing [45].

The application areas of the Internet of Things are as hetero-
geneous as the devices and applications that compound it. Indus-
tries, in general, can take advantage of IoT to predict device failure,
manage their supply chain, and optimize their manufacturing and
administrative processes [4, 7, 9]. The retail industry is using IoT to
enable new customer experiences. Some examples are Amazon go
smart store [3], and Alibaba’s smart warehouse [8]. The agriculture
industry benefits from the possibility of automating the crop yield
measuring, livestock monitoring, soil quality control, irrigation,
and other production processes [26]. This kind of services are of-
fered by companies like [19] and [36]. More applications examples
can be found in automotive [38], nuclear [37], aerospace [11], and
military [49] industries, among others. Furthermore, we find IoT
applications in government, heath, and security systems. Local gov-
ernments’ challenges such as pollution control, waste handling,
energy management, disaster prevention and response, parking
assistance, and traffic re-routing, find solutions in the context of
IoT enabled smart cities [20]. Undoubtedly, IoT plays an every-time
more important role in our daily lives.

The existence of a diversity of scenarios where IoT is a leading
actor is only possible with the cooperation of multiple technologies
and protocols. The complexity of the architecture and the vari-
ety of technologies combined in an IoT system is the most visible
challenge of IoT application development. Furthermore, developers
must deliver applications that behave consistently under different
operating conditions, that might change at runtime [23]. In some
cases, machine-human interfaces are not necessary or available,
so we need to enable other communication channels in case of
failure [23]. At the current time, there exists many different devel-
opment strategies which are grouped under two categories: Model-
based and mashup development. However, there is no consensus
on a general development strategy. On the one hand, software
engineering, as a discipline, provides the structure and the tools
necessary to describe every aspect of an IoT system [23]. How-
ever, it lacks the expediteness and ease of use of mashups. On the
other hand, mashups support for black-box development, in which
the programmer does not need to develop the components of the
system from scratch nor know their implementation in detail [29].
Only the inputs and outputs need to be identified to include the
element in the interconnected network of components that make
up the application.

Furthermore, with the introduction of the concept of serverless
since the launch of AWS Lambda in 2014 [16], it has gained higher
popularity and more adoption in different fields. Function-as-a-
Service (FaaS) is a key enabler of serverless computing [47]. In FaaS,
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an application is decomposed into simple, standalone functions
that are uploaded to a FaaS platform for execution. FaaS offers a
new way for the development of the IoT applications where one
can imagine all the IoT devices to be part of a FaaS platform and
then functions are scheduled on each of the devices depending on
their computational capabilities and requirements.

Our key contributions are:
• We provide an overview of the current trends in program-
ming models and tools used to build IoT applications.

• We introduce the extension of development of IoT appli-
cations based on the FaaS approach using Google Cloud
Functions (on Google cloud).

• We examine three IoT application development approaches:
Mashup-based development, Model-based development, and
Function-as-a-Service based development using a real world
example from different perspectives, including reliability,
deployment expeditiousness, ease of use, and targeted audi-
ence.

• We propose a simple solution where the development tech-
niques are combined to deliver reliable applications while
reducing costs and time to release.

The rest of the paper is organized as follows. In Section 2, the
different IoT application development approaches are described
along with the IoT system layered architecture. A practical IoT ap-
plication example is presented using all the approaches in section 3.
Section 5 compares the methodologies and discusses the ways in
which they can be combined to allow for transparent, simple, fast,
and robust development. Lastly, section 6 concludes the paper.

2 IOT APPLICATION DEVELOPMENT
APPROACHES

An IoT system can be described using four layers that group the
main processes: the Device, Network, Data Processing, and Appli-
cation [23]. A general IoT system layered architecture is depicted in
Figure 1. Every IoT application requires things: physical equipment
such as sensors, actuators, and controllers, which are grouped in
the Device Layer. For example, sensors measuring the heart rate,
oxygenation, and temperature of a patient. Network Layer is re-
sponsible for transmitting the monitored data to the cloud. In the
Data Processing Layer the data is transformed into information that
can be used to make decisions. For example, if the heart rate of the
patient under observation shows an abnormal raise, the IoT system
can notify the doctors. The Application Layer act as a interface for
a user to understand or convey the information. For example, send-
ing a warning message or directly by making a call to the doctor.
The decision from the doctor or the user is transmitted back down
through the hierarchy and is executed by the devices in the Device
layer.

In the following subsections, we introduce three IoT application
development approaches.

2.1 Mashup-based development
Mashups applications are composites of existing assets that co-
operate to deliver new content, with reduced time-to-production,
complexity and cost. The development process begins when a new
business opportunity is identified. The developers then look for all

Figure 1: A general layered IoT system architecture. Devices
in the Device Layer gather data and pass it to the Network
Layer, where it is transmitted to the upper layer. The data
is then stored and processed in the Data Processing Layer,
passed to the Application Layer that enables machine-to-
human communication through front-end applications and
machine-to-machine communication through appropriate
communication protocols [23, 30].

existing resources that can be integrated to construct the new appli-
cation. It is important to note that mashups are not necessarily final
products nor have always a user interface [29]. The components
are represented as black-boxes, with inputs and outputs specified
in the APIs. The developers may need to build some functionality
into a new block or perform adaptations of the selected APIs. Once
the components are connected, the application can be tested and
opened to the public. Then, new applications can be built on top of
this one, and the development cycle can begin again. This process
is described by Michael Ogrinz in [29] as the circle of mashups.

Development teams typically focus on solving a small number
of problems that affect the majority of users, while a large number
of very specific issues remain unsolved. This is known as The Long
Tail Problem (See Fig 2). Mashups were previously described as a
solution to this problem in the context of enterprise applications
for internal use [29]. In the case explained in [29], IT teams would
develop the most important features, and allow non-IT teams to
build mashup applications to address their specific requirements
within a controlled environment where the functionality is pre-
sented as widgets. This asseveration can be extended to software
development in general. Today, many successful service providers
are exposing APIs, allowing for tailor-made mashup applications
that improve user experience, open communication channels, and
are ultimately translated in increasing revenue [10].

The development of mashups can be manual or assisted by
tools [48]. The manual process requires a significant level of knowl-
edge of the technologies involved. That is because mashup appli-
cations integrate web-based artifacts such as RSS/Atom feeds and
HTML data, and other types of resources like databases, binary
and XML files [29], which implies that different applications might
provide different formats to retrieve data. Therefore, the data will
need to be parsed, so that it can be understood by all the parties
associated. Additionally, if a user interface is to be provided, the
developer needs to take care of its functionality.
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Figure 2: Long tail problem in software development. Devel-
opment teams focus on solving a small number of problems
that affect the majority of users, while a large number of
very specific problems remain unsolved. Reinterpretation of
the figure in [29]

We focus our discussion on assisted development of IoT appli-
cations. A study conducted in 2010 pointed out that mashup tools
were not sufficiently easy to handle from the end-programming
perspective [25]. Today, mashup tools have evolved from the end-
programming paradigm to offer different programming schemes
and automation levels according to the targeted audience, which
might include non-programmers, people with little experience in
programming, and experienced developers [2]. The final product
might be a non-executable design, a prototype with mock elements,
or a deployable application depending on the tool [2]. A great char-
acteristic of mashup tools that appeals to both programmers and
non-programmer users is the community built around this tools,
which is not only capable of offering guidance but also of extending
the tool features.

Typical functionalities supported by mashup tools are:

• Creating, configuring, and connecting nodes in a user-friendly
graphical editor.

• Data gathering, combination, and transformation.
• Scripting/Coding.

IoT frameworks usually offer an extended set of functionalities, such
as domain-specific language and coding aids to support the devel-
opment process. Some examples of IoT frameworks are:Watson IoT
Platform [18], Kaa [22], Crosser [12], Thingsboard [39], and Mind-
Sphere [35]. Some IoT mashup tools examples are Paraimpu [31],
Total.js Flow [15] and Node-RED [28]. Paraimpu is designed as a
social platform. It offers a web interface where users can configure
a predefined set of sensors and actuators, share and subscribe to
things shared by their contacts [32]. Total.js Flow and Node-RED are
open-source visual programming tools that support IoT, web, and
REST applications. In both, users can drag, drop, and connect nodes
in a graphical editor. Total.js Flow shows a real-time representation
of data traffic between connected nodes and node errors [15]. We
present an application developed using Node-RED in subsection 4.1.

2.2 Model-driven development
Software engineering allows for robust IoT application delivery, by
providing developers with a structured development process [23].
The specification of a software structure and behaviour usually
involves Unified Modelling Language (UML) diagrams. The struc-
ture of a system can be described using class diagrams, component
diagrams, composite structure diagrams, object diagrams, package
diagrams, deployment diagrams, and profile diagrams. To describe
the behavior of a system one can use activity diagrams, state dia-
grams, communication diagrams, interaction overview diagrams,
sequence diagrams, timing diagrams and use case diagrams. A
complete description of each diagram can be found in [5]. These,
sometimes overwhelming, amount of representations of the system
creates a complete definition from different levels of abstraction.

When it comes to IoT, models extending UML can become as
specific as the applications and technologies involved. Nastic et al.,
for instance, proposed PatTRICIA, a programming model based on
Intents, which represent tasks, and Intent Scopes, which establish
the entities in which the tasks are executed. Barbon et al. proposed
ASIP for IoT development in Arduino platforms, introducing the
concept of services as devices that communicate with the board via
textual messages [6]. Nguyen, et al. proposed FRASAD, a framework
that employs sensor-nodes as the central notion [27].

The main disadvantage of this development approach is that
it is time-consuming. Not only because of the many abstraction
levels in which systems should be described but also because of the
granularity of the structures that can be reused i.e classes and code
snippets [5]. This is one of the points where developers can benefit
from the integration of mashup development to their workflows
(See Section 5). Nonetheless, model-based development tools offer
another solution: Code generation. Code can be automatically gen-
erated from different kind of diagrams. Much research has been
conducted to propose study the efficiency of the generation process
using different kind of diagrams, such us sequence diagrams [24],
activity and sequence diagrams [44], state chart diagrams [13], and
class diagrams [34]. Wang et al. proposed a fog-based model for
IoT applications in the field of smart grids [46].

There are many code generation tools for different program-
ming languages. Some examples are Papyrus [14] for C++ and Java,
ThingML for C, C++, Java, and JavaScript [17], and Visual Paradigm
for 17 languages including C#, Java, Python, PERL, and Ruby [43].
Code generators create mappings between certain diagram struc-
tures and lines of code. The ability of these tools to translate one
structure into another is variable; some of them only produce skele-
tal code, while others can match almost every structure.

2.3 Function-as-a-Service based development
Function-as-a-Service (FaaS) provides an attractive cloud model
since it facilitates application development and reduces application
costs. Instead of developing application logic in the form of services
and managing the required resources, the application developer
implements fine-grained functions connected in an event-driven
application and deploys them into the FaaS platform [47]. The
platform is responsible for providing resources for function invoca-
tions and performs automatic scaling depending on the workload.
The functions can be closely integrated with other services, e.g.,
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cloud databases, authentication and authorization services, and
messaging services. These services are sometimes called Backend-
as-a-Service (BaaS). BaaS are the third-party services that replace
a subset of functionality in a function and allow the users to only
focus on the application logic [21]. Since functions are stateless,
the state of the application is stored in databases. Building a secure,
scalable, performant and managed application for an IoT system
seems like a huge challenge, however, there have been growing
development to run FaaS based functions on the IoT devices. For
example, in the IoT Greengrass system of Amazon [1], it is possible
to integrate end devices with cloud resources in an IoT platform
and application Lambda functions are deployed to the end devices.
However, this approach is limited to single applications on the edge
and a static distribution of computation. The integration of IoT
systems for general FaaS applications will require an extension
of the FaaS platform across heterogeneous devices. This kind of
development offers several advantages:

• It reduces operational and system administration costs.
• It reduces the development and deployment costs, and pro-
vides faster time to market.

• It is highly scalable and fault tolerant.
Therefore, FaaS provides an alternate easy for developing IoT ap-
plications.

3 APPLICATION OVERVIEW
In this section we present an overview of an example application
considered for demonstrating all the development approaches.

We consider an IoT-based health monitoring system that uses a
sensor to gather the heart signal of a patient at a particular sample
rate for example 100Hz. Fig. 3 shows the sequence diagram for the
application. The sensor data is then published through an Ardunio
device to a remote MQTT gateway broker to a particular topic. A
client subscribing to that topic, store the received measurements in
a NoSQL database such as MongoDB. Further, this data is analyzed
to obtain the following metrics:

• Beats per minute (BPM)
• Interbeat interval (IBI)
• Standard deviation of RR intervals (SDNN)
• Standard deviation of successive differences (SDSD)
• Root mean square of successive differences (RMSSD)
• Proportion of successive differences above 20ms (pNN20)
• Proportion of successive differences above 50ms (pNN50)
• Median absolute deviation of RR intervals (MAD)

The calculated metrics metrics are presented in the visualization
using graphs for remote monitoring and the abnormalities are high-
lighted for the doctor and caretaker for quick actions. This can be
also visited at any time by the doctor and the caretaker.

In practice, a sensor would measure the change in the skin color
as the blood is pumped. However, in this work, we emulated the
heart signal sensing using the data in [40], which had a sample
rate of 100 values per second. We utilize Eclipse Mosquitto an open
source MQTT broker on the Google Cloud over a virtual machine
with 2 vCPUs and 7.5 GBmemory. The NodeREDwas also hosted on
the Google Cloud over a virtual machine with 2 vCPUs and 7.5 GB
memory. Python pyHeart [41, 42] package is used for performing
the analysis. For creating functions as part of FaaS development

strategy, we used Google Cloud Functions on the Google cloud. We
configured each function with a memory size of 128mb and timeout
of 60 seconds.

4 METHODOLOGY
In this section, we present the detailed development design and
architecture of the example application using the three development
approaches.

4.1 Mashup-based development
We implemented the application system proposed in Section 3 using
NodeRED, a mashup programming tool in which the behavior of
an application can be described as a directed graph composed of
wired nodes [28]. The nodes might be APIs, hardware devices,
databases, online services, and other applications. A set of related
nodes is called a flow. NodeRED provides an online editor, which
can be accessed in a browser. It allows for effortless addition of
nodes using drag and drop gestures. The nodes can be connected by
wires that represent the flow of data. Every resource-node can be
configured by filling up a form that requests for relevant data, such
as credentials, web addresses, and ports. Once the node information
is given, the application can be deployed to the Node.js runtime
environment and executed [28].

Since the project was open-sourced back in 2013, and thanks to
the participation of its evergrowing community, the tool has added
multiple features and node libraries [28]. Today it has nodes for
hardware integration, input/output handling, social media, storage,
time, data generation, processing, analysis and parsing, among
others. The tool can be run locally, in a docker, on a programmable
board, or in the cloud, and the flows can be exported and shared as
JSON files [28].

We configured the built-in MQTT subscriber node to receive the
messages from the MQTT broker. We further stored the incoming
messages to MongoDB for long-term availability using the db node
in NodeRED and performed a continuous analysis of the incoming
data using the python-function node where the python script for
analyzing the data was run. The flow of the system is presented in
Fig. 4.

The representation is composed by three flows. The flow that
appears in the upper part of the image is used mainly for debug
purposes. It deletes all the documents in the database. The flow
in the middle of the image allows us to store a fixed number of
entries in the database. It receives messages from a MQTT broker
and stores them in the database. Once a user-defined threshold is
met, the first stored value is removed, ensuring that the database
keeps a manageable size. Lastly, the flow bottom at the bottom of
the image, retrieves the measurements from the database and pass
them as an argument to a python script that filters them and uses
them to calculate the heart-related metrics presented in Section 3.

4.2 Model-based development
The class diagram of the proposed application system in Section 3
is shown in Fig. 5. This diagram explains the abstraction of the
system from a programming point of view. We observe the three
different classes and their relationships.
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Figure 3: Sequence diagram for the example remote health monitoring system application

Figure 4: Flow of the proposed health monitoring system using mashup based development approach.

• Class Mongo: This class is responsible for interacting with
Mongo database and performing different operations like:
inserting the document, getting all the records, deleting the
records.

• Class Metrics: This class is responsible for reading the data,
converting it into desired form and then analyzing it for
calculating various measurements presented in Section 3.

• Class Mqtt: It is responsible for connecting to the remote
MQTT broker and when a message is received then calling

Mongo class object for storing it in the database and Metrics
class object for calculating various measurements.

4.3 Function-as-a-Service based development
Figure 6 shows the modeling of the proposed application system in
Section 3 using Function-as-a-Service on Google Cloud Platform.
The system consist of three cloud functions:
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Figure 5: Class diagram for the sample remote health moni-
toring system application

• Mongo Operations Cloud Function: This Google Cloud Func-
tion (GCF) is responsible for interacting with Mongo data-
base and performing different operations like: inserting the
document, getting all the records, deleting the records.

• Metrics Calculation Cloud Function: This GCF is responsible
for reading the data, converting it into desired form and then
analyzing it for calculating various measurements presented
in Section 3.

• MQTT Subscriber Cloud Function:: It is responsible for con-
necting to the remote MQTT broker and when a message
is received then invoking Mongo Operations Cloud Function
for storing the data in the database and Metrics Calculation
Cloud Function for calculating various measurements.

5 DISCUSSION
The lack of a systematic approach to develop IoT applications is
pointed out as an issue [23, 33]. At firsts, one might think this
fact obeys to the absence of efforts to put up a modeling scheme.
However, after careful review, one discovers that is the abundance
of modeling approaches and not the lack, what generates the issue.
In this section we compare mashup development with model-based
development and discuss the possible integration on these two
approaches. A summary is provided in 1.

Let us start by comparingmodel-based andmashup diagrams. No
structure diagram, except for the deployment diagram, can be com-
pared to a mashup representation. These kind of diagrams describe
the deployment of artifacts on nodes, which correspond to a loca-
tion [5]. Nodes in mashup applications might indeed correspond to
physical devices, but different nodes can also correspond to distinct
applications on the same server. Similarly, in FaaS-based approach
different functions can also correspond to physical devices or to
distinct application functions.

From the behavioral UML diagrams, activity diagrams are the
closest system representation to mashups. Activities model behav-
ior, and are connected by control or data flows [5]. Mashups nodes

Figure 6: Function-as-a-Service based modeling of the pro-
posed health monitoring system.

have a defined behavior and are connected by data flows. The latter
was also pointed out in [33]. FaaS-based functions have a single
defined behaviour and can invoke the other functions by sending a
request. These functions are stateless by design.

The benefit of each modelling approach for IoT depends on
the context. With the introduction of Web 2.0, consumers were
invited to interact and engage in a community established around
the contents that they consume [29]. Now, these users are creating
content themselves. Model-based and FaaS development are usually
not the end-user’s choice because they require a strong knowledge
base and technical background. Mashup tools, on the contrary,
make development accessible to a wider population. End-users
who want to create IoT applications should not be forced to learn
software development concepts. Instead, mashup tools designed
for end-user should strive to continue opening the feature offering
while keeping a low complexity of the user interface. Similarly,
companies should allow their customers to extend and customize
their applications, by exposing well documented APIs.

Enterprise applications demand fast but robust development
that guarantees data privacy, security, and reliability. Model-based
ideas are platform-independent, therefore the system design is not
bounded to the system implementation. That removes constraints
from the developer, who can later implement or generate the code in
the most suitable language [33]. Additionally, model-based compo-
nents support predictive maintenance, which ensures its optimum
state. Mashups, on the other hand, are only suitable for critical
applications if all the nodes are enterprise-managed resources. Ex-
ternal resources might become unavailable unexpectedly, causing
downtime and losses [29]. In case of FaaS-based approach, the op-
erational management is handled by the cloud service provider
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Table 1: Comparison of different development approaches at various attributes.

Attribute Mashup-based Model-based FaaS-based
1 End-users are able to produce applications Yes No No
2 Can reuse existing resources At application level At class level Yes
3 Platform independent No Yes Yes
4 Suitable for critical systems No* Yes Yes
5 Maintenance can be schedule in a predictable way No* Yes Yes
6 Can warranty high availability No* Yes Yes

* Unless all resources are owned by the organization developing the application

and hence the responsibility for providing a reliable service is their
job. Though functions provide fault tolerance and high availabil-
ity but there are some cases where a failure of function during a
critical operation of an application can impact the performance.
Furthermore, due to high virtualization stack in FaaS, they are no
suitable for applications requiring nanoseconds or milliseconds of
performance.

Model-based techniques, have a range of reusability limited to
code snippets, classes, and libraries. In mashups existing high-level
structures such as databases, parsers, applications (through the
API), etc., can be reused. FaaS functions are inherently responsible
for one task, therefore other functions requiring that particular task
can trigger these functions leading towards the reusability of the
functions. Each of the individual function can be scaled indepen-
dently depending on the requirements. Furthermore, it offers three
advantages (i) no continuously running services are required, (ii)
functions are only charged when they are executed, and (iii) the
function abstraction increases the developer’s productivity.

The need to manually define the behavior of a non-predefined
component has been identified as a disadvantage of mashup de-
velopment [33]. However, that might rather be an opportunity to
integrate model-based with mashup and FaaS based approaches.
Single components can be constructed using model-based or FaaS
based development, and integrated using mashup tools. In that
sense, the industry can greatly benefit from the combination of
design principles in model-based techniques and the high-level
reusability of components that characterizes mashups and FaaS
based approaches. Furthermore, FaaS based approach also provides
high scalability benefits which can be advantageous for certain
applications.

6 CONCLUSION
The Internet of Things (IoT) is a network where things can share
information about their status and their surroundings, by establish-
ing communication channels with other things and by enabling
user interfaces. There is a large diversity of scenarios where IoT
technologies and protocols are implemented. As the coordination
and communication between things is an essential factor, the de-
velopment process of IoT applications is demanding.

Model-based approaches offer structure and design principles
that allow for an extensive description of the application from dif-
ferent abstraction levels. The design is not bounded to a specific
platform because it is based on premises rather than technologies.
Nevertheless, the process requires longer time-to-release given that

the reuse of assets is limited, therefore, it enforces the implementa-
tion of every module. Code generation can be used to accelerate
the process. The tools used for this purpose examine the system
diagrams and produce matching lines of code.

Mashup development is faster than model-based development
because it leverages existing resources at a high level. Different
pieces of software can be integrated so that they can interact and
deliver a new service or application. Mashups allow developers to
focus on innovation, and non-programmer users to customize appli-
cations. A disadvantage of this development technique is that high
availability, reliability, and performance can only be guaranteed
when no resources come from external sources.

FaaS based development approach is similar to the mashup with
the advantages of high availability, reliability, and scalability. Differ-
ent components of an IoT application can be implemented as FaaS
functions and each of the components can then be independently
scaled. Due to high virtualization stack in a FaaS platform, this
approach is not suitable for applications requiring nanoseconds or
milliseconds of performance.

A combination of these development approaches, in which the
design of modules is accomplished using model-based principles,
and their implementations are integrated using mashup tools or
FaaS functions is an interesting alternative to be explored. Further
work is required to evaluate the scalability and flexibility of this
solution in the context of enterprise applications.

REFERENCES
[1] [n.d.]. AWS IoT Greengrass - Amazon Web Services. https://aws.amazon.com/

greengrass/. (Accessed on 07/27/2020).
[2] Saeed Aghaee, Marcin Nowak, and Cesare Pautasso. 2012. Reusable decision

space for mashup tool design. In Proceedings of the 4th ACM SIGCHI symposium
on Engineering interactive computing systems - EICS ’12. ACM Press, New York,
New York, USA, 211. https://doi.org/10.1145/2305484.2305520

[3] Amazon. [n.d.]. Introducing Amazon Go and the world’s most advanced shopping
technology - YouTube. https://www.youtube.com/watch?v=NrmMk1Myrxc&
ab_channel=amazon

[4] Arvind Ravulavaru. 2018. Enterprise Internet of Things Handbook:. Packt Publish-
ing Ltd.

[5] Charles Ashbacher. 2004. The Unified Modeling Language Reference Manual,
Second Edition, by James Rumbaugh. The Journal of Object Technology 3, 10
(2004), 193. https://doi.org/10.5381/jot.2004.3.10.r1

[6] Gianluca Barbon, Michael Margolis, Filippo Palumbo, Franco Raimondi, and Nick
Weldin. 2016. Taking Arduino to the Internet of Things: The ASIP programming
model. Computer Communications 89-90 (9 2016), 128–140. https://doi.org/10.
1016/j.comcom.2016.03.016

[7] Laura Belli, Luca Davoli, Alice Medioli, Pier Luigi Marchini, and Gianluigi Ferrari.
2019. Toward Industry 4.0With IoT: Optimizing Business Processes in an Evolving
Manufacturing Factory. Frontiers in ICT 6 (8 2019), 17. https://doi.org/10.3389/
fict.2019.00017

[8] Business Insider. 2017. Inside Alibaba’s smart warehouse staffed by robots -
YouTube. https://www.youtube.com/watch?v=FBl4Y55V2Z4

https://aws.amazon.com/greengrass/
https://aws.amazon.com/greengrass/
https://doi.org/10.1145/2305484.2305520
https://www.youtube.com/watch?v=NrmMk1Myrxc&ab_channel=amazon
https://www.youtube.com/watch?v=NrmMk1Myrxc&ab_channel=amazon
https://doi.org/10.5381/jot.2004.3.10.r1
https://doi.org/10.1016/j.comcom.2016.03.016
https://doi.org/10.1016/j.comcom.2016.03.016
https://doi.org/10.3389/fict.2019.00017
https://doi.org/10.3389/fict.2019.00017
https://www.youtube.com/watch?v=FBl4Y55V2Z4


Conference’17, July 2017, Washington, DC, USA Agudelo et al.

[9] Roberto Casado-Vara, Paulo Novais, Ana Belen Gil, Javier Prieto, and JuanManuel
Corchado. 2019. Distributed Continuous-Time Fault Estimation Control for
Multiple Devices in IoT Networks. IEEE Access 7 (2019), 11972–11984. https:
//doi.org/10.1109/ACCESS.2019.2892905

[10] Shu-Wai. Chow and Stoyan. Stefanov. 2007. PHP Web 2.0 mashup projects : create
practical mashups in PHP, grabbing and mixing data from Google Maps, Flickr,
Amazon, YouTube, MSN Search, Yahoo!, Last.fm, and 411Sync.com. Packt Pub. 283
pages.

[11] Ricardo Correia, Daniel Belo, and Nuno Borges Carvalho. 2019. IoT/WPT devel-
opments in space exploration. In Asia-Pacific Microwave Conference Proceedings,
APMC, Vol. 2018-Novem. IEEE, 79–81. https://doi.org/10.23919/APMC.2018.
8617320

[12] Crosser. [n.d.]. Crosser Edge Analytics & Integration Software. https://crosser.io/
[13] Sunitha E. V. and Philip Samuel. 2019. Automatic Code Generation From UML

State Chart Diagrams. IEEE Access 7 (2019), 8591–8608. https://doi.org/10.1109/
ACCESS.2018.2890791

[14] Eclipse Foundation. [n.d.]. Papyrus/Codegen/Adding a New Code Generator -
Eclipsepedia. https://wiki.eclipse.org/Papyrus/Codegen/Adding_a_New_Code_
Generator

[15] Flow. [n.d.]. Flow - Total.js Platform. https://www.totaljs.com/flow/
[16] Alex Handy. 2014. Amazon introduces Lambda, Containers at AWS re:Invent.

https://sdtimes.com/amazon/amazon-introduces-lambda-containers/. https://
sdtimes.com/amazon/amazon-introduces-lambda-containers/ [Online; Accessed:
4-Feburary-2020].

[17] Nicolas Harrand, Franck Fleurey, Brice Morin, and Knut Eilif Husa. 2016.
ThingML: A language and code generation framework for heterogeneous targets.
In Proceedings - 19th ACM/IEEE International Conference on Model Driven Engi-
neering Languages and Systems, MODELS 2016. ACM Press, New York, New York,
USA, 125–135. https://doi.org/10.1145/2976767.2976812

[18] IBM. 2019. Watson IoT Platform - Overview | IBM. https://www.ibm.com/cloud/
watson-iot-platform?mhq=iot&mhsrc=ibmsearch_a

[19] KaaIoT Technologies LLC. [n.d.]. IoT Agriculture Solutions for Smart Farming.
https://www.kaaproject.org/smart-farming

[20] Alexandr Krylovskiy, Marco Jahn, and Edoardo Patti. 2015. Designing a Smart
City Internet of Things Platform with Microservice Architecture. In Proceedings
- 2015 International Conference on Future Internet of Things and Cloud, FiCloud
2015 and 2015 International Conference on Open and Big Data, OBD 2015. IEEE,
25–30. https://doi.org/10.1109/FiCloud.2015.55

[21] Kin Lane. 2015. Overview of the backend as a service (BaaS) space. API Evangelist
(2015).

[22] KaaIoT Technologies LLC. 2020. Enterprise IoT Platform, Cloud, and Analytics.
https://www.kaaproject.org/

[23] D. Jeya Mala. 2017. Integrating the Internet of Things Into Software Engineering
Practices. Vol. i. 2016–2017 pages. http://lib.ugent.be/fulltxt/RUG01/002/351/
249/RUG01-002351249_2017_0001_AC.pdf

[24] Rajib Mall, Debasish Kundu, and Debasis Samanta. 2013. Automatic code genera-
tion from unified modelling language sequence diagrams. IET Software 7, 1 (2
2013), 12–28. https://doi.org/10.1049/iet-sen.2011.0080

[25] Na. 2010. A Study of Mashup as a Software Application Development Technique
with Examples from an End-User Programming Perspective. Journal of Computer
Science 6, 12 (12 2010), 1406–1415. https://doi.org/10.3844/jcssp.2010.1406.1415

[26] Padmalaya Nayak, Kayiram Kavitha, and Ch. Mallikarjuna Rao. 2020. IoT-Enabled
Agricultural System Applications, Challenges and Security Issues. Studies in Big
Data, Vol. 63. Springer Singapore, Singapore, 139–163. https://doi.org/10.1007/
978-981-13-9177-4{_}7

[27] Xuan Thang Nguyen, Huu Tam Tran, Harun Baraki, and Kurt Geihs. 2015.
FRASAD: A framework for model-driven IoT Application Development. In IEEE
World Forum on Internet of Things, WF-IoT 2015 - Proceedings. Institute of Elec-
trical and Electronics Engineers Inc., 387–392. https://doi.org/10.1109/WF-
IoT.2015.7389085

[28] Node-RED. [n.d.]. Node-RED. https://nodered.org/
[29] Michael Ogrinz. 2009. Mashup Patterns: Designs and Examples for the Modern

Enterprise. Addison-Wesley. 400 pages.
[30] Padraig Scully. 2017. 5 things to know about the IoT Platform ecosystem. https:

//iot-analytics.com/5-things-know-about-iot-platform/
[31] Paeaimpu. 2016. Paraimpu - You are Web. http://www.paraimpu.com/
[32] Andrea Piras, Davide Carboni, and Antonio Pintus. 2014. A web platform to

collect, manage and share heterogeneous sensor data. , 565–569 pages. https:
//doi.org/10.1007/978-1-4614-3860-1{_}100

[33] Christian Prehofer and Luca Chiarabini. 2015. From Internet of things mashups
to model-based development. In Proceedings - International Computer Software
and Applications Conference, Vol. 3. IEEE Computer Society, 499–504. https:
//doi.org/10.1109/COMPSAC.2015.263

[34] Janis Sejans andOksanaNikiforova. 2012. Problems and Perspectives of CodeGen-
eration from UML Class Diagram. Scientific Journal of Riga Technical University.
Computer Sciences 44, 1 (2012), 75–84. https://doi.org/10.2478/v10143-011-0024-3

[35] Siemens. [n.d.]. MindSphere. https://siemens.mindsphere.io/en/about

[36] Softweb Solutions Inc. [n.d.]. Smart Farming – Internet of Things Solutions
for Agriculture Industry. https://www.softwebsolutions.com/resources/iot-
solution-for-agriculture-industry.html

[37] I. Putu Susila, Istofa, Gina Kusuma, Sukandar, and Ismet Isnaini. 2018. De-
velopment of IoT based meteorological and environmental gamma radiation
monitoring system. In AIP Conference Proceedings, Vol. 1977. American Institute
of Physics Inc., 8. https://doi.org/10.1063/1.5043016

[38] Muhammad Syafrudin, Ganjar Alfian, Norma Latif Fitriyani, and Jongtae Rhee.
2018. Performance analysis of IoT-based sensor, big data processing, and machine
learning model for real-time monitoring system in automotive manufacturing.
Sensors (Switzerland) 18, 9 (9 2018), 24. https://doi.org/10.3390/s18092946

[39] Thingboard. 2020. ThingsBoard Open-source IoT Platform. https://thingsboard.
io/

[40] Paul Vagent. 2016. Analyzing a Discrete Heart Rate Signal Using Python – Part 1
– paulvangent.com. https://doi.org/10.5334/jors.241

[41] Paul Van Gent, Haneen Farah, and Van Gent. 2018. Heart Rate Analysis for Hu-
man Factors: Development and Validation of an Open Source Toolkit for Noisy
Naturalistic Heart Rate Data Reducing congestion at sags View project From
Individual Automated Vehicles to Cooperative Traffic Management-Predicting
the. In Proceedings of The 6th HUMMANIST Conference, Vol. 13. HUMANIST pub-
lications, The Hague, NL Lyon, 13–14. http://resolver.tudelft.nl/uuid:5c638e14-
d249-4116-aa05-2e566cf3df02

[42] Paul vanGent, Haneen Farah, Nicole vanNes, and Bart vanArem. 2019. Analysing
noisy driver physiology real-time using off-the-shelf sensors: Heart rate analysis
software from the taking the fast lane project. Journal of Open Research Software
7, 1 (10 2019). https://doi.org/10.5334/jors.241

[43] Visual Paradigm. [n.d.]. UML/Code Generation Software. https://www.visual-
paradigm.com/features/code-engineering-tools/

[44] Sunitha Edacheril Viswanathan and Philip Samuel. 2016. Automatic code genera-
tion using unified modeling language activity and sequence models. IET Software
10, 6 (12 2016), 164–172. https://doi.org/10.1049/iet-sen.2015.0138

[45] Peter Waher. 2018. Mastering Internet of Things: Design and create your own IoT
application using Raspberry Pi 3. Packt Publishing. 398 pages.

[46] Pan Wang, Shidong Liu, Feng Ye, and Xuejiao Chen. 2018. A Fog-based Architec-
ture and Programming Model for IoT Applications in the Smart Grid. (4 2018).
http://arxiv.org/abs/1804.01239

[47] CNCF Serverless WG. March 2018. Cncf wg-serverless whitepaper v1.
0. https://gw.alipayobjects.com/os/basement_prod/24ec4498-71d4-4a60-b785-
fa530456c65b.pdf

[48] Jin Yu, Boualem Benatallah, Fabio Casati, and Florian Daniel. 2008. Understanding
mashup development. IEEE Internet Computing 12, 5 (2008), 44–52. https:
//doi.org/10.1109/MIC.2008.114

[49] Lan Yushi, Jiang Fei, and Yu Hui. 2012. Study on application modes of military
Internet of Things (MIOT). In 2012 IEEE International Conference on Computer
Science and Automation Engineering (CSAE), Vol. 3. IEEE, 630–634. https://doi.
org/10.1109/CSAE.2012.6273031

https://doi.org/10.1109/ACCESS.2019.2892905
https://doi.org/10.1109/ACCESS.2019.2892905
https://doi.org/10.23919/APMC.2018.8617320
https://doi.org/10.23919/APMC.2018.8617320
https://crosser.io/
https://doi.org/10.1109/ACCESS.2018.2890791
https://doi.org/10.1109/ACCESS.2018.2890791
https://wiki.eclipse.org/Papyrus/Codegen/Adding_a_New_Code_Generator
https://wiki.eclipse.org/Papyrus/Codegen/Adding_a_New_Code_Generator
https://www.totaljs.com/flow/
https://sdtimes.com/amazon/amazon-introduces-lambda-containers/
https://sdtimes.com/amazon/amazon-introduces-lambda-containers/
https://sdtimes.com/amazon/amazon-introduces-lambda-containers/
https://doi.org/10.1145/2976767.2976812
https://www.ibm.com/cloud/watson-iot-platform?mhq=iot&mhsrc=ibmsearch_a
https://www.ibm.com/cloud/watson-iot-platform?mhq=iot&mhsrc=ibmsearch_a
https://www.kaaproject.org/smart-farming
https://doi.org/10.1109/FiCloud.2015.55
https://www.kaaproject.org/
http://lib.ugent.be/fulltxt/RUG01/002/351/249/RUG01-002351249_2017_0001_AC.pdf
http://lib.ugent.be/fulltxt/RUG01/002/351/249/RUG01-002351249_2017_0001_AC.pdf
https://doi.org/10.1049/iet-sen.2011.0080
https://doi.org/10.3844/jcssp.2010.1406.1415
https://doi.org/10.1007/978-981-13-9177-4{_}7
https://doi.org/10.1007/978-981-13-9177-4{_}7
https://doi.org/10.1109/WF-IoT.2015.7389085
https://doi.org/10.1109/WF-IoT.2015.7389085
https://nodered.org/
https://iot-analytics.com/5-things-know-about-iot-platform/
https://iot-analytics.com/5-things-know-about-iot-platform/
http://www.paraimpu.com/
https://doi.org/10.1007/978-1-4614-3860-1{_}100
https://doi.org/10.1007/978-1-4614-3860-1{_}100
https://doi.org/10.1109/COMPSAC.2015.263
https://doi.org/10.1109/COMPSAC.2015.263
https://doi.org/10.2478/v10143-011-0024-3
https://siemens.mindsphere.io/en/about
https://www.softwebsolutions.com/resources/iot-solution-for-agriculture-industry.html
https://www.softwebsolutions.com/resources/iot-solution-for-agriculture-industry.html
https://doi.org/10.1063/1.5043016
https://doi.org/10.3390/s18092946
https://thingsboard.io/
https://thingsboard.io/
https://doi.org/10.5334/jors.241
http://resolver.tudelft.nl/uuid:5c638e14-d249-4116-aa05-2e566cf3df02
http://resolver.tudelft.nl/uuid:5c638e14-d249-4116-aa05-2e566cf3df02
https://doi.org/10.5334/jors.241
https://www.visual-paradigm.com/features/code-engineering-tools/
https://www.visual-paradigm.com/features/code-engineering-tools/
https://doi.org/10.1049/iet-sen.2015.0138
http://arxiv.org/abs/1804.01239
https://gw.alipayobjects.com/os/basement_prod/24ec4498-71d4-4a60-b785-fa530456c65b.pdf
https://gw.alipayobjects.com/os/basement_prod/24ec4498-71d4-4a60-b785-fa530456c65b.pdf
https://doi.org/10.1109/MIC.2008.114
https://doi.org/10.1109/MIC.2008.114
https://doi.org/10.1109/CSAE.2012.6273031
https://doi.org/10.1109/CSAE.2012.6273031

	Abstract
	1 Introduction
	2 IoT application development Approaches
	2.1 Mashup-based development
	2.2 Model-driven development
	2.3 Function-as-a-Service based development

	3 Application Overview
	4 Methodology
	4.1 Mashup-based development
	4.2 Model-based development
	4.3 Function-as-a-Service based development

	5 Discussion
	6 Conclusion
	References

