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Abstract The age of acceleration is taking place, driven
by the revolutionary digital transformation creating ba-

sically a digital version of our physical world and the

currency in that digital space is data. Massive amount

of data has been generated ranging from wearable de-

vices monitoring our physical health every single mil-
lisecond to autonomous vehicles generating roughly 5Tb

hourly to even astronomical activities producing an or-

der of Exabytes on daily basis and then ultra-broadband

Internet comes into play, moving such data to the cloud.
Internet traffic therefore has been experiencing explo-

sive growth and in this context, optical transport net-

works forming the backbone of the Internet are pushed

for transformation in system capacity. While the in-

tuitive solution of deploying multiple fibers can ad-
dress the pressing demand for increased capacity, doing

so does not bring improvement in economic of scales

in terms of cost, power consumption and spectral ef-

ficiency. This necessitates for a different approach so
that the fiber capacity could be utilized in a more ef-

ficient manner. In this paper, we focus on innovative

techniques, that is, photonic network coding and partial

protection, to reduce the effective traffic load in order

to achieve greater capacity efficiency for optical trans-
port networks. Specifically, the application of network

coding is examined by upgrading the functionalities of

intermediate nodes with all-optical processing (i.e., en-

coding and decoding) capabilities. Besides, partial pro-
tection relying on the premise of providing just enough

bandwidth in case of failure events is investigated for

saving the redundant protection capacity. That it takes

two to tango, combining photonic network coding and
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partial protection therefore bring to light new oppor-
tunities and challenges. In mining such new avenue, we

present insights on how to derive compounding gains to

maximize spectral efficiency via a case study.

Keywords Optical transport networks · Elastic

optical networks · Partial protection · Network

Coding · fiber optics communication

1 Introduction

Data is here, data is there and data is all around you.

Gone are the days when data was on the scale of Megabytes

and Gigabytes and today it is the era of Terabytes and

Petabytes. Indeed, thanks to the proliferation of super-
cheap computer chips and the ubiquitous wireless net-

works, a revolutionary process is taking place, turning

anything, from something as tiny as a pill to something

as sizable as an aeroplane, into a part of the Internet of

Things [1]. Such massive amount of data generated and
circulated in Internet have given the rise to explosive

growth of Internet traffic. According to a recent report

from Cisco, Global Internet traffic will grow 3.2-fold

from 2016 to 2021 with a compound annual growth rate
of 26% and the situation becomes more severe for the

busy hour Internet traffic whose growth will be 4.6-fold

from 2016 to 2021 [2]. In this context, optical transport

networks forming the backbone of the Internet have

been pushed for radical transformation in system ca-
pacity to accommodate insatiable traffic demands in a

sustainable way [3].

For many years, the capacity of an optical fiber has
been viewed as being almost infinite and indeed, the

single channel capacity has undergone leap-and-bound

growth with a spectacular rise from 2.5 Gb/s in around

http://arxiv.org/abs/2105.03503v2
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1990 to beyond 1 Tb/s in 2020 [4,5]. Such factor of 400-

fold increase in a span of roughly 30 years is thanks to

convergence of remarkable advances in electronic, pho-

tonic and digital signal processing technologies [6–9].

In accompany with system capacity expansion, it has
to be noted that there has been more than 3 orders

of magnitude decrease in cost per Gb/sec × km, from

roughly 1, 000 $/(Gb/sec× km) down to less than 0.50

$/(Gb/sec×km) [4,10]. However fiber throughputs are
now coming close to the hard limitation determined by

the well-established nonlinear Shannon limit, so net-

work operators are exploring innovative ways to en-

large the number of parallel optical paths by means

of spatial-division multiplexing (SDM) [11]. There have
been some technological options for implementing SDM

including lighting up more fiber-pairs per link instead

of single fiber-pair, or alternatively making use of multi-

core and/or few-mode fibers. While the first option is
intuitive, it does not result in any improvement on the

cost and energy per bit/sec. The second option is ex-

pected to boost the system capacity more than an or-

der of magnitude and yet a lot of challenges in imple-

mentation and tremendous capital costs remain to be
addressed. As an economical consequence, such option

is unlikely to be deployed in the near-term. Different

from technological approaches aiming at expanding the

system capacity with major investments, architectural
strategies do not rely on the system capacity increase

to handle more traffic but rather, reduce the effective

traffic load so that more traffic can be carried [12, 13].

Network Coding (NC) and Partial Protection (PP)
have been emerging as efficient architectural strategies

to address the explosive traffic growth in the near-term

scale by means of better utilizing the fiber capacity

[14–22]. Network Coding, originally proposed in [23],

has soon become a radical technique in networking to
achieve higher throughput, security and capacity. The

main idea is to reduce the traffic load in network by

encoding signals at favorable conditions and by trans-

mitting such encoded signal rather sending individual
ones, less capacity is required [24–26]. Partial protec-

tion, on the other hand, has the potential of saving

spectrum resources by offering just enough protection

capacity for demands instead of over-provisioning as in

the conventional approach [27, 28]. In this paper, we
present, for the first time, original perspectives on how

Network Coding and Partial Protection could generate

remarkable spectral savings in optical networks realm.

More interesting is brought in the case when Network
Coding meets Partial Protection and how to optimize

the such additive impact. Our analysis on this unique

situation could serve as a guideline to network opera-

tors to realize extra benefits from combining Network

Coding and Partial Protection.

The structure of the paper is organized as followed.

In Sect. 2, related works are briefly presented on the
emerging of network coding and QoS-aware protection

for optical networks. Next, in Sect. 3 and Sect. 4, we

showcase the niche for leveraging photonic network cod-

ing and partial protection to achieve greater capacity
efficiency, respectively. Section 5 is dedicated to an in-

novate case study where photonic network coding meets

partial protection and we provide a detailed analysis on

how to derive compounding gain in such unique cases.

2 Related Works

Network coding (NC) has been a paradigm shift in com-

munication networks by bringing the capability of in-
network computing. The central idea is that interme-

diate nodes, instead of simply storing and forwarding

data as adopted in traditional networking paradigm,

is empowered to manipulate transiting data and then
forward such (non-) linearly combined data to its out-

put. The successes of network coding has been remark-

able and therefore has been a de facto in future wire-

less networks [29]. In fact, early attempts of exploit-

ing NC for optical networks have been proposed in
[30, 31] for the scenario of protection where multiple

signals could be favorably encoded. Other than protec-

tion realm, NC have been particularly well-suited for

the multi-cast transmission and this was the focus of
the work in [32,33]. It has to be noted that the major-

ity of existing works on NC for optical networks have

been focused on performing NC in electrical domain in

combination with optical-electrical-optical network ar-

chitecture and this was due to the immature of photonic
signal processing in the past. In recent years, though,

the rapid advances in all-optical signal processing have

renewed the interest of applying NC in optical networks

for achieving greater capacity efficiency with a special
focus on performing NC in photonic domain. The work

in [34] has taken advantage of NC in optical transport

networks for provisioning cloud radio access network

services with greater capacity efficiency while maintain-

ing fast responses. The use of photonic NC has also been
extended to security services at physical layer with pio-

neering works in [35]. Applications of NC have also been

found in mm-wave radio-over-fiber networks [20], in vis-

ible light communications [21,22], and in passive optical
networks (PON) [36]. Data-center networking has been

an active area for applying NC to reduce traffic [37–39].
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Partial protection has been driven by the observa-

tion that roughly 30% traffic traveling in optical fiber

belongs to premium class while 70% remaining are best-

effort type and hence can be temporarily discarded on

occasion of failures [12,27,40]. This means that instead
of providing full protection, just some part of the traf-

fic could be delivered to receivers upon failure events

and by reducing the amount of protection requirement,

less spare resources might be needed, permitting sav-
ing of both operational and capital expenditures. Par-

tial protection had been raised in the context of tra-

ditional wavelength-division multiplexing (WDM) net-

works with pioneering works from [41–43]. However,

due to the fixed nature of WDM networks, there has
been little room for further improvement with partial

protection and consequently the concept of partial pro-

tection had been somehow faded. The development of

elastic optical networks (EONs) with adaptive resource
allocation according to specific traffic requirement and/or

transmission qualities opens up therefore new opportu-

nities for a re-consideration of partial protection In fact,

a closely related strategy is called, quality-of-service

provisioning, in EONs have been studied in [44–47].
Recent works in [13,28] have been pushing forward the

applicability of partial protection in EONs by present-

ing an optimal mathematical framework to maximize

partial protection benefits.

It is important to note that both network coding

and partial protection techniques belong to the archi-

tectural approaches to address the continued explosive

traffic in optical core networks. It means that rather
than expanding system capacity, such architectural ap-

proaches aim at reducing effective traffic load in the

network so as to save spectral capacity for future traf-

fic. To the best of our survey, existing works in the
literature have so far addressed the use of each tech-

nique separately and this necessitates for a question of

whether partial protection could be jointly applied with

network coding to achieve additive impact. We aim to

address this question in this paper.

Our original contribution is indeed a proposal for

combining photonic network coding and partial protec-

tion in elastic optical core networks based on flexible

channel spacing and how such combination can result
in greater capacity efficiency than making use of indi-

vidual technique. Furthermore, we pinpoint an inter-

esting issue on how to maximize the combination im-

pact, that is, the selection of protection level for each
demand so that on one hand, the overall partial pro-

tection specification is met and on the other hand, the

coding opportunity is optimized.

3 Network Coding for Greater Capacity

Efficiency

In this part, we showcase a niche of applying NC in op-

tical transport networks that could bring about major

spectrum savings by reducing the effective traffic load

in the network. Let’s consider an elastic optical network
shown in Fig. 1 and assume that there are two traffic de-

mands with different bit-rates, from node A to node Z

and from node B to node Z with 100 Gbps and 50 Gbps

respectively. We also assume the modulation format to
be used in entire network is 16-QAM with polarization

multiplexing and the standard spectrum slice width of

6.25 GHz. Having such assumptions, provisioning those

demands with dedicated protection then involves find-

ing a pair of link-disjointed route and allocate spectrum
slices along such routes for each demand as illustrated

in Fig. 1. It can be seen that due to the non-overlap

spectrum constraint, three spectrum slices are needed

along the link XE and EZ. This is the traditional ap-
proach without network coding operations.

Fig. 1: Traditional Approach without Network Coding

Functions

Now let’s turn to the situation when node X is
armed with encoding capability. In particular, suppos-

ing that at node X , two protection traffic Ap and Bp

could be XOR-encoded and the encoded signal Ap⊕Bp

operates at 100 Gbps, occupies two spectrum slots and

goes all the way to the receiving node Z. It is noticed
that by doing so one spectrum slice is saved along the

route XE and EZ, making up roughly 30% spectral

savings. At the destination node Z, three signals are

received including A, B and Ap ⊕ Bp and if one signal
is lost due to a failure, it can be recovered (almost) im-

mediately from the other signals that are received. The

encoding and decoding process is clearly shown in Fig.
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2. The underlying idea behind this trick is that by com-

bining signals at specific nodes, rather than duplicating

the signals end-to-end, network resources may be used

more efficiently.

Fig. 2: Network Coding-enabled Approach

4 Partial Protection for Greater Capacity

Efficiency

Partial protection is inspired by the observation that

the premium traffic accounts for roughly 30% of the

whole traffic traveling in optical fiber links today whereas
the remaining is best-effort. While the premium type

demands rapid recovery upon failures, the best-effort

one could be dropped and restored after a few tens of

seconds without incurring any penalties. Nevertheless,

conventional approach treats both traffic types with the
same level of 1+1 expensive fast protection and this

opens up new opportunities to offer protection band-

width in a more granular manner via a concept called

partial protection. Besides, partial protection is also
backed by the case that a service can accept some degra-

dation (i.e., decreased rate) upon a failure in exchange

for a reduced cost and network operators, for the sake

of optimizing network resources and reduce cost, may

wish to support degraded services.

A case for illustration of applying partial protection

is examined in this part. In the traditional full protec-

tion shown in Fig. 3, four spectrum slices are needed
along the protection route of that 100 Gbps demand

from node A to node B. However, if we take into ac-

count the fact that such 100 Gbps traffic consists of

two types, namely, premium and best-effort one, new
opportunities for spectrum saving arise. For example,

in Fig. 4, assuming that there is only half traffic of pre-

mium type and thus, needs to guarantee rapid recovery

upon failures while the rest can be discarded temporar-

ily. Doing so therefore saves the protection bandwidth

of two spectrum slices along the protection route, of-

fering a remarkable 50% spectral savings. Clearly the

amount of saving is dependent to the amount of pro-
tected traffic and the less protected traffic is, the more

saving it could be achieved.

Fig. 3: Traditional Full Protection

Fig. 4: Partial Protection Approach

5 When Network Coding meets Partial

Protection: An Interesting Game Arises

As highlighted in above sections about the capability of

network coding and partial protection in reducing the



Photonic Network Coding and Partial Protection for Optical Core Networks: Two for a Tango 5

effective traffic load in the network and therefore utiliz-

ing better fiber capacity, the next step pinpoints to an

interesting situation if both network coding and partial

protection is applied. In such cases, we are interested in

a guideline so that the optimal spectral gain could be
achieved and it will be tackled in this part.

Consider the scenario as shown in Fig. 5 for an
elastic optical network adopting the modulation for-

mat QPSK (polarization multiplexing) for the whole

network and a standard spectrum slice width of 6.25

GHz. Assuming that there are two traffic demands from
node A and node B to node Z with 100 Gbps and 150

Gbps respectively. With such assumption, four spec-

trum slices are occupied by the first demand while the

second demand requires six slices (i.e., each spectrum

slice carries 25 Gbps). For this scenario, in addition
to the opportunities of reducing protection traffic by

means of partial protection, the fact that Ap and Bp

shares the same link XZ paves the way also for ex-

ploiting network coding. Table I draws a performance
comparison measured by number of spectrum slices on

link XZ if network coding and partial protection is sep-

arately applied. It can be observed that applying net-

work coding alone brings about 40% spectral savings

while for applying partial protection, the saving is de-
pendent on the amount of protected traffic. For a total

of 250 Gbps traffic occupying 10 spectrum slices, each

10% reduction in protection traffic is translated to one

spectrum slice saving and it is detailed in Table 1.

Fig. 5: An Exemplary Case to Combine Network Cod-

ing and Partial Protection

Table 1: Performance Comparison when Applying Net-

work Coding and Partial Protection Separately

Scenario No spectrum slices on link XZ

Full protection w/o NC 10
Full protection with NC 6

Partial Protection (90%) w/o NC 9
Partial Protection (80%) w/o NC 8

...
Partial Protection (10%) w/o NC 1

Let us now focus on the joint application of network
coding and partial protection. Of the total 250 Gbps

traffic by two demands, if partial protection is applied

and the choice then arises on how much reduction is ap-

plied on the first demand (100 Gbps) and how much the

reduction is applied to the second demand (150 Gbps)
so as to optimally profit from network coding opera-

tion. For convenience, we assume the reduction in traf-

fic occurs at a step of 25 Gbps (i.e., corresponds to one

spectrum slice and 10% total traffic).

Basically, the process determining the optimal pro-

tection traffic for each demand consists of two steps.

The first step is to list all possible configurations of

providing protection level for each demand so that the
overall protection traffic is met. Next, for each config-

uration, the second step is to perform network coding

for protected traffic of each demand and determine the

amount of needed spectrum slices. After performing en-

coding for all possible configurations, an optimal one is
identified in terms of minimizing number of used spec-

trum slices.

For illustration, consider the 10% degradation case

(90% protected), we have two options, that is, either,
that 10% is reduced on first demand (Ap) or on the

second demand (Bp). Since the second demand car-

ries higher bit-rate and consequently occupies larger

amount of slices than the first demand, the outcome sig-
nal of encoding second demand and first demand will

occupy the same amount of slices as with the second

demand. This observation suggests that if 10% is re-

duced by the second demand, the number of spectrum

slices needed on link XZ after encoding will be five.
Otherwise, if that 10% is reduced by the first demand,

the number of spectrum slices needed on link XZ af-

ter encoding will be still six. By same way of reasoning,

Table 2 provides the optimal configuration with respect
to relative amount of protection traffic and the corre-

sponding number of slices on link XZ after performing

network coding.
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Table 2: Performance Comparison when Network Cod-

ing is Optimally Combined with Partial Protection

Scenario Configuration No slices

90% 100 + 125 5
80% 100 + 100 4
70% 100 + 75 (75 + 100) 4
60% 75 + 75 3
50% 75 + 50 (50 + 75) 3
40% 50 + 50 2
30% 50 + 25 (25 + 50) 2
20% 25 + 25 1
10% 25 + 0 (0 + 25) 1

Such optimal configuration provided in Table 2 al-
lows network operators to decide the best amount of

reduction for each demand so as to achieve the maxi-

mal benefit of network coding operations.

6 Summary

Inspired by the observation that optical transport net-

works have been under critical pressures due to the

explosive traffic growth in “data, data, data” era, we
have proposed architectural strategies including Net-

work Coding and Partial Protection to better utilize

the fiber capacity and hence, achieve greater capacity

efficiency. This is possible thanks to the unique oppor-

tunity enabled by Network Coding and Partial Protec-
tion to reduce the effective traffic load in the network.

We have pinpointed and analyzed the original prospect

when Network Coding meets Partial Protection and

how to optimize such additive impact. That analysis
might play a guideline role for network operators in

operating infrastructure in a more spectrally efficient

manner.

It has, nevertheless, be noted that our proposed so-

lution does not aim to replace long-term technological

innovations of expanding system capacity, but rather

serve as consolatory and complementary solutions to

mitigate the approaching of capacity crunch. Our pro-
posal should therefore be paid attention to before jump-

ing to next curve of technological paradigm such as

spatial-division multiplexing framework.
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