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Abstract

High-dimensional quantum key distribution (QKD) provides ultimate secure communication with secure key rates that cannot be obtained by QKD protocols with binary encoding. However, so far the proposed protocols required additional experimental resources, thus raising the cost of practical high-dimensional systems and limiting their use. Here, we analyze and demonstrate a novel scheme for fiber-based arbitrary-dimensional QKD, based on the most popular commercial hardware for binary time bins encoding. Quantum state transmission is tested over 40 km channel length of standard single-mode fiber, exhibiting a two-fold enhancement of the secret key rate in comparison to the binary Coherent One Way (COW) protocol, without introducing any hardware modifications. This work holds a great potential to enhance the performance of already installed QKD systems by software update alone.

1 Introduction

Quantum key distribution (QKD) is an advanced technology which provides ultimate secure communication by exploiting quantum states of light as information carriers over communication channels \[1\textendash}3]. In the early QKD protocols each bit of the key was encoded using a quantum state belonging to a binary Hilbert space \[4, 5\]. High-dimensional QKD protocols were introduced more recently, based on preparing a set of states belonging to a d-dimensional Hilbert space, called qudits \[6, 7\]. The higher information capacity of qudits allows a higher secure key rate and improves the robustness to the noise, leading to higher threshold values of the quantum bit error rate (QBER) \[8\].

Time-bin encoding of weak coherent laser pulses is the most popular technique for implementing QKD over single-mode fibers \[9, 10, 11\]. Recent demonstrations of high-dimensional temporal encoding showed a significant key rate improvement \[12, 13, 14\]. In particular, a record-breaking key rate of 26.2 Mbit/s was achieved with a four-dimensional time-bin protocol that is robust against the most general (or coherent) attacks \[12\].

However, implementation of high-dimensional QKD protocols in commercial systems is still held back, since present high-dimensional schemes require significantly higher experimental resources. The large experimental overhead results from the fact that high-dimensional encoding not only increases the channel capacity, but it also increases the amount of information that Eve can extract. Most QKD protocols limit the amount of information accessible to Eve by projecting the quantum states at the receiver’s end on unbiased bases. While the projection in binary schemes is usually implemented with a single interferometer followed by a single photon detector (SPD), most d-dimensional schemes require \(O(d)\) imbalanced interferometers and \(O(d)\) SPDs. Thus, to date, all high-dimensional QKD systems implementations required complex and expensive systems that are impractical for commercial applications.

In this work we present a different approach for high-dimensional QKD with time-bin encoding, which can be implemented using a standard commercial QKD system without any hardware modifications. Instead, we show that Eve’s information can be bounded by simply randomizing the time-bins order. We further analyze the security and expected secure key rate for optimized Eve’s strategy. Finally, we experimentally demonstrate a 32 dimensional protocol over a 40 km long fiber using only two single-photon detectors and one interferometer at the receiver end. We demonstrate the improved performance of our protocol in comparison to the binary COW protocol using the same experimental setup, and show more than a two-fold increase in the asymptotically secure key rate.
2 Protocol Scheme

Our high-dimensional protocol is based on the coherent one-way (COW) QKD protocol, where the bit string is encoded in the time of arrival of weak coherent laser pulses and the channel disturbance is monitored by measuring the visibility of the interference between neighbouring pulses \[15\]. That is, bits 0 and 1 are sent using \(|0\rangle\rangle|0\rangle\) and \(|0\rangle\rangle|\alpha\rangle\), respectively, where \(|0\rangle\rangle\) is the vacuum and \(|\alpha\rangle\) is a coherent state. On Bob’s side, he simply recovers the bit value by measuring the arrival time of the laser pulse. To detect attacks, a small fraction of the pulses splits to a monitoring line by a fiber beam splitter. In the monitoring line Bob checks for phase coherence between any two successive laser pulses by using an imbalanced interferometer and one single photon detector.

Our extension to a high dimension is based on a more efficient utilization of the quantum bit duration relative to the deadtime of the detector which limits the number of bits that can be received per second. The qubits of the raw key are encoded as time slot sequences where in each sequence one of the slots is populated and the others are empty. Some sequences are gathered to a block and permuted randomly to create a permuted key block as shown in Figure 1. Then, the block is converted to occupied and non occupied pulse sequence. The important feature caused by the permutation is that two successive occupied pulses can originate anywhere in the raw key block. This randomization enables us to bound Eve’s information and extract higher secure key rate although the monitoring mechanism works in the same way as the binary protocol.

\[ |0\rangle_A|\varepsilon\rangle_E \rightarrow |0\rangle_B|v_0\rangle_E + \sqrt{Q\mu t}|1\rangle_B|p_0\rangle_E \quad (1) \]

\[ |\sqrt{\mu}\rangle_A|\varepsilon\rangle_E \rightarrow |0\rangle_B|v_\mu\rangle_E + \sqrt{(1-(d-1)Q)\mu t}|1\rangle_B|p_\mu\rangle_E. \quad (2) \]

Assuming Eve’s actions does not add any noise, Eve’s action has three main constraints: i) It must be unitary, thus \(\langle v_0|v_\mu\rangle = e^{-\mu/2}\). ii) It must retain the QBER, which is already represented in the equations. iii) It must keep the visibility. Neglecting two-photon terms and under the assumption that \(\mu t \ll 1\), Eve’s action on \(|\sqrt{\mu}\rangle|\sqrt{\mu}\rangle\) is given by

\[ |0, 0\rangle_B|v_\mu, v_\mu\rangle_E + \sqrt{(1-(d-1)Q)\mu t}|1, 0\rangle_B|p_\mu, v_\mu\rangle_E \quad (3) \]

\[ + |0, 1\rangle_B|v_\mu, p_\mu\rangle_E. \]

The visibility condition then yields \(V = \text{Re}(\langle p_\mu|v_\mu|p_\mu\rangle) = |\langle p_\mu|v_\mu\rangle|^2\).

We are interested in Eve’s information, for which we will observe the result of her action on a qudit, and calculate the Holevo information. Eve’s action, after neglecting all multiple photon terms, can be presented as:

3 Security Analysis

We now turn to explain the protocol in details, present the encoding states and Eve’s strategy, and compute the Holevo information and the number of secure bits per photon. AS our protocol is a variation on the binary COW protocol, we follow the analysis tools presented in \[16\]. Alice and Bob work in blocks, communicating \(n\) qudits at a time, each of dimension \(d\). Let \(q_0, ..., q_{n-1} \in \{1...d\}\) be the raw key Alice wants to transmit. Alice chooses a random permutation \(\sigma\) of \(\{1...d-n\}\) and over the next \(d-n\) time bins sends \(|\alpha\rangle\) at time slot \(t\) if \(t=\sigma(d-i+q_i)\) for some \(i\) in \(\{0...n-1\}\) and \(0\) otherwise as illustrated in Figure 1. After Bob measures the pulse sequence, Alice transmits \(\sigma\) over the classical channel. When Bob detects a click at time \(t\), he calculates \(\sigma^{-1}(t) = i \cdot d + j\) for \(i \in \{0...n-1\}\) and \(j \in \{1...d\}\) meaning the value passed in the \(i\)’th qudit was \(j\). Bob transmits back to Alice which qudits he received, such that the information in them is now mutual up to error correction. The monitoring line works the same as the regular COW protocol, using an imbalanced interferometer to measure the coherence between consecutive pulses for a small percentage of the pulses.

In principle, Eve can act on a small blocks of signals each time. However, if Alice and Bob use large blocks \((n \gg 1)\), Eve cannot differentiate between qudits, as statistically each signal in the qudit is averaged by Eve’s actions whenever it is in different positions in Eve’s block and different neighbouring signals. We can look at Eve’s action as a linear transformation \[16\]. Alice and Bob work in blocks, communicating

\[ |0\rangle_A|\varepsilon\rangle_E \rightarrow |0\rangle_B|v_0\rangle_E + \sqrt{Q\mu t}|1\rangle_B|p_0\rangle_E \quad (1) \]

\[ |\sqrt{\mu}\rangle_A|\varepsilon\rangle_E \rightarrow |0\rangle_B|v_\mu\rangle_E + \sqrt{(1-(d-1)Q)\mu t}|1\rangle_B|p_\mu\rangle_E. \quad (2) \]

Assuming Eve’s actions does not add any noise, Eve’s action has three main constraints: i) It must be unitary, thus \(\langle v_0|v_\mu\rangle = e^{-\mu/2}\). ii) It must retain the QBER, which is already represented in the equations. iii) It must keep the visibility. Neglecting two-photon terms and under the assumption that \(\mu t \ll 1\), Eve’s action on \(|\sqrt{\mu}\rangle|\sqrt{\mu}\rangle\) is given by

\[ |0, 0\rangle_B|v_\mu, v_\mu\rangle_E + \sqrt{(1-(d-1)Q)\mu t}|1, 0\rangle_B|p_\mu, v_\mu\rangle_E \quad (3) \]

\[ + |0, 1\rangle_B|v_\mu, p_\mu\rangle_E. \]

The visibility condition then yields \(V = \text{Re}(\langle p_\mu|v_\mu|p_\mu\rangle) = |\langle p_\mu|v_\mu\rangle|^2\).

We are interested in Eve’s information, for which we will observe the result of her action on a qudit, and calculate the Holevo information. Eve’s action, after neglecting all multiple photon terms, can be presented as:
where $V_i = |v_0, \ldots, v_0, v_i(i), v_0, \ldots, v_0\rangle$ is Eve’s state for
passing void, $C_i = |v_0, \ldots, v_0, p(i)_\mu, v_0, \ldots, v_0\rangle$, is Eve’s state
for passing the qudit information correctly as i, and
$W_{i,k} = |v_0, \ldots, v_0, p^k_\mu, v_0, \ldots, v_0, v_i(i), v_0, \ldots, v_0\rangle$ is Eve’s state
for passing the wrong information, k instead of i.

The state of Eve’s subsystem, given a detection and
depending on Alice or Bob’s bit, is given by
\[
|0, \ldots, 0, \sqrt{\mu}^{(i)}0, \ldots, 0\rangle \xi, \ldots, \xi \rightarrow
\]
\[
0, \ldots, 0 \otimes V_i
\]
\[
+ \sqrt{1 - (d - 1)Q} \mu |0, \ldots, 0, 1^{(i)}, 0, \ldots, 0\rangle \otimes C_i
\]
\[
+ \sum_{k=1 \ldots d, k \neq i} \sqrt{Q \mu} |0, \ldots, 0, 1^{(k)}, 0, \ldots, 0\rangle W_{i,k}
\]

We now look at Eve’s Holevo information,
\[
\chi_{AE} = S(\sum_{i=1 \ldots d} \frac{1}{d} \rho_{E}^{A=i}) - S(\sum_{i=1 \ldots d} \frac{1}{d} \rho_{E}^{A=i})
\]

\[
\chi_{AE} = S(\sum_{i=1 \ldots d} \frac{1}{d} \rho_{E}^{A=i}) - S(\sum_{i=1 \ldots d} \frac{1}{d} \rho_{E}^{A=i})
\]

\[
\chi_{AE} = \sum_{k=1 \ldots d} \left[ s \left( \sum_{i=1 \ldots d-1} \frac{Q}{d} |V_i^i\rangle \langle V_i^i| \right) - \frac{1}{d} S \left( \sum_{i=1 \ldots d-1} \frac{Q}{d} |V_i^i\rangle \langle V_i^i| \right) \right] + s \left( \sum_{i=1 \ldots d-1} \frac{1 - (d - 1)Q}{d} |C_i\rangle \langle C_i| \right) - \frac{1}{d} S \left( (1 - (d - 1)Q) |C_i\rangle \langle C_i| \right)
\]

\[
\chi_{AE} = \sum_{k=1 \ldots d} \left[ s \left( \sum_{i=1 \ldots d-1} \frac{Q}{d} |V_i^i\rangle \langle V_i^i| \right) - \frac{1}{d} S \left( \sum_{i=1 \ldots d-1} \frac{Q}{d} |V_i^i\rangle \langle V_i^i| \right) \right] + s \left( \sum_{i=1 \ldots d-1} \frac{1 - (d - 1)Q}{d} |C_i\rangle \langle C_i| \right) - \frac{1}{d} S \left( (1 - (d - 1)Q) |C_i\rangle \langle C_i| \right)
\]

\[\text{d-1 terms}\]

Such that $V_i' = |v_0, \ldots, v_0, v_i(i), v_0, \ldots, v_0\rangle$ so that $V_i' \otimes p_0 = W_{i,d}$ and equivalent up to reordering the base to $W_{i,j}$ for different $j$.

After diagonalization and summation, we obtain the following expression for the Holevo information:
\[
\chi_{AE} = d \cdot s \left( \frac{Q}{d} ((d - 2)e^{-\mu} + 1) \right) + d(d - 2) s \left( \frac{Q}{d} (1 - e^{-\mu}) \right) - s (Q ((d - 2)e^{-\mu} + 1)) - (d - 2) s (Q (1 - e^{-\mu}) ) + s \left( \frac{1 - (d - 1)Q}{d} ((d - 1)(v_0|p_\mu)^2 + 1) \right) + (d - 1)s \left( \frac{1 - (d - 1)Q}{d} (1 - \langle v_0|p_\mu \rangle^2 ) \right) - S (1 - (d - 1)Q)
\]

and similarly for Bob:
\[
\chi_{BE} = d \cdot s \left( \frac{Q}{d} ((d - 2)e^{-\mu} + 1) \right) + d(d - 2) s \left( \frac{Q}{d} (1 - e^{-\mu}) \right) - (d - 1) s (Q) + s \left( \frac{1 - (d - 1)Q}{d} ((d - 1)(v_0|p_\mu)^2 + 1) \right) + (d - 1)s \left( \frac{1 - (d - 1)Q}{d} (1 - \langle v_0|p_\mu \rangle^2 ) \right) - S (1 - (d - 1)Q)
\]

We analytically maximize the Holevo information to determine the secure key rate. The information passed per qudit thus equals
\[
I_{AB} = \log_2 (d) + (d - 1)Q \log_2 (Q) + \left( 1 - (d - 1)Q \right) \log_2 (1 - (d - 1)Q) - \chi_{BE}
\]

One of the caveats of high dimension qudits is that the time per qudit sent is longer . In practice, the time per received qudit is limited by the deadtime of the detector. To calculate the received bit rate we write the clicks per time as $\text{clicks}(t) = \alpha t$, where $t$ denotes time. For each pulse, either it will be undetected and we get remaining clicks from the time after the pulse (τ) or it will be detected, which will give us a click, plus all the clicks after the detector’s deadtime(T) such that $\text{clicks}(t) = P(\text{click}) (1 + \text{clicks}(t - T - \tau)) + (1 - P(\text{click})) \text{clicks}(t - \tau)$ the chance for a click, is the chance of a pulse being fired $frac1D$ for $D$ the qudit dimension, times the detector efficiency $\xi$ time the occupation $\mu$ so we get
\[
\alpha t = \frac{\xi \mu}{D} (1 + \alpha(t - T - \tau)) + (1 - \frac{\xi \mu}{D}) \alpha(t - \tau)
\]

from which we can extract
\[
\alpha = \frac{\xi \mu}{D} \frac{T + \tau \frac{\mu}{\xi}}{\xi \mu} = \frac{1}{T + \tau \frac{\mu}{\xi}}
\]
and when we look at the total secure key rate per second it will be $a I_{AB}$.

4 Experimental Implementation

The important feature of our high-dimensional protocol is that it is implemented in a standard binary COW system as depicted in figure 2 without any hardware changes. The system consists of a transmitter (Alice) and a receiver (Bob). The transmitter sends a train of weak coherent pulses that are prepared from a continuous wave (CW) laser emitting at $\lambda = 1550 nm$, by an intensity modulator (IM) running at $500 MHz$. Before leaving the transmitter, the pulses are attenuated to reach single photon level using a variable optical attenuator (VOA). To generate $200 ps$ long pulses with random occupations of $\tau = 2ns$ long time-bins we use field programmable gate array (FPGA). Synchronization is achieved over the 40 km fiber channel using the White Rabbit protocol [17].

To interfere consecutive pulses at the receiver's end, a fiber unbalanced Michelson interferometer is installed, where we use Faraday mirrors to compensate for random polarization drifts in the fiber interferometer (figure 2 (b)). We use single-photon avalanche detectors (SPADs) with 20% detection efficiency and 400ps timing resolution. The detectors' dead time is $4\mu s$ limits the maximal raw key rate to $250 kHz$.

We analyze the performance of the protocol for different dimension sizes, and compare the experimental results obtained with our QKD system with the predictions of a cleaner theoretical model. We first calculate the number of secure bits per photon as a function of the pulse occupation for different dimensions, as presented in Figure 3a. Solid lines present the number of secure bits per photon for our system, based on the measured QBER and visibility for each dimensional encoding size. The dashed lines present the calculated secure bits per photon for the theoretical model, where we assumed visibility of 99% and a QBER of 0.4% per time slot. Here we also assumed the QBER scales linearly with the dimension size. The main source for such linear scaling is the finite extinction ratio of the intensity modulator, typically on the order of 0.01. In the limit of low occupation, the detersor's dark counts may become the dominate source for linear scaling of the QBER with the dimension size.

As appears in Figure 3a, higher dimensional encoding allows higher secure bits per photon. At the same time, increasing the pulse occupation weakens the constraints on Eve and therefore increases the information she can obtain, decreasing the number of secret bits per photon. In Figure 3(b) we present the number of detected photons per second versus the pulse occupation, for different dimensions. The solid lines present the measured number of detected photons per second, and the dashed lines present the calculated detection as in Equation 1 $\frac{T}{T + \tau D}$. The number of raw bits per photon increase linearly up to occupation of around 5% where the detector saturates. In Figure 3(c) we present the secure bits per second, obtained by multiplying the raw bits per photon by the number of detected photons per second. An optimal secure bit rate is achieved for D=8, resulting in more than a two-fold increase in the secure bits rate for both the experimental data and for the theoretical model.

While the experimental results and theoretical model exhibit similar trends, the model fails to capture the exact secure bit rate, due to the oversimplification of the model that assume linear scaling of the QBER with the dimension size. In practice, one of the main noise sources in fast modulation transmitters is cross-talk between consecutive pulses, due to electronic ringing. Since higher dimensions result in longer average times between consecutive pulses, due to electronic ringing. Since higher dimensions result in longer average times between consecutive pulses, the sensitivity to cross-talk between consecutive pulses decreases with the dimension size. Thus in our system we experimentally measured QBER per encoding time bin decrease as the dimension is increased (Figure 3), yielding higher secure bit rates than the model's prediction.
Figure 3: Key rates for different dimensions. a) Number of secure bits per photon (solid) for our system and for the model system (dashed). Increasing the pulse occupation weakens the constraints on Eve and therefore increases the information she can obtain, yielding a lower number of secure bits per photon. Higher dimensional encoding allows a higher number of secure bits per photon. b) Number of raw bits per photon in our system (solid) and the calculated raw bits per second for the model system. c) Secure bits per second is the multiplication of the raw bits per photon by photons per second. The optimum is achieved at $D = 8$, where the number of secure bits per second increases by 2.16 for our system, and by 1.97 for the model.

5 Discussion

A major disadvantage of our protocol is that it does not exhibit higher resilience to noise as expected from high-dimensional QKD protocols. We calculate the secure key rate per photon versus the bit error rate for different dimensional encoding sizes as presented in Figure 5. In the case of $D = 2$ we were able to extract secure key rate up to QBER of 13.6%, while for $D = 16$ the maximal QBER the protocol can tolerate reduces to 6.2%. This is caused by the linear scaling of the error rate with the dimension due to the leakage of the modulator and the dark counts. Our protocol is therefore not optimal for increasing the communication distances. Fortunately, however, our protocol is useful in most commercial relevant cases since in realistic systems the typical error rate is lower than a few percent.

So far we focused on the most popular and cost effective commercial design based on standard single photon APDs and showed a significant enhancement of the secure bit rate. A similar analysis shows an improvement also for high-end QKD systems based on superconducting nanowire detectors. For example, considering 100ns dead time and modulation rates as high as 10Gbps, the secure bit rate at dimension $D = 8$ may increase by a factor of 1.66 at relative to standard binary COW encoding.

6 Conclusion

In conclusion, we present an arbitrary high-dimensional QKD protocol, supported by a security proof, which has the advantage of requiring only standard binary QKD hardware. This scheme is experimentally tested with a standard binary encoding system and its performance is compared between protocols with different dimension sizes. We demonstrate more than a two-fold enhancement of the secure key rate in the saturation regime of
Figure 5: **Secret key rate per photon as function of the bit error rate for dimensions D = 2, 4, 8, 16.** The binary case is the most robust to noise. Increasing the dimension decreases the maximal QBER that allows positive secure key rate per photon.

APD detectors. Our demonstration proves that high-dimensional quantum systems allow a significant improvement in the key generation process as compared with the binary-encoding case. At the same time, no extra resources are necessary for the full implementation of such a system. Moreover, the protocol is not limited to time-bins encoding. For example, generalizing spatial encoding based on non-overlapping Gaussian beams is possible with one Michelson interferometer. Thus, our experiment paves the way towards software update of installed QKD systems and a wider use of high-dimensional encoding in quantum communication.
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