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Abstract: Anomaly detection has attracted considerable search attention. However, existing anomaly detection databases
encounter two major problems. Firstly, they are limited in scale. Secondly, training sets contain only video-level labels indicat-
ing the existence of an abnormal event during the full video while lacking annotations of precise time durations. To tackle these
problems, we contribute a new Large-scale Anomaly Detection (LAD) database as the benchmark for anomaly detection in video
sequences, which is featured in two aspects. 1) It contains 2000 video sequences including normal and abnormal video clips
with 14 anomaly categories including crash, fire, violence, etc. with large scene varieties, making it the largest anomaly analy-
sis database to date. 2) It provides the annotation data, including video-level labels (abnormal/normal video, anomaly type) and
frame-level labels (abnormal/normal video frame) to facilitate anomaly detection. Leveraging the above benefits from the LAD
database, we further formulate anomaly detection as a fully-supervised learning problem and propose a multi-task deep neural
network to solve it. We firstly obtain the local spatiotemporal contextual feature by using an Inflated 3D convolutional (I3D) net-
work. Then we construct a recurrent convolutional neural network fed the local spatiotemporal contextual feature to extract the
spatiotemporal contextual feature. With the global spatiotemporal contextual feature, the anomaly type and score can be computed
simultaneously by a multi-task neural network. Experimental results show that the proposed method outperforms the state-of-the-
art anomaly detection methods on our database and other public databases of anomaly detection. Supplementary materials are

available at http://sim. jxufe.cn/JDMKL/ymfang/anomaly-detection.html.

1 Introduction

Anomaly detection, which attempts to automatically predict abnor-
mal/normal events in a given video sequence, has been actively
studied in the field of computer vision. As a high-level computer
vision task, anomaly detection aims to effectively distinguish abnor-
mal and normal activities as well as anomaly categories in video
sequences. In the last few years, there have been many studies
investigating anomaly detection in the research community [1-9].

Compared with normal behaviors, an event that rarely occurs or
with low probability is generally considered as anomaly. In prac-
tice, it is difficult to build effective anomaly detection models due to
the unknown event type and indistinct definition of anomaly. Tradi-
tionally, anomaly detection methods are designed from two aspects.
One type of anomaly detection method is designed by reconstruction
and they focus on modelling normal patterns in video sequences [3—
5,7, 8, 10, 11]. The goal of these methods is to learn a feature
representation model for normal patterns. At the testing stage, these
methods utilize the differences between abnormal and normal sam-
ples to determine the final anomaly score of testing data, such as the
reconstruction cost or specific threshold [3-5, 7, 8, 11]. Although
reconstruction-based anomaly detection methods are good at recon-
structing normal patterns in video sequences, the key issue in these
methods is that they rely heavily on training data.

Another type of anomaly detection method regards anomaly
detection as a classification problem [15, 16]. For these methods,
anomaly scores of video sequences are predicted by extracting fea-
tures such as Histogram of Optical Flow (HOF) or dynamic texture
(DT) with a trained classifier [15, 16]. The performance of these
methods is highly dependent on training samples. To obtain satisfac-
tory performance, extracting effective and discriminative features is
crucial for such anomaly detection methods.

Most of the existing anomaly detection methods are designed
based on the hypothesis that any pattern different from learned nor-
mal patterns is regarded as an anomaly. Under this assumption, the
same activity in different scenes might be denoted as a normal or
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abnormal event. For example, as shown in Fig. 1, a fighting scene
where two men are brawling may be considered as abnormal, while
it may be normal when these two men are doing boxing sport; a
girl/boy running on the street because of panic may be considered
as abnormal, but it may be normal when the weather is raining since
the girl/boy forget to take an umbrella; an animal touching human
may be considered as abnormal (i.e., snake bite human), while it
may be normal in the case of kissing people by a dolphin. Addition-
ally, there is much redundant visual information in high-dimensional
video data, which increases the difficulty for event representation in
video sequences.

The main challenges of anomaly detection task are caused by
the lack of a large-scale anomaly detection database with fine-
grained annotations. Although several anomaly detection databases
are proposed in the research community [1, 11-14], they are flawed
either in the dataset scale or annotation richness. Specifically, there
are no more than 100 video sequences in [1, 11, 12], which
could not satisfy the requirement of training data for deep learning
based models. Besides, existing databases [1, 11-14] only pro-
vide video-level labels in training set, which makes it infeasible to
learn anomaly detection models in a fully-supervised manner. More-
over, the definition of anomaly is unclear, which makes it hard for
anomaly ground-truth annotation and computational model design.
For anomaly detection models for specific events such as hyper-
spectral anomaly detection [17], violence detector [18] and traffic
detector [19, 20], their applications are limited since they cannot be
used to detect other abnormal events.

To address these above problems in existing anomaly detection
studies, we investigate anomaly detection from the following two
aspects in this study.

e We build a new Large-scale Anomaly Detection (LAD) database
consisting of 2000 video sequences and corresponding anomaly
ground-truth data including video-level labels (abnormal/normal
video, anomaly type) and frame-level labels (abnormal/normal video
frame). There are 14 abnormal event categories in total. More than
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Fig. 1: Definition of anomaly on different visual scenes, where Running-A and Running-N are short for Running Abnormal Events and Running
Normal Events, respectively. Column (a) to (f): Fighting, Boxing, Hurt, Touching, Running Abnormal Events and Running Normal Events.

Table 1 The detailed information of existing video anomaly detection databases.

Database Year Videos Scenes Supervision Categories
UCSD Pedl [1] 2014 70 1 Video-level not specified
UCSD Ped2 [1] 2014 28 1 Video-level not specified

Avenue [11] 2013 37 1 Video-level not specified

LV [12] 2017 28 28 Video-level not specified

ShanghaiTech [13] 2017 437 13 Video-level not specified
UCF-Crime [14] 2018 1900 - Video-level 13
LAD - 2000 1895 Video- and frame- level 14

100 video sequences are collected for each abnormal category,
making it the largest database for anomaly detection to date.

e We propose a multi-task deep neural network for anomaly detec-
tion by learning local and global contextual spatiotemporal features
with a multi-task joint learning scheme. An inflated 3D convolu-
tional network is constructed to extract local spatiotemporal contex-
tual features, which are further used to input a designed recurrent
convolutional neural network to learn global spatiotemporal contex-
tual features. The anomaly category and score can be predicted by a
multi-task deep network with these global features.

The rest of this paper is organized as follows. Section II reviews
the related work. Section III provides the details of the built large
anomaly database, including the data collection and annotations.
Section IV describes the proposed method in detail. Section V briefly
describes the performance evaluation metrics and the performance
comparison of the proposed method. We conclude this paper in
Section VI.

2 Related Work

2.1  Anomaly Detection Databases

Currently, there have been several anomaly detection databases for
video sequences [1, 11, 12, 12, 14]. The detailed information of these
existing databases is given in Table 1.

UCSD [1] includes two subsets of Pedl and Ped2, where an
anomaly event is defined as a car or a bicycle appearing abnormally
in the street compared with normal patterns of the car or pedestrian.
In this database, the crowd density of different video sequences is
different. All video sequences are with 10 Frames Per Second (fps),
including two different outdoor scenes. The first subset Ped1 con-
tains 34 training and 36 testing video sequences, including around
8000 video frames in total, while the second subset Ped2 contains 16
training and 12 testing video sequences including 4950 video frames
in total.

Avenue [11] contains 16 training and 21 testing video sequences.
In this database, abnormal events are labeled as people running, loi-
tering, throwing, efc. The size of a person may vary depending on the
position and angle of the camera. It provides pixel-level annotation
for each video frame. Each video sequence is about 2 minutes long.
There are around 31000 video frames with a resolution of 640 x 360
in total. All video sequences are recorded in the same visual scene.

LV [12] This database contains 28 realistic video sequences for
out-door and in-door scenes, and abnormal events are labeled as peo-
ple fighting, people clashing, vandalism, efc. Each video sequence is
divided into training and testing data.

ShanghaiTech [13] contains 437 realistic video sequences for
out-door scenes. There are 13 different visual scenes in this database,
where all video sequences are captured by surveillance cameras.
This database 130 abnormal events including Running, bicycles,
skaters efc.

UCF-Crime [14] contains 13 real-world anomaly categories,
including Abuse, Arrest, Arson, Assault, Accident, Burglary, Explo-
sion, Fighting, Robbery, Shooting, Stealing, Shoplifting and Van-
dalism. Tt includes 1900 surveillance video sequences in total,
composed of 950 abnormal video sequences and 950 normal video
sequences. There are about 128 hours for all these video sequences
in this database. The testing set including 150 normal and 140 abnor-
mal video sequences, while the rest are used as the training set. This
database provides only video-level labels for training videos.

From Table 1, we can observe that the training video of most
existing anomaly detection databases is limited in scale. Although
they contain a variety of abnormal events, the categories of abnormal
videos are not specified. However, the visual scenes in the real world
are diverse and complicated with different anomaly types. Another
common drawback of existing databases is the lacking of frame-level
labels. As a result, anomaly detection algorithms can only be learned
in a weakly-supervised manner, which deteriorates the performance
and impedes the wide usage in practical applications.

In this work, we build a new large-scale anomaly detection
database, including 2000 video sequences and the corresponding
video- and frame-level labels, to promote anomaly detection in a
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fully-supervised manner. The built database contains 1895 different
visual scenes with 14 anomaly categories, including Crash, Crowd,
Destroy, Drop, Falling, Fighting, Fire, Fall Into Water, Hurt, Loiter-
ing, Panic, Thiefing, Trampled, and Violence. We will introduce this
database in detail in Section III.

2.2 Anomaly Detection Methods

Early anomaly detection studies extract object trajectories to detect
abnormal activities in video sequences, where an object against the
learned normal object trajectories is detected as an anomaly [2, 21—
29]. Cosar et al. proposed an unsupervised architecture for abnor-
mal behavior prediction by object trajectory analysis (i.e., speed,
direction, and body movement) and pixel-level analysis (i.e., appear-
ance) [2]. Piciarelli et al. designed an anomaly detection model by
clustering extracted normal trajectories of moving objects in video
sequences [21, 23]. Specifically, they utilized a single-class SVM
to learn normal object trajectories. In the testing stage, a new tra-
jectory is predicted as an anomaly or not by comparing it with the
clustering model with a threshold. Wu et al. exploited chaotic invari-
ants of lagrangian particle trajectories to represent anomaly activities
in crowded scenes [22]. Patino et al. detected speed and direction
change by trajectories of moving objects, which predict anomaly
events [28]. Jiang et al. proposed a context-aware anomaly detection
method [24]. By tracking all moving objects in a video sequence,
the anomaly event is detected by considering different levels of spa-
tiotemporal contexts. Morris et al. studied the features of the normal
recurrent motion patterns of the surveillance subjects to detect abnor-
malities [26]. Yi et al. proposed a pedestrian behavior model for
anomaly detection by stationary crowd group [29]. However, these
methods can not work well when objects are occlusive.

To solve the challenging problem from object occlusion, some
studies used global features to represent complex scenes for anomaly
detection [1, 10, 12, 30—43]. Then they used a nonlinear one-class
support vector machine to learn normal patterns. The event behavior
with an outlier score predicted by the trained model is considered
an an anomaly. Different from the study [30], Li er al. proposed a
joint anomaly detection model by combining temporal and spatial
anomalies with a Mixture of Dynamic Textures (MDT) for mod-
elling normal crowd activities [1]. Besides, Mehran et al. introduced
a social force model to stimulate the normal behaviour of the crowd.
Then they classified video frames as normal or abnormal by using
a bag of words approach [31]. Cui et al. defined a concept of inter-
action energy to represent the current interaction between the sur-
rounding region and objects. A behaviour is considered as anomaly
when the energy and velocity of an object change dramatically [41].
Adam et al. used low-level information based on multiple local mon-
itors for anomaly detection in video sequences [32]. In order to
detect abnormal events in video sequences, Saligrama et al. used
spatiotemporal features with a k-nearest neighbor method to design
an anomaly detection model [33]. Benezeth ef al. used normal events
to train a spatiotemporal co-occurrence matrix and used the matrix
and Markov random field to detect anomaly [34]. Kim et al. used
a mixture of probabilistic PCA models to present the local optical
flow pattern, and used the representation and Markov random field
to define normal patterns [35]. Antic et al. introduced a probabilis-
tic model by localizing abnormalities with statistical inference [10].
Yuan et al. proposed an informative Structural Context Descriptor
(SCD) to describe the crowd scene for anomaly detection [42]. Lu et
al. proposed to learn multiple dictionaries to model normal pat-
terns with sparse constraint [11]. Leyva et al. designed an anomaly
detection method based on optical flow information and foreground
occupancy [12]. In [44], a novel hand-craft optical-optical feature
extractor named Super Orientation Optical Flow (SOOF) is proposed
to efficiently capture motion information of objects in surveillance
videos. In [17], a vertex- and edge-weighted graph is constructed to
reduce false-positive rate in hyperspectral anomaly detection task. To
tackle specific problems caused by dynamic outdoor environments in
traffic scenes, Yuan et al. proposed a spatial localization constrained
sparse coding approach as a motion descriptor.
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Recently, deep learning techniques have been widely used to build
anomaly detection models [3-5, 13, 14, 45-50]. Sabokrou et al. pro-
posed a cascaded Deep Neural Networks (DNN) for anomaly detec-
tion by hierarchically modelling normal patches using deep features,
then they used Gaussian classifier to identify abnormal behaviours
in video sequences [45]. Ravanbakhsh et al. trained two Gener-
ative Adversarial Nets (GANs) to learn normal patterns in video
sequences [3]. During the training stage, the first generator of GAN's
takes a normal video frame as input and produces a reconstructed
optical flow image, while the second generator of GANS is fed into
a real optical-flow image and generates a reconstructed appearance
image. In the testing stage, this model detects anomalies by using the
reconstruction differences between real data (original video frames
and original optical-flow images) and generated data (reconstructed
video frames and reconstructed optical-flow images. Hasan et al.
proposed two auto-encoder models to learn temporal regularity for
anomaly detection [4]. Similarly, Xu et al. proposed a deep neural
network based model by constructing a stacked denoising autoen-
coder for feature learning for abnormal event detection [50]. Luo et
al. proposed a Convolutional LSTMs Auto-Encoder (ConvLSTM-
AE) to encode normal appearance and motion patterns for abnormal
event detection [47]. Hinami et al. learned a Convolutional neu-
ral network through multiple visual tasks, then they used semantic
information to detect anomaly events [48]. Ionescu et al. applied
the unmasking technique to train a binary classifier to distinguish
two consecutive short video sequences and gradually remove the
most discriminant features [49]. Luo et al. proposed a Temporally-
coherent Sparse Coding (TSC) approach for anomaly detection, in
which similar adjacent frames are encoded with similar reconstruc-
tion coefficients [13]. Liu et al. proposed an anomaly detection
model based on the difference between a predicted frame and the
ground-truth, where the temporal constraint is considered besides
spatial constraints [5]. Sultani et al. learned a generic model using
deep Multiple Instance Learning (MIL) framework with weakly
labeled data [14], and Wan et al. proposed a dynamic MIL loss and a
center loss for enlarging the inter-class distance between anomalous
and normal instances and reducing the intra-class distance of normal
instances, respectively.

All above deep learning based methods formulate anomaly detec-
tion as the unsupervised learning or weakly-supervised learning
problem due to the lack of frame-level labels in the training set
of the existing anomaly detection databases. In this paper, leverag-
ing the fine-grained frame-level annotation from our proposed LAD
database, we formulate anomaly detection as a fully-supervised
learning problem and propose a novel multi-task deep neural net-
work to address anomaly detection in videos. Through exten-
sive experimental analysis, we show that our model significantly
improves the performance anomaly detection.

3  Anomaly Detection Benchmark
3.1 Data Collection

To collect large-scale representative anomaly activities, we search
for a large number of video sequences from public websites includ-
ing YouTube®, YouKu', and Tencent Video?. Besides, we collect
some video sequences from existing activity recognition databases,
such as FCVID [51], Hollywood2 [52], and YouTube Action [53].
Additionally, we record some normal activities or suddenly occur-
ring abnormal events in the square and school by a digital camera
to provide plenty of visual scenes and real-world events. With these
operations, we initially collect over 2500 video sequences in total.
We analyze the collected video sequences and classify these video
sequences into 14 categories, including Crash, Crowd, Destroy,
Drop, Falling, Fighting, Fire, Fall Into Water, Hurt, Loitering, Panic,
Thiefing, Trampled, and Violence. For each category, we discard

*https:/fwww.youtube.com/
thttps:/fwww.youku.com/
Yhtps:/iv.qq.com/
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Fig. 2: Visual samples of different anomaly event categories in the proposed LAD database. The proposed database contains 14 distinct
anomaly categories, including Crash, Crowd, Destroy, Drop, Falling, Fall Into Water, Fighting, Fire, Hurt, Loitering, Panic, Thiefing, Trampled

and Violence, as well as Normal activities.

some video sequences which fall into any of the following two
conditions: (1) low resolution or low quality; and (2) incomplete
anomaly event or anomaly is not clear. We strictly select more
than 100 video sequences, including more than 50 normal video
sequences and 50 abnormal video sequences for each category.
Finally, we preserve 14 distinct anomaly categories with 2000 video
sequences totally. The frame rate of all video sequences is 25 fps. For
each video sequence, we manually extract a video segment that rep-
resents an abnormal/normal activity by irrelevant video frames. In
Fig. 2, we show four frames of an example video for each anomaly
category, including 2 normal frames and 2 abnormal frames.

3.2 Annotations

As a high-level video analysis task, anomaly detection requires
frame-level labels to identify the time period of an abnormal event
starts and video-level labels to recognize the anomaly category.
Thus, we provide both video- and frame-level labels in our database.
To ensure the quality of annotations, we invite five postgraduate stu-
dents to take part in our annotation experiment. In the annotation
experiment, we define 1 as abnormal video frame and O as normal
video frame. We first ask annotators to find the video frames where
an anomaly event begins and ends, which are all labeled as 1, and the
rest are labeled as 0. Then, we compute the averaging scores of anno-
tations for each frame. Finally, we binaries the averaging scores by
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Fig. 3: The statistics information of the proposed LAD database. (a) The anomaly distribution of each anomaly category; (b) the anomaly
distribution of each video sequence; (c) the number of video frames for each video sequence.

using threshold 0.5, and take binary averaging scores as the frame-
level anomaly labels. Video-level labels are annotated to represent
anomaly category, where a video sequence is labeled anomaly if any
frame in this video sequence is abnormal.

In this database, a normal video sequence in each anomaly cat-
egory denotes that behaviour in this video sequence is regarded as
normal. For example, for the Fighting category, the boxing activity
is classified as normal though it is similar to the fighting anomaly
event; for the Falling category, a woman falling down when playing
roller-skating is labeled as anomaly, while a woman bending into
a squat with knees is annotated as normal; for the Hurt category,
a woman being attacked by a dog is labeled as anomaly, while a
woman walking the dog is annotated as normal. We divide the built
database into training and testing subsets. The testing set contains
560 sequences, composed of randomly selected 20 abnormal and
20 normal video sequences for each anomaly category. The rest are
used as training set. The statistics information of all video sequences
is shown in Fig. 3. In the built database, we record the entire pro-
cess from the beginning to the end for anomaly events, and we use a
video sequence to represent a complete event. As shown in Fig. 3, the
number of video frames for most video sequences is in the range of
[4000, 8000]. The anomaly percentage of Fire and Loitering event
categories are high because the anomaly of these anomaly events
generally lasts for a long time. The video frames with smoke or
small fires are considered anomalies when we annotate abnormal fire
frames for Fire. By contrast, the anomaly percentage of the Falling
category is the lowest since this type of anomaly event lasts for a
short time. In this type of video sequences, when a person falls down,
he can stand up quickly. Besides, we compare our database with
UCF-Crime [14], and find that there are some video sequences with
an anomaly percentage higher than 0.5. Since the anomaly events
of these video sequences last for a long time, the whole event can
be fully expressed. In addition, the abnormal frames of UCF-Crime
database [14] are not completely labeled. For example, the authors
only consider the moment of explosion as abnormal for the Explo-
sion category, but the fire generated after the explosion is regarded
as normal.

4 Proposed Method

Here, we propose a multi-task deep neural network for anomaly
detection. The proposed model is demonstrated in Fig. 4. It con-
sists of two components, i.e., a local and a global spatiotemporal
context-aware streams.

Our observation is that local outliers may failed to extract fea-
ture representation of continuous action. To alleviate this problem,
we devise a local spatiotemporal context aware submodule and a
spatiotemporal context aware submodule, as shown in Fig. 4. In
particular, we first encode each video sequence by feature rep-
resentation with a pretrained Inflated 3D convolutional network
(I3D) [54]. Given a video sequence with M frames, we divide it
into N clips, and each clip contains m video frames. Thus, each
video sequence can be denoted as V' = {v,, N = M/m}ﬁle. The
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split clips are fed into a pretrained I3D to extract high-level visual
features. For K consecutive clips, the local feature vectors can be
represented as X = {mt}fil.

The video sequence is high dimensional data that contains plenty
of visual information. Thus, preserving important cues yet filtering
out the redundancy is important to learn effective anomaly detec-
tion models. To learn robust global spatiotemporal contextual cues,
we feed the extracted local contextual features of K consecutive
clips into the global context-aware stream to learn high-level fea-
tures. As shown in Fig. 4, we adopt a two-layer Convolutional LSTM
(ConvLSTM) network [55] to learn global spatiotemporal features
of a video segment. Unlike LSTM, ConvLSTM [55] is designed
by using three-dimensional data as the input and uses convolutional
operation, which can obtain temporal information and extract spatial
features. At the same time, it provides good generalization by reduc-
ing the number of parameters and the computational complexity.
Specifically, we show the formula for ConvLSTM as follows.

bt =0(Weix Xy + Wy s Hy 1 +We;0C 1 +b;) (D
Fi=0Wyp* Xe + Wyps Hi1 + XcepoCro1+byp) (2)
Ct =foCi—_1 +# otanh(Wye x Xt + Xpe x Hi—1 +be) (3)

Oy :U(Wro*Xt‘i’Who*Htfl +Wcooct+bo) @

H; = o4 o tanh(Cy) 5)

where X ¢ and H; denote the input and output of ConvLSTM [55]
at time ¢; ¢, f;, oz and C} represent outputs of input gate, forget
gate, output gate and memory cell; * is a convolutional operation;
o represents the Hadamard product; and o is the sigmoid activation
function.

For ConvLSTM, we use the local features extracted from each clip
of a video segment as the input. The ConvLSTM network leverages
both long- and short-term cues of input features. The hidden states
of the last layer of ConvLSTM are fed into three fully convolutional
layers to predict the final event category and anomaly scores.

Furthermore, we design a multi-task joint learning network for
learning the intrinsic relationship between anomaly detection and
classification. The sub-network of anomalous categories classifica-
tion task is designed to recognize anomaly category, and we use a
cross-entropy loss function in this sub-network.

C

Li==) gilogy; +v | W |3
=1

(6)

where § = [§1, §2, ..., §c] denotes the one hot encoding of anoma-
lous category label for a video sequence; y = [y1, Y2, ..., Yc] repre-
sents the corresponding score vector predicted by the sub-network of
anomalous categories classification; | W ||3 is a Ly-norm regular-
ization term to avoid over-fitting; y is a hyper-parameter to balance
the trade-off between the loss and regularization.
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Fig. 4: The architecture of the proposed anomaly detection method by modeling local and global spatiotemporal contextual features.

Table 2 Data splits on Avenue [11], UCSD Ped2 [1], UCF-Crime [14], ShanghaiTech [13] and LAD databases.

Split Subset Avenue [11] UCSD Ped2 [1] ShanghaiTech [13] UCF-Crime [14] LAD
Unsupervised Train 8 8 175 800 958
upervi Test 18 14 199 290 560

. Train 19 14 238 1610 1440
Weakly-supervised . o 18 14 199 290 560
Fullvosupervised Train 19 14 238 1610 1440
ully-supervi Test 18 14 199 290 560

As the sub-task of anomaly score prediction is modeled as a
regression problem. We use smooth loss function [56] as learning
objective in this sub-network as follows.

Ly = Z(smooth(si - 5i))

i

@)
smooth(x) = {

0.5x2,
|z| — 0.5,

lz| <1
otherwise

where s; denotes the anomalous label of a video frame; s; represents
the corresponding score predicted by the sub-network of anomaly
score prediction. Based on Lj and Lg, the final loss function is
written as follows:

L=XLi+ XlLo ®)

where A1 and A2 are hyper-parameters to weight the importance of
two sub-task.

5 Experimental Results

5.1  Implementation and Evaluation Metrics
Implementation: In this work, the proposed deep anomaly detec-
tion network is implemented in Ubuntu operating system with
Tensorflow [57]. The experiments are conducted with Intel Core
17-6900K*16 CPU (3.20GHz), 64 GB RAM, and Nvidia TITAN X
(Pascal) GPU with 16 GB memory.

The I3D is pretrained by using Kinetics-400 [54], which is a large-
scale video classification dataset. We set the A1 and Ao as 1 and
10, respectively. We use a threshold of 0.5 to obtain the binarization
anomaly score. Here, we use Adam optimizer [58] to update parame-
ters in the proposed model, the learning rate is set as 3e-4, the weight
decay is set as Se-4, the batch size is set as 60.

We divide the video sequence into clips with m=16 consecutive
non-overlap video frames and set K{=5. A total of K x m=80 frames
are used as the input to I3D to extract local spatiotemporal contex-
tual features. The output of the sub-network of event classification is
set as C'=14, which is the number of LAD anomaly categories. We
extract a p=1024 dimension feature of last pooling layer in the I3D,
and concatenate the outputs of RGB and optical-flow I3D as the local
spatiotemporal contextual feature of a video clip. The video frames
are resized to 224 x 224, with their mean values being removed.

The channel of hidden layers is set as 128 in proposed two-layer

ConvLSTM, with 3 x 3 convolutional kernel and 1 x 1 stride. The
dimension of the output features in our ConvLSTM is 4 x 4 x 128.
After reshaping the learned global spatiotemporal contextual feature
as a 2048-dimension vector, we feed it into four fully convolu-
tional layers for the final anomaly score prediction. The dimensions
of the first three fully convolutional layers are set as 2048, 1024,
and 512, respectively. The last layers are set as C'=14 and m x
K =80 for anomalous categories classification and score prediction,
respectively.
Evaluation Metrics: In this study, following existing anomaly
detection studies [9, 13], we utilize a frame-level Area Under ROC
(Receiver Operating Characteristic) Curve (AUC) for quantitative
performance evaluation. A higher AUC value indicates better perfor-
mance. To evaluate anomalous categories performance of our model,
we use the accuracy as the metric.
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Table 3 AUC results on Avenue [11], UCSD Ped2 [1], UCF-Crime [14], ShanghaiTech [13] and LAD databases, where U/, WV and S represent unsupervised, weakly-
supervised and fully-supervised methods, respectively. The * indicates experimental results are performed by using public source code.

Avenue [11] UCSD Ped2 [1] ShanghaiTech [13] UCF-Crime [14] LAD
Sparse [11] u - - - 65.51 50.31*
ConvAE [4] u - - - 50.60 53.24%
GMM [12] u - - - 56.43* 41.02%*
Stacked RNN [13] u 70.09%* 52.58%* 67.66%* - 49.42%*
U-Net [5] u 55.26* 71.26* 56.59* - 53.96*
MNAD [7] u 73.58%* 46.72* 51.13% 56.20% 45.84%*
OGNet [8] u 63.23* 69.08* 69.26* - 55.07*
DeepMIL [14] w 87.53* 90.19* 86.30 75.41 70.18%*
MLEP [9] w 89.20 - 73.40 50.01* 50.57*
AR-Net [6] w 89.31* 93.64* 91.24 74.36%* 79.84%*

Our Method F 89.33 95.12 92.97 74.98 86.28

Data Splits:We conduct the experiments upon six databases includ-
ing Avenue [11], UCSD Ped2 [1], ShanghaiTech [13], UCF-
Crime [14] and LAD. We adopt three data splits of each database
to fit requirements of unsupervised, weakly-supervised and fully-
supervised anomaly detection methods.
Weakly-supervised Splits In the standard protocol of Avenue,
UCSD Ped2, ShanghaiTech, all training videos are normal, and this
sitting is not suit for weakly-supervised learning. So we reorganize
these databases. For Avenue, UCSD Ped2, we selected randomly
50% video to be training video, while the rest are used as the test-
ing set. We use the same splits from [6] and [14] for ShanghaiTech
and UCF-Crime, respectively. Only video-level anomalous label is
provided for training weakly-supervised anomaly detection models.
Unsupervised Splits For each database, we use only normal videos
in training set of the weakly-supervised split to train unsuper-
vised anomaly detection models, and evaluate the unsupervised
anomaly detection models by using all videos in test set of the
weakly-supervised split.
Fully-supervised Splits We use the same data splits of weakly-
supervised methods. Frame-level anomalous label and video-level
anomalous categories label are provided for training model. It wor-
thy notice that UCF-Crime does not provide frame-level anomalous
label for the default training set, we use video-level anomalous label
to be frame-level anomalous label for each training video.

The numbers of training and testing videos on different splits of
the databases are shown in Table 2.

5.2 Comparison with State-of-the-art Models

In this section, we compare the proposed approach with several
state-of-the-art unsupervised and weakly-superivsed anomaly detec-
tion methods. The unsupervised anomaly detection methods contain
GMM [12], Sparse [11], ConvAE [4], Stack RNN [13], U-Net [5],
MNAD [7] and OGNet [8]. The weakly-superivsed anomaly detec-
tion methods contain DeepMIL [14], MLEP [9] and AR-Net [6].

GMM is an anomaly detection model by using Gaussian Mixture
Model and Markov Chains. Sparse is a dictionary-based anomaly
detection model by learning normal dictionary using sparse repre-
sentation. ConvAE is the first deep learning based anomaly detection
model by using Auto-Encoder to model normal event patterns.
Stack RNN U-Net is an anomaly detection model based on the
reconstruction errors between a predicted frame and the ground-
truth. MNAD and OGNet are latest unsupervised anomaly detection
methods. We retrain these models by using unsupervised splits on
each database in this paper. DeepMIL is a representative weakly-
supervised anomaly detection method, and AR-Net achieves the
highest AUC performance so far in ShanghaiTech. The performance
of weakly-supervised anomaly detection methods are obtained by
using weakly-supervised splits on each database. It should notices
that unsupervised anomaly detection methods only use the normal
videos to train their models.

We show the comparison results in Table 3 on Avenue, UCSD
Ped2, ShanghaiTech, UCF-Crime and LAD. Our method outper-
forms all competing anomaly detection models on our LAD and
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achieves an absolute gain of 6.44% in terms of AUC, compared
to the state-of-the-art [6]. Compare the weakly-supervised methods,
our method achieves similar AUC performance on UCF-Crime. It
may be caused by using noisy frame-level anomalous label, which
is the same as video-level anomalous label, to train our model.
Our model achieves higher AUC performance than the competing
anomaly detection models on Avenue, UCSD Ped2 and Shang-
haiTech, it reveals frame-level annotation is an effective tool to
promote anomaly detection task.

As shown in Table 3, the competing weakly-supervised anomaly
detection models obtain higher AUC performance on Avenue, UCSD
Ped and ShanghaiTech, compare to unsupervised anomaly detection
models. It indicates that the database including training abnor-
mal videos is necessity to promote the video anomaly detection
task. Most competing models achieve higher AUC performance on
Avenue and UCSD Ped, while they get relative lower AUC perfor-
mance on ShanghaiTech, UCF-Crime and LAD. These experimental
results demonstrate that variety of visual scenes is a indeterminable
issue to current anomaly detection models. It indicates that our LAD,
which contains thousands visual scenes, is a challenge database for
video anomaly detection.

Table4 Competition of different local spatiotemporal feature extractor, where R
and O indicate RGB and Optical-flow, respectively.

Input modal AUC

C3D [59] R 77.21

13D Optical—flow [54] 0 82.46
I3D [54] R&O 86.93

5.3 Ablation Study

To evaluate the effectiveness of the local spatiotemporal fea-
ture extractor, we compare four different spatiotemporal networks
including C3D [59], I3DRGB [54] 13pOptical—flow 541 4ng
13D [54] on LAD. As shown in Table 4, our method with C3D
achieves a frame-level AUC of 77.21%. And the I3DRCB and
I3DRCB based our method achieves 84.43% and 82.46% in terms
of AUC, respectively. Our Method with I3D boosts the performance
with a frame-level AUC of 86.93%.

The comparison results by using different loss functions in Table 5
illustrate the boost brought by the proposed multi-task loss functions.
Our method with L1, a loss function for the anomaly score predic-
tion task, is treated as the baseline. It achieves a frame-level AUC of
80.43% on LAD. While our method with both L1 and Lo obtains an
absolute gain of 6.50% in terms of AUC. And the L; loss function
boosts the anomalous categories performance by obtaining a 59.3%
in terms of accuracy.



Table 5 AUC and accuracy results obtained by using different loss functions

on LAD.
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Fig. 5: AUC of different K values.

In order to gain insight into the hyperparameter K, we perform
experiments using the I3D local spatiotemporal feature extractor
with different values of K, as shown in Fig. 5. Our method achieves
the best performance in terms of AUC when we set K = 5, and our
method with K = 2 obtains an absolute reduction of 3.97% in terms
of AUC. It confirms the necessity to gain global spatiotemporal fea-
tures. The comparison results by using different Ao values are shown
in Fig. 6, and we set A1=1 in these experiments. Our method gains
the boost when Ao is set as 10.
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Fig. 6: AUC of different A2 values.

As shown in Table 6, we can observe that our method outper-
forms the competing model on UCF-Crime and LAD. Specifically,
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Fig. 7: Visualization of the confusion matrix of anomalous cate-
gories classification results by using our method.

Table 6 Experimental results of anomalous categories classification.

UCF-Crime LAD

TCNN [60] 28.4 -
C3D [59] 23.0 459
Our Method 59.6 59.3

Our method obtains a relative gain of over 100% in terms of accu-
racy on UCF-Crime, compared to TCNN [60] and C3D. Comparing
to C3D, our method boosts the accuracy performance by obtaining a
13.4% absolute improvement in terms of accuracy.

To analyze the anomalous categories classification performance,
we show the confusion matrix of our method in Fig. 7, where we can
observe that the proposed model can obtain a promising performance
of abnormal event classification. The worst accuracy is from the vio-
lence category since the anomaly samples of the violence category
are easily wrongly classified into the crowd or fighting categories.
The best accuracy is obtained from the crash, falling, fire and falling-
towater categories since their anomaly definitions are clear, and there
is a big gap between these categories and other categories.

6 Conclusion

In this study, we contribute a large-scale benchmark for anomaly
detection in video sequences. It contains 2000 different video
sequences with 14 anomaly categories. We provide annotation
data including video-level and frame-level labels. The proposed
database enables research possibility of anomaly detection in a
fully-supervised manner. Then we propose a multi-task computa-
tional model of anomaly detection by effectively learning local and
global spatiotemporal contextual features for video sequences. In the
proposed multi-task deep neural network, the local spatiotemporal
features are first extracted by an Inflated 3D convolutional network
from each video segment. Then we feed these local spatiotempo-
ral contextual features to a recurrent convolutional architecture to
learn global spatiotemporal contextual features. Finally, anomaly
scores and abnormal event categories are predicted by the output
of the fully convolutional layers of two sub-networks. Compari-
son experiments show that the proposed method outperforms the

IET Research Journals, pp. 1-10
© The Institution of Engineering and Technology 2015



state-of-the-art anomaly detection methods on public databases and
the built LAD database. In the future, we will further investigate
anomaly detection to improve the performance of anomaly detection
for video sequences.
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