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Abstract

The application of self-supervised methods has resulted in broad improvements to neural network performance by leveraging large, untapped collections of unlabeled data to learn generalized underlying structure. In this work, we harness unsupervised data augmentation (UDA) to mitigate backdoor or Trojan attacks on deep neural networks. We show that UDA is more effective at removing the effects of a trigger than current state-of-the-art methods for both feature space and point triggers. These results demonstrate that UDA is both an effective and practical approach to mitigating the effects of backdoors on neural networks.

Introduction

Deep learning systems continue to achieve and exceed state-of-the-art performance on a wide variety of tasks. This has led to additional research investigating their robustness, trustworthiness, and reliability. A specific concern here is trojan attacks, also called backdoor or trapdoor attacks, against deep neural networks (DNNs). These attacks modify a machine learning model through some algorithmic procedure to respond to a specific trigger in the model’s input, which, if present, will cause the model to infer a predetermined response that could have unknown and potentially malicious consequences in a deployed setting. A trojan attack can be implemented by manipulating both the training data and its associated labels (Gu, Dolan-Gavitt, and Garg 2017), directly altering a model’s structure (Zou et al. 2018), or adding training data that have correct labels, but are specially-crafted to still produce the trojan behavior (Turner, Tsipras, and Madry 2018). Here, we define a trigger as a model-recognizable characteristic of the input data that is used by an attacker to insert a trojan, and a trojan to be the alternate behavior of the model when exposed to the trigger, as desired by the attacker.

Trojan attacks are effective if the triggers are rare or impossible in the normal operating environment, so that they are not activated in normal operations and do not reduce the model’s performance on expected or “normal” inputs. Additionally, the trigger is most useful if it can be deliberately activated at will by the adversary in the model’s operating environment, either naturally or synthetically. Trojan attacks’ specificity differentiates them from the more general category of “data poisoning attacks”, whereby an adversary manipulates a model’s training data to make it ineffective.

Defenses against trojan attacks seem impractical in the modern setting, due to the crowdsourced nature of large datasets which largely contribute to the state-of-the-art deep learning performance. Even if datasets are controlled, trojans can be embedded into models in a continual learning environment by drifting trusted data away from the expected distribution (Kantchelian et al. 2013; Zhang, Zhu, and Lessard 2020). For these reasons, additional approaches are needed to tackle this problem. There are multiple approaches being investigated by researchers, but the most common is trojan detection. The Intelligence Advanced Research Projects Agency’s (IARPA) TrojAI competition is focused on detection of triggers in neural networks of varying architectures and data modalities (IARPA 2019). Conversely, in this paper, we are concerned with mitigation of trojans without detection. Our proposed trojan mitigation strategy is to apply a process to a given model that operates upon it with some data, and produces a new model where any trigger would be rendered ineffective while overall accuracy on non-triggered data is preserved. If the original model did not have an embedded trigger, then new models produced by the process should not perform worse than the original.

Numerous examples of mitigation exist in the literature, including NeuralCleanse (Wang et al. 2019), fine pruning (Liu, Dolan-Gavitt, and Garg 2018), bridge mode connectivity (Zhao et al. 2020), and neural attention distillation (Li et al. 2021). In this work, we explore the effectiveness of self-supervised methods in mitigating trojans. More specifically, we explore unsupervised data augmentation (UDA) (Xie et al. 2019) and show that it is more effective at mitigating various types of triggers than previously published state-of-the-art methods, and has several other practical advantages, including: 1) not having to select hyperparameters which cannot be practically chosen in real-world scenarios, and 2) being able to leverage unsupervised datasets to further boost performance. The paper is organized as follows: we begin by briefly summarizing existing approaches to trojan mitigation. We then acquaint the reader with UDA and
explain why they are applicable to trojan mitigation. We then describe our experimental setup, and results, and conclude with recommendations for trojan mitigation and suggestions for future avenues of research.

**Current Approaches for Trojan Mitigation**

Research into trojan mitigation has existed since the introduction of the concept of trojans in DNNs (Gu, Dolan-Gavitt, and Garg 2017). An early approach was fine-tuning, which involves further training of the trojaned DNN on a smaller, vetted dataset (Liu, Xie, and Srivastava 2017). While intuitive, this approach is often ineffective. Neural-Cleanse (Wang et al. 2019) improved upon this, using gradient information to reverse engineer the trigger before mitigating its effects. However, trojan mitigation performance for this approach is directly related to its ability to reverse engineer the trigger, which is computationally expensive and error-prone when considering feature-space, or global, triggers like image filters. Fine-pruning (Liu, Dolan-Gavitt, and Garg 2018), a combination of pruning and fine-tuning, is another technique that has been shown to be effective in mitigating trojans, but performance can sensitive to training hyperparameters.

A notable, more advanced, method is Bridge Mode Connectivity (BMC), which relies on a geometric discovery that a curve of equivalent loss exists between two models, and that this curve, parametrized by a single hyperparameter $t$, can be discovered through standard optimization techniques (Garipov et al. 2018). BMC was shown to be useful in mitigating trojans in Zhao et al. (2020), by choosing a model along the curve of equivalent loss between two triggered models sufficiently far away from the originals (curve endpoints), while not being so far away from the end points that performance degrades to unacceptable levels. Fig. 1 and Fig. 2 show this concept more concretely. To use BMC for trigger removal, one first learns the curve of equivalent loss, and then chooses a value of $t$ (which corresponds to a different set of model weights along that curve with the same loss) that satisfies operational requirements for clean data accuracy vs. triggered data accuracy.

While shown to be very effective, we note two practical considerations which make BMC infeasible for realistic trojan removal:

1. For BMC to be effective, the hyperparameter $t$ which indicates the model to be chosen along the loss surface, needs to be chosen correctly. Without access to triggered data, this is infeasible. This is shown more concretely in Fig. 1 and Fig. 2. Here, we note that the best performance for BMC requires carefully choosing $t$. In these plots, the optimal value of $t$ is defined as the point that maximizes the clean data accuracy while minimizing the trigger's effect, and is indicated by the star. In these different trigger type scenarios, it is seen that varying $t$ by even 10% will drastically change both the clean data accuracy and the triggered data accuracy, with the effect being more pronounced in the Gotham filter example (Fig. 1). The practical concern is that without access to triggered data (which is unrealistic in a real-world scenario), how to choose $t$ is an open question.

2. Another practical concern is that BMC requires two models to operate. A direct workaround is to fine-tune an initial model to generate a second model, which can then be used for the bridge connection. While practically possible, this is somewhat theoretically unsatisfying because the same data that will be used to generate the second fine
tuned model, will also be used to build the bridge-mode.

Neural Attention Distillation (NAD) is another advanced approach shown to be effective for trojan mitigation (Li et al. 2021). NAD works by fine-tuning the trojaned model with an additional loss term derived from a “teacher” model and an attention operator. The attention operator is applied to blocks of convolution layers of both the teacher model and the trojaned model, and the loss term is setup to minimize the difference between the attention values of the two models. The teacher model should ideally be one that is less (or not) influenced by the trigger in the trojaned model. In practice, however, the teacher is simply the trojaned model fine-tuned on available clean data. Some concerns with this method are that the attention distillation loss seems specific to convolutional layers, and that it depends on the quality of the teacher model. Although extensions to other networks without convolution layers is possible, it is unclear what the attention operator and augmented training loss should be for those layers. Having a quality teacher model is also important, but almost contradictory to the task. More precisely, if such a model already exists, one would not need to remove the trigger from the trojaned model. However, in practice, Li et al. (2021) show that using the fine-tuned model can be effective.

For these reasons, we are motivated to find new approaches to mitigate trojans from DNNs, and ideally, find approaches which can take advantage of the large unlabeled corpora.

Self-Supervised Methods

Our experiments with trojan mitigation methods indicate that sanitation algorithms can improve their trojan mitigation performance by increasing the amount of data used for the sanitation process. To enable this in an inexpensive manner (as labeled data is expensive both to collect and to curate), we explore the efficacy of utilizing unsupervised data augmentation for trojan mitigation (Xie et al. 2019). Unsupervised data augmentation (UDA) is a self-supervised learning (SSL) technique where models learn general underlying structure in the data, thereby increasing robustness and performance. More specifically, UDA works by adding an additional loss term, the unsupervised consistency loss, to the original optimization objective (Eq. 1). The unsupervised consistency loss (Eq. 2) measures the difference in consistency between unsupervised data points, and random perturbations of those same unsupervised data points. The goal is to maximize this consistency between the original data and random perturbations of that data, which is equivalent to minimizing this loss. The unsupervised consistency loss is then summed with the original supervised loss to form the UDA objective. This is formally given by Eq. 3.

Here, \( x \) is the input, the output distribution is given by \( p_{\theta}(y|\hat{x}) \), CE denotes cross entropy, \( q(\hat{x}|x) \) is the data augmentation transformation, and \( \theta \) is a fixed copy of the current parameters \( \theta \) indicating that the gradient is not propagated through \( \theta \), and \( D(\cdot||\cdot) \) indicates computation of divergence between the two distributional arguments.

\[
J_{\text{sup}}(\theta) = \mathbb{E}_{x \sim p_{\text{d}}(x)} \left[-\log p_{\theta}(y|x)\right] \\
J_{\text{unsup}}(\theta) = \lambda \mathbb{E}_{x \sim p_{\text{d}}(x)} \mathbb{E}_{\hat{x} \sim \hat{q}(\hat{x}|x)} \left[ \text{CE} \left( p_{\theta}(y|x)|| p_{\theta}(y|\hat{x}) \right) \right] \\
\min_{\theta} J(\theta) = J_{\text{sup}}(\theta) + J_{\text{unsup}}(\theta)
\]
caused our models to revert to random performance, so we manually experimented with various learning rates and report our best results. Thus, we set the learning rates to be a constant 0.001 for Gotham triggers; for the reverse-lambda trigger, we use a learning rate of 0.02 for epochs 1-3, 0.01 for epochs 4-6, and 0.001 for epochs 7-10. We train for a total of 10 epochs for each model.

For BMC, we use the default hyperparameters and training methodology outlined in [Zhao et al. 2020]. More specifically, we train for 600 epochs with an initial learning rate (LR) of 0.015 and an LR schedule defined by Eq. 4, weight decay of $5 \times 10^{-4}$, and a Bezier curve for the bridge with three control points. Because BMC requires two models for the algorithm, we connect two triggered models with the same performance characteristics, but trained with different subsets of triggered data. The exact details of how models were used for the experiments are provided in the open-source experimental configuration. The results reported for BMC correspond to the point along the curve which corresponds to the maximum sanitation, i.e., the highest full-restore triggered data accuracy.

For NAD, we followed the procedure outlined by [Li et al. 2021], with the same modifications as used in the fine-tuning method described above. We obtain the teacher model through the fine-tuning process previously described, then train using the same code and hyperparameters in the fine-tuning step, but with the NAD loss parameter, $\beta$, set to 5000, to obtain the NAD-sanitized model. Attention was computed using the $A_{num}$ attention map at the end of the convolution layers of our VGG16 architecture, similar to the NAD paper’s approach with a Wide ResNet model.

For LRComp, we fine-tune each model for 50 epochs while decaying the initial learning rate of 0.001 by a factor of 0.5 at every epoch. Then, every five epochs, we remove (zero-out) the lowest magnitude 20% of the currently active weights and reset the learning rate back to 0.001.

For UDA, we train the networks for 200 epochs, with the SGD optimizer set to a learning rate of 0.01, Nesterov momentum of 0.9 and a weight decay of $1 \times 10^{-4}$. We also utilize a cosine annealing learning rate scheduler configured with a minimum learning rate of $1.2 \times 10^{-4}$. Four classes of UDA experiments are conducted: 1) UDA with no additional unsupervised data, 2) UDA augmented with in-class data from another source (CINIC-10) [Darlow et al. 2018], 3) UDA augmented with unsupervised random-class data from another source (ImageNet) [Deng et al. 2009], and 4) UDA with no supervised data. During training, we store the best model as measured by the accuracy on clean data, and use that model to compute the triggered data metrics, mentioned previously. For computing the UDA consistency loss with unsupervised data, we use RandAugment [Cubuk et al. 2019] to produce randomized perturbations of the unsupervised input label.

**Results**

Fig. 4 displays the results of the various algorithms on the CIFAR-10 dataset with the **GAll** trojan configuration. Similarly, Fig. 5 displays results with the **G4** trojan configuration. Finally, Fig. 6 displays results for the **RAll** configuration.
Figure 4: Performance of various algorithms for sanitizing VGG16 models trained on CIFAR-10 with all classes triggered to predict the next class, when the Instagram Gotham filter is present in the image. Each bar group indicates the amount of supervised data which was used when applying the algorithms, and the x axis shows the accuracy of the models for the clean, full-restore, and erase metrics in the three subfigures, respectively.

Figure 5: Performance of various algorithms for sanitizing VGG16 models trained on CIFAR-10 with the "4" class triggered to predict "5", when the Instagram Gotham filter is present in the image. Each bar group indicates the amount of supervised data which was used when applying the algorithms, and the x axis shows the accuracy of the models for the clean, full-restore, and erase metrics in the three subfigures, respectively.

For the UDA results shown in Figures 4, 5, and 6, we used the CINIC-10 dataset, in addition to CIFAR-10, to compute the unsupervised consistency loss, given by Eq. 2. Additional test configurations of UDA are compared and described later in this section. For all tested triggers, UDA consistently produces the highest clean data accuracy, the highest trigger full-restore accuracy, and the lowest erase accuracy.

We also test the effect of the sanitation algorithms on clean models. In these experiments, we run a non-trojaned model through the algorithm, and measure its performance on clean data. Here, the algorithms are configured in the exact same manner as above. The deviation from the clean model performance before processing are shown in Fig 7.

We only test BMC, NAD, and UDA for these experiments, but for NAD, we test two different learning schedules corresponding to the two trigger types a previously described in the Experimental Setup section.

Finally, we investigate the effect of using various datasets for augmentation in UDA. This is shown in Fig. 8, 9, and 10 for the three different trigger types and behaviors. In these figures, the x axis shows the increase in accuracy that the UDA algorithm provides, as different data sources (indicated with different colors) are utilized in the UDA algorithm. Each group of bars in the y axis corresponds to the indicated percentage of supervised data (CIFAR-10), that is available to the UDA algorithm. Within each group, the three bars represent the clean accuracy denoted by C, the full-restore accuracy denoted by F, and the trigger-erase accuracy denoted by E in each figure. To produce the figure, we first compute
Figure 6: Performance of various algorithms for sanitizing VGG16 models trained on CIFAR-10 with all classes triggered to predict the next class, when the reverse-lambda trigger is present in the image. Each bar group indicates the amount of supervised data which was used when applying the algorithms, and the $x$ axis shows the accuracy of the models for the clean, full-restore, and erase metrics in the three subfigures, respectively.

The minimum clean data accuracy, minimum full-restore accuracy, and maximum erase accuracy (we choose maximum for erase accuracy, because in this case, higher values are worse as per the previous definition of erase accuracy) of the sanitized model without any dataset augmentation (note that this still means that we utilize the CIFAR-10 data in an unsupervised method). These computed values are the baseline accuracies (0%) for each specific accuracy metric. Then, we utilize the ImageNet dataset for UDA augmentation, and measure the increase (or decrease) in performance. Separately, we also measure the delta in performance when adding the CINIC-10 dataset. In short, the stacked bar charts show the increase in performance, with bars for the C and F metrics extending to the right indicating an increase in desired performance. For E, the bars extending to the left indicate an increase in desired performance, since the erase accuracy should be as low as possible.

Figure 7: Performance deviation before and after processing clean model with sanitation algorithm. $x$ axis represents the change in accuracy, and the groups on the $y$ axis indicate the percentage of CIFAR-10 data used for sanitation.

Figure 8: The change in performance when using UDA with three dataset splits: 1) no additional data, 2) random class out-of-domain data (ImageNet), and 3) in class out-of-domain data (CINIC-10) for VGG16 models which are trained to predict the next class, for all classes with the Gotham trigger.

Fig. 8 shows that for GAll, augmenting with the CINIC-10 dataset provides the greatest gain in performance. The effect of augmenting with ImageNet is small when the supervised portion of the dataset is small (only 5%), but is more pronounced when more labeled data included in the training set. Finally, the random-class out-of-domain data (ImageNet) helps minimally with trigger erasure, as seen by the small orange bars in the E subgroups of Fig. 8.

Fig. 9 shows that for G4, a reverse trend emerges. Here, the additional datasets provide inconsistent trends for both the full-restore and erase metrics, but consistently improve the clean accuracy. Finally, Fig. 10 shows that for RAll, that augmenting with ImageNet and CINIC-10 datasets both provide benefit, with the in-class data providing most benefit (as
Effect of OOD Datasets on UDA Performance for G4

<table>
<thead>
<tr>
<th>Percentage</th>
<th>Accuracy</th>
</tr>
</thead>
<tbody>
<tr>
<td>5%</td>
<td>C</td>
</tr>
<tr>
<td>10%</td>
<td>C</td>
</tr>
<tr>
<td>20%</td>
<td>C</td>
</tr>
</tbody>
</table>

Effect of OOD Datasets on UDA Performance for RAll

<table>
<thead>
<tr>
<th>Percentage</th>
<th>Accuracy</th>
</tr>
</thead>
<tbody>
<tr>
<td>5%</td>
<td>C</td>
</tr>
<tr>
<td>10%</td>
<td>C</td>
</tr>
<tr>
<td>20%</td>
<td>C</td>
</tr>
</tbody>
</table>

Figure 9: The change in performance when using UDA with three dataset splits: 1) no additional data, 2) random class out-of-domain data (ImageNet), and 3) in class out-of-domain data (CINIC-10) for VGG16 models which are trained to predict the next class, for the “4” class with the Gotham trigger.

Figure 10: The change in performance when using UDA with three dataset splits: 1) no additional data, 2) random class out-of-domain data (ImageNet), and 3) in class out-of-domain data (CINIC-10) for VGG16 models which are trained to predict the next class, for the all classes with the reverse lambda trigger.

is to be expected).

An additional test was conducted to measure the performance of UDA with none of the original CIFAR-10 data, and only use unlabeled CICIC10 and ImageNet data. In these scenarios, UDA was not able to remove the trigger and performed poorly, indicating that a small percentage of the original data was needed to bootstrap the trojan mitigation process.

Discussion

While investigating trigger removal for each of the algorithms, we observed a significant effect of the learning rate for most algorithms. For NAD, fine-tuning, and LRComp, we observed significant loss of accuracy or inability to remove the trigger for different learning rates. This is also likely a cause of NAD’s poor performance on trigger erasure for the reverse lambda trigger.

We observed that fine-tuning and NAD performed better when the learning rate at the start was high enough to erase the trigger performance yet low enough to avoid catastrophic forgetting ([McClosey and Cohen 1989], and then decayed while the model regained accuracy over additional epochs. However, our manual exploration of the space of learning rate schedules resulted in either immediate catastrophic forgetting or non-removal of the trojan. Further search and hyperparameter tuning would likely improve the result, but as triggered data would not be available in an applied setting, this sensitivity to learning rate for clean and trojaned performance is an important concern. Additionally, it is important to note that not only does the optimal initial learning rate need to be discovered through hyperparameter sweeps, but also a suitable learning rate schedule which allows the network to gain back lost accuracy with a reasonable amount of computation, while not overfitting to the teacher or the smaller sanitation dataset.

The Results section indicates three main conclusions about UDA. The first is that UDA outperforms other methods tested, even without any out-of-domain data. Secondly, out-of-domain data, if available, tends to help trojan sanitation performance, but as shown in Fig. 9 there may be exceptions that merit further investigation. As is to be expected, in-class out-of-domain data is more helpful than random-class out-of-domain data, but both are helpful with enough supervised data (to presumably bootstrap the sanitation process). Third, UDA suffers from a small degradation in accuracy when lesser amounts of the original supervised data, but recovers when at least 10% of the data original data is available. This is shown in Fig 7. Finally, an important observation is that the type of trigger also affects the algorithm performance, as seen across all of the plots.

Conclusion

In this work, we have shown the efficacy of UDA in mitigating trojans for neural networks. The primary advantages of UDA over other methods are practical, in that: 1) there is no need to select potentially highly sensitive hyperparameters that require (typically unavailable) triggered data to properly tune, 2) related but out-of-domain datasets can be leveraged to boost performance, and 3) the generality of the UDA framework allows for the same algorithm to be applied across a variety of data modalities, including text for example. In our study, we found that a shortcoming of all of the current methods for trojan mitigation (including UDA) is that they require at least some percentage of the original data (with labels) on which the network was trained. While UDA can leverage unsupervised data to boost performance, it does not perform to acceptable standards without a small portion of supervised data. We seek to address this shortcoming in future work, through new consistency loss functions and newer algorithmic approaches to model sanitation.
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