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Abstract—Anomaly detection plays a crucial role in various real-world applications, including healthcare and finance systems. Owing to the limited number of anomaly labels in these complex systems, unsupervised anomaly detection methods have attracted great attention in recent years. Two major challenges faced by the existing unsupervised methods are: (i) distinguishing between normal and abnormal data in the transition field, where normal and abnormal data are highly mixed together; (ii) defining an effective metric to maximize the gap between normal and abnormal data in a hypothesis space, which is built by a representation learner. To that end, this work proposes a novel scoring network with a score-guided regularization to learn and enlarge the anomaly score disparities between normal and abnormal data. With such score-guided strategy, the representation learner can gradually learn more informative representation during the model training stage, especially for the samples in the transition field. We next propose a score-guided autoencoder (SG-AE), incorporating the scoring network into an autoencoder framework for anomaly detection, as well as other three state-of-the-art models, to further demonstrate the effectiveness and transferability of the design. Extensive experiments on both synthetic and real-world datasets demonstrate the state-of-the-art performance of these score-guided models (SGMs).
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1 INTRODUCTION

Anomaly detection aims to identify the samples that considerably deviate from the expectation of a complex system. There are plentiful applications of anomaly detection across various domains [1–3], for example, disease detection [4], network intrusion detection [5], and financial fraud detection [6], etc. Existing anomaly detection methods can be grouped into three categories according to the label availability in the training datasets: supervised learning methods, semi-supervised learning methods, and unsupervised learning methods. Supervised and semi-supervised learning methods rely on labeled data, which rarely exist in some practical applications. Accordingly, the unsupervised anomaly detection methods have received very much attention in both academic and industrial communities. In general, the core idea of the unsupervised methods is to discover and utilize implicit or extra information to distinguish anomalies. Figure 1 presents the typical pipeline of unsupervised methods for anomaly detection. A representation learner is first trained to map the original data, e.g., tabular, image, or document data, into the desired hypothesis space. Then a discriminator mostly uses various pre-defined metrics to identify the abnormal samples. Based on the definition of the discriminator, we can further classify the unsupervised anomaly detection methods into three categories: distribution-based methods, distance-based methods, and reconstruction-based methods [7]. The distribution-based methods identify anomalies by assuming the normal data follow a certain distribution; the distance-based methods attempt to enhance the distance between the abnormal and normal data in a latent space; the reconstruction-based methods identify anomalies by the similarity between original data and reconstructed data. The final identification of anomaly always solely relies on the pre-defined distance calculated between the original samples or their representations in these existing methods, as illustrated in Figure 1.

Most existing unsupervised methods face the following challenges: (1) Clean data with only normal samples are required to train their models [8,12]. In these cases, the contaminated data with both normal and abnormal samples, which commonly exist in real-world applications, will hinder the models from fitting normal data, resulting in performance degradation. (2) The manually selected metric to compute the anomaly scores will impact the performance and can hardly “one-model-fits-all” [10,13,14]. (3) Data distribution can be divided into three fields: obvious-normal field, transition field, and obvious-abnormal field, as shown in Figure 2. The samples in obvious-normal or obvious-abnormal fields can be clearly distinguished as normal or abnormal data. However, the mixture of normal and abnormal data in the transition field hampers the identification of the abnormal samples.

To overcome these challenges, we propose a scoring network to promote the performance of anomaly identification via learning and enhancing the disparity between the normal and abnormal data. As shown in Figure 1, the scoring network is connected with the representation learner, which maps the original data into a hypothesis space. The scoring network guides the training of the rep-
Fig. 1. The typical pipeline of unsupervised anomaly detection and the proposed scoring network. Different from previous unsupervised anomaly detection methods that calculate anomaly scores with a pre-defined metric, our scoring network learns the metrics from data to discriminate anomalies and enlarges the anomaly score disparity. The proposed scoring network can be embedded into existing methods without additional assumptions. The representation learner is simultaneously trained with the scoring network. That is, the scoring network guides the representation learner to learn the information with better discrimination ability from the input data.

Fig. 2. A toy example to illustrate the concepts of obvious-normal, obvious-abnormal, and transition fields.

representation learner to extract valuable information, which is more helpful for discrimination, from the data in the obvious-normal and obvious-abnormal fields. Specifically, we introduce a score-guided regularization in the scoring network to assign smaller scores to the obvious-normal data and larger scores to the obvious-abnormal data, making full use of the obvious data and enhancing the optimization of the representation learner. Thus the normal and abnormal data in the transition field will be guided to different directions, and the difference is expected to gradually increase during the model training. Moreover, the scoring network is devised to directly learn the discrimination metrics and output the anomaly scores in an end-to-end fashion, instead of relying on pre-defined distance metrics or reconstruction errors, thereby can be flexibly embedded into most existing anomaly detection models.

We further propose a novel instantiation, embedding the scoring network into an autoencoder framework, named score-guided autoencoder (SG-AE). The autoencoder reconstructs data instances and learns their representations in a latent space. Then, the scoring network assigns scores to these representations and attempt to maximize the disparity of the normal and abnormal samples. A sample with a higher anomaly score is more likely to be an anomaly. To explain how the scoring network works, we conduct simulation experiments to observe the changes of the score differences in the transition field. Also, we compare the performances of SG-AE with classic and state-of-the-art methods on seven tabular datasets. We also present the distributions of anomaly scores of normal and abnormal data and utilize t-SNE to reveal the anomaly detection performance in a 2D space. Moreover, we extend the scoring network to three state-of-the-art models and explore the performance improvement of these score-guided models (SG-Models). We also examine the potential of using scoring network on two document datasets and one image dataset.

The main contributions of this work are summarized as follows:

- We propose a scoring network with score-guided regularization, which utilizes the obvious data to strengthen the representation learner and expand the scores disparity between normal and abnormal samples in the transition field, thus enhance the anomaly detection ability. The scoring network can directly learn the anomaly scores and be easily integrated into most unsupervised models without imposing more assumptions.
- We integrate the scoring network into an autoencoder structure and introduce a simple but effective instantiation, SG-AE. SG-AE breaks the limitation of the autoencoder on normal data input and achieves competitive performance on several datasets. We also incorporate the scoring network to three state-of-the-art models to examine the adaptability to different methods.
- Extensive experiments on synthetic and real-world datasets demonstrate the effectiveness of the scoring network. The SG-AE outperforms the classic and state-of-the-art methods and the other SG-Models show performance improvements with the help of scoring network. Moreover, our scoring network is robust to the anomaly rate by learning the disparity between normal and abnormal data, which is also demonstrated by the experiments.
2 RELATED WORK

In this section, we briefly review the related work in unsupervised anomaly detection and revisit the use of regularization techniques in anomaly detection. Then we compare our design with the existing methods.

2.1 Unsupervised Anomaly Detection

Distribution-based methods. Distribution-based methods assume that normal data follow a certain distribution in the original or latent space and anomalies deviate from the distribution \[15,17\]. The classic distribution-based methods, based on extreme-value analysis, consider the tail of a probability distribution as anomalies \[18\]. In recent years, deep learning brings more possibilities with more distribution hypotheses in the hidden space. For instance, Deep Autoencoding Gaussian Mixture Model (DAGMM) \[10\] assumes that the low-dimensional representations and reconstruction errors of normal data follow a Gaussian Mixture Model, and uses the probability value to distinguish between normal and abnormal data. Some one-class classification methods also fall into this category due to the consideration of manifold distribution. Deep SVDD \[9\] attempts to map the normal data into a hypersphere in a latent space and the abnormal data fall outside the hypersphere. DROCC \[11\] assumes that the normal data lie on a low-dimensional manifold and distinguishes data via Euclidean distance. It generates synthetic abnormal data to learn a robust boundary with a well-designed optimization algorithm. GOAD \[12\] maps data into a sphere feature space with random affine transformations, and anomalies are assumed to deviate from the center. Some methods, like, Outlier Exposure \[19\], utilize extra information provided by auxiliary datasets to learn the normal distribution and detect the out-of-distribution samples. Note that although a number of generative methods assume various distributions in latent spaces, they finally determine anomalies based on the reconstruction errors. As such, we classify them into reconstruction-based methods.

Distance-based methods. Distance-based methods consider the positional relations or neighbor structures in the original or hidden space, assuming that anomalous samples stay far away from the normal ones \[20,21\]. Nearest-neighbor-based methods, such as LOF \[22\] and DN2 \[23\], are typical of the distance-based methods. Likewise, the tree-based methods, like Isolation Forest (iForest) \[24\] and RRCT \[25\], can be regarded as distance-based methods since they attempt to capture high-density fields that are reflected in the depth or complexity of the tree \[7\]. Deep learning technologies are advantageous tools to learn data representation so that distance can be measured in a hypothesis space \[26\]. For example, Random Distance Prediction (RDP) \[27\] builds deep neural networks to learn a certain random mapping, which can preserve the proximity information for data.

Reconstruction-based methods. Reconstruction-based methods train models to reconstruct data, with an assumption that the trained models learn the patterns of the major data and anomalies are unable to be well reconstructed. Autoencoder framework \[28\] is one fundamental architecture in reconstruction-based methods. Robust Deep Autoencoder (RDA) \[13\] is an early work to build an autoencoder on corrupted data. It isolates noise and outliers with robust principal component analysis, and thereafter trains an autoencoder. Robust Subspace Recovery Autoencoder (RSDAE) \[14\] constructs a robust subspace recovery layer within an autoencoder with a well-designed loss. Cosine similarity between original and reconstructed data is used to identify the abnormal samples. CoRA \[29\] is a transductive semi-supervised model, which modifies the autoencoder framework with one encoder and two decoders. The two decoders distinguish normal data from abnormal data by reconstruction errors and then decode them separately. Anomaly detection with generative models can also be considered as reconstruction-based methods. VAE adopts reconstruction probability to identify anomalies \[3,30,31\] while GAN-based methods detect anomalies by the discriminator due to the inaccurate reconstruction by the generator \[32,33\].

2.2 Anomaly Detection with Regularization

Regularization is a widely used technique to alleviate the over-fitting problem \[35\] and achieve adversarial robustness \[36\]. Many pieces of work utilize regularization to encourage autoencoder to learn an informative low-dimensional representation of input data \[37-40\]. In the context of anomaly detection, regularization methods are introduced to enforce robustness against anomalies, encouraging the model to learn key underlying regularities \[41\]. Motivated by robust principal component analysis (RPCA), RDA \[13\] adds sparsity penalty \(\ell_1\) and group penalty \(\ell_2,1\) into its RPCA-like loss function of auto-encoder to improve robustness. RSRAE \[14\] further incorporates a special regularizer into the embedding of the encoder to enforce anomaly-robust linear structure. DAGMM \[10\] introduces \(\ell_1\) penalty to constrain training. Some one-class classification methods also employ the regularization to better learn the boundary and improve performances. Ruff et al. presented a unified view of anomaly detection methods and comprehensively summarized the methods using regularizations \[7\].

2.3 Comparison with existing methods

Comparing to the existing work, the proposed method has the following characteristics to tackle the challenges mentioned in Section 1 (1) Many existing unsupervised models are only trained with normal samples \[8,12\]. Although some methods can deal with the contaminated data \[13,14,27\], they make efforts to retain the obvious-normal data and filter out the suspected abnormal data. Our method leverages both normal and abnormal samples in the datasets and attempts to enhance the detection capabilities in the transition field. Specifically, our score-guided regularization utilizes the obvious data to enlarge the score disparity between normal and abnormal data, and guide the training of the representation learner and the scoring network. By doing so, the proposed scoring network can improve the ability of the representation learner and the robustness of the entire detection method. (2) The existing unsupervised models define anomaly scores with selected appropriate metrics, such as Euclidean distance for distance-based methods \[9,11,26\] or cosine similarity for reconstruction-based methods \[13,14,32\]. The anomaly scores are not
directly optimized in an end-to-end fashion. Devnet is the first weakly supervised method to achieve end-to-end anomaly score learning. However, Devnet guides model training with labels that are missing in the unsupervised settings and treats the unknown anomalies as normal data. In contrast, our scoring network can be incorporated into existing unsupervised methods without additional assumptions, expanding their ability to handle contaminated data sets and directly optimize anomaly scores.

3 Methodology

In this section, we first introduce the score-guided regularization and then incorporate the scoring network into different unsupervised methods. These score-guided models are collectively called SG-Models (SGMs). Finally, the algorithm of SGMs is elaborated.

3.1 Score-guided Regularization

Let \( X = \{x_i\}_N \) denote a dataset with \( N \) samples where \( x_i \in \mathbb{R}^D \). The common practice of unsupervised anomaly detection methods is to choose one hypothesis mentioned in Section 2 to build a model. As shown in Figure 1 after the representation learner maps the data samples to a latent space, a pre-defined function \( f(\cdot) \) need to be selected to identify the anomalous data in the latent space. According to the chosen hypothesis, \( f(\cdot) \) can be distribution functions \( f(z) \), reconstruction errors \( f(x, \tilde{x}) \), or distance relations \( f(z_i, z_j) \), as:

\[
f(\cdot) = \begin{cases} f(z), & \text{distribution-based} \\ f(x, \tilde{x}), & \text{reconstruction-based} \\ f(z_i, z_j), & \text{distance-based} \end{cases}
\]

where \( z \) is the learned data representation, \( \tilde{x} \) is the reconstructed counterpart of \( x \).

The function values of anomalies deviate from the major data, and a larger value suggests a higher probability of being an anomaly. However, selecting or designing an effective \( f(\cdot) \) requires prior domain knowledge about the tasks and there is almost no universal metric to fit various datasets. Therefore, an intuitive practice is to directly learn the metrics through a neural network and enlarge the deviation between normal and abnormal data to improve the detection capability. However, the prerequisite for the correct expansion of the score disparity is that we can distinguish between the normal and abnormal data, which seems to be a paradox. It is not a simple task for the scoring network to assign correct scores to samples in the unsupervised settings, especially to the samples in the transition field.

In fact, we can use the discrimination metric \( f(\cdot) \) as a self-supervised signal to guide the learning of anomaly score. Supposing that the metric has the ability to detect the obvious-normal and obvious-abnormal data, the scoring network are expected to guide the score distribution of the obvious data first and then gradually try to guide the non-obvious data in the transition field. Specifically, these obvious data are effortless to identify, thus their anomaly scores can be guided faster to converge to the expected values. The representation learner extracts more valuable information from the obvious data, and the scoring network can more efficiently capture differences from data representations. Although these non-obvious data are difficult to distinguish and the anomaly scores of them might even be guided in the wrong direction in the early stage of training, the whole model will gradually be optimized and be capable of identifying the correct guidance direction. Finally, these non-obvious data are expected to be better distinguished.

To achieve this, we propose a scoring network with a score-guided regularization to learn and enlarge the anomaly score disparity and to enhance the capability of the representation learner, as shown in Figure 1. Supposing \( z \) is the representation of a data sample in the latent space, the scoring network is devised to take \( z \) as input and output an anomaly score in an end-to-end manner. As expected to assign smaller anomaly scores to obvious-normal samples and larger scores to obvious-abnormal samples, the regularization function \( L_{SE} \) can be defined as follows:

\[
L_{SE}(\cdot, s) = \begin{cases} |s|, & f(\cdot) < \epsilon_1 \\ \lambda_a \cdot \max(0, a - s), & f(\cdot) > \epsilon_2 \end{cases},
\]

where \( f(\cdot) \) is the aforementioned discrimination function, \( s \) is the learned anomaly score, and \( \lambda_a \) is a weight parameter to adjust the effect of score guidance for anomalies. \( \epsilon_1 \) and \( \epsilon_2 \) are thresholds to divide obvious-normal and obvious-abnormal fields, as shown in Figure 2. As the training progresses, the anomaly scores of obvious-normal samples are expected to be zero and the scores of obvious-abnormal samples are expected to be large than value \( a \). However, the selection of the two thresholds is difficult in unsupervised settings. Considering that most samples in a dataset are normal, we apply only one threshold \( \epsilon \) to divide the obvious-normal field and the suspected abnormal field. Then the regularization function \( L_{SE} \) is revised as follows:

\[
L_{SE}(\cdot, s) = \begin{cases} |s - \mu_0|, & f(\cdot) < \epsilon \\ \lambda_a \cdot \max(0, a - s), & f(\cdot) > \epsilon \end{cases}.
\]

We set a very small positive value \( \mu_0 \) approaching zero to be the target anomaly scores for the obvious-normal data, due to that the zero scores will force most weights of the scoring network to be 0. Although the normal data in the transition field is regarded as the suspected abnormal data, they will be gradually separated from the abnormal data with the knowledge learned from the obvious-normal data. From another perspective, the regularization function can be rewritten as follows:

\[
L_{SE} = L_{normal} + \lambda_a \cdot L_{abnormal},
\]

where \( L_{normal} \) is the the normal data part and \( L_{abnormal} \) is the suspected abnormal data part.

The score-guided regularization is not constrained by new assumptions, so it can be integrated with existing unsupervised methods. Let \( L_{OE} \) be the loss function of an existing unsupervised model, the total loss function \( L \) of the integrated model with score-guided regularization is

\[
L = L_{OE} + \lambda_{SE} \cdot L_{SE},
\]

where \( \lambda_{SE} \) is a hyperparameter to adjust the effect of score-guided regularization.

Parameter analysis. The score-guided regularization introduces four parameters: \( \lambda_{SE} \), \( \lambda_a \), \( \epsilon \) and \( a \), which seems
to make it difficult to determine the appropriate parameter values in real-life applications. Here we analyze the real impact of these parameters. The parameter $\lambda_{SE}$ adjusts the effect of the score-guided regularization to the origin loss and $\lambda_0$ adjusts the effect of the suspected abnormal part. The real impact of the two $\lambda$ can rewrite the Eq. (5) as:

$$L = L_{OE} + \lambda_{normal} \cdot L_{normal} + \lambda_{abnormal} \cdot L_{abnormal},$$  \hspace{1cm} (6)$$

where $\lambda_{normal}$ and $\lambda_{abnormal}$ adjust the effect of the normal data part and the suspected abnormal data part. The parameter $\lambda_{normal}$ and $\lambda_{abnormal}$ have different value ranges but have the same meaning and influence as the parameter $\lambda_{SE}$ and $\lambda_0$. When we incorporate the scoring network with the autoencoder as mentioned in the next subsection, the $L_{OE}$ in Eq. (6) changes to the reconstruction error $L_{RE}$, and the total loss function has a similar form with DAGMM [10] and RSRAE [14], both of which also have two lambda to adjust the regularization effect. The parameter $\alpha$ determines the guided-position for anomaly scores. Intuitively, a large $\alpha$ can better enlarge the score gap between the normal and abnormal data. However, a too-large $\alpha$ will only lengthen the distribution of scores, and the performance improvement will stabilize with the increase of $\alpha$. Because the anomaly score is learned by the scoring network and $\alpha$ determines the effect of the regularizer together with $\lambda_{SE}$, the actual impact of $\alpha$ is small, not requiring adjustment, therefore we set $\alpha = 6$ in all experiments. The parameter $\epsilon$ determines the rate of normal and suspected abnormal data. For convenience, we can select a percentile, denoted as $\epsilon_p$, of the values of $f(\cdot)$, to find the corresponding $\epsilon$. The parameter $\epsilon_p$ can be smaller than the normal data ratio, because the scoring network mainly use the obvious-normal data to guide the score distribution in transition field, which has been confirmed in experiments. Notably, the distribution of anomaly scores can be a signal to reflect the model performance and help parameter selection since the anomaly scores are directly learned and guided by the scoring network. We can also design an early stop mechanism based on the constraint of anomaly scores.

The score-guided regularizer is easy to combine limited labels by using labels instead of $f(\cdot)$ for the labelled data. In this case, the regularizer does not rely entirely on labels to guide the anomaly scores like DevNet, due to the use of self-supervised signals.

### 3.2 Score-guided Models

As mentioned above, we can integrate the scoring network into unsupervised anomaly detection methods. The score-guided methods can be collectively called SG-Models (SGMs). Here, we first propose SG-AE, an instantiation of applying scoring network to one reconstruction-based method, and then introduce a general form of SGMs.

As illustrated in Figure 3, SG-AE consists of a reconstructor and a score guider. Given a data sample $x$, the reconstructor first maps it to a representation $z$ in a latent space and then generate an estimation $\hat{x}$. The score guider learns an anomaly score $s$ using $z$ as its input. In practice, we adopt an autoencoder framework as our reconstructor and a fully connected network in score guider. For tabular data, we also use fully connected networks in the autoencoder. It’s noteworthy that this autoencoder network is easy to transfer to other data types. For example, we can utilize recurrent networks for sequence data and convolutional networks for image data [14] [12].

Fig. 3. The proposed score-guided autoencoder (SG-AE).

Let $E$ and $D$ denote the encoder and decoder in an autoencoder, respectively. We denote the score networking as $S$, and thus have

$$z = E(x), \quad \hat{x} = D(z), \quad s = S(z),$$  \hspace{1cm} (7)$$

where $x$ is the input data; $\hat{x}$ is the reconstructed counterpart of $x$; $z$ is the latent representation; and $s$ is the anomaly score.

The end-to-end network SG-AE can be represented as $M$:

$$M(x) = S(E(x)).$$  \hspace{1cm} (8)$$

We can obtain the parameters of $M$ by minimizing a loss function, which is a combination of two parts: the reconstruction loss and the score-guidance loss. For the autoencoder, we use the $L_2$ loss to assess the reconstruction,

$$L_{RE}(x, \hat{x}) = \frac{1}{N} \sum_{i=1}^{N} \|x_i - \hat{x}_i\|_2.$$  \hspace{1cm} (9)$$

In the reconstruction-based settings, we also utilize the reconstruction error as a self-supervised signal, that is, we use $L_2$ as $f(\cdot)$ in Eq. (3). Thus, we can rewrite the score-guided regularized in (3) and define the score-guidance loss as,

$$L_{SE}(x_i, \hat{x}_i, s_i) = \left\{ \begin{array}{ll}
|x - \mu_0|, & \|x_i - \hat{x}_i\|_2 < \epsilon \\
\lambda_a \cdot \max(0, a - s), & \|x_i - \hat{x}_i\|_2 \geq \epsilon
\end{array} \right.$$

We finally define the overall loss function of SG-AE as the combination of the two loss items in Eq. (9) and (10), that is,

$$L(x, \hat{x}, s) = L_{RE}(x, \hat{x}) + \lambda_{SE} \cdot \frac{1}{N} \sum_{i=1}^{N} L_{SE}(x_i, \hat{x}_i, s_i).$$  \hspace{1cm} (11)$$

Our goal is to minimize the loss function (11). Lower reconstruction loss in Eq. (9) ensures better reconstructions $\hat{x}$ and representations $z$ of normal data. As the score-guidance loss decreases, the anomaly scores of normal data approach zero and the scores of suspected abnormal data
tend to α, thus the score disparities between normal and abnormal data continue to widen. A higher anomaly score of a sample indicates higher possibility to be a anomaly. By thresholding the anomaly scores, one can distinguish between normal and abnormal data samples.

In addition to SG-AE with reconstruction-based assumption, the scoring network can also be applied to other unsupervised methods, such as distance-based methods and distribution-based methods. Here, we discuss a general form of combining the scoring network with unsupervised methods. Let $\mathcal{R}$ be a representation learner in an unsupervised method. With the discrimination metric $f(\cdot)$, the general form of an unsupervised method is:

$$
\mathcal{M}(x) = f(\mathcal{R}(x)).
$$

Combined with the scoring network $\mathcal{S}$, the general form of SGMs is:

$$
\mathcal{M}(x) = \mathcal{S}(f, \mathcal{R}(x)).
$$

By optimizing the total loss function, the score-guided regularization can encourage the SGMs learn and guide the anomaly scores, and also help the representation learner of the original model to learn better data representations. To better understand the scalability, we extend the scoring network to three state-of-the-art models, DAGMM [10], RDA [13] and RSRAE [14], and evaluate the performance in the experiments.

### 3.3 The SGM Algorithm

We illustrate the training process of SGMs in Algorithm 1. The parameters of a SGM are initialized randomly and optimized in the training iteration (Steps 2-10) to minimize the loss in Eq. (5). Specifically, the data representation $z$ is learned by the representation learner $\mathcal{R}$, through $z = \mathcal{E}(x)$ in Step 5. Then the scoring network learns the anomaly scores $s$ through $s = \mathcal{S}(z)$ in Step 6. Then Step 7 calculates the loss function $L$ and Step 8 takes a backpropagation algorithm and updates the network parameters. Data representation and anomaly score distribution are optimized during training. Given a trained SGM, anomaly scores can be directly calculated given new data samples.

**Algorithm 1 Training SGMs**

**Input:** Training set $\{x_i\}_N$, $x_i \in \mathbb{R}^D$

**Output:** SGM $\mathcal{M}$: An optimized anomaly detection network

1. Randomly initialize the network parameters of $\mathcal{R}$, $\mathcal{S}$
2. for each epoch do
3.     Divide input data into batches
4.     for each batch do
5.         $z \leftarrow z = \mathcal{R}(x)$
6.         $s \leftarrow s = \mathcal{S}(z)$
7.         Calculate loss function $L$
8.     Backpropagate and update the parameters of $\mathcal{R}$, $\mathcal{S}$
9.     end for
10. end for
11. return Optimized SGM

### 4 Experiments

In this section, we empirically evaluate the effectiveness and robustness of the SGMs on both synthetic and real-world datasets.

#### 4.1 Simulation Experiments

The intention of the score-guidance design is to enlarge the disparity between the normal and abnormal samples, especially for those that fall into the transition fields, during the training process. To verify that, we conduct simulation experiments to observe the change of anomaly scores during the model training. We compare our SG-AE model with AutoEncoder (AE) [28] and RDP [27] in three artificial datasets.

**Data generation.** As illustrated in Figure 4, we generate a one-dimensional dataset and two two-dimensional datasets. The normal data are shown in blue while the abnormal data are in red. We utilize different equations to generate datasets of different complexity. For the one-dimensional scenario, we sample data points from Gaussian distribution $\mathcal{N}(\mu, \sigma^2)$ in geometric coordinates. For the two-dimensional scenarios, we generate data via controlling two variables in the polar coordinates and then transform them into geometric coordinates. One variable follows a Gaussian distribution and the other follows a uniform distribution. The normal and abnormal data are sampled with different mean $\mu$ and same variance $\sigma^2$. The detailed equations are shown in Figure 4.

**Settings.** The training and testing sets are independently generated, each with 10,000 data samples. The ratio of the abnormal to normal data is one to nine. In the testing sets, we use three values to divide each dataset into four parts ($R_0$ to $R_3$), as shown in Figure 4. Based on the 3-σ rule, the thresholds are chosen with Gaussian parameters $\mu$ and $\sigma$: $\{\mu + \sigma, \mu + 2\sigma, \mu + 3\sigma\}$. Most of the data in $R_0$ are normal, namely obvious-normal. Similarly, $R_3$ is regarded as obvious-abnormal; $R_1$ and $R_2$ are two transition fields. In each field, we calculate the difference between the average anomaly scores of abnormal data and normal data. That is,

$$
S_i = \frac{1}{N_{ai}} \sum_{j=1}^{N_{ai}} s_j - \frac{1}{N_{ni}} \sum_{k=1}^{N_{ni}} s_k, i \in \{0, 1, 2, 3\},
$$

where $S_i$ is the score difference in $R_i$, $N_{ai}$ and $N_{ni}$ are the numbers of abnormal and normal samples in $R_i$, $s_j$ is the anomaly score of a sample. The score differences reflect the ability to distinguish between normal and abnormal data. We then use the Area Under Receiver Operating Characteristic Curve (AUC-ROC) to evaluate the model performances. The AE and SG-AE share the same Adam optimizer, learning rate, and fully connected networks. The layer sizes are set as 20 for the one-dimensional dataset and $(64, 20)$ for the two-dimensional datasets. The scoring network in SG-AE is also a fully connected network with layer size $(20, 1)$. The RDP keeps the originally proposed settings. The batch size and the training epoch are 1024 and 100, respectively.

**Results analysis.** As shown in Figure 4 for AE, the score differences decrease during training, suggesting that AE attempts to reconstruct the abnormal data. The continuous
Fig. 4. Simulation experiments in three synthetic datasets. (R₀~R₃) represent fields with different ratio of anomaly data. For SG-AE, the score difference between normal and abnormal data in each field gradually expands with the training process.

The changes of $S_1$ and $S_2$ are not obvious. For SG-AE, the score difference in each field is increasing during training, suggesting that the model reacts differently to normal and abnormal data. Specifically, the abnormal data are guided to obtain a larger anomaly score, while the normal data to
a smaller anomaly score. More important, as expected, the increase of $S_1$ and $S_2$ indicates the improvement of the detection ability of the model in the transition field. Moreover, the SG-AE achieves the best AUC-ROC performances in the three datasets. The results demonstrate the effectiveness of the scoring network.

### 4.2 Evaluation Experiments

#### 4.2.1 Datasets Description

As shown in Table 1, we use seven publicly available tabular datasets in our experiments. Two datasets are in the healthcare domain, e.g., diagnosis of breast cancer (bcs) [43] and diabetic detection (diabetic) [44]. Another two datasets are related to attack in cybersecurity, e.g., intrusion [45] and attack [46]; and Market includes data of potential subscribers in bank marketing [46]. Creditcard is a credit-card fraud dataset. Donor is a valuable projects selection dataset. Details of these two datasets can be found in [42].

#### Table 1

<table>
<thead>
<tr>
<th>Data</th>
<th>$N_{\text{origin}}$</th>
<th>$D_{\text{num}}$</th>
<th>$D_{\text{cat}}$</th>
<th>$R_{\text{dup}}$(%)</th>
<th>$R_{\text{miss}}$(%)</th>
<th>$N$</th>
<th>$D$</th>
<th>$N_{\text{noise}}$</th>
<th>$R_{\text{anomaly}}$(%)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Attack</td>
<td>257673</td>
<td>39</td>
<td>3</td>
<td>0.00</td>
<td>0.00</td>
<td>79965</td>
<td>191</td>
<td>342</td>
<td>25.24</td>
</tr>
<tr>
<td>Bcc</td>
<td>462563</td>
<td>14</td>
<td>0</td>
<td>17.67</td>
<td>0.00</td>
<td>382122</td>
<td>14</td>
<td>2242</td>
<td>2.62</td>
</tr>
<tr>
<td>Creditcard</td>
<td>284807</td>
<td>30</td>
<td>0</td>
<td>0.38</td>
<td>0.00</td>
<td>285441</td>
<td>30</td>
<td>1716</td>
<td>0.00</td>
</tr>
<tr>
<td>Diabetic</td>
<td>101746</td>
<td>12</td>
<td>31</td>
<td>0.00</td>
<td>3.65</td>
<td>98575</td>
<td>115</td>
<td>522</td>
<td>12.10</td>
</tr>
<tr>
<td>Donor</td>
<td>694986</td>
<td>6</td>
<td>16</td>
<td>0.04</td>
<td>12.02</td>
<td>570873</td>
<td>79</td>
<td>3337</td>
<td>6.28</td>
</tr>
<tr>
<td>Intrusion</td>
<td>805050</td>
<td>38</td>
<td>3</td>
<td>73.22</td>
<td>0.00</td>
<td>216420</td>
<td>119</td>
<td>820</td>
<td>37.23</td>
</tr>
<tr>
<td>Market</td>
<td>45221</td>
<td>7</td>
<td>9</td>
<td>0.00</td>
<td>0.00</td>
<td>45431</td>
<td>51</td>
<td>241</td>
<td>11.70</td>
</tr>
</tbody>
</table>

Data Preprocessing. We first preprocess the datasets via removing duplicated samples or samples with missing features. For example, 73.22% of duplicates are found on intrusion, and 12.02% of missing data are found on donor. Next, we encode the categorical features with one-hot encoding and standardize each numerical feature. In addition, following [42] we inject noises into the training data to improve the robustness. Specifically, we randomly select 1% of normal data and swap 5% features of these data. Finally, the training, validation, testing sets are randomly divided into 6/2/2. Note that some datasets have a part of features that leak anomaly labels. To keep consistency in real applications, we drop one feature in attack and five features in donor to avoid using this supervised-like information.

#### 4.2.2 Benchmarks and Settings

We compare SG-AE with five benchmarks: iForest [24], RDA [13], DAGMM [10], RDP [27], RSRAE [14]. We use the originally proposed model structures for iForest, DAGMM, and RDP. As for RDA, RSRAE, and SG-AE, we use the same fully connected layer settings in the autoencoder framework to maintain the consistency. To adapt the autoencoder framework to various dataset dimensions ($D$), we select the sizes of the fully connected layers in the encoder from (20, 40, 80), for example, size ($D$, 20) for creditcard, size ($D$, 40, 20) for market and size ($D$, 80, 40, 20) for intrusion. The network sizes in the decoder are symmetrical to the encoder. The scoring network in SG-AE uses the fully connected network with size (20, 10). In terms of parameter settings, we keep the original recommendations in iForest. To make the deep learning models adaptable for each dataset and arrive at a convincing conclusion, we conduct parameter searching to obtain optimal results, starting from the recommended parameters. Specifically, RDA is tuned with $\lambda$ and update step, while DAGMM is tuned with two $\lambda$ and mixture components number. RSRAE is tuned with two $\lambda$ and intrinsic dimension. RDP is tuned with node epoch, tree depth, and latent dimension. RDP set tree number to 1 rather than in ensemble settings for fair comparisons. SG-AE is tuned with two $\lambda$ and $\epsilon_p$. Additionally, we keep the same training settings for all deep learning models. We set batch size as 1024, the training epochs as 100, and the Adam optimizer with a learning rate of 0.0001. We select the well-trained models in the validation sets. Each training task takes from dozens of minutes to a few hours on one NVIDIA RTX 2080 Ti GPU. The implementation code is publicly released at https://github.com/urbanmobility/SGM.

#### 4.2.3 Performance Evaluation

We use the Area Under Receiver Operating Characteristic Curve (AUC-ROC) and the Area Under Precision-Recall Curve (AUC-PR) to evaluate the performance of reference methods. Higher AUC values suggest better performance. The results are averaged over 10 independent runs, in which the data sets are regenerated randomly, to report stable performance. As shown in Table 2, the results reflect that our SG-AE outperforms other methods in all datasets. SG-AE achieves more than 5% AUC-ROC/AUC-PR improvement over the best baselines on attack, intrusion, market. The reliance on clean training data for DAGMM leads to performance degradation in the anomaly-contained settings. RDP and RDA utilize different strategies to filter anomalies during training, achieving the second and third performance in most datasets. RSRAE, originally designed for image data, achieves unsatisfactory performance, reflecting that it cannot be well adapted to tabular data. The performance improvement of SG-AE benefits from the score-guidance strategy, which enhances the score disparity and the capability of the representation learner. Compared with the results in [27], the performance difference is mainly caused by the construction of the datasets. For example, we obtained 22 features from the data sources in donor but [27] take only 10 features without detailed prepossessing steps. However, we can have a convincing comparison result in creditcard, which is a standard dataset and has been preprocessed in the original data source. On this dataset, iForest and RDP perform similarly in our work and [27].

Figure 5 presents the score distribution of SG-AE. We can see that the anomaly score distributions of normal data (blue bars) and abnormal data (red bars) are notably separated in most datasets. For numerical comparison between the typical methods, we use KS test to reflect the distribution distance between normal and abnormal scores. KS test is a statistical hypothesis test that checks whether two samples differ in distributions [47]. A higher KS index indicates a larger score difference. As shown in Table 3, the average values of the KS of SG-AE on the seven datasets are 0.539, surpassing the 0.355 of AE, 0.372 of AE, 0.336 of RDA, and 0.415 of RDP. This suggests that our scoring network...
successfully enhanced the disparity between the normal and abnormal data. A larger KS index correlates with better performance showed in Table 2, especially on the bcsc, creditcard, intrusion datasets. Taken together, these results demonstrate the effectiveness of the score guidance design.

4.2.4 Comparison with Variants

In SG-AE, we introduce the score-guidance strategy to anomaly scores with the reconstruction error as a self-supervised signal. To examine the effect of the learnable anomaly score, we remove the scoring network and use the reconstruction error as the anomaly score, keeping the regularizer in Eq. (11). That means regularizer is used to guide the reconstruction error. This variant of SG-AE is named as SG-AE\text{normal}. We also test AE, the original autoencoder without the score-guided loss and the scoring network.

We next devise the other two variants, SG-AE\text{normal} and SG-AE\text{lognormal}, to examine the score distribution assumption. The anomaly scores appear to have a normal or lognormal distribution in the statistical histogram displayed in Figure 5. Inspired by this, we assume the anomaly scores follow a normal or lognormal distribution in our SG-AE. The outputs of the scoring network are altered to the mean and standard deviation of scores, denoted by \(\mu, \sigma\). We utilize KL divergence to measure the distribution difference, thus the guided regularization (10) can be written as follows.

\[
L_{\text{SE}}(x, \tilde{x}, \mu, \sigma) = \begin{cases} 
\left\{\text{KL}(D(\mu, \sigma), D(0, 1)), \right. \\
\left. \|x - \tilde{x}\|_2 < \epsilon \right) \\
\left. \lambda_{\alpha} \cdot \max(0, -\mu + \alpha), \right. \\
\left. \|x - \tilde{x}\|_2 \geq \epsilon \right).
\end{cases}
\]

Table 4 compares the performance of the original SG-AE and its variants. The original SG-AE performs best on five datasets. SG-AE\text{normal} and SG-AE\text{lognormal} have similar performances, which are slightly worse than SG-AE\text{original} in most cases. SG-AE\text{recon} achieves the best performances on diabetic and donor. However, the performance of SG-AE\text{recon} has large variances across datasets, which is caused by the conflict of these two loss functions. The reconstruction loss tends to reduce the reconstruction error, but the score guidance loss attempt to enlarge the reconstruction error for anomalies. This conflict brings challenges to the update of network states. The results of SG-AE\text{original}, SG-AE\text{normal}, SG-AE\text{lognormal} are significantly better than AE, which demonstrates the effectiveness of the scoring network.

4.2.5 Sensitivity of Parameters

In this part, we examine the sensitivity of SG-AE to different parameters. For convenience, we divide the four parameters

---

**Figure 5.** The anomaly score distribution of actual normal and abnormal data on the seven datasets. As expected, the SG-AE learns relative large anomaly scores for the abnormal data (red), but small scores for the normal data (blue).

---

**TABLE 3**

KS index between the anomaly score distributions of the normal and abnormal data in various models.

<table>
<thead>
<tr>
<th>KS index</th>
<th>Attack</th>
<th>Bsc</th>
<th>Creditcard</th>
<th>Diabetic</th>
<th>Donor</th>
<th>Intrusion</th>
<th>Market</th>
</tr>
</thead>
<tbody>
<tr>
<td>iForest</td>
<td>0.207</td>
<td>0.456</td>
<td>0.805</td>
<td>0.076</td>
<td>0.035</td>
<td>0.717</td>
<td>0.188</td>
</tr>
<tr>
<td>AE</td>
<td>0.224</td>
<td>0.899</td>
<td>0.657</td>
<td>0.082</td>
<td>0.086</td>
<td>0.843</td>
<td>0.422</td>
</tr>
<tr>
<td>RDA</td>
<td>0.231</td>
<td>0.790</td>
<td>0.782</td>
<td>0.305</td>
<td>0.064</td>
<td>0.324</td>
<td>0.265</td>
</tr>
<tr>
<td>RDP</td>
<td>0.346</td>
<td>0.741</td>
<td>0.870</td>
<td>0.203</td>
<td>0.056</td>
<td>0.450</td>
<td>0.340</td>
</tr>
<tr>
<td>SG-AE</td>
<td>0.570</td>
<td>0.791</td>
<td>0.882</td>
<td>0.114</td>
<td>0.089</td>
<td>0.864</td>
<td>0.509</td>
</tr>
</tbody>
</table>

---

To intuitively understand the anomaly detection results, we utilize t-SNE for dimensionality reduction and visualize the seven datasets in 2D space, as shown in Figure 6. Data samples are colored with their true labels or anomaly scores generated by our SG-AE and RDP, which performs best among the baselines. The light color indicates these samples cannot be easily distinguished as normal or abnormal data. One can select different thresholds to identify the abnormal samples, according to the datasets and needs. In Figure 6, we observe that t-SNE can well segregate the anomalies in the 2D space on half of the datasets, and SG-AE presents more similar segregation to the ground truth than RDP, especially on bcsc and intrusion. These results are consistent with the results in Table 2 reflecting the anomaly detection capabilities of SG-AE. We also notice that the anomalies are not segregated well on diabetic and donor, indicating the challenge of anomaly detection.
into two groups, \( \epsilon_p \) and \( a \) in group one, \( \lambda_{SE} \) and \( \lambda_a \) in group two. We first test the group one by fixing \( \lambda_{SE} = 0.01 \) and \( \lambda_a = 18 \), then test the group two with fixed \( \epsilon_p \) and \( a \).

Figure 7 reports the AUC-ROC values of the two-step testing on three datasets, attack, creditcard, and market. The darker colors suggest better performance. We note that the state-of-the-art results can be achieved in two rounds of parameter searching, which indicates that the parameter searching is not very complicated or time-consuming. In addition, we find that (i) \( \epsilon_p \) and \( \lambda_a \) have relatively greater impact; (ii) \( \epsilon_p \) can be smaller than the normal data ratio, especially with a little prior knowledge of the dataset; (iii) in consistent with the the analysis in methodology, the performance of SG-AE changes lightly when \( a > 5 \); (iv) the sensitivity also behaves differently for these datasets owning to the complexity and characteristics.

4.2.6 Robustness to Different Anomaly Rates

As we intend to learn the disparity between the normal and abnormal data using a scoring network, we can expect that the performance of SG-AE would be robust to the ratio of the abnormal data. To validate this expectation, we reorganize the two datasets with high anomaly rates, attack and intrusion, and compare SG-AE with iForest, AE, RDP, on these datasets with different anomaly rates. Specifically, we randomly drop anomaly samples in the training set, adjusting the anomaly rate to \([5\%, 10\%, 15\%, 20\%, 25\%]\) on attack and \([5\%, 10\%, 15\%, 20\%, 25\%, 30\%, 35\%]\) on intrusion.

The validation and testing sets keep the original anomaly rate.

Figure 8 presents the comparison results in different anomaly rates. Obviously, SG-AE achieves a more stable performance than other competing models, while AE has the fast AUC-ROC performance degradation on both datasets. The strong sensitivity of AE to the anomaly rate mainly due to its intention to reconstruct all input data, while a large fraction of abnormal data hinders the training of the reconstruction model. We also observe that the AUC-ROC values of iForest and RDP drop faster in attack than in intrusion, suggesting that the robustness to anomaly rates also depends on the characteristic of data.

4.3 Extension to SOTA models

To examine the transferability of the scoring network to other models, we evaluate the performances of three extended models in the seven tabular datasets.

Settings. We extend the scoring network to three state-of-the-art models: DAGMM, RDA, and RSRAE. The extended models are named score-guided DAGMM (SG-DAGMM), score-guided RDA (SG-RDA), and score-guided RSRAE (SG-RSRAE). For the input of the scoring network, SG-DAGMM takes the same input as the compression network in DAGMM, SG-RDA takes the output of the encoder, and SG-RSRAE takes the output of the RSR layer. Here the datasets are configured same as the experiments of SG-AE. We also search parameters to adapt the SG-Models to these
Fig. 7. The AUC-ROC values for SG-AE with various sets of parameters on three datasets, attack, creditcard, and market. We first fix $\lambda_{SE} = 0.01$ and $\lambda_a = 18$ for each dataset and train the SG-AE with different values of $\epsilon_p$ and $a$. Then we fix $\epsilon_p$ and $a$, and train the SG-AE with different values of $\lambda_{SE}$ and $\lambda_a$.

Fig. 8. The AUC-ROC values of selected models in different anomaly rates on two datasets attack and intrusion. SG-AE achieves stable AUC-ROC with various anomaly rates.

datasets. Specifically, SG-RDA is tuned with its original $\lambda$ and $\lambda_{SE}$, SG-DAGMM and SG-RSRAE are tuned with their two original $\lambda$ and $\lambda_{SE}$.

Performance evaluation. The results of AUC-ROC and AUC-PR are shown in Table 5. Compared with the original model, these SG-Models achieve varying degrees of improvement in most datasets. These results suggest that the score-guidance strategy can better handle the contaminated data. In addition, SG-DAGMM obtains more obvious performance improvements and surpasses SG-AE on some datasets. This is mainly because the scoring network enables DAGMM to deal with the anomaly contamination and generates better data representation for the Gaussian Mixture Model. These experimental results not only demonstrate the effectiveness of the scoring network design, but also reflect that the scoring network can be incorporated into different unsupervised anomaly detection models.

4.4 Extension to document and image tasks

To examine the transferability to different tasks, we compare SG-AE with iForest, DAGMM, RDA, RSRAE, and RDF on document and image datasets. **Settings.** For the document task, we utilize datasets, news and reuters [14]. News involves newsgroup documents with 20 different labels and reuters contains 5 text categories. Following the preprocessing steps in [14], news and reuters are randomly split into 360 documents per class and the documents are embedded into vectors of size 10,000 and 26,147, respectively. In each round of testing, we choose one class as normal data in turns and randomly select abnormal samples from other classes. By collecting different numbers of abnormal data, we compare the SG-AE with baselines in the document datasets with varying anomaly rates, [5%, 10%, 15%, 20%, 25%]. For image task, we take mnist dataset as an example [13]. mnist consists of 5124 instances, with the anomaly rate of 5.2%. The normal data are the image of digit “4” and the abnormal data are other digits. For each task, we average the AUC-ROC and AUC-PR values over 10 independent runs. The training and testing sets are 8/2. The layer sizes of the autoencoder framework are [1024, 256, 64, 20] in document tasks and [128, 64, 32] in the image task. The batch size is set as 32 and other settings are consistent with the previous experiments. We also conduct parameter searching to achieve nearly optimal results.

Performance evaluation. Figure 9 illustrates the results for document datasets. SG-AE achieves the best performance in reuters. In 20news, SG-AE performs slightly weaker than RSRAE and RDA at a smaller anomaly rate but performs better at a larger anomaly rate. This might be due to the different granularity when handling anomalies. Specifically, RSRAE and RDA filter abnormal parts for each sample at the feature level, which is effective for datasets with large feature correlation (such as document or image datasets). SG-AE simply guides the sample distribution at the data level. In fact, the feature-level and the data-level strategies are not in conflict. The combination of these two strategies can be further studied in the future. The results
for the document dataset are shown in Table 6. Similar to the document datasets, SG-AE has competitive AUC-ROC, but performs weaker than RSRAE in term of AUC-PR. Therefore, we further evaluate SG-RSRAE, achieving performance improvements of 1.3% on AUC-ROC and 19.7% on AUC-PR over RSRAE. These results confirm the effectiveness of the score-guidance strategy in different tasks.

Fig. 9. AUC-ROC and AUC-PR values on document data.

### 5 Conclusion and Future Work

Targeting the unsupervised anomaly detection task, this work devised an effective scoring network with score-guided regularization. The scoring network is able to learn the disparity of normal and abnormal data and the disparity is gradually enhanced during the network training. The scoring network can be integrated into different unsupervised anomaly detection methods. We next proposed a representative instantiation of incorporating the scoring network into an autoencoder framework, namely score-guided autoencoder (SG-AE). We first conducted experiments on synthetic datasets to examine the effectiveness of the score-guidance strategy. The results show that the anomaly scores disparity between normal and abnormal data continues to expand during training, especially in the transition field. Then comprehensive experiments are conducted on seven tabular datasets, suggesting that the proposed SG-AE is competitive with the state-of-the-art methods in terms of both AUC values and the Kolmogorov–Smirnov statistical index. We also analyzed the sensitivity of the introduced parameters in our scoring network and found that different datasets can share similar configurations. In addition, as the scoring network can learn the disparity between normal and abnormal data, we expect that SG-AE can work well even with a large fraction of anomaly data. To validate this expectation, we then tested the SG-AE on two datasets with varying anomaly rates, indicating that SG-AE is more robust to the anomaly rate than the other three baselines. In order to present the transferability of the scoring network on different unsupervised methods, we then applied the scoring network to three state-of-the-art methods and the experimental results approve the performance improvement. Moreover, we applied the scoring network to two document datasets and one image dataset to present the transferability to different anomaly detection tasks. Experimental results show that SG-Models is comparable to the state-of-the-art methods, especially for datasets with large anomaly rates.

There are several improvements and potential extensions that merit further study: (1) Adjusting the λ parameters to balance the effects of several loss function terms is challenging when applying the scoring network to a method with multiple loss functions. Potential solution could be utilizing the multi-objective optimization techniques [48, 49], which attempt to balance the trade-offs between several objectives. Hyperparameter tuning techniques [50, 51], which map hyperparameters into loss functions and optimize them during training, are also worthy of consideration to deal with the problem of too many hyperparameters. (2) The score-guidance strategy deserves to be further applied to convolutional frameworks or sequential frameworks to evaluate the performance changes in various anomaly detection tasks with image, time-series, or graph datasets.
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