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Although the realization of useful quantum computers poses significant challenges, swift progress in emerg-
ing quantum technologies is making this goal realistically approachable. In this context, one of the essential
resources is quantum entanglement, which allows for quantum computations outperforming their classical coun-
terparts. However, the task of entanglement detection is not always straightforward for several reasons. One
of the main challenges is that standardly-used methods rapidly become unfeasible when dealing with quantum
states containing more than a few qubits. Typically, this is due to the fact that a vast amount of measurements
is needed on many copies of the state. Generally, it is not unusual to deal with a very limited number of state
copies in experimental settings - in fact, this may be the case for many large quantum systems. In this article, an
overview is provided of a probabilistic approach that enables high-confidence genuine multipartite entanglement
detection using an exceptionally low number of state copies. Additionally, a study is presented that shows that
this protocol remains efficient also in the presence of noise, thus confirming the practicality of the method for
near-term quantum devices and its suitability for complex experimental settings.

1. INTRODUCTION

The concept of quantum entanglement initially arose in the
famous thought experiment of A. Einstein, B. Podolsky and N.
Rosen as the cause of an apparent paradox explained with as-
suming the incompleteness of quantum mechanics [1]. How-
ever, about 30 years later J. S. Bell provided a solution to the
paradox deriving an inequality that, if violated, would prove
against quantum mechanics being a local-realistic theory (like
Einstein, Podolsky and Rosen assumed) [2]. The first experi-
mental demonstrations of the violation of Bell’s inequality [3–
5], realized by performing measurements on pairs of entan-
gled particles, confirmed that no local theory could reproduce
the predictions of quantum mechanics. These experiments
were truly a breakthrough in the quantum field. They opened
the way to a better understanding of the phenomenon of en-
tanglement and led to analyses of its implications. Nowadays
it is well established that entanglement plays a central role
in efficient quantum computation [6]. Examples of quantum
protocols requiring entanglement as an essential resource are
many quantum communication and quantum information pro-
cessing schemes [7–10] or algorithms based on the so-called
measurement based quantum computing (MBQC) [11, 12], to
name but a few. Given the key role that entanglement plays
in quantum computation, it is evident that its characterization
and quantification is equally important [13]. In other words,
as it is essential to verify that the entangled system used to per-
form a certain computational task operates in the anticipated
fashion — i.e. below some error threshold — reliable verifica-
tion of quantum entanglement becomes a crucial task. While
it is relatively straightforward to reliably perform this task in
small-scale quantum systems (many schemes have been de-
veloped that are easily applicable to quantum states with few
qubits) it is also evident nowadays that this is not yet the case
for systems containing a larger number of qubits. In fact,
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many entanglement detection methods are only practical at the
very small scale of noisy intermediate-scale quantum (NISQ)
devices (which contain tens of qubits) and are ill-suited for
systems of a few hundred qubits, which we can expect in the
next decade or so in a huge variety of quantum platforms,
from photons to trapped ions and superconducting qubits [14].
The reason as to why many methods are not efficiently ap-
plicable to large-scale NISQ and beyond NISQ devices lies
in the amount of resources required. Ideally, the gold stan-
dard for every quantum system would be complete quantum
state tomography, from which one can infer full information
about the state (as this method fully reconstructs its density
matrix) [15]. Unfortunately, since the number of required
measurement settings scales exponentially with the size of the
system, i.e. number of qubits, this approach comes at a very
high price. Although efforts were made to exploit certain state
symmetries and thus achieve a polynomial scaling [16] or to
use compressed sensing schemes to reduce the high experi-
mental demand [17], this approach is still highly impractical
for reconstructing large-scale states. Luckily, full information
about the state is often not needed, and techniques that aim to
probe only some specific features have been developed, gen-
erally leading to less costly experimental requirements. Ex-
amples of such tasks are the reconstruction of arbitrary ele-
ments of the quantum state density matrix [18], its projections
onto a fixed set of observables [19], its approximate classical
description [20], the estimation of how far an experimentally
prepared state is from an ideal target state [21], or the detec-
tion of entanglement [22]. As long as noise-resistant quantum
computers are not fully developed, it is therefore essential to
reliably validate any available quantum system. In the course
of this article we will focus on the task of entanglement de-
tection, providing an overview of the probabilistic few-copy
approach presented in Ref. [23] that enables entanglement de-
tection with high confidence using an exceptionally low num-
ber of state copies. We will first present the theoretical back-
ground, and then provide an analysis of the tolerance to noise
aimed at investigating how the amount of required resources
varies in the presence of noise. Additionally, a comparison
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with a standard entanglement detection procedure will be pre-
sented to provide an intuition about the power of the few-
copy approach in experimental settings and its applicability to
large-scale quantum systems. Ultimately, we will show that
not only does this method solve the problem of high demand
in practice, but it also allows, in certain cases, to extract the
fidelity of the quantum state — i.e. to quantify the overlap be-
tween the experimental state and an ideal target state — with
no additional overhead. In this way, we will provide a per-
spective of how the few-copy method can prove particularly
useful for the next generation of quantum devices.

2. DETECTING ENTANGLEMENT WITH FEW COPIES
ONLY

A recent probabilistic scheme has demonstrated that reli-
able entanglement detection is possible using a very limited
amount of copies of a quantum state [23]. The key idea be-
hind this resource-saving approach is to formulate the task of
entanglement detection on a certain quantum state ρ in terms
of a probabilistic procedure where entanglement is seen as the
ability of ρ to answer specific yes/no questions. The more
“yes” answers are given, the higher the probability that ρ con-
tains entanglement. This idea is illustrated schematically in
Figure 1. The questions, indicated by Mi with i = 1, ...,L,
correspond to adequate observables that are drawn randomly
from a set M a certain number of times N and are applied
to copies of ρ. Their application produces a binary outcome
mi that can take the value of either 1 (“yes”) or 0 (“no”) for
each copy. If the number of positive answers exceeds a cer-
tain threshold, the quantum state ρ exhibits entanglement with
high probability. Both this threshold and probability will be
quantified in the course of this section.

The first step to apply the procedure is to construct the set
M of operators Mi such that the probability to obtain positive
answers (that is, outcomes mi = 1) for all separable states ρs
is upper bounded by a certain value ps < 1, also called the
separable bound. On the other hand, the same probability for
a certain entangled state ρe (the target state) is maximized to
a certain value pe that is strictly greater than the separable
bound ps. The value pe is referred to as the entanglement
value. Assuming we can experimentally prepare a certain
quantum state ρexp, and that the application of N randomly
drawn operators Mi to it returns S outcomes 1, we can there-
fore write the observed entanglement value as pobs

e = S/N and
thus find its deviation from the separable bound ps as

δ= pobs
e − ps = S

N
− ps. (1)

If S/N exceeds ps (or equivalently if S exceeds N ps, with
the latter being the threshold mentioned in Figure 1), entan-
glement is detected in ρexp. Whenever this is the case, we
associate “success” to the protocol. The last thing to figure
out is the probability that this occurs (that is, the probabil-
ity that δ evaluates to a positive number). One can see from
Ref. [24] that this probability of success, indicated by P(δ), is

relevant queries copies of ρ possible answers
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Figure 1. Theoretical protocol for detecting entanglement on a
quantum state ρ in a probabilistic way. N copies of ρ are queried
with appropriate questions (corresponding to specific randomly sam-
pled observables Mi) and produce yes/no answers (corresponding
to 1/0 outcomes, respectively). Eventually, the number of positive
answers is counted. If this number exceeds a certain threshold, the
quantum state ρ exhibits entanglement with a certain probability.

upper bounded as

P(δ)≤ e−D(ps+δ||ps)N , (2)

for any separable state ρs. Here D(x||y) is the Kullback-
Leibler divergence and reads D(x||y)= xlog x

y +(1−x)log 1−x
1−y .

Hence the probability or confidence C(δ) of detecting entan-
glement is lower bounded as

C(δ)= 1−P(δ)≥ 1− e−D(ps+δ||ps)N = Cmin(δ), (3)

which goes exponentially fast to unity in the number of out-
comes N. It is important to highlight that, since each Mi is
applied to a copy of the quantum state, N is also the number
of interrogated state copies, or equivalently the number of ex-
perimental repetitions. It follows from Equation (3) that, for a
fixed minimum confidence Cmin ≡ C0, the number of copies
required is estimated to be at most

Nmax = −log(1−C0)
D(ps +δ||ps)

. (4)

This means that this probabilistic framework allows one to
detect entanglement in a quantum state ρ using a maximum
number of copies of ρ that grows logarithmically at the rate
of D(ps +δ||ps)−1 as the confidence C0 increases. In what
follows we will show that Nmax is a low number in general,
hence the name few-copy entanglement detection. This the-
oretical scheme was validated experimentally on a six-qubit
photonic cluster state [23]. It was shown that entanglement
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detection is possible with high confidence (more than 99%)
using only about a hundred copies of the state.

Importantly, unlike standard approaches, this few-copy
method also bypasses the need for independent and identically
distributed (i.i.d.) copies of the quantum state through to the
use of random sampling of measurement operators [24, 25].
As the generation of identical copies in each single experi-
mental run is always challenging from a practical perspective,
the fact that the i.i.d. assumption is not required constitutes a
clear advantage.

Besides this few-copy case, which is the main focus of
this article, it is worth mentioning another scenario (studied
in detail in Ref. [24]) embedded in this probabilistic frame-
work, namely the case where the probability of success is up-
per bounded by a certain function e−αn, where α is a posi-
tive constant and n is the number of qubits constituting the
quantum state. As a consequence, when target states are pre-
pared, the confidence for entanglement detection is at least
Cmin = 1− e−αn, which approaches 1 exponentially fast in
n. This suggests that detecting entanglement with high confi-
dence is possible even with just one copy of the state, provided
that n is sufficiently large. For example, it was shown that en-
tanglement detection is possible with 95% confidence using
only one copy of a linear cluster state composed of n = 24
qubits. It was proved that also k-producible states and ground
states of local Hamiltonians are amenable to single-copy en-
tanglement verification.

2.1. Entanglement witnesses and the few-copy protocol

The application of the few-copy protocol to an experimental
state ρexp requires exceptionally little effort. The procedure
can be summarised as follows:

(i) Randomly draw the operators Mi (each with a given
probability εi) from the set M N times;

(ii) Apply each of them to a copy of ρexp and note down the
corresponding outcome mi (0 or 1);

(iii) Extract S (the number of outcomes mi = 1) and use it to
calculate the deviation δ in Equation (1). Note that the
value ps is obtained from the theoretical derivation and
is therefore fixed and independent of the experimental
implementation;

(iv) If δ > 0, use it to evaluate the minimum confidence
Cmin(δ) in Equation (3). This is the confidence with
which entanglement is detected in ρexp. If δ ≤ 0, the
protocol is inconclusive and therefore no information
can be gained.

The only question left is how to initially derive the set M and
the separable bound ps. A general and formal method to ex-
tract these quantities is given in Refs. [23, 25], which also con-
tain many details and examples. In short, all is needed to apply
this procedure is the definition of any so-called entanglement
witness operator W tailored to the quantum state one wishes

to probe. Once W is defined, the so-called “witness transla-
tion method” outlined in Refs. [23, 25] can be used to derive
M and ps. Constructing such witnesses is nowadays a pretty
standard technique, and in general many witnesses have been
already derived for many different quantum states [22, 26–
28].

This witness translation method makes use of entanglement
witness operators in a new way. The standard witness-based
technique (which is among the most common approaches for
entanglement detection) requires the estimation of the expec-
tation value 〈W〉ρ = Tr[Wρ], where ρ is the quantum state to
probe. If 〈W〉ρ evaluates to a negative value, then ρ is entan-
gled. More formally, an entanglement witness W is normal-
ized such that{

〈W〉ρs ≥ 0 for all separable states ρs,
〈W〉ρe < 0 for at least one entangled state ρe.

(5)

Although it may sound simple, this technique presents
some substantial drawbacks as the size of the quantum state
increases. First of all, witnesses are not directly measurable
quantities, in the sense that they are in general not accessible
locally [29]. They have to be decomposed in terms of local ob-
servables Wi as W = ∑Q

i=1 Wi, hence requiring the estimation
of Q expectation values in independent experimental runs.
Therefore, if the experimental count rate for a certain experi-
mental state ρ is particularly low, it might be challenging (or
even impossible) to estimate each 〈Wi〉ρ with low statistical
error. Clearly, the more local terms are present in the witness
decomposition (in general, the number of local observables in-
creases exponentially with the number of qubits [27, 30]), the
worse this situation gets. For this reason, efforts have been
made to reduce the number of terms composing entanglement
witnesses [26, 27] or even the number of measurements via
the use of adaptive strategies [31]. Despite these improve-
ments, it is clear that measuring expectation values is not a
practical task when the experimental count rate is particularly
low. In such case, a consistent number of copies would still
be needed for each local term 〈Wi〉ρ to be measured with high
accuracy.

We stress here that while the few-copy approach does need
to define an entanglement witness to build the theoretical pro-
tocol, its use is based on a completely different theoretical
groundwork that provides a feasible tool to adequately claim
the presence of entanglement in a quantum state bypassing
measurements of expectation values. Essentially, the few-
copy method detects entanglement through the use of prob-
abilities of success, and thus drastically reduces the experi-
mental requirements (number of detection events needed).

3. AN EXPERIMENTAL PERSPECTIVE ON NOISE
TOLERANCE

To give a more quantitative analysis of how efficient the
few-copy approach is (also compared to the standard witness
method), we investigate how the experimental requirements
vary according to the amount of noise affecting the quantum
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state. Such considerations come in light of the fact that exper-
imental quantum states are always mixed with some noise that
might have potential detrimental effects on the performance of
the desired quantum protocol. Therefore, a careful noise anal-
ysis is essential to gather insights on its range of applicability.

A common way to account for noise in a quantum state is
to consider a target (ideal) state ρt =

∣∣ψ〉〈
ψ

∣∣
t mixed with the

white noise ρwhite = 1/dn, where d is the dimension of the
local Hilbert space and n the number of qubits constituting
the quantum state. This mixture is written as

ρ =λ 1

dn + (1−λ)
∣∣ψ〉〈

ψ
∣∣
t , (6)

with 0 < λ < 1 being the amount of noise in the state. In the
absence of noise (λ= 0), ρ reduces to the target state

∣∣ψ〉〈
ψ

∣∣
t,

while in the presence of maximal noise (λ = 1), ρ coincides
with a maximally mixed state. Obviously, white noise is not
the only way to model noise and the generated quantum state
may not always be of the form of Equation (6). However,
this model is often a good approximation and offers a feasible
tool to draw general conclusions about how the requirements
for entanglement detection may vary in a reasonably realistic
scenario.

To give an intuition of how noise affects the few-copy pro-
tocol, we consider the example of a generic n-qubit cluster
state |C〉 and the witness

W|C〉 =
1
2
1−|C〉〈C| , (7)

which is standardly defined to detect genuine multipartite en-
tanglement in cluster states (and more in general in graph
states [27]). We can always use the fact that a cluster state
|C〉 can be decomposed in terms of its so-called stabilizers
S|C〉

i , with i = 1, ...,2n as

|C〉〈C| = 1
2n

2n∑
i=1

S|C〉
i . (8)

The stabilizers S|C〉
i are written as tensor products of Identity

and Pauli operators and have the property that [32]

S|C〉
i |C〉 = |C〉 . (9)

At this point we can write the decomposition in Equation (8),
and therefore the witness W|C〉 in Equation (7), in terms of 2n

local binary observables Mi = 1+S|C〉
i

2 (constituting the set M ),
and then make use of the first property in (5) to derive the
separable bound ps. Following this procedure, we find ps =
3/4. Note that while this example summarises only the case
of a specific witness, a general method is given in Ref. [23] to
translate any witness into the probabilistic framework.

We now mix the cluster state |C〉 with the white noise ac-
cording to Equation (6), thus obtaining

ρ|C〉 =λ
1

2n + (1−λ) |C〉〈C| , (10)

where we used the fact that d = 2.

Let us start with considering the ideal case where λ= 0. We
can obtain the entanglement value pobs

e = S/N by following
the steps (i)-(iv) listed in Subsection 2.1. As the S|C〉

i stabilize
the state (i.e. Equation (9) holds), all Mi = 1 deterministically
and thus pobs

e = 1. Therefore, the deviation from the separable
bound can be obtained from Equation (1) and reads δ = 1/4.
We can now plug δ and ps in Equation (4) to estimate the
number of copies that would be needed at most to reach a fixed
confidence C0 of, for example, 0.99. We find Nmax ≈ 16,
which is an exceptionally low number. We stress here that
this number is independent of the number of qubits, and will
therefore be valid for cluster states, and more in general graph
states, of any dimension.

While this certainly provides a practical intuition about the
power of this few-copy approach, such ideal case can never be
reached in practice. When noise is present in the system, the
quantity pobs

e = S/N does no longer equal 1 deterministically.
Considering the noisy state in Equation (10), we now obtain

pobs
e (λ)=λp 1

2n
+ (1−λ)p|C〉〈C|, (11)

where p 1
2n

and p|C〉〈C| are the probabilities of obtaining out-
come mi = 1 from the random sampling and application of
the observables Mi for the case of the totally mixed state 1/2n

and the ideal target state |C〉〈C|, respectively. Given that the
specific decomposition of the target state includes 2n opera-
tors of which one is the Identity 1⊗n (which deterministically
gives outcome 1), we obtain that

p 1
2n

= 1+ 1
2 (2n −1)
2n , (12)

because all the other 2n −1 operators return outcome 1 with
probability 1/2 each when applied to the totally mixed state.
The probability p|C〉〈C| is instead 1 deterministically for states
of any dimension. Therefore, substituting p 1

2n
from Equa-

tion (12) in Equation (11), and considering p|C〉〈C| = 1, we
find that

pobs
e (λ)= 1+λ1−2n

2 ·2n , (13)

which becomes

pobs
e (λ)≈ 1− λ

2
(14)

when n is sufficiently large. Therefore, we find that the ob-
served entanglement value scales linearly with the noise λ.
Since the few-copy protocol is successful only for positive de-
viations δ, we impose δ(λ)= pobs

e (λ)−ps > 0 and find that the
noise has to obey the condition

λ< 2n

2(2n −1)
=λlim. (15)

Therefore, the maximum amount of noise tolerated by the pro-
tocol has be smaller than λlim ≈ 1/2 for large n.

Once the scaling in Equation (14) is obtained, we can use
this result to study how the growth of the minimum confidence



5

100 200 300 400 500 600
0.0

0.2

0.4

0.6

0.8

1.0
0.2

0.4

0.6

0.8

1.0

0

N
100 200 300 400 5000 600

20 40 60 80 100 120

0.2

0.4

0.6

0.8

1.0

0 20 40 60 80 100 120

0.2

0.4

0.6

0.8

1.0

0

N

16

C m
in

C m
in

λ=0
λ=0.1
λ=0.2
λ=0.3
λ=0.4
λ=0.5

Figure 2. Minimum confidence growth versus number of copies
for different noise levels λ. In the absence of noise (λ = 0), the
minimum confidence grows as Cmin = 1−pN

s , where ps = 3/4 in our
example. In this case, as better visible from the zoomed plot, only
16 copies are required to achieve a minimum confidence of about
0.99. Increasing the amount of noise causes an increase in the num-
ber of copies necessary to achieve the same confidence according to
Equation (17).

is affected by λ. Using the fact that ps = 3/4, we find from
Equation (3) that

Cmin(λ)≈ 1− e−D(1− λ
2 || 3

4 )N . (16)

This growth is shown in Figure 2 for different values of λ.
As better visible from the zoomed plot, only 16 copies are
needed at most to achieve a confidence of about 0.99 in the
noiseless case. As the amount of noise increases, and for a
fixed confidence C0, we derive from Equation (16) that the
maximum number of copies scales as

Nmax(λ)= −log(1−C0)

D(1− λ
2 ||ps)

. (17)

Therefore, even in the presence of a significant amount of
noise, detecting genuine multipartite entanglement with high
confidence is possible with about a few hundred copies on av-
erage. The limiting case of λ= 0.5 shows a confidence fixed at
zero. This is because at λ= 0.5 the entanglement value equals
the separable bound on average, and thus δ goes to zero. This
prevents the confidence from growing.

To observe more in detail how the few-copy protocol works
in a realistic scenario, we report a simulation of how the con-
fidence is built up in an experimental setting. We consider the
example of the following four-qubit state:

|C4〉 = 1
2

(|0000〉+ |0011〉+ |1100〉− |1111〉), (18)

which is equivalent to a four-qubit linear cluster state up to
Hadamard transformations on the first and fourth qubit. Af-
ter decomposing the corresponding witness — that is, W|C4〉 =
1
21−|C4〉〈C4| from Equation (7) — into 24 = 16 binary local
observables, we can simulate the entanglement detection pro-
cedure and find the plots reported in Figure 3, where the dots
correspond to the simulated data and the solid lines reproduce
the theoretical predictions (true values of Cmin). Every time
an outcome 0 is obtained, the confidence is pulled down, and
it is pulled up again when outcomes 1 are returned. Obviously,
increasing the number of copies suppresses these fluctuations,
as visible in Figure 3(a) and (b) (note that in the noiseless
case the data points never deviate from the theoretical curve,
because no outcomes 0 are ever obtained). Figure 3(a) shows
that about 200 copies are required at most to reach high con-
fidence when λ< 0.2. As λ increases, more and more copies
are needed, as shown in Figure 3(b). At λ = 0.53, which is
the theoretical noise limit calculated from Equation (15) for
n = 4, it is visible from Figure 3(c) that no convergence takes
place. In this case, the data points are equally distributed for
any value of N.

Let us now study the case where information about the pres-
ence of entanglement is inferred from measuring the expecta-
tion value of the witness in Equation (7). Also in this case, a
maximum amount of tolerated noise can be derived. This is
achieved by expanding the witness 〈W|C〉〉 = Tr[W|C〉ρ] using
Equation (6) with d = 2 and

∣∣ψ〉
t = |C〉. Using the first prop-

erty in (5), it is easy to see that the following condition must
hold [26]:

λ<λlim = −Tr[W|C〉 |C〉〈C|]
Tr[W|C〉]

2n −Tr[W|C〉 |C〉〈C|]
= 2n

2(2n −1)
(19)

which equals Inequality (15). This means that in such case
both the few-copy protocol and the standard witness approach
feature the same tolerance to noise.

However, contrarily to the few-copy method, we now have
to set the accuracy we wish to reach in our measurement, as
we are performing parameter estimation. As already men-
tioned in the previous section, entanglement witnesses are
generally decomposed into local terms. This means that we
need to estimate, with a certain degree of accuracy, as many
expectation values as there are in the witness decomposition.
As an example, let us assume that we wish to estimate the
expectation value of an observable X (it could be, for exam-
ple, one of the stabilizers S|C4〉

i ) with an accuracy of ε= 0.02
and a confidence level of 95%. It is obvious enough that the
desired accuracy and confidence level strongly depend on the
specific experimental settings and may thus differ. Our aim
here is to provide a basic intuition of how the experimental re-
quirements might vary from one protocol to another through
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Figure 3. Minimum confidence growth versus number of copies for different noise levels λ in the simulated case of a 4-qubit linear
cluster state. The dots represent the simulated data, while the solid lines reproduce the theory. (a) and (b) show how the minimum confidence
converges to unity with the number of copies when varying λ from 0 to 0.4. The limiting case shown in (c) for λ = 0.53 features no growth
in the confidence (the data points present the same distribution for each value of N). Only the points for which δ> 0 have been used for the
calculation of the confidence.

the study of general examples. Carrying out a simulation of
the measurement process of 〈X 〉 with and without noise, we
find the number of experimental repetitions needed to achieve
accuracy of ε= 0.02 and confidence level of 95% to vary from
a minimum of about a thousand for λ= 0.1, to a maximum of
a few thousands for λ = 0.5. The accuracy is derived from
propagated Poissonian statistics of the detection events. To
understand what this may imply experimentally, let us pro-
vide an example by referring to the experimental conditions
in Ref. [33], where the entanglement of a 12-photon state was
proven. While surely technologically impressive, the setup
presented by the authors has the capability of generating about
one copy of the quantum state per hour. Clearly, collecting
thousands of copies to achieve the aforementioned precision
and confidence level would be totally out of reach. Fortu-
nately, such high requirements are not always needed, and of-
ten estimation of expectation values with a confidence level of
68% is good enough to prove the presence of entanglement, as
shown for example in Refs. [33–35]. However, still in the or-
der of a few hundred to a few thousand detection events would
be required in this case per local observable (depending on the
desired accuracy ε). If the entanglement witness is decom-
posed into Q local terms, then one would need to repeat this
procedure Q times, using Q times more resources. While it is
true that parameter estimation reveals more information about

a quantum state, its experimental implementation has to ac-
count for a proper statistical analysis through the collection of
a sufficient number of detection events. Instead, the few-copy
protocol is based on a probabilistic assumption, and the scal-
ing in the number of resources is independent of the accuracy
ε (because no parameter estimation is performed).

4. FIDELITY ESTIMATION

In addition to the detection of quantum entanglement, we
highlight that in some cases the few-copy protocol also pro-
vides a direct way to estimate the fidelity F between the exper-
imental (noisy) state ρexp and the target state ρt. When treat-
ing pure states ρexp = ∣∣ψexp

〉〈
ψexp

∣∣ and ρt =
∣∣ψt

〉〈
ψt

∣∣, F can
be quantified as F = 〈ψt|ρexp|ψt〉 = |〈ψexp

∣∣ψt〉|2. Such pos-
sibility is definitely a useful feature, given that in many cases
it is essential to quantify how close an experimental state is to
its target. As an example, given an n-qubit cluster state |C〉
(the target state), fidelity estimation can be performed with
the generic witness W|C〉 defined in Equation (7) employing
exactly the same resources needed to estimate entanglement
in the same state. This procedure is essentially related to the
direct fidelity estimation protocol [21]. After decomposing
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the cluster state in terms of its stabilizers and then rewriting it
in terms of the local binary observables Mi, one finds that [23]

|C〉〈C| =
2n∑
i=1

1
2n (2Mi − 1). (20)

From here, calculating its expectation value directly leads to
the fidelity

F = 〈C|ρexp|C〉 = 2
∑2n

i=1〈Mi〉
2n −1. (21)

Therefore, once the entanglement detection protocol has been
implemented, the same data can be used to estimate the fi-
delity as well. In this sense, both tasks come at the same cost,
hence requiring no additional overhead in the experimental
implementation.

5. CONCLUDING REMARKS

In this article, we have shown a few-copy probabilistic
method that can detect entanglement in arbitrarily large quan-
tum systems in an efficient and reliable way even in the pres-
ence of noise. The main theoretical requirement needed to
apply this method is simply the definition of an entanglement
witness for the quantum state under consideration. Once a
witness is constructed (this task is nowadays pretty well de-
fined for many quantum states), the derivation of the binary
observables and of the separable bound is general and straight-
forward. We stress here that any quantum state for which a

witness is defined is well-suited for efficient probabilistic en-
tanglement detection. The experimental requirements reduce
instead to the application of few local measurements to each
qubit constituting the quantum state. As such, whenever in-
dividual addressability of each qubit is possible, probabilistic
entanglement detection appears to be a feasible task even for
large and noisy quantum systems.

We have also shown how the presence of noise affects the
protocol. Although both the few-copy method and the stan-
dard witness-based technique are limited by a certain noise
threshold, the former requires significantly less copies than
the latter, and it is therefore more suited for experimental set-
tings that, for example, suffer from a low count rate or do not
produce identically and independent copies.

Moreover, it is shown in Ref. [23] that this method can
distinguish between genuine multipartite entanglement and
only some entanglement in the quantum system (intuitively
enough, the requirements for the detection of only some en-
tanglement will be even lower compared to genuine multipar-
tite entanglement detection). This feature is clearly essential
for the implementation of quantum computation protocols re-
quiring specific entangled quantum states.

Therefore, as the race for the next generation of NISQ de-
vices has already begun, the few-copy approach may truly
have the potential to mitigate the experimental costs while still
being robust against the presence of noise.
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ment detection. npj Quantum Information, 4(1):1–8, 2018.

[25] Joshua Morris, Valeria Saggio, Aleksandra Gočanin, and
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