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Abstract

Quantum statistical queries provide a theoretical framework for investigating the com-
putational power of a learner with limited quantum resources. This model is particularly
relevant in the current context, where available quantum devices are subject to severe noise
and have limited quantum memory. On the other hand, the framework of quantum differ-
ential privacy demonstrates that noise can, in some cases, benefit the computation, enhanc-
ing robustness and statistical security. In this work, we establish an equivalence between
quantum statistical queries and quantum differential privacy in the local model, extending a
celebrated classical result to the quantum setting. Furthermore, we derive strong data pro-
cessing inequalities for the quantum relative entropy under local differential privacy and
apply this result to the task of asymmetric hypothesis testing with restricted measurements.
Finally, we consider the task of quantum multi-party computation under local differential
privacy. As a proof of principle, we demonstrate that the parity function is efficiently learn-
able in this model, whereas the corresponding classical task requires exponentially many
samples.

Keywords: Quantum information, differential privacy, statistical query learning, hypothesis
testing

1 Introduction

Quantum technology has the potential to revolutionize various scientific fields by providing
new tools for efficient processing of quantum and classical information. Some of the most
promising applications include quantum simulation [1], cryptanalysis [2], combinatorial opti-
mization [3], and topological data analysis [4]. However, the implementation of many quantum
algorithms requires a fault-tolerant quantum computer, which is unlikely to be available in the
near future. Therefore, it is crucial to develop realistic models of quantum computation that
account for the limitations of near-term hardware [5]. Recent research has revealed that noise
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can prevent quantum advantage for specific tasks [6, 7, 8], or even allow classical computers to
efficiently sample from the output distribution of a quantum circuit measured in the computa-
tional basis [9]. Error mitigation techniques can improve near-term devices in practical settings,
although the recent work of Quek et al. [10] shows that mitigating noise is hard even at a depth
of poly log logpnq in the worst-case. Additionally, many quantum algorithms require quantum
data as input [11, 12, 13, 14], which may also be corrupted by noise, making a thorough un-
derstanding of quantum noise fundamental, even in the presence of fault-tolerant quantum
computers. Motivated by the aforementioned limitations, Arunachalam et al. [15, 16] intro-
duced the model of quantum statistical query (QSQ) learning, where a learner can estimate the
expectation values of polypnq-many efficiently implementable noisy measurements on (fresh)
copies of an unknown input state ρ. Interestingly, the concept classes of parities, juntas, DNF
formulae are efficiently learnable in the QSQ model, whereas they require exponentially many
samples in the (classical) statistical query model. Besides, an exponential separation between
QSQ learning and learning with quantum examples under classification noise was provided in
[16]. Quantum statistical queries also found applications in classical verification of quantum
learning [17], as well as in the analysis of quantum error mitigation models [10, 16] and quan-
tum neural networks [18]. Alternative notions of quantum statistical queries were also adopted
in [19, 20, 21].

Shifting the focus, a vast body of literature suggests that noise can offer notable benefits for
specific computational tasks. Particularly, noise holds the potential to ensure diverse notions
of statistical security, thereby enhancing adversarial robustness and generalization in various
settings [22, 23, 24, 25]. In this context, the comprehensive framework of differential privacy
emerges as a unifying approach for understanding the role of noise in machine learning and
statistics [26, 27, 28]. Differential privacy comes in several flavors. Particularly, a distinction
arises between standard differential privacy and local differential privacy. Notably, the latter
model offers a more robust notion of security, as it treats even the curator (i.e., the analyst who
accesses the raw input data) as untrusted [29, 30, 31]. Interestingly, statistical queries and dif-
ferential privacy are intimately connected: Kasiviswanathan et al. [29] showed that a concept
class is learnable under (classical) local differential privacy if and only if it is learnable with
(classical) statistical queries. Recently, several works explored various notions of quantum dif-
ferential privacy [32, 33, 34, 35], finding applications in shadow tomography [32], adversarial
classification [18] and quantum online learning [36]. Quantum mechanisms for ensuring local
differential privacy of classical data were investigated in [37, 38]. Locally differentially private
(LDP) measurements were introduced in [32] and referred as nearly trivial measurements. In-
formally, the output of a LDP measurement weakly depends on the input state, and this is often
ensured by the injection of noise. This comes with desirable privacy guarantees, along with an
increased sample complexity for many computational tasks. Throughout this paper we will
argue that certain computational tasks are unfeasible under this strict notion of privacy, while
others can be efficiently performed. Crucially, we will demonstrate that local differential pri-
vacy is compatible with exponential quantum speed-up for specific tasks.

Our contribution. Our first set of contributions consists in several entropic inequalities for
locally differentially private channels (Section 3). In particular, we provide a strong data pro-
cessing inequality for the quantum relative entropy under locally differentially private mea-
surements. In Section 4, we provide quantum generalization of the equivalence between learn-
ing under local differential privacy and statistical query learning, answering an open question

2



posed by Arunachalam et al. [36]. As a corollary, we also obtain an exponential separation
between learning under quantum local differential privacy and learning with separable mea-
surements, resolving an open question posed by Aaronson and Rothblum [32]. Furthermore,
in Section 5.1, we provide an application of the aforementioned entropic inequalities to the task
of asymmetric hypothesis testing with restricted measurements. Our result is a quantum ana-
log of the private Stein’s lemma ([31], Corollary 4). Finally, in Section 5.2 we investigate the
problem of learning from quantum data in a distributed setting under local differential pri-
vacy. We demonstrate that parity functions are efficiently learnable in this model, whereas the
corresponding classical task requires exponentially many samples [29].

Related work. The task of quantum hypothesis testing under local differential privacy has
also been recently explored in [39]. We emphasize that Theorem 5.1 provides a quadratic im-
provement over ([39], Corollary 5.14) for small values of the privacy level ε. It is also worth
noting that the results in [39] extend beyond measurements to encompass private quantum
channels.

2 Preliminaries

We start by introducing some preliminary notions of quantum information theory, as well as
the basic notions of quantum local differential privacy, quantum statistical queries and Fourier
analysis of Boolean functions. Throughout the paper, we let rns “ t1, . . . , nu and for s P t0, 1un,
we define supppsq “ ti P rns : si “ 1u. We denote by convpXq the convex hull of the set X, i.e.
the set of all convex combinations of the elements in X.

2.1 Quantum information theory

We briefly review the basic concepts in quantum information theory. We define |0y :“ p1 0q⊺
and |1y :“ p0 1q⊺ as the canonical basis for C2. An n-qubit pure quantum state |ψy is a unit
vector in C2n

and can be expressed as |ψy “ ř
xPt0,1un αx |xy where αx P C and

ř
x |αx|2 “ 1.

We denote by xψ| as the conjugate transpose of the quantum state |ψy. In general, we may
also have classical probability distributions over pure states. This scenario is captured by mixed
states, the most general kind of states in quantum mechanics. Mixed states are described by
density matrices. Formally, a d-dimensional mixed state ρ is a d ˆ d positive semidefinite ma-
trix that satisfies Trpρq “ 1. A quantum channel C is a completely positive and trace-preserving

linear map, which maps a mixed state ρ to the mixed state Cpρq “ řk
i“1 BiρB:

i , where B1, . . . , Bk

can be any matrices satisfying
řk

i“1 B:
i Bi “ 1. The most general class of measurements that we

can perform on mixed states are the POVM (Positive Operator Valued Measure) measurements.
Although they can be represented as channels, it’s convenient to define them separately. In the
POVM formalism, a measurement M is given by a list of d ˆ d positive semidefinite matrices

pM1, . . . ,Mkq, which satisfy
řk

i“1 Mi “ 1. Each Mi is called POVM element. The measure-
ment rule is:

PrrM returns outcome i on input ρs “ TrpMiρq.

We’ll denote as Mpρq the distribution over rks induced by performing M on the state ρ. Thus

we have ErMpρqs “ řk
i“1 i ¨ TrpMiρq. Given a Hermitian matrix A with eigenvalues λ1, . . . , λd,

its trace norm is defined as }A}tr :“ Tr|A| “ 1
2

řd
i“1 λi. Moreover, the trace distance between
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two mixed states ρ and σ is defined as }ρ ´ σ}tr. It’s convenient to write the following spectral
decomposition

ρ ´ σ “
ÿ

i

λi |iy xi| “ X` ´ X´,

where X` and X´ denote respectively the positive part and the negative part of ρ ´ σ, i.e.

X` :“
ÿ

λią0

λi |iy xi| , X´ :“
ÿ

λiă0

λi |iy xi| .

In particular, the following identities can be easily verified:

}ρ ´ σ}tr “ 1

2
TrpX`q “ 1

2
TrpX´q. (1)

We also introduce several quantum divergences. For two states ρ, σ such that the support of ρ

is included in the support of σ, the quantum relative entropy is defined as

Dpρ}σq “ Trrρplog ρ ´ log σqs.

The quantum relative entropy can be lower bounded by the measured relative entropy, defined
as follows:

DMpρ}σq “ sup
M

DpMpρq}Mpσqq,

where the supremum is taken over all POVM measurements. Under the same assumption on
the supports of ρ and σ, the quantum max-relative entropy [40] is defined as

Dmaxpρ}σq “ inftλ : ρ ď eλσu.

The quantum smooth max-relative entropy [34] is a relaxation of the quantum max-relative
entropy defined as follows:

Dδ
maxpρ}σq “ inf

ρPBδpρq
Dmaxpρ}σq,

where Bδpρq “ tρ : ρ: “ ρ ě 0 ^ }ρ ´ ρ}1 ă 2δu. We will also need the quantum hockey stick
divergence of order γ ě 1 [41], which is defined as

Eγpρ}σq “ Trpρ ´ γσq`.

We remark that E1pρ}σq :“ }ρ ´ σ}tr.

2.2 Quantum local differential privacy

A quantum channel N is pε, δq-locally differentially private (LDP) if for every POVM measure-
ment M “ tMxuxPX and for all pairs of states ρ, σ,

@x P X : TrrMxN pρqs ď eεTrrMxN pσqs ` δ. (2)

As shown in [34], quantum differential privacy can be equivalently expressed in terms of
the quantum hockey-stick divergence and the quantum smooth max-relative entropy:

N is pε, δq-LDP ðñ @ρ, σ : Dδ
maxpN pρq}N pσqq ď ε ðñ @ρ, σ : EeεpN pρq}N pσqq ď δ.
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The special case where δ “ 0 is usually referred as pure local differential privacy, while the
most general case is referred as approximate local differential privacy. When δ “ 0, we will write
ε-LDP instead of pε, 0q-LDP. For the special case of quantum-to-classical channel, i.e. POVM
measurements, local differential privacy is also referred as near triviality [32]. In particular, we
say that a POVM measurement M “ tMxuxPX is pε, δq-LDP – or pε, δq-trivial – if for all states
ρ, σ and for all F Ď X ,

PrrMpρq P Fs ď eε PrrMpσq P Fs ` δ.

It’s easy to see that if N is an pε, δq-LDP channel, then for all measurement M, the measurement
MpN p¨qq is also pε, δq-LDP. This can be proven by invoking the monotonicity of the quantum
hockey-stick divergence. As shown in [32], all ε-LDP measurements admit a ε-gentle imple-
mentation, i.e. an implementation that produces a post-measurement state which is Opεq-close
in trace distance to the input state. We also remark that the notion of local differential pri-
vacy can be relaxed to (standard) differential privacy, by requiring the inequalities in Eq. (2)
only if ρ and σ satisfy some suitable “neighboring relationship”. However, an introduction to
differential privacy beyond the local model exceeds the scope of this paper, hence we refer to
[33, 32, 34, 35] for more details. We will now present two mechanisms mapping any measure-
ment to a suitable LDP measurement.

Quantum randomized response. We introduce a quantum version of the randomized response
mechanism, which is widely used in (classical) local differential privacy [42, 43]. Given an arbi-

trary POVM measurementM “ pM1,M2, . . . ,Mkq, we defineMRR,ε “ pMRR,ε
1 ,MRR,ε

2 , . . . ,MRR,ε
k q

as follows:

MRR,ε
i “ eε ´ 1

eε ´ 1 ` k
Mi ` 1

eε ´ 1 ` k
1.

It’s easy to verify that MRR,ε satisfies ε-local differential privacy. For an arbitrary state ρ, we
have

1

eε ´ 1 ` k
ď TrrMRR,ε

i ρs ď eε

eε ´ 1 ` k

and thus for all states ρ, σ,

TrrMRR,ε
i ρs

TrrMRR,ε
i σs

ď eε.

In expectation, the quantum randomized response yields:

E

”
MRR,εpρq

ı
“ eε ´ 1

eε ´ 1 ` k
E rMpρqs ` k

2peε ´ 1 ` kq ,

so MRR,εpρq is a biased estimator for E rMpρqs.

Quantum Laplace measurement. We now recall the definition of the Laplace measurement, in-
troduced in [32] and inspired by the classical Laplace mechanism [26, 27]. Given an input state
ρ and an arbitrary k-ary POVM measurement M “ tM1,M2, . . . ,Mku, the Laplace measure-
ment MLap,ε associated to M can be implemented by sampling y „ Mpρq and then releasing
y ` η, where η is sampled from the Laplace distribution centered in 0 and with scale parameter
pk ´ 1q{ε:

η „ ε

2pk ´ 1q exp

ˆ
´ ε

k ´ 1
|η|

˙
.
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Note that the Laplace measurement has range R, even if the underlying measurement M has
discrete range. Let µ̂ “ y ` η the output of the Laplace measurement. It’s easy to see that
Prrµ̂ on input ρs ď eε Prrµ̂ on input σs for all states ρ and σ, and hence the Laplace measure-
ment satisfies ε-local differential privacy. Moreover, Eµ̂ “ ErMpρqs, so µ̂ is an unbiased esti-
mator for ErMpρqs.

2.3 Quantum statistical queries

Quantum statistical queries (QSQs) [15] are a quantum extension of classical statistical queries,
introduced in [44]. In the QSQ model, a learner – that is still a classical randomized algorithm
– can query an oracle to obtain statistics about an unknown quantum state. This framework
is motivated by the practical constraints encountered on near-term devices, which are severely
affected by noise and dispose of limited quantum memory. We now give the definition of
quantum statistical query provided in [16].

Definition 2.1 (QSQ oracle). Let ρ an unknown (mixed) quantum state. A quantum statistical query
oracle QStatρpτ, Mq, receives as input an operator M, satisfying }M} ď 1, and a tolerance parameter
τ ě 0, and outputs a τ-approximation of TrpMρq,

QStatρ : pM, τq ÞÑ α P rTrpMρq ´ τ, TrpMρq ` τs.
A case of particular interest is when ρ is a quantum example [45], i.e. ρ “

ˇ̌
ψ f ,D

D @
ψ f ,D

ˇ̌

is a quantum encoding of a classical Boolean function f : t0, 1un Ñ t0, 1u with respect to a
distribution D : t0, 1un Ñ r0, 1s,

ˇ̌
ψ f ,D

D
“

ÿ

xPt0,1un

a
Dpxq |xy | f pxqy .

Quantum examples are the building blocks of quantum probably approximately correct (PAC)
learning , where a learner is given as input m copies of a state

ˇ̌
ψ f ,D

D @
ψ f ,D

ˇ̌
and whose goal is

to output a function pf satisfying

Ex„D| f pxq ´ pf pxq| ď ε with probability at least 1 ´ δ,

for some parameters ε, δ P r0, 1s.

2.4 Fourier analysis

We now introduce some basic notions of Fourier analysis on the Boolean cube. For a com-
prehensive introduction to the topic, we refer to [46]. For S P t0, 1un, we define the character
function χS : t0, 1un ÞÑ t´1, 1un as χS “ p´1qS¨x, where S ¨ x “ ř

i si ¨ xi mod 2. Notably,
Boolean functions can be decomposed in terms of character functions, weighted according to
their associated Fourier coefficients, which are defined as

pf pSq “ ExPt0,1un r f pxq ¨ χSpxqs,
where the expectation is taken over x sampled uniformly at random from t0, 1un. Then every

function f : t0, 1un ÞÑ R can be uniquely written as f pxq “ ř
SPt0,1un

pf pSqχSpxq. For all i P rns,
we define the i-th influence of f as

Infip f q “
ÿ

SPt0,1un :
Si“1

pf pSq2.
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3 Entropic inequalities under local privacy

A crucial fact in quantum information theory is that many physical quantities are monotone
under the application of a quantum channel. For instance, the quantum relative entropy satis-
fies the following data-processing inequality (DPI), for all states ρ, σ and for every channel N :

DpN pρq}N pσqq ď Dpρ}σq.

Furthermore, the same property is shared by the hockey-stick divergences, and in particular
by the trace distance. When the inequality is strict, we say that a given divergence satisfies a
strong data-processing inequality (SDPI) with respect to the channel N . We can also consider
the following contraction coefficients, previously considered in [47, 48, 49, 34].

ηpN q :“ sup
ρ,σ

DpN pρq}N pσqq
Dpρ}σq and ηγpN q :“ sup

ρ,σ

EγpN pρq}N pσqq
Eγpρ}σq .

where γ ě 1. Recall that E1pρ}σq “ }ρ ´ σ}tr and hence η1pN q is the contraction coefficient
for the trace distance. If N satisfies pε, δq-LDP, then its contraction coefficient ηγ can be upper
bounded as follows ([34], Theorem II.2 and Corollary V.1):

ηeε pN q ď δ and ηγpN q ď ϕpε, δq, (3)

where ϕpε, δq :“ 1 ´ e´εp1 ´ δq. More broadly, we can also consider inequalities involving two
distinct divergences. For instance, every ε-LDP channel N satisfies:

DMpN pρq}N pσqq ď 2ε}N pρq ´ N pσq}tr ď 2εp1 ´ e´εq}ρ ´ σ}tr, (4)

where the first inequality is due to ([34], Lemma III.6) and the second inequality follows from
Eq. (3). We will now prove an analogous result, where the measured relative entropy is re-
placed by the quantum relative entropy.

Proposition 3.1. For all states ρ, σ we have

D pρ}σq ` D pσ}ρq ď rDmaxpρ}σq ` Dmaxpσ}ρqs}ρ ´ σ}tr

Proof. Recall that we can write the decomposition ρ ´ σ “ X` ´ X´, where X` and X´ de-
note respectively the positive part and the negative part of ρ ´ σ. We start by rearranging the
expression of the quantum relative entropy as follows

D pρ}σq ` D pσ}ρq “ Tr rρ plog ρ ´ log σqs ` Tr rσ plog σ ´ log ρqs
“ Tr rpρ ´ σq plog ρ ´ log σqs “ Tr

“`
X` ´ X´

˘
plog ρ ´ log σq

‰

“ Tr
“
X` plog ρ ´ log σq

‰
` Tr

“
X´ plog σ ´ log ρq

‰
,

By definition of max-relative entropy, ρ ď eDmaxpρ}σqσ. Since the logarithm is an operator mono-
tone function, we have that log ρ ď log

`
eDmaxpρ}σqσ

˘
“ Dmaxpρ}σq1 ` log σ. Similarly, we also

have log σ ď Dmaxpσ}ρq1 ` log ρ. Putting all together, we obtain

D pρ}σq ` D pσ}ρq ď Dmaxpρ}σqTr
“
X`

‰
` Dmaxpσ}ρqTr

“
X´

‰

“ rDmaxpρ}σq ` Dmaxpσ}ρqs}ρ ´ σ}tr,

where the equality follows from Tr rX`s “ Tr rX´s “ }ρ ´ σ}tr.
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We remark that an analogous result has also been recently presented in ([39], Eqs. 5.25-27).
However, in [39] the sum D pρ}σq ` D pσ}ρq is replaced by D pρ}σq. Thus, our result is tighter
of a factor 2 when the goal is to upper bound the sum D pρ}σq ` D pσ}ρq. A simple application
of Eq. (3) to Proposition 3.1 yields the following corollary, which generalizes Eq. (4).

Corollary 3.1. Let N an ε-LDP channel. Then for all states ρ, σ we have

D pN pρq}N pσqq ` D pN pσq}N pρqq ď 2εp1 ´ e´εq}ρ ´ σ}tr.

We now derive yet another improved version of Eq. (4), by generalizing Lemma 1 in [30] to
the quantum setting.

Lemma 3.1. Let M “ tMxuxPX be an ε-LDP POVM measurement. Then for all states ρ, σ we have

D pMpρq}Mpσqq ` D pMpσq}Mpρqq ď eεp1 ´ e´εq2}ρ ´ σ}2
tr.

Moreover, for every ε-LDP channel N and for all states ρ, σ,

DM pN pρq}N pσqq ď eεp1 ´ e´εq2}ρ ´ σ}2
tr,

where DMp¨}¨q is the measured relative entropy.

Proof. Let px “ TrpMxρq and qx “ TrpMxσq.

DpMpρq}Mpσqq ` DpMpσq}Mpρqq

“
ÿ

x

px log
px

qx
`

ÿ

x

qx log
qx

px
“

ÿ

x

ppx ´ qxq log
px

qx
.

We want to upper bound |px ´ qx| “ |TrpMxpρ ´ σqq|. Let ρ ´ σ “ X` ´ X´, where X` and
X´ denote respectively the positive part and the negative part of ρ ´ σ. We can also write the
spectral decompositions X` “ ř

yPY λy |yy xy| and X´ “ ř
zPZ τz |zy xz|. First, we upper bound

px ´ qx “ TrpMxpρ ´ σqq

TrpMxpX` ´ X´qq “ Tr

¨
˝Mx

¨
˝ ÿ

yPY

λy |yy xy|

˛
‚

˛
‚´ Tr

˜
Mx

˜ ÿ

zPZ

τz |zy xz|
¸¸

ď max
yPY

TrpMx |yy xy|q

¨
˝ ÿ

yPY

λy

˛
‚´ min

zPZ
TrpMx |zy xz|q

˜ ÿ

zPZ

τz

¸

“ }ρ ´ σ}tr

ˆ
max
yPY

TrpMx |yy xy|q ´ min
zPZ

TrpMx |zy xz|q
˙

ď }ρ ´ σ}tr max
yPY

TrpMx |yy xy|qp1 ´ e´εq,

where the second equality follows from the identities TrrX`s “ ř
yPY λy “ }ρ ´ σ}tr and

TrrX´s “ ř
zPZ τz “ }ρ ´ σ}tr, and the last inequality follows from ε-LDP. Proceeding in an

analogous way, we derive the following lower bound.

TrpMxpX` ´ X´qq ě min
yPY

TrpMx |yy xy|q

¨
˝ ÿ

yPY

λy

˛
‚´ max

zPZ
TrpMx |zy xz|q

˜ ÿ

zPZ

τz

¸

“ }ρ ´ σ}tr

ˆ
min
yPY

TrpMx |yy xy|q ´ max
zPZ

TrpMx |zy xz|q
˙

ě }ρ ´ σ}tr max
zPZ

TrpMx |zy xz|qpe´ε ´ 1q,
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where we applied again the identities TrrX`s “ TrrX´s “ }ρ ´ σ}tr and ε-LDP. We can now
provide an upper bound for |TrpMxpρ ´ σqq|:

|TrpMxpρ ´ σqq| “ |TrpMxpX` ´ X´q| “ maxtTrpMxpX` ´ X´q, TrpMxpX´ ´ X`qu
ď }ρ ´ σ}trp1 ´ e´εq max

yPYYZ
TrpMx |yy xy|q,

Recall that, for a, b P R` ([30], Lemma 4)

log
a

b
ď |a ´ b|

minta, bu

Thus,

log
px

qx
ď |px ´ qx|

mintpx, qxu “ |TrpMxpρ ´ σqq|
mintTrpMxρq, TrpMxσqu

ď
}ρ ´ σ}trp1 ´ e´εq maxyPYYZ TrpMx |yy xy|q

mintTrpMxρq, TrpMxσqu ď eεp1 ´ e´εq}ρ ´ σ}tr,

where we applied ε-LDP in the last inequality. Putting all together,

DpMpρq}Mpσqq ` DpMpσq}Mpρqq

ď eεp1 ´ e´εq}ρ ´ σ}tr

ˆ
}ρ ´ σ}trp1 ´ e´εq max

yPYYZ
TrpMx |yy xy|q

˙

ď eεp1 ´ e´εq2}ρ ´ σ}2
tr,

where the last inequality follows from maxyPYYZ TrpMx |yy xy|q ď 1. We proved the first part of

the lemma. As for the second part, let xM the measurement that maximizes DpN p xMpρqq}N p xMpσqqq.
Then the desired result follow from the definition of measured relative entropy.

DMpN pρq}N pσqq “ DpN p xMpρqq}N p xMpσqqq
ď DpN p xMpρqq}N p xMpσqqq ` DpN p xMpσqq}N p xMpρqqq

ď eεp1 ´ e´εq2}ρ ´ σ}2
tr.

We observe that, for small values of ε, Lemma 3.1 is quadratically tighter in }ρ ´ σ}tr with
respect to Eq. (4). A simple application of the “measured” Pinsker’s inequality (Lemma A.1) to
Lemma 3.1 yields the following corollary.

Corollary 3.2. Let M “ tMxuxPX be an ε-LDP POVM measurement. Then for all states ρ, σ we have

D pMpρq}Mpσqq ` D pMpσq}Mpρqq ď eε

2
p1 ´ e´εq2DMpρ}σq,

where DMp¨}¨q is the measured relative entropy. Moreover, for every ε-LDP channel N and for all states
ρ, σ,

DM pN pρq}N pσqq ď eε

2
p1 ´ e´εq2DMpρ}σq.
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4 Learning under local privacy is equivalent to QSQ learning

In this section we show an equivalence between locally differentially private measurements
and quantum statistical queries, answering an open question posed in ([36], Question 7). In
particular, we will prove that quantum statistical queries can be efficiently simulated by dif-
ferentially private measurements, and vice versa, differentially private measurements can be
efficiently simulated by quantum statistical queries. The latter result is less intuitive and relies
on a rejection-sampling argument. The classical analog of the equivalence was proven in the
seminal paper of Kasiviswanathan et al. [29]. Interestingly, this result readily implies an ex-
ponential separation between learning under quantum local differential privacy and learning
with separable measurements, answering an open question posed in ([32], Question 4).

4.1 Simulation of QStat queries with locally differentially private measurements

We first show that quantum statistical queries can be simulated efficiently with LDP measure-
ments. The result follows by iterating the Laplace measurement defined in Section 2.2 and
using concentration of measure.

Theorem 4.1. If m ě c ¨ logp1{βqk2

ε2τ2 for a sufficiently large constant c, then AM,ε (Algorithm (4.1))
approximates µ “ ErMpρqs within additive error ˘τ with probability at least 1 ´ β. Moreover, each
measurement performed by AM,ε satisfies ε-local differential privacy.

Proof. The proof closely follows the one of Lemma 5.6 in [29]. Algorithm (4.1) implements the
Laplace measurement MLap,ε on each copy of ρ and then averages the results. We first show
that 1

m

ř
i yi is concentrated around µ :“ ErMpρqs. By the Chernoff-Hoeffding bound for real-

valued variables,

Pr

«ˇ̌
ˇ̌
ˇ

1

m

mÿ

i“1

yi ´ µ

ˇ̌
ˇ̌
ˇ ě τ

2

ff
ď 2 exp

ˆ
´τ2m

2k2

˙
.

The contribution of the Laplace noise can also be bounded via a standard tail inequality. By
Lemma A.3 in [29],

Pr

«ˇ̌
ˇ̌
ˇ

1

m

mÿ

i“1

ηi

ˇ̌
ˇ̌
ˇ ě τ

2

ff
ď exp

ˆ
´τ2ε2m

4k2

˙

And thus by union bound,

Prr|µ̂ ´ µ| ě τs ď 2 exp

ˆ
´τ2m

2k2

˙
` exp

ˆ
´τ2ε2m

4k2

˙
ď 3 exp

ˆ
´τ2ε2m

4k2

˙
,

where µ̂ :“ 1
m

řm
i“1pyi ` ηiq. This implies that O

´
logp1{βqk2

ε2τ2

¯
samples are sufficient to ensure

that µ̂ approximates µ within additive error ˘τ with probability at least 1 ´ β. Moreover, each
Laplace measurement MLap,ε satisfies ε-local differential privacy.

Theorem 4.1 can be easily extended to the case where an algorithm B makes t queries to a
QSQ oracle QStatρ. In order to simulate B, it’s sufficient to simulate each QStat query pM, τq
by running AM,ε with parameters β1 “ β{t and m1 “ c ¨ logp1{β1qk2

ε2τ2 on m1 (unused) copies of ρ.
Then the simulation requires m1 ¨ t copies and produces the same output as B with probability
at least 1 ´ β.
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The above result generalizes Theorem 6.5 in [15], as this previous result shows the quan-
tum statistical queries can be simulated by (standard) differentially private measurements. Our
result holds under local differential privacy, which provides stronger security guarantees, and
thus implies the result of [15]. From a practical standpoint, the two results differ as we random-
ize each outcome yi, while in [15] only the final average is randomized by a single injection of
Laplace noise.

Algorithm 1 A quantum ε-LDP algorithm AM,ε that simulates QStatρ

Input ρbm, a k-ary POVM M.
Output An estimate of ErMpρqs up to additive error τ.

1. Perform the (non-private) measurement M on each copy of ρ and let y1, y2, . . . , ym be the
outcomes.

2. Sample η1, η2, ...ηm i.i.d. from the Laplace distribution centered in 0 and with scale pa-
rameter pk ´ 1q{ε.

3. Return µ̂ :“ 1
m

řm
i“1pyi ` ηiq.

Combined with the upper bounds provided in [15] and [16], Theorem 4.1 readily implies
that a wide family of concepts is learnable from quantum examples under local differential
privacy, including parities, k-juntas, DNF functions and of n-qubit trivial states, i.e. the states
obtained by applying an arbitrary constant depth circuit to the initial state |0ny.

4.2 Simulation of locally differentially private measurements with QStat queries

It remains to show that locally differentially private measurements can be simulated efficiently
with quantum statistical queries. We will prove it using a rejection-sampling algorithm, along
the lines of Lemma 5.8 in [29].

Theorem 4.2. Let M be an ε-LDP measurement. Then Bε (Algorithm (4.2)) in expectation makes
Opeεq queries to QStatρ with accuracy τ “ Θpβ{e2εq and the total variation distance between Bε’s
output distribution and Mpρq is at most β.

Proof. We want to sample from a distribution rp that is within a small total variation distance of
p :“ Mpρq. To this end, we will ensure that, for all w P rks, rppwq is a multiplicative approxima-
tion of ppwq. In particular, we show that:

rppwq P p1 ˘ φqppwq where φ “ β

3
. (5)

Let M1, qpwq and τ as in Algorithm (4.2). Observe the following:

ErM1pρqs “ 1 ´ qpwq
qpwqpeε ´ e´εq ppwq ´ qpwq

qpwqpeε ´ e´εqp1 ´ ppwqq (6)

“ p1 ´ qpwqqppwq ´ qpwqp1 ´ ppwqq
qpwqpeε ´ e´εq “ ppwq ´ qpwq

qpwqpeε ´ e´εq . (7)

11



Thus,

v “ ppwq ´ qpwq
qpwqpeε ´ e´εq ˘ β

3e2ε
. (8)

rppwq “ ppwq
ˆ

1 ˘ β

3e2ε

qpwq
ppwq peε ´ e´εq

˙
(9)

By ε-local differential privacy,

e´ε ď qpwq
ppwq ď eε. (10)

Putting all together we obtain

rppwq “ ppwq
ˆ

1 ˘ β

3

˙
. (11)

Having established Eq. (5), we can show that the algorithm works as desired. First, we
notice that the probability on Step 4 is well defined, as Eq. (5) and ε-local differential privacy

guarantee that
rppwq

qpwq
´

1`
β
3

¯ is at most 1. Remark that rppwq is not a fixed function of w: it depends

on the QSQ oracle and may vary, for the same w, from iteration to iteration. Yet, rp is fixed for
any given iteration of the algorithm. In the given iteration, any particular element w gets output

with probability qpwq ¨ rppwq
qpwqp1`φqeε “ rppwq

p1`φqeε . The probability that the given iteration terminates

(i.e., outputs some w) is then pterminate “ ř
w

rppwq
p1`φqeε . By Eq. (5), this probability is in

1˘φ
p1`φqeε .

Thus, conditioned on the iteration terminating, element w is output with probability

rppwq
p1 ` φqeε pterminate

P 1 ˘ φ

1 ˘ φ
ppwq. (12)

Since φ ď 1{3, we can simplify this to get

Prrw output in a given iteration | iteration produces outputs P p1 ˘ 3φqppwq. (13)

This implies that no matter which iteration produces output, the total variation distance be-
tween the distribution of w and pp¨q will be at most 3φ “ β, as desired. Moreover, since each it-

eration terminates with probability at least
1´φ
1`φ e´ε, the expected number of iterations is at most

1`φ
1´φ eε ď 2eε. Thus, the total expected QSQ query complexity of the simulation is Opeεq.

As for the other direction of the equivalence, also Theorem 4.2 can be extended to the
case where an algorithm A accesses t (unused) copies of a state ρ via ε-LDP measurements
Mp1q,Mp2q, . . . ,Mptq. In order to simulate A, it’s sufficient to simulate each ε-LDP measure-
ment Mpiq by running BεpMpiqq with parameters β1 “ β{t. Then the output distribution of the
simulation and the output distribution of A are within a total variation distance at most β. In
the classical counterpart of this result [29], the authors provide separate proofs for the adaptive
and non-adaptive cases, as they assume that the algorithm A might reuse some portions of the
input dataset. However in our proof we don’t need to treat the two cases separately, as we
assumed that each measurement is performed on a new copy of the input state ρ.

Theorem 4.2 enables the transfer of lower bounds from the QSQ model to quantum local
differential privacy. In particular, ([16], Theorem 17) shows that learning the following class in

12



Algorithm 2 A QSQ algorithm BM,εpβ,QStatρq that simulates an ε-LDP measurement M

Input Oracle access to QStatρ, ε ě 0, β ě 0, an ε-LDP measurement M “ pM1,M2, . . . ,Mkq
with outcomes in rks.
Output A number w „ rp, such that rppwq P p1 ˘ β{3qppwq.

1. Apply M to a fixed input, for instance the all-zeros state |0y :“ |00...0y. Let w „ Ep|0y x0|q
be the outcome.

2. Define qpwq :“ TrtMw |0y x0|u and M1 “ pM1
0,M1

1q, where M1
0 :“ Mw and M1

1 :“
1 ´Mw. M1

0 corresponds to the outcome
1´qpwq

qpwqpeε´e´εq
and M1

1 to the outcome ´ qpwq
qpwqpeε´e´εq

.

Let τ “ β

3e2ε .

3. Query the oracle QStatρpM1, τq to compute v P ErM1pρqs ˘ τ. Define the probability:

rppwq “ vqpwqpeε ´ e´εq ` qpwq.

4. Output v with probability
rppwq

qpwq
´

1 ` β
3

¯
eε

.

5. With the remaining probability, repeat from Step 1.

the QSQ model requires exponentially many samples,

C “

$
&
%|ψAy “ 1?

2n

ÿ

xPt0,1un

ˇ̌
ˇx, pxTAxq mod 2 : A P F

nˆn
2

E
,
.
- .

On the other hand, this class is efficiently learnable using separable measurements [50] and
entangled measurements with classification noise [16]. Specifically, this immediately implies an
exponential separation between learning under quantum local differential privacy and learning
with separable measurements, resolving an open question in ([32], Question 4).

5 Testing and learning quantum states under local privacy

We will now explore the effect of local differential privacy in the settings of quantum hypothesis
testing and quantum multi-party learning. Intuitively, as local differential privacy is ensured
by the injection of noise, this will increase the sample complexity in a testing or learning task.
We confirm this intuition by providing a converse bound on the achievable rate for quantum
hypothesis testing under local differential privacy. On the other hand, we also demonstrate
that quantum local differential privacy is compatible with exponential quantum advantage. As
a proof of principle, we prove that parity functions can be learned from quantum examples
under local differential privacy.
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5.1 Private hypothesis testing

Here we demonstrate an application of the informatic-theoretic results of Section 3 to the rich
field of quantum hypothesis testing. We study the distinguishability of two quantum states
ρ and σ using a restricted class of measurements, i.e. locally differentially private measure-
ments performed on a single copy of the input state. In particular, we’ll consider the task of
asymmetric hypothesis testing, where one wants to minimize the rate of false positives (type-1
error) subject to a constraint on the rate of false negatives (type-2 error). We will adopt the
framework developed by Brandao et al. [51], which extends hypothesis testing to the setting of
restricted measurements. Our result can also be regarded as a quantum version of the “private
Chernoff-Stein lemma” provided in [52].

Let ρ and σ be two quantum states acting on some Hilbert space H. Given either n copies
of ρ or n copies of σ, we want to design a test which distinguishes the two possibilities. For an
acceptance operator Mn (i.e. a POVM element acting on n copies of the input state), we define
the error probabilities as follows

αnpMnq :“ TrppI ´ Mnqρbnq (type-2 error),

βnpMnq :“ TrpMnσbnq (type-1 error).

Then for 0 ă τ ă 1, define

βτ
n :“ inf

Mn
tβnpMnq : αnpMnq ď τu (14)

and the asymptotic optimal error exponent

Epρ, σq :“ lim
τÝÑ0

lim
nÝÑ8

´ log βτ
n

n
. (15)

The quantum Stein’s lemma [53] says that

Dpρ}σq “ Epρ, σq. (16)

As shown by Ogawa and Nagaoka [54], the “strong converse” Eq. (16) also holds. This can
be thought of as showing that Eq. (16) is satisfied also when the limit of τ ÝÑ 0 in Eq. (14) is
replaced by any fixed τ P p0, 1q. To deal with the restricted case where only single-copy ε-LDP
measurements are allowed, we’ll need to define the following quantities, introduced in [51].
Consider the infinite set S “ pS1, S2, . . . , Sn, . . . q, where each Sn is a set of measurements over
Hbn. We define:

DSnpρ}σq :“ sup
MPSn

DpMpρbnq}Mpσbnqq
n

. (17)

DSpρ}σq :“ lim
nÝÑ8

DSnpρ}σq. (18)

In analogy with Eq. (14) and Eq. (15), we have

βτ
npSq :“ inf

MPSn
tβnpMq : αn ď τu,

ESpρ, σq :“ lim
τÝÑ0

lim
nÝÑ8

´ log βτ
npSq

n
.

We are now ready to upper bound ESpρ, σq for the case of locally differentially private mea-
surements.
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Theorem 5.1 (Private quantum Stein’s lemma). Let ρ and σ be two quantum states acting on some
Hilbert space H. Let Sε be a set of ε-LDP measurements over H. Moreover, for every n ě 1, define the
following convex hull

Tn “ convtT1 b ¨ ¨ ¨ b Tn : T1, . . . , Tn P Sεu,

and thus let T “ pT1, T2, . . . , Tn, . . . q. The following inequality holds:

ETpρ, σq ď eε

2
p1 ´ e´εq2DMpρ}σq,

where DMp¨}¨q denotes the measured relative entropy.

Proof. The theorem follows combining the results of Brandao et al. [51] with Corollary 3.2. In
particular, ([51], Theorem 16) implies that

ETpρ, σq “ DTpρ}σq.

Recall that

DTpρ}σq “ lim
nÑ8

sup
MPTn

DpMpρbnq}Mpσbnqq
n

. (19)

Observe that M “
řm

i“1 λipMpiq
1 b ¨ ¨ ¨ b M

piq
n q for some non-negative coefficients such thatř

i λi “ 1 and M
piq
1 , . . . ,M

piq
n P Sε. Recall that the quantum relative entropy enjoys joint con-

vexity and additivity with respect to product states. Thus,

DpMpρbnq}Mpσbnqq “ D

˜
mÿ

i“1

λipMpiq
1 b ¨ ¨ ¨ b M

piq
n qpρbnq

››››
mÿ

i“1

λipMpiq
1 b ¨ ¨ ¨ b M

piq
n qpσbnq

¸

ď
ÿ

i,j

λiD

ˆ
M

piq
j pρq

››››M
piq
j pσq

˙
ď n ¨ max

i,j
D

ˆ
M

piq
j pρq

››››M
piq
j pσq

˙

ď n ¨ eε

2
p1 ´ e´εq2DMpρ}σq,

(20)

where the last inequality follows directly from Corollary 3.2. Finally, combining Eq. (19) and
Eq. (20) yields

DTpρ}σq ď lim
nÑ8

n

n
¨ eε

2
p1 ´ e´εq2DMpρ}σq “ eε

2
p1 ´ e´εq2DMpρ}σq,

and hence the theorem follows.

5.2 Private multi-party learning from quantum data

We will now discuss the applications of quantum local differential privacy to the setting of
multi-party computation (MPC). In many real-world scenarios, multiple parties share their
data to collectively compute a function. The goal is then to achieve the best possible accuracy
under some security constraints. One way to formulate the security requirement is to ask that
each party learns nothing more about the other parties’ data than can be learned from the out-
put of the function computed. This approach is adopted by the framework of secure multi-party
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computation (SMPC), both in the classical [55, 56] and in the quantum setting [57, 58]. The main
shortcoming of SMPC is that the security guarantees are dependent on the auxiliary informa-
tion disposed by the adversary. For instance, if k parties collectively compute an average, k ´ 1
malicious parties can collaborate to infer the data of the remaining party.

To overcome these limitations, we can adopt the framework of secure multi-party differential
privacy, defined in [59]. In particular, we will consider a model where the input state ρ1 b ρ2 b
¨ ¨ ¨ b ρk is distributed among k quantum parties P1,P2, . . . ,Pk, such that the i-th party Pi holds
the state ρi and disposes of a quantum computer. The parties are allowed to share classical
information. In order to protect the private information contained in ρi, we require that the
each Pi accesses the state ρi through an ε-local differentially private measurement Mi for some
suitable ε ą 0. Thus, for all i, for any possible output y, and for all input states ρi, σi, we have

PrrMipρiq “ ys ď eε PrrMipσiq “ ys.
One potential concern with this setting is that the injection of noise can severely limit the

usefulness of the computation, hence it is no clear a priori whether a quantum speed-up can
be achieved under these constraints. To address this issue, we show that that parity functions
can be efficiently learned from quantum examples in a multi-party setting under local differen-
tial privacy. Classically, learning parity under local differential privacy requires exponentially
many samples [29].

For s P t0, 1un , the corresponding parity function c : t0, 1un Ñ t´1, 1u is defined cpxq “
p´1qs¨x. Let b1, . . . , bk random binary strings in t˘1un, such that each bi

x equals 1 with probabil-
ity 9{10 and ´1 with probability 1{10. Each party Pi holds the following quantum state:

|ψiy “
c

1

2n

ÿ

xPt0,1un

ˇ̌
ˇx, cpxq ¨ bi

x

E
. (21)

We remark that this definition slightly differs from the one considered in ([15], Lemma 4.2),
as their definition doesn’t involve the random vector bi. Instead, in our model each party
holds a different input state. The vector bi can be either regarded as classification noise or as
some sensitive information regarding the i-th party. In the latter case, the adoption of local
differential privacy is extremely natural, as it significantly limits the information about bi that
can be inferred by a malicious adversary, even disposing of auxiliary information.

Proposition 5.1. Let s P t0, 1un and |ψ1y , |ψ2y , . . . , |ψky as defined above and assume that the parties
Pi’s can communicate via a classical channel. Provided that k ě c ¨ nε´2 logp1{βq for a sufficiently
large constant c, there is an efficient quantum algorithm A that computes the string s with probability
at least 1 ´ β. A consists solely in ε-LDP measurements on the states |ψiy’s, classical communication
and classical post-processing.

Proof. The proof is similar to the one of ([15], Lemma 4.2). It is not hard to see that Infjpcq “ 1
for all j P supppsq and Infjpcq “ 0 otherwise. As shown in [15], there is a quantum measurement
Mj implementable in polypnq gates such that

xψ| Mj |ψy “ Infjpcq,

where |ψy “
b

1
2n

ř
xPt0,1un |x, cpxqy. Moreover, the expected trace distance between |ψy and |ψiy

can be bounded as follows:

Ebi
} |ψy xψ| ´ |ψiy xψi| }tr “ Ebi

„b
1 ´ xψi|ψy


“

b
1 ´

a
1 ´ 1{10 ă 1

4
,
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where we took the expectation over the randomness of the string bi. By the property of the
trace distance, ˇ̌

Ebi
xψi| Mj |ψiy ´ Infjpcq

ˇ̌
ă 1

4
.

Then the algorithm A estimates Infjpcq by asking m ą 64 ¨ ε´2 logp3{βq parties to perform a

Laplace measurement M
Lap,ε
j on their state |ψiy and averaging the outcomes ŷ1, ŷ2, . . . , ŷm. We

denote their average by µ̂ “ 1
n

řm
i“1 ŷi. We can write ŷi “ yi ` η, where yi „ Ebi

xψi| Mj |ψiy
and η „ Lapp1{εq. Proceeding as in the proof of Theorem 4.1, we can show by concentration of
measure that

µ̂ “ Ebi
xψi| Mj |ψiy ˘ 1{4,

with probability at least 1 ´ β. Then the outcome µ̂ is in the interval p1{2, 3{2q if j P supppsq,
otherwise is in p´1{2, 1{2q. Thus we can determine whether j P supppsq. Repeating the proce-
dure for all j P rns on m unused states |ψiy’s, we can determine the string s. This requires k to
scale as Opnε´2 logp1{βqq.
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A The measured Pinsker’s inequality

We provide an alternative version of the popular Pinsker’s inequality [60], where the quantum
relative entropy is replaced by the measured relative entropy. As the proof is almost identical
to the one of the (standard) quantum Pinsker’s inequality, this can be regarded as a folklore
result. We include it here since we were unable to find an appropriate reference.

21

https://doi.org/10.1109/ISIT45174.2021.9517999
https://doi.org/10.1142%2F9789812563071_0003
https://doi.org/10.1109/SFCS.1986.25
https://doi.org/10.1007%2F978-3-030-45727-3_25


Lemma A.1 (Measured Pinsker’s inequality). For ρ, σ quantum states, the following inequality
holds:

}ρ ´ σ}2
tr ď 1

2
DMpρ}σq,

where DMpρ}σq is the measured relative entropy.

Proof. Recall the variational interpretation of the trace distance as a probability difference:

}ρ ´ σ}tr “ max
0ďΛď1

TrrΛpρ ´ σqs “ |Mpρq ´ Mpσq|tv,

where M “ pΛ˚, 1 ´ Λ˚q and Λ˚ “ arg max0ďΛď1 TrrΛpρ ´ σqs. The classical Pinsker’s inequal-
ity yields:

|Mpρq ´ Mpσq|2tv ď 1

2
DpMpρq}Mpσqq ď 1

2
DMpρ}σq,

where the second inequality follows from the definition of measured relative entropy. This
proves the lemma.

The standard inequality can be deduced by noting that DMpρ}σq ď Dpρ}σq.
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