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Abstract—Recent developments in the smart mobility domain
have transformed automobiles into networked transportation
agents helping realize new age, large-scale intelligent trans-
portation systems (ITS). The motivation behind such networked
transportation is to improve road safety as well as traffic
efficiency. In this setup, vehicles can share information about
their speed and/or acceleration values among themselves and
infrastructures can share traffic signal data with them. This
enables the connected vehicles (CVs) to stay informed about
their surroundings while moving. However, the inter-vehicle
communication channels significantly broaden the attack surface.
The inter-vehicle network enables an attacker to remotely launch
attacks. An attacker can create collision as well as hamper
performance by reducing the traffic efficiency. Thus, security
vulnerabilities must be taken into consideration in the early phase
of CVs’ development cycle. To the best of our knowledge, there
exists no such automated simulation tool using which engineers
can verify the performance of CV prototypes in the presence of
an attacker. In this work, we present an automated tool flow that
facilitates false data injection attack synthesis and simulation on
customizable platoon structure and vehicle dynamics. This tool
can be used to simulate as well as design and verify control-
theoretic light-weight attack detection and mitigation algorithms
for CVs.

Index Terms—platoon, CV, security, attack generation, attack
simulation

I. INTRODUCTION

In the last few years, we have observed a mammoth de-
velopment in intelligent transportation systems (ITS). Today’s
vehicles that participate in building such an advanced ITS, are
designed as collection of sophisticated control systems that
provide a plethora of features related to safety, performance,
power management, comfort, and entertainment. Thus, the
ECUs, sensors and the intra-vehicular communication network
together form an electrical/electronic (E/E) architecture [1]
which provides the base for a feature-rich present-day automo-
bile. Though these control programs enhance the performance
and safety of an individual automotive but are not enough to
ensure efficiency and safety on-road traffic, which is one of
the primary goals of ITS. According to data published by the
U.S. Department of Transportation’s National Highway Traffic

Safety Administration (NHTSA), approximately 31, 720 peo-
ple died in vehicle crashes from January, 2021 to September
2021 [2]. These facts motivate the need of connected vehicles
(CVs) that can communicate among themselves and coordinate
as required in an ITS setup.

Recent developments in the smart mobility domain have
transformed automobiles into networked transportation agents
helping realise new age, large-scale ITS. The motivation
behind the networked transportation is to improve the road
safety as well as traffic efficiency. In this setup, vehicles can
share information about their speed and/or acceleration values
among themselves and infrastructures can share traffic signal
data with them. This enables the CVs to stay informed about
their surroundings while moving. A vehicular ad-hoc network
(VANET) [3] is established where these vehicles act as moving
nodes/routers to form a mobile network that can help On-
Board Units (OBU) in vehicles communicate with other OBUs
and road-side units (RSU). In case of standalone vehicles, they
share information wirelessly with their surrounding vehicles in
order to cooperate each other. Whereas in a connected vehicle
platoon, these wireless connections follow certain network
topologies that specify which platoon members to share the
information with. There are dedicated standards developed
for Wireless Access in Vehicular Environments (WAVES).
For example, DSRC (Dedicated Short Range Communication)
[4] enables V2V (Vehicle-to-Vehicle) and V2I (Vehicle-to-
Infrastructure) communications (in general V2X). DSRC is
mainly responsible for carrying basic safety messages (BSMs)
like velocity and acceleration data from the preceding vehicles
(as per the network topology) to enable limited autonomy
drive-assist systems like Cooperative Adaptive Cruise Control
(CACC). CACC technology is preferred in different ITS
applications like vehicle platooning, co-operative merging of
vehicles at highway intersections, co-operative driving on
signalized corridors, etc. DSRC is used in CACC for its
distributed nature and increased reliability.

Such sophistication in intelligent transportation comes at the
cost of security vulnerabilities. Similar to in-vehicle automo-
tive control systems [5], CVs are also not free from attacks.
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The inter-vehicle communication channels significantly expose
the intra-vehicular network, thus broadening the attack surface.
Even without direct physical access to a vehicle’s internal
network, an attacker can remotely hijack the vehicle’s control
from the driver. In most cases, an attacker is a rogue vehicle
participating in a CV application like platoon. It poses itself
as a legitimate vehicle to the certificate authority (CA), like
Security Credentials Management System (SCMS) [6], thus
obtaining certificate to be a participant of a platoon. Then,
it can misuse the underlying CA and launch various types
of attacks that lead to collisions [7]. Fig. 1 depicts such
an attack scenario where we consider a vehicle within the
platoon is a rogue one and it sends false information about
its position, velocity, and/or acceleration to other vehicle that
it communicates with. Such type of attacks are called false
data injection (FDI) attacks. A survey on different types of
attacks on connected vehicles (like, message spoofing, denial
of service, man in the middle, replay attack etc.) can be found
in [8]. These issues open up a serious research discussion
on connected vehicle security and safety and re-calibration of
the state-of-the-art control and security schemes keeping such
vulnerabilities in mind from development stage.

There exist some state-of-the-art simulation tools for CVs
[9]–[15]. These tools can be useful to simulate and test devel-
oped control strategies. But to the best of our knowledge, there
does not exist any CV traffic simulation tool which targets
reproducing real-world CV vulnerabilities and testing control
and detection strategies to counter such vulnerabilities. For
example, CARLA [14] is a widely used autonomous vehicle
simulation tool which can be utilized for simulating connected
vehicle scenarios. However, in Carla the vehicle dynamics
model is a blackbox to the user. The dynamics of each vehicle
can not be customized. CommonRoad [13] and Matlab’s Au-
tomated Driving Toolbox [15] provide the provisions to model
the vehicle dynamics as per designer’s requirement. However,
they lack the network protocol implementation required for CV
applications. Veins [10] integrates traffic simulator SUMO [9]
and network simulator OMNET++ [16] to provide a platform
for simulating CV applications. Specifically, Plexe [11] is an
extension on Veins for platoon simulation. VENTOS [12]
was built on top of Veins to incorporate platoon manage-
ment protocols. Platoon Management Protocols (PMP) govern
various platoon operations and maneuvers. The leader of the
platoon i.e. the front vehicle administers platoon decisions
such as speed, lane changes, merging with other platoons
etc. [7]. However, VENTOS has some predefined platoon
structures and dynamics of the participating vehicles. Also,
the architecture of VENTOS does not support mobile attacker,
for example, consider a rogue vehicle within the platoon as
an attacker.

In this paper, we present a customizable simulation tool-
chain for CV traffics. The proposed tool-chain is built on
top of VENTOS. It can be used to generate a sequence of
false data, injection of which on sensor measurements can
lead to instability in the platoon in terms of performance
and safety. Such sequence of false data to be injected by

Fig. 1: FDI Attack on Connected Vehicles

the attacker vehicle is called an attack vector. The tool also
provides a platform to simulate such attack on a platoon
where i) each vehicle’s dynamics can be customized, ii) the
platoon topology can be defined. This enables us to investigate
the different vulnerable situations designed for different such
system dynamics and CV topologies. Customizable vehicle
dynamics can be further leveraged for the development of
control-theoretic attack detectors like [17]–[19]. To this end,
we state the primary contributions of this work below.

1) We propose a Satisfiability Modulo Theory (SMT)-based
method that generates a sequence of false data to be added
to the actual position, velocity, or acceleration of the
attacker/rogue vehicle such that it either leads to collision
or reduce traffic throughput by increasing the gap between
the vehicles in the platoon.

2) We extend the basic VENTOS tool-flow to support ex-
ternal false data inputs to the application layer of the
connected vehicle network in order to reproduce the
vulnerability and quantify the performance degradation
or understand the safety violations.

3) We incorporate longitudinal vehicle dynamics in state
space form in the SUMO module of VENTOS. Our
proposed tool enables the user to provide parameters of
the vehicle dynamics as input.

4) Our automated tool-chain enables a plug-and-play like
interface accepting the following specifications: (a) Pla-
toon topology, (b) Longitudinal vehicle dynamics and (c)
Attack surface variables with corresponding false data
parameters. For this specific input configuration, the tool-
chain (i) generates attack vectors if exists that violates
safety or performance criteria in the system model, and
(ii) visually simulates this attack-effect on the provided
CV and platoon models.

5) We also evaluate our proposed tool for a number of
platoon topologies and different attack scenarios.

II. BACKGROUND

A. Platoon Topology

We consider a platoon which has a total (n+ 1) number of
vehicles including a leader. As presented in Fig. 2, we give
an index value 0 to the platoon leader. A platoon topology



(a) Predecessor Following (PF)

(b) Predecessor Leader Following (PLF)

(c) Two Predecessor Following (TPF)

(d) Two Predecessor Leader Following (TPLF)

Fig. 2: Some Platoon Topologies

defines how the vehicles participating in the platoon share
their states i.e. position, speed and acceleration information
among themselves either via V2X communication or radar-
based measurements. In this work, we consider the following
4 types of platoon topologies (Fig. 2):
a) Predecessor Following (PF): Each vehicle receives position,

velocity and acceleration information from the vehicle just
preceding it (Fig. 2a).

b) Predecessor Leader Following (PLF): Each vehicle receives
position, velocity and acceleration information from the
vehicle just preceding it as well as from the leader (Fig. 2b).

c) Two Predecessor Following (TPF): Each vehicle receives
position, velocity and acceleration information from two
preceding vehicles (Fig. 2c).

d) Two Predecessor Leader Following (TPLF): Each vehicle
receives position, velocity and acceleration information
from two preceding vehicles as well as the leading vehicle
(Fig. 2d).

For input specification, we represent the platoon topology as
a directed graph G(V,E) [20] where the set of nodes V =
{α0, α1, α2, ..., αn} and the set of edges E = V × V . The
αi ∈ V denotes the i-th vehicle in the platoon where α0 is the
platoon leader. The edge (αi, αj) ∈ E denotes the information
flow between αj and αi. The information flow among the
vehicles in the platoon is defined using the adjacency matrix
M ∈ R(n+1)×(n+1) where

M [i, j] =

{
1, if (αj , αi) ∈ E.
0, otherwise.

(1)

Here, (αj , αi) ∈ E implies i-th vehicle receives data from

j-th vehicle. The j-th vehicle is neighbour of i-th vehicle
if M [i, j] = 1. This implies αi receives information from
αj either via V2X communication or radar. We define the
neighbour set of i-th vehicle as Ni = {j|M [i, j] = 1}. For
all the topologies in Fig. 2, the preceding vehicle αj of each
following vehicle αj+1 is a member of Nj+1. Note that, in this
work, though we have considered only PF, PLF, TPF, TPLF
platoon topologies, the directed graph-based formulation can
support any platoon topology.

B. Vehicle Model

In this paper, we assume a homogeneous platoon i.e. dynam-
ics of each vehicle is uniform. Fig. 4 demonstrates a sample
information flow among vehicles in a platoon. Each vehicle
αi ∈ V in the platoon is represented as a 3-rd order continuous
time state space model [20]:

ẋi(t) = Acxi(t) +Bcui(t) (2)

Here, the system state xi(t) = [si vi ai]
T where si, vi, ai are

respectively the position, velocity and acceleration of vehicle
αi. A vehicle transmits its entire state information xi(t) to
other vehicles in the platoon depending upon the platoon topol-

ogy. System state transition matrices Ac =

0 1 0
0 0 1
0 0 − 1

τi

 and

Bc = [0 0 1
τi

] where τi is the inertial delay of vehicle longi-
tudinal dynamics. The linear control input ui(t) is calculated
as

ui(t) =
∑
j∈Ni

[k1(si − sj − di,j) + k2(vi − vj) + k3(ai − aj)]

=
∑
j∈Ni

K(xi(t)− xj(t)− [di,j 0 0]T ) (3)

Here, di,j is the desired spacing between i-th and j-th vehicle
including vehicle length (Fig. 4), and K = [k1 k2 k3] is
the gain for the linear controller. In Eq. 3, we can see the
control input for each vehicle in the platoon depends on the
information flow topology of the platoon. Discretizing the
continuous time system in Eq. 2 with respect to a sampling
period of Ts gives the following discrete-time state space
model for i-th vehicle in the platoon.

xi[k + 1] = Axi[k] +Bui[k]

ui[k] =
∑
j∈Ni

K(xi[k]− xj [k]− [di,j 0 0]T ) (4)

Here, xi[k], ui[k] are respectively the state and control input of
the i-th vehicle at k-th sample. A and B are the discrete-time
state transition matrices.



Fig. 3: A Framework for Evaluating Connected Vehicle Security against False Data Injection Attacks

Fig. 4: Control structure of each vehicle in the platoon

C. Attack Model

The inter-vehicle communication channels significantly ex-
pose the intra-vehicular network. This broadens the attack
surface by allowing a remote attacker to launch an attack on
the inter-vehicular network and electronic control units. Works
reported in [21], [22] discuss simulation of attack on intra-
vehicular network that tampers sensor measurements and/or
control signals. In this work, we focus on attacks that target
the inter-vehicular network. We consider the attacker is a rogue
vehicle in the platoon. Presenting itself as a legitimate user,
it acquires certificate to be part of a platoon from certificate
authority [7]. Ideally, all the vehicles in the platoon should
have same velocity and the inter-vehicle space should be
near optimal during stable operations. The objective of the
attacker (here the rogue vehicle) would be creating instability
in the platoon. This can either lead to collision i.e. the inter-
vehicle space falls below the minimum criteria, or reduce
traffic throughput i.e. increase the inter-vehicle space beyond
the maximum limit. In this paper, we consider a false data

injection (FDI) attack in which the attacker i.e. the rogue
vehicle sends false information regarding its state. Consider
that the j-th vehicle in the platoon is the attacker. It modifies
its state as,

xaj [k] = xj [k] + Γδj [k] (5)

Here, xaj [k] is the modified state of the rogue vehicle, δj [k] is
the false data i.e. to be added to the actual state xj [k] at k-th
sampling instance. The 3 × 1 matrix Γ represents the attack
surface which is defined as,

Γ[i] =

{
1, if i-th state variable is falsified.
0, otherwise.

(6)

For example, if Γ[1] = 1 and Γ[0] = Γ[2] = 0, then position
of the rogue vehicle is modified. Such falsification will affect
the control input calculation of those vehicles which receive
state information from the j-th vehicle. Consider that the j-th
vehicle is neighbour of i-th vehicle. Thus, the control input of
i-th vehicle will be incorrectly calculated as,

uai [k] =
∑

m∈Ni,m 6=j

K(xi[k]− xm[k]− [di,m 0 0]T )

+K(xi[k]− xaj [k]− [di,j 0 0]T ) (7)

The control input uai [k] in the presence of the rogue vehicle
can create instability in i-th vehicle. This would have a
cascading effect on all the vehicles which have a connected
network datapath from j-th vehicle. The attacker would inject
a sequence of false data δj [k]’s to fulfil its objective. In the
next section, we present a method to synthesize a successful



attack vector i.e. a sequence of false data that can hamper
safety or performance of a platoon.

D. VENTOS Tool-flow

VENTOS is an integration of SUMO and OMNET++.
Different car following models are added as CV types in its
SUMO module. SUMO provides a Traffic Control Interface
(TraCI), which enables TCP-based client/server interfacing of
an external application to retrieve or control traffic simulation
data. VENTOS connects to this TCP server in SUMO as a
client. It performs network simulations for each time-step and
commands SUMO to perform simulation for the same time-
step. VENTOS uses a timer to call simulationStep TraCI
command periodically in order to advance SUMO simulation
by one time-step. Each CV or RSU inserted into SUMO is
mirrored in OMNET++ as a node. The connections between
these nodes are set as defined by the user. The main traffic
simulation part is executed in VENTOS’s SUMO module and
the respective network simulation for communication between
CVs is done in OMNet++.

VENTOS implements a platoon management protocol
(PMP) to enable different platoon maneuvers (eg. split, merge
etc.). Its traffic signal control (TSC) module implements
popular state-of-the-art algorithms like Fixed-time, Longest
Queue First (LQF), Oldest Job First (OJF) etc. Many of the
well known certification revocation list (CRL) distribution
algorithms in Vehicular Public Key Infrastructure (PKI) ar-
chitecture are also implemented in VENTOS. For example,
RSU only i.e., only V2I communication is responsible for CRL
distribution, C2C epidemic i.e., V2V and V2I communication
is responsible for CRL distribution, Most Pieces Broadcast
(MPB) i.e., vehicle or RSU which has maximum number of
pieces is responsible for CRL distribution, etc. We utilize
these inbuilt features in VENTOS to implement a practical CV
platooning scenario. Currently, VENTOS supports specifying
new adversary nodes and modules for platoon vulnerability
analysis, but it does not support an automotive attack sur-
face. Our implementation is aimed to replicate such attack
scenarios where a vehicle that joined the platoon is rogue and
injects false data to cause unsafe situations. VENTOS supports
specifying new vehicle types but its control algorithm does
not consider different platoon network topologies. We have
parameterized this longitudinal vehicle dynamics integration
along with different type definitions for different platoon
topology types as discussed below.

III. PROPOSED TOOL FRAMEWORK

Our proposed tool chain has primarily two parts: attack
vector generation and attack simulation. We now discuss the
input specification of the tool chain followed by a detailed
discussion of these two parts.

A. Tool Input Specifications:

To enable a customizable system configuration, we consider
the following inputs as shown in the grey box in Fig. 3.

• Vehicle Dynamics Matrices and Parameters : The user
can provide the discrete-time state-space matrices A, B,
the gain K along with the sampling period Ts of the
controller to define longitudinal vehicle dynamics in ACC
mode. Currently, the tool-chain supports homogeneous
modeling of CV platoons following Eq. 2. The tool also
supports command line input for other vehicle parameters
like length, desired spacing d etc.

• Topology Parameters : The user can provide as input the
number of vehicles n (excluding leader) in the platoon
and the topology type. The adjacency matrix M will be
generated for the CV platoon topology as mentioned in
Eq. 1. Currently, our implementation supports 4 platoon
topology types i.e., PF, PLF, TPF, TPLF (see Sec. II-A).
Using these information the platoon dynamics and control
equations are formed following Eq. 4 and Eq. 3.

• Performance/Safety Criteria: Typically, interesting attack
vectors for FDI security evaluation would be those which
lead to safety violation or performance violation. Both
attack types are supported by the tool. The target per-
formance or safety property is considered as an input
to the tool. Safety properties in this case are defined by
the minimum distance dmin between any 2 consecutive
vehicles to avoid collision and performance criteria is
defined by maximum distance dmax between any 2
consecutive vehicles in the platoon exceeding which may
reduce traffic throughput. The system dynamics of the
CV platoon should satisfy these properties during normal
operations (i.e, when the false data is not injected). A
false data sequence is generated with a goal to violate
these safety or performance criteria.

• Attack Specifications : The attack specifications include
(i) the attack surface matrix Γ that denotes which among
position, velocity and acceleration is under attack, (ii)
which one of the platoon vehicles is the attacker vehicle
p (considering leader is indexed with 0), (iii) sampling
instance s when the attack will start, (iv) duration T of
attack, and (v) the range [−θ, θ] that each attack value
i.e. the false data falls into.

• Leader’s velocity profile : Ideally, all the vehicles in the
platoon should follow the leader and maintain the same
velocity as leader. Therefore, it is also needed to give the
time stamped velocity profile v (a vector of speed values
over a time window) of the leader as input to the tool.
Leader’s dynamics will change based on v. With these
command line inputs the attack vector is first synthesized
and then fed in to the simulation engine.

B. Attack Vector Generation

In this section, we discuss a Satisfiability Modulo Theory
(SMT)-based method to synthesize successful attack vectors.
Particularly, we have used Z3 [23], an SMT solver for this
purpose. Attack vector synthesis for platoon using SMT was
first introduced in [17]. However, the authors in [17] used
only PF platoon topology with only 3 vehicles. Whereas, our
proposed method presented in Algorithm 1 can be used to



generate attack vectors for any platoon topology with any
number of vehicles.

Require: Discrete-time state transition matrices A and B,
controller gain K, sampling period Ts, number of vehicles
n in the platoon other than leader, adjacency matrix M
attack surface matrix Γ, attacker vehicle number p, attack
duration T , attack type type, attack onset s, attack range
[−θ, θ], desired spacing d between consecutive vehicles,
safety limit dmin, performance limit dmax, velocity profile
of the leader v0, initial velocity of each vehicle vinit

Ensure: Attack vector A(if it exists, otherwise NULL)
1: function ATTVECSYN(A, B, K, Ts, n, M , Γ, p, T , type,
s, |θ|, d, dmin, dmax, v0, vinit)

2: for i = 0 to n do . Initialization
3: si ← (N − i+ 1) ∗ d; vi ← vinit; ai ← 0;
4: xi[0]← [si vi ai]

T

5: for k = 1 to s+ T do
6: vprev ← v0;
7: v0 ← v(k); a0 ← v0−vprev

Ts
;

8: s0 ← s0 + (vprevTs) + (0.5a0T
2
s )

9: x0[k]← [s0 v0 a0]T

10: for i = 1 to n do
11: ui[k − 1]← 0
12: for j = 1 to i− 1 do
13: if M [i, j] == 1 & j == p & k ≥ s then
14: δ[k − s]← nondet();
15: di,j ← (i− j)× d
16: ui[k− 1]← ui[k− 1]−K(xi[k− 1]−

(xj [k − 1] + Γδ[k − s])− [di,j 0 0]T )

17: if M [i, j] == 1 then
18: di,j ← (i− j)× d
19: ui[k− 1]← ui[k− 1]−K(xi[k− 1]−

xj [k − 1]− [di,j 0 0]T )

20: xi[k]← Axi[k − 1] +Bui[k − 1]
21: ei[k]← si−1 − si
22: if type == safety then . safety violation
23: Asafety ← assert(∀k ∈ [s, T ],∀i ∈ [1, p] ∧ [p +

2, n], (
∧
|δ[k]| < θ)→ (

∨
ei[k] < dmin)) ∧ (ep+1[k] >=

dmin ∧ ep+1[k] <= dmax)
24: else . performance violation
25: Aperf ← assert(∀k ∈ [s, T ],∀i ∈

[p, n], (
∧
|δ[k]| < θ)→ (

∨
ei[k] > dmax))

26: if Asafety or Aperf is valid then
27: return A ←

[
δ[1] · · · δ[T ]

]
;

28: else
29: return NULL;

Algorithm 1: Attack Vector Synthesis for a platoon

Algorithm 1 takes as input all those parameters that are
specified in Sec. III-A. We initialize position, velocity, ac-
celeration of each vehicle including leader in lines 2-4 of
Algorithm 1. We consider that initially the platoon is in a
stable state i.e. each vehicle has same velocity vinit and the

distance between any 2 consecutive vehicles in the platoon is
optimal i.e. d. From line 5 to line 21, we update the states of
each of the (n + 1) vehicles for (s + T ) sampling instances.
The velocity profile of the leader has been given as input using
which we update the states of the platoon leader in lines 6-9.
The states of the n following vehicles are updated in lines 10-
21. The control input for each i-th vehicle is computed in
lines 11 to 16. In line 13, we are checking whether the j-th
neighbour of i-th vehicle is the rogue one and if the current
iteration falls within the attack window [s, s+T ]. Accordingly,
we create a vector δ that signifies the false data sequence to be
added by the attacker and populate it non-deterministically in
each iteration during the attack window (line 14). These non-
deterministic values are then added to the communicated states
of j-th vehicle using which the control input of i-th vehicle
is updated following Eq. 7 in line 16. If the j-th neighbour of
vehicle αi is not the rogue one or the current iteration does
not fall into the attack window [s, s + T ], the control input
of αi is computed using Eq. 3 (line 19). The states of each
vehicle αi ∈ V are updated in line 20. We compute an error
term ei for every vehicle αi ∈ V that signifies the distance of
i-th vehicle from its preceding vehicle i.e. (i− 1)-th vehicle.

By a successful safety violating attack vector we mean the
false data to be added by the rogue vehicle must be within
the given range [−θ, θ] and as an effect, any two consecutive
vehicles other than the vehicles in vicinity of the rogue one
(so that the rogue vehicle itself does not face any accident
or has enough time to leave the platoon after broadcasting
falsified data) become very close i.e. below specified safe gap
dmin that can lead to collision. This is captured in the assertion
Asafety (line 23). By a successful performance violating attack
vector we mean the false data to be added by the rogue
vehicle must be within the given range [−θ, θ] and also the
sequence of such false data can increase the distance between
any two consecutive vehicles int he platoon that reduces the
traffic throughput. Depending upon whether user wants safety
violating attack vector (i.e. type = safety) or performance
violating attack vector (i.e. type = perf ), either Asafety
or Aperf will be will be given as input to the SMT solver
(line 26). If either of the assertions is satisfied, the algorithm
gives as output a successful attack vector of length T (line 27).
Else, it returns NULL (line 29) which signifies that the safety
or performance of the system can not be violated by any attack
of duration T samples.

C. Attack Vector Simulation

In previous section, we have proposed an SMT-based FDI
attack synthesis algorithm for different longitudinal vehicle
dynamics and platoon configurations (The top left box inside
the dotted rectangle in Fig. 3). In this section, we discuss
about the next part of the proposed tool-chain that is built on
top of VENTOS in order to analyse the effect of the attack on
the CV platoons. In Sec. II-D we have briefly discussed how
VENTOS collaboratively runs OMNet++ network simulator
and SUMO traffic simulator equipped with the state-of-the-art
features. We now discuss the further developments done on top



of its existing tool-flow for analysing security vulnerabilities
of CV platoons.

Simulation Module Inputs: To enable a customizable
system configuration, we consider the following inputs as
shown in the grey box at the top in Fig. 3. (i)Vehicle
Dynamics Matrices : The user can provide the state-space
matrices to define longitudinal vehicle dynamics in ACC or
CACC mode. Currently, the tool-chain supports homogeneous
modeling of CV platoons. (ii) Topology Parameters : As
mentioned earlier, the topology type along with the number
of vehicles are taken as inputs. Accordingly the adjacency
matrix M is built and control input is calculated (Eq. 3).
Currently it supports 4 platoon topology type inputs i.e., PF,
PLF, TPF, TPLF (See Sec. II-A) (iii) Attack Vector and Other
Specifications: The attack vector synthesized with Algorithm 1
is input to this extended VENTOS simulation interface using
a comma-separated value (CSV) file which is generated by
the attack vector synthesis module. Along with that, other
attack specifications like the rogue vehicle (that broadcasts
the falsified data) index in the platoon, the starting instance
of the attack, etc. and the leader vehicle’s velocity profile are
also input to the simulation platform in order to visualize the
attack-effect.

Design Details : All these inputs as discussed above are
provided to the VENTOS-based extended simulation engine.
At first, the system specifications and platoon configurations
are parsed via command line interface (CLI) and respective
CSV or XML files (refer Fig. 3). These configurations contain
vehicle dynamics, platoon parameters etc. as explained earlier.
These are then passed via TraCI to the VENTOS’s SUMO
module. The adjacency matrix M is formed according to the
input topology (Eq. 1). Using this, SUMO formulates the
dynamical equations as shown in Eq. 4. The control input
is also calculated following Eq. 3. This closed-loop dynamics
is then visually simulated for a certain input time horizon.

The attack vector is input along with the attack surface
details to VENTOS (see trafficControl.xml in Fig. 3).
The attack surface specifies the Γ matrix as mentioned in Eq. 6
along with the rogue vehicle index (j as shown in Sec. II-C).
While sharing its system states with its neighbouring vehicle
(for a certain topology), the rogue vehicle is supposed to add
these synthesized false data with the original state information,
as shown in Eq. 5. To achieve this, the parsed false data
are passed to the application layer. While a wave short
message (wsm) instance is generated for broadcasting, the state
information packed in it is falsified using the attack vector
input. The neighbouring nodes receive a falsified data which
are sent to the corresponding vehicle nodes in SUMO via
TraCI. This process is repeated in each time-step as long as the
attack vector is injected. These victim vehicle nodes in SUMO
calculates their control action following Eq. 7. This causes
the violations of expected performance or safety properties
that are targeted by the attackers which can be visualized
using simulation. We log the CV platoon states under attack
utilizing logging facility provided in VENTOS and analyse
them in Matlab simulation in order to understand how attack

points and surfaces can be chosen such that the CV platoon
is most vulnerable. Using such quantified attack scenarios, we
can propose better control and detection schemes in order to
make the CV platoons attack resilient. In the next section,
we discuss such attack vector generation and visualize their
effects.

IV. EXPERIMENTAL RESULTS

Our automated tool-chain evaluates the security of CVs
against FDI attacks. For our experiments, we have considered
the continuous-time system matrices Ac and Bc with the
parameter τ = 0.5, controller gain K = [1 2 1]T , and desired
spacing (including vehicle’s length) d = 20m as given in
[20]. We discretize the linear system (Eq. 2) with a sampling
period Ts = 0.1s. We simulate the platoon with n = 4 i.e.,
there are 4 vehicles following the platoon leader. We consider
4 types of topology (PF, PLF, TPF, TPLF) as discussed
earlier in Sec. III-C. From the input topology type (provided
via addNode.xml as shown in Fig. 3), the corresponding
control function is chosen (as defined in route.xml files
in SUMO, see Fig. 3). We consider that the 2-nd vehicle
in the platoon i.e., α2 is the rogue one and it modifies its
acceleration information while broadcasting its current states
to other vehicles i.e. Γ = [0 0 1]T . We specify the safety and
performance limits as dmin = 50 and dmax = 60 (via CLI as
shown in Fig. 3). The velocity profile v of the leader is input
via CSV and is taken from [20]. The synthesized safety or
performance violating false data sequence is dumped into a
CSV file and fed as an input to our simulation module. The
effect of safety violating attack vectors on different types of
platoon topology is presented in Fig. 5.

Initially, we set the range of the false data as [−θ, θ] =
[−50, 50]. The effect of a safety violating attack vector of
length T = 50, generated with this range on PF platoon
topology, can be seen in Fig. 5a and 5b. We can observe that
velocity of vehicles α3 and α4 stop following the leader’s
velocity due to the attack (Fig. 5a). This leads to a collision
i.e., the positions of α3 and α4 overlap in Fig. 5b. However,
the attack vector generation module could not return any
safety violating attack vector of length T = 50 and range
[−θ, θ] = [−50, 50] for PLF, TPF, and TPLF topologies.
Thereafter, by increasing the attack range from [−50, 50]
to [100, 100], we could synthesize attack vectors for PLF,
TPF, and TPLF topologies. The effects of the attack vector
on those topologies are demonstrated in Fig. 5c-5h. In each
of the cases, we can see that the vehicles α3 and α4 face
collision due to the FDI attack launched by vehicle α2. From
the above result, we observe that a vehicle becomes more
resilient towards such FDI attacks as its number of neighbours
increases. Redundancy of information reduces the effect of
the falsified information and hence makes the control strategy
more robust. Similar to the safety violating attack vectors,
performance violating ones can also be generated using the
proposed framework. However, due to space scarcity we only
show the safety violating attack simulations. Moreover, in
Fig. 6, we can see the output of our simulation module.
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(c) PLF: velocity under attack
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(d) PLF: position under attack
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(f) TPF: position under attack
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(g) TPLF: velocity under attack
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(h) TPLF: velocity under attack

Fig. 5: Effect of FDI Attack on Platoon Topologies

Fig. 6: Attack Simulation Using Our Framework

It demonstrates the safety violating attack scenario on PF
topology. We can see that the space between α3 and α4 reduces
and leads to a collision as we have seen from the velocity
plot with the logged speed data in Fig. 5a. We can replicate
even more sophisticated falsification scenarios involving more
safety-critical maneuvers using the proposed framework. This
can be useful to test attack-resilience of the platoon topologies
and several state-of-the-art defense mechanisms.

V. CONCLUSION

In this paper, we present an automated tool-chain that can be
used to generate attack vectors for any type of platoon struc-
ture and to have a visual simulation of that attack vector on the
underlying platoon structure. The tool has been designed on
top of an existing connected vehicle simulation tool, namely

VENTOS. It gives a provision to customize the dynamics of
the vehicles in the platoon. Thus, the proposed tool enables the
user not only to test a connected vehicle prototype on varied
scenarios but also to design and verify control-theoretic attack
detection mechanisms. As future extension of this work, we
aim to include customizable attack detection and mitigation
modules into the tool-chain.
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