
Quantized and Distributed Subgradient Optimization Method with
Malicious Attack

Iyanuoluwa Emiola and Chinwendu Enyioha

Abstract— This paper considers a distributed optimization
problem in a multi-agent system where a fraction of the agents
act in an adversarial manner. Specifically, the malicious agents
steer the network of agents away from the optimal solution by
sending false information to their neighbors and consume sig-
nificant bandwidth in the communication process. We propose a
distributed gradient-based optimization algorithm in which the
non-malicious agents exchange quantized information with one
another. We prove convergence of the solution to a neighbor-
hood of the optimal solution, and characterize the solutions
obtained under the communication-constrained environment
and presence of malicious agents. Numerical simulations to
illustrate the results are also presented.

I. INTRODUCTION

The problem of making decisions and optimizing certain
objectives over a network of spatially distributed agents
is one that finds application in several areas, including
unmanned autonomous systems, smart grid, and increasingly
distributed learning [1, 2]. In such systems, each agent plays
a part in solving the optimization problem by carrying out
computations using available local information in coordina-
tion with neighboring agents. Certain network objectives are
formulated as optimization problems of the form:

min
x∈X

f(x) =

n∑
i=1

fi(x), (1)

where n is the number of agents in a network, fi(·) is the
local objective function of agent i, xi is the decision variable
corresponding to each agent and f(x) is the global objective
function that will be optimized. Each agent i has to perform
an optimization of its local objective function fi(xi) and
then iteratively communicates its decision variable xi with
neighbors in a network where the objective fi(·) is only
known by each agent i.

Solving Problem (1) calls for a distributed implementation
in which agents carry out local computations and exchange
information with neighboring agents. When the objective
function is strongly convex, with Lipschitz continuous gra-
dients, convergence to the optimal solution using gradient-
based methods can be achieved at a linear rate [3–5]. It is
known that noisy communication channels and adversarial
nodes in the network can slow down the linear convergence
rate [6, 7]. In spatially distributed systems with band-limited
communication channels, where agents may resort to ex-
changing low-bit (quantized) information at each time-step,
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the resulting convergence rate is also impacted. Researchers
have explored how quantization affects the performance of
these distributed optimization algorithms [8–11].

In this paper, we assume that malicious nodes not only
send bad information, but also hog the communication
bandwidth. This results in the non-malicoius nodes needing
to manage the limited bandwidth available by quantizing
the iterates broadcast to neighboring nodes. To solve this,
we propose a distributed subgradient with quantized and ad-
versarial attack method (DISQAAM) where non-adversarial
agents send quantized information and adversarial agents
send perturbed estimates using an attack vector. Different re-
searchers have explored how adversarial nodes and quantized
information affect the performance of distributed algorithms.
In [7, 12–15], the authors examined different detection
mechanisms that identify malicious agents and agents that
cannot be compromised by adversarial attack. In fact, the
authors in [14] even examined a detection framework for
non-strongly convex functions.

A similar problem was studied in [16–18], where the
convergence was obtained when information is compressed
with fewer bits and in some cases to just one bit of infor-
mation. Since quantization introduces errors, some authors
are studying ways to compensate for the quantization errors
introduced [19]. However, none of these methods simultane-
ously explore the constraints arising from quantization and
adversarial attack and still guarantee convergence.

A. Contributions

We characterize convergence properties of a distributed
subgradient algorithm in the presence of adversarial agents
and limited bandwidth for communication. We show that
the algorithm converges to a neighborhood of the optimal
solution and that the closeness can be expressed in terms
of the number of bits from the quantization and the size
of the attack vector. Our results show that if a step size is
chosen with respect to the strong convexity and Lipschitz
parameters and the subgradient bound is expressed in terms
of a suitable step size, then non-adversarial agents are still
able to approach the optimal solution despite the presence
of adversarial agents. Furthermore, the performance of the
algorithm is expressed as a function of the adversarial attack
vector and fineness of the quantization.

The rest of the paper follows the following structure: In
Section II, the optimization problem and attack model is
presented. Section III presents the algorithm and convergence
result is discussed in Section IV. Numerical experiments
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follow in Section V to illustrate the theoretical results and
the paper ends with concluding remarks in Section VI.

B. Notation

We respectively denote the set of positive and negative
reals as R+ and R−. We denote a vector or matrix transpose
as (·)T , and the L2-norm of a vector by ||·||. We also denote
the gradient of a function f(·) as∇f(·) and an n dimensional
vector of ones as 1n.

II. PROBLEM FORMULATION

Suppose we have an undirected graph G = (V, E) com-
prising n nodes where V = 1, 2, ...n is the set of nodes
(agents) and E = (i, j) is the set of edges. Let the neighbors
of each agent i be denoted by the set Ni = {j : (i, j) ∈ E}.
The agents are to jointly solve the problem

min
x∈X

f(x) =

n∑
i=1

fi(x), (2)

where each agent i has a component fi(·) of the objective
function. We assume that some agents in the network act
in an adversarial (malicious) manner by perturbing their
estimate at each iteration and overwhelming the commu-
nication bandwidth for coordination in the network. To
manage the limited bandwidth left, the non-adversarial nodes
quantize the information shared with neighboring nodes. The
uniform quantizer is chosen to ensure that agents use equal
and constant step sizes to broadcast information to their
neighbors. We assume the local objective function fi(·) in
equation (2) is strongly convex and X is the feasible set.

Non-adversarial Agent
Adversarial Agent

Fig. 1: Adversarial behavior in WSN

As illustrated in Figure 1, the thin communication links
are used to denote connection between two non-adversarial
agents, while thick pipes are used to depict the connec-
tion between an adversarial agent and any other agents
(adversarial or non-adversarial). The non-adversarial nodes
need to manage the communication bandwidth to be able
to approach the optimal solution to equation (2) to over-
come the bottleneck caused by adversarial nodes upscaling
their estimates. We solve problem (2) using the distributed
subgradient method. In this framework, each non-adversarial
agent i updates a local copy xi ∈ Rp of the decision variable
x ∈ Rp to send quantized iterate Q(xi(k)) ∈ Rp and carry
out a local update according to:

xi(k+1) = xi(k)−qi(k)+
∑

j∈Ni∪{i}

wijqj(k)−αi∇fi(x(k)),

(3)

where αi ∈ R+ is the step size, w is the weight matrix, and
qi(k) = Qik(xi(k)) is the quantized value of xi(k).

A. The Uniform Quantizer

Let x ∈ Rd. A uniform quantizer with step size ∆ and

mid-value x′ is Q(x) = x′+sign(x−x′).∆.b‖x−x
′‖

∆ + 1
2c,

where ∆ = `
2b , ` is the size of the quantization interval

and b is the number of bits. b·c is the floor function and
sign(x) is the sign function. Let b the number of bits, the
quantization interval be set to [x′−1/2,x′+1/2] the uniform
quantizer be denoted as Qi

k(xi(k)) and mid-value x′
k

∆,i. Let
qi(k) = Qi

k(xi(k)); then, the quantization error, ∆i(k) =
qi(k) − xi(k). Suppose `i be the quantization interval size
for each agent i, the quantization error bound of a uniform
quantizer is given by ‖∆i(k)‖≤ `i

2b+1 .

B. Attack Model

The aim of the malicious agents is to prevent the network
from reaching the optimal solution to Problem (2), by
perturbing their estimates with either a positive or negative
attack vector ei(k) ∈ Rp (with all entries of the vector being
positive or negative) according to the following iteration:

xi(k + 1) = xi(k)− qi(k) (4)

+
∑

j∈Ni∪{i}

wijqj(k)− αi∇fi(x(k))+ei(k).

After the step in equation (4), the adversarial agents broad-
cast their estimates to their neighbors. We note that the
adversarial agents can choose either the same attack vector
e(k) obtained by taking an average of estimates in a complete
graphical structure or different attack vector ei(k) at every
iteration in a general graphical structures (where each agent
i chooses an attack vector). We analyze the general graphical
structures scenario and details regarding these graphical
structures in an adversarial case are seen in [6].

The following are assumed on Problem (2):
Assumption 1: The cost function f(x) in Problems (2) is

strongly convex. This implies that for any vectors x, y ∈ Rp,
there exists a strong convexity parameter µ ∈ R+, with µ ≤
L (where L is the Lipschitz constant) such that:

f(x) ≥ f(y) +∇f(y)T (x− y) +
µ

2
‖x− y‖2.

Assumption 2: The subgradient gi of fi at xi is uniformly
bounded by L̄i in the feasible set X . This implies that there
exists L̄i > 0 such that ‖gi(xi)‖≤ L̄i, where for all y, the
relationship fi(y) ≥ fi(x) + gTi (yi − xi) holds.
Using the above assumptions, we show below that conver-
gence is attained despite the two constraints of malicious
attack and quantization described.

III. DISTRIBUTED SUBGRADIENT CONVERGENCE
ANALYSIS WITH QUANTIZATION AND ATTACK

We now proceed to the convergence analysis of the
update Equation (4) used to solve Problem (2). The goal
is to analyze convergence to the optimal solution of the
minimization problem in equation (2) in the presence of
quantization and attack as described in section II. In equation
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(3), each non-adversarial and adversarial agent i achieves
consensus with other nodes in the network by taking an
average of his estimates and those of his neighbors. This
averaged consensus includes non-adversarial and adversarial
agents’ estimates. Let X = [x1; x2; . . . xn]T ∈ Rnp be
the concatenation of the local variables xi, Ip be the identity
matrix with dimension p and let Ξ = [ξ1; ξ2; . . . ξn]T ∈
Rnp be the concatenation of ξ. H denotes the concatenation
of the local variables of hi. When quantization occurs among
agents during broadcasting of information, the quantized
values can have solutions that are not feasible when subjected
to constraints. In this regard, we account for the error due
to projection unto the feasible set. Let h ∈ Rd, and ξ(h) be
the error based on projection of h in the feasible set X . By
definition based on the description above,: ξ(h) = h− [h]X .
Another representation of Equation (3) is given by:

hi(k) =
∑
j∈N〉

wijxj(k) + xi(k)− qi(k)

+
∑
j∈N〉

wij(qj(k)− xj(k))− α(k)gi(xi(k)). (5)

The iterative update equation is now given as:

xi(k + 1) = [hi(k)]X = hi(k)− ξi(hi(k)). (6)

We obtain the matrix form of the above update as

H(k) = WX(k)+(I−W )(X(k)−Q(k))−α(k)G(X(k)),
(7)

X(k + 1) = H(k)−Ξ(H(k)), (8)

and W is the doubly stochastic matrix. Suppose x̄(k) and
ξ̄(k) are the mean of xi(k) and ξi(hi(k)) respectively, we
obtain x̄(k) = 1

n

∑n
i=1 xi(k) = 1

nX
T1 ∈ Rd, and

ξ̄(k) =
1

n

n∑
i=1

ξi(hi(k)) =
1

n
(Ξ(k))

T
1 ∈ Rd. (9)

We can define the quantization error for each agent i as
∆i(k) = xi(k) − qi(k) and the average of the errors as

∆(k) =
1

n

n∑
i=1

∆i(k). We now have obtain: h̄(k) = x̄(k)−

α(k)
n

∑n
i=1 gi(xi(k)), and x̄(k + 1) = h̄(k) − ξ̄(k). Thus,

we obtain the iterative equation:

x̄(k + 1) = x̄(k)− α(k)

n

n∑
i=1

gi(xi(k))− ξ̄(k). (10)

Now we introduce a Lemma that accounts for the bounds of
the projection error according to equation (9).

Lemma 1: Let Assumptions 1 and 2 hold with ∆(k) being
the average of the quantization errors. If the step size α for
each agent i is constant such that α ≤ 1, the error due to
projection is bounded given by the following relationship:

‖ξ̄(k)‖≤
√

8∆(k) +
√

2
L̄

n
α.

Proof: See Appendix VII-A.

IV. MAIN RESULT

This section explores the convergence analysis according
to the proposition in sections II and III. This is shown in the
following theorem.

Theorem 1: Let Assumptions 1 and 2 hold, and the step
size α satisfies α ≤ 2

µ+L and µ+L
3µL ≤ α ≤ µ+L

2µL .
Given that the size of a uniform quantization interval with
b bits be upper-bounded by ` ≤ 2b

√
6

, and the subgradient
bound be upper-bounded by L̄ ≤ 1/

√
6α, then the iterates

generated when non-adversarial send quantized estimates
converge to a neighborhood of the optimal solution, x∗ with
the neighborhood size given by

√
6(l+2bL̄α)+2b

√
3‖e(k)‖

2b .
Proof: Since x∗ is the optimal solution of (10) and xa

is the adversary according to xa = x∗ + e(k), we obtain:

‖x̄(k + 1)− x∗ − e(k)‖2

= ‖x̄(k)− x∗ − e(k)− α(k)

n

n∑
i=1

gi(xi(k))− ξ̄(k)‖2.

By expansion, we obtain the following:

‖x̄(k + 1)−x∗−e(k)‖2

= ‖x̄(k + 1)−x∗‖2+‖e(k)‖2+

∥∥∥∥∥α(k)

n

n∑
i=1

gi(xi(k))

∥∥∥∥∥
2

+‖ξ̄(k)‖2+2e(k)

(
α(k)

n

n∑
i=1

gi(xi(k))−(x̄(k)−x∗)

)

−2(x̄(k)−x∗)T
(
α(k)

n

n∑
i=1

gi(xi(k))

)

+2ξ̄(k)

(
α(k)

n

n∑
i=1

gi(xi(k))−(x̄(k)− x∗)

)
+2e(k)ξ̄(k).

By inspection, the upper bound of the preceding expression
‖x̄(k+1)−x∗−e(k)‖2 has eight terms. In what follows, we
bound some of the eight terms, starting with the fifth term.

2e(k)

(
α(k)

n

n∑
i=1

gi(xi(k))− (x̄(k)− x∗)

)

≤ ‖e(k)‖2+

∥∥∥∥∥α(k)

n

n∑
i=1

gi(xi(k))− (x̄(k)− x∗)

∥∥∥∥∥
2

− 2(x̄(k)− x∗)T
(
α(k)

n

n∑
i=1

gi(xi(k))

)
,

≤ ‖e(k)‖2+
α2

n2

∥∥∥∥∥
n∑
i=1

gi(xi(k))

∥∥∥∥∥
2

+ ‖x̄(k)− x∗‖2

− α

n
c1

∥∥∥∥∥
n∑
i=1

gi(xi(k))

∥∥∥∥∥
2

− αc2‖x̄(k)− x∗‖2,

where c1 =
2

µ+ L
and c2 =

2µL

µ+ L
. We proceed by

bounding the second term of the derived upper bound
of 2e(k)

(
α(k)
n

∑n
i=1 gi(xi(k))− (x̄(k)− x∗)

)
. In this re-
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gard, we have the following bound:∥∥∥∥∥
n∑
i=1

gi(xi(k))

∥∥∥∥∥ ≤
n∑
i=1

‖gi(xi(k))‖. (11)

By squaring both sides of the equation (11), we obtain:
‖
∑n
i=1 gi(xi(k))‖2≤ (

∑n
i=1‖gi(xi(k))‖)2. Therefore we

have the relationship:

2e(k)

(
α(k)

n

n∑
i=1

gi(xi(k))−(x̄(k)−x∗)

)

≤ ‖e(k)‖2+
α2

n2

(
n∑
i=1

‖gi(xi(k))‖

)2

+‖x̄(k)− x∗‖2

−α
n
c1

(
n∑
i=1

‖gi(xi(k))‖

)2

−αc2‖x̄(k)−x∗‖2.

We recall that the expression ‖x̄(k + 1) − x∗ − e(k)‖2 is
upper-bounded by eight terms. Now we bound the seventh
term, 2ξ̄(k)(α(k)

n

∑n
i=1 gi(xi(k))− (x̄(k)− x∗)) to obtain:

2ξ̄(k)

(
α(k)

n

n∑
i=1

gi(xi(k))− (x̄(k)− x∗)

)

≤ ‖ξ̄(k)‖2+
α2

n2

(
n∑
i=1

‖gi(xi(k))‖

)2

+ ‖x̄(k)− x∗‖2

− α

n
c1

(
n∑
i=1

‖gi(xi(k))‖

)2

− αc2‖x̄(k)− x∗‖2,

By bounding the expression as 2eξ̄(k) ≤ ‖e(k)‖2+‖ξ̄(k)‖2,
we obtain the combination of all bounds obtained as:

‖x̄(k + 1)− x∗ − e(k)‖2

≤ ‖x̄(k)−x∗‖2+‖e(k)‖2+
α2

n2
(

n∑
i=1

‖gi(xi(k))‖)2+‖ξ̄(k)‖2

+‖e(k)‖2+
α2

n2

(
n∑
i=1

‖gi(xi(k))‖

)2

+‖x̄(k)−x∗‖2

− α

n
c1

(
n∑
i=1

‖gi(xi(k))‖

)2

− αc2‖x̄(k)− x∗‖2

− α

n
c1

(
n∑
i=1

‖gi(xi(k))‖

)2

− αc2‖x̄(k)− x∗‖2

+ ‖ξ̄(k)‖2+
α2

n2

(
n∑
i=1

‖gi(xi(k))‖

)2

+ ‖x̄(k)− x∗‖2

− α

n
c1

(
n∑
i=1

‖gi(xi(k))‖

)2

− αc2‖x̄(k)− x∗‖2

+ ‖ei(k)‖2+‖ξ̄(k)‖2,
= (3− 3αc2)‖x̄(k)− x∗‖2+3‖e(k)‖2+3‖ξ̄(k)‖2

+

(
3α2

n2
− 3α

n
c1

)( n∑
i=1

‖gi(xi(k))‖

)2

.

We will show that
(

3α2

n2 − 3α
n c1

)
≤ 0, when α ≤ c1. To do

this, it suffices to show that 3α2 − 3αnc1 ≤ 0. We know
that the root of the equation in α of α(3α− 3nc1) = 0 is
α = 0 and α = nc1, and we have solution 0 ≤ α ≤
nc1. So α ∈ [0, nc1]. If α ≤ c1 and n ≥ 1, it implies
that α ≤ nc1. Alternatively, if α ≤ c1, then α2 ≤ αc1
and consequently 3α2

n2 − 3αnc1
n ≤ 0 for n > 0. We now

obtain
(

3α2

n2 − 3αnc1
n

)
(
∑n
i=1‖gi(xi(k))‖)2 ≤ 0. Therefore

the bounds on ‖x̄(k + 1)− x∗ − ei(k)‖2 is:

‖x̄(k + 1)− x∗ − e(k)‖2 ≤ (3− 3αc2)‖x̄(k)− x∗‖2

+ 3‖e(k)‖2+3‖ξ̄(k)‖2.

To show that 3 − 3αc2 ≥ 0, we show that 3αc2 ≤ 3 ⇒
αc2 ≤ 1. If α ≤ 1/µ, then we have the following: αc2 ≤
1
µ

2µL
µ+L = 2L

µ+L . If µ = L, then µ+L = 2L⇒ αc1 ≤ 1. Since
αc2 ≤ 1, then we have that (3 − 3αc2) ≥ 0. For 3 − 3αc2
not to grow unbounded we need (3− 3αc2) ∈ (0, 1). This
implies that we need 3(1 − αc2) ≤ 1 or equivalently when
α ≥ 2

3c2
= µ+L

3µL . If α ∈
(
µ+L
3µL ,

1
µ

)
, then the expression

(3 − 3αc2) will not grow unbounded. From Lemma 1, we
obtain: ‖ξ̄(k)‖2≤ 8‖∆(k)‖2+2L̄2α2. and it leads to:

‖x̄(k + 1)− x∗ − e(k)‖2

≤ (3− 3αc2)‖x̄(k)− x∗‖2+3‖e(k)‖2+24‖∆(k)‖2+6L̄2α2.

This leads to following relationship:

‖x̄(k + 1)− x∗ − e(k)‖2

≤ (3− 3αc2)‖x̄(k)− x∗‖2+3‖e(k)‖2+
24(`)2

22b+2
+ 6L̄2α2,

≤ (3− 3αc2)‖x̄(k)− x∗‖2+3‖e(k)‖2+
6(`)2

22b
+ 6L̄2α2.

If x̄(k+ 1)−x∗ < 0 < e(k), then ‖x̄(k+ 1)−x∗−e(k)‖≥
‖x̄(k+1)− x∗‖. In addition, if e(k) ≤ 0, then ‖x̄(k + 1)−
x∗ − e(k)‖≥ ‖x̄(k + 1) − x∗‖ also holds. Therefore, the
bound on ‖x̄(k + 1)−x∗−e(k)‖2 is

‖x̄(k + 1)−x∗‖2

≤ (3−3αc2)‖x̄(k)−x∗‖2+3‖e(k)‖2+
6

22b
(`)2+6L̄2α2.

By applying recursion principles, we obtain the following:

‖x̄(k)− x∗‖2

≤ (3−3αc2)k‖x̄(0)−x∗‖2+3‖e(k)‖2+
6

22b
(`)2+6L̄2α2,

Equivalently, we the following relationship:

‖x̄(k)−x∗‖ ≤ (3−3αc2)k/2‖x̄(0)−x∗‖+
√

3‖e(k)‖

+

√
6

22b
`+
√

6L̄α (12)

For
√

6/22b` to be small, we need
√

6/22b` ≤ 1, which
implies that ` ≤ 1√

6

22b

= 2b
√

6
. In addition, if

√
6L̄α ≤ 1

or L̄ ≤ 1/
√

6α, the size of the neighborhood is given by:√
6(l+2bLα)+2b

√
3‖e(k)‖

2b , and the non-adversarial agents can
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converge to the neighborhood of the optimal solution, x∗.
There are trade-offs in the results obtained by combin-

ing adversarial attack and quantization as constraints. This
is evident in the proof of Theorem 1, where we needed
the condition ‖x(0) − x∗‖< ‖e(k)‖ when e(k) > 0 for
the algorithm to converge. However, such condition is not
needed when e(k) ≤ 0. In addition, due to strong convexity
assumption and boundedness on the coefficient of the error
term, the step size lies in the domain (µ+L

3µL ,
µ+L
2µL ). Moreover,

the subgradient bound needs to depend on the step size as
well to aid convergence.

In addition, our previous result [6] show that increasing
the number of adversarial agents leads to an increase in the
convergence neighborhood. However, when quantization is
added as a constraint, increasing the number of bits leads to
reduction of the error bounds. While the authors in [8, 10, 11]
show that convergence of distributed subgradient mthods
with qualtization depends on the quantization levels and
the number of bits, our proposed method adds adversarial
attack to the constraint and still obtain similar convergence
attributes.

V. NUMERICAL EXPERIMENTS

We illustrate our theoretical results via simulations by
considering a network comprising n = 10 agents with a
fraction of n acting in an adversarial manner. At each time
step, the malicious agents use the algorithm in Equation (4),
with each malicious agent using a different attack vector. The
strongly convex objective function to solve the problem in
equation (2) used for simulation is given by the following:

f(x) =
1

2
xTx (13)

We examine the influence of the uniform quantizer used by
the non-adversarial agents by varying the number of bits
in order to examine the convergence to optimal solution or
using the error. We consider attack vectors sent by adversarial
nodes in conjunction with the uniform quantizer and observe
that convergence to the neighborhood of the optimal solution
is still achieved. We use a step size of α = 0.7 and attack
vector entries in the interval (0, 1) as test values.

To obtain more insight on the claims made in Section III,
we illustrate two scenarios (1 and 5 bits uniform quantizer)
where non-adversarial agents constitute 70% of the total
number of agents in the network and a scenario where non-
adversarial agents account for 30% of the total number of
agents in the network. We note that the adversarial agents
send different attack vectors in the interval (0, 1). As seen in
figures 2a, 2b and 2c, non-adversarial agents are still able to
approach the neighborhood of the optimal solution despite
quantization and adversarial attack. When there are less
adversarial agents in the network, we obtain a larger error
with 1 bit than with 5 bits as seen in figures 2a and 2b. When
there are more adversarial agents in the network as seen in
figure 2c, we obtain a larger error than in figures 2a and 2b
due to the constraints arising from a network congested with

adversarial agents and using 1 bit of information. Finally,
from Figure 2, we observed that the obtained iterates and
theoretical bound are reasonably close.

VI. CONCLUSION

We explore the performance of a distributed subgradi-
ent algorithm with two constraints described. By using a
strongly convex function, an adequate step size and a uniform
quantizer, we show convergence to the neighborhood of
the optimal solution of the distributed optimization problem
considered. We explore scenarios where adversarial agents
upscale their estimates using different vector at each iter-
ation. We also show that convergence to a neighborhood
of the optimal solution is unaffected even with one bit of
information being exchanged by non-adversarial agents in a
network. Numerical experiments affirm that when adversarial
agents send an attack vector at each iteration, increasing
the number of bits mostly leads to reduction of errors in
approaching the optimal solution despite the presence of
attack values. However, as the number of adversarial agents
increase in the network, the convergence error increases.
Our result holds for strongly convex functions under certain
conditions and interested researchers should consider the
problem described in this paper for non-strongly convex
functions as an open problem.

VII. APPENDIX

A. Proof of Lemma 1

Proof: We begin with the relationship:

ξ̄((k) =
1

n

n∑
i=1

ξi(hi(k)). (14)

By squaring both sides of equation (14), and using the bound
of
∑n
i=1 ‖ξi(hi(k))‖2 shown in [11] as:
n∑
i=1

‖ξi(hi(k))‖2 ≤ 8

n∑
i=1

‖∆i(k)‖2+2L̄2α2(k) (15)

we obtain ‖ξ̄((k)‖2≤ 8
n2

∑n
i=1 ‖∆i(k)‖2 + 2L̄2α2

n2 . Equiva-
lently, we have:

‖ξ̄((k)‖≤
√

8

n

(
n∑
i=1

‖∆i(k)‖2
)1/2

+

√
2L̄α

n
. (16)

If ` ≤ 1, then ‖∆i(k)‖≤ 1 and ‖∆i(k)‖2≤ 1. So it yields∑n
i=1‖∆i(k)‖2≤

∑n
i=1 1 = n. From equation (16),

√
8

n

(
n∑
i=1

‖∆i(k)‖2
)1/2

≤
√

8
√
n

n
=

√
8√
n

=

√
8

n
.

When n ≥ 1, we obtain the bound:

√
8

(
n∑
i=1

‖∆i(k)‖2
)1/2

≤
√

8

n∑
i=1

∆i(k). (17)
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(a) 7 non-adversarial agents with 1 bit (b) 7 non-adversarial agents with 5 bits. (c) 3 non-adversarial agents with 1 bit

Fig. 2: Quantization and Adversarial Simulation

By dividing both sides of equation (17) by n, we obtain:
√

8

n

(
n∑
i=1

‖∆i(k)‖2
)1/2

≤
√

8

n

n∑
i=1

∆i(k) =
√

8∆(k),

The norm of the error due to projection is bounded as:

‖ξ̄(k)‖≤
√

8∆(k) +
√

2
L̄

n
α. (18)

By squaring both sides of equation (18), we obtain ‖ξ̄(k)‖2≤
8‖∆(k)‖2+2L̄2α2(k), which consequently proves Lemma 1.
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optimization in adversarial environment,” in ICASSP 2019 -
2019 IEEE International Conference on Acoustics, Speech and
Signal Processing (ICASSP), 2019, pp. 5252–5256.

[10] Y. Pu, M. N. Zeilinger, and C. N. Jones, “Quantization design
for distributed optimization,” IEEE Transactions on Automatic
Control, vol. 62, no. 5, pp. 2107–2120, 2017.

[8] A. Nedic, A. Olshevsky, A. Ozdaglar, and J. N. Tsitsiklis,
“Distributed subgradient methods and quantization effects,” in
2008 47th IEEE Conference on Decision and Control, 2008,
pp. 4177–4184.

[9] M. Rabbat and R. Nowak, “Quantized incremental algorithms
for distributed optimization,” IEEE Journal on Selected Areas
in Communications, vol. 23, no. 4, pp. 798–808, 2005.

[11] T. T. Doan, S. T. Maguluri, and J. Romberg, “Fast convergence
rates of distributed subgradient methods with adaptive quan-
tization,” IEEE Transactions on Automatic Control, vol. 66,
no. 5, pp. 2191–2205, 2021.

[12] C. Zhao, J. He, and Q.-G. Wang, “Resilient distributed opti-
mization algorithm against adversarial attacks,” IEEE Trans-
actions on Automatic Control, vol. 65, no. 10, pp. 4308–4315,
2020.

[13] Y. Lou, L. Yu, S. Wang, and P. Yi, “Privacy preservation in
distributed subgradient optimization algorithms,” IEEE Trans-
actions on Cybernetics, vol. 48, no. 7, pp. 2154–2165, 2018.

[14] N. Ravi and A. Scaglione, “Detection and isolation of adver-
saries in decentralized optimization for non-strongly convex
objectives,” IFAC-PapersOnLine, vol. 52, no. 20, pp. 381–386,
2019.

[15] Q. Li, M. Coutino, G. Leus, and M. G. Christensen, “Privacy-
preserving distributed graph filtering,” in 2020 28th European
Signal Processing Conference (EUSIPCO). IEEE, 2021, pp.
2155–2159.
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