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Abstract

We show that as a side effect of building code re-
quirements, almost all commercial buildings today
are vulnerable to a novel data exfiltration attack,
even if they are air-gapped and secured against tradi-
tional attacks. The new attack uses vibrations from
an inconspicuous transmitter to send data across
the building’s physical infrastructure to a receiver.
Our analysis and experiments with several large real-
world buildings show a single-frequency bit rate of
300K bps, which is sufficient to transmit ordinary
files, real-time MP3-quality audio, or periodic high-
quality still photos. The attacker can use multiple
channels to transmit, for example, real-time MP4-
quality video. We discuss the difficulty of detecting
the attack and the viability of various potential coun-
termeasures.

1 Introduction

Pipes are ubiquitous in buildings: fire sprinkler pipes
running just above the ceiling of every office, gas
pipes feeding furnaces and kitchens, water pipes sup-
plying restrooms, water coolers, and maintenance
closets. In this paper, we show that in any envi-
ronment where an attacker can gain access to such
pipes, the attacker can attach a small, removable,
unobtrusive vibrating mechanism similar to a bone-
conducting headphone, and use it to transmit wide-

bandwidth data to a small receiver located elsewhere
in the building or at its perimeter. Whether filled
with gasses, water, or air, the pipe acts as a waveg-
uide, enabling a transmission path that can run long
distances across floors and even between floors, re-
gardless of turns and intersections, with the signal
sometimes even growing louder along the way to its
destination.

In this paper we provide answers to the following
questions about this novel data exfiltration attack –
the pipe attack:

• What kinds of pipes can be used to exfiltrate
data? What kind of bitrate can be supported –
text, audio, video – and under what conditions?

• Where can a pipe attack transmitter and receiver
be placed in a building? How obvious are the in-
stallation and removal process, and the installed
devices themselves?

• How should the transmitter and receiver be de-
signed? What kind of signals should they trans-
mit?

• How can an attacker get the data to be exfil-
trated to the transmitter and retrieve it from
the transmitter?

• How can we detect the presence of a pipe attack?
What can be done to prevent a pipe attack or
make it less effective? How expensive will these
defenses be?
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In the remainder of the paper, Section 2 describes
the state of the art for transmission of sound through
pipes. Section 3 discusses the impact of building
codes and construction cost considerations on the ap-
plicability of the pipe attack. Section 4 applies this
information to the problem of transmitter and re-
ceiver placement. We consider the issue of getting
data to the transmitter and from the receiver in Sec-
tion 5, and camouflaging the devices in Section 6.

Section 7 considers potential options for the design
and implementation of a pipe attack transmitter and
receiver, and describes the most effective implemen-
tation that we found for our experiments. Section
8 describes the real-world building pipes and labora-
tory setups used for experiments. Section 9 presents
measurements of the bandwidth of the pipe attack in
existing large buildings. Section 10 analyzes the em-
pirical results to arrive at an estimated bit rate for
attackers.

Finally, in Section 11, we summarize a variety of
potential defenses, none of which have proven fully
satisfactory so far.

2 Related Research

Researchers have examined the use of wave signals
in acoustic, wireless, ultrasound, and other forms
to analyse water, oil, and gas pipes and cables for
application-specific purposes [1, 2, 3, 4, 5, 6, 7, 8, 9,
10, 11, 12, 13, 14, 15, 16, 17, 18, 19, 20]. In par-
ticular, acoustic signals can be helpful in detecting
and localizing leaks and other structural health is-
sues in water and gas pipes, and ultrasound is partic-
ularly useful for structural health monitoring of pipes
and, more broadly, metal structures in general (e.g.,
[21, 22, 23, 24]). Generally, the idea is to use the
metal structure, pipe, and/or the medium inside the
pipe as a signal conductor. The signals are trans-
mitted by communicating hardware sensors on the
metal surface or inside a pipe. In the case of pipes,
the pipe and medium provide a waveguide channel
for communication.

Recent work on structural health monitoring has
focused on allocating a separate channel to return
the results of the monitoring, and on potential com-

munication protocols for use on that channel. Low
power usage is usually important for that applica-
tion, and so reported single-frequency bit rates are
low, e.g., 21 bps at 6.35W [11], 100 bps at 5-10mW
[13, 14], and 170 bps at 224 mW [25]. When power
is not such a concern, reported rates include 100 bps
[3], 250 bps [12], 470 bps [20], 2K-10K bps [17, 18],
and 20K-40K bps [16]. All of this work typically in-
volves laboratory experiments with pipes a meter or
two long and very few if any fittings, intersections,
and turns. (The exception that we are familiar with
used a .9 mile 24 inch pipeline [26], which is also
very different from building pipes.) These differences
make it hard to confidently generalize from the prior
work to what bit rate we may expect from pipes in
large office buildings.

Existing theoretical models of signal propagation
through pipes (e.g., [7, 6]) demonstrate that it is ex-
tremely complex to model the physics of acoustic
transmission in water pipes once fittings, intersec-
tions, and turns are taken into consideration. This
strengthened our resolve to take an empirical ap-
proach to the problem.

3 Building Codes and Fire
Sprinkler Systems

3.1 Building Codes

Fire safety is a key focus of building codes worldwide.
Under the prescriptive approach, the building code
includes a set of rules that suffice to guarantee cer-
tain safety provisions in the event of a fire, based on
empirical evidence from past fires and from research
results.

Often both prescriptive and performance-based ap-
proaches are allowed in a particular jurisdiction.

Prescriptive building codes generally require
fire sprinkler systems in commercial buildings.
Performance-based codes, such as the pan-European
Eurocodes [27], do not. Nonetheless, sprinkler sys-
tems greatly reduce the chance that a fire will spread
enough to overcome people before they can escape,
and that a fire will cause structural collapse. Thus
the voluntary inclusion of a sprinkler system in a
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building design will tend to greatly reduce the ex-
pense of the structural parts of the building, the
expense of materials used to protect the structural
members from fire, and the size of the structural
members and their fireproofing.

The discussion that follows is based on the provi-
sions of the prescriptive codes that require sprinklers,
as they serve as a baseline for what to expect.

Almost all jurisdictions in the US and Canada have
adopted a version of the National Fire Protection As-
sociation Standard for the Installation of Sprinkler
Systems (NFPA 13) [28]. This standard is referenced
in the broader International Fire Code (IFC) [29] and
in the International Building Code (IBC) [30]. The
IBC and its sister standard for one- and two-family
homes, the International Residential Code (IRC) [31],
require fire sprinkler systems in almost all new con-
struction and remodeling over a certain size, both
commercial and residential.

Jurisdictions that adopt the IBC, IRC, IFC, and
NFPA 13 often add local amendments that can
weaken or strengthen their fire code provisions. Most
local jurisdictions in the US and Canada have not
adopted the IRC’s requirement for sprinklers in
small-scale residential construction, but do require
sprinkler systems for all but the smallest commercial
buildings and for certain types of high-density resi-
dential buildings, such as highrises. Building codes in
China also require sprinkler systems in large or tall
commercial buildings [32]. NFPA’s and NFPA-13’s
influence is global, and the discussion that follows is
based on the IBC and FPDA 13.

The sprinkler system will use water to put out fires
unless the system is in a high-hazard area where an-
other material would be more effective, such as an
aircraft hangar. The water can be in the pipes con-
nected to the sprinkler heads all the time (a wet sys-
tem) or only in case of fire (a dry system). A wet
system is the preferred approach unless the pipes are
subject to freezing or the area being protected con-
tains valuable material that could be badly damaged
by water, such as in a computer room or an art mu-
seum. In a dry system, the pipes are pressurized with
air or nitrogen; if a sprinkler head activates, the gas
rushes out and then water follows behind.

The IBC dictates sprinkler system requirements ac-

cording to the use of the area that the sprinkler sys-
tem will protect.

Office and residential space are normally light-
hazard, while factories, restaurant kitchens, and en-
closed parking garages are normally ordinary-hazard.
In light-hazard and ordinary-hazard settings, sprin-
kler heads will normally be spaced approximately 15
feet apart in each direction in each room. Further,
normally there must be a sprinkler head within 6-7.5
feet of the wall around the perimeter of each room.
In general, every room except small closets, plus es-
sentially every other type of interior building space
(e.g., hallways, atriums, mezzanines), must satisfy
these provisions and have at least one sprinkler.

3.2 Pipe System Layout and Materi-
als

Commercial buildings normally have a large pipe
called a standpipe that goes vertically through the
building, typically through a stairwell.

Water for the sprinkler system and for other uses
can flow through the same standpipe or riser (verti-
cal pipe), but typically the sprinkler system in a com-
mercial building will have its own separate standpipe.
That way its water pressure is not diluted from other
usage, which is important because high water pres-
sure is key for designing a low-cost sprinkler system.
For our purposes, the separation of the two systems
means that the sprinkler system pipes will not have
noise from running water.

Each sprinkler system standpipe can service up
to 52,000 square feet. The pipes that connect di-
rectly to sprinkler heads are called branch lines, and
NFPA 13 requires them to be at least 1 inch in di-
ameter. Branch lines are tied together on a single
floor with (usually larger) pipes called cross mains.
Larger-yet feed mains connect the cross mains to the
riser or standpipe on that floor. To minimize con-
struction costs, generally the smallest diameter pipes
are used that will supply the required flow rate (typ-
ically a minimum of 7 pounds per square inch) at
the sprinkler heads furthest from the riser that serves
the sprinkler. To a first approximation, the number
of sprinkler heads that can be serviced by a pipe of
a particular diameter is predetermined, whether the
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pipe is a branch line, cross main, or feeder main. For
example, NFPA 13 limits 1 inch branch lines to ser-
vice 10 sprinkler heads, about 150 feet.

Sprinkler systems are normally installed after
structural, heating, ventilation, air conditioning,
plumbing, and electrical work is completed. To dodge
the artifacts left by these tradespeople, branch lines
and cross mains normally run underneath all these
other obstacles, with many twists and turns. As a
result, in an office environment, the branch line that
feeds a sprinkler head is normally located just above
the ceiling.

On a single floor of a building, the sprinkler pipes
will be laid out as a tree, a loop, or a grid.

A tree layout provides exactly one path to each
sprinkler head from the riser supplying the sprinkler
system on that floor.

In a loop layout, there are two paths to each sprin-
kler head. In a grid layout, there are many paths.
Every building we have visited in the course of this
research, even those whose hallways form a rectangle,
has had a tree layout, so we leave experiments with
other topologies to future work.

Water supply lines for fire sprinkler systems can
be made of various forms of steel and iron, copper,
or CPVC.

Black (non-galvanized) steel is the most popular
sprinkler pipe material today in commercial build-
ings, and it is also used for natural gas lines.

Today CPVC is allowed in many jurisdictions for
light-hazard sprinkler systems. CPVC systems are
cheaper to build and install, so their popularity is
growing, although we did not see them in any build-
ing we visited.

Older buildings tend to have copper water supply
pipes for non-sprinkler use, because copper lasts well,
is relatively easy to work with, and used to be quite
affordable. In many jurisdictions, PEX is replacing
copper, because PEX is very flexible, which makes it
quicker and easier to install than copper. PEX melts
at too low a temperature for use in sprinkler systems
in commercial buildings, as does PVC, which warps
just from carrying hot potable water, and so is largely
relegated to waste lines. Since any sprinkler system
is safer than none, NFPA 13D does now allow PEX
in single-family home fire sprinkler systems.

As low-density residential fire sprinkler system re-
quirements are adopted in more jurisdictions, the
pipe attack will become quite practical for those set-
tings. Until then, the attack can be used with resi-
dential water supply lines or gas lines, although un-
like fire sprinkler systems, these pipes are not nor-
mally present in every room.

4 Transmitter and Receiver
Placement Options

The ubiquity of fire sprinkler systems in commer-
cial buildings throughout the developed world makes
them ideal for the pipe attack. Sprinkler heads are
generally spaced 6-15 feet apart in every room of the
building, with pipes adjacent to the sprinkler heads,
so an attacker’s transmitter can be placed within a
few feet of any desired location in the building, as
long as the attacker has access to the pipe. Since
sprinklers do not operate unless there is a fire, the
water or air inside sprinkler pipes is stationary, and
building codes require the water or air inside the
pipes to meet strict pressure standards. Thus these
pipes provide a very stable medium for wave prop-
agation, undisturbed by noise from flow-based envi-
ronmental changes that other water and gas pipes are
subject to.

4.1 Ceiling Types

Suspended ceilings are most popular in commercial
buildings as they provide repair and remodel flexibil-
ity. An attacker can install a transmitter or receiver
on a branch line in a few minutes: stand on a desk or
ladder, push up the acoustic tile next to a sprinkler
head, superglue the device to the top of the sprinkler
pipe, and drop the tile back in place. The acoustic
tile even provides additional soundproofing, so subse-
quent data transmission can safely create more am-
bient noise than with an open ceiling.

An employee, visitor or an attacker disguised as
a maintenance worker, tradesperson, or janitor can
install the device, bribe such a worker to install it, or
convince the worker that he is installing a monitoring
device for pipe health or air quality.

4



To maintain an attractive appearance when the
ceiling is finished with drywall or another material,
normally each sprinkler head is concealed by a color-
matched cover plate that will be pushed out of the
way by water if the sprinkler head ever activates.
The finished ceiling prevents an attacker from eas-
ily reaching the branch line to install a transmitter
or receiver.

Instead, the attacker may be able to reach a fire
sprinkler pipe through an existing hole in the fin-
ished ceiling that was cut for another mechanical sys-
tem, such as a modern recessed light that can be
popped back up through the ceiling, leaving a hole
wide enough to reach through. If the ceiling offers no
convenient holes, the best approach may be to bribe
or masquerade as a tradesperson, use a hole saw drill
attachment to drill through the drywall near a sprin-
kler head, reach through the hole to install the device,
then pop on a cover plate or a device such as a smoke
detector to cover the hole.

Factories and very modern and very old-fashioned
spaces often have an open ceiling, where pipes and
wiring are out in the open instead of being concealed
behind other materials. With a ladder of the right
height, pipe access is easy in these cases.

4.2 Receiver Placement Options

Once a transmitter is in place, the attacker’s receiver
must be installed somewhere on the same fire sprin-
kler system. All the sprinkler pipes attached to one
standpipe form a single interconnected network, and
with a sufficiently strong signal from the transmitter,
the attacker should theoretically be able to transmit
between any two points in that network. To mini-
mize construction costs, buildings are designed with
as few separate sprinkler systems as possible for their
footage. In a building of less than 52,000 square feet
under the IBC, all the sprinkler pipes will be on a
single system.

In buildings larger than 52,000 square feet, usu-
ally construction costs will be minimized by putting
a riser in each stairwell of the building, and using
the riser to supply water to the sprinkler heads in
the 52,000 square feet nearest to that stairwell, with
similar coverage on each floor. This means that an

attacker can, in theory, place the receiver in any room
relatively close by on the same floor, or in rooms
above or below it on other floors.

Our experiments in later sections show that it ap-
pears to be practical to place the receiver anywhere
on the transmitter’s fire sprinkler system on the same
floor as the transmitter. The risers in multistory
buildings are much larger in diameter than the branch
lines, cross feeds, and main feeds that traverse each
floor, which makes the risers poor waveguides for the
frequencies that we tested. Further, depending on
the frequencies used for transmission, sounds may es-
cape the pipes, echo, and be amplified by the hard
surfaces in the stairwell, making them more notice-
able to passersby. Thus we do not recommend the
use of standpipes for the pipe attack.

To transmit between floors, non-sprinkler pipes
may be more useful. To minimize construction costs,
generally water coolers, restrooms, and maintenance
closets will be stacked one above the other with
narrow-diameter water supply lines running verti-
cally between them. Attacker access to water sup-
ply lines is somewhat awkward (e.g., underneath re-
stroom sinks), but their modest diameter and vertical
configuration make the water supply lines a more ef-
fective transmission route than fire system risers for
the frequencies we tested (1Hz-20KHz). However,
water supply lines do have the disadvantage of in-
termittent noise from water flow, and the need for
the attacker to install additional equipment that can
pass data between the fire sprinkler system and other
water supply lines.

Putting these two options together, when an at-
tacker needs to send signals downstairs, the attacker
can transmit signals through the fire sprinkler system
to a receiver in a restroom on the same floor, transfer
the data from that receiver to a transmitter on the
water supply line there, then transmit to a receiver
in a restroom on a distant floor.

4.3 Pipe Interior versus Pipe Surface
Mount

Installing the transmitter or receiver inside the pipe
is impractical in terms of access and retrieval.
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With an inside-the-pipe mount, attackers also
would face the long-term challenge of supplying
power to the devices, and sprinkler pipes do not nor-
mally contain moving water that might be harnessed
for energy.

The outside mount offers additional potential ad-
vantages for battery replacement, device swapping,
and data removal, and allows the transmitter and re-
ceiver to be removed at the end of the attack. Given
these considerations, we assume that the attacker will
mount the transmitter and receiver on the outside of
the pipe.

5 Getting Data to and from the
Transmitter and Receiver

In a typical office environment, the transmitter and
receiver will be above a dropped ceiling, hidden be-
hind sprinkler pipes. That raises the question of how
to get data to and from the transmitter and receiver.
While this is not the focus of our research, we outline
possibilities in this section, and discuss means of de-
tecting them in Section 11. No doubt additional and
better options for data transfer to the receiver reside
in the arsenal of spy devices used by nation-states.

The attacker could rely on data sent to the trans-
mitter from small surveillance devices, such as tiny
standalone cameras and audio recorders as well as
those incorporated into light bulbs, smoke detectors,
clocks, USB plug receptacles, entry door viewers, and
pens – all available on Amazon. Alternatively, the
attacker could personally upload data to the trans-
mitter from the room in question, using a wireless
connection. This requires access or a confederate. A
third option is for the data to be exfiltrated to be
already included in the transmitter at the time it is
installed. For example, files could have been loaded
onto the transmitter in advance from a computer,
e.g., using a USB connection. Alternatively, a cam-
era or audio recorder incorporated into the transmit-
ter could have been used to capture the data before
the transmitter was installed.

Retrieving data from a receiver should be easier, as
the attacker will have chosen the receiver’s location

with that need in mind. For example, the receiver
may be near a sprinkler head or sink in a public re-
stroom, maintenance closet, or in an office that the
attacker has rented on the same floor as the transmit-
ter. If the attacker cannot directly access the receiver
through legitimate access to the building or by pos-
ing as a tradesperson or maintenance worker, then
the attacker will need to hire, bribe, or trick such an
individual to change out the receiver or extract its
data.

6 Device Camouflage

We designed the transmitter and receiver to be as
small as possible given the supplies and equipment
readily available to us at low cost over the internet.
An attacker with more financial resources, patience,
and skill would be able to construct much smaller ver-
sions of these devices. But even at their current size,
the transmitter and receiver are easily camouflaged
to look like ordinary parts of a sprinkler system.

As shown at top left in Figure 1, pipes and fittings
made of the standard material for sprinkler system
pipes, black steel, differ greatly in color and sheen,
ranging from medium brown through bright gray to
black. We chose one particular fitting to imitate, a
steel T fitting that fits on the same 1-inch diame-
ter pipe used for most branch lines. We built a re-
movable and repositionable black faux version of the
fitting out of an ordinary 1-inch PVC T fitting, as fol-
lows. We cut it in half so that it could be attached to
and removed from existing pipes. We sanded off the
fitting’s 3-dimensional markings and visible seams,
added faux 3-dimensional markings and seams identi-
cal to those found on black steel T fittings, and added
texture and color to make the faux fitting look like a
typical black steel T fitting. We created a hinge using
the material that forms the thickened bands at the
ends of the fitting. The result is shown at top right
in the top left photo in Figure 1. Only upon touching
the fitting does it become apparent that the fitting is
not made of black steel.

When installed on the pipe, the hinge seams that
allow the fitting to be attached to and removed from
a branch line look like ordinary pipe seams.
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Figure 1: Pipes, Fittings, and Hardware. (top left) In spite of the wide variety of colors, textures, and
sheens, all of these are black steel except the sprinkler head itself, the bright silver galvanized steel bell fitting
attached to the sprinkler head, and the faux T fitting at upper right. (top center) Pipe length required to
hold receiver, mocked up in 1 inch diameter PVC and black steel. (top right) Typical mechanical systems
above a suspended ceiling in new construction. (middle) Typical mechanicals below a finished ceiling in
old construction. (bottom left) Best transmitter tested (Adafruit transducer and amplifier). (bottom right)
Best receiver tested (Traderplus).

In buildings with open ceilings, the building own-
ers often choose to paint the pipes and their hangers
(bottom left photo in Figure 1), and the faux fitting
should be painted to match.

A short length of black steel or camouflaged PVC
pipe fits into the camouflaged T, to hold the transmit-

ter or receiver. As shown at top left and top center
in Figure 1, the pipe can end in a cap, a plug, or
a (non-functional) sprinkler head, pressure gauge, or
other device. The top center photo in Figure 1 shows
the shortest length of pipe that held the receiver we
built, roughly 3.5 inches, using black steel and un-
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camouflaged PVC. Most of the 3.5” of pipe length
was needed to hold the batteries for our unit, which
were separate from the main circuit board, as shown
at bottom center in the figure.

An implementation with integrated batteries could
use a much shorter pipe than ours did. The top cen-
ter photo shows a snapfit PVC T fitting as the base,
which allowed us to insert and remove the transmit-
ter without removing the cap; however, a real instal-
lation must use a faux T fitting instead of a snapfit.

A trained eye will recognize the oddness of a pipe
stub being present at such a random location in the
sprinkler system. To anyone else who pokes their
head above the suspended ceiling, even in a newly
constructed building (top right photo in Figure 1),
the faux fitting and pipe will look like just another
pipe in a morass of mechanicals. Even with an open
ceiling, the faux fitting and pipe stub will fit into the
crowd of mechanicals (bottom left photo).

7 Hardware Choices

We conducted experiments to determine what form of
signals would be most effective while still affordable
for us. We determined that acoustic transmissions
through mini-speakers leaked much of their sound
into the nearby air.

The better option was to send vibrations through
the pipe by attaching a transducer that converts
audio signals to mechanical vibrations. We found
that different models of bone conduction headphones,
which are essentially electro-mechanical transducers
that produce subtle taps on the surface of the pipe,
had little ambient leakage when used as transmit-
ters. The easily affordable small hardware devices
accessible to us send signals up to 20kHz; in a real
attack, we would prefer devices that continue on up
into the ultrasound range, which would provide addi-
tional bandwidth above the range of human hearing.

Given the 20kHz constraint, our final hardware
configuration, shown in Figure 1, was:

• Transmitter: Adafruit 8 ohm bone conductor
transducer (14mm x 21.5mm) with TPA2016
Adafruit Class D audio amplifier with AGC
(22mm x 28mm)

• Receiver: TraderPlus Piezo professional contact
microphone pickup, intended for guitars and vi-
olins

• Processor: Lenovo Thinkpad X230 laptop (Intel
i5-3320M CPU @ 2.60GHz)

Figure 2 shows the logical connection of the
Adafruit transmitter and Traderplus receiver to the
pipes and the processing unit. The arrows indicate
the direction of flow of audio data through the sys-
tem. The transmitter translates and transmits an
audio clip into mechanical taps on the pipe surface.
The pipe conducts these vibrations to the other end
where the receiver circuitry using the piezo pickup is
flush mounted on the pipe surface. The pickup re-
ceiver is connected to the processing laptop through
the audio port. Signals picked up by the receiver
are sent to the laptop, which records it and performs
postprocessing to analyze the received audio clip.

We flush mounted the transducer and receiver on
the pipes using a self-adhering bandage. A real at-
tack should instead use superglue for better contact
with the pipe and minimal footprint, but superglue
proved impractical for us due to the need for frequent
repositioning during experiments.

Since there is a single audio port in the Lenovo
laptop, we used a speaker-headphone splitter at the
audio port to split the audio output to the transmit-
ter from the audio input coming in from the receiver.
We wrote multithreaded code in Python to separate
the play and record threads in the laptop, synchro-
nized to start the play first followed by the recording
in parallel for each test file. We created and analyzed
FFTs and spectrograms of recordings, and extracted
the frequency and magnitude of the major signal peak
in the FFT for each single-tone audioclip.

We also experimented with two Aftershokz bone
conductor models. The Aftershokz AS600 wire-
less bone conductor headphone had a low Bluetooth
frame rate, limiting its transmission quality and rate.
The wired Aftershokz Sportz Titanium produced
similar audio signal magnitudes as the Adafruit bone
conductor for most frequencies sent along a 3-foot
pipe, but with significantly more noise than the
Adafruit.
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Figure 2: Pipe Attack Setup with Adafruit Transmitter (Bone Conductor+Amplifier) and Traderplus Re-
ceiver.

We also experimented with potential receivers from
nine other manufacturers. Six of these devices were
intended for music applications, one for medical, and
one for mechanics. Some of the other receivers were
less sensitive, some picked up more environmental
noise, some added more noise to the circuit them-
selves and some broke so easily that they were not
suitable for use in experiments that required repo-
sitioning of the device in different buildings and at
different distances along a sprinkler system.

We compared a laptop and a Samsung Galaxy
phone as the processing unit, and found that the lap-
top injected less noise into the received audio.

8 Buildings and Pipelines
Tested

Our experiments used six pipe runs in three build-
ings: an old commercial building with both wet and
dry sprinkler systems (Old Commercial), a new com-
mercial office and laboratory building with wet sprin-
klers (New Commercial), and an old single-family res-

idence with new plumbing (Residence). Table 1 sum-
marizes the test locations, including pipe types, sizes,
and lengths.

New Commercial. Built in the 2000s, this com-
mercial building has over 200,000 square feet of space
spread across four floors and a basement, as well as
a partial fifth floor. As befits its size, the building
has multiple separate sprinkler systems, each made
of black steel and each laid out in a tree topology.
We conducted our experiments in one wing of the
building, which is served by a single sprinkler sys-
tem that we estimate as covering 50,000 square feet.
This wing primarily has dropped ceilings with acous-
tic tiles, and houses office and lab space with a rel-
atively open floor plan. We mapped the topography
of the sprinkler system in the wing, which follows
an almost identical pattern on all floors. We took
measurements on one floor of the wing and in two
of the stairwells near the wings, one of which housed
the riser that served the wing, and the other of which
held a smaller riser that served another section of the
building. Figure 3 shows the relevant portion of this
building’s sprinkler system layout.
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Old Commercial. Built in the 1910s, this com-
mercial building has been remodeled and repurposed
multiple times over the years. Today it offers a mod-
ern open floor plan with open ceilings and a 40,000
square footprint on each of two floors and a basement.
The basement and first floor have a wet sprinkler sys-
tem, and the second floor has a dry sprinkler system
filled with air. The sprinkler system pipes are black
steel. Each floor has a tree topology. We took mea-
surements in the basement and on the second floor.
Residential. Built in the first decade of the 1900s,

this residential building has a 2,000 square foot foot-
print on each of three floors and a basement. The
building has no sprinkler system. Water supply lines
in the house are copper pipes installed in the 1990s.
The natural gas supply lines running along the ceiling
of its basement are made of black steel.

Table 1 includes our empirical measurements of
pipe external diameters. The 1.66” outer diameter
pipes correspond to a nominal 1.25” inner diameter.
Similarly, 1” internal diameter corresponds to 1.32”
outer diameter, and 2.5” inner diameter corresponds
to 2.875” outer diameter.

Name Pipe Description Material & OD Pipe Contents Distances Measured

RG
Residential Gas Pipe
50ft long, with branches

Black Steel
1.04”

Natural Gas 20ft, 30ft, 40ft

RW
Residential Water Supply
40ft long, with branches

Copper
1.04”

Water 20ft, 30ft, 40ft

OCS
Old Commercial
Wet Sprinkler
170ft, with branches

Black Steel
1.05” to 1.65”

Water
(pressurized)

20ft, 40ft, 60ft, 80ft,
100ft, 120ft, 170ft

OCDS
Old Commercial
Dry Sprinkler
90ft, no branches

Painted Steel Pipe
1.93”

Air 20ft, 50ft, 60ft, 90ft

NCS
New Commercial
Wet Sprinkler
Multibranch with crossmains

Black Steel
1.30” to 1.90”
branch lines,
2.88” crossmain

Water
(pressurized)

10ft, 50ft, 80ft, 116ft
(adjacent branch lines)

161ft
(non-adjacent branches
separated by crossmain)

NCR
New Commercial
Riser (wet)
6-floor standpipe

Painted Steel
4”

Water
(pressurized)

30.3ft, 45.6ft, 61.2ft

Table 1: Measurement Locations for the Pipe Attack

When appropriate buildings were not available to
us for a particular experiment, we built our own pipe
run. For example, CPVC is approved for use in some
jurisdictions for fire sprinkler systems, but no build-
ing we had access to used CPVC pipes for any pur-
pose, so we built our own CPVC pipe run.

More precisely, we built two indoor pipelines, each
approximately 30 feet in length. One used 3/4” inner
diameter CPVC (1” diameter was not locally avail-

Figure 3: Layout and Outer Diameter of Fire Sprin-
kler Pipes Tested at New Commercial Building Lo-
cations NCS and NCR. Not shown are the dozens of
branch lines that intersect the pipe pathways used
in the tests, or the many small twists and turns to
dodge other mechanicals.

able) and the other of 1” PVC. We outfitted these
with a variety of PVC, metal, and CPVC fittings and
filled them with unpressurized air or water. We used
solvent-based connections wherever possible.

We also built an outdoor pipeline roughly 42.5 feet
long, using two 21 foot lengths of 1.25” inner diam-
eter fire-rated Schedule 10 black steel pipe (both 1”
and 1.25” are common in branch lines). These pipes
have a groove joint at the ends, which we used to con-
nect them to several models of fire-rated Victaulic
couplings. We also used grooved couplings to con-
nect the pipes to the fittings and adaptors required
to connect to a water source and valve/drain.

9 Experimental Results

We evaluated several characteristics of the communi-
cation between the transmitter and receiver:

• Best frequency bands for each pipe run, and
bandwidth available
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• Attenuation and/or signal strength changes for
different pipe runs over distances

• Covertness of setup and environmental signal
leaks

9.1 Frequency Response and Band-
width

In theory, the attacker can broadcast information in
parallel on all frequencies within the range of the
transmitter and receiver. However, some frequencies
may tend to match environmental noise or be ab-
sorbed or distorted by the pipe along the way, leading
to issues with attenuation, interference, or even (in
audible frequencies) growing loud enough along the
way to be noticeable.

To characterize the ability of a pipe run to act as
a communication channel for a given frequency, we
evaluated its frequency response, which determines
the bandwidth that the communication channel can
support at a particular volume. In response to a stim-
ulus signal, frequency response measures the output
produced by the system in terms of the amplitude
and phase of the received frequencies. We generated
and transmitted lossless single-frequency audio wave
files of 1 second signals, preceded and followed by 0.5
second silence, for frequencies from 1Hz to 20kHz, at
100Hz intervals, with a sample rate of 44100Hz.

This range is supported by most commercially
available audio devices (speakers, headphones, mi-
crophones) built for supporting the human audible
frequency spectrum, 20Hz to 20KHz. Had higher fre-
quency devices been available to us, we would have
extended our investigation into the ultrasound range
as well.

We determine whether attackers should use a par-
ticular single frequency using the following Band-
width Condition: given pipe noise and other atten-
uation, when the transmitter sends frequency f , is
f the major frequency in the signal seen by the re-
ceiver? More precisely, is frequency f within 5Hz of
being the main peak in the frequency domain, after
we perform a Fast Fourier Transform on the received
audio clip, at all measurement locations along the
pipe?

If so, we include f in the attacker’s bandwidth,
and determine how much f attenuates or changes in
magnitude as it passes along the pipe. This is a poor-
man’s approach, as more complex signal processing
methods should be able to extract a wider range of
signals that may not arrive as a peak.

For the pipe measurement locations described in
Table 1, Figure 4 shows all received frequencies that
satisfy the Bandwidth Condition, along with their
received magnitude.

Though we expected a clear attenuation trend with
distance across the pipes, Figure 4 shows that that
is not the case; many frequencies’ signals decrease in
strength at first but then increase in magnitude as
they pass through the pipe. We hypothesize that the
increases are due to constructive interference between
the waves at certain points in the pipe.

In all buildings and pipe runs except the 6” stand-
pipe, we successfully transmitted and received many
frequencies at the longest distances available.

The longest pipe run was 170ft in OCS along a
black steel wet sprinkler pipe; the pipe run was ex-
posed and was relatively straight, though with many
fittings. The second longest but much more twist-
ing pipe run was in the NCS concealed wet sprinkler
system, where we transmitted from one branch line
end, through a larger cross main, then to the end of
the furthest branch off the cross main. Thus the sig-
nal transmitted well across complex pipe structures
on a single floor. Further, the de facto limit of about
150’ per typical branch line (10 sprinklers of standard
coverage, spaced 15’ apart) means that an attacker
should be able to transmit and receive along the full
length of any branch line, as well as anywhere within
a single-floor sprinkler system run in a building with
four (as in the measured wing of NCS) or more floors.
Finally, since the figure shows that signals at many
frequencies hold their magnitude well at the max-
imum distances measured, the maximum potential
distance for successful transmission is certainly not
limited to 161’.

The least successful transmission in Figure 4 was
for the NCR 4” wet risers, which had a lot of low
frequency noise coupled with serious attenuation and
ambient leakage issues for the frequencies we tested;
only 3KHz-13KHz and 15KHz satisfied the band-

11



Figure 4: Frequencies Satisfying the Bandwidth Condition After Transmission Through Various Pipe Runs.
(top left) Old commercial building wet sprinkler. (top right) Old commercial building dry sprinkler. (middle
left) New commercial building black steel sprinkler. (middle right) New commercial building 4” wet stand-
pipe/riser from 1st to 5th floors, every 1000Hz only. (bottom left) Residential black steel gas pipe. (bottom
right) Residential copper water pipe.
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width condition. The NC 6” standpipe was even
worse, and is not shown in the figure. As attackers,
we would avoid these pipes. Note also that trans-
missions on the adjacent floor branch lines and cross
main could not be picked up on the risers in the stair-
well.

9.2 Best Frequencies for Attackers

An attack should be easy to configure, hard to detect,
and have a low signal loss and error rate. This means
that a preconfigured attack should use frequencies
that are known to work well in most pipes, as details
regarding the sprinkler system pipes and layout are
usually not available. The attacker should use fre-
quencies that people are unlikely to overhear, which
is trivial with ultrasound but requires attention with
equipment like ours. Finally, to maximize battery life
and reduce the risk of detection, the attacker should
use the lowest volume/power that allows successful
reception of the signal. In theory, the first and last of
these three parameters can be calibrated by firmware
during attack setup. Here we provide a poor-man’s
guide to the best choices.
Frequencies That Work for Most Pipes.
Some frequencies consistently performed well re-

gardless of pipe material, pipe diameter, pipe layout,
building structure, environmental noise in the pipe,
and transmission distance. Figure 5 provides this
global view of the best bandwidth, i.e., frequencies
that satisfied the Bandwidth Condition for all single-
floor transmissions in all buildings tested, as detailed
in Figure 4.

Figure 5 shows that the longest stretch of contigu-
ous good frequencies for all buildings is in the 12KHz
to 18KHz bandwidth range (12kHz-20kHz for com-
mercial spaces).
Frequencies Least Noticeable to Human

Ears.
The human audible frequency range is often con-

sidered to be 20Hz-20kHz [33], with human ears most
sensitive to 2kHz-5kHz [34]. Human ears tend to
grow less sensitive as the frequency increases, and the
upper limit of human hearing is typically 15-17kHz
[35, 36], hence the appeal of ultrasound and near-
ultrasound for a stealthy attack. We tested this limit

Figure 5: Frequencies That Satisfy the Bandwidth
Condition at All Distances.

with 8 volunteers aged 20s to 60s, and found that
the inaudible frequencies began at 12kHz for 2 vol-

unteers, 14KHz for 1 volunteers, 15KHz for 4 volun-
teers and 16.3KHz for 1 volunteer.

Thus an attacker will strategically prefer to use
these upper frequency ranges (15KHz+), which Fig-
ure 5 shows are also transmission-friendly.

Lowest Possible Transmission Volume and
Power.

During the initial setup phase of an attack, the at-
tacker could also determine the lowest possible trans-
mission volume that provides good reception, for each
frequency that the attacker plans to use. As men-
tioned earlier, this check could also help to avoid any
locally noisy frequencies. For buildings with consis-
tent pipe noise, the attacker could also make an initial
recording of the noise and employ noise removal tech-
niques to improve signal detection. However, none of
our tested pipes were very noisy at high frequencies,
even when a group of children were building with le-
gos in OCS and we expected to have to rerun the
experiments.

To estimate the lowest volume/power at which
transmissions could be made and still be intelligible
above the background noise of a pipe, we transmitted
a linear chirp descending from 20kHz to 1Hz along the
maximum distance of each building pipe run. For RW
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and RG, which are 40’ residential runs, a minimum
laptop volume setting of 6 (peak loudness of 22.8dBA,
a bit softer than a whisper) sufficed for the graph of
the signal to be clearly visually differentiated from
the background noise. For OCS, OCDS, and NCS,
a minimum laptop volume of 10 (peak loudness of
30.5dBA, about as loud as a quiet rural area) was
required, while the New Commercial 4” standpipe
required a laptop volume of 30 or higher.

To minimize leakage of the signal into the air at
the point of transmission, soundproofing would be
important in a real attack, especially if the contact
between a flat transducer and the curved pipe is not
perfect. Our implementation of the transmitter did
not include any soundproofing. In our experience,
some signal also leaks into the air along the pipe run,
but the transmitter was the main point of leakage.

10 Channel Capacity Analysis

Given the empirical results summarized in Figure 4,
we can derive an upper bound on the channel capac-
ity for each individual frequency in each pipe run,
and for the channel capacity of each pipe run as a
whole. To closely approach these upper bounds in
practice would require the use of a communication
protocol with excellent error correction.

For individual single-frequency channels in the
presence of noise, we have the Shannon-Hartley The-
orem [37]:

C = B log2((N + S)/N), (1)

where C is the channel capacity in bits per second;
B is the bandwidth of the channel in Hz; S is the
average received signal power over the bandwidth,
measured in watts; and N is the average noise or
interference power over the bandwidth, measured in
watts.

In this equation, we set S + N to be the power
spectral density of the entire signal coming through
the pipe (i.e., the intended signal S plus the noise
N). We set N to be the power spectral density of the
signal coming through the pipe when no transmis-
sion was taking place. For this we used a .5 second

recording of the sound on the pipe before each fre-
quency was transmitted. Finally, B is the bandwidth
of the individual channel being used, e.g., 19kHz.

We focused on the maximum distance transmis-
sion for each pipe tested and determined the highest-
capacity frequency across all frequencies tested in
Figure 4. In all pipes tested except the 4” standpipe,
the highest-capacity frequency was close to 20KHz
and its capacity was roughly 300K bits/second (36K
bytes/second). Table 2 gives the details.

Pipe Pipe Frequency Capacity Total
Run Type (Hz) (bps) Capacity(Mbps)

OCS 170’ Wet Sprinkler 19,900 307,980 13.03
OCDS 90’ Dry Sprinkler 19,900 307,061 13.00
NCS 161’ Wet Sprinkler 19,900 310,443 13.10
NCR 62’ 4” Riser 15,000 182,487 13.60
RG 50’ Gas Pipe 19,800 313,611 12.70
RW 40’ Water Supply 19,600 300,718 12.80
Indoor Lab 30’ Water CPVC 19,900 303,950 12.91
Indoor Lab 30’ Air CPVC 19,900 303,532 13.05
Outdoor Lab 42.5’ Victaulic 75 19,900 380,532 16.82

Table 2: For Each Building Pipe Run, the Highest
Capacity Sub-channel Frequency at Maximum Dis-
tance, and the Total Channel Capacity (bps) with
100Hz Frequency Separation in 15KHz-20KHz

To determine an upper bound on the information
carrying capacity across all frequencies for a pipe
run, the theoretical tool of choice is Shannon’s Water
Pouring Theorem [37]. However, we can also directly
estimate the pipe’s capacity using the empirical data
that we collected to evaluate the Bandwidth Condi-
tion for each frequency. From this data, we know the
signal dispersion for each frequency at each distance
measured along each pipe run. Given a set of fre-
quencies that are spaced far enough apart that that
they do not interfere with each other according to the
dispersion data, the total capacity of that set is the
sum of the individual capacities computed according
to the Shannon-Hartley Theorem for each frequency.
While this estimate understates the total maximum
capacity of the pipe run, it also has an advantage:
the lack of interference makes the attacker’s task of
interpreting the received signal much easier.

Figure 6 shows the dispersion patterns of the fre-
quencies with the most dispersion in NCS at 10’, 80’,
and 161’; the patterns in other pipe runs and at other
distances were similar. (We do not consider the 4”
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Figure 6: Dispersion Patterns of the Frequencies with Most Dispersion at 10’ (left), 80’ (center), and 161’
(right) in NCS.

standpipe in this section, because its diameter is too
large for the pipe attack to be effective.) As suggested
in the figure, a frequency separation distance of 80Hz
would be needed to ensure that no frequency in the
range 15K-20KHz would overlap with any other at
any measured distance during transmission.

We consider a slightly larger separation of 100Hz
and consider channels 15K-20KHz in multiples of
100Hz as orthogonal channels that can be used simul-
taneously. Applying the Shannon-Hartley Theorem
to each of the 51 frequencies in the target range and
adding up their capacities, we obtain the estimated
total capacities shown in the last column of Table 2.
While a separation distance of 100Hz is overkill, a
small transmitter is unlikely to have enough power
to transmit on every non-interfering frequency at the
same time, unless the transmitter is hardwired or the
attack is of quite short duration. Further, parallel
transmission on 51 frequencies would be about 15dB
louder than the same transmission on a single fre-
quency, which means it would seem roughly three
times as loud to a human. Further, as the number
of channels increases, at some point the increase in
sound leakage from the pipes might draw human at-
tention.

11 Detection, Localization &
Prevention

We explored the effectiveness of a number of potential
defensive measures, none of which so far has proved
fully satisfactory. Given the limited space, we omit

the details of our implementations and experimental
results for these failed defenses.

CPVC. Though not present in any building we
had access to, CPVC is approved as a fire sprinkler
pipe material for some building usages in some juris-
dictions. As a non-metallic material, CPVC might
be impervious to the pipe attack. However, experi-
ments with air-filled and water-filled .75-1” PVC and
CPVC pipe runs in the 30’ indoor laboratory setup
described earlier showed that in general, frequencies
above 500Hz satisfy the Bandwidth Condition for
both PVC and CPVC pipes.

Check valves. We noted in early experiments
with radiator water supply loops that we were un-
able to send signals past a loop’s backflow prevention
valves. However, experiments in the indoor labora-
tory with air-filled and water-filled 30’ CPVC and
PVC pipes and metal and PVC check values with
two different check mechanisms (Homewerks World-
wide Lead Free Brass FIP x FIP Swing Check Valve,
Proline Series FIP x FIP PVC Check Valve) showed
that the check valves had a minuscule effect at best
on signal transmission.

Flexible couplings. Victaulic, a major manu-
facturer of sprinkler system couplings, cites signifi-
cant reductions in annoying vibrations if three flex-
ible Victaulic couplings are included in a pipe run
after the pipe emerges from a pump. We ran exper-
iments with the Victaulic 75 flexible and Victaulic
005 rigid grooved couplings, installing three of each
model in separate runs of 42.5’ 1.25” black steel pipe
in the outdoor laboratory. For comparison, we also
installed a set of three flexible PVC couplings in a
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separate run of the lab. In all three runs, single-
frequency signals above 400Hz generally satisfied the
Bandwidth Condition at all distances tested, some-
times growing stronger than the original transmission
along the way.
Gaps along the pipe surface. If signals are

traveling primarily through the pipe surface, then the
signals might have difficulty in moving past gaps in
the pipe surface. We tested this hypothesis in the
outdoor laboratory by adding Everbilt flanged rub-
ber washers to the ends of each segment of pipe be-
fore attaching the three models of flexible couplings
described above. This only improved signal transmis-
sion.
Wider pipes. Since the pipe attack is less effec-

tive in wider sections of pipe, the inclusion of wider
sections of pipe at periodic intervals might serve as
an effective defense. We have not yet tested this
method. We recognize that it would not be prac-
tical in all building locations, because space is often
at a premium along sprinkler pipe runs.
Ambient noise. Ambient noise might reduce the

effectiveness of transmissions. However, neither noisy
children nor loud white noise played next to the pipe
noticeably impaired signal transmission. This sug-
gests that the pipe attack may also be effective in
noisy environments like planes, trains, and factories.
Signal obfuscation. A defender could inject sig-

nals directly into the pipe to obfuscate an attacker’s
signal. This would increase the cost of a successful
attack, but noise injection offers no theoretical guar-
antees against determined attackers [38]. It would
also add to construction and maintenance costs and
might annoy occupants.
Sound cancellation. A defender could install

sound cancellation devices along the pipes. However,
today’s noise-cancelling hardware reacts at the speed
of sound in air, which is 331.29 meters per second
for dry air at 0 degrees Celsius. Sound travelling as
vibrations on a steel pipe surface would be as fast as
3000 meters per second, or possibly higher depending
on the composition of the steel, which would pose an
extra challenge for real-time response. The price of
the resulting system would be so high that it would
only be practical for high-stakes environments.
Bug sweeping. Many bug-sweepers look for RF

signals, but this technique will not detect the pipe
attack itself, because the attack does not rely on RF.
If an attacker chooses to transfer data to a pipe at-
tack transmitter using RF signals, then an RF bug
sweep could detect that capability if the transmit-
ter is not powered off at the time of the bug sweep.
However, if the transmitter is specially designed to
passively watch for RF signals without emitting any
itself, then the transmitter itself would not be de-
tected; and it might be hard to distinguish between
an ordinary RF-enabled smart light bulb/plug and
an attack-enabled bulb/plug that also sends data to
the transmitter. The same considerations hold for
pipe attack receivers.

To avoid detection by thermal imaging, the trans-
mitter/receiver housing (e.g., faux pipe stub) can be
wrapped in mylar or the equivalent to prevent heat
radiation from batteries, or direct wired to one of the
many power supplies already present above the ceil-
ing. Alternatively, the transmitter/receiver can be
passive, i.e., not rely on a power supply at all; such
transmitters were made and used during the 1950s
[39].

Non-linear junction detectors (NLJDs) detect the
presence of semiconductors even in devices that are
powered off, using radiated RF energy to detect har-
monic signatures coming off of electronics that con-
tain semiconductor junctions (diodes, transistors, cir-
cuit board connections).

To fool NLJD bug sweepers, the standard coun-
termeasure is to combine the device with an isola-
tor that will absorb any energy that would otherwise
have been reflected back to the NLJD [40].

Transmitter localization. If a defender believes
that a pipe attack is possible, one unappealing op-
tion is to visually inspect every inch of the pipe runs
until all unauthorized devices have been found and
removed. This is made worse by the fact that most
building owners do not have blueprints of the sprin-
kler runs, hence will have to pop up many irrelevant
ceiling panels to find them. Further, defenders often
will not have good visual access in the crowded ar-
eas above suspended ceilings, let alone above finished
ceilings.

When a pipe attack transmission is underway, the
defender can expedite the search for the transmitter
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by installing multiple receivers along the pipe run and
using the difference in arrival time of the signal at the
receivers to determine in which direction the trans-
mitter lies. But this is an insufficient defense on its
own, as data can be exfiltrated until the transmitter
is found.

Attack recognition. Given a target false posi-
tive/negative rate, a defender can use signal process-
ing techniques to decide whether an attacker’s signal
is on the pipe, or just noise. But if the attacker has
the technical know-how to keep the signal magnitudes
very close to those of the ambient pipe noise, then
there is no theoretical guarantee that a defender will
be able to recognize that data is being exfiltrated.

12 Conclusions

We have shown that building code fire safety re-
quirements have the unintended effect of providing
relatively high-speed wide-bandwidth data exfiltra-
tion pathways in essentially every room of commer-
cial and high-rise spaces. We exploited these path-
ways by attaching a small transducer that sends vi-
brations through pipes to a receiver, at the upper
end of human hearing and beyond. In the range
of frequencies supported by our equipment (up to
20kHz), signals traveled the maximum distance ser-
viced by a sprinkler system on a single floor of the
large buildings available to us, without significant
attenuation. We showed that transmissions using
single near-ultrasound frequencies (15K-20KHz) can
support up to 300K bps, while also being nearly or
completely inaudible to humans. Transmissions at
higher frequencies would no doubt also be effective
and inaudible, but even in the 15K-20KHz range, an
attacker can use multiple non-interfering frequencies
in parallel to create a channel that supports an MP4-
equivalent bit rate.

We found that sprinkler pipe transmissions were
quite insensitive to ambient noise, suggesting that the
attack may also work in noisy environments like pub-
lic transportation. In addition to fire sprinkler system
pipes (wet or dry, black steel or CPVC), we showed
that the pipe attack is highly effective on potable wa-
ter and waste pipes (copper, PVC, CPVC) and black

steel gas lines.
The main limitation for the pipe attack appears

to be the impracticality of transmitting signals be-
tween floors using standpipes. When transmission
between floors is required, the best option is to begin
the transmission on a convenient sprinkler pipe and
then switch over to a nearby pipe of another type at a
location such as a restroom, which will offer narrow-
diameter risers. We also considered a wide variety of
potential defenses, none of which so far have proven
to be both effective and affordable.
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