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ABSTRACT. The last few years have seen a surge of work on high dimensional statistics under privacy con-
straints, mostly following two main lines of work: the “worst case” line, which does not make any distributional
assumptions on the input data; and the “strong assumptions” line, which assumes that the data is generated from
specific families, e.g., subgaussian distributions. In this work we take a middle ground, obtaining new differ-
entially private algorithms with polynomial sample complexity for estimating quantiles in high-dimensions,
as well as estimating and sampling points of high Tukey depth, all working under very mild distributional
assumptions.

From the technical perspective, our work relies upon deep robustness results in the convex geometry litera-
ture, demonstrating how such results can be used in a private context. Our main object of interest is the (convex)
floating body (FB), a notion going back to Archimedes, which is a robust and well studied high-dimensional
analogue of the interquantile range. We show how one can privately, and with polynomially many samples,
(a) output an approximate interior point of the FB – e.g., “a typical user” in a high-dimensional database –
by leveraging the robustness of the Steiner point of the FB; and at the expense of polynomially many more
samples, (b) produce an approximate uniform sample from the FB, by constructing a private noisy projection
oracle.
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1. INTRODUCTION

Computing statistics of large, complex high-dimensional datasets under privacy constraints is a funda-
mental challenge in modern data science. In this work, we study the sample complexity of several different
tasks related to estimating the quantiles of a d-dimensional distribution D, from having sample access to it,
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2 BEN-ELIEZER, MIKULINCER, AND ZADIK

under privacy constraints. Our first focus is on estimating quantiles of fixed marginals. For a random vector
X P Rd, the quantiles of X along direction θ are the quantiles of the (one-dimensional) marginal xX, θy,
which we denote by QqpxX, θyq for q P r0, 1s. Our second focus is on estimating a convex region called
the floating body of a d-dimensional distribution, an analogue of the 1-dimensional interquantile range ex-
hibiting rich mathematical properties, investigated over decades of research in convex geometry and sharing
connections with the work of Archimedes (see, e.g., the survey [NSW19]). Formally, the q-floating body of
a random vector X P Rd is given by

FqpXq “
č

θPSd´1

!

x P Rd : xx, θy ď QqpxX, θyq
)

, (1)

and in statistical language corresponds to the points of so-called Tukey-depth at least 1´ q [NSW19]. When
clear from context, we also denote by FqpDq the floating body of the random vector X „ D.

Similar to their 1-dimensional analogues, the quantiles in high-dimensions are preferred to other descrip-
tive statistics and location estimators due to their robustness properties [Hub81,MR97] and high breakdown
points [Alo03, DG07, TP16]. As opposed to other statistics, marginal quantiles can be estimated under the
mere minimal distributional assumption of having non-trivial mass around the location of the quantiles (see
e.g. [AMB19, Lemma 3]). Moreover, the floating body can also be estimated in the Hausdorff distance for
log-concave measures and stable laws [AR20].

Besides statistical guarantees, an essential property of an estimator in modern data science is to be private.
For instance, many large healthcare datasets contain sensitive patient information [DE13, FLJ`14, YKÖ17,
ZLZ`17] and it is crucial for an estimator to balance the trade-off between protecting the privacy of the
input while producing accurate statistical results.

Differential privacy (DP) is the leading notion in quantifying privacy guarantees of a randomized algo-
rithm over an input dataset. In this work, we focus on algorithms satisfying pure DP guarantees. Given
a parameter ε ą 0, ε-differential privacy guarantees that the probability of a given output cannot change
more than a multiplicative factor eε after the arbitrary change of the input data of one data item (e.g.,
a single user record in a large database). More generally, ε-DP can be defined as follows with respect
to the Hamming distance dH pX,X 1q :“ |ti P rns

ˇ

ˇ

ˇ
Xi ‰ X 1iu|, defined for two n-tuples of samples

X “ pX1, . . . , Xnq, X
1 “ pX 11, . . . , X

1
nq P pRdqn.

Definition 1 (ε-DP). A randomized algorithm A is ε-differentially private if for all subsets S P F of the
output space pΩ,Fq and n-tuples of samples X1, X2 P pRdqn, it holds that

P pApX1q P Sq ď eεdHpX1,X2qP pApX2q P Sq . (2)

While there has been a lot of work on differential privacy, it usually analyzes algorithms under worst-
case assumptions. The most closely related to our work is the line of research on privately outputting an
interior point of the convex hull of n input points in high dimensions for a worst-case input [BMNS19,
KMST20, KSS20, SS21]. Only recently there has been a lot of statistical work analyzing differentially pri-
vate estimators under distributional assumptions for various statistical tasks e.g. [BCS15,DJW18,BCSZ18b,
KSSU19, KLSU19, SU19, ZKKW20, CKS20, TVGZ20, KSU20]. On the topic of the present work, a few
years ago [TVGZ20] established the exact trade-off between privacy and accuracy of median estimation in
one-dimension. One of the main motivations of the present work is to make a first step towards understand-
ing the high-dimensional counterparts of these privacy-accuracy tradeoffs, by proposing the floating body as
a natural estimate under privacy constraints in high dimensions. In particular, the convexity of the floating
body allows us to invoke powerful robustness theorems, originating from decades of research in convex
geometry. It is this combination, of classical theorems with the modern framework of differential privacy,
which yields several new and non-trivial results.
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1.1. Our Contributions.
The minimal assumptions. It is known that even in one dimension, private quantile estimation is impossible
for arbitrary measures [TVGZ20]. Thus, some assumptions are required. In this work we make the following
minimal assumptions on the underlying distribution.

Definition 2. We say that a distribution D supported on Rd has a q-admissible law with the parameters
Rmax, Rmin, r, L ą 0, if the following four conditions hold:

(1) For every θ P Sd´1, QqpxX, θyq P r´Rmax, Rmaxs.
(2) For some c P Rd, it holds that, for every θ P Sd´1, |QqpxX, θyq ´ xc, θy| ě Rmin.
(3) For every θ P Sd´1, the density fθ of xX, θy exists and satisfies

fθptq ě L for all t P rQqpxX, θyq ´ r,QqpxX, θyq ` rs.

(4) If tXiu
n
i“1 are i.i.d. as D, then with high probability }Xi}2 ď polypn, dq, for all i P rns.

The set of all such distributions is denoted by AqpRmax, Rmin, r, Lq.

We now expand further on the claimed “minimality” of the above assumptions. First, note that assump-
tions (1) and (3) are actually necessary for consistent private quantile estimation. This is an outcome of the
tight lower bound for the one-dimensional case (see the main result of [TVGZ20]), where it is established
that the minimal sample complexity to privately learn one quantile of a distribution explodes to infinity
whenever there is no bound on the possible quantile values (R “ Rmax “ 8) or the distribution has no
mass around the quantile (L “ 0). We highlight that the latter property (of having a positive density around
the quantile) is a requirement for optimal estimation rates (and a standard assumption) even for non-private
one-dimensional quantile estimation (e.g., see [VdV00, Chs. 21, 25.3]). Now, assumption (2) is equivalent
to the assumption that the floating body contains a ball of radiusRmin. Again, ifRmin “ 0, the floating body
has an empty interior, and the floating body’s estimation becomes a degenerate task. Finally, assumption
(4) is a very mild boundedness technical condition that our data is arbitrarily polynomially-bounded, which
almost does not hurt generality. For example, for “heavy-tailed” Cauchy random vectors this assumption
holds for the polynomial dn.

Private many-quantiles estimation. Let us introduce a useful convention: we identify a fixed vector
X “ pX1, . . . , Xnq P pRdqn with a random vector in Rd, chosen uniformly from pX1, . . . , Xnq. In other
words we identify a “sample” X with the empirical distribution over its d-dimensional coordinates. Now,
in [AR20] it was established that for any symmetric log-concave measure D, if one has n i.i.d. samples
X “ pX1, . . . , Xnq P pRdqn from D, then the empirical measure on the samples satisfies for Y „ D with
probability at least 0.9,

δqpX,Y q :“ sup
θPSd´1

|QqpxX, θyq ´QqpxY, θyq| ď α, (3)

for some n “ Õpd{α2q.1 One can easily generalize the above result for any q-admissible law, as described
in Definition 2(see Section 6.2).

We now proceed with an observation. For any integer M ą 0, and for any subset of M directions, say
that one wants to estimate the q-quantiles of the distribution along each of the M directions. A simple “low-
dimensional” approach would be as follows; one can take n samples and then take the empirical q-quantiles
of the projection of the samples along each of theM directions. Using standard concentration results, having
Õp1{α2q fresh samples per direction suffices for estimation in the corresponding direction, leading to the
desired estimation guarantee with access to n “ ÕpM{α2q samples. We note that for each specific direction

1Here, and throughout the paper, Õ means we omit logarithmic factors, in all parameters.
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Õp1{α2q samples are known to be necessary (see e.g. [TVGZ20, Proposition 3.7]). Comparing with the
guarantee of [AR20] in (3) this leads to an interesting high-dimensional statistical phenomenon: without
privacy constraints, simultaneously estimating M ą d marginal quantiles in high-dimensions requires less
samples than the natural (but perhaps naive) approach of projecting the points and then calculating the
empirical quantile on each direction.

Our first contribution is to reveal the private analogue of the above high-dimensional phenomenon. Con-
sider the task of private estimation of M quantiles, i.e. of QqpxY, θiyq, Y „ D for M different directions
pθiq

M
i“1. The “naive” approach would be, as before, to first project along the different directions, but then,

instead of calculating the (non-private) empirical quantiles of the projected points, one would apply the
optimal private algorithm of [TVGZ20] to each projection, separately.2 This would lead to the guarantee
in (3) with sample complexity (assuming, for simplicity, here and throughout the contribution section all
parameters besides M, ε, α are constant):

n “ O

ˆ

M

α2
`
M

εα

˙

. (4)

Our first main result is an improved private rate for the estimation of M quantiles which appropriately
privatizes the high-dimensional result of [AR20].

Theorem 3 (informal). There exists an ε-differentially private algorithm that draws

n “ Õ

ˆ

d

α2
`
M

εα

˙

samples from any admissible distribution Y „ D and produces an estimate m̂ P RM that satisfies

max
i“1,...,M

|m̂i ´QqpxY, θiyq| ď α

with probability at least 0.9.

Notice that the rate described in Theorem 3 is better than the rate in (4) when M ą d and ε ą α.
This constitutes indeed a private analogue of the high-dimensional phenomenon mentioned above; privately
estimating M ą d quantiles can require much less samples than simply projecting and applying the one-
dimensional machinery.

Private interior point. Next, we attempt to privately produce point estimates of the floating body FqpY q
itself. Our first task is to output an interior point of FqpY q, a relatively easy task without privacy concerns
[AR20], with a clear statistical motivation of outputting a “typical datapoint” in high-dimensions. We show
that with polynomial in d samples one can achieve such a guarantee with small error. There has been closely
related (but not fully comparable) work on this task in the worst case regime, which we discuss in depth in
Section 1.2.

For our result we leverage the Steiner point of the floating body, denoted SpFqpY qq (see (10) for the
definition). The Steiner point has been widely studied in the context of Lipschitz selection [BL00]. In the
problem of Lipschitz selection, one looks to consistently select a point from the interior of each convex body,
in a way that is robust to perturbations of the body. The Steiner point is celebrated for being the optimal
Lipschitz selector in this setting. Just recently, this construction proved to be instrumental in the resolution
of the chasing nested convex sets problem [BKL`20, Sel20, AGTG21], a problem in online learning related
to Lipschitz selection. It is precisely this optimal robustness that makes the Steiner point insensitive to

2Note that the algorithm from [TVGZ20] is technically only designed for median estimation, but with the natural modifications
the same algorithm and analysis can be straightforwardly extended for q-quantile estimation.
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individual sample points, a desirable property in the design of DP algorithms. To the best of our knowledge,
this is the first time the Steiner point and its properties have been used it to build differentially private
estimators, and we believe it might be useful in other similar problems.

Theorem 4 (informal). There exists an ε-differentially private algorithm that draws

n “ Õ

ˆ

d

α2
`
d2.5

εα

˙

samples from any admissible distribution Y „ D and produces an estimate m̂ P Rd that satisfies

}m̂´ SpFqpY qq}2 ď α

with probability at least 0.9.

In comparison, the best known dependence of n on the dimension in the worst case literature is of
order Õpd4q for pure ε-DP [KSS20] and of order Õpd2.5q for the weaker notion of approximate pε, δq-
DP [BMNS19].3 Thus, Theorem 4 achieves essentially the same dependence as the best known approxi-
mate DP result while enjoying the stronger guarantees of pure DP. We note again that the results are not
fully comparable; see Section 1.2 for a thorough discussion.

Private sampling from the floating body. Outputting an, a-priori, arbitrary point from the floating body
comes with possible drawbacks, for example biasing the output point towards or away from its boundary.
This can lead to inaccurate statistical conclusions if a more detailed description of the “typical datapoints”
is needed. For this reason, we undertake the harder task of outputting a uniform sample.

The sampling from convex bodies problem has a long and rich history with many deep results, see [KLS95,
KLS97, LV06] for some prominent examples. In many cases, the computation preformed by the sampling
algorithm reduces to iteratively projecting points into the convex body, along the trajectory of an appropriate
Markov chain [BEL18, Leh21].

It is precisely the idea described above which serves as the working engine behind our private sampling
algorithm. To cope with privacy constraints, we capitalize on known robustness properties of the projection
operator (see (11)) on convex bodies, as proved in [AW93]. Remarkably, when the projected point is fixed
and one considers the convex body as the variable, the projection operator is known to be 1/2-Hölder with
respect to the Hausdorff distance. This allows us to build a noisy projection oracle for the floating body, in
a private fashion. Combining the noisy oracle with known results leads to a new sampling algorithm, which
operates under pure differential privacy, and with guarantees in the quadratic Wasserstein distance, W2 (see
Section 7.2 for the definition).

Theorem 5 (informal). Let µFqpY q be the uniform measure on the floating body. There exists an ε-DP
algorithm that draws

n “ Õ

ˆ

d2

α14
`

d4

ε2α8

˙

samples from any admissible distribution Y „ D, and whose output, µ̂FqpY q, satisfies

1

d
W 2

2 pµ̂FqpY q, µFqpY qq ď α.

We note that the 1
d normalizing factor in Theorem 5 serves as the correct scale for the W2 metric which

typically scales as square-root of the dimension, see [Leh21] for further discussion on this.

3See Section 3 for a definition and comparison between the different privacy notions.
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1.2. Further Comparison with [BMNS19,KSS20]. The most closely related work to our point estimators
of the floating body (Theorems 4 and 5) are by Beimel et al. [BMNS19] and Kaplan et al. [KSS20]. Both
of these works address under worst-case input the private interior point problem: namely, given a (worst
case) set of n points x1, . . . , xn in d dimensions, the task is to privately output a point that lies within the
convex hull of these points. While the non-private analogue is trivial (since one can always output, say, x1),
the problem becomes interestingly non-trivial when privacy considerations are introduced. To achieve such
guarantees, the set of points is assumed to be a subset of a finite grid of possible points Ud (where U is
some finite universe). This is a necessary condition for the existence of successful private estimators under
worst-case assumptions [BNS13,BNSV15]), whereas this assumption is not required for our results. On the
other hand, due to the use of the extension lemma, our algorithms do not have any explicit bound on the
running time (see Section 1.3 below), unlike the situation in the worst case works, whose running time is
generally exponential in d.

The first work [BMNS19] solves the private interior point problem under approximate pε, δq-differential
privacy, a weaker privacy guarantee than ε-DP, assuming that the dataset is of size at least some n “

Õpd2.5 log˚p|U |qq (in the Õ term here we suppress dependencies in ε, δ, and lower order terms). The second
work [KSS20] solves the problem under pure differential privacy (as in our paper) for n “ Õpd4 log |U |q,
and also obtains an improved Opndq running time using Opd4 log |U |q samples under approximate DP. The
n “ Õpd4 log |U |q bound is currently the best known sample complexity under pure DP for this worst-case
task. In both [BMNS19] and [KSS20], the authors’ approach is to output a point of high Tukey-depth with
respect to the set of the n points, which can be interpreted as outputting an element of the q-floating body of
the n points for some appropriate, and perhaps data-dependent, value of q.

While our considered settings are similar but incomparable, we recall that our Theorem 4 obtains pure
ε-DP guarantees that for any q output a point of the q-floating body with Õpd2.5q samples. Finally, we
note that matching the sample complexity of the best pε, δq-approximate private algorithm with an ε-private
algorithm has been challenging in the privacy literature, e.g., in the context of high-dimensional Gaussian
mean estimation [KLSU19, KSU20], and in fact provably impossible in the worst-case context for many
problems of interest; see [BMNS19] for more details.

1.3. General Approach. Our approach towards building all ε-private algorithms in this work is based on
an appropriate use of a Lipschitz extension tool called the Extension Lemma [BCSZ18a, BCSZ18b]. This
lemma was also the main tool behind the construction of the private median estimator in [TVGZ20]. One
of the main hurdles in constructing sample-efficient ε-differentially private algorithms under distributional
assumptions is that the privacy constraint needs to hold for all input data-sets, while the accuracy is based
on the behavior of the algorithm on “with-high-probability” or typical data-sets. The Extension Lemma
completely resolves this issue and allows the algorithm designer to focus on ensuring privacy solely on
the typical data-sets.4 Then a (privacy-preserving) Lipschitz Extension argument takes care of extending
the private algorithm on typical-inputs to a private algorithm on all possible inputs, while maintaining the
original algorithm’s output on the typical inputs (see Proposition 6 for more details). Leveraging this tool,
our results are based on a two-step procedure.

1. First we find the (non-private) estimator of interest for each task. For example, this is the Steiner
point of the floating body for Theorem 4 and the projection of a point to the floating body for The-
orem 5. Then we define a typical set of possible input datasets X “ pX1, . . . , Xnq P pRdqn which
is realized with high probability over all inputs drawn from admissible distributions. Following this

4While this work is entirely focused on sample complexity guarantees, it is worth mentioning that the Extension Lemma comes
in principle with no explicit termination time guarantee (see [BCSZ18a] and Appendix B).
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we establish Lipschitzness properties of the non-private estimator seen as a function of the input
X with respect to the Hamming distance between two inputs of the (non-private) estimator, when
defined only on inputs from the typical set. Such robustness properties can be non-trivial and to do
so we use interesting tools from convex geometry to establish them for the Steiner point [BL00], and
for the projection of a point [AW93]. Notably, none of these estimators is (non-trivially) Lipschitz
with respect to the Hamming distance of the input, unless the input is on the typical set. Using now
the Lipschitzness properties combined with classic differential privacy ideas we can “privatize” the
estimator by applying the (flattened) Laplace mechanism [TVGZ20], while ensuring high accuracy.

2. With the Extension Lemma, we extend our estimator to be defined and private on all possible inputs.
The Extension Lemma also guarantees that the estimator remains identical when the input is from
the typical set. These allow to obtain a globally private algorithm with the same accuracy guarantee.

1.4. Future Directions. Our work suggests several future directions. First, our estimators come with no
polynomial termination time guarantee since they are based on applying the generic Extension Lemma. Yet,
in the one dimensional case, [TVGZ20] showed that the Extension Lemma can be computed in polynomial
time when applied to the empirical median on an appropriate typical set. Given the analogies between our
works, it is an important open problem to see if the high-dimensional estimators we propose can also be
implemented in polynomial-time. Second, our work leverages classical robust convex geometric tools to
construct private algorithms, which allow to demonstrate non-trivial high-dimensional phenomena. It will
be interesting to see if these newly introduced tools in the privacy literature can be further used to reveal
other non-trivial high-dimensional results.

2. WHY FLOATING BODIES?

The main object of interest in the present work is the convex floating body. This is a well known construct
in convex geometry, which takes its name from the work of Archimedes (see e.g. [Hea09]), and shares
fascinating connections with non-parametric statistics. Here we further elaborate on the motivation to study
floating bodies as a natural, robust high-dimensional statistical object. We refer the interested reader to the
survey of Nagy et al. [NSW19] for an extensive discussion of its statistical relevance.

Let us first recall the definition of the convex floating body. Let q P r0, 1s, and let Y be a random variable
in R. The q-quantile of Y , which we denote QqpY q, is

QqpY q :“ arg inftt P R|P pY ď tq ě qu.

That is, QqpY q is the infimum value satisfying P pY ď QqpY qq ě q. Now, for a random vector X , in Rd,
the (convex) q-floating body, FqpXq, is defined by

FqpXq “
č

θPSd´1

!

x P Rd : xx, θy ď QqpxX, θyq
)

,

where we denote by Sd´1 Ă Rd the unit Euclidean sphere, in d-dimensions. In other words, the convex
floating body is the intersection of all halfspaces containing at least a 1 ´ q fraction of the mass of the
distribution. See Figure 1 for a pictorial representation of the floating body of a data-set and [NSW19,
Figures 1-4] for illustrations of floating bodies in various interesting contexts.

The floating body has the following desirable properties.
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FIGURE 1. The floating body of a dataset X .

Existence. The convex floating body always exists for q ě 1 ´ 1{pd ` 1q. This follows from the fact that
for any set S of n vertices in d dimensions, there is some point with Tukey depth n{pd` 1q with respect to
S, which in itself is a standard implication of Helly’s theorem from convex analysis (e.g., [BMNS19]).

The above result holds under worst case assumptions, and can be overly pessimistic for many types of
realistic data distributions (in the sense that the maximum Tukey depth guaranteed, n{pd ` 1q, depends
inversely on d). However, for many distributions of practical interest exhibiting some sort of “niceness”
properties (or “admissibility” as we say in the current work – see Definition 2, that ensures FqpDq contains
a ball of radius Rmin centered at c), much stronger guarantees are known. One example is the wide and
important family of centrally symmetric log-concave distributions, which includes for example the Gauss-
ian, uniform, and Laplace distributions, among many others. When the random vector X is generated from
any such admissible distribution, it suffices to take n polynomial in d to ensure that the empirical q-floating
body is non-empty for any fixed q ą 1{2 (independently of the dimension d); see Section A for more details.

The floating body is a natural high dimensional statistical construction. Privately outputting descriptive
statistics of a given dataset is among the most fundamental tasks in the privacy literature. Indeed, a large
body of very recent work in the differential privacy literature is devoted to privately estimating quantiles in
one dimension (e.g., [BAM20,TVGZ20,GJK21,KSS21,ABC22,LGG`22]), or uses the interquantile range
to privately output meaningful measurements of the standard deviation of one dimensional distributions
[DL09].

However, one-dimensional statistics (applied to projections of some high-dimensional data) cannot gen-
erally capture the complexity of high dimensions. Suppose, as a running and motivating example, that we
maintain a large high-dimensional database, where each (high-dimensional) entry represents the feature vec-
tor of a single user in the database. Naturally, one might want the ability to privately generate artificial users
that exhibit the “typical” behavior of actual users in the database, without compromising on users’ privacy.
An important application is private generation of high quality synthetic data for training machine learning
models on the database, which should be accurate enough to work well on actual users, yet maintain the
privacy on existing users in the database (e.g., [GAH`14, YJvdS19, BS21, MPSM21]).

Privately sampling from the floating body of the random variable X „ D (for an unknown distribu-
tion D) is arguably the most statistically principled approach to privately generating a large and diverse yet
”representative” collection of points (which is the type of access needed for the synthetic data generation
application) from the unknown D, given only sample access to it.

Robustness. The existence of outliers in the data is one of the most challenging aspects to statistics and
machine learning in high dimensions. One of the main difficulties is that there is no canonical definition
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of what constitutes an outlier in the data. The convex floating body offers a very simple, nonparametric
interpretation of “central points” of the distribution: these are precisely all points in the floating body Fq
(where q can possibly depend on the data), i.e., all points that in every direction fall in the q-interquantile
range. This point of view affords a high-dimensional interpretation for outliers; A point x P Rd is an outlier
in direction θ P Sd´1, if xx, θy ą hFqpDqpθq, where hFqpDq is the support function of FqpDq, as described
below in (5). One appeal of using the support function, as opposed to the quantile in direction θ, is that the
latter only depends on a marginal, while the former depends on the joint high-dimensional distribution, and
so represents a more integrative decision rule.

Rich convex geometry foundations. As is demonstrated throughout the paper (and in more detail, e.g., in
the survey [NSW19]), there is a very rich understanding of convex floating bodies in high dimensions from
the convex geometry perspective. Indeed, objects and questions of this type have been systematically studied
in the last two hundred years; the earliest modern work is Dupin’s book from 1822 [Dup22]. As described in
the survey, the interplay between different notions of symmetry and depth arising in convex bodies and log
concave measures (which are, in many ways, the natural measure-theoretic generalization of a convex body)
gives rise to deep and interesting mathematics. Thus, working with the convex body provides us access to
this rich literature without the need to establish a mathematical theory from scratch.

3. PRELIMINARIES

3.1. Extension Lemma. Let us consider an arbitrary ε-differentially private algorithm defined on n sam-
ples in Rd as input and belonging in some set H Ď pRnqd. Then the Extension Lemma guarantees that the
algorithm can be always extended to a 2ε-differentially private algorithm defined for arbitrary input data in
pRnqd with the property that if the input data belongs in H, the distribution of output values is exactly the
same with the original algorithm. We note that the result in [BCSZ18a] is “generic”, in the sense of applying
to any input metric space and output probability space, but here we present it for simplicity only on inputs
from Rn and equipped with the Hamming distance, dH . Formally the result is as follows.

Proposition 6 (The Extension Lemma, Proposition 2.1, [BCSZ18a]). Let Â be an ε-differentially private
algorithm designed for input from H Ď pRdqn with arbitrary output measure space pΩ,Fq. Then there
exists a randomized algorithm A defined on the whole input space pRdqn with the same output space which

is 2ε-differentially private and satisfies that for every X P H, ApXq d
“ ÂpXq.

3.2. Useful Distances. The following pseudo-metric simply measures the maximum difference between
the q-quantiles of two (random) vectors.

Definition 7 (q-distance). Let q P p1
2 , 1q and let A Ă Sd´1. If X and Y are two random vectors in Rd, their

q-distance with respect to A is defined by

δqpX,Y ;Aq :“ sup
θPA

|QqpxX, θyq ´QqpxY, θyq| .

For A “ Sd´1, we write δqpX,Y q as an abbreviation for δqpX,Y ;Aq.

In the sequel, we consider two types of the set A, in Definition 7: (i) finite sets of directions, which
correspond to privately estimating a finite (but potentially large) number of quantiles; and (ii) the whole set
of possible directions A “ Sd´1. In this case where δqpX,Y ;Aq “ δqpX,Y q, bounds on δqpX,Y q are
strong enough to allow estimation of high-dimensional global statistics of FqpXq, such as the Steiner point
of the body or the projection operator to the body.
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To further elaborate on this remark, let us recall that there is another natural convex geometric way to
measure distances between convex bodies, the Hausdorff distance. For two convex bodies K,K 1 Ă Rd,
their Hausdorff distance is δHauspK1,K2q :“ inftt ą 0|K Ă K 1 ` tBd and K 1 Ă K ` tBdu, where Bd is
the unit Euclidean ball in Rd. The following connection between δHaus and δq holds.

Lemma 8. [Bru18, Lemma 5] Let q P p1
2 , 1q and let X and Y be two random vectors in Rd. Suppose that

FqpXq contains a ball of radius Rmin and is contained in a ball of radius Rmax, for some Rmax, Rmin ą 0.
If δqpX,Y q ď Rmin

2 then, δHauspFqpXq, FqpY qq ď
3Rmax
Rmin

δqpX,Y q.

Let us also introduce a useful object called the support function of a convex body. If K Ă Rd is a convex
body its support function, hK : Sd´1 Ñ R, is defined by

hKpθq “ max
xPK

xx, θy. (5)

Using the support function we can give an (alternative) functional definition of the Hausdorff distance, with
the following equivalence (see [AAGM15]):

δHauspK,K
1q “ sup

θPSd´1

|hKpθq ´ hK1pθq|. (6)

when K and K 1 are convex bodies.

3.3. Approximate Differential Privacy. Throughout the paper we refer to a notion, similar to “pure” ε-
differential privacy (Definition 1), called “approximate” pε, δq-differential privacy. We now formally define
it.

Definition 9. A randomized algorithm A is pε, δq-differential private if for all subsets S P F of the output
measurable space pΩ,Fq and n-tuples of samples X1, X2 P pRdqn it holds

P pApX1q P Sq ď eεdHpX1,X2qP pApX2q P Sq ` δ. (7)

Clearly pε, δq-differential privacy is a weaker notion to ε-differential privacy, in the sense that for any
ε, δ ą 0 any ε-differentially private algorithm is also an pε, δq-differentially private algorithm.

4. A META ALGORITHM FOR HÖLDER QUERIES

We are now ready to present our main result. In the introduction, we highlighted three results of our work,
all of which follow from a meta-theorem resulting in a differentially private algorithm for querying generic
Hölder statistics of the floating body with respect to the δq norm. Since our result is general, it requires
certain notation.

Approximate Hölder queries. Let p P r1,8s, h P p0, 1s, and M P N. Denote by Cd the space of all convex
bodies in Rd, and assign M to be the dimension of the output space, equipped with the Lp-norm. We say
that a map f : Cd Ñ RM is h-Hölder (with constant K ą 0, and with respect to a set A Ă Sd´1), or simply
Lipschitz when h “ 1, if

}fpFqpXqq ´ fpFqpY qq}p ď KδqpX,Y ;Aqh, (8)

where X and Y are random vectors. One example to keep in mind is when X and Y are both the empirical
distributions of two samples that satisfy dHpX,Y q “ 1. In this case we establish that, when drawn from
admissible distributions, with high-probability δqpX,Y ;Aq is small (see Lemma 21). Thus, (8) will imply
a low sensitivity condition for f , a desirable property for the design of differentially private algorithms to
approximate f .
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It turns out that many of the queries we study, like the Steiner point, are Hölder with respect to the
Hausdorff distance, not the δq metric. In light of Lemma 8, it will sometimes be convenient to restrict the
domain in which (8) holds. In particular, for a fixed admissible class of measures, AqpRmax, Rmin, r, Lq, we
shall enforce the condition that the floating bodies contain, and are contained in, a ball, as well as require
some a-priori upper bound on the δq distance.

Definition 10 (Approximate Hölder functions for the class AqpRmax, Rmin, r, Lq). We say that f is approx-
imate h-Hölder if for all X,Y , which satisfy that for some a P Rd, which could depend on X ,

Bpa,Rmin{2q Ď FqpXq Ď Bp0, Rmax ` rq and δqpFqpXq, FqpY qq ď
Rmin

4
,

(8) holds.

Since our private algorithm will be extended from a restricted algorithm on a typical set (recall the plan
from Section 1.3) using Proposition 6, there will be no loss of privacy when considering approximate Hölder
functions, as long as the desired conditions hold with high probability over the sample.

The main result. We are now prepared to state our main theorem. All results mentioned in the preceding
sections will follow by working with suitable approximate Hölder functions.

Theorem 11. Fix q P p1{2, 1q and assume that D P AqpRmax, Rmin, r, Lq. Further, for h,K ą 0 and
A Ă Sd´1, let f : Cd Ñ RM be an approximate h-Hölder function with constant K, with respect to A.
Then, there is an ε-differentially private algorithm A which for inputX “ pX1, . . . , Xnq, sampled i.i.d from
D, satisfies for all α ă mint1,Kumintr,Rminu

2 that Pp}ApXq´ fpFqpDqq}p ď αq ě 1´β, for some n such
that

n “ Õ

¨

˚

˝

K2{h
´

d` log
´

4
β

¯¯

α2{hL2
`

WK1{hplog
´

1
β

¯1{h
M1{hq

pεαq1{hL
`

WM1{h

pεmintr,Rminuq
1{hL

˛

‹

‚

,

where W “ mintd, log |A|u ` log
´

1
β

¯

.

The obtained rate may seem complicated; this is to be expected, given the generality of our results and
the number of parameters. In the next section we demonstrate several concrete uses of Theorem 11, which
show how the rate simplifies in various interesting settings.

5. APPLICATIONS

Here we describe the main applications of Theorem 11. As mentioned we apply the theorem using suit-
able approximate Hölder functions.

Simultaneous estimation of quantiles. Fix q P p0, 1q and letA Ă Sd´1, with |A| “M . Define the multiple
M -query function which on a random vector X , equals fApXq “ tQqpxX, θyquθPA.

It is immediately seen that fA is a Lipschitz function5, with constant 1, in the L8 (p “ 8q norm:

}fApXq ´ fApY q}8 “ max
θPA

|QqpxX, θy ´QqpxY, θy| “ δqpX,Y ;Aq. (9)

We thus have the following result.

5Strictly speaking, fA is not a function of the floating body, but of the sample itself. However, with a trivial adaption, it still fits
nicely within our framework.
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Corollary 12. Let D P AqpRmax, Rmin, r, Lq be an admissible measure on Rd. Then, there is an ε-
differentially private algorithm A which for input X “ pX1, . . . , Xnq, sampled i.i.d from D, satisfies for all
α ă mintr,Rminu

2 , Pp}ApXq ´ fApDq}8 ď αq ě 0.9, for

n “ Õ

ˆ

d

α2L2
`

M

εLα
`

M

εLmintr,Rminu

˙

.

Proof. The observation in (9) shows that fA is a Lipschitz function with constant 1. The result now follows
by invoking Theorem 11 for the L8 norm, with K,h “ 1, β “ 0.1, and W “ logpMq.

Privately returning an interior point: the Steiner point. Given Theorem 11 it will be enough to show
that one can select a point from a convex body in a Lipschitz way. This naturally leads to the Steiner point,
a widely studied object in Lipschitz selection.

If K Ă Rd is a convex body, we define its Steiner point by

SpKq :“ d

ż

Sd´1

θhKpθqdσ, (10)

where σ is the normalized Haar measure on Sd´1, and the support function ofK, hK : Sd´1 Ñ R, is defined
by hKpθq “ max

xPK
xx, θy.

The following result follows from well-known results in convex geometry and from Lemma 8.

Lemma 13. The Steiner point S : Cd Ñ Rd is an approximate Lipschitz function, with constant 6
?
dRmax`r

Rmin
,

which satisfies SpKq P K for every convex body K.

Proof. We first show that, for every convex body K, SpKq P K. Indeed, define fKpθq “ arg max
xPK

xx, θy.

Observe that ∇hK “ fK . Hence, a straightforward application of the divergence theorem (see [PaY89,
Chapter 6]) gives:

SpKq :“ d

ż

Sd´1

θhKpθqdσ “

ż

Sd´1

fKpθqdσ,

So, SpKq is a convex combination of fKpθq. By definition, for every θ P Sd´1, fKpθq P K which implies,
through convexity, SpKq P K. To prove that S is Lipschitz, let K 1 Ă Rd be any other convex body. We
have

}SpKq ´ SpK 1q}2 “ sup
uPSd´1

xu, SpKq ´ SpK 1qy ď d

ż

Sd´1

|xu, θy||hKpθq ´ hK1pθq|dσ

ď δHauspK,K
1qd

ż

Sd´1

|xu, θy|dσ ď δHauspK,K
1qd

g

f

f

e

ż

Sd´1

|xu, θy|2dσ

“
?
dδHauspK,K

1q.

The second inequality uses (6) and the third is Jensen’s inequality. The last identity uses the well-known fact,
obtained through symmetry, that the averaged square of a coordinate on Sd´1 is 1

d . Finally, letX,X 1 P pRdqn
and assume that FqpXq contains a ball of radius Rmin{2, is contained in a ball of radius Rmax` r. centered
at the origin, and that δqpX,X 1q ď Rmin

4 .
This allows us to invoke Lemma 8, which, when coupled with the above bound, yields

}SpFqpXqq ´ SpFqpX
1qq}2 ď

?
dδHauspFqpXq, FqpX

1qq ď 6
?
d
Rmax ` r

Rmin
δqpX,X

1q
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and concludes the proof.

We immediately get the following corollary to Theorem 11.

Corollary 14. Let D P AqpRmax, Rmin, r, Lq be an admissible measure on Rd. Then, there is an ε-
differentially private algorithm A which for input X “ pX1, . . . , Xnq, sampled i.i.d from D, satisfies for all
α ă mintr,Rminu

2 , Pp}ApXq ´ SpFqpDqq}2 ď αq ě 0.9, for some

n “ Õ

ˆ

d2 pRmax ` rq
2

R2
minα

2L2
` d2.5Rmax ` r

Rmin

ˆ

1

εLα
`

1

εLmintr,Rminu

˙˙

.

Proof. Consider the Steiner point S : Cd Ñ Rd. Lemma 13 states that S is an approximate Lipschitz
function with constant 6

?
dRmax`r

Rmin
, for every X,Y P HC . The result now follows by invoking Theorem 11

for the Euclidean norm, with K “ 6
?
dRmax`r

Rmin
, M “ d, h “ 1, β “ 0.1, and W “ Õpdq.

Private projection and sampling. The sampling application is more involved than the previous applications
and we defer the proofs to Section 7. Below we discuss the main ideas.

Let K Ă Rd be a convex body. Define the projection operator, PK : Rd Ñ Rd by,

PKpxq “ arg min
y
ty P K|}y ´ x}u. (11)

We shall establish that, for admissible distributions D and for any point x, one can privately estimate
PFqpDqpxq with polynomially many samples. This follows by coupling a classic result in convex geome-
try, [AW93, Proposition 5.3], concerning the stability of projections with Lemma 8.

Lemma 15. Fix x P Rd and consider PKpxq : Cd Ñ Rd. Then PKpxq is an approximate 1
2 -Hölder function

with constant 5
b

p}x}2`Rmax`rqpRmax`rq
Rmin

.

Now, to sample from the body K, for η ą 0, we define the following discretized Langevin process:

Xt`1 “ PKpXt ` ηgtq, X0 “ SpKq,

where tgtutě0 are i.i.d. standard Gaussians and SpKq is the Steiner point of K. It is well known (see for
example [Leh21, Theorem 2]) that this process mixes rapidly, in the Wasserstein distance. By applying the
known results about the mixing time of the Langevin process, and by taking account of the inherent noise
introduced by the privacy constraints, we prove the following result.

Corollary 16. Let D P AqpRmax, Rmin, r, Lq be an admissible measure on Rd and let Uq be a random
vector which is uniform on FqpDq. Assume that FqpDq contains a ball of radius Rmin around the Steiner
point SpKq. Then, there is an ε-differentially private algorithm A which for input X “ pX1, . . . , Xnq,
sampled i.i.d from D, satisfies for all α ă mint1,r,Rminu

2 ,

1

d
W 2

2 pApXq, Uqq ď α,

for some

n “ Õ

ˆ

polypRmax ` r ` 1q

polypRminq

ˆ

d2

α14L2
`

d4

ε2α8L
`

d4

ε2α2 mintr,Rminu
2L

˙˙

.
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Corollary 16 requires that the floating body contains a ball, centered at the Steiner point. The reason for
this assumption is that the discretized Langevin process is initiated at the Steiner point, and the distance
from the initialization to the boundary of FqpDq will determine the mixing time of Xt. We chose the Steiner
point as an the initial point because, by Theorem 14, we can privately approximate it. Moreover, the Steiner
point tends to lie “deeply” in the interior of the convex body, although exact estimates seem to unknown
for the general case [Sch93, Section 5.4] (see [Shv04, Theorem 1.2] for a similar construction with relevant
guarantees).

To improve performance, one might impose some extra assumptions. For example, if the distribution D
is symmetric around its mean, then the Steiner point will be at the center of FqpDq. Another option is to
assume that FqpDq contains a ball around a known point, like the origin, in which case we can initialize
X0 “ 0. We chose to state Corollary 16 this way to make it as general as possible.

Finally let us note that Corollary 16 may be generalized to handle other log-concave distributions sup-
ported on FqpDq. Such sampling schemes are related to optimization of convex functions and could be of
further interest. We expand this discussion in Section 7.7.

6. PROOF OF MAIN RESULT: THEOREM 11

In this Section we establish our meta-theorem, Theorem 11, from which all our applications follow. For
convenience, we first recall the statement of the theorem.

Theorem 17 (Restated Theorem 11). Fix q P p1{2, 1q and assume that D P AqpRmax, Rmin, r, Lq. Further,
for h,K ą 0 and A Ă Sd´1, let f : Cd Ñ RM be an approximate h-Hölder function with constant K,
with respect toA. Then, there is an ε-differentially private algorithm A which for inputX “ pX1, . . . , Xnq,
sampled i.i.d from D, satisfies for all α ă mint1,Kumintr,Rminu

2 that Pp}ApXq´fpFqpDqq}p ď αq ě 1´β,

for some n such that

n “ Õ

¨

˚

˝

K2{h
´

d` log
´

4
β

¯¯

α2{hL2
`

WK1{hplog
´

1
β

¯1{h
M1{hq

pεαq1{hL
`

WM1{h

pεmintr,Rminuq
1{hL

˛

‹

‚

,

where W “ mintd, log |A|u ` log
´

1
β

¯

.

We also recall the definition of an approximate Hölder function. We say that f : Cd Ñ RM is an
approximate h-Hölder function, with constant K, with respect to A, if,

}fpFqpXqq ´ fpFqpY qq}p ď KδqpX,Y ;Aqh,

whenever FqpXq contains a ball of radius Rmin
2 , is contained in a ball of radius Rmax ` r, and δqpX,Y q ď

Rmin
4 .

Organization. Before delving into the proof we provide a sketch in Section 6.1, the proof is then split into
several parts. The first part is to analyze a natural non-private estimator for the task (see Section 6.2). In
the second part, we begin “privatizing” the non-private estimator. To do so, as described previously, we first
restrict ourselves to a “typical” subset of possible inputs (described in Section 6.3). On the typical subset we
apply to the non-private estimator a flattened Laplace mechanism, and calculate it’s accuracy (see Section
6.4). Finally, the third part is to extend the “restricted” estimator to the whole space of inputs while keeping
the same privacy and accuracy guarantees by appropriately applying the Extension Lemma , described in
Proposition 6 (see Section 6.5).
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6.1. Proof Sketch of Theorem 11. To provide intuition to the reader, we now briefly describe how one can
use the two-stage procedure from Section 1.3 to obtain Theorem 11. We fix an approximate h-Hölder query
fpFqpY qq, Y „ D and assume for simplicity that it is Hölder w.r.t. δqpX,Y q, that is A “ Sd´1.

Obtaining a “good” (non-private) estimator. Our first step is to obtain a (non-private) estimate of the
query. For that, we sample n independent points tXiu

n
i“1 „ D, and defineX the uniform empirical measure

over pX1, . . . , Xnq, for which we compute fpFqpXqq. In terms of accuracy, by an appropriate generaliza-
tion of the arguments in [AR20] to apply for any admissible distribution we have δqpX,Y q ď pα{Kq1{h

for some n “ ÕpdK1{h{α2{hq. Notice now that, by admissibility, and the discussion in the “existence”
paragraph of Section 2 it can be easily checked that FqpY q satisfies the necessary geometric condition; it
contains a ball and is contained in a ball, both of “controlled” radius. Hence, the approximate Hölderness
implies }fpFqpXqq ´ fpFqpY qq}p ď KδqpX,Y q

h “ α.

Designing the private estimator on a typical set. Our goal now turns to design a private yet accurate
estimate of fpFqpXqq. To do this, in principle we would desire fpFqpXqq to be Lipschitz (with a “good”
constant, say Λf ) with respect to the Hamming distance on X. Indeed, with such a property the Laplace
mechanism [DR14] produces an ε-DP estimate of fpFqpXqqwith error Λf{ε.Unfortunately, such a property
cannot exist in general; as mentioned, in many cases of interest, f is only known to be Lipschitz with respect
to δq under certain conditions; for example, when FqpXq contains a ball and is contained in a ball. So, we
must impose some restrictions on the input X .

For this reason, we design an appropriate “typical” high-probability set H Ď pRdqn, such that fpFqpXqq,
restricted to H is Lipschitz, with respect to the Hamming distance on the input X . The properties of the
typical set will allow that for all X,Y P H unless the Hamming distance dHpX,Y q is “large” it holds (a)
}fpFqpXqq ´ fpFqpY qq}p ď KδqpX,Y q

h and (b) δqpX,Y q ď C
LndHpX,Y q. These results together imply

}fpFqpXqq ´ fpFqpY qq}p ď KCh{pLhnhqdHpX,Y q. We then apply a variant of the Laplace mechanism,
called the flattened Laplacian mechanism, [BCSZ18b,TVGZ20] which gives an ε-DP, yet accurate, estimate
of fpFqpXqq when X P H. The accuracy guarantee of the flattened Laplacian mechanism results from a
careful multivariate integral calculation.

Let us now describe the typical set, H. It is built as the intersection of two conditions, each one hap-
pening with high-probability. The first condition is that, in every direction, the quantiles are appropriately
bounded; a condition which is satisfied by merit of the empirical distribution ofX being close to the popula-
tion distribution D in the δq distance. As discussed, this condition enforces property (a) from the paragraph
above. The second condition is more intricate, as it requires that, in every direction, the quantile is close, in
several scales, to a non-negligible fraction of the points. This reduces the sensitivity of the quantile to the
individual sample points and we use it to establish property (b). The proof that the second condition holds
with high-probability for any admissible distribution is a combination of a net-argument and an appropriate
use of the one-dimensional result in [TVGZ20, Lemma B.2].

Extension Lemma. Finally, a direct application of the Extension Lemma 6 extends the flattened Laplacian
mechanism from the previous paragraph to a 2ε-DP estimator on the whole pRdqn, while remaining the
same on inputs from H. Since H happens with high probability, the result follows.

6.2. Admissibility and the Empirical Non-Private Estimator. We now begin the proof. Recall Definition
2, which introduced the minimal assumption of being an admissible distribution. The first aim of this section
is to establish one desirable (yet, non-private) consequence of admissibility; the quantiles of polynomially
many samples drawn from an admissible distribution are uniformly close to the quantiles of the distribution
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(that is, the sample is close to the distribution in the δq distance). In particular, for any Hölder query f , as in
(8), simply outputting the value of f on the empirical floating body produces a natural non-private estimator
with desirable accuracy using polynomially many samples.

To formalize and prove this property, we shall require the following lemma from [AR20].

Lemma 18 (Lemma 8 in [AR20]). Let X and Y be two random variables with respective CDF FY and FY .
Then, for every q ě 1

2 , if b :“ sup
t
|FXpxq ´ FY ptq| and the following conditions hold, for some a ą 0:

‚ FXpQqpXq ´ aq ´ FXpQqpXqq ą b, and
‚ FXpQqpXqq ´ FXpQqpXq ´ aq ą b,

then
|QqpXq ´QqpY q| ď a

The following is our non-private estimation result which applies to admissible distributions.

Theorem 19. Let X be a random vector in Rd with law in AqpRmax, Rmin, r, Lq. Let pXiq
n
i“1 be i.i.d.

copies of X and let Y be chosen uniformly from pXiq
n
i“1. Then, for every α, β ą 0 with α ă r

2 ,

P pδqpX,Y q ď αq ě 1´ β,

provided that,

n ě
16

α2L2

ˆ

d log

ˆ

16d

α2L2

˙

` log

ˆ

4

β

˙˙

.

Proof. We begin by defining the set of hyperplane threshold functions,

hyperd :“ tf : Rd Ñ t0, 1u|fpxq “ 1pxx, θy ă tq for some θ P Sd´1, t P Ru.

For some α1 ą 0, using standard VC arguments, as in [AR20, Theorem 7], and the fact that the VC
dimension of hyperd is d` 1, we get,

P

˜

sup
fPhyperd

|E rfpXqs ´ E rfpY qs | ď α1

¸

ě 1´ β, (12)

whenever,

n ě
16

α2
1

ˆ

d log

ˆ

16d

α2
1

˙

` log

ˆ

4

β

˙˙

.

For θ P Sd´1, let FxX,θy stand for CDF of xX, θy (and with a similar notation for Y ). With this notation,
(12) may be alternatively written as,

P

˜

sup
θ,t
|FxX,θyptq ´ FxY,θyptq| ď α1

¸

ě 1´ β. (13)

We now show that the event in (13) together with Lemma 18 and the admissibility of X implies the
result. Indeed, assume that 2α1

L ă r, fix θ P Sd´1 and denote Xθ :“ xX, θy. In this case, since
X P AqpRmax, Rmin, r, Lq, we have,

FXθ

ˆ

QqpXθq `
2α1

L

˙

´ FXθpQqpXθqq “

QqpXθq`
2α1
L

ż

QqpXθq

fXθptqdt ě 2α1 ą α1,

FXθpQqpXθqq ´ FXθ

ˆ

QqpXθq ´
2α1

L

˙

“

QqpXθq
ż

QqpXθq´
2α1
L

fXθptqdt ě 2α1 ą α1.
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Hence, Lemma 18 implies,

|QqpXθq ´QqpYθq| ď
2α1

L
.

for every θ P Sd´1. The proof concludes by choosing α1 “
L
2α for α ă r

2 .

6.3. The Typical Set of the Private Estimator. As mentioned in Section 6.2, Theorem 19 implies the
success of a non-trivial estimator for any Hölder query: Take a large sample and calculate the query on the
empirical floating body. Naturally, such a procedure offers no privacy guarantees.

In order to make this algorithm private, we follow the general approach described in Section 1.3 and
Section 6.1. Recall that our first step is to restrict the possible samples into “typical” ones. The “typical”
samples will enjoy two important properties: (a) they are drawn with high-probability over the distribution
and (b) they are not “too sensitive” to changes in a small number of sample points. These are the two prop-
erties we establish in this section. Then, using these properties in Section 6.4 we construct of a “restricted
private algorithm” defined only on the typical set. Finally, with the extension lemma we will produce the
final private algorithm defined on every input.

Definition of the typical set. We now define a ’typical’ subset H Ď pRdqn of the sample space. Let W ą 1

be a parameter, and, for a fixed direction θ P Sd´1, define the event:

Hθ
W :“

$

’

’

’

’

’

’

’

&

’

’

’

’

’

’

’

%

X P pRdqn :

$

’

’

’

’

’

’

’

&

’

’

’

’

’

’

’

%

ř

iPrns 1txXi, θy ´QqpxX, θyq P r0,
κW
Ln su ě κ` 1

ř

iPrns 1tQqpxX, θyq ´ xXi, θy P r0,
κW
Ln su ě κ` 1

κ P t1, ¨ ¨ ¨ , Lr2W nu

QqpxX, θyq P r´Rmax ´
r
2 , Rmax `

r
2 s

xXi, θy ď B, i P rns

,

/

/

/

/

/

/

/

.

/

/

/

/

/

/

/

-

.

Now, if A Ă Sd´1 is the subset of direction we consider, the typical set (with respect to A) is defined by

HpAq “ HW pAq “

˜

č

θPA

Hθ
W

¸

X tX P pRdqn|FqpXq contains a ball of radius Rmin{2u. (14)

We abbreviate HpSd´1q “ H.

Intuition behind the definition. We now discuss some intuition. The first two conditions in Hθ
W mean that,

when projecting X in direction θ, the quantile has some fraction of points surrounding it in different scales;
in each interval rQq pxX, θyq , Qq pxX, θyq˘κW

Ln s, there are at least κ`1 points, for every κ P t1, ¨ ¨ ¨ , Lr2W nu.

This is the main property which guarantees the stability of the quantiles under small Hamming distance
changes on the input. The third and fourth conditions in Hθ

W as well as the ball containment property in
HpAq ensure, respectively, that the quantiles and projections are bounded. Note that by Part 4 in Definition
2 we can, and do, assume

B “ polypn, dq. (15)

These “boundedness” properties crucially implies that the Hausdorff distance between two floating bodies
is of comparable size with the “quantile” distance δq between them (e.g. see Lemma 8).
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High probability guarantees. We now show that the typical set is a high-probability event, provided suffi-
ciently many samples are drawn from an admissible distribution.

Lemma 20. Suppose that the sampleX P pRdqn is drawn from an admissible distribution D P AqpRmax, Rmin, r, Lq

and that W ď en is large enough. Then, for any A Ă Sd´1

PrHW pAqs ě 1´We´Θ̃pW`minplogp|A|q,dqq ´ e´Θ̃pL2r2n`minplogp|A|q,dqq,

whenever

n “ Ω̃

ˆ

d

mintRmin, ru2L2

˙

.

In particular, for any β ą 0, we can ensure,

PrHW pAqs ě 1´ β,

for some

n “ Õ

ˆ

d

mintRmin, ru2L2
` log

ˆ

1

β

˙˙

and W “ Õ

ˆ

min plogp|A|q, dq ` log

ˆ

1

β

˙˙

.

The proof, which appears below, is an outcome of combining the one-dimensional Lemma B.3 of [TVGZ20]
and an appropriate covering argument.

Low Hamming distance sensitivity. Our next task is to show that typical samples produce empirical quan-
tiles which are not very sensitive to individual sample points. Note that if one changes all n sample points
the quantile can take arbitrary values in r´Rmin´ r{2, Rmin` r{2s, given that they only need to be realized
from input in the typical set. Our next result shows when a fraction of the sample points change, the typical
set guarantees the quantiles remain significantly more stable.

Lemma 21. LetA Ă Sd´1 and supposeX,Y P HW pAq with Hamming distance dH pX,Y q ď Lr
2W n. Then,

δqpX,Y ;Aq ď
2W

Ln
dH pX,Y q .

In particular,
Ln

2W
min tδqpX,Y ;Aq, ru ď dHpX,Y q.

6.3.1. Proofs of Lemma 20 and Lemma 21.

Proof of Lemma 20. First, according to Definition 2, we may assume that when B satisfies (15) with a large
enough degree,

P
ˆ

max
i
}X}2 ą B

˙

ď e´n.

Moreover, by taking α “ mintRmin,ru
2 and β “ e´Θpnq in Theorem 19, we can see that when

n “ Ω̃

ˆ

d

mintRmin, ru2L2

˙

,

we have

P
ˆ

δqpX,Dq ą
mintRmin, ru

2

˙

ď e´Θpnq. (16)

In particular, coupled with Definition 7, this shows that there exists c P Rd, such that

P
ˆ

@θ P Sd´1, |QqpxX, θq ´ xc, θy| ď
Rmin

2
and |QqpxX, θq| ď Rmax `

r

2

˙

ď e´Θpnq.
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Thus, since our claimed probabilities are of larger order than e´n, the rest of the proof is focused on bound-
ing the probabilities of the events

$

&

%

ÿ

iPrns

1

"

xXi, θy ´QqpxX, θyq P

„

0,
κW

Ln

*

ě κ` 1

,

.

-

,

$

&

%

ÿ

iPrns

1

"

QqpxX, θyq ´ xXi, θy P

„

0,
κW

Ln

*

ě κ` 1

,

.

-

,

for κ P t1, ¨ ¨ ¨ , Lr2W nu.
We now claim that, for a fixed θ P Sd´1,

P
”

Hθ
W

ı

ě 1´We´ΘpW q ´ e´ΘpL2r2nq. (17)

Indeed, this is a consequence of [TVGZ20, Lemma B.2]. Note that Definition 2 implies that the marginal
of D, in direction θ, which we denote as Dθ, is an admissible distribution around QqpDθq, in the sense
of [TVGZ20, Assumption 1.2], and (17) follows, mutatis-mutandis, from the proof of [TVGZ20, Lemma
B.2]6.

If |A| ă ed, then, with a union-bound

PpHW pAqq ě 1´ |A|
´

We´ΘpW q ` e´ΘpL2r2nq
¯

“ 1´
´

We´ΘpW`logp|A|qq ` e´ΘpL2r2nq`logp|A|q
¯

.

When |A| ě ed, we will use the inclusion HW pAq Ă HW , and prove the result uniformly on the sphere.
For this, fix γ :“ W

4Bn and let Nγ Ă Sd´1 be an γ-net. Standard arguments show that one can ensure

|Nγ | ď

´

3
γ

¯d
“ e

d log
´

3
γ

¯

. Denote Hγ
W :“

Ş

θPNγ

HW . A union bound over Nγ shows,

P
“

Hγ
W

‰

ě 1´

ˆ

We
´Θ

´

W`d log
´

3
γ

¯¯

` e
´Θ̃pL2r2nq`d log

´

3
γ

¯˙

. (18)

Now, assume Hγ
W holds, and let θ P Sd´1 with θ1 P Nγ such that, }θ ´ θ1} ď γ. In this case, since the

}Xi} ď B, for every i “ 1, . . . , n,

|xXi, θy ´ xXi, θ
1y| ď }Xi}}θ ´ θ

1} ď Bγ ď
W

4n
.

This implies the following bound on the infinity Wasserstein distance: W8 pxXi, θy, xXi, θ
1yq ď W

4n , which
in turn implies |QqpxX, θyq ´ QqpxX, θ

1yq| ď W
4n (the reader is referred to Section 2.3 in [Rac85], and the

discussion following Equation 2.14, for more details). In particular, for every i,

|xXi, θy ´QqpxX, θyq| ď
W

2n
` |xXi, θ

1y ´QqpxX, θ
1yq|.

Thus, we have proved the implication Hθ
W Ă Hθ1

W
4

. By (18),

P
´

HW
4

¯

ě P
`

Hγ
W

˘

ě 1´

ˆ

We
´Θ

´

W`d log
´

3
γ

¯¯

` e
´Θ̃pL2r2nq`d log

´

3
γ

¯˙

ě 1´
´

We´ΘpW`d logp 12BnW qq ` e´Θ̃pL2r2nq`d logp 12BnW q
¯

.

By (15), log
`

12Bn
W

˘

“ Oplogpnqq, hence we subsume it in the Θ̃ notation and the proof is finished.

6We set T “ 1 in [TVGZ20, Lemma B.2]
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Proof of Lemma 21. It suffices to show for every θ P A,

|QqpxY, θyq ´QqpxX, θyq| ď
W

2Ln
dH pX,Y q . (19)

We again employ Lemma 18. Let Fθ stand for the CDF of the empirical distribution of xYi, θy, i “ 1, . . . , n

and Gθ for the CDF of the empirical distribution of xXi, θy, i “ 1, . . . , n. It clearly holds that

}F ´G}8 ď
dH pX,Y q

n
.

Now, since X P HpAq and dH pX,Y q ď Lr
2W n, if a “ W

2LndHpX,Y q, it holds that,

GθpQqpxX, θyq ` aq ´GθpQqpxX, θyqq ą
dHpX,Y q

n
.

Then (19) follows from Lemma 18. The second part follows from rearranging the terms. Indeed, note that
if r ă δqpX,Y ;Aq, then,

Ln

2W
min tδqpX,Y ;Aq, ru “

Lr

2W
n ď dHpX,Y q.

6.4. The Restricted Private Algorithm: Construction and Analysis. The aim of this section is to con-
struct a private algorithm and prove that it satisfies the conclusion of our meta-theorem, Theorem 11. The
construction of the algorithm is naturally based on the construction of the typical set in Section 6.3.

6.4.1. Definition of the Restricted Private Algorithm on the Typical Set. To prepare the proof, we define a
randomized algorithm Â on inputs from the typical set H “ HW pAq, as defined in Section 6.3.

On input X P H, the density of the algorithm is given by,

fÂpXqptq “
1

ẐX
exp

˜

´
ε

4
min

#

ˆ

Ln

2W

˙h

K´1}t´ fpFqpXqq}p,

ˆ

Lnmintr,Rminu

8W

˙h
+¸

, (20)

on the region t}t}p ď 2KpRmax` r{2qu. The density is 0 outside of this region. The normalizing constant,
ẐX , is given by,

ẐX “

ż

}t}pď2KpRmax`
r
2
q

exp

˜

´
ε

4
min

#

ˆ

Ln

2W

˙h

K´1}t´ fpFqpXqq}p,

ˆ

Lnmintr,Rminu

8W

˙h
+¸

dt.

(21)
We call this distribution a “flattened” Laplacian mechanism, similar to [TVGZ20].

6.4.2. Privacy Guarantees of the Restricted Algorithm. Our first result is to show that Â is an ε{2-differentially
private algorithm we shall require the following lemma.

Lemma 22. Suppose n ą 2W
L and that n “ Ω̃

´

d
mintRmin,ru2L2

¯

. The algorithm Â, defined on HpAq, is
ε
2 -differentially private.

Proof. It will be enough to show that,

fÂpXqptq

fÂpY qptq
ď e

ε
2
dHpX,Y q (22)

for every t P RM , }t}p ď 2KpR` r{2q.
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We first observe that, since the event in (16) is included in the typical set, forX,Y P HpAq, δqpX,Y ;Aq ď

Rmin{4. Now, by applying the reverse triangle inequality,

exp
´

´ ε
4K min

!

p Ln2W q
hK´1}t´ fpFqpXqq}p, p

Lnmintr,Rminu

8W qh
)¯

exp
´

´ ε
4K min

!

p Ln2W q
hK´1}t´ fpFqpY qq}p, p

Lnmintr,Rminu

8W qh
)¯

“ exp

˜

´
ε

4K
pmin

"

p
Ln

2W
qhK´1}t´ fpFqpXqq}p, p

Lnmintr,Rminu

8W
qh
*

´min

"

p
Ln

2W
qhK´1}t´ fpFqpY qq}p, p

Lnmintr,Rminu

8W
qh
*

q

¸

ď exp

ˆ

ε

4K
min

"

p
Ln

2W
qhK´1}fpFqpXqq ´ fpFqpY qq}p, p

Lnmintr,Rminu

8W
qh
*˙

ď exp

ˆ

ε

4
min

"

p
Ln

2W
δqpX,Y ;Aqqh, p

Lnmintr,Rminu

8W
qh
*˙

ď exp

ˆ

ε

4
min

"

p
Ln

2W
δqpX,Y ;Aqqh, p

Lnr

8W
qh
*˙

ď exp
´ε

4
dHpX,Y q

h
¯

ď exp
´ε

4
dHpX,Y q

¯

,

where the second inequality is the Hölder property (8) using that δqpX,Y ;Aq ď Rmin{4, and the second
to last inequality is Lemma 21. The last inequality is a simple consequence of the fact that the Hamming
distance takes non-negative integer values. Since the above inequality holds for every t P RM , we may
integrate it to obtain,

ẐX

ẐY
ď e

ε
4
dHpX,Y q.

Combining the two estimates gives (22).

6.4.3. The Accuracy of the Restricted Algorithm. The analysis of the accuracy of Â, on the typical set,
will be preformed in two steps. First, we will bound the normalizing constant in (21) from below, then we
shall establish that the integral over (20) is small. We record the following elementary calculation that will
facilitate the coming calculations.

Lemma 23. Let k P N, and set gkpxq “ xk ` kxk´1 ` kpk ´ 1qxk´2 ` . . .` k!. Then, for any 0 ă a ă b

it holds,
b
ż

a

tke´tdt “ gkpaqe
´a ´ gkpbqe

´b.

Proof. We prove the claim by induction. When k “ 0, g0 ” 1, and the base case follows. Otherwise, use
integration by parts,

b
ż

a

tke´tdt “ ´tke´t
ˇ

ˇ

ˇ

b

a
` k

b
ż

a

tk´1e´tdt “ ake´a ´ bke´b ` kgk´1paqe
´a ´ kgk´1pbqe

´b

“ pak ` kgk´1paqqe
´a ´ pbk ` kgk´1pbqqe

´b “ gkpaqe
´a ´ gkpbqe

´b.

The last identity uses the observation that gkpxq “ xk ` kgk´1pxq.
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Lemma 24. Suppose W ą 1 and let X P HW pAq. Then for any L,Rmax, Rmin, r ą 0 and α P

p0,mintr,Rminuq, β P p0, 1q for some

n “ O

¨

˝WK1{h
plog

´

1
β

¯

q1{h ` pM logMq1{h

pεαq1{hL
`W

M1{hplog
`

Rmax`r
α ` 1

˘

q1{h

pεmintr,Rminuq
1{hL

˛

‚.

It holds that

Pr}ÂpXq ´ fpFqpXqq}p ě αs ď β,

where the probability is with respect to the randomness of the algorithm Â.

Proof. We prove the claim under the assumption that K “ 1, in (8), the general case follows by re-scaling
by K the target error α and the output of the flattened Laplace mechanism. Moreover, to slightly ease
notation we set r1 “ mintr,Rminu, as the variable Rmin appears in the definition of the mechanism only
together with r via the min operator. For the final result we simply need to replace r1 with mintr,Rminu.

We also denote Rmax simply by R.
In our calculations we shall use the following change of coordinates: for any function h : R` Ñ R,

ż

RM

hp}t}pqdt “ ωM,p

8
ż

0

xM´1hpxqdx, (23)

where ωM,p ą 0 is some explicit constant (see e.g. [BGMN05, Page 5]). Moreover, by combining the
Hölder property of f and that the zero data-set is inside the typical set we have

}fpFqpXqq}p ď δqpX, 0;Aq ď pR` r{2qh ď R` r{2,

assuming without loss of generality R ą 1.

Step 1: By switching to polar coordinates, as in (23), some elementary algebra and since r1 ą r, we have,

ẐX “

ż

}t}pď2pR`r{2q

exp

˜

´
ε

4
min

#

ˆ

Ln

2W

˙h

}t´ fpFqpXqq}p,

ˆ

Lnr1

8W

˙h
+¸

dt

ě

ż

}t}pďR`r{2

exp

˜

´
ε

4
min

#

ˆ

Ln

2W

˙h

}t}p,

ˆ

Lnr1

8W

˙h
+¸

dt

ě ωM,p

R`r{2
ż

0

xM´1 exp

˜

´
ε

4
min

#

ˆ

Ln

2W

˙h

x,

ˆ

Lnr1

8W

˙h
+¸

dx

ě ωM,p

r1{2
ż

0

xM´1 exp

˜

´
ε

4
¨

ˆ

Ln

W

˙h

x

¸

dx

ě ωM,p

ˆ

4W h

pnLqhε

˙M´1 ˆ

pM ´ 1q!´ gM´1

ˆ

pnLqhεr1

8W h

˙

exp

ˆ

´
pnLqhεr1

8W h

˙˙

,

where the last inequality follows from Lemma 23. Now, assuming n “ ω
´

W pM logMq1{h

pεr1q1{hL

¯

we have

gM´1

ˆ

pnLqhεr1

8W h

˙

exp

ˆ

´
pnLqhεr1

8W h

˙

ďM

ˆ

pnLqhεr1

8W h

˙M´1

exp

ˆ

´
pnLqhεr1

8W h

˙

ă
pM ´ 1q!

2
,
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which implies

ẐX ě ωM,p

ˆ

4W h

pnLqhε

˙M´1
pM ´ 1q!

2
. (24)

Step 2: By applying (23), similarly to Step 1,

Pr}ÂpXq ´ fpFqpXqq}p ě αs

ď
ωM,p

ẐX

3pR`r{2q
ż

α

xM´1 exp

˜

´
ε

4
min

#

ˆ

Ln

2W

˙h

x,

ˆ

Lnr1

8W

˙h
+¸

dx

ď
ωM,p

ẐX

˜

ż `8

α
xM´1 exp

˜

´
ε

4

ˆ

Ln

2W

˙h

x

¸

dx `

ż 3pR`r{2q

r1{2h
xM´1 exp

˜

´
ε

4

ˆ

Lnr1

8W

˙h
¸

dx

¸

ď
ωM,p

ẐX

˜

ˆ

4W h

pnLqhε

˙M´1

gM´1

˜

ε

4

ˆ

nL

2W

˙h

α

¸

exp

˜

´
ε

4

ˆ

nL

2W

˙h

α

¸

` p3pR` r{2qqM exp

˜

´
ε

4

ˆ

Lnr1

8W

˙h
¸¸

Hence we conclude for all X P HW pAq,

Pr}ÂpXq ´ fpFqpXqq}p ě αs

ď 4

˜

gM´1

`

ε
4p

nL
2W q

hα
˘

pM ´ 1q!
exp

˜

´
ε

4

ˆ

nL

2W

˙h

α

¸

`

p3pR` r{2qqqM
ˆ

pnLqhε

4W h

˙M´1

exp

˜

´
ε

4

ˆ

Lnr1

8W

˙h
¸¸

.

From this and an elementary asymptotic calculation, we conclude that for W ą 1, when

n “ Ω

¨

˚

˝

W
log

´

1
β

¯1{h
` pM logMq1{h

pεαq1{hL
`W

pM logpppRr1 `
r
r1 ` 1qMqqq1{h ` plog

´

1
β

¯

q1{h

pεr1q1{hL

˛

‹

‚

,

it holds, for allX P H, that Pr}ÂpXq´fpFqpXqq}p ě αs ď β. Since α ď r1, the above sample complexity
bound simplifies to

n “ Ω

¨

˝W
plog

´

1
β

¯

q1{h ` pM logMq1{h

pεαq1{hL
`W

M1{hplog
`

R`r
α ` 1

˘

q1{h

pεr1q1{hL

˛

‚.

The proof of the Lemma is complete.

6.5. Putting it Together: The Extension Lemma and the Proof of Theorem 11. In this Section we put
everything together and conclude Theorem 11 from an appropriate use of the Extension Lemma.
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Proof of Theorem 11. We use the Extension Lemma, as in Proposition 6, to extend Â to the entire space of
inputs, pRdqn, endowed with the Hamming distance (for more details on this step we direct the reader to
Section B). Call the extension A, and note that A is ε-differentially private. Indeed, by Lemma 22, Â is
ε
2 -differentially private, and Proposition 6 implies the required privacy guarantees for A. Moreover, for all

X P HW pAq, ÂpXq
law
“ ApXq. Thus, we are left with addressing the accuracy of A.

First, we note that by the assumptions of the theorem

W “ Ω

ˆ

mintlogp|A|q, d logpB{W qu ` log

ˆ

1

β

˙˙

,

and

n “ Ω

ˆ

d

L2 mintRmin, ru2
` log

ˆ

1

β

˙˙

.

Therefore, by Lemma 20, with probability 1´ β
2 , we have X P HpAq, and so ApXq, ÂpXq follow the same

distribution.
Hence, under the event X P HpAq, by Lemma 24, we have that for some

n “ O

¨

˝WK1{h
plog

´

1
β

¯

q1{h ` pM logMq1{h

pεαq1{hL
`W

M1{hplog
`

Rmax`r
α ` 1

˘

q1{h

pεmintr,Rminuq
1{hL

`
d

L2 mintRmin, ru2

˛

‚,

with probability 1´ β
2 , it holds

}ApXq ´ fpFqpXqq}p ď
α

2
.

Since α ă KRmin{2, by Theorem 19, there is some

n “ O

˜

K2{h

α2{hL2

˜

d log

˜

16dK2{h

α2{hL2

¸

` log

ˆ

4

β

˙

¸¸

,

such that, with probability 1´ β
2 , it holds

δqpX,D;Aq ď
´ α

2K

¯1{h
.

Using the triangle inequality and then the Hölder property, (8), we have,

}ApXq ´ fpFqpDqq}p ď }ApXq ´ fpFqpXqq}p ` }fpFqpXqq ´ fpFqpDqq}p

ď
α

2
`KδqpX,D;Aqh ď α.

A union bound shows that the probability of the event above is at least 1´ β. The result then follows.

7. PRIVATE PROJECTIONS AND SAMPLING

In this section we state and prove Corollary 16, which we restate below for convenience.

Corollary 25 (Restated Corollary 16). Let D P AqpRmax, Rmin, r, Lq be an admissible measure on Rd
and let Uq be a random vector which is uniform on FqpDq. Assume that FqpDq contains a ball of radius
Rmin around the Steiner point SpKq. Then, there is an ε-differentially private algorithm A which for input
X “ pX1, . . . , Xnq, sampled i.i.d from D, satisfies for all α ă mint1,r,Rminu

2 ,

1

d
W 2

2 pApXq, Uqq ď α,
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for some

n “ Õ

ˆ

polypRmax ` r ` 1q

polypRminq

ˆ

d2

α14L2
`

d4

ε2α8L
`

d4

ε2α2 mintr,Rminu
2L

˙˙

.

7.1. Proof Sketch. We start with outlining the steps we follow to establish Corollary 16.

‚ We first employ a non-private algorithm from the sampling literature [Leh21], restated below in
Theorem 26, which produces an approximate uniform sample from a convex body given access
only to a) the Steiner point of the body and b) projection operator onto the body.

‚ Our next step is to establish that the sampling algorithm is robust to a certain amount of noise.
That is, given access to an approximate version of the Steiner point and the projection operator, the
non-private algorithm still produces an approximate uniform point from the convex body of interest.

‚ Our final step specializes to privately sampling from the convex body of interest, the floating body
of a distribution, where we remind the reader that we are only given samples from the distribution.
Using the previous steps, this part is proven by appropriate applications of our meta-theorem, The-
orem 11. We show that Theorem 11 implies that differentially private estimators can achieve the
desired approximation guarantees, both when applied to the Steiner point (as proven in Corollary
14) and the projection operator (see Corollary 31 below).

7.2. Background in Wasserstein Distances. We start with some background material on theWp distances.
First, for p ě 1, we define the Wasserstein distance between two random vectors X,Y P Rd, as

WppX,Y q :“ inf
pX,Y q

pE r}X ´ Y }p2sq
1
p ,

where the infimum is taken over all coupling of X and Y ; that is, random vectors in R2d whose marginal on
the first (resp. last) d coordinates has the same law as X (resp. Y ). The Wasserstein distance turns out to be
a metric which metrizes weak convergence and convergence of the first p moments, see [Rac85] for further
details. In this work we are mainly interested in the quadratic Wasserstein distance W2. However, note that
bounds on W2 gives the same guarantees for Wp, when p ď 2. Indeed, by Jensen’s inequality,

Wp ďWp1 whenever p ď p1.

7.3. A Non-private Sampling Algorithm. If K Ă Rd is a convex body, we utilize the following, non-
private, sampling algorithm with guarantees in W2. Set η ą 0 and consider the discretized Langevin
process:

Xt`1 “ PKpXt ` ηgtq, X0 “ SpKq, (25)

where tgtutě0 are i.i.d. standard Gaussians, and SpKq is the Steiner point of K, as in (10). The following
result holds.

Theorem 26 ( [Leh21, Theorem 2]). Suppose that K contains a ball of radius Rmin, centered at SpKq,

and is contained in a ball of radius Rmax. Then, if, for some α ą 0, we take η “ Θ̃
´

R2
min

pRmax`1q4
α2

d

¯

and

k “ Θ̃
´

p
Rmax`1q6

R2
min

d
α2

¯

, the following bound holds:

1

d
W 2

2 pXk, UKq ď α,

where UK is a random vector, uniformly distributed over K.
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7.4. Noise Robustness of the Non-private Algorithm. Theorem 26 requires exact access to the projection
operator and to the Steiner point. To allow some uncertainty we now define the notion of a noisy projection
oracle.

Definition 27 (Noisy oracles for K). We say that the random function P̃K is an pα, β,Rq-noisy projection
oracle for K, if the following two conditions are met, for every x P Rd,

(1) }PKpxq ´ P̃Kpxq}2 ă R, almost surely.
(2) P

´

}PKpxq ´ P̃Kpxq}2 ă α
¯

ą 1´ β.

By extension we say that the random point S̃pKq is a pα, β,Rq-noisy oracle for the Steiner point, if it
satisfies the same conditions above with respect to the SpKq.

Given noisy oracles for K, we can define a noisy version of the Langevin process. In order to take
advantage of Corollary 31, we shall also needs the projected quantities to have bounded norm. Thus, for
k, α ą 0, let tg̃tutě0 be i.i.d random vectors with the law of the standard Gaussian, conditioned to have
norm at most

?
d log pdkq. We then define the noisy Langevin process as

X̃t`1 “ P̃KpX̃t ` ηg̃tq, X̃0 “ S̃pKq. (26)

We now show that the noisy and noiseless versions cannot differ by much.

Lemma 28. Fix k P N and suppose that P̃K and S̃pKq are pα, β,Rq-noisy oracles for PK and SpKq, and
that K is contained in a ball or radius Rmax. Then, for every t ď k, there is a coupling of Xt and X̃t, such
that,

E
”

}Xt ´ X̃t}
2
2

ı

ď pt` 1q
´

R2β ` α2 ` 4Rmax

a

R2β ` α2
¯

`
t

k
η2.

Consequently,

W 2
2 pXk, X̃kq ď pk ` 1q

´

R2β ` α2 ` 4Rmax

a

R2β ` α2
¯

` η2.

Proof. First observe that, if g is a standard Gaussian random vector in Rd and g̃ has the law of a standard
Gaussian restricted to a ball of radius

?
d log pdkq, then,

W 2
2 pg, g̃q ď P

´

}g} ą
?
d log pdkq

¯

E
“

}g}2
‰

ď
1

k
. (27)

Indeed, if γ and γ̃ are the respective laws of g and g̃, there is a decomposition,

γ “ P
´

}g} ď
?
d log pdkq

¯

γ̃ ` P
´

}g} ą
?
d log pdkq

¯

γ1,

where γ1 is γ conditioned on being outside the ball of radius
?
d log pdkq. This decomposition induces a

coupling between g and g̃ which affords the bound in (27). The second inequality in (27) follows from g

being sub-Gaussian.
We now prove the claim by induction on t. The following observation, that arises from the definition of the

noisy oracles, will be instrumental: One may decompose E
”

}PKpX̃t´1 ` ηg̃t´1q ´ P̃KpX̃t´1 ` ηg̃t´1q}
2
2

ı

on the event t}PKpX̃t´1 ` ηg̃t´1q ´ P̃KpX̃t´1 ` ηg̃t´1q}2 ă αu to obtain,

E
”

}PKpX̃t´1 ` ηg̃t´1q ´ P̃KpX̃t´1 ` ηg̃t´1q}
2
2

ı

ď R2β ` α2. (28)

The same argument also shows,

E
”

}X0 ´ X̃0}
2
2

ı

“ E
”

}SpKq ´ S̃pKq}22

ı

ď R2β ` α2.
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This establishes the base case of the induction, when t “ 0. For t ą 0, couple the processes Xt and X̃t, by
coupling gt´1 and g̃t´1 according to the coupling in (27), and observe

E
”

}Xt ´ X̃t}
2
2

ı

“ E
”

}PKpXt´1 ` ηgt´1q ´ P̃KpX̃t´1 ` ηg̃t´1q}
2
2

ı

“ E
”

}PKpXt´1 ` ηgt´1q ´ PKpX̃t´1 ` ηg̃t´1q ` PKpX̃t´1 ` ηg̃t´1q ´ P̃KpX̃t´1 ` ηg̃t´1q}
2
2

ı

.

We also have, from (28), and with Cauchy-Schwartz,

E
”

xPKpXt´1 ` ηgt´1q ´ PKpX̃t´1 ` ηg̃t´1q, PKpX̃t´1 ` ηg̃t´1q ´ P̃KpX̃t´1 ` ηg̃t´1qy

ı

ď 2RmaxE
”

}PKpX̃t´1 ` ηg̃t´1q ´ P̃KpX̃t´1 ` ηg̃t´1q}2

ı

ď 2Rmax

a

R2β ` α2

Combining the previous two calculations, we see,

E
”

}Xt ´ X̃t}
2
2

ı

ď E
”

}PKpXt´1 ` ηgt´1q ´ PKpX̃t´1 ` ηg̃t´1q}
2
2

ı

` E
”

}PKpX̃t´1 ` ηg̃t´1q ´ P̃KpX̃t´1 ` ηg̃t´1q}
2
2

ı

` 4Rmax

a

R2β ` α2

ď R2β ` α2 ` 4Rmax

a

R2β ` α2 ` E
”

}PKpXt´1 ` ηgt´1q ´ PKpX̃t´1 ` ηg̃t´1q}
2
2

ı

ď R2β ` α2 ` 4Rmax

a

R2β ` α2 ` E
”

}Xt´1 ` ηgt´1 ´ pX̃t´1 ` ηg̃t´1q}
2
2

ı

“ R2β ` α2 ` 4Rmax

a

R2β ` α2 ` E
”

}Xt´1 ´ X̃t´1}
2
2

ı

` η2E
“

}gt´1 ´ g̃t´1}
2
2

‰

ď R2β ` α2 ` 4Rmax

a

R2β ` α2 ` t

ˆ

R2β ` α2 ` 4Rmax

a

R2β ` α2 `
pt´ 1qη2

k

˙

`
η2

k

ď pt` 1q
´

R2β ` α2 ` 4Rmax

a

R2β ` α2
¯

`
t

k
η2.

The third inequality follows from the fact that, since K is convex, PK is a contraction, and the penultimate
inequality is the induction hypothesis, along with (27) and the independence of gk´1 and Xk´1.

We now identify a regime for the noise parameters pα̃, β,Rq in which the dynamics in (26) have compa-
rable guarantees to the ones in (25).

Lemma 29. Suppose that K contains a ball or radius Rmin, centered at SpKq, and is contained in a ball of

radius Rmax. Let α P p0, 1q, set η “ Θ̃
´

R2
min

pRmax`1q4
α2

d

¯

, k “ Θ̃
´

pRmax`1q6

R2
min

d
α2

¯

, and assume that, for some

R ą 0, P̃K and S̃pKq are pα̃, β,Rq-noisy oracles for PK and Spkq. Moreover assume

R2β ` α̃2 ` 4Rmax

a

R2β ` α̃2 ď
dα

2k
.

Then,
1

d
W 2

2 pX̃k, UKq ď 9α,

where UK is a random vector, uniformly distributed over K.

Proof. We use the triangle inequality, followed by Theorem 26 and Lemma 28,
1
?
d
W2pX̃k, UKq ď

1
?
d
W2pX̃k, Xkq `

1
?
d
W2pXk, UKq

ď

c

k ` 1

d

´

R2β ` α̃2 ` 4Rmax

a

R2β ` α̃2
¯

` η2 `
?
α ď 3

?
α,

where we have also used that η2 ď α.
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7.5. Towards a Private Sampling Algorithm: a Private Noisy Projection Oracle. Let K Ă Rd be a
convex body and recall the projection operator, PK : Rd Ñ Rd given by,

PKpxq “ arg min
y
ty P K|}y ´ x}2u.

We first show that when X follows an admissible distribution, one can privately estimate PFqpXqpxq. To this
end, we prove Lemma 15. The proof uses the following classical result, see [AW93, Proposition 5.3].

Proposition 30. Fix R ą 0 and let K1,K2 Ă Bp0, Rq be two convex bodies. If x P Rd, then

}PK1pxq ´ PK2pxq}2 ď 2
a

p}x}2 `RqδHauspK1,K2q
1{2.

Combining the robustness of the projection operator with Lemma 8, we now prove Lemma 15.

Proof of Lemma 15. Similar to the proof of Lemma 13, we see that, under the assumption,

δqpFqpXq, FqpY qq ď
Rmin

4
,

Lemma 8 implies,

δHauspFqpXq, FqpY qq ď 6
Rmax ` r

Rmin
δqpFqpXq, FqpY qq.

The above bound holds provided FqpXq contains a ball of radius Rmin{2, and when FqpXq, FqpY q are
contained in a ball of radius Rmax` r, centered at the origin. We invoke Proposition 30, according to which

}PFqpXqpxq ´ PFqpY qpxq}2 ď 5

c

p}x}2 `Rmax ` rq
Rmax ` r

Rmin
δqpFqpXq, FqpY qq

1{2

which completes the proof.

Having established that Pp¨qpxq is an approximate 1
2 -Hölder function with respect to the convex body, we

prove the following corollary.

Corollary 31. Let D P AqpRmax, Rmin, r, Lq be an admissible measure on Rd. Then, for every x P Rd,
there is an ε-differentially private algorithm A which for input X “ pX1, . . . , Xnq with i.i.d. entries from
D satisfies for all α ă mintr,Rminu

2 that

Pp}ApXq ´ PFqpDqpxqqq}2 ď αq ě 1´ β,

for some

n “ Õ

¨

˚

˝

p}x}2 `Rmax ` rq
4

R2
min

¨

˚

˝

´

d` log
´

1
β

¯¯

α4L2
`

d3 log
´

1
β

¯2
` d2 log

´

1
β

¯3

ε2α2L
`

d3 ` d2 logp 1
β q

ε2 mintr,Rminu
2L

˛

‹

‚

˛

‹

‚

.

Proof. By Lemma 15Pp¨qpxq is an approximate 1
2 -Hölder function with constant,K “ 5

b

p}x}2`Rmax`rqpRmax`rq
Rmin

,

with h “ 1
2 and M “ d.
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7.6. A Private Sampling Algorithm for the Floating Body. We now focus on building the private sam-
pling algorithm for the floating body, FqpDq, of a distribution D. Recall that we have access to i.i.d. samples
drawn from D and, in light the previous section, we will use the i.i.d. samples to privately approximate the
Steiner point and the projection operator for FqpDq. To be more specific, notice first that the private al-
gorithms defined in Corollaries 14 and 31 naturally produce noisy oracles for the Steiner point and the
projection operators, respectively. The next Lemma exactly quantifies it in a convenient way for what fol-
lows.

Lemma 32. Let k ě d and substitute α̃ :“ dα
32kpRmax`1q for α, and β “ d2α2

214k2pRmax`1q2pRmax`rq2
, in Corol-

lary 31. Then, the algorithm promised by the Corollary is ε-differentially private and a pα̃, β, 4pRmax ` rqq

-noisy projection oracle for FqpDq, which uses

n “ Õ

ˆ

p}x}2 `Rmax ` rq
4

R2
min

ˆ

pRmax ` 1q4k4

d3α4L2
`
pRmax ` 1q2k2d

ε2α2L
`

d3

ε2 mintr,Rminu
2L

˙˙

samples.
Moreover, with the same parameters and the same bound on the number of samples, the output of the

algorithm from Corollary 14 is a noisy oracle for SpKq.

Proof. Fix x P Rd. If ApXq is the output of the algorithm in Corollary 31, we have

P
ˆ

}PFqpDqpxq ´ApXq}2 ď
d

32kpRmax ` 1q
α

˙

ě 1´
d2α2

214k2pRmax ` 1q2pRmax ` rq2
.

Moreover, by the construction in (20), almost surely,

}PFqpDqpxq ´ApXq}2 ď 4pRmax ` rq.

The sample complexity bound follows by appropriately substituting terms.
The proof for the Steiner point is identical, with the bounds obtained in Corollary 14.

Now, recall that Lemma 29 reveals the level of the noise tolerance of the oracles under which the Langevin
still produces an approximately uniform point of the floating body. Our final step is to combine Lemma 32
with Lemma 29 to complete the proof of Corollary 16.

Putting it all together: Proof of Corollary 16. Set η “ Θ̃
´

R2
min

pRmax`1q4
α2

d

¯

, k “ Θ̃
´

pRmax`1q6

R2
min

d
α2

¯

. We shall
invoke Lemma 32 to privately compute the initialization and each iteration of the noisy Langevin process,
as in (26). For pα̃, β,Rq as defined by Lemma 32, we have,

R2β` α̃2 “ 16pRmax`rq
2 d2α2

214k2pRmax ` 1q2pRmax ` rq2
`

d2α2

1024k2pRmax ` 1q2
“

d2α2

512k2pRmax ` 1q2
.

By our choice of k, we may freely assume k ě d and since α ď 1, we have, dα
128kpRmax`1q2

ď 1. Thus,

R2β ` α̃2 ` 4Rmax

a

R2β ` α̃2 ď
d2α2

512k2pRmax ` 1q2
`
dα

4k
ď
dα

2k
,

and Lemma 29 shows that, for the random vector Uq,

1

d
W 2

2 pX̃k, Uqq ď 9α.

Moreover, note that by definition of the noisy projection oracle, we have, for every t ď k,

}X̃t}2 ď Rmax ` 4pRmax ` rq ď 5pRmax ` rq.
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Hence, recalling that g̃t has the law of a standard Gaussian conditioned on the ball of radius
?
d logpdkq, we

have, since Rmax ě Rmin,

}X̃t ` ηg̃t}2 ď 5pRmax ` rq ` η
?
d logpdkq ď Õ

ˆ

Rmax ` r ` logpkq
R2

min

pRmax ` 1q4

˙

ď Õ

ˆ

Rmax ` r ` log

ˆ

d

α

˙

R2
min

pRmax ` 1q4

˙

“ Õ pRmax ` r ` 1q .

Thus, since Lemma 32 is invoked k ` 1 times, each time with an x satisfying }x}2 ď Õ pRmax ` r ` 1q,
the sample complexity is

n “ Õ

ˆ

pRmax ` r ` 1q8

R2
min

ˆ

k5

d3α4L2
`

k3d

ε2α2L
`

kd3

ε2 mintr,Rminu
2L

˙˙

.

Substituting k, we get

n “ Õ

ˆ

pRmax ` r ` 1q38

R12
min

ˆ

d2

α14L2
`

d4

ε2α8L
`

d4

ε2α2 mintr,Rminu
2L

˙˙

.

7.7. Beyond Uniform Sampling. Let us note that Theorem 26 is a specialized form of a more general
result. In fact, [Leh21, Theorem 2] offers sampling guarantees for so-called log-concave measures, that is
measures with densities of the form

e´ϕpxq1Kpxq,

whereK is a convex body, andϕpxq is a convex function (the uniform sampling simply sets φ to be constant).
A straightforward adaption of our differentially private projection oracle can lead to a differentially private
sampler from arbitrary log-concave measures supported on the floating body. The sample complexity would
now need to also depend, polynomially, on the Lipschitz constant of ϕ; we leave the exact dependence on it
for future work.

We chose to state and prove Corollary 5 for the uniform measure on FqpDq. This decision was made both
for the sake of simplicity, but also because, arguably, the uniform measure is among the most interesting
cases; one may need to “exclude outliers” and a uniform sample produces a typical representative from what
remains.

However, let us note one possible application of (low-temperature) sampling from more general measures,
which may be of interest in future research in the differential privacy community. It is well known that when
ϕ is a convex function, sampling from the measure e´ϕpxq1Kpxq is intimately connected to optimization;
that is optimizing ϕ over K (as in [RRT17]). That is, sampling is connected to finding

arg max
xPK

ϕpxq.

Thus, when considering floating bodies, one should be able to privately optimize convex functions over
FqpDq, which can be seen as a given data-set “pruned” to have no outliers.
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APPENDIX A. EXAMPLES OF ADMISSIBLE DISTRIBUTIONS

In this section we demonstrate one prototypical example of a class of admissible distributions. The ex-
ample should serve to both show that Definition 2 is not vacuous as well as give the reader some idea of the
possible interplay between the different parameters in the definition. We focus on log-concave measures but
mention that similar reasoning can be applied to other classes, like α-stable laws, see [AR20, Section 7].

Symmetric log-concave distributions. A measure D on Rd is said to be log-concave if its has a density
e´ϕpxq, such that ϕ is a convex function. Prominent examples of log-concave measures include Gaussians
and uniform measures on convex sets. To enforce a useful normalization we shall consider isotropic mea-
sures. These are measures whose expectation is zero, and whose covariance matrix equals the identity.
Finally, we say that a distribution is symmetric, if when X „ D, then X and ´X have the same law. Our
main result for log-concave measures is as follows.

Proposition 33. Let D be a symmetric, log-concave, and isotropic measure on Rd, and let q P p1
2 , 1q. Then,

D P Aq
´

q ´ 1
2 , log

´

1
2p1´qq

¯

, 1´q
2 , 1´q

8

¯

. That is, one can take,

Rmin “ q ´
1

2
, Rmax “ log

ˆ

1

2p1´ qq

˙

, r “
1´ q

2
, L “

1´ q

8
.

The proof of Proposition 33 is broken down in several lemmas. We begin by showing that in every
direction, the q quantile has some mass around it.

Lemma 34. Fix any q P p1
2 , 1q, and X „ D, a symmetric, log-concave, and isotropic measure on Rd.

Then, if L “ p1´qq2

16 , r “ p1´qq
2 , X satisfies that for any direction θ P Sd´1, it holds, for the density fθ of

Dθ :“ xX, θy, that
fθptq ą L

when
t P rQqpDθq ´ r,QqpDθq ` rs.

Proof. For θ P Sd´1, by the Prékopa-Leindler inequality, Dθ is a symmetric, log-concave, and isotropic
measure on R (see [LV07, Theorem 5.1]). So, by [AR20, Lemma 13], fθpQqpDθqq ě

1´q
4 . Since fθ is

symmetric and uni-modal it is decreasing on p0,8q. So, for any t ă QqpDθq, fθptq ě
1´q

4 , as well.
t ą QqpDθq note that if we take r ă 1´q

2 then, since fθ ď 1, as in [LV07, Lemma 5.5],

mqpDθq`r
ż

´8

fθptqdt “ q `

QqpDθq`r
ż

QqpDθq

fθptqdt ď q `

QqpDθq` 1´q
2

ż

QqpDθq

dt ď
q ` 1

2
.

Hence,QqpDθq`r ď Q q`1
2
pDθq and the same argument as before shows fθpQqpDθq`rq ě fθpm q`1

2
pDθqq ě

1´q
8 . In particular, this is true for any t P rQqpDθq, QqpDθq ` rs.

The fact that for log-concave measure the floating body both contains a ball and is contained in a ball of
fixed radii was previously proven in [AR20].

Lemma 35 ( [AR20, Lemma 13]). Fix any q P p1
2 , 1q, and X „ D, a symmetric, log-concave, and isotropic

measure on Rd. Then, for every θ P Sd´1,

q ´
1

2
ď QqpxX, θyq ď 1` log

ˆ

1

2p1´ qq

˙

.



ARCHIMEDES MEETS PRIVACY 35

Let us now prove Proposition 33.

Proof of Proposition 33. In light of Lemma 34 and Lemma 35 it will be enough to show that if tXiu
n
i“1 are

i.i.d. as D, then,

P
ˆ

max
i
}Xi}2 ą 10

?
dn3

˙

ď e´n.

But this is clear, since each Xi has sub-exponential, [LV07, Lemma 5.17] tails and Er}Xi}
2
2s “ d. Indeed,

with a union-bound,

P
ˆ

max
i
}Xi}2 ą 10

?
dn3

˙

ď nP
ˆ

max
i
}X1}2 ą 10

?
dn3

˙

ď ne´10n2`1 ď e´n.

APPENDIX B. ON THE EXTENSION LEMMA AND THE PROOF OF THEOREM 11

In this section we provide for the interested reader more details on the Extension Lemma (stated in
Proposition 6) and how it is used in Section 6.5 to construct the final private algorithm to establish Theorem
11. We repeat here the Extension Lemma for convenience.

Proposition 36 (”The Extension Lemma” Proposition 2.1, [BCSZ18a] ). Let Â be an ε-differentially private
algorithm designed for input from H Ď pRdqn with arbitrary output measure space pΩ,Fq. Then there
exists a randomized algorithm A defined on the whole input space pRdqn with the same output space which

is 2ε-differentially private and satisfies that for every X P H, ApXq d
“ ÂpXq.

We start with recalling that the input space is M “ pRdqn equipped with the Hamming distance and the
output space is pRM , }¨}pq equipped with the Lebesgue measure. Furthermore let us assume also that for any
X P H “ HpAq the randomised restricted algorithm ÂpXq follows a RM -valued continuous distribution
with a density fÂpXq with respect to the Lebesgue measure, given by (20), (21). Applying the Extension

Lemma readily gives the ε-differentially private extension A on inputX P pRdqn which agrees with Â when
X P H.

Density of the extended algorithm. Now one may wonder if the extended algorithm admits a density and,
if so, what does it look like. It turns out that because the restricted algorithm admits a density with respect
to the Lebesgue measure, the same holds for the extended algorithm. Moreover, the density has, in fact,
a simple-to-state formula. In more detail, an inspection of the proof of the Extension Lemma [Section
4, [BCSZ18a]] gives that the “extended” ε-differentially private algorithm A admits a density, on input
X P pRdqn, given by

fApXqpωq “
1

ZX
inf
X 1PH

”

exp
´ε

4
dHpX,X

1q

¯

fÂpX 1qpωq
ı

, ω P RM (29)

where

ZX :“

ż

RM
inf
X 1PH

”´ε

4
dHpX,X

1q

¯

fÂpXq1pωq
ı

dω.

For reasons of completeness we state here (and prove in the following section) the corollary of the Extension
Lemma that establishes that in our setting the algorithm A satisfies the desired properties of the Extension
Lemma.

Proposition 37. Under the above assumptions, the algorithm A with density given in (29) is ε-differentially
private and for every X 1 P H, ApX 1q d

“ ÂpX 1q.
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As a technical remark note that, in order for the density in equation (29) to be well-defined we require
that, for every X P pRdqn the “unnormalized” density function

GXpωq :“ inf
X 1PH

”

exp
´ε

2
dHpX,X

1q

¯

fÂpX 1qpωq
ı

, ω P RM (30)

is integrable. This condition follows from the following Lemma, which establishes - among other properties
- that GX is a continuous function almost everywhere and has a finite integral.

Lemma 38. Suppose the above assumptions hold and fix X P HpAq. Then,

‚ GXpωq “ 0 for all ω R I “ t}ω}p ď 2KpR` r{2qu.

‚ GX is R-Lipschitz on I with a universal (that is, independent of the value of X P H) Lipschitz
constant R ă 8.

Furthermore, it holds 0 ď
ş

ωPRGXpωqdω ď 1.

Finally, notice that the infimum over X 1 P H in (29) is the main reason the extension lemma comes with
no explicit termination time guarantees; the termination time largely depends on the “nature” of H. See the
appendix of [TVGZ20] for a further discussion on this point.

B.1. Proof of Proposition 37. We start with using [BCSZ18a, Lemma 4.1.] applied to our setting. This
gives the following Lemma.

Lemma 39. Let A1 be a real-valued randomized algorithm designed for input from H1 Ď pRdqn. Suppose
that for any X P H1, A1pXq admits a density function with respect to the Lebesgue measure fA1pXq. Then
the following are equivalent

(1) A1 is ε-differentially private on H;
(2) For any X,X 1 P H

fA1pXqpωq ď eεdHpX,X
1qfA1pX 1qpωq, (31)

almost surely with respect to the Lebesgue measure.

Proof of Proposition 37. We first prove that A is ε-differentially private over all pairs of input from pRdqn.
Using Lemma 39 it suffices to prove that for any X1, X2 P H,

fApX1qpωq ď exp pεdHpX1, X2qq fApX2qpωq,

almost surely with respect to the Lebesgue measure. We establish it in particular for every ω P RM . Notice
that if ω R I, both sides are zero from Lemma 38. Hence let us assume ω P I. Let X1, X2 P Rn. Using
triangle inequality we obtain for every ω P I,

inf
X 1PH

”

exp
´ε

2
dHpX1, X

1q

¯

fÂpX 1qpωq
ı

ď inf
X 1PH

”

exp
´ε

2

“

dHpX1, X2q ` dHpX2, X
1q
‰

¯

fÂpX 1qpωq
ı

“ exp
´ε

2
dHpX1, X2q

¯

inf
X 1PH

”

exp
´ε

2
dHpX,X

1q

¯

fÂpX 1qpωq
ı

,

which implies that for any X1, X2 PM,

ZX1 “

ż

Ω
inf
X 1PH

”

exp
´ε

2
dpX1, X

1q

¯

fÂpX 1qpωq
ı

dω

ď exp
´ε

2
dpX1, X2q

¯

ż

Ω
inf
X 1PH

”

exp
´ε

2
dpX2, X

1q

¯

fÂpX 1qpωq
ı

dω

“ exp
´ε

2
dpX1, X2q

¯

ZX2 .
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Therefore using the above two inequalities we obtain that for any X1, X2 P Rn and ω P I,

fApX1qpωq “
1

ZX1

inf
X 1PH

”

exp
´ε

2
dHpX1, X

1q

¯

fÂpX 1qpωq
ı

ď
1

exp
`

´ ε
2dHpX2, X1q

˘

ZX2

exp
´ε

2
dHpX1, X2q

¯

inf
X 1PH

”

exp
´ε

2
dpX2, X

1q

¯

fÂpX 1qpωq
ı

“ exp
´ε

2
dpX1, X2q

¯ 1

ZX2

inf
X 1PH

”

exp
´ε

2
dHpX2, X

1q

¯

fÂpX 1qpωq
ı

“ exp pεdHpX1, X2qq fApX2qpωq,

as we wanted.
Now we prove that for every X P H, ApXq d

“ ÂpXq. Consider an arbitrary X P H. We know that Â is
ε
2 -differentially private which based on Lemma 39 implies that for any X,X 1 P H

fÂpXqpωq ď exp
´ε

2
dHpX,X

1q

¯

fÂpX 1qpωq, (32)

almost surely with respect to the Lebesgue measure. Observing that the above inequality holds almost surely
as equality if X 1 “ X we obtain that for any X P H it holds

fÂpXqpωq “ inf
X 1PH

”

exp
´ε

2
dHpX,X

1q

¯

fÂpX 1qpωq
ı

,

almost surely with respect to the Lebesgue measure. Using that fÂpXq is a probability density function we
conclude that in this case

ZX “

ż

fÂpXqpωqdω “ 1.

Therefore

fÂpXqpωq “
1

ZX
inf
X 1PH

”

exp
`

εdHpX,X
1q
˘

fÂpX 1qpωq
ı

,

almost surely with respect to the Lebesgue measure and hence

fÂpXqpωq “ fApXqpωq,

almost surely with respect to the Lebesgue measure. This suffices to conclude that ÂpXq d
“ ApXq as

needed. The proof of Proposition 37 is complete.

B.2. Proof of Lemma 38.

Proof of Lemma 38. First notice that if ω R I, from (20) for any X 1 P H, fÂpX 1qpωq “ 0. Therefore indeed

0 ď fApXqpωq ď exp
´ε

2
dHpX,X

1q

¯

fÂpX 1qpωq “ 0.

We prove now that for all X 1 P H, the function exp
`

ε
2dHpX,X

1q
˘

fÂpX 1qpωq is R-Lipschitz on I. The
claim then follows by the elementary real analysis fact that the pointwise infimum over an arbitrary family
of R-Lipschitz functions is an R-Lipschitz function.

Now recall that for all a, b ą 0 by elementary calculus, |e´a ´ e´b| ď |a´ b|. Hence, for fixed X 1 P H,
using the definition of the density in equation (20), we have for any ω, ω1 P I,

|fÂpX 1qpωq ´ fÂpX 1qpω
1q|

ď
ε
`

Ln
2W

˘h

4ẐX 1
|min

 

K´1}ω ´ fpFqpX
1qq}p,mintr,Rminu

(

´min
 

K´1}ω1 ´ fpFqpX
1qq}p,mintr,Rminu

(

|
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Now combining with triangle inequality we conclude

|fÂpX 1qpωq ´ fÂpX 1qpω
1q| ď

ε
`

Ln
2W

˘h

4ẐX 1
min

 

K´1}ω ´ ω1}p,mintr,Rminu
(

ď
ε
`

Ln
2W

˘h

4KẐX 1
}ω ´ ω1}p.

Following the proof of the accuracy guarantee (Lemma 24) we have for all X 1 P H,

ẐX 1 ě Ẑ :“ ωM,p

ˆ

4W h

pnLqhε

˙M´1
pM ´ 1q!

2
. (33)

Hence it holds that

|fÂpX 1qpωq ´ fÂpX 1qpω
1q| ď

ε
`

Ln
2W

˘h

4KẐ
}ω ´ ω1}p.

Finally, exp
`

ε
2dHpX,X

1q
˘

is a constant independent of ω with exp
`

ε
2dHpX,X

1q
˘

ď expp εn2 q.

Combining the above, exp
`

ε
2dHpX,X

1q
˘

fÂpX 1qpωq is R “ expp εn2 q
εp Ln2W q

h

4KẐ
-Lipschitz and notice that

R is independent of X 1. The proof of the Lipschitz continuity is complete.
The final part follows from the fact that G is non-negative by definition. Moreover, again by definition,

for arbitrary fixed X 1 P H, fÂpX 1q integrates to one and upper bounds, pointwise, the function GX .
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