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Abstract

Deep neural networks (DNNs) have demonstrated ex-
ceptional success across various tasks, underscoring the
need to evaluate the robustness of advanced DNNs. How-
ever, traditional methods using stickers as physical pertur-
bations to deceive classifiers present challenges in achiev-
ing stealthiness and suffer from printing loss. Recent ad-
vancements in physical attacks have utilized light beams
such as lasers and projectors to perform attacks, where the
optical patterns generated are artificial rather than natural.
In this study, we introduce a novel physical attack, adver-
sarial catoptric light (AdvCL), where adversarial perturba-
tions are generated using a common natural phenomenon,
catoptric light, to achieve stealthy and naturalistic adver-
sarial attacks against advanced DNNs in a black-box set-
ting. We evaluate the proposed method in three aspects:
effectiveness, stealthiness, and robustness. Quantitative re-
sults obtained in simulated environments demonstrate the
effectiveness of the proposed method, and in physical sce-
narios, we achieve an attack success rate of 83.5%, sur-
passing the baseline. We use common catoptric light as a
perturbation to enhance the stealthiness of the method and
make physical samples appear more natural. Robustness
is validated by successfully attacking advanced and robust
DNNs with a success rate over 80% in all cases. Addition-
ally, we discuss defense strategy against AdvCL and put for-
ward some light-based physical attacks.

1. Introduction

Deep neural networks have made significant advances
in image classification and object detection in recent years.
At the same time, many vision-based applications, such as
UAVs and autonomous driving, are gaining popularity. Re-
cent advances, however, have shown that advanced DNNs
are vulnerable to minor perturbations, even if only one pixel

Figure 1. An example. When the camera of a self-driving car cap-
tures objects projected with carefully designed catoptric light, it
fails to recognize the ”Street sign” and ”Minivan”.

.

is modified [36]. It is critical to assess the dependabil-
ity of advanced DNNs in safety-critical scenarios (medi-
cal, autonomous driving, etc.). Until now, most research
has focused on attacks in digital environments [7, 42, 27],
which target advanced DNNs by adding imperceptible per-
turbations to images. Some researchers have gradually de-
voted themselves to the study of physical attacks [23, 8, 13],
which differ from digital attacks in that images are cap-
tured by cameras and then fed to the target model. Since it
is difficult to capture subtle perturbations with the camera,
the physical perturbations are designed to be much larger.
Physical perturbations are thus detectable by human ob-
servers. When an attacker executes physical attacks, there
is a trade-off between robustness and stealthiness.

Many natural phenomena, such as natural light and shad-
ows, play the role of physical perturbations, which can lead
to tragic crashes involving self-driving cars. If common
catoptric light is used as an attack weapon to launch phys-
ical attacks against advanced DNNs, vision-based systems
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Figure 2. Visual comparison.
.

may be jeopardized. At the same time, given the common
natural catoptric light, it may reduce defender vigilance.
As shown in Figure 1, the attacker projects a carefully de-
signed catoptric light onto the street sign, preventing the
self-driving car from correctly recognizing it.

Until now, most physical attacks have been carried
out using stickers [13, 35], and such methods can usu-
ally achieve robust adversarial effects without changing the
original information of the target object. However, sticker-
based physical attacks are difficult to conceal. Light beams
are used as physical perturbations in some physical attacks
to perform physical attacks [29, 50, 12, 31], light tran-
sience is used in such attacks to achieve physical stealthi-
ness. These light-based perturbation patterns, on the other
hand, are man-made rather than natural. [49] performs at-
tacks using common shadows as natural adversarial pertur-
bations, which studies the effects of daytime attacks. Our
method, on the other hand, studies physical attacks at night
by employing catoptric light as natural adversarial pertur-
bations. Furthermore, some researchers have investigated
camera-based physical attacks [24], in which a tiny translu-
cent patch is stuck to a mobile phone’s camera to perform
physical attacks. However, the physical samples generated
by such an attack can easily raise defenders’ suspicions.

We present a novel light-based physical attack called ad-
versarial catoptric light (AdvCL) in this paper. Unlike tra-
ditional sticker-based physical attacks, our approach uses
light as a perturbation, giving AdvCL flexibility. In con-
trast to recent light-based physical attacks, our approach
employs a common phenomenon, catoptric light, as pertur-

bations, making our physical sample appear more natural.
Figure 2 shows a visual comparison of physical samples
created using AdvCL and other methods. The adversarial
sample generated by AdvCL is stealthier than other meth-
ods such as RP2 [13], AdvLB [12], and shadow attack [49].

Our approach is easy to deploy physical attacks, by for-
malizing the physical parameters of catoptric light, genetic
algorithm [18] is used to find the most aggressive ones, then
based on which, projecting catoptric light to the target ob-
jects to generate physical samples. Notably, our approach
enables low-cost attacks, requiring only a budget of less
than 20 USD, rendering it significantly easier to deploy. Our
main contributions are summarized as follows:

• We propose a new light-based attack called adversarial
catoptric light (AdvCL), which takes advantage of the
properties of light to launch an effective, stealthy, and
robust attack (See Section 1). At the same time, the
total cost of our devices is under 20 USD, making it
simple to launch such an attack.

• We present and analyze existing methods (See Section
2), demonstrate effective optimization strategies, and
conduct extensive experiments to validate AdvCL’s ef-
fectiveness, stealthiness, and robustness (See Section
3, Section 4). Our results indicate that AdvCL is capa-
ble of achieving high success rates while remaining in-
conspicuous to the naked eye, even in challenging real-
world scenarios. Given these findings, we believe that
AdvCL represents a valuable tool for further studying
the threat posed by light-based attacks in realistic set-
tings.

• We conduct adversarial defense against AdvCL via ad-
versarial training (See Section 5). At the same time, we
propose some new light-based physical attacks (See
Section 6).

2. Related work
2.1. Digital attacks

Szegedy et al. [39] proposed the adversarial attack first,
demonstrating that advanced DNNs are susceptible to inter-
ference from minor perturbations, after which adversarial
attacks were successfully proposed [15, 28, 36, 27].

Most digital attacks keep adversarial perturbations small
enough to be imperceptible to human observers. Among
them, the most commonly used norms are l2 and l∞
[5, 6, 10, 26, 44]. Furthermore, some researchers alter other
attributes of digital images, such as color [19, 32, 48], tex-
ture and camouflage [43, 41, 47, 40], to generate adversar-
ial samples. These methods produce perturbations that are
barely detectable by human observers. At the same time,



Figure 3. The attacker uses genetic algorithm to optimize the simulation samples, and uses EOT to achieve the domain transition of digital
samples to physical samples. Finally, the catoptric light is projected onto the target object to fool the classifier.

.

some researchers alter the physical parameters of digital im-
ages [46, 25], retaining only the key components in order to
generate adversarial samples. In general, digital attacks as-
sume that an attacker can modify the input image, but this
is not practical in a physical scenario.

2.2. Physical attacks

Kurakin et al. [23] were the first to propose physical
attack. Following this work, many physical attacks were
proposed[13, 45, 4, 33, 1].

Traditional street sign attacks. Ivan Evtimov et al. pro-
posed RP2 [13], which performs attacks against advanced
DNNs by using black-white stickers as perturbations. How-
ever, at long distances and angles, RP2 is susceptible to en-
vironmental interference. Eykholt et al. [35] improved RP2
to generate robust and transferable adversarial samples in
order to fool advanced DNNs. However, the perturbations
cover a large enough area to be noticeable. Chen et al. [8]
and Huang et al. [21] proposed ShapeShifter and the im-
proved ShapeShifter, which perturb areas beyond the ”stop”
and were successful in fooling advanced DNNs. However,
they have a flaw: the perturbations cover almost the entire
road sign, preventing it from being stealthy. AdvCam, pro-
posed by Duan et al. [11], generates adversarial samples
and disguises perturbations as a style considered reasonable
by human observers, but it requires manual selection of the
attack area and target. Overall, the methods described above
necessitate manual modification of the target objects. Fur-
thermore, these works fell short of achieving stealthiness.

Light-based attack. Duan et al. [12] proposed AdvLB,
which executes attacks by using laser beams as perturba-
tions. It is more flexible than conventional street sign at-
tacks. However, in physical attack scenarios, it is prone
to space errors. Gnanasambandam et al. [14] proposed
OPAD, which amplifies and projects subtle digital pertur-
bations onto the target object to generate physical samples.
Human observers, on the other hand, are suspicious of its

irregular projection patterns. Zhong et al. [49] studied a
shadow-based physical attack in which adversarial samples
were generated by casting carefully crafted shadows on the
target object, resulting in a natural black-box attack. This
shadow attack, however, cannot be used in low-light con-
ditions. Importantly, when carrying out such an attack, the
cardboard must be placed very close to the target object (see
Figure 2), which is easily suspicious to human observers.
Our proposed AdvCL, on the other hand, uses the retrore-
flector as a tool and places it at a relatively large spatial
distance from the target object, which raises less suspicion.
Because the proposed AdvCL uses natural catoptric light as
a perturbation to perform physical attacks in low-light con-
ditions, it is a complement to shadow attack.

Camera-based attack. Li et al. [24] investigated
camera-based attacks by placing well-designed stickers on
the camera lens to generate adversarial samples, this method
avoids physically manipulating the target by physically ma-
nipulating the camera itself. However, the physical samples
generated by this method are suspect, and access to the vic-
tim’s camera is impractical.

3. Approach

Given an input picture X , a ground truth label Y , and a
DNN classifier f . f(X) represents the classifier’s predic-
tion label for picture X , The classifier f associates with a
confidence score fY (X) to class Y . The adversarial sam-
ple Xadv has two properties: (1) f(Xadv) ̸= f(X) = Y ;
(2)∥ Xadv − X ∥< ϵ. Among them, the first property re-
quires Xadv fools DNN classifier f . The second property
requires that the perturbations of Xadv be small enough for
human observers to notice.

In this work, we use genetic algorithm [18] to optimize
the physical parameters of catoptric light. Then, in the real
scenarios, we project catoptric light onto a target object and
generate physical samples. Figure 3 shows our approach.



Figure 4. Experimental devices.
.

3.1. Generate adverarial sample

In this paper, we define catoptric light using three phys-
ical parameters: location Pl, color C(r, g, b), intensity I.
Each parameter is described as follows:

Location Pl: We propose finding a polygon Pl to sim-
ulate the catoptric light, which is expressed by a set of ver-
tices l = (m1, n1), (m2, n2), . . . , (mk, nk), for the loca-
tion of catoptric light. The catoptric light region can be ex-
pressed asM∩Pl whereM is used as the mask to locate the
target object. Although Pl can be any polygon, we perform
attacks with various polygons in Section 4, and the experi-
mental results show that triangles are sufficient to generate
successful adversarial samples. We can use various poly-
gons to increase attack success rates, but such a catoptric
light would look unnatural and would be difficult to imple-
ment in a physical scenario. As a result, in the physical
experiments, we employ triangle catoptric light to carry out
attacks.

Color C(r, g, b): C(r, g, b) denotes the color of the catop-
tric light, where r, g, and b denote the red, green, and blue
channels of the catoptric light respectively.

Intensity I: I indicates the intensity of catoptric light.
Note that it is not practical to generate various colors

of catoptric light (e.g. black) in the physical environment,
therefore, color is specified in the physical test for opti-
mization (such as white, yellow). Meanwhile, we select the
catoptric light intensity in the physical test using the exper-
imental results in Table 1, see Section 4 for details.

The parameters Pl, C(r, g, b) and I form a catoptric
light’s physical parameter θ(C,Pl, I). We define a simple
function S(X; θ(C,Pl, I),M) that simply synthesizes the
input image with catoptric light to generate an adversarial
sample (for more information on how to generate adversar-
ial sample using equation 1, see the code in the supplemen-
tary materials.), which can be expressed as follows:

Xadv = S(X; θ(C,Pl, I),M) (1)

Expectation Over Transformation. EOT [1] is a pow-
erful tool for managing the transition from digital to phys-
ical domains. we define a transformation T , which is a
random combination of digital image processing, such as
brightness adaptation, position offset, color variation, and
so on. Through EOT, the physical sample can be repre-
sented as follows:

Xphy = T (Xadv; C,Pl, I) (2)

3.2. Genetic algorithm

John Holland created the genetic algorithm (GA) [18] as
a natural metaheuristic algorithm based on the laws of bio-
logical evolution in nature. It is a computational model that
simulates the biological evolution process of natural selec-
tion and the genetic mechanism of Darwin’s biological evo-
lution in order to find the best solution by simulating the
natural evolution process.

We use no model gradient information in this work, only
the confidence score and prediction label from model feed-
back. Among the advantages of using GA to optimize Ad-
vCL are:

(1) GA searches the string set of solutions of the prob-
lem, which covers a large area and is conducive to global
optimization. In our method, physical parameters C, Pl and
I include a total of 256×256×256×512×512×6×4 com-
binations of problem solutions (in which C(256×256×256),
Pl (512 × 512 × 6), I (4)), GA is conducive to the global
optimization of AdvCL.

(2) GA does not require any knowledge of the search
space or any other auxiliary information, it uses the fit-
ness value to evaluate individuals and performs genetic op-
erations on this basis. The fitness function is not con-
strained by continuous differentiability, and the domain of
its definition can be set arbitrarily. AdvCL does not require
gradient information from the model and instead uses the
model’s confidence score fY (X) as the individual fitness
and f(Xadv) ̸= Y as the termination condition.

(3) A flexible selection strategy. GA organizes search us-
ing evolutionary information. Individuals with high fitness
have a higher chance of survival and a more adaptable gene
structure. To further broaden the search scope and achieve
global optimization, AdvCL employs the flexibility of GA
to select specific elimination strategies.

More information on genetic algorithm optimization can
be found in the supplementary material.

3.3. Catoptric light adversarial attack

AdvCL searches for θ(C,Pl, I), the physical parameters
of catoptric light, to generate an adversarial sample Xadv



Table 1. Quantitative results at varying setups (ASR (%)).

num of edges Pl Method I
0.1 0.2 0.3 0.4 0.5 0.6 0.7 0.8 0.9 average

3 Random 12.5 24.5 45.7 53.2 71.2 79.9 87.3 90.2 92.8 61.9
AdvCL 22.6 41.9 57.6 69.8 69.8 87.9 91.1 94.9 96.8 70.3

4 Random 14.6 26.7 49.9 58.3 77.6 82.7 89.6 92.1 93.8 65.0
AdvCL 25.5 46.4 60.2 75.7 86.4 90.3 92.8 95.1 97.0 74.4

5 Random 15.1 27.1 51.5 63.3 79.2 85.9 90.1 93.4 94.2 66.6
AdvCL 29.5 49.1 65.8 79.6 88.7 92.1 93.9 95.8 97.5 76.9

6 Random 17.2 30.3 53.3 65.1 82.5 87.3 92.4 94.1 95.6 68.6
AdvCL 33.9 53.2 69.7 83.8 90.6 93.2 95.1 96.4 97.9 79.3

7 Random 20.1 33.9 56.6 69.3 85.5 89.7 93.1 95.4 96.1 71.1
AdvCL 35.1 55.3 72.5 87.9 93.6 94.2 96.1 97.5 98.4 81.2

8 Random 21.3 35.7 57.9 71 86.3 90.6 95 96.1 96.7 72.3
AdvCL 36.7 57.5 74.9 90.2 94.5 95.7 96.4 97.9 98.8 82.5

9 Random 22.2 36.9 59.1 72.3 87.9 91.9 96.3 96.7 96.9 73.4
AdvCL 69.8 58.4 76.3 92.8 95.1 95.8 97.6 98.1 98.9 83.5

Algorithm 1 Pseudocode of AdvCL
Input: Input X , Classifier f , Ground truth label Y , pop-

ulation size Seed, Iterations Step, Crossover rate Pc,
Mutation rate Pm;

Output: A vector of parameters θ⋆;
1: Initialization Seed, Step, Pc, Pm;
2: for seed← 0 to Seed do
3: Encoding individual genotype Gseed;
4: end for
5: for steps← 0 to Step do
6: for seed← 0 to Seed do
7: θseed(C,Pl, I)← Gseed;
8: Xadv(seed) = S(X; θseed(C,Pl, I),M);
9: fY (Xadv)← f(Xadv);

10: if f(Xadv) ̸= Y then
11: θ⋆ ← θseed(C,Pl, I);
12: if T (Xadv)→ False then
13: break;
14: end if
15: Output θ⋆;
16: break;
17: end if
18: end for
19: Update: Gseed

Selection←−−−−−− fY (Xadv);
20: Update: Gseed

Crossover←−−−−−−− Pc;
21: Update: Gseed

Mutation←−−−−−− Pm;
22: end for

that deceives the classifier f . In this experiment, we con-
sider a practical situation in which the attacker can only ob-
tain the confidence score fY (X) with given input image X
on ground truth label Y . In our proposed method, we use
confidence score as the adversarial loss. Thus, the objec-

tive is formalized as minimizing the confidence score on
the ground truth label Y , which can be expressed as:

argmin
θ

Et∼T [fY (t(Xadv; C,Pl, I))] (3)

s.t. f(Xadv) ̸= Y

Algorithm 1 shows the pseudocode of AdvCL. The pro-
posed method takes clean image X , target classifier f ,
ground truth label Y , population size Seed, iteration num-
ber Step, crossover rate Pc, mutation rate Pm as input de-
cided by the attacker. Details of the algorithm are explained
in Algorithm 1. In this case, we weed out the top tenth
with the highest confidence score (the lower the confidence
score, the more antagonistic) and then fill in the randomly
encoded genes separately. The advantage of this selection
strategy is that it saves time by directly eliminating the most
incompetent individuals while also broadening the search
scope and global optimization. Furthermore, the crossover
rate Pc and variation rate Pm are set to 0.7 and 0.1, respec-
tively. Finally, the algorithm outputs the physical parameter
of the catoptric light θ⋆, which is used in subsequent physi-
cal attacks.

4. Evaluation
4.1. Experimental setting

We put the proposed method to the test in both digital
and physical settings. Consistent with AdvLB [12], we per-
form attacks using ResNet50 [16] as the target model, and
then randomly select 1000 ImageNet [9] images that could
be correctly classified by ResNet50 to perform digital tests.
For physical examinations. Figure 4 shows our experimen-
tal devices. We use iPhone 6s to take photos with color



Figure 5. Digital samples generated by AdvCL.
.

lamps as lighting equipment. Experiment verify that differ-
ent camera devices would not affect the effectiveness of the
proposed AdvCL. For all experiments, we use attack suc-
cess rate (ASR) as a criterion to report the effectiveness of
AdvCL, which is defined as follows:

ASR(X) = 1− 1

N

N∑
i=1

F (labeli)

F (labeli) =

{
1 labeli ∈ Lpre

0 otherwise

(4)

where N is the number of clean samples in the dataset X ,
labeli represents the ground truth label of the i−th sample,
Lpre is the set of all labels predicted under attacking.

4.2. Evaluation of effectiveness

Digital test. On 1000 images that could be correctly
classified by ResNet50, we test the effectiveness of AdvCL
in digital environments. We draw three conclusions from
the analysis of all experimental setups and results in Table
1: 1) The adversarial effect of AdvCL is better than that
of the random attack method, demonstrating the feasibil-
ity and effectiveness of our method; 2) The attack effec-
tiveness increases as the number of edges Pl and intensity
I increase, as expected; 3) AdvCL achieves 87.9% ASR
under Pl=3 and I=0.6, demonstrating that our method is
physically practical due to the legitimate configuration, sub-
sequent physical tests follow this configuration. Figure 5
shows some interesting results. The first column represents
the samples we aim to attack, and the catoptric light of
red, orange, yellow, green, blue, indigo and purple is added
to clean samples respectively. The remaining columns are
generated adversarial samples that can successfully fool the

classifier. For example, when a blue (C(0, 0, 255)) catoptric
light is added to a clean sample, the seashore is misclassi-
fied as a volcano. On the other hand, when various catop-
tric lights are covered, the majority of the triumphal arch is
misclassified as a cliff. Overall, AdvCL has an effective ad-
versarial effect in the digital environment, causing advanced
DNNs to misclassify target objects without changing their
semantic information.

Physical test. We put the proposed method to the test
in a physical setting. We use a strict experimental design
in the physical test to demonstrate the rigor of AdvCL. Be-
cause environmental noise affects the robustness of physical
attacks in the real world, we design indoor and outdoor tests
separately. The indoor test eliminates the influence of out-
door noise, while the outdoor test reflects the performance
of AdvCL in real-world scenarios.

As target objects for the indoor test, we use ”Bonnet”,
”Plastic bag”, ”Street sign”, and so on. and generate 30 ad-
versarial samples with a 100% ASR (ASR of 100% in Ad-
vLB [12]). In the outdoor test, we choose ”Street sign” as
attack objects and generate 103 adversarial samples, achiev-
ing an ASR of 83.5% (ASR of 77.4% in AdvLB [12]). Fig-
ure 6 shows adversarial samples in an outdoor setting. The
experimental results show that adding optimized catoptric
light to the target objects causes advanced DNNs to misclas-
sify the objects. To get closer to real-world scenarios, we
conduct outdoor tests on a ”Stop sign” from various angles,
which demonstrates that AdvCL performs effective physi-
cal attacks on target objects from various angles.

4.3. Evaluation of stealthiness

As previously stated, we choose catoptric light as the
physical perturbation in order to obtain a more natural phys-
ical sample, which makes our perturbation susceptible to
being overlooked by human observers. As shown in Fig-



Figure 6. Physical samples generated by AdvCL.
.

ure 6, our physical samples resemble natural catoptric light
falling on a street sign, and human observers have difficulty
distinguishing between natural and artificial catoptric light.
On the other hand, the comparison of physical samples in
Figure 2 shows that the physical perturbation generated by
AdvCL is more stealthy than the baseline. Given AdvCL’s
light-speed attack, AdvCL has greater temporal stealthiness
than RP2 [13] (RP2’s physical perturbation will always ad-
here to the target object’s surface, but AdvCL can control
the light source, generating the physical perturbation only
when the attack is carried out.). In contrast to AdvLB [12],
the physical samples generated by AdvCL are more natu-
ral, allowing for better spatial stealthiness in our approach.
When the cardboard is placed in front of the road sign for
a shadow attack [49], it loses its spatial stealthiness, mak-
ing human observers suspicious, whereas our method places
the retroreflector far away from the target object, making
AdvCL more stealthy than shadow attacks. In general, our
approach results in a more stealthy attack than the baseline.

4.4. Evaluation of robustness

Deploy AdvCL to attack various classifiers. We eval-
uate the robustness of the proposed AdvCL in a black-box
setting with various classifiers, including the recently ad-
vanced DNNs (Inception v3 [38], VGG19 [34], ResNet101
[16], GoogleNet [37], AlexNet [22], MobileNet [30],
DenseNet [20]) and robust DNNs (Augmix+ResNet50 [17],
ResNet50+RS [2], NF-ResNet50 [3]). Note that the dataset
is 1000 images selected from ImageNet that can be cor-
rectly classified by ResNet50. Table 2 shows the ASR of
our method with different classifiers. AlexNet is found to
be the most vulnerable in the black-box attack test, with a
97.2% ASR and an average of 87.4 queries. Furthermore,
robust DNNs such as Augmix+ResNet50, ResNet50+RS,

Table 2. Evaluation across various classifiers.

f
w/o Attack w/ Attack

Top-1 Accuracy ASR Query
Inception v3 87.6 83.5 152.3

VGG19 91.5 81.3 269.5
ResNet101 96.1 82.1 198.4
GoogleNet 85.3 82.3 189.5

AlexNet 79.6 97.2 87.4
MobileNet 89.7 83.0 169.2
DenseNet 90.8 81.9 243.3

Augmix+ResNet50 93.7 81.1 298.6
ResNet50-RS 94.6 80.9 330.4
NF-ResNet50 94.8 80.3 346.1

and NF-ResNet50 are more robust. In general, the data in
Table 2 show that AdvCL have an adversarial effect of ASR
on various models by more than 80% in the black-box set-
ting, confirming the robustness of our proposed AdvCL.

Transferability of AdvCL. Here, we demonstrate the
attack transferability of AdvCL against advanced DNNs
and robust DNNs in both digital and physical environments.
As the dataset, we use the adversarial samples generated
by AdvCL that successfully attacked ResNet50. Table 3
displays the experimental results. It can be seen that Ad-
vCL has effective attack transferability in the digital en-
vironment, with an attack success rate of 77.24% against
AlexNet. In physical environments, AdvCL exhibits excel-
lent attack transferability, with its transter attack paralyzing
almost all advanced DNNs.

Tables 2 and 3 show that our method is not only capable
of performing black-box attacks against various classifiers,
but also has a threatening adversarial effect on transfer at-
tacks, which varifies the robustness of our proposed AdvCL.



Figure 7. ResNet50 vs. Rob-ResNet50.
.

Table 3. Transferability of AdvCL (ASR(%)).
f Digital Physical

Inception v3 71.34 97.67
VGG19 55.85 100

ResNet101 47.21 97.67
GoogleNet 67.02 100

AlexNet 77.24 100
MobileNet 63.01 97.67
DenseNet 54.58 96.51

Augmix+ResNet50 52.67 84.35
ResNet50-RS 50.91 81.65
NF-ResNet50 50.42 78.13

5. Disccusion
5.1. Ablation study

Here, we perform experiment to study the adversarial
effects of Color C(r, g, b) on AdvCL. We selecte 27 colors
of catoptric light to execute digital attacks on ResNet50,
including C(0, 0, 0), C(0, 0, 127), C(0, 0, 255), C(0, 127, 0),
C(0, 127, 127), C(0, 127, 255), C(0, 255, 0), C(0, 255, 127),
C(0, 255, 255), C(127, 0, 0), C(127, 0, 127), C(127, 0, 255),
C(127, 127, 0), C(127, 127, 127), C(127, 127, 255),
C(127, 255, 0), C(127, 255, 127), C(127, 255, 255),
C(255, 0, 0), C(255, 0, 127), C(255, 0, 255), C(255, 127, 0),
C(255, 127, 127), C(255, 127, 255), C(255, 255, 0),
C(255, 255, 127), C(255, 255, 255), All of the attacks
achieve an ASR over 70%, among which C(255, 0, 255)
achieves the highest ASR 96.60%, and C(0, 0, 0) gets the
lowest ASR 73.90%. For a detailed experimental results
see supplementary material.

5.2. Defense of AdvCL

In addition to demonstrating the potential threats of Ad-
vCL, we attempt to defend against AdvCL with adversar-
ial training. Here, in order to rigorously study the defense
strategy against the proposed attack, we construct a larger
dataset. To begin, we randomly select 50 clean samples
from each of ImageNet’s 1000 categories, yielding 50,000
clean samples. Second, add 27 color catoptric light to each
clean sample with I=0.5 to obtain the final data set, called
ImageNet-CatoptricLight (ImageNet-CL), which contains
1.35 million adversarial samples.

For adversarial training, we use the proposed ImageNet-
CL dataset. Torchvision is used to train the ResNet50 ro-
bust model (Rob-ResNet50). ADAM optimized the model
on three 2080Ti GPUs with an initial learning rate of 0.01.
Figure 7 depicts the experimental results. Rob-ResNet50
achieves a classification accuracy of more than 90% for
adversarial samples. We deploy AdvCL to attack Rob-
ResNet50 with Pl=3, I=0.6, and achieve 69.4% ASR with
568.3 average queries (ResNet50: 87.9% ASR, 184.9 av-
erage queries). This implies that while adversarial train-
ing can reduce AdvCL’s ASR and increase AdvCL’s attack
time cost, it cannot completely defend against AdvCL. See
the supplementary material for more experimental results
on Rob-ResNet.

6. Conclusion

In this paper, we introduce AdvCL, a light-based physi-
cal attack that performs a physical attack by optimizing the
physical parameters of catoptric light: Pl, C(r, g, b), and
I. We take effectiveness, stealthiness, and robustness as
criterion to evaluate the proposed method. Extensive exper-
imental design and results demonstrate the effectiveness of
AdvCL in both digital and physical environments. In terms
of stealthiness, we present the generated physical sample
and compare it to the baseline, demonstrating the proposed
method’s stealthiness in terms of both temporal and spa-
tial stealthiness. We employ AdvCL to launch attacks on
both advanced and robust DNNs. demonstrate the attack
transferability of AdvCL, experimental results verified the
robustness of our proposed AdvCL. The proposed method
reveals the physical-world security threat caused by light-
based physical attacks. Our research also sheds new light on
future physical attacks, such as using light as physical per-
turbations instead of stickers, which would improve physi-
cal attack flexibility. The proposed AdvCL is a useful com-
plement to recent physical attacks as an effective, stealthy
and robust light-based physical attack.

We will improve the proposed AdvCL to adapt to dif-
ferent tasks such as object detection, domain segmentation,
etc. We will also focus on light-based physical attacks,
such as adversarial projection, adversarial spot light, and so
on. Furthermore, effective defense strategies against light-
based attacks will emerge as a promising research area.
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