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Abstract

Deep neural networks are vulnerable to adversarial ex-
amples, which attach human invisible perturbations to be-
nign inputs. Simultaneously, adversarial examples exhibit
transferability under different models, which makes prac-
tical black-box attacks feasible. However, existing meth-
ods are still incapable of achieving desired transfer attack
performance. In this work, from the perspective of gradi-
ent optimization and consistency, we analyze and discover
the gradient elimination phenomenon as well as the local
momentum optimum dilemma. To tackle these issues, we
propose Global Momentum Initialization (GI) to suppress
gradient elimination and help search for the global opti-
mum. Specifically, we perform gradient pre-convergence
before the attack and carry out a global search during the
pre-convergence stage. Our method can be easily com-
bined with almost all existing transfer methods, and we im-
prove the success rate of transfer attacks significantly by
an average of 6.4% under various advanced defense mech-
anisms compared to state-of-the-art methods. Eventually,
we achieve an attack success rate of 95.4%, fully illustrat-
ing the insecurity of existing defense mechanisms. Code is
available at https://github.com/Omenzychen/
Global-Momentum-Initialization.

1. Introduction

Deep neural networks have shown superior performance
in various tasks [1, 13, 14, 16, 17, 21, 25, 30–32, 43, 50–55],
but they still exhibit high vulnerability to adversarial exam-
ples [3–6, 11, 19, 20, 23, 28, 41, 46, 56, 57], which make the
model lose original performance by adding some impercep-
tible human perturbations. In addition, adversarial exam-
ples also exhibit transferability across models [18, 36, 37],
i.e., adversarial examples generated by surrogate models
can fool other models, making it possible to perform prac-
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Figure 1. Adversarial examples are generated using the Inc-v3
model under NI-FGSM, MI-FGSM, and a combination of our
method respectively. Subject to the constraint of a maximum per-
turbation limit at 16, we generate adversarial examples with ap-
proximate visualisation but achieve higher attack success rates.

tical black-box attacks [24]. Hence, further understanding
the generation of adversarial examples with high transfer-
ability is of vital essence to improve model robustness.

Among the existing attack methods, the white-box attack
strategy guarantees excellent attack performance by directly
obtaining information about the target model, but struggles
to achieve high transfer attack performance, especially for
models with defense mechanisms. To tackle this challenge,
a series of methods have also been proposed to improve
transferability for more practical black-box attacks. These
methods can be mainly divided into three perspectives: gra-
dient optimization [8,27,44], data augmentation [9,45,48],
and model integration [29]. In most cases, these methods
can be integrated to obtain better attack performance.

Considering the aforementioned three attack perspec-
tives, gradient optimization methods tend to be the most
commonly used strategy given the availability of specific
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Figure 2. Visualisation of the attack process. Here CT represents
the combination of three input transformation methods: DIM [48],
TIM [9], SIM [27]. x represents the original data point and xCT

represents the adversarial example obtained under original CT-
FGSM. xpre and xGI−CT represent the example points preat-
tacked and using global momentum initialization. Our method
suppresses gradient elimination thus helps the gradients to be more
consistent so as to successfully cross the decision boundary.

information about the surrogate model. From the stand-
point of optimization, MI-FGSM [8], as one of the most
important baselines, achieves higher attack consistency by
introducing momentum to make the attack cumulative in
the previous direction to help the attack direction out of the
local optimum. Given that most of the existing optimiza-
tion methods such as NI-FGSM [27], VT [44] are improved
based on the momentum of MI-FGSM, so we mainly focus
our analysis around momentum, phenomena of which re-
main prevalent in other optimization methods. Although
momentum can improve the effectiveness of attacks, we
discover the gradient elimination phenomenon still exists
during the forward attack process, i.e., there is lower con-
sistency for the forward unconverged gradients compared to
the backward gradients, which may inhibit the transferabil-
ity. Simultaneously, in the context of traditional iterative
attacks, small step size of each iteration restricts the gen-
erated adversarial examples to be optimized within a very
limited data distribution, which results in the attacks being
more likely to fall into local optimum. Besides, a direct
scaling of the step size may cause attack easily falling into
overfitting. Please see Supplementary Material 1 for more
details.

To address the above issues, We first verify the poten-
tial relationship between gradient consistency and attack
performance. Then, we propose global momentum ini-
tialization to suppress gradient elimination and locate bet-
ter global optimum over a larger data distribution during
pre-convergence. Concretely, we perform gradient pre-
convergence in advance of the attack process to accelerate

momentum convergence, thus suppressing gradient elim-
ination and employ global search in the pre-convergence
phase to help the initial momentum converge at a more ef-
fective direction. The generated adversarial examples under
different methods are shown in Figure 1. We visualise the
attack process in Figure 2 for our method as well as the con-
ventional method. The resulting experimental results show
that even with various advanced defense mechanisms, our
method can significantly improve the attack success rate by
6.4% compared to state-of-the-art method, and can eventu-
ally achieve an attack success rate of 95.4% on average. In
summary, the main contributions are as follows:

• We investigate the reason why momentum can boost
transferability in the perspective of gradient cosine similar-
ity, and further identify the gradient elimination issue exist-
ing in momentum-based methods.

• We propose that Global momentum initialization (GI)
helps the attack to find the global optimum within a larger
data distribution while suppressing gradient elimination and
thereby obtaining better attack performance.

• Our method can be easily combined with any existing
gradient-based attack method. Empirical experiments show
that our method can significantly outperform existing state-
of-the-art methods under various attack settings.

2. Related Work
In this section, we present some gradient-based attack

methods. Details of the defense methods can be found in
the Supplementary Material 2.

2.1. Gradient Optimization Attacks

Fast Gradient Sign Method (FGSM) [11]. FGSM gen-
erates an adversarial example for only one step with the aim
of maximizing the loss function:

xadv = xclean + ϵ · sign(∇xJ(x
clean, y)),

where sign(·) represents the sign function.
Iterative Fast Gradient Sign Method (I-FGSM) [24].

In contrast to FGSM, I-FGSM divides one iteration into
multiple small steps to obtain better attack directions:

xadv
t+1 = xadv

t + α · sign(∇xJ(x
adv
t , y)),

where α = ϵ/T is the step size of each attack and T is the
number of attack steps.

Momentum Iterative Fast Gradient Sign Method
(MI-FGSM) [8]. Compared with white-box attacks, MI-
FGSM integrates the momentum factor into attack to help
the attack direction jump out of the local optimum:

gt+1 = µ · gt +
∇xJ(x

adv
t , y)

||∇xJ(xadv
t , y)||1

,

xadv
t+1 = xadv

t + α · sign(gt+1),

(1)
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where µ is the decay factor and g0 = 0.
Nesterov Iterative Fast Gradient Sign Method (NI-

FGSM) [27]. NI-FGSM uses Nesterov’s accelerated gra-
dient [35] xadv

t + α · µ · gt to replace xadv
t in Eq. (1). This

look-ahead process allows attack to move further away from
the local optimum, resulting in better attack performance.

Varience Tuning Method (VT) [44]. VT performs gra-
dient sampling in the domain of data points in each iteration,
which in turn adjusts the direction of this gradient with vari-
ence tuning to form a more accurate attack direction.

2.2. Input Transformations Attacks

Diverse Input Method (DIM) [48]. DIM performs data
augmentation using random scaling and padding operations
with a certain probability to alleviate overfitting in adver-
sarial attacks, which inspires one of the main perspectives
of transferability enhancement.

Translation-Invariant Method (TIM) [9]. TIM applies
convolution transformation of the Gaussian kernel W to the
gradient information, which particularly boosts the attack
performance against adversarial models.

xadv
t+1 = xadv

t + α · sign(W · ∇xJ(D(xadv
t ), y)).

Scale-Invariant Method (SIM) [27]. SIM exploits the
scaling invariance of the image and fuses the gradient infor-
mation of different scaled images to improve the transfer-
ability under black box attack. The new optimization ob-
jective after scaling is:

argmax
xadv

1

n

n∑
i=0

J(Si(x
adv), y),

where scaling factor Si(x) =
x
2i and n is the scale number.

3. Methodology
Given the original image xclean and the corresponding

label y, the attacker has to find the perturbation δ to gen-
erate adversarial examples xadv to fool the model. To en-
sure the imperceptibility of the attack, following previous
work, we apply the l∞ norm, i.e., ensure that ||xclean −
xadv||∞ ≤ ϵ. Assume that f(xadv) represents the output
of the model with input x and the attack is to maximize the
loss J(f(xadv), y) (e.g. the cross-entropy loss or margin
loss [2]), so the attack goal can be described as:

argmax
xadv

(J(f(xadv), y)), s.t.||xclean − xadv||∞ ≤ ϵ.

3.1. Gradient Elimination

Among the existing gradient optimization methods, MI-
FGSM, as a very important baseline, improves attack per-
formance by introducing momentum to help accumulate

momentum sums of forward gradients, making the at-
tack direction more consistent and preventing the attack
from falling into a local optimum solution. Since most
optimization-based methods improve on the momentum of
MI FGSM, our analysis revolves around MI-FGSM, and
can be extended to other optimization methods (e.g. NI-
FGSM). Here, we use gradient consistency, i.e., the degree
of directional similarity during the attack to analyse the re-
lationship between attack performance and attack direction
exploration. We first develop a corollary of the numerical
and theoretical relationship among different gradients.

Assuming that the gradient information obtained in the
first round of attack is g1, then the direction of the first round
of attack is sign(g1), and the resulting difference of loss is:

∆J1 = J(f(x+ α · sign(g1)), y)− J(f(x), y). (2)

Further, from the Taylor expansion we can know:

f(x+α·sign(g1)) = f(x)+α·sign(g1)·
∂f

∂x
+O(α2). (3)

For the sake of simplicity, we denote α · sign(g1) · ∂f
∂x +

O(α2) as P (x). Substituting Eq. (3) into Eq. (2), utilizing
the Taylor expansion again to get:

J(f(x), y) = J(f(x+ α · sign(g1))− P (x), y)

= J(f(x+ α · sign(g1)), y)

− T1(x) ·
∂J

∂f
+O(P 2(x)).

(4)

Combining Eq. (3) and Eq. (4), we can get:

∆J1 = P (x) · ∂J
∂f

= (α · sign(g1) ·
∂f

∂x
+O(α2)) ·

∂J

∂f

= α · sign(g1) · g1 ≈ sign(g1) · sign(g1) > 0 (g1 ̸= 0).

(5)

Eq. 5 shows that when the first round gradient is attached
to the input x, the loss change ∆J1 > 0, consistent with the
fact that the loss turns larger during attack process. Sim-
ilarly, ∆Jn denotes that if the gradient of the nth itera-
tion is attacked to input x, the difference of loss changes
to ∆Jn = sign(g1) · sign(gn). In this context, the input
x can be an adversarial example derived from any itera-
tion, so we can test the consistency between gradients of
any two rounds to predict the change in loss. In conjunction
with the optimization objective, a more effective attack is
one that gains greater losses with other rounds. Therefore,
to improve attack performance, we should ensure relatively
higher gradient consistency.

Based on the above analysis, we further explore the con-
sistency of gradients under momentum. As shown in Fig-
ure 3a, the cosimilarity between gradients that have not un-
dergone momentum convergence is close to 0, meaning that
there is a large randomness between the attack directions for
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Figure 3. Analysis of gradient cosine similarity between iterative attacks. (a) represents the gradient cosine similarity before momen-
tum accumulation; (b) represents the gradient cosine similarity between iterations after momentum accumulation; (c) shows the gradient
similarity analysis between the first, last iteration after momentum processing and the gradients of the other iterations. The convergence
distance represents the distance between iterations, for example, the convergence distance between 1st round and 9th round to 5th round
is the same, and the gradient cosine difference represents the difference in gradient similarity under the same convergence distance, with a
larger difference indicating a larger discrepancy in the direction of the forward and backward gradient attack of the original gradient.

Algorithm 1: Framework of GI-MI-FGSM
Input: A classifier f with fixed parameters θ and

loss function J , number of iterations T ,
maximum perturbation ϵ, input images x,
Pre-convergence Iterations P ; Global Search
Factor S

Output: An adversarial example xadv;
1 g0 = 0; xadv

0 = x; α = ϵ / T ;
2 for t = 0 → P − 1 do
3 gt+1 = µ · gt + ∇xJ(x

adv
t ,y)

||∇xJ(xadv
t ,y)||1

;

4 xadv
t+1 = Clip(xadv

t + s · α · sign(gt+1));
5 end
6 Set global momentum initialization g0 = gP ;
7 for t = 0 → T − 1 do
8 gt+1 = µ · gt + ∇xJ(x

adv
t ,y)

||∇xJ(xadv
t ,y)||1

;

9 xadv
t+1 = Clip(xadv

t + α · sign(gt+1));
10 end
11 xadv = xadv

T ;
12 return xadv;

different iteration rounds. On the other hand, Figure 3b il-
lustrates the gradient consistency of different rounds during
the attack after the momentum treatment, and it can be seen
that after a few rounds of forward gradient convergence, the
gradient consistency rapidly improves and reaches stability.
This indicates that the momentum helps the attack gradi-
ents to find common directions, e.g. feature-based consis-
tent attacks, thus improving the attack performance. Simul-
taneously, when combined with existing data enhancement
methods CT, the attack can explore more generalised attack
directions with higher attack consistency, further improving
attack performance. The experimental results with CT are
detailed in Section 4.3.

Furthermore, instead of focusing on the impact on attack
direction generalizability brought by data augmentation, we
analyse the impact of forward gradient convergence on at-
tack performance from an optimization perspective. As Fig-
ure 3b depicts, we can see that although momentum can
accelerate the gradient to reach consistency, there still ex-
ists a convergence process, which to a certain extent in-
hibits the attack performance improvement. We define this
phenomenon where the forward gradient does not converge
enough resulting in a less consistent attack direction as gra-
dient elimination. To fully explore this phenomenon, we
further probe the gradient consistency of the forward un-
converged gradient as well as the backward converged gra-
dient with other iterations, respectively. As shown in Fig-
ure 3c, with the same convergence distance guaranteed, the
forward unconverged gradient is significantly less consis-
tent with the other rounds compared to the backward con-
verged gradient. This also suggests that the leap of the for-
ward gradient towards the decision boundary is insufficient
due to the lack of convergence, again confirming the phe-
nomenon of gradient elimination.

3.2. Global Momentum Initialization

In this subsection, we first propose pre-convergence at-
tack to solve the problem of gradient elimination in order to
help the attack converge faster to form a better attack. Ad-
ditionally, we use global search during the pre-convergence
period to overcome the limitation that conventional iterative
methods generate gradients within a small data distribution.
Finally, we get our global gradient initialization method.

To cope with gradient elimination, we attempt to pre-
converge the momentum before the formal iterative attack,
which poses no actual effect of the attack on the image.
Specifically, we first perform P rounds of momentum ex-
ploration, using the momentum after P iterations as the ini-
tialised momentum. By means of this pre-convergence, we

4



Model Attack Inc-v3 Inc-v4 IncRes-v2 Res-101 Inc-v3ens3 Inc-v3ens4 IncRes-v2ens Average

Inc-v3

MI-FGSM 100.0* 44.4 41.5 34.7 14.5 12.4 6.0 36.2
GI-MI-FGSM 100.0* 54.1 51.9 43.8 14.3 13.4 6.6 40.6

NI-FGSM 100.0* 52.1 49.9 42.6 13.7 13.9 6.0 39.7
GI-NI-FGSM 100.0* 58.7 56.0 47.5 13.4 12.0 6.8 42.1

Inc-v4

MI-FGSM 56.3 99.7* 46.7 41.3 16.4 14.8 7.6 40.4
GI-MI-FGSM 68.6 100.0* 57.0 51.0 16.1 15.8 7.7 45.2

NI-FGSM 63.3 100.0* 51.1 45.9 15.1 14.4 7.0 42.4
GI-NI-FGSM 74.7 100.0* 62.4 53.3 16.8 16.2 8.1 47.4

IncRes-v2

MI-FGSM 58.7 50.9 98.1* 45.1 21.6 17.2 11.5 43.3
GI-MI-FGSM 73.9 64.3 98.5* 57.2 23.0 17.7 12.3 49.6

NI-FGSM 61.6 54.5 99.1* 45.5 20.1 16.0 9.5 43.8
GI-NI-FGSM 77.1 68.3 99.5* 58.8 23.8 18.0 11.7 51.0

Res-101

MI-FGSM 58.8 50.8 50.8 99.1* 24.3 22.0 12.9 45.5
GI-MI-FGSM 71.1 64.6 64.2 99.3* 26.2 21.2 12.4 51.3

NI-FGSM 64.3 59.4 55.9 99.4* 24.1 21.2 12.3 48.1
GI-NI-FGSM 74.7 68.6 65.9 99.5* 26.9 21.1 12.0 52.7

Table 1. Attack success rates (%) of seven models using optimazition method merely. The adversarial examples are crafted by Inc-v3,
Inc-v4, IncRes-v2, Res-101 respectively. * indicates the white-box attack setting.

are able to substantially suppress the forward gradient elim-
ination phenomenon. As shown in Figure 3b and 3c, the
consistency of the forward gradient after pre-convergence is
substantially improved, and the difference in gradient con-
sistency between the forward and backward gradients and
other rounds of gradients is significantly reduced, both of
which indicate the pre-converged gradients can accelerate
convergence and obviously improve the attack performance.

Moreover, the traditional iterative attack sets a small step
size, which leaves the generated images after each round
of the attack in a relatively similar data distribution. This
prevents the attack from finding decision boundary over a
larger data distribution, leading to a tendency to fall into lo-
cal optimal solutions. Gao et al. [10] propose to scale up
the step size, but this approach will have a direct impact
on the images and easily cause overfitting of the attack. To
address this issue, we add a global search factor to the pre-
convergence process, i.e., we amplify the exploration step
size during pre-convergence to help form a more global di-
rection of initialised momentum. Namely, we perform gra-
dient pre-convergence by:

gt+1 = µ · gt +
∇xJ(x

adv
t , y)

||∇xJ(xadv
t , y)||1

,

xadv
t+1 = Clip(xadv

t + S · α · sign(gt+1)),

where S represents our global search factor and Clip(·) op-
eration ensures the l∞ constraint. The procedure of the at-
tack based on global momentum initialization can be sum-
marised as Algorithm 1.

To further demonstrate that global momentum initializa-
tion can help suppress gradient elimination, we visualise the
attack process in Figure 2 for our method as well as the

conventional method. Since the direction of the attack gets
progressively closer to the decision boundary during the op-
timization, traditional iterative methods may easily suffer
from gradient elimination in the forward unconverged at-
tack, i.e., they can only get closer to the decision boundary
by a minor distance. For this reason, with the exploration
of pre-attack and global momentum initialization, the attack
strategy can search for a better attack direction in advance
and ensure the consistency of the attack process to success-
fully cross the decision boundary.

4. Experiment
4.1. Experiment Setup

Dataset. Followed by NIPS’17 Competition [24], we
randomly select 1,000 images from the ILSVRC 2012 vali-
dation set [38], correctly classified and belonging to differ-
ent categories as our original inputs.

Models. We consider four normally trained models,
including Inception-v3 (Inc-v3) [40], Inception-v4 (Inc-
v4) [39], Inception-Resnet-v2 (IncRes-v2) and Resnet-101
(Res-101) [15] as well as three adversarialy trained mod-
els, namely ens3-adv-Inception-v3 (Inc-v3ens3), ens4-adv-
Inception-v3 (Inc-v3ens4) and ens-adv-Inception-ResNet-
v2 (IncRes-v2ens) [42]. In addition, we adopt nine ad-
vanced defense methods to test the attack performance,
e.g. HGD [26], R&P [47], NIPS-r31, JPEG [12], FD [33],
ComDefend [22], NRP [34], RS [7], Bit-Red [49].

Baselines. For optimization methods, we regard MI-
FGSM and NI-FGSM as our baselines. Simultaneously, for

1https://github.com/anlthms/nips- 2017/tree/
master/mmd

5

https://github.com/anlthms/nips-2017/tree/master/mmd
https://github.com/anlthms/nips-2017/tree/master/mmd


Model Attack Inc-v3 Inc-v4 IncRes-v2 Res-101 Inc-v3ens3 Inc-v3ens4 IncRes-v2ens Average

Inc-v3

NI-CT-FGSM 99.5* 84.5 79.0 72.9 57.2 54.8 40.3 69.7
GI-NI-CT-FGSM 99.8* 93.7 91.0 87.1 70.1 65.9 50.0 79.7
VNI-CT-FGSM 99.0* 90.1 87.6 84.6 78.6 76.5 66.0 83.2

GI-VNI-CT-FGSM 99.3* 94.5 92.7 89.7 85.1 83.3 72.9 88.2
MI-CT-FGSM 98.7* 85.4 80.6 76.0 64.1 62.1 45.2 73.2

GI-MI-CT-FGSM 99.4* 93.4 91.8 87.6 74.9 68.8 53.5 81.3
VMI-CT-FGSM 99.0* 88.5 85.7 82.4 77.3 75.9 62.8 81.7

GI-VMI-CT-FGSM 99.5* 97.1 95.9 92.8 88.0 86.5 74.9 90.7

Inc-v4

NI-CT-FGSM 87.8 99.4* 82.5 75.9 65.8 62.6 51.3 75.0
GI-NI-CT-FGSM 95.0 99.5* 93.4 87.3 76.7 71.2 59.5 83.2
VNI-CT-FGSM 92.3 99.7* 89.2 84.9 79.9 77.1 70.5 84.8

GI-VNI-CT-FGSM 97.6 99.7* 92.6 90.7 88.1 86.2 79.8 90.7
MI-CT-FGSM 87.2 98.6* 83.3 78.3 72.2 67.2 57.3 77.7

GI-MI-CT-FGSM 94.5 99.5* 93.2 87.8 77.3 73.8 61.2 83.9
VMI-CT-FGSM 89.7 98.8* 86.3 82.0 78.1 76.2 67.5 82.7

GI-VMI-CT-FGSM 97.0 99.8* 95.5 91.7 88.3 86.8 79.4 91.2

IncRes-v2

NI-CT-FGSM 90.2 87.0 99.4* 83.2 75.0 68.9 65.1 81.3
GI-NI-CT-FGSM 96.0 95.3 99.4* 92.0 84.3 80.7 75.7 89.1
VNI-CT-FGSM 92.9 90.6 99.0* 88.2 85.2 82.5 81.8 88.6

GI-VNI-CT-FGSM 96.3 97.3 99.3* 95.4 94.4 91.6 91.0 95.0
MI-CT-FGSM 88.0 85.5 97.5* 81.6 76.0 71.5 70.2 81.5

GI-MI-CT-FGSM 95.3 94.7 99.0* 91.4 85.6 82.1 78.4 89.5
VMI-CT-FGSM 88.9 87.0 97.0* 85.0 83.4 80.5 79.4 85.9

GI-VMI-CT-FGSM 96.9 96.3 99.4* 94.4 92.6 91.0 89.9 94.4

Res-101

NI-CT-FGSM 86.1 82.2 83.3 98.5* 70.0 68.5 54.6 77.6
GI-NI-CT-FGSM 94.9 92.7 93.2 99.3* 83.4 78.3 68.7 87.2
VNI-CT-FGSM 90.7 85.5 87.2 99.1* 82.6 79.7 73.3 85.4

GI-VNI-CT-FGSM 96.3 95.6 95.5 99.4* 92.4 90.5 85.5 93.6
MI-CT-FGSM 86.5 81.8 83.2 98.9* 77.0 72.3 61.9 80.2

GI-MI-CT-FGSM 94.0 92.2 91.8 99.3* 83.9 80.4 70.0 87.4
VMI-CT-FGSM 86.9 84.2 86.4 98.6* 81.0 78.6 71.6 83.9

GI-VMI-CT-FGSM 95.8 95.3 94.9 99.3* 92.3 89.8 85.2 93.2

Table 2. Attack success rates (%) of seven black models using both optimization methods and transformation methods. The adversarial
examples are crafted by Inc-v3, Inc-v4, IncRes-v2, Res-101 respectively. * indicates the white box attack setting.

data augmentation methods, we consider DIM, TIM, SIM,
CT, i.e., the integrated version of the former three methods,
and the VT as the baselines. When combining our method
with present optimization and input transformation meth-
ods, we denote final methods as GI-VM(N)I-CT-FGSM,
GI-M(N)I-CT-FGSM and GI-M(N)I-FGSM, respectively.

Hyper-parameters. We follow the attack settings of
[44] and set the maximum perturbation ϵ to 16, the num-
ber of iteration rounds T to 10 and the iteration step size α
to 1.6. We set decay factor µ to 1 for MI-FGSM and NI-
FGSM. As for input transformation methods, we set trans-
formation probability to 0.5 for DIM. We adopt 7×7 Gaus-
sian kernal for TIM and the scale number for SIM equals to
5. For our method, we set pre-convergence iterations P to
5 and global search factor S to 10.

4.2. Attack with Optimization Methods

Initially, we evaluate the performance of our method
with the optimization method only, i.e., we combine our
method to NI-FGSM and MI-FGSM respectively without
considering the input transformation methods. Here we use
the attack success rate, the proportion of images misclassi-
fied by the attack model as our metric. During the attack
we use four normally trained models as surrogate models to
generate adversarial examples iteratively and then transfer
them to all models, results of which are shown in Table 1.

According to the results, we can see that for the four
normally trained models, our method improves the black-
box attack transferability by a large margin while improv-
ing the white-box performance as well, e.g., for the adver-
sarial examples generated by IncRes-v2 and transferred to
Inc-v3, the attack success rate increases from 58.7% and
61.6% to 73.9% and 77.1%, respectively. However, at the
same time, we also notice that the improvement for the ad-
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Attack Inc-v3 Inc-v4 Inc-Res-v2 Res-101 Inc-v3ens3 Inc-v3ens4 IncRes-v2ens Average
MI-CT-FGSM 99.4* 99.0* 97.6* 99.7* 91.3 90.1 86.6 94.8

GI-MI-CT-FGSM 100.0* 99.9* 99.8* 100.0* 98.0 97.2 95.0 98.6
NI-CT-FGSM 100.0* 100.0* 99.8* 100.0* 91.8 89.1 84.5 95.0

GI-NI-CT-FGSM 100.0* 99.9* 100.0* 100.0* 98.2 97.4 95.4 98.7
VMI-CT-FGSM 99.7* 99.1* 98.6* 100.0* 93.2 92.3 90.4 96.2

GI-VMI-CT-FGSM 100.0* 100.0* 100.0* 100.0* 98.9 98.6 97.4 99.3
VNI-CT-FGSM 99.7* 99.6* 99.2* 99.9* 94.9 93.8 92.0 97.0

GI-VNI-CT-FGSM 100.0* 100.0* 100.0* 100.0* 98.9 98.5 97.6 99.3

Table 3. Attack success rates (%) of seven models using both optimization methods and input transformation methods. The adversarial
examples are crafted by the ensemble of Inc-v3, Inc-v4, IncRes-v2, Res-101 models. * indicates the white box attack setting.

Attack HGD R&P NIPS-r3 JPEG FD ComDefend NRP RS Bit-Red Average
MI-CT-FGSM 90.8 88.1 87.6 92.1 88.5 90.4 76.4 69.3 76.4 84.4

GI-MI-CT-FGSM 97.0 95.2 95.8 98.2 95.7 98.1 83.1 78.7 84.3 91.8
NI-CT-FGSM 90.7 86.6 86.5 92.8 89.7 91.3 69.8 64.2 72.2 82.6

GI-NI-CT-FGSM 97.6 95.7 95.9 98.3 95.9 97.3 81.4 78.8 83.8 91.6
VMI-CT-FGSM 92.8 90.4 89.9 93.4 91.2 92.2 83.3 76.9 80.4 87.8

GI-VMI-CT-FGSM 98.5 97.7 97.4 99.0 96.6 98.3 90.3 86.8 89.9 94.9
VNI-CT-FGSM 94.1 92.4 91.6 95.1 92.2 92.3 84.5 77.4 81.4 89.0

GI-VNI-CT-FGSM 98.9 98.1 98.0 99.1 97.8 98.2 90.8 87.2 90.5 95.4

Table 4. Attack success rates (%) of nine advanced defense methods using both optimization methods and transformation methods. The
adversarial examples are crafted by the ensemble of Inc-v3, Inc-v4, IncRes-v2, Res-101 models.

versarial trained models is not as significant as that for the
normally trained models. We attribute this to the inher-
ent low transferability of the adversarially trained model,
which results in the original attack direction not being able
to explore a better global optimal direction even after better
optimization. This phenomenon will be eliminated when
combined with the input transformation methods, details of
which are available in Section 4.3.

4.3. Attack with Input Transformation

Further, we verify the performance of GI with both the
optimization and input transformation methods. We inte-
grate it into several state-of-the-art methods under DIM,
SIM, and TIM respectively to test its performance. The re-
sults are shown in the Supplementary Material 3, and it
can be seen that combining our methods can lead to a sig-
nificant increase in the success rate of the attack.

Moreover, we follow the experimental setup CTM in
[27] and then combine them with the gradient optimization
methods: MI-FGSM, NI-FGSM and VT respectively to test
the performance. It is important to mention here that the
VT brings non-negligible time and space cost in terms of
attack performance, so in order to make a fair comparison,
we test attack performance under both M(N)I-CT-FGSM
and VM(N)I-CT-FGSM. The final results are shown in the
Table 2. Overall, under M(N)I-CT-FGSM condition, our
method can further improve the attack success rate by 8.1%
in average, and the attack performance achieve that of the

previous state-of-the-art method VM(N)I-CT-FGSM while
obtaining a significant reduction in attack time and space
costs. In particular, the final method, GI-M(N)I-VT-FGSM,
can achieve an average attack success rate of 88.2% ∼ 95%,
which exceeds previous state-of-the-art method VM(N)I-
CT-FGSM by 7.6% in average.

4.4. Attack with Ensemble Models

The previous two subsections verify the generality as
well as the high performance of our global momentum ini-
tialization approach. Besides, Liu et al. [29] have shown
that the adversarial examples generated with the ensemble
model are more transferable, therefore, in this subsection,
we continue to verify the performance under the integrated
attack, and the results are shown in Table 3. From the re-
sults, we see that our method significantly improves the ef-
fectiveness of the black-box attack and also improves the
performance of the white-box attack to some extent under
both CT and VT. It is worth mentioning that with the en-
semble model method, our attack success rate reaches more
than 98.6% on average, which means that we can basically
achieve the performance of white-box attack. And under
white-box attack setting, the attack success rate can reach
100% at most circumstances.

4.5. Evaluation on Advanced Defense Methods

To further investigate the performance of our approach
under advanced defense methods, we selected several of-
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Figure 4. Ablation experiments on pre-convergence and global
search factors. (a) and (b) represent attack success rate for six
black box models using different pre-convergence iterations. (c)
represents the average attack success rate of six models with differ-
ent global search factors. All adversarial examples are generated
by Inc-v3 under MI-CT-FGSM and NI-CT-FGSM respectively.

ficial baselines from the NIPS 2017 competition [24] for
testing, such as HGD [26], R&P [47], NIPS-r3, along with
several classical methods for adversarial defense, such as
JPEG [12], FD [33], ComDefend [22], NRP [34], RS [7],
Bit-Red [49], to further test the performance of attacks un-
der defense conditions. Here we test the attack performance
with the integrated model and the single model (Inc-v3) re-
spectively. The attack results for the integrated model are
shown in Table 4, and the results for the single model can
be found in the Supplementary Material 4 .

The results are impressive in that our attack method
achieves an average attack success rate of 91.6% ∼ 95.4%,
outperforming the previous VM(N)I-CT-FGSM method by
6.4% ∼ 9.0%, which also indicates the vulnerability and
fragility of the existing defense methods. Therefore, the
design for better defense mechanisms to improve the ro-
bustness of deep neural networks is a vital challenge that
urgently needs to be addressed.

4.6. Ablation Study on Hyper-parameters

In this section, we conduct a series of ablation experi-
ments on the hyperparameters. We consider Inc-v3 to gen-
erate adversarial examples under the CT method and trans-
fer them to all models, and then do separate ablation exper-
iments on pre-convergences as well as the search amplifica-
tion factor. All experimental hyperparameters of the other
methods are kept constant.

Pre-convergence Iterations P . Given the sequential ne-
cessity of both pre-convergence and global search, we first
explore the effect of pre-convergence rounds p on the attack
results. As the experimental results in Figure 4a, 4b demon-
strate, we can find that just one step of pre-convergence
yields a certain performance improvement that increases
gradually with incremental P until it stabilizes. This is a
strong indication that there is gradient elimination in the un-
preconverged gradient, and that preconvergence suppresses
this phenomenon, thus improving attack performance. Fi-
nally, we choose P = 5 to balance the success rate of the
attack with the time taken by the attack.

Global Search Factor S. After determining the num-
ber of pre-convergence iterations, we further investigate the
effect of the global search factor at P = 5, the results are
shown in Figure 4c. It can be seen that the attack perfor-
mance improves significantly with the increase of the am-
plification factor and gradually stabilizes, which illustrates
that the global search helps the momentum to find a better
global optimal solution. In the end, we choose S = 10.

5. Conclusion

In this paper, from the perspective of gradient cosine
consistency, we first analyse and identify the shortcom-
ings of existing optimization methods, namely gradient
elimination, which can lead to unsatisfactory forward at-
tack attempts. At the same time, traditional iterative at-
tacks adopt smaller steps to restrict the attack to optimize
within a smaller data distribution, resulting in an attack that
tends to fall into a local optimum. Our proposal is to ad-
dress these issues by global momentum initialization in the
form of high-step size pre-convergence, which provides a
high-quality direction for the attack during the initial stage,
suppressing gradient elimination and enhancing its perfor-
mance significantly. Our approach can be combined with
almost all gradient-based optimization methods. Empirical
experiments demonstrate that our method achieves an aver-
age success rate of 95.4% with the nine existing advanced
defense methods, significantly exceeding the previous state-
of-the-art success rate of 89%. We hope our method can be
served as a new baseline to validate the effectiveness of ex-
isting defense methods in the future.

Broader impacts. In this work, we propose global
momentum initialization to significantly improve transfer
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attack performance under black-box setting, further high-
lighting the potential for practical adversarial attacks and
the vulnerability of existing DNNs. We hope to shed in-
sight on ways to improve the robustness of neural networks
from an attack perspective in order to build more effective
and secure DNNs.
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