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Split Learning without Local Weight Sharing
To Enhance Client-side Data Privacy

Ngoc Duy Pham, Tran Khoa Phan, Alsharif Abuadbba, Yansong Gao, Doan Nguyen, Naveen Chilamkurti

Abstract—Split learning (SL) aims to protect user data privacy
by distributing deep models between client-server and keeping
private data locally. In SL training with multiple clients, the
local model weights are shared among the clients for local
model update. This paper first reveals data privacy leakage
exacerbated from local weight sharing among the clients in
SL through model inversion attacks. Then, to reduce the data
privacy leakage issue, we propose and analyze privacy-enhanced
SL (P-SL) (or SL without local weight sharing). We further
propose parallelized P-SL to expedite the training process by
duplicating multiple server-side model instances without compro-
mising accuracy. Finally, we explore P-SL with late participating
clients and devise a server-side cache-based training method to
address the forgetting phenomenon in SL when late clients join.
Experimental results demonstrate that P-SL helps reduce up
to 50% of client-side data leakage, which essentially achieves
a better privacy-accuracy trade-off than the current trend by
using differential privacy mechanisms. Moreover, P-SL and its
cache-based version achieve comparable accuracy to baseline SL
under various data distributions, while cost less computation
and communication. Additionally, caching-based training in P-SL
mitigates the negative effect of forgetting, stabilizes the learning,
and enables practical and low-complexity training in a dynamic
environment with late-arriving clients.

Index Terms—Split learning, privacy preservation, privacy
leakage, honest-but-curious, CNN.

I. INTRODUCTION

Deep learning (DL), influenced by the rapid growth of
data, is becoming increasingly important in our daily lives.
However, the privacy of data used in the model needs to be
protected as required by various privacy regulations [1]. Split
learning (SL) [2]–[5] is one popular collaborative learning
technique that aims to protect user privacy by enabling model
training without exposing users’ raw private data. In a simple
vanilla setting, SL divides a deep model into two parts de-
ployed between a client (data owner) and a server (computing
service), where only smashed data (local model part’s output
after feeding raw data) is exposed for collaborative training
with the server part [2]. Compared to federated learning (FL)
[6], SL is suitable for DL applications on resource-constrained
devices (e.g., IoT, mobile) because the clients only need to run
the first few layers of the deep model, while the server handles
the rest, which involves the most costly computations. With the
growing availability of different sources of data, SL has been
extended to process learning on multiple clients [2], [7]–[9].
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In [10], [11], the authors conduct a comprehensive evaluation
of SL across various scenarios, ranging from a low to a high
number of clients, balanced to imbalanced and extreme data
distributions, etc., to provide a thorough insight into SL.

Fig. 1. Demonstration of data leakage at the client side of SL: The raw private
image (left) is reconstructed (right) by a malicious client through the model
inversion attack.

Regarding SL on multiple data sources, clients typically
share their local weights with others to aggregate the learned
knowledge from different data sources. This can be done
by sequentially passing weights to the next client [2] or by
averaging all local weights at the client side [9]. In these
settings, it is assumed that only the server is semi-trustworthy
(honest-but-curious [12]) while all clients trust each other.
However, if a client is malicious and colludes with the server,
sharing local weights can lead to potential data leakage. Fig.
1 demonstrates an example of data leakage in the original SL
[2] with two clients, C1 and C2. In this scenario, C1 acts
as the victim, while C2 serves as an adversary capable of
colluding with the server. C2 employs the model inversion
attack [13] to train a decoder [13], [14] using C1’s shared local
weights. This decoder is then utilized by C2 to reconstruct raw
data given C1’s smashed data, which becomes exposed during
training or inference. The smashed data can be acquired by
C2 through collusion with the server or eavesdropping on the
communication of C1. Furthermore, a decoder trained on C2’s
local model could be utilized to attack the subsequent client,
which receives C2’s local weights for model updates (e.g., C3

if available). This situation exemplifies the white-box setting
of the model inversion attack in [13], where the target (local)
model is publicly accessible to the nearby/adjacent adversaries
due to local weight sharing. Further details about the white-
box model inversion attack and its high efficiency can be found
in [13], [15]. To address these privacy concerns, we raise
the research question (RQ): How to develop novel effective
SL-based training methods to minimize data leakage in
multi-client SL? In response to this question, we propose
a privacy-enhanced SL (P-SL) scheme, which fundamentally
obviate sharing local weights among clients during training.
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The proposed P-SL not only preserves client-server privacy of
the original SL but also enhances data privacy at the client side.
To the best of our knowledge, this work is the first to identify
data leakage in SL exacerbated by the default local weight
sharing and investigate P-SL performance under various data
distributions.

Furthermore, in SL, apart from the issue of data leakage
among clients, ensuring the commitment of all clients to
participate in the training process simultaneously poses a
significant challenge [11]. Due to various network, energy,
and resource constraints, some devices may not be active
throughout the entire training process or may join the training
process at a later stage, after collaborative training has already
concluded. Handling the training of new clients who join
after the initial training, referred to as newcomer training,
presents a challenge. This raises another RQ, How to ensure
stable, low complexity, and high accuracy P-SL in dynamic
environments where additional clients join later? As the
first training cycle has already been completed, the learning
of new clients can deteriorate the knowledge learned by
existing clients, leading to the phenomenon of forgetting [16]
as recognized in [11]. To overcome this challenge, we devise a
cache-based approach to address the forgetting phenomenon,
thus enhancing the learning performance of P-SL. In summary,
the contributions of this paper are:

• We identify a new threat model, where participants (both
clients and the server) are assumed to be honest-but-
curious. Based on this threat model, we reveal the issue of
client-side data leakage in the original SL and its variants
through the lens of model inversion attacks.

• To address the privacy concerns under the defined threat
model, we propose P-SL, which significantly reduces data
leakage by up to 50% compared to the original SL. In
P-SL, clients no longer share their local weights but can
still collaborate with the server to leverage their local
knowledge and improve training effectiveness.

• We conduct a comprehensive empirical evaluation us-
ing various datasets with different data distributions to
demonstrate that the learning performance of P-SL is
comparable to that of the original SL. Additionally, we
propose a parallelized version of P-SL that enables simul-
taneous learning by clients (clients training is performed
sequentially in the original SL), reducing the training time
without sacrificing accuracy.

• To tackle the forgetting phenomenon experienced by
existing clients when new clients join the training process,
we propose a server-side caching approach for P-SL. The
approach allows the training of newly arriving clients
without the need for retraining existing clients, thereby
reducing training overhead. Our experimental results
highlight the advantages of caching in SL, particularly
in dynamic training environments.

The rest of this paper is structured as follows: Section
II provides background information on SL and its variants,
different local data distributions, and the current state of
research on privacy preservation in SL. Section III presents
the identified threat model underlying our proposed P-SL

approach. In Section IV, we explore the parallelization of
P-SL and propose the cache-based approach, which handles
newly arriving clients to ensure the reliability of P-SL. Section
V presents the experimental results in terms of accuracy and
privacy of the proposal, followed by the conclusion and future
directions for research in Section VI.

II. BACKGROUND

This section presents the background information on SL
with its variants for multiple clients, distribution of user data,
and current research on privacy preservation for SL.

A. Vanilla split learning

A deep model, denoted as hθ : X 7→ Y , is a hypothesis
that maps an input x ∈ X to an output y ∈ Y . Model
training involves finding the parameters (weights) θ that accu-
rately capture the relationship between X and Y . In order
to ensure user data privacy during model training, SL [2]
divides the layers of the deep model into multiple parts. In a
simple vanilla setting, the model is split into two components:
hθ = fu · gw. The localized part fu contains the initial layers,
while the remaining part gw is deployed on the server, which
is typically the most computationally intensive component.
During training, the client performs forward propagation on its
local data batch and sends the resulting output (referred to as
intermediate data or smashed data) along with the correspond-
ing ground-truth labels

(
fu(x

batch), ybatch
)

to the server. The
server continues forward propagation on the received smashed
data to compute the loss between ybatch and gw(fu(xbatch)).
The gradients of the loss function are then back-propagated at
the server until the split layer, at which point the deep model is
cut/split. The split layer’s gradients are sent back to the client,
where the remaining back-propagation is performed locally, all
the way to the first layer. Based on the computed gradients,
both the client and the server update their respective weights,
u and w. This process, known as simple vanilla SL, serves
as the core mechanism for many other variants, including SL
with multiple clients and our proposed approach.

B. SL with multiple clients

SL can be extended to train a deep model on N ≥ 2 clients.
The deep model is also split into two parts, fθ = fu ·gw, where
fu is distributed to all clients (fui

to client Ci), and gw is
deployed on the central server. The training procedure involves
utilizing data from multiple clients in a round-robin fashion.
In this setting, when the training process of client Ci−1 is
completed, client Ci receives the weights ui−1 of Ci−1 to
initialize its own weights ui. Then, client Ci continues training
on its own data, collaborating with the server following the
vanilla setting. Once the training is finished, client Ci shares
its trained weights, ui, with the next client Ci+1 [2]. This
process continues until the last client CN completes training,
and the weights uN trained by client CN are the model weights
that are passed back to all clients for inference.

The model training process in SL is typically performed
sequentially among the clients, which can render significant
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latency. To address this issue, several studies have focused
on improving the training speed. In [8], the authors set up
the mini-batch of each client proportional to its local data
size, allowing for parallel processing of the training model.
All clients are initialized with the exact weights, and after
each iteration, the gradients are averaged before being updated
on the clients. This synchronization strategy ensures that all
clients will have the same model weights during training.

SplitFed learning (SFL) [9] is an innovative approach that
combines the strengths of FL and SL. In SFL, clients perform
forward propagation in parallel on their respective data and
send the smashed data to a central server. Upon receiving
the gradients from the server, the clients execute the back-
propagation step and then send the updated weights to a Fed
server. The Fed server aggregates the weight updates using an
averaging function (Avg(·)) and disseminates a single update
to all clients. Similar to [8], in SFL, after each global epoch,
clients synchronize their models with identical weights, which
also renders them susceptible to model inversion attacks in a
white-box setting such as an adversarial client possesses the
same model weights as the victims.

C. Privacy-enhancing SL approaches

Critical privacy vulnerabilities of SL are based on the fact
that a neural network is naturally predisposed to be function-
ally inverted [17]. That is, the smashed data exposed by clients
may be exploited to recover the raw input data. Therefore,
privacy protection techniques in SL typically aim to minimize
data leakage from the smashed data. For example, the noise
defense approach [18], [19] applies additive Laplacian noise
to the smashed data before sending it to the server. By
introducing noise, the target model is no longer a one-to-one
function, making it harder for an attacker to learn the mapping
from smashed to raw data. Another method involves adding
latent noise through binarization [20] to reduce the correlation
between smashed and input data. However, these mechanisms
require efforts to mitigate the impact of noise perturbation on
model accuracy [21].

The work [22] aims to reduce raw data leakage by adding
an additional distance correlation-based loss term to the loss
function. This distance correlation loss minimizes the corre-
lation between the raw and smashed data, ensuring that the
smashed data contains minimal information for reconstructing
the raw data while still being valuable for achieving model
utility. In [20], the authors extend this idea by suggesting
that the additional loss term can be any leakage metric,
not limited to distance correlation. However, the application
of an extra loss term may still result in privacy leakage
because the smashed data exposes too much information to
be adequately protected by a single leakage metric in the loss
function [17]. To overcome this limitation, the authors in [23]
propose client-based privacy protection, which employs two
different loss functions computed on the client and server
sides. In line with this approach, [24] designs a framework
consisting of two steps: a pre-training step that establishes a
feature extractor with strong model-inversion resistance, and
a resistance transfer step that initializes the client-side models

using the feature extractor. This framework requires sufficient
computational resources for pre-training on a source task
and may be vulnerable during the early training epochs. To
preserve both data privacy and label information, [25] employs
sample diversity to mix the smashed data of client-side models
and create obfuscated labels before transmitting them from
clients to the server. The mixed smashed data maintains a
low distance correlation with the raw data, thereby preventing
private data from being individually reconstructed. However, it
should be noted that this mixing technique does not effectively
reduce data leakage as intended when performing inference on
a single data sample.

In multi-head SL (MHSL) [26], [27], the authors explore
the feasibility of SFL without requiring client-side synchro-
nization. The objective is to reduce the extra communica-
tion and computation overhead at the client side due to the
synchronization. The study is extended to the case which
the server gains information of raw data through the clients’
smashed data, but the evaluation does not determine which
approach, MHSL or SFL, results in less information leakage.
Moreover, the analysis solely focuses on the leakage from
visualizing smashed data, which exhibits limited quality as
demonstrated in [20]. In contrast, our approach prioritizes
privacy and considers a more comprehensive attack within an
extended threat model. Additionally, we evaluate our scheme
across multiple scenarios and data distributions.

D. SL under diverse data distributions

In general, data is often distributed among clients in an
imbalanced manner. For example, some sensors may be more
active than others, resulting more data from certain sources.
Similarly, in domains like healthcare, larger institutions tend
to have more patient data available [11]. In a classifica-
tion task, under balanced data distribution, each client holds
samples from all classes in similar quantities. However, in
an imbalanced data distribution, each client still possesses
samples from all classes, but the total number of samples
for each class is imbalanced. It is important to note that
the ratio of samples between classes at each client remains
similar to the overall dataset ratio. In the study from [11], the
authors investigate three different data distributions for user
data: balanced, imbalanced, and non-IID (non-independent
identically distributed). Their findings reveal that SL performs
well (compared to FL) under both balanced and imbalanced
data while being highly sensitive to non-IID data. Therefore,
this study mainly focuses on investigating and evaluating SL
specifically under balanced and imbalanced data settings.

III. PRIVACY-ENHANCEMENT SPLIT LEARNING

We define a threat model as the underlying context for the
proposed P-SL and the analysis of data leakage.

A. Threat model

In traditional SL, the server is assumed to be honest-but-
curious [28], meaning it follows the training procedure but
may have a curiosity about the raw data from clients. This
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threat model is assumed in the aforementioned works on SL
privacy protection techniques. In our study, we extend this
assumption to include honest-but-curious clients as well. To
the best of our knowledge, our work is the first to consider
both honest-but-curious clients and server in SL.
Model Inversion Attack. Under this new threat model, any
participant in collaborative learning can utilize model inversion
attacks to reveal the private data of other users (clients). The
model inversion attack consists of three phases: 1) gather-
ing/generating a training set; 2) training a decoder (inverse
network [15]) with the data; and 3) recovering raw data from
smashed data using the decoder. The attacker can be any
adversarial client or the server, as outlined in the following
scenarios, with the assumption of client-server collusion for
sharing smashed data or querying the local model. Note that
due to local weight sharing, all clients in SL have similar local
model.
• Attacker as a client: An adversarial client trains the

decoder on data generated using its raw data and its local
model. Subsequently, the raw data of victim clients can
be reconstructed from the smashed data received from the
server.

• Attacker as the server: The curious server generates
training data by (black-box) querying the adversarial
client with a bag of samples (of the same type as raw
data [15]). This data is then used to train the decoder,
which can be employed to reconstruct raw data from any
client’s smashed data.

We define the leakage of user data as the disparity between
the reconstructed data and the original private raw data of a
client. The quality of the reconstruction can be evaluated using
various metrics such as mean squared error (MSE), structural
similarity index measure (SSIM), peak signal-to-noise ratio
(PNSR), Kullback–Leibler divergence, and so on [13], [20],
[29], [30]. In our work, we utilize SSIM as the main metric
for measuring data leakage.

B. Privacy-enhancement SL (P-SL) algorithm

Fig. 2. P-SL architecture with differences from original SL [2] and SFL [9].

In order to lessen the adverse effects of model inversion
attacks, we propose a non-local-weight-sharing method at the

Algorithm 1 Procedure for one global epoch of P-SL.
Initialize:
Clients and Server receive their model parts
Clients and Server initialize their model weights

1: for each Clienti among all the Clients do
2: while Clienti has data to train with Server do
3: Clienti does forward propagation on its data
4: Clienti sends smashed data and labels to Server
5: Server propagates incoming data on its layers
6: Server computes errors based on the labels
7: Server back-propagates gradients until its first

layer
8: Server sends gradients of split layer to Clienti
9: Clienti back-propagates the received gradients

10: Clienti and Server update their model weights

client side for SL. The proposed P-SL algorithm is presented
in Alg. 1, followed by computation analysis.

Fig. 2 illustrates the architecture of P-SL, highlighting its
differences from SL and SFL. The proposed P-SL is based
on SL, where multiple clients connect to a central server
without communication among the clients (such as sharing
snapshots [2] - local weights) or the use of a Fed server (for
local model aggregation [9]). Alg. 1 presents the collaborative
training procedure between clients and the server in the
proposed P-SL. In the initial phase, clients and the server
receive their corresponding parts, Ci ← fu and S ← gw,
from a split model, hθ = fu · gw. Then, they initialize their
model weights, ui and w. During a global epoch, following
a round-robin manner, each client Ci starts its training with
the server, following the simple vanilla SL procedure, which
is demonstrated by the inner while loop (lines 2 − 10). Note
that the box (lines 5 − 8) represents the operations executed
at the server, and the transmission of data between clients
and the server (e.g., smashed data, labels, gradients, etc.) is
done via a network connection. Once the training of N clients
is completed, we have N different local models combined
with the server model to form N different deep models (i.e.
hθi = fui

· gw where 1 ≤ i ≤ N ). After training, each client
performs inference on its live data using its local private model
in combination with the shared server model. In contrast to SL
and SFL, P-SL maintains the client-server collaboration but
prohibits weight exchanges among clients, thereby reducing
local computation, which will be examined in the following.

C. Computation analysis

The convergence guarantee of pure SL on homogeneous
data is straightforward and can be reduced to the case of SGD
[31]. However, the non-local-weight-sharing of P-SL intro-
duces additional challenges due to the presence of multiple
different local models that can be individually combined with
the server model, denoted as hθi = fui · gw for training.
Let’s consider gw as the primary deep model being trained
on the smashed data of all clients. If the training (smashed)
data remains stable (with minimal changes), the convergence
of P-SL can be simplified to the SGD case. Therefore, the
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TABLE I
COMPUTATION AND COMMUNICATION COSTS AT A CLIENT OF SL, SFL,

AND P-SL DURING ONE GLOBAL EPOCH.

Scheme Computation Communication
SL |X|

N
CP + CU 2

|X|
N

S + 2|U |
SFL |X|

N
CP + CU 2

|X|
N

S + 2|U |
P-SL |X|

N
CP 2

|X|
N

S

convergence of P-SL relies on the convergence of each client.
After a few training rounds, when a client’s local model
has converged, indicating small local weight updates, the
corresponding smashed data from that client also stabilizes.
Stable training data facilitates the convergence of the server-
side model’s training. Additionally, the learning of the server-
side model is influenced by the size of the training data,
specifically the size of the smashed data. A larger smashed
data size leads to a more extensive training dataset, resulting
in a more complex server-side model (e.g., more layers)
required to learn and memorize. This insight aligns with
the experimental findings in [26], [27], where the authors
evaluate model accuracy with different cutting points (which
determine the division of the deep model for deployment on
clients and the server, respectively). Performance tends to
degrade when the client model is thicker (possessing more
local layers) because it requires more time to converge, and
the corresponding smashed data size also increases. However,
for low-end devices, it is preferable to have thin client models,
which will facilitate the learning performance of P-SL, as
discussed above.

In order to analyze total computation and communication
costs of P-SL and provide a comparison to SL and SFL,
we assume a balanced data distribution for simplicity. Let’s
consider the following variables: N as the number of clients,
|X | as the total number of dataset items, S as the size of the
split layer (the last layer of fu), CP as the computation cost
for processing one forward and backward propagation on fu
with one data item, CU as the cost for updating a client’s
local weights from the received weights from the previous
client or the Fed server, and |U | as the size of the local model
fu. Table I demonstrates that the formulated computation and
communication costs at the client side in P-SL are lower than
SL and SFL, respectively, due to the absence of local weight
sharing. The reduction in costs depends on the size of the
local model and is independent on data distribution. The factor
of 2 in the communication costs represents the uploading of
smashed data and the downloading of corresponding gradients
(2 |X |N S), or the uploading and downloading of local models
(2|U |) at the client side.

IV. P-SL FOR SCALABLE AND DYNAMIC ENVIRONMENTS

In this section, we further investigate and propose ap-
proaches to enhance the performance of P-SL in a dynamic
environment where multiple server instances exist or newly
participating clients arrive.

Fig. 3. Parallelizing P-SL with two server instances.

A. Parallelizing P-SL with multiple server instances

In the proposed P-SL, each client conducts collaborative
training with the server separately. This results in high latency
and large idle time at the client side, as only one client is active
during training. Therefore, we can process clients’ training
simultaneously if multiple server instances are available. In
Fig. 3, paralleling P-SL follows the steps below in each round:

1) Setup phase: During this phase, all clients receive the
same model fu, and the server starts with model gw. The
server sets up a pool of m instances (in this example,
there are two instances).

2) Client computation: Clients connect to the server and are
associated with available instances. Then, they perform
forward propagation on their local models using their
local data in parallel and independently. Afterwards, they
send their smashed data to the server.

3) Server computation: The corresponding server instances
perform forward-backward operations on the received
smashed data from the clients and send back the com-
puted gradients.

4) Client-server collaboration: The collaborative training
between a client and the corresponding server instance
is indicated by label 1©. Upon completing the training,
resulting in a pair client-server model, fui

· gwj
, the

server instance becomes available and waits in the pool
for the next client to connect (label 3©).

5) Server model aggregation: When a server instance be-
comes available after training, a snapshot of the server
model weights, wj , is recorded (label 2©). After a certain
period of time or a predetermined number of snapshots
is recorded, the server aggregates (using the Avg(.)
function) all snapshots to form a new version of the
server model weights, w∗. Then all server instances, gwj

,
update their weights to the new aggregated weights, w∗,
for the next round of training.

It should be noted that the aggregation of the server models,
gwj

, is performed asynchronously, and the degree of paral-
lelization depends on the number of server instances. The par-
allelization of P-SL differs from the client-side parallelization
in SFL, as it does not require the Fed server for local model
aggregation.
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B. P-SL with newly participating clients

1) A case study: In practice, setting up training when all
clients simultaneously participate presents challenges due to
the unstable nature of IoT/mobile devices. While previous
studies, such as [11], have examined offline clients’ par-
ticipation during training, there is limited research on the
scenario where a new client with its data wants to join the
training to benefit from the knowledge acquired by existing
clients. In order to address this real-world situation, we
conduct experiments involving 6 clients, where we initially
allow 4 clients (C1, C3, C4, C6) to collaboratively learn their
models using P-SL, referred to as the first training phase.
Subsequently, C2 and C5 join the training at a later stage,
which we refer to as the second training phase. Both C2

and C5 possess their own data and aim learn their models
while leveraging the knowledge from other clients’ data. Two
possible solutions can be considered for the second training
phase: 1. Training all clients, which would impose additional
overhead on the existing clients; and 2. Training only the new
arriving clients, reducing training complexity. While a hybrid
approach, involving training new clients for a few epochs and
then training all clients together, is also possible, we focus on
the extreme cases (train all or train new) to study the impact
of introducing new information to existing knowledge.

TABLE II
ACCURACY (%) RESULTS OF 6 CLIENTS, WITH 2 JOINING LATE

ON FASHION DATASET.

Client C1 C2 C3 C4 C5 C6

Training stage Balanced data distribution
1st w. 4 clients 91.4 91.5 91.6 91.4

2nd w. ALL clients 92.6 92.6 92.6 92.4 92.3 92.3

2nd w. NEW clients 91.0 91.4 90.9 90.6 91.6 91.2
Training stage Imbalanced data distribution
1st w. 4 clients 88.7 91.0 91.6 92.1

2nd w. ALL clients 90.5 90.2 92.3 92.6 92.6 93.2

2nd w. NEW clients 87.5 89.8 91.0 91.2 92.1 92.1

We conduct experiments on both the Fashion and CIFAR10
datasets to investigate the scenarios involving new clients
joining the training process. The detailed settings are deferred
to the experimental evaluation section. Table II presents the
accuracy results of the first training phase (without C2 and
C5), the second training phase with solution one (training all
clients), and solution two (training new clients only). Please
note that all training are performed using P-SL. From the
obtained results, we observe that training all clients helps
new clients learn their deep models while slightly improving
the accuracy of existing clients (e.g., C1 and C6) due to the
reinforcement learning from the newcomers’ data. Conversely,
training only the new clients leads to the server forgetting
the knowledge learned from existing clients, thereby reducing
the learning performance of the new joining clients (C2 and
C5). Additionally, the accuracy of the existing clients also
decreases due to the updating of the server model during
training with the new clients. Similar effect can be observed
in Fig. 4, which visualizes the results on CIFAR10. After the
second training phase with the new clients only, the accuracy
of the existing clients dropped by 10% − 20% with both

balanced and imbalanced data, indicating the phenomenon of
forgetting in deep learning. Therefore, training all clients when
newcomers join is a suitable approach to maintain the benefits
of collaborative learning. However, retraining the existing
clients incurs network and computation overhead, which is
a limitation for low-end devices.

(a) Balanced data (b) Imbalanced data

Fig. 4. Accuracy (%) results of 6 clients, with 2 joinings late on CIFAR10
dataset.

In summary, our experiments on P-SL involving clients join-
ing after the initial learning phase demonstrate that retraining
the entire network is beneficial for newcomers and enhances
the performance of existing clients. However, this approach
also incurs additional costs for the existing clients, which can
be a disadvantage, particularly for low-end devices. In this
context, it is preferable that existing clients do not need to
retrain, which in turn reduces accuracy due to the forgetting
phenomenon.

2) Cached-based P-SL algorithm: In order to address the
issue of forgetting, we propose an enhanced method for
training only newcomers to reduce the additional cost of
retraining while preserving the knowledge acquired by existing
clients. Our approach involves caching the smashed data sent
from clients to the server during training, which enhances
the learning process of the server model. By caching the
data, the server can review knowledge while incorporating
new information, mitigating the catastrophic forgetting phe-
nomenon that can occur when a model is serially trained
among clients. To incorporate caching into the server part of P-
SL, we modify the execution as depicted in the box from line

Algorithm 2 Server executes in cache-based P-SL.
Input: Smashed data and labels from Clienti
Output: Gradients of the split layer to Clienti

1: Server caches Clienti’s smashed data and labels
2: if cache pool is not empty then
3: Server randomly selects some smashed data and

labels from cache pool
4: Server concatenates the cached smashed data into

Clienti’s smashed data
5: Server concatenates the cached labels into Clienti’s

labels
6: Server propagates the concatenated data on its layers
7: Server computes errors based on the concatenated labels
8: Server back-propagates the gradients until its first layer
9: Server slices the gradients based on the split layer’s size

10: Server sends the sliced gradients of split layer to Clienti
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5 to line 8 in Alg. 1. This modification enables the server to
cache smashed data from all clients. Subsequently, this cached
data can be combined with incoming smashed data during
the training of the next client, allowing the server to ‘review’
previous knowledge. The specific details of this modification
are presented in Alg. 2.

For each iteration of client Ci’s training, upon receiving
the smashed data, zi = fui

(xtraini ), and the corresponding
labels, ytraini , the server stores them in a cache pool (line 1).
Before performing forward propagation, the server randomly
selects cached data (zcache, ycache) from the cache pool and
concatenates it with the incoming smashed data and labels
from client Ci to form ([zi, z

cache], [ytraini , ycache]) as shown
in lines 3 − 5. Subsequently, the server proceeds with the
forward and backward passes using the concatenated data as
usual (lines 6 − 9). Let L denote the loss function used to
measure the discrepancy between the ground-truth labels and
the model’s predicted outputs. The gradients at the server’s
last layer are computed as follows:

∇L(outputs, labels) =
∇
ui,w

[
L
(
gw([zi, z

cache]), [ytraini , ycache]
)]

It is important to note that the computed gradients for the split
layer have the size of the concatenated data instead of the size
of zi. Therefore, the server needs to slice the gradients to fit
the size of zi before sending them to the client (line 9). The
execution in clients remains the same as in P-SL, as shown in
Alg. 1. From the above equation, the gradients are computed
not only based on the errors from training with Ci’s data but
also from other clients’ data (cached smashed data and labels).
Consequently, by updating gw using these gradients, the server
can simultaneously learn new knowledge from Ci’s data and
review knowledge previously acquired from other clients’ data.

3) Computation and privacy analysis: In cache-based P-
SL, we have made modifications only to the server’s pro-
cedure, ensuring that the cost at the client side remains the
same as in P-SL. The additional costs incurred at the server,
such as storing cached data and processing concatenation, are
considered acceptable because the server is assumed to pos-
sess sufficient computing resources to serve multiple clients.
Moreover, we have the flexibility to control the size of the
cached data, allowing us to adjust the server’s performance
accordingly. As a result, cache-based P-SL does not increase
the cost at the client side, thereby preserving the benefits when
applied to IoT/mobile environments.

In terms of data privacy, P-SL already safeguards against
sharing local weights among clients, thereby reducing the risk
of model inversion attacks by a malicious client. Additionally,
the caching approach in cache-based P-SL does not violate any
privacy concerns, as the cached data is public by default in SL,
and clients willingly to share it with the server to derive the
utility of the learning process. In summary, cache-based P-SL
does not increase the cost at the client side or compromise the
privacy of local private data. However, there is an additional
overhead in terms of computing and storage resources at the
server, which is more feasible to handle compared to low-

end devices at the client side. To comprehensively evaluate
the learning performance of the proposed scheme, we conduct
experiments and present the results in the following section.

V. EXPERIMENTAL EVALUATION

In order to conduct experiments for evaluating the perfor-
mance of the proposed P-SL, we consider classification tasks
on small-scale image datasets using deep models based on 2D-
CNN. Table III provides a summary of the selected datasets
along with the corresponding Very Deep Convolutional Net-
works (VGG) [32] based deep models. The deep models are
divided into two parts: the first two convolutions are deployed
at the clients, while the rest of the model resides on the server.

TABLE III
DATASETS AND CORRESPONDING DEEP LEARNING MODELS

Dataset Input size Samples Deep model architecture
Client side Server side

Fashion 1× 28× 28 60, 000 2conv 4conv+1dense
CIFAR10 3× 32× 32 60, 000 2conv 8conv+1dense

In these evaluations, we select two datasets: Fashion [33]
and CIFAR10 [34], both of which consists of 10 classes and
have separate train and test sets. We distribute a total of 60k
samples from the train set among N clients and evaluate the
learning performance of each client using the same test set. To
simulate an imbalanced data distribution, we assign a varying
number of samples to each client following a half bell curve of
the standard normal distribution. Table IV provides the details
of the total number of data samples allocated to each client
for the case of N = 6 clients.

TABLE IV
IMBALANCED DATA DISTRIBUTION FOR 6 CLIENTS

Client index C1 C2 C3 C4 C5 C6

Splitting ratio 1% 3% 9% 19% 30% 38%
No. of samples 600 1.8k 5.4k 11.4k 18k 22.8k

A. P-SL training accuracy

Using the selected datasets and local data distributions
described in the previous section, we implement P-SL with
N = 6 clients and a central server. After training, we measure
the learning performance of each client when performing
inference on a test set collaboratively with the server (hθi =
fui ·gw). We compare the results with multiple SL, referred to
as mSL, where we set up N different SL processes between
N client-server pairs (hθi = fui

· gwi
). Note that, with mSL

we have 6 different server instances, while P-SL uses a single
shared instance of the server model. We also include the results
of SL and SFL for benchmarking reference in Table V.

TABLE V
BENCHMARKING ACCURACY (%) OF SL AND SFL

Dataset Balanced data Imbalanced data
SL SFL SL SFL

Fashion 93.7 93.1 93.7 93.4
CIFAR10 85.6 84.2 85.4 84.6
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TABLE VI
ACCURACY (%) RESULTS WITH FASHION DATASET

Client C1 C2 C3 C4 C5 C6

Scheme With balanced data
mSL 89.5 90.1 89.8 90.0 89.9 90.2
P-SL 92.5 92.5 92.4 92.6 92.6 92.6
Scheme With imbalanced data
mSL 78.6 84.9 88.2 90.4 91.1 92.1
P-SL 88.8 91.1 92.1 92.8 92.9 92.9

The training accuracy of each client with the Fashion dataset
is presented in Table VI, while the results with the CIFAR10
dataset are visualized in Fig. 5. With mSL, the accuracy
of each client depends on the amount of data samples held
by that client, as expected. Therefore, under balanced data,
these clients have similar accuracy (around 90% with Fashion),
while their accuracy ranges from lower (C1 with 78.6%) to
higher (C6 with 92.1%) values with imbalanced data (see
Table VI). We can visually observe similar results in Fig.
5, which shows the results using CIFAR10, a more complex
and difficult dataset that leads to a higher accuracy difference
between clients with fewer and more data samples.

(a) Balanced data (b) Imbalanced data

Fig. 5. Accuracy (%) results with CIFAR10 dataset.

In the proposed P-SL, despite the separate training of local
models, the learning performance is better than mSL attribut-
ing to the shared server model, which aggregates knowledge
from all clients. P-SL achieves a 3% higher accuracy with the
Fashion dataset and a 12% higher accuracy with the CIFAR10
dataset compared to mSL under a balanced data distribution.
Under an imbalanced distribution, the results are even more
impressive as we observe significant accuracy improvements
for clients with fewer data, such as C1, C2, etc. (see Fig.
5b). This demonstrates the benefit of P-SL in collaborative
learning, even without weight sharing among clients. We also
compare our results with SL and SFL, which achieve state-of-
the-art collaborative learning performance. By sharing local
models among clients, knowledge is aggregated at both the
client and server sides, resulting in higher accuracy for SL
and SFL compared to P-SL, which only aggregates knowledge
at the server. In summary, our experiments demonstrate that
P-SL, without local weight sharing, still benefits collaborative
learning between multiple clients and a central server. Under
imbalanced data distribution, clients with fewer data can learn
more by training with clients having more data.

In our experiments, we follow a fixed training order for
the clients, starting with C1, followed by C2, and so on
up to C6. This fixed training order may have an impact on

the accuracy performance since the learning process can be
influenced by the presence of more or fewer data samples
during training, especially under imbalanced data distribution.
However, a detailed investigation of the training order and its
effects is deferred to the next section for further analysis and
discussion.

B. Privacy preservation at client side with P-SL

We conduct experiments to evaluate the privacy preservation
of P-SL. During the training process, we employ model inver-
sion attacks to reconstruct the raw data of all clients using the
smashed data that clients send to the server. Specifically, these
experiments are conducted with 6 clients under a balanced
data distribution. While all clients are engaged in training, we
train a decoder using the local weights and data of a client,
which in our case is client C1 (representing a malicious client
who is curious about the data of other clients). The trained
decoder is used to reconstruct raw data from the smashed data
that any client sent to the server. Based on this experiment
setup, we evaluate the privacy preservation by measuring the
amount of data leakage from clients’ raw data. Data leakage
is quantified using the SSIM [35], which is a perceptual
metric that assesses image quality degradation. SSIM provides
a measure of similarity between the raw and reconstructed
images and has been commonly used in previous works to
evaluate data leakage, such as in [13], [30], [36]. Unlike other
metrics like MSE or PSNR, SSIM offers a more intuitive and
interpretable metric, where values range between 0 and 1. A
value of 0 indicates the least similarity, while a value of 1
represents the highest similarity, indicating the most leakage.

Fig. 6. Data leakage at client side in P-SL: raw private image (leftmost) and
the reconstructed ones using smashed data of C1, C2, and C3, respectively.

Fig. 6 demonstrates the reconstructed images from other
clients assuming that C1 is malicious. The decoder is trained
using C1’s local model and its raw data, resulting in clear re-
constructions from C1’s smashed data. However, the quality of
reconstruction significantly drops when applying the decoder
to the smashed data of other clients. The reconstructed images
from C2 and C3 in Fig. 6 are vague and contain high noise
compared to the raw images. The numerical results presented

TABLE VII
DATA LEAKAGE (SSIM) COMPARISON BETWEEN P-SL, SL,

AND SFL WHEN C1 IS THE ATTACKER.

Scheme C1 C2 C3 C4 C5 C6

SL 0.97 0.96 0.95 0.95 0.95 0.95
SFL 0.97 0.97 0.97 0.97 0.97 0.97
P-SL 0.97 0.50 0.51 0.52 0.53 0.50
P-SL* 4e-4 1e-2 1e-2 2e-2 1e-2 2e-2
*: Data leakage is measured using the MSE metric.
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in Table VII reveal that the reconstruction quality (SSIM value)
of all clients (except C1) in P-SL is only around 0.5. On the
other hand, with SL and SFL, as partially visualized in Fig.
1, C1 can almost entirely reconstruct the raw data of all other
clients, with SSIM values exceeding 0.95. This is similar to
C1 self-reconstructing its own data.

The last row of Table VII presents the leakage of P-
SL measured by MSE between the raw and reconstructed
data. The results show that the errors in reconstructing data
for clients C2 to C6 are more than 100× higher than the
reconstruction error for C1. While a value of 0 in the MSE
metric indicates full leakage (no reconstruction error), there
is no upper bound for non-leak or partial leak scenarios.
Additionally, the correlation of leakage among clients does not
exhibit a clear and meaningful trend when using MSE, unlike
when using SSIM. Therefore, we primarily present the leakage
measure using the SSIM metric. In [30], the authors made
a similar observation and suggested using SSIM to measure
leakage instead of MSE and its related PSNR.

TABLE VIII
DATA LEAKAGE OF P-SL UNDER IMBALANCED DATA

WITH DIFFERENT ATTACKERS.

Attacker C1 C2 C3 C4 C5 C6

C1 0.95 0.32 0.51 0.53 0.48 0.39
C6 0.42 0.45 0.60 0.71 0.73 0.97

We also conduct experiments with imbalanced data and ob-
tained similar results, as presented in Table VIII. Based on the
experimental results, we can conclude that P-SL outperforms
SL and SFL in preserving data privacy at the client side.
However, it is important to note that the SSIM values between
reconstructed and raw images in P-SL are still significantly
different from 0, indicating the presence of leakage. This
leakage can be attributed to the query-free attack described
in [13], where the attacker does not require knowledge of the
target model or the ability to query it. The only assumption
for this type of attack is that the attacker and the victim
share the same data distribution. In our experiments, the data
is uniformly distributed among all clients, regardless of the
number of samples they have. Therefore, the local model of
the attacker acts as the shadow model for the query-free attack,
leading to partial data leakage. Furthermore, an interesting
observation from Table VIII is that attackers with more data
(e.g. C6) can reconstruct higher quality images compared to
the ones with fewer data (e.g., C1).
Comparison to differential privacy. Noise-based protection
techniques, such as differential privacy (DP) [37], are com-
monly used to ensure guaranteed privacy for user’s private
data. Recently, various approaches [18], [20], [30], [38] have
been proposed to apply local DP for protecting user data
privacy in SL. This makes DP a competitive approach when
considering the defined threat model mentioned above. In
order to compare DP to P-SL, we utilize the Laplace mech-
anism, as described in [30]. However, it is important to note
that there exists a trade-off between accuracy and privacy.
Increasing the amount of added noise for higher privacy leads
to a reduction in model accuracy. In this context, we define
privacy as the dissimilarity between the reconstructed and raw

Fig. 7. Accuracy - privacy trade-off comparison between P-SL and DP with
various noise levels.

data, represented by (1−SSIM). The results are shown in Fig.
7, where we also plot the results of P-SL. The experiments
are conducted on the Fashion dataset with varying levels of
noise. From the figure, it is evident that DP (line) exhibits
a trade-off, wherein sacrificing accuracy results in higher
privacy. On the other hand, the result of P-SL (dot) stays above
the line, indicating that P-SL preserves more privacy (greater
dissimilarity in reconstruction) with less sacrifice in accuracy.
According to the experiments, P-SL achieves privacy similar
to applying DP with ε = 1, while maintaining an accuracy
comparable to utilizing DP with ε = 3. Therefore, P-SL is
a more efficient method than DP in defending against model
inversion attacks.

C. P-SL in dynamic environments

1) With multiple server instances: Table IX presents the
experimental results of parallelizing P-SL with 6 clients and
2 server instances. Each client is randomly associated with
a server instance to perform the training. With two servers
available, two groups of clients can process training in parallel,
theoretically speeding up the training by a factor of two.
Based on the reported results, it is evident that parallelized
P-SL achieves similar results to sequential P-SL, where we
sequentially train each client with a single server. Therefore,
parallelized P-SL can be considered ‘scalable’, as it speeds up
the training without compromising the model’s accuracy.

TABLE IX
ACCURACY (%) RESULTS WHEN PARALLELIZING P-SL

WITH TWO SERVER INSTANCES.

Client C1 C2 C3 C4 C5 C6

Data dist. Fashion dataset
Balance 92.1 92.3 92.4 92.2 92.1 92.1
Imbalance 90.0 91.0 92.2 92.6 92.8 92.7
Data dist. CIFAR10 dataset
Balance 81.0 81.6 81.8 81.4 81.4 81.5
Imbalance 59.1 74.6 81.1 83.1 84.1 83.8

2) Training newcomers: By leveraging cached data during
the training of new clients, cache-based P-SL facilitates the
review of previous knowledge, resulting in more stable perfor-
mance and higher accuracy for both new and existing clients.
Fig. 8 illustrates the learning performance of newcomers (C2

and C5) and existing clients (C1, C3, C4, and C6) using P-SL
(left column) and cached-based P-SL (right column) on the
Fashion and CIFAR10 datasets. Through the use of caching,
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(a) Fashion dataset (b) CIFAR10 dataset

Fig. 8. Learning performance comparison between non-cached (left column) and cached-based (right column) P-SL with Fashion and CIFAR10 datasets when
training newcomers, C2 and C5 (second training).

learning with only newcomers in P-SL becomes more stable,
and the accuracy achieved is comparable to that of retraining
the entire network. Therefore, we can train newcomers exclu-
sively using cache-based P-SL, thereby saving the additional
cost associated with full retraining while experiencing only a
slight reduction in the accuracy of existing clients.

3) Order of clients in training: In the previous section,
we have mentioned the impact of the order in which clients
participate in the training on the final accuracy, particularly
in scenarios with imbalanced data distribution where some
clients have more data than others. We conduct experiments
with P-SL, where each epoch, we randomly select the order
of clients to participate in the training with the server. We
compare the learning performance to the fixed order, which
starts from C1 and ends at C6 each epoch, to assess the effect
of client order. The experimental results reveal no significant
difference between training with a fixed or random order under
balanced data distribution. Due to the similar quantity and
distribution of data, the learning performance of the server
with C1 is also similar to that of any other client. However,
under imbalanced data distribution, the learning performance
of the server with clients having more data would differ from

(a) Without caching (b) With caching

Fig. 9. Learning performance of P-SL on imbalanced CIFAR10 where the
order of clients participating in the training each epoch is random.

those with fewer data. We plot the learning performance of
P-SL in Fig. 9a, where it can be observed that the achieved
accuracy is not stable. However, when using cache-based P-
SL (shown in Fig. 9b), the caching approach demonstrates its
effectiveness in stabilizing the learning curve.

4) Training with Non-IID data: As the training data col-
lected by the individual clients based on their local environ-
ment and usage patterns, it is practical to assume that it is
non-IID distributed, e.g., data collected from a single person
can only be obtained [39]. Going forward, we continue to
evaluate the learning performance of our proposed method in
a non-IID setting, which simulates the worst-case statistical
heterogeneity of local data. Following the non-IID setting
described in [11], we distribute data from only half of the
classes (5 out of 10) to each client. The accuracy results
obtained after the full training process of SL, SFL, and P-SL
with and without caching are reported in Table X. The results
demonstrate that all the evaluated schemes are sensitive to non-
IID data, as the learning objectives of each client diverge when
the training data is heterogeneous [11]. These findings align
with those in [10], [11], where SL performs worse than SFL in
non-IID settings. Our proposed P-SL is particularly sensitive to
non-IID data due to the absence of client-side synchronization.
Unfortunately, although caching helps stabilize the training
loss, it only slightly improves learning accuracy, limiting the
applicability of P-SL in non-IID settings. However, caching
supports the learning of SL and SFL in non-IID data scenarios,

TABLE X
ACCURACY (%) RESULTS OF P-SL, SL, AND SFL W/W.O. CACHING

UNDER NON-IID DATA DISTRIBUTION.

Fashion dataset CIFAR10 dataset
Scheme P-SL SL SFL P-SL SL SFL
Without caching 54.6 54.8 58.2 45.5 52.8 53.8
With caching 56.1 92.8 91.2 47.2 83.2 80.0
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enabling them to achieve comparable results to those obtained
in IID data settings (both balanced and imbalanced). This
advancement promotes the development of SL in non-IID data
environments, an area that has received limited study thus far.

Based on the above experiments, we can conclude that
caching plays a crucial role in stabilizing and maintaining
the learning performance of P-SL. As for parallelization to
speed up training, this caching approach can be extended to
the server with multiple instances that share a cache pool.
Furthermore, the strategy for caching, such as determining
which and how much data to cache, will be a topic for future
research.

VI. CONCLUSION

This paper aims to address the issue of data leakage in
traditional SL and its variants that arise from the sharing of
local weights during client training. We propose and analyze
a variant called SL without local weight sharing, P-SL, to en-
hance privacy preservation for user data. Experimental results
across various data distributions demonstrate that P-SL enables
collaborative learning from distributed clients while reducing
data leakage at the client side by half, while maintaining
comparable accuracy to SL and SFL. Furthermore, P-SL can
be parallelized to expedite client training without sacrificing
model accuracy. We also investigate P-SL in a dynamic
environment where new clients join the training, which can
impact the existing clients due to the forgetting phenomenon.
To address this, we propose a server-caching mechanism
for P-SL, which facilitates the review of learned knowledge
during training with newcomers. Experiment results show that
cached-based P-SL stabilizes the learning performance and
allows for training only the late-arriving clients, reducing
client-side overhead while mitigating the server-side forgetting
issue. In conclusion, this paper presents P-SL as an effective
approach for preserving user data privacy in collaboratively
distributed learning, particularly for IoT/mobile devices in
real-world dynamic environments. Future research directions
include exploring caching strategies to enhance the proposal
further.
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