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Abstract—Over-the-air computation has the potential to in-
crease the communication-efficiency of data-dependent dis-
tributed wireless systems, but is vulnerable to eavesdropping.
We consider over-the-air computation over block-fading additive
white Gaussian noise channels in the presence of a passive eaves-
dropper. The goal is to design a secure over-the-air computation
scheme. We propose a scheme that achieves MSE-security against
the eavesdropper by employing zero-forced artificial noise, while
keeping the distortion at the legitimate receiver small. In contrast
to former approaches, the security does not depend on external
helper nodes to jam the eavesdropper’s received signal. We
thoroughly design the system parameters of the scheme, propose
an artificial noise design that harnesses unused transmit power
for security, and give an explicit construction rule. Our design
approach is applicable in both cases, if the eavesdropper’s
channel coefficients are known and if they are unknown in the
signal design. Simulations demonstrate the performance, and
show that our noise design outperforms other methods.

I. INTRODUCTION

While in former wireless communication networks, the
communication protocols were designed separately from the
network services, next generation systems are envisioned to
natively integrate a large variety of services [1]. These services
shall be hosted at the wireless or network edge. The massive
amounts of data that are exchanged in applications such as
Federated Learning (FL) [2] limit the system performance.

Over-the-air computation has been proposed as an idea to
overcome this bottleneck by jointly designing the communica-
tion and computation [3], [4]. It was shown to be applicable in
the context of wireless sensor networks [5], [6], and recently
received a lot of attention for the model aggregation in FL over
wireless networks [7]–[10]. The main idea is to leverage the
superposition property of the linear wireless multiple-access
channel and create interference between the users’ signals
intentionally. Thereby, the computation is implicitly performed
over the air. Instead of reconstructing individual user inputs,
the receiver extracts the (noisy) computation result directly
from the received signal. While opening new opportunities for
communication-efficient services, the multiple-access nature
of the wireless channel poses challenges on the security of
the computation process, as an eavesdropper can overhear
the analog communication. This problem, which we refer
to as secure over-the-air computation, has been previously
addressed in [11]–[13]. These works achieve security of the
computation result through friendly jamming, either by using
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a full-duplex receiver [11], by adaptively selecting users as
jammers [12], or by an additional helper node [13]. All these
previous works consider the mean squared error (MSE) at
the eavesdropper as the security metric, which has a strong
practical meaning for the achievable computation precision at
the eavesdropper. In FL applications, the MSE directly relates
to convergence properties of the learning algorithm.

The objective of this work is to ensure security of the
computation result when employing over-the-air computation
over an additive white Gaussian noise (AWGN) multiple-
access channel. We consider a set of users, a legitimate
receiver, and a passive eavesdropper who tries to guess the
computation result from the received signal. Since the compu-
tation happens over an analog channel, our goal is to find an
analog transmission scheme that guarantees a large distortion
for the computation result at the eavesdropper, while the
legitimate receiver can achieve a low distortion. Similar to
previous works, we adopt the MSE at the eavesdropper as
the security metric. In distinction to these works, however,
our scheme does neither rely on an external jamming signal,
nor does it require full-duplex transceivers. Our approach is
inspired by the idea from [14]–[16] to add zero-forced artificial
noise to the transmitted signal values. Applying this approach
to over-the-air computation, however, requires a sophisticated
signal design, since the users have to align the transmitted
signal levels. This leads to new trade-offs between security,
computation error, and channel quality.

Concurrently and independently from this work, the same
idea is used in [17] to preserve privacy of the user inputs
against an eavesdropper in the context of FL. Additive artificial
noise is harnessed for privacy and is designed to minimize its
impact on the learning performance at the legitimate receiver.
Although we use the same methodology, our focus is different
as we do not consider privacy of the input data, but aim at
securing the computation result against the eavesdropper.

II. PROBLEM SETTING

A. Over-the-Air Function Computation

We consider a setting where M mobile users with data
u1, . . . ,uM ∈ Rk contribute to a distributed computation task

f(u1, . . . ,uM )i = fi(u1,i, . . . , uM,i), i = 1, . . . , k

with fi : RM → R. A central server at the base station, who is
the legitimate receiver, wants to retrieve the function f and co-

ar
X

iv
:2

21
2.

04
28

8v
2 

 [
cs

.I
T

] 
 2

2 
D

ec
 2

02
2



ordinates the process. The functions fi are nomographic [18],
i.e. they can be written as

fi(u1,i, . . . , uM,i) = ψi

(
M∑
m=1

φm,i (um,i)

)
with pre-processing functions φm,i : R → R and post-
processing functions ψi : R → R, cf [4], [19]. W.l.o.g., we
consider linear post-processing functions, i.e.

fi(u1,i, . . . , uM,i) =

M∑
m=1

φ̃m,i (um,i)

where φ̃m,i, m = 1, . . . ,M is the effective pre-
processing function at user m for coordinate i. We define

γm =
(
φ̃m,1(um,1), . . . , φ̃m,k(um,k)

)T
∈ Rk to be the pre-

processed1 input data at user m and write the objective
function f by means of an effective function f̃ as

s = f(u1, . . . ,uM ) = f̃(γ1, . . . ,γM ) =
∑
m

γm.

For the sake of simplicity, we assume that the inputs are
i.i.d. with each following a zero-mean Gaussian distribution,
i.e. γm ∼ N (0,Σ). We also assume that the inputs are
normalized to unit power, i.e. E

[
‖γm‖

2
]
= Tr (Σ) = 1.

B. Channel Model

x1

...

xM

Block Fading
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+

y

z
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(
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(
0, σ2

zI
)

Xh
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Fig. 1. AWGN multiple-access wiretap channel with block fading.

We assume that users, the eavesdropper and the legitimate
receiver are single-antenna devices. Furthermore, no com-
munication between the users is allowed, since over-the-air
computation is particularly relevant for scenarios where data
shall not be exchanged between users, for instance in FL.
We model our problem as an AWGN multiple-access wiretap
channel with block fading, which is illustrated in Fig. 1. For
transmission, user m maps the input γm onto a transmit signal
xm ∈ Rn. The channel weights the signal from user m by
the block channel coefficient, hm and gm respectively, and

1In the context of distributed machine learning, pre-processing commonly
represents a gradient or model computation while the post-processing repre-
sents a model update at the central server.

adds Gaussian noise. This produces output y at the legitimate
receiver and z at the eavesdropper. The channel outputs are

y =

M∑
m=1

hmxm + ny = Xh + ny,

z =

M∑
m=1

gmxm + nz = Xg + nz,

where X = (x1, . . . ,xM ) ∈ Rn×M . The channel coefficients
h = (h1, . . . , hM )

T ∈ RM from the users to the legitimate
receiver and g = (g1, . . . , gM )

T ∈ RM from the users to
the eavesdropper are independent and distributed according
to a Rayleigh distribution with scale σh and σg respectively.
The channel outputs are distorted by additive Gaussian noise
ny ∼ N

(
0, σ2

yI
)

and nz ∼ N
(
0, σ2

zI
)

respectively. For the
sake of simplicity, we assume real-valued channel coefficients
real-valued signals. Our approach and results can be easily
generalized to the complex case however.2

Perfect channel state information (CSI) for the legitimate
receiver is assumed, i.e. the central server knows h. We
consider both, the case in which the eavesdropper’s CSI is
unknown, and the case in which it is known to the central
server. The latter may be the case in a mobile radio network
scenario where the eavesdropper is an active user in the system
but untrusted by the legitimate receiver [11]. In addition to the
wireless channel, we assume a secure channel from the central
server to the trusted contributing users, which is required in
order to enable the joint design of the users’ transmit signals.

We assume without loss of generality that h1 ≤ · · · ≤ hM .
The transmit power at each user is limited by the power
constraint E

[
‖xm‖2

]
≤ P . As it is common for over-the-

air computation [20], we consider an uncoded transmission
in the sense that xm is given by precoding of γm, but no
channel code is applied, and thus, it holds k = n. Thereby, it is
guaranteed that the receiver can decode (estimate) the objective
s from the received value y. The uncoded transmission is
motivated by [20], which shows that uncoded transmission
achieves the minimum distortion at the legitimate receiver in
the given setting. Formally, we define the distortion by means
of the MSE. As a security measure, we adopt the concept of
MSE-security from [13].

Definition 1. Let f̃ : Rk → Rk be the objective function.
Let D,S ≥ 0 be real numbers. We say that an over-the-air
computation scheme is MSE-approximate with approximation
level D if there exists an estimator dy : Rn → Rk, such that

E
[∥∥∥dy(y)− f̃ (γ1, . . . ,γM )

∥∥∥2] ≤ D.
We say that an over-the-air computation scheme is MSE-secure
with security level S if for every estimator dz : Rn → Rk, we
have

E
[∥∥∥dz(z)− f̃ (γ1, . . . ,γM )

∥∥∥2] ≥ S.
2If complex signals are considered, the transmission rate increases by a

factor of two, since real and imaginary signal parts can be utilized to carry
information.



The expectation is taken over the joint distribution of
(γ1, . . . ,γM ) and y or z respectively.

III. SECURE OVER-THE-AIR COMPUTATION SCHEME

The core idea of our secure over-the-air computation scheme
is to employ carefully designed additive artificial noise such
that it confuses the eavesdropper while not impacting the
legitimate receiver.

A. General framework
The transmit signal for user m is defined as

xm = ch−1m γm + wm.

For each user, we scale the input by the inverse of the channel
coefficient in order to compensate for the fading. Next, the
signal is scaled by a factor c to meet the power constraint. Note
that a common scaling factor has to be used by all users in
order to guarantee an unbiased result at the legitimate receiver.
Finally, we add artificial noise by a random vector wm ∈ Rn.
We take on a zero-forcing approach for the artificial noise
design. The artificial noise signals are jointly designed as

(w1, . . . ,wM ) = VA

where A ∈ RM−1×M and the rows of A are a basis of the null
space of the channel vector h, i.e. Ah = 0. Generating the
artificial noise within the null space of the legitimate receiver’s
channel makes sure that it is zero-forced for the legitimate
receiver and only affects the eavesdropper. We choose the
entries of the matrix V ∈ Rn×M−1 i.i.d according to N (0, 1).
The artificial noise signals can be jointly designed at the
legitimate receiver, who then feeds back the values over a
secure channel to the users. Therefore, CSI is only required
at the base station. The particular design of the signal scaling
c and precoding matrix A is discussed in Section IV. Let am
denote the m-th column of A. Then E

[
‖wm‖2

]
= ‖am‖2.

The signal power for user m is thus, given as

E
[
‖xm‖2

]
=

c2

h2m
+ ‖am‖2 . (1)

Together with the power constraint this yields an upper bound
on the signal scaling factor

c2 ≤ min
m

{
h2m

(
P − ‖am‖2

)}
. (2)

By the definition of the transmitted user signals, the received
signals at the legitimate receiver and the eavesdropper are

y = c

M∑
m=1

γm + ny = cs + ny,

z = c

M∑
m=1

gm
hm

γm + VAg + nz = cs + ne,

where ne = c
∑M
m=1

(
gm
hm
− 1
)
γm + VAg + nz is the

effective noise at the eavesdropper. Note that ne is a zero-
mean Gaussian random vector with covariance

Cov [ne] = c2
M∑
m=1

(
gm
hm
− 1

)2

Σ + ‖Ag‖2 + σ2
zI

and ne is correlated with s.
The achievable signal-to-noise ratio (SNR) at the legitimate

receiver is given as

SNR =
c2M

σ2
y

≤ h21PM

σ2
y

(3)

where the upper bound can be achieved only if the artificial
noise power vanishes for the weakest user, i.e. E

[
‖w1‖2

]
= 0.

B. Security and approximation

Theorem 1. Consider the proposed over-the-air computation
scheme with inputs γ1, . . . ,γM and objective function f̃ . For
outputs y and z that are jointly Gaussian with f̃(γ1, . . . ,γM ),
the computation result is MSE-approximate with approxima-
tion level

D =M − c2M2 Tr
(
Σ
(
c2MΣ + σ2

yI
)−1

Σ
)
, (4)

and MSE-secure with security level

S =M − c2
(

M∑
m=1

gm
hm

)2

Tr
(
ΣR−1Σ

)
(5)

and R = c2
(∑M

m=1
g2m
h2
m

)
Σ +

(
‖Ag‖2 + σ2

z

)
I.

Proof: The statement follows from the covariances of the
respective minimum MSE estimators [21, p. 155]. We refer to
Appendix A for the detailed proof.

For the special case of i.i.d. coordinates of the users’ inputs,
we can simplify the results as follows.

Corollary 1. If the input coordinates are i.i.d, i.e. Σ = 1
k I,

the proposed scheme is MSE-approximate with approximation
level

D =M − c2M2

c2M + kσ2
y

,

and MSE-secure with security level

S =M −
c2
(∑M

m=1
gm
hm

)2
c2
∑M
m=1

g2m
h2
m

+ k ‖Ag‖2 + kσ2
z

.

By applying the Cauchy-Schwarz inequality(
M∑
m=1

gm
hm

)2

≤M
M∑
m=1

g2m
h2m

it can be observed that the security level given by (5) relies
on two variables: first, the mismatch between the channel
coefficients

∑
m

g2m
h2
m

; second, the additional artificial noise
contribution ‖Ag‖2. While the former is fixed by the channel
realization, the latter can be designed by the choice of the
precoding matrix A. To satisfy the power constraint, the pre-
coding matrix must be designed with respect to c. Therefore,
the parameters have to be chosen carefully, see Section IV.

The results show that there is a general trade-off between
approximation of the computation result at the legitimate
receiver and security against the eavesdropper. While the



approximation error at the legitimate receiver improves by
increasing the signal scaling factor c, the security against the
eavesdropper decreases at the same time. It can be observed
from (2) that the magnitude of c and thus, the approxima-
tion error at the legitimate receiver is lower-bounded by the
weakest user’s channel and the artificial noise power.

IV. SYSTEM DESIGN

The secure over-the-air computation framework presented
in Section III can be tailored to the individual requirements
by the design of two main variables. First, we can design the
MSE at the legitimate receiver based on a Quality of Service
(QoS) requirement by adjusting the signal scaling factor c.
Second, the design of the precoding matrix A is crucial for the
achievable security against an eavesdropper. It is possible to
either design for approximation at the legitimate receiver first,
or design for security against the eavesdropper first. In the
following, we consider the former approach, since a practical
system needs to set the legitimate receiver’s QoS first, and we
explore the different design options.

A. Design of the signal scaling

Based on Theorem 1 and taking into account (2), we can
design the signal scaling factor c from the Qos requirement
for the legitimate receiver. In the following theorem, we state
the possible design options. The result is visualized in Fig. 2.

Theorem 2. For a minimum MSE requirement µ ≤M at the
legitimate receiver, the signal scaling factor c must satisfy

σ2
y(M − µ)

M2kλ21 −M(M − µ)λ1
≤ c2 ≤ h21P (6)

where λ1 is the largest eigenvalue of Σ.

Proof: We refer to Appendix B for the proof.

2 4 6 8 10
0

0.1

0.2

0.3

µ

c

lower bound
upper bound

Fig. 2. Bounds for the signal scaling coefficient c over the MSE requirement
µ for M = 10, k = 1, λ1 = 1

k
, and h1 = 1

4

(√
π −
√
4− π

)
/
√
2, P = 1,

σ2
y = 0.1. Highlighted is the achievable design space.

Note that we can improve the lower bound in Theorem 2
by considering a more general bound than in Eq. (10) and
Eq. (11) as follows. It holds [22, Eq. 2] that κl ≥ c2M

λi
+

σ2
y

λ2
j

for i + j = l + n. In order to choose the tightest bound, we
use i = l and j = n, and thus, we can bound the eigenvalues
as

κl ≥
c2M

λl
+
σ2
y

λ2n
.

In total, we obtain

M − µ ≤ c2M2
n∑
i=1

1

c2M
λi

+
σ2
y

λ2
n

=Mg(c2)

where g : R>0 → R, x 7→
∑n
i=1

Mx

M
λi
x+

σ2y

λ2n

is a strictly mono-

tonically increasing function. Hence, its inverse exists and we
can write

c2 ≥ g−1
(
1− µ

M

)
This, however, does not yield a closed-form solution. Also
note that the lower bound in Theorem 2 is exact for diagonal
covariances Σ in particular.

From the upper bound in (6) and together with (4), we can
see that the feasible µ are restricted to

µ ≥M − h21PM2 Tr
(
Σ
(
h21PMΣ + σ2

yI
)−1

Σ
)
.

In the system design, we choose the signal scaling factor c
according to the lower bound from Theorem 2. Therefore, we
can rewrite the results from Theorem 1, and obtain the MSE-
approximation level and MSE-security level of the proposed
secure over-the-air computation scheme for a given MSE
requirement µ.

B. Design of the noise precoding

The precoding matrix A is one of the key aspects in our
approach. Simply obtaining a basis of the null space of the
channel vector h can be achieved by the SVD as described
in [14]. A distinguishing property of over-the-air computation,
however, is that all users have to align the transmit signal
levels. Therefore, all users have to reduce the power for the
information signal part according to the weakest user. This
leads to a potentially great amount of unexploited transmit
power, which can be harnessed for security by investing
it into the artificial noise. The MSE at the eavesdropper
is then maximized by maximizing ‖Ag‖2. This is a direct
consequence from Theorem 1.

In the following, we carefully design a basis of the null
space and optimize it in order to maximize the eavesdropper’s
received noise power. We start by defining a basis in reduced
row echelon form A′ = (a′1, . . . ,a

′
M ) ∈ RM−1×M such that

a′m =


(
−h1

hM
, . . . , −hM−1

hM

)T
if m =M

ei otherwise
.

In order to optimize the power allocation, we introduce scaling
coefficients d1, . . . , dM−1 for each row of A′. Note that by



scaling of the rows in A′ we can implicitly scale the columns
a′m, while preserving the zero-forcing property. The desired
basis is obtained as

A = diag (d1, . . . , dM−1)A′.

By design it then holds

‖am‖2 =

{∑M−1
i=1 d2i

h2
i

h2
M

if m =M

d2m otherwise
.

We determine the optimal scaling coefficients by a linear
optimization program. From the power constraint and (1) we
can obtain the total power budget for artificial noise at user
m as

‖am‖2 ≤ P −
c2

h2m
, (7)

from which we can derive the conditions in (8b) and (8c).
We first consider that the eavesdropper’s CSI is not known

and design the precoding matrix such that it maximizes

E
[
‖Ag‖2

]
= σ2

g

M−1∑
m=1

d2m

(
2
h2m
h2M
− π hm

hM
+ 2

)
.

In summary, we can formulate a linear optimization program
(in d2m) as follows:

max
d21,...,d

2
M−1∈R

M−1∑
m=1

d2m

(
h2m
h2M
− π

2

hm
hM

+ 1

)
(8a)

subject to d2m ≤ P −
c2

h2m
, (8b)

M−1∑
m=1

d2m
h2m
h2M
≤ P − c2

h2M
, (8c)

d2m ≥ 0. (8d)

C. Leveraging channel information about the eavesdropper

If the central server has access to the eavesdropper’s CSI,
then we can adapt the optimization problem by taking into
account the eavesdropper’s channel coefficients as follows. We
explicitly calculate

‖Ag‖2 =

M∑
i,j=1

gigja
T
i aj

=

M−1∑
i,j=1

gigja
T
i aj + 2

M−1∑
i=1

gigMaT
i aM + g2M ‖aM‖

2

=

M−1∑
i=1

d2i

(
h2i
h2M

g2M − 2
hi
hM

gigM + g2i

)

and modify the optimization subject into

max
d21,...,d

2
M−1∈R

M−1∑
m=1

d2m

(
h2m
h2M

g2M − 2
hm
hM

gmgM + g2m

)
(9a)

subject to d2m ≤ P −
c2

h2m
, (9b)

M−1∑
m=1

d2m
h2m
h2M
≤ P − c2

h2M
, (9c)

d2m ≥ 0. (9d)

V. SIMULATIONS

In this section, we present Monte Carlo simulation results
on the MSE at the legitimate receiver and at the eavesdropper,
respectively, over random realizations of the channel coeffi-
cients h and g. The results are presented in Fig. 3 and plotted
over a given receive SNR at the legitimate receiver. For each

0 2 4 6 8 10 12 14
0

2
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10

SNR (dB)

M
ea

n
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ua
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rr
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(M
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)

eavesdropper (with CSI) eavesdropper (without CSI)
eavesdropper (SVD) eavesdropper (noise-less)
legitimate recevier

Fig. 3. MSE at the legitimate receiver and at the eavesdropper over the
received SNR at the legitimate receiver. The MSE at the eavesdropper is
compared between different noise design methods.

SNR, the results are averaged over 1× 106 simulation runs.
Note that, according to (3), the SNR is proportional to the
squared signal scaling factor, and the range of achievable
SNR is limited by the smallest channel coefficient h1. In
our simulations, we choose the value h1 at the standard
deviation of a Rayleigh distribution with unit scale, i.e.
h1 =

(√
π −
√
4− π

)
/
√
2. We draw the remaining channel

coefficients h2, . . . , hM and g1, . . . , gM from a Rayleigh dis-
tribution with unit scale (σg = σh = 1), but only consider
cases in which h2, . . . , hM ≥ h1. We furthermore, consider
the worst-case in which the eavesdropper’s noise variance is
σ2
z = 0, and set σ2

y = 0.1. For the sake of simplicity, we
consider the case Σ = 1

k I and k = 1. The simulations were



run for M = 10 users with power constraint P = 1. We
also compare our solution to the artificial-noise-free case and
naive SVD approach. In the artificial-noise-free case, A = 0
is used. In the naive SVD approach, the precoding matrix is
generated based on the SVD of the channel vector h, which
is an alternative basis for the channel null space. The obtained
basis is then scaled by a common scalar in order to satisfy the
power constraint.

The results show that the proposed secure over-the-air
computation scheme is effective in the sense that it dras-
tically increases the MSE at the eavesdropper compared to
the legitimate receiver’s MSE. Over a wide range of SNR
values, it achieves MSE-security with a high security level,
while the computation result is MSE-approximate with a good
approximation level. While the figure shows the average case,
the achievable security and approximation level can be higher
or lower, depending on the instantaneous channel coefficients.
The results also show that the MSE-security level can be
increased by taking into account the eavesdropper’s CSI in
the system design. Furthermore, it can be observed that the
proposed precoding design improves the security level over the
artificial-noise-free case and the naive SVD approach. Since
we set σ2

z = 0, the error at the eavesdropper in the artificial-
noise-free case is purely caused by the channel mismatch,
which is constant over the SNR.
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APPENDIX A
PROOF OF THEOREM 1

The estimator that minimizes the MSE is given by the
expected value of the posterior distribution [21, p. 143].
Furthermore, the MSE of this estimator is given by the trace
of the conditional covariance Tr (Cov [s | y]) [21, p. 155].

Note that s and y are jointly Gaussian random vec-
tors. For this special case, the MSE of the opti-
mal estimator3 at the legitimate receiver is given by
Tr
(
Cov [s]− Cov [s,y] Cov [y]

−1
Cov [y, s]

)
. We first com-

pute

Cov [s] =MΣ,

Cov [s,y] = Cov [y, s] = cMΣ,

Cov [y] = c2MΣ + σ2
yI,

and thus, obtain (4) as

D = Tr
(
MΣ− c2M2Σ

(
c2MΣ + σ2

yI
)−1

Σ
)

= Tr (MΣ)− Tr
(
c2M2Σ

(
c2MΣ + σ2

yI
)−1

Σ
)

=M − c2M2 Tr
(
Σ
(
c2MΣ + σ2

yI
)−1

Σ
)
.

By the same arguments, we note that for every estima-
tor dz (z) at the eavesdropper it holds E

[
‖d (z)− s‖2

]
≥

3The optimal estimator for the legitimate receiver is ŝy = E [s | y] =
Cov [s,y] Cov [y]−1 y.
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E
[
‖E [s | z]− s‖2

]
. First, let vT

i be the i-th row of V and
compute the covariance matrix Cov [VAg] by

Cov [VAg]ij = E
[
V
(
AggTAT

)
VT
]
ij

=E
[
vT
i

(
AggTAT

)
vj
]

=

{
E
[
vT
i

] (
AggTAT

)
E [vj ] = 0 if i 6= j

E
[
vT
i

(
AggTAT

)
vi
]
= ‖Ag‖2 if i = j

.

From this, we can compute the covariance matrices

Cov [z] = Cov

[
c

M∑
m=1

gm
hm

γm

]
+Cov [VAg] + Cov [nz]

= c2

(
M∑
m=1

g2m
h2m

)
Σ +

(
‖Ag‖2 + σ2

z

)
I,

and

Cov [s, z]

=E

(c M∑
m=1

gm
hm

γm + VAg + nz

)(
M∑
m=1

γm

)T


a)
=cE

[
M∑
l=1

M∑
m=1

gm
hm

γmγT
l

]
b)
=c

M∑
m=1

gm
hm

E
[
γmγT

m

]
= c

(
M∑
m=1

gm
hm

)
Σ,

where a) and b) follow from the independence between γm,
V, and nz .

We finally obtain

S = Tr
(
Cov [s]− Cov [s,y] Cov [y]

−1
Cov [y, s]

)
=M − c2

(
M∑
m=1

gm
hm

)2

Tr

Σ

[
c2

(
M∑
m=1

g2m
h2m

)
Σ +

(
‖Ag‖2 + σ2

z

)
I

]−1
Σ

 .

APPENDIX B
PROOF OF THEOREM 2

From the MSE requirement µ and (4) it follows

M − µ ≤ c2M2 Tr

([
c2MΣ−1 + σ2

y

(
Σ2
)−1]−1)

.

Let λ1 ≥ · · · ≥ λk be the eigenvalues of Σ. Then the
eigenvalues of P = c2MΣ−1 are c2M

λi
and the eigenvalues

of Q = σ2
y

(
Σ2
)−1

are
σ2
y

λ2
i

. If we denote the eigenvalues of
P + Q by κ1 ≥ · · · ≥ κn, we have

M − µ ≤ c2M2
n∑
i=1

1

κi
≤ c2M2n max

i=1,...,n

1

κi
= c2M2 n

κn
(10)

We use that for real symmetric matrices P and Q, the smallest
eigenvalue κn of their sum is lower-bounded by the sum of

the smallest eigenvalue of P and Q respectively [22, Eq. 2].
We thus, have

κn ≥
c2M

λ1
+
σ2
y

λ21
=
c2Mλ1 + σ2

y

λ21
, (11)

and we can write

M − µ ≤ c2M2nλ21
c2Mλ1 + σ2

y

(12)

⇔c2 ≥
σ2
y(M − µ)

M2nλ21 −M(M − µ)λ1
. (13)

Finally, we conclude the proof by combining (13) with the
upper bound from (2) maximized over ‖am‖2.
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