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Abstract—The multicast key-dissemination problem over noise-
less networks, introduced by Langberg and Effros [ITW 2022],
here called the key-cast problem, captures the task of dis-
seminating a shared secret random key to a set of terminals
over a given network. Unlike traditional communication, where
messages must be delivered from source to destination(s) un-
changed, key-cast is more flexible since key-cast need not require
source reconstruction at destination nodes. For example, the
distributed keys can be mixtures of sources from which the
sources themselves may be unrecoverable.

The work at hand considers key dissemination in the single-
source, multiple-multicast network coding setting, i.e., the multi-
ple key-cast problem. Here, distinct keys are to be simultaneously
transmitted from a single source node to multiple terminal sets,
one shared random key per multicast set. Scenarios include the
secure setting, in which only the source and intended destinations
gain information about a given key; and the non-secure setting
in which the only requirement is that the knowledge of one
key does not reveal information about another. In both settings,
we present combinatorial conditions for key dissemination and
design corresponding multiple key-cast schemes. In addition,
we compare the multiple key-cast rate with and without the
restriction of source reconstruction, the former corresponding to
traditional forms of communication; key-cast achieves a strict
advantage in rate when source reconstruction is relaxed.

I. INTRODUCTION

The resource of shared randomness plays a fundamental role
in the theory and practice of network communication systems.
A uniformly distributed key, shared among some network users
and, at times, hidden from others, appears as a central resource
in a variety of communication tasks and is used, for example,
in the secure transmission of information; in randomized
coding techniques in the presence of uncertain noise models;
in the context of distributed computing, statistical inference,
and distributed learning, though the availability of public
coins; and in distributed authentication, identification, and
local differential privacy through shared forms of sampling
and hashing, e.g., [1]–[6].

A key-dissemination communication protocol is one in
which a key K, or a collection of keys K = {K1, . . . ,K`},
which may be required to be kept secret, are shared among a
collection of users as a prelude to future communication tasks
requiring shared randomness. The task of key dissemination
(also called secret key-agreement) has seen significant studies
over the past decades in the context of isolated network
structures, e.g., [2], [3], [7]–[34] in which a collection of users
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wish to share a common key over a noisy network structure
that is subject to eavesdropping.

The problem of key-dissemination in the context of network
coding (i.e., noiseless networks) was recently introduced in
[35]. Specifically, [35] studies the multiple-source, single-
multicast setting, here called the key-cast setting, in which
one wishes to multicast a uniform key K of rate R to a
collection of terminal nodes. Sources have access to inde-
pendent randomness, and, as the network is noiseless, the
resulting key K is a function of the sources’ information.
Key dissemination in this context resembles the task of se-
cure multicast network coding, e.g., [36]–[42], as information
eventually shared between terminals is kept secret from the
network eavesdropper. However the two tasks differ in that
the former is more flexible. Specifically, in the latter, source
nodes hold message information that must be reconstructed
at terminal nodes while in the former source reconstruction is
not required since keys can be mixtures of sources from which
the sources themselves may be unrecoverable. This flexibility
in key-dissemination opens the possibility of a key-rate R that
exceeds that obtainable through secure-multicast using source
reconstruction. Indeed, for the key-cast setting, [35] shows
a significant gap between the key rates achievable with and
without the requirement of source reconstruction.

The work at hand continues this line of study, and addresses
key dissemination in the single-source, multiple-multicast,
network-coding setting, where there are multiple terminal sets,
each requiring a distinct key. We refer to this problem as the
(single-source) multiple key-cast problem. The simultaneous
dissemination of distinct keys to distinct terminal sets over
networks is useful as a prelude to future communication tasks
within each terminal set and for multiparty applications that
require unique identification, authentication, and private com-
munications obtained through key dissimenation, e.g., [43]–
[49]. We study multiple key-cast in both the secure and non-
secure setting.

In the secure setting, we seek the dissemination of distinct
keys to distinct terminal sets under the requirement that no
individual network node other than the source s and each
intended terminal node learns any information regarding each
of the keys. All concepts are described in full detail in
Section II. Using the paradigm of secret sharing, e.g., [50]–
[52], and inspired by the study of distributed secret sharing
in the context of single-source network coding [53], [54],
we present a tight sufficient combinatorial condition (and a
corresponding communication scheme) for secure multiple
key-cast.

In the non-secure case, we require both that each terminal
set decode a distinct key and that the knowledge of one key
does not reveal information on any other key disseminated
through the network. Inspired by the analyses appearing in
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[55]–[57], which address coding solutions and upper bounds
for 2-unicast network coding, we present tight necessary
and sufficient combinatorial conditions (and a corresponding
communication scheme) for multiple key-cast.

Finally, to better understand the place of source reconstruc-
tion in the context of key dissemination protocols, we compare
key-dissemination with the more traditional form of commu-
nication in which source information is first reconstructed at
the terminals and only then (perhaps) post-processed to derive
a shared key. We show, for both the secure and non-secure
case, a significant gap between the key-rates obtainable with
and without the requirement of source reconstruction.

The remainder of the work is structured as follows. A
detailed model is given in Section II. Our main results are
given in Section III, first for the non-secure case and then for
the secure case. In Section V we present both secure and non-
secure instances, corresponding to the analysis of Section III,
for which there are significant differences between the key-
rates obtainable with and without the requirement of source
reconstruction. Several technical proofs are deferred to the
Appendix.

II. MODEL

We follow the model and definitions given in [35], with
slight modifications to fit the problems studied in this work.
The following notation is useful to the definitions that follow.
For any integer ` let [`] = {1, 2, . . . , `}.

• Acyclic Multiple Key-cast Instance: An instance I =
(G, s, {Di}`i=1, {Bi}`i=1) of the multiple key-cast problem
includes an acyclic directed network G = (V,E) in which
each edge e ∈ E has unit capacity (we allow multiple parallel
edges to capture connectivity of higher integer capacity), a
source node s ∈ V , a collection of disjoint terminal sets
Di ⊆ V for i ∈ [`], each consisting of a collection of terminal
nodes, and for i ∈ [`] a collection of subsets of edges Bi =
{βi,1, . . . , βi,|Bi|} specifying the secrecy requirements. Source
s holds an unlimited collection of independent uniformly-
distributed bits M = {bi}i. Following a convention that is
common in the study of acyclic network coding, we assume
that s has no incoming edges, and that terminals d ∈ ∪i∈[`]Di

have no outgoing edges.

• Key Codes: For blocklegth n, network code (F ,G) =
({fe}, {gi,j}) is an assignment of a (local) encoding function
fe for each edge e ∈ E and a decoding function gi,j for each
terminal di,j ∈ Di, for i ∈ [`]. For every edge e = (u, v),
the edge message Xn

e ∈ X
n
e = [2n] from u to v equals the

evaluation of encoding function fe on inputs Xn
In(u); where,

for a generic node u0, Xn
In(u0)

equals ((Xn
e′ : e′ = (v, u0) ∈

E), (M : u0 = s)) captures all information available to node
u0 during the communication process. In order to ensure that
Xn

In(u) is available to node u before it encodes, communication
proceeds according to a predetermined topological order on
E. A key code with target rate R is considered successful if
for each i ∈ [`] and every terminal di,j ∈ Di the evaluation
of decoding functions gi,j on the vector of random variables
Xn

In(di,j)
equals the reproduction of a uniform random variable

Ki over alphabet [2Rn] such that the following criteria are
satisfied. First, key Ki meets secrecy constraints Bi, which
specifies that for every β ∈ Bi, I(Ki; (Xn

e : e ∈ β)) = 0.
Second, each terminal-set Di wants a distinct key Ki such
that for i 6= i′ key Ki is independent of key Ki′ , i.e., random
variables {Ki}`i=1 are pair-wise independent (PWI), giving
I(Ki;Ki′) = 0 for all i 6= i′.

Definition 2.1 (Multiple key-cast feasibility): Instance I is
said to be (R,n)-feasible if there exists a key code (F ,G)
with blocklength n such that
• Decoding: For all i ∈ [`] and all di,j ∈ Di,
H(Ki|Xn

In(di,j)
) = 0.

• PWI key rate: For all i ∈ [`], Ki is a uniform random
variable with H(Ki) = Rn. For i 6= i′ ∈ {1, . . . , `},
I(Ki;Ki′) = 0.

• Secrecy: For all i ∈ [`], I(Ki; (Xn
e : e ∈ β)) = 0 for

any subset β ∈ Bi.
In this study, we also compare key dissemination with

more traditional forms of communication in which source
information is first reconstructed at the terminals and only then
(perhaps) post-processed to derive a shared key Ki, we call
that approach source-reconstructed (SR) key-dissemination.

Definition 2.2 (Source-reconstructed multiple key-cast feasi-
bility): Instance I is said to be (R,n)SR-feasible if there exists
a key code (F ,G) with blocklength n such that
• Source reconstruction: For all i ∈ [`] and all di,j ∈ Di,

there exists a collection of source information bits Mi,j ⊆
M , such that H(Mi,j |Xn

In(di,j)
) = 0, i.e., message bits

in Mi,j are decoded at terminal di,j .
• PWI key construction and rate (post-processing): For

all i ∈ [`] there exists a uniform random variable Ki with
H(Ki) = Rn such that for all di,j ∈ Di, H(Ki|Mi,j) =
0. For i 6= i′ ∈ {1, . . . , `}, I(Ki;Ki′) = 0.

• Secrecy: For all i ∈ [`], I(Ki; (Xn
e : e ∈ β)) = 0 for

any subset β ∈ Bi.
Definition 2.3 (Multiple key-cast capacity): The (symmetric)

multiple key-cast capacity of I, denoted by R(I), is the
maximum R for which for all ∆ > 0 there exist infinitely
many blocklengths n such that I is (R−∆, n)-feasible. The
capacity obtainable by first reconstructing source information
and then post-processing the shared key is denoted by RSR(I)
and is defined analogously.

III. RESULTS

A. Non-secure case

In this section we present a protocol for multiple key-
cast in the non-secure setting and compare the achievable
key-rate with that of traditional protocols that reconstruct
source information. We study the problem of distributing a
key to all members of a given terminal set, with distinct keys
simultaneously going to distinct terminal sets. The distributed
keys should have the property that the key held by any terminal
node does not reveal any information about any key shared by
terminals from a different terminal-set. That is, we require the
keys to be pair-wise independent.

Our protocol and analysis are inspired by the analysis
appearing in [55]–[57], which address coding solutions and



upper bounds for 2-unicast network coding with integral edge
capacities. Roughly speaking, we here show, for single-source
instances with multiple terminal sets, that unit-rate, multiple
key-cast is possible if and only if for every terminal di in
terminal set Di, and for every j 6= i, there exists a unit-
capacity path from the source s to di that does not pass through
certain cut-sets Cj corresponding to terminals dj ∈ Dj .
The converse follows standard cut-set arguments while the
achievability argument combines a two-phase process in which
an initial 2-multicast linear network code is modified to
guarantee, for each j, that all terminals in Dj decode the same
key Kj and that Kj is independent from the key decoded by
any other terminal set Di for i 6= j.

To specify the cut-sets Cj corresponding to terminals
dj ∈ Dj we use the following definition from [55]–[57].
Throughout, we assume a predetermined topological order on
the edges of G.

Definition 3.1 (The cut sets Cj): For every j ∈ [`] and
d ∈ Dj for which there exist one or more edges whose removal
separates d from the source s, let ed be the separating edge of
minimum topological order in G; otherwise, let ed = φ. For
every j ∈ [`], let Cj = {ed|d ∈ Dj , ed 6= φ}.

The main theorem of this section suggests a combinatorial
characterization for key dissemination at unit rate. Proof is
given in Appendix A. A rough proof outline of the achiev-
ability scheme follows below.

Theorem 3.1 (Multiple key-cast): Consider an instance I =
(G, s, {Di}`i=1, {Bi}`i=1) of the multiple key-cast problem
with Bi = φ for i ∈ [`] (i.e., with no security constraints).
Then R(I) ≥ 1 if and only if for every i, j ∈ [`] such that
j 6= i and for every terminal d ∈ Di there exists a unit-capacity
path connecting s to d that does not use edges in Cj .

In Section V, we compare the achievable key rate R(I) of
our scheme with the maximum key-rate RSR(I) obtainable
through source reconstruction and show a significant gap.
Namely, we prove the following theorem.

Theorem 3.2 (Multiple key-cast with source reconstruction):
Let ε > 0. There exist instances I of the non-secure,
multiple key-cast problem that satisfy the sufficient conditions
of Theorem 3.1 for which RSR(I) ≤ 3/4 + ε.

B. Proof of Theorem 3.1, rough outline of achievability
For achievability, we design a two-stage encoding scheme;

both stages are deterministic. First, we design a 2-multicast
coding solution using a certain edge-coloring of G. Then, the
coloring and coding scheme are modified to match our key
dissemination requirements. Describing 2-multicast through
edge-coloring is used, e.g., in [58].

Let the source s hold 2 messages a and b. In our edge-
colorings, an edge e colored by the color α represents the
transmission of the linear combination a+ αb on e, where a,
b, and α are all elements of a sufficiently large field F = [2n]
for blocklength n, and all operations are done over F . Our
coloring is governed by the predetermined topological order of
edges in G. We assume, without loss of generality, that every
node in G is connected from s. Otherwise, one can remove
such nodes from G without impacting the communication
protocol.

• The first coloring stage: Consider the edge e of least topo-
logical order. Let Te be the set of edges that are disconnected
from s by the removal of e (we call such edges e-tight). We
color e and every e′ ∈ Te with the color α = 1 corresponding
to the message a+αb = a+ b. Notice that the coding scheme
that transmits a + αb for α = 1 on e and on all edges
stemming from e in Te is a valid key code in the sense that
the incoming information to any edge suffices to compute its
outgoing information. Next, we continue coloring by induction
over the topological order of edges e in G, where in each step
we consider the next uncolored edge e in topological order and
color e and the corresponding set Te (of edges disconnected
from s by the removal of e) by a new color α, greater (by
one) than all previous colors assigned, corresponding to the
message a + αb to be communicated on e. In Appendix A
we prove that in any intermediate phase of our induction, any
edge that has been assigned a color suffices to compute its
outgoing information from its incoming information. Our first
coloring stage is depicted in Figure 2(a).

• The second coloring stage: To initiate our second color-
ing/coding stage, we now focus on the cut sets Cj defined
previously, and on the set of edges e′ that are disconnected
from s by the removal of Cj . We denote this latter set of
edges by Tj , and refer to such edges as j-tight. In Appendix A
we prove that any edge can be j-tight for at most one value
of j ∈ [`]. By the toplogical-minimality condition in the
definition of edges e ∈ Cj (Definition 3.1), it holds that e
is either 2-edge connected from s or is an outgoing edge
of s. This implies, for any j and j′ (j may equal j′), that
distinct edges e ∈ Cj and e′ ∈ Cj′ will have distinct colors.
In our second stage of coloring, we assign for all j ∈ [`], a
new color αj to all edges e in Cj and to all j-tight edges
e′ ∈ Tj . As before, coloring an edge by αj corresponds to
the transmission of a + αjb on that edge. In Appendix A
we prove that this modified coloring does not impact the
network coding feasibility. Namely, any edge e can compute
its outgoing information from its incoming information.

• The decoding of Kj = a + αjb at terminals d ∈ Dj: To
finish our proof, we need to show that for any j ∈ [`], any
terminal d ∈ Dj is able to decode Kj = a+ αjb (of rate 1).
Notice that this collection of keys is pair-wise independent.
We here assume, without loss of generality, that all terminal
nodes d in G have only one incoming edge. Otherwise, for any
terminal d ∈ Dj one can construct a new instance by adding
to G a new node d′, adding a new edge (d, d′), and modifying
Dj by removing d and adding d′. The new instance is solvable
at rate 1 if and only if the original instance is solvable at rate 1.
With this assumption, the single edge e incoming to d ∈ Dj is
either in Cj or in Tj . This follows from the observation that d
is separated from s by the removal of its single incoming edge,
and thus there exists an edge ed ∈ Cj of minimum topological
order disconnecting d from s. As edges in Cj and Tj are
colored by αj , terminal d ∈ Dj can decode Kj = a + αjb.
This concludes the rough outline of our achievability proof.
Full details appear in Appendix A.



IV. SECURE CASE

In this section, we consider (single-source) multiple key-
cast in which one distributes a collection of keys K =
{K1, . . . ,K`} to the terminals in disjoint terminal sets
{D1, . . . , D`} under the requirement that for each j ∈ [`],
the only network nodes v ∈ V \ {s} that individually hold
any information regarding key Kj are the nodes v ∈ Dj . We
study the key capacity in this setting through the lens of secret
sharing.

In the secret sharing paradigm (e.g., [50]–[52]) a dealer,
who holds a uniformly distributed secret message, is required
to distribute shares to a collection of users, giving each user
one share. Each share is a random variable computed by the
dealer using the secret message and additional randomness.
An access structure (Aaccess,Ano−access) is a predetermined
collection of subsets of users, such that each subset of users in
Aaccess can jointly decode the secret and each subset of users
in Ano−access learns nothing about the secret through attempts
at joint decoding. For example, threshold access structures
[50], [59] require that any subset of k users cannot learn
anything about the secret message and that any collection of
k + 1 users can jointly recover the secret.

Inspired by [53], [54], which design secret sharing protocols
over network structures, we present combinatorial conditions
allowing single-source, multiple key-cast under the security
requirements specified above.

Theorem 4.1 (Secure multiple key-cast): Consider an in-
stance I = (G, s, {Di}`i=1, {Bi}`i=1) of the multiple key-cast
problem such that for i ∈ [k], Bi = {In(v) | v ∈ V \ (Di ∪
{s})}. Then R(I) ≥ 1 if, for every terminal d ∈ ∪iDi, there
exist two vertex-disjoint paths from s to d, and, for every
non-terminal node v, there exist two edge-disjoint paths from
s to v. Moreover, the combinatorial conditions are tight in the
sense that there exist instances I = (G, s, {Di}`i=1, {Bi}`i=1)
satisfying the conditions for which R(I) = 1.

We present the proof of Theorem 4.1 below. In Section V,
we compare the achievable key rate of our scheme with the
maximum key-rate obtainable through source reconstruction
and show a significant gap. Namely, we prove the following
theorem.

Theorem 4.2 (Secure multiple key-cast with source recon-
struction): Let ε > 0. There exists an instance I of the secure
multiple key-cast problem that satisfies the combinatorial
conditions of Theorem 4.1 for which RSR(I) ≤ 3/4 + ε.

A. Proof of Theorem 4.1

The proof is inspired by and closely follows the distributed
secret sharing scheme presented in [53], [54] for the threshold
k = 1. The suggested dissemination scheme uses a special
graph coloring of the vertices in the acyclic graph G.

We start be defining the graph coloring, which assigns an
integer color cv to each vertex v ∈ V . Our coloring is designed
to ensure that two vertices u and v have distinct colors (cu 6=
cv) if and only if there exist directed paths P (s, u) from s to
u and P (s, v) from s to v that are vertex disjoint. Here, paths
P (s, u) and P (s, v) are vertex disjoint if the only vertex that
appears in both paths is the source s.

Our coloring proceeds in the predefined topological order.
Here and below, we assume that colors are assigned in increas-
ing linear order, i.e., each time a distinct color is assigned,
it’s value is one larger than the previously assigned color.
The source s receives color cs = 1. Each neighbor u of s
that only has incoming edges from s is assigned a unique
color. For each subsequent vertex u, assume, by induction, that
all vertices v of topological order proceeding that of u have
been colored. If u has two incoming edges (v, u) and (v′, u)
such that cv 6= cv′ , then assign a color to u that is distinct
from all colors previously assigned. Such a vertex is referred
to as a newly colored vertex. Otherwise, cu takes the color
of its incoming neighbors, i.e., cu = cv for (any) incoming
edge (v, u). Such vertices are called color preserving. Each
neighbor u of s that only has incoming edges from s is called
color preserving (despite the fact it is assigned a distinct color
in the start of the procedure). In Claim A.1 of Appendix B, we
show that a vertex u in G is 2-vertex connected from s (i.e.,
in G there are two vertex-disjoint paths P1(s, u) and P2(s, u))
if and only if it is newly colored.

Claim A.1 implies that every terminal node is newly col-
ored. As shown below, the color of each terminal determines
its key, and keys of different colors are pairwise independent.
To allow terminals in the same terminal set to decode the same
key, we slightly modify the coloring scheme. Specifically,
we pick, for each terminal set Di, a representative terminal
di ∈ Di, and we assign all terminals in Di the color cdi . Thus,
the color representing terminal set Di is cdi . As we assume in
this work that terminal nodes do not have any outgoing edges,
the suggested modified coloring does not change the color of
nodes incoming to any network node u.

We now present the blocklength-n key distribution scheme.
Assume the graph G is colored by (a subset of) colors
{1, 2, 3, . . . , c}. We take n to be sufficiently large such that
2n > c. Consider the finite field F = [2n]. The source s picks
three independent values s, a, b uniformly at random from F .
For each neighbor v of s that only has incoming edges from
s, the source transmits s+cva and a+cvb to v (all operations
are done over F ). This is possible, since any node in G is 2-
edge connected from the source (i.e., in this case, there are two
edges connecting s to v). We proceed by topological order and
show by induction that every vertex u receives what it needs to
compute s+cua and a+cub. Consider a network node u (that
may also be a terminal node). If u is newly colored, then it
has at least 2 incoming edges (v, u) and (v′, u) with cv 6= cv′ .
In this case, v transmits (s+ cva) + cu(a+ cvb) on (v, u) and
v′ transmits (s+ cv′a) + cu(a+ cv′b) on (v′, u). Rearranging
the terms in the linear equations above, we conclude that u
receives (s+ cua) + cv(a+ cub) and (s+ cua) + cv′(a+ cub),
which (as cv 6= cv′ ) allows it to decode s+ cua and a+ cub.
If u is not newly colored, then u is a color preserving node.
Recall that any node, including node u, must have at least
two incoming edges (otherwise it would not be two edge
or vertex connected from s). Let (v, u) and (v′, u) be two
incoming edges for u. Here v may equal v′, and since u is
color preserving, cu = cv = cv′ . Thus v can forward s+ cua
on (v, u) and v′ can forward a+ cub on (v′, u).

At the end of this process, every vertex u in the graph G has
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Fig. 1: A tight example for Theorem 4.1.

received exactly two distinct messages, s+cua and a+cub (or
two independent linear combinations thereof). For each i ∈ [`],
define the key for terminal set Di to be Ki = s + cdia. We
conclude that every terminal d in Di can recover Ki after the
protocol is complete.

To prove secrecy, we now use the fact that every terminal
node is newly colored; that is, for d ∈ Di, the color cdi differs
from cv for any vertex v 6∈ Di. As any such v only receives
(s+cva) and (a+cvb) (or linear combinations thereof) during
the protocol, it holds that the mutual information between v’s
messages and Ki is zero. Formally, for any i ∈ [`], if v 6∈
Di ∪ {s}, then cdi 6= cv and thus

I(XIn(v);Ki) = I((s+ cva), (a+ cvb); s+ cdia) = 0.

To show that the bound R(I) ≥ 1 is tight under the combi-
natorial conditions assumed in Theorem 4.1, we now present
an example instance I (depicted in Figure 1) that satisfies the
conditions for which R(I) = 1. In our example, the single
source s must disseminate two keys K1 and K2 to terminal
sets D1 = {d11, d12} (in red) and D2 = {d21, d22} (in
purple), respectively, such that (i) for each node v ∈ {x, y, z}
and for any i ∈ {1, 2}, I(Ki;XIn(v)) = 0, and (ii) for
each i, j ∈ {1, 2}, i 6= j, and any terminal node d ∈ Dj ,
I(Ki;XIn(d)) = 0. In Figure 1, all edges have capacity 1.
Note that each terminal has two vertex-disjoint paths from s,
and all nodes are two edge-connected from s. We show that
the maximum achievable key rate in this case is 1.

Consider any secret dissemination protocol. For any vertex
v, let XIn(v) be the incoming information to v during the
protocol, and for any edge (u, v) let Xuv be the information
transmitted on (u, v). Here, as the network is acyclic, we
consider communication according to topological order on G.
We next present a number of information inequalities that we
use to prove our assertion.

First consider edges (x, z) and (y, z), and note that
H(XIn(z)) ≤ H(Xxz) +H(Xyz). Without loss of generality,
let H(Xxz) ≥ H(Xyz). Then H(Xxz) ≥ 0.5H(XIn(z)) and
H(Xyz|Xxz) ≤ 0.5H(XIn(z)).

Moreover, we now have that

H(XIn(x), XIn(z)) = H(XIn(x)) +H(XIn(z)|XIn(x))

≤ 2 +H(Xxz, Xyz|XIn(x))

≤ 2 +H(Xxz, Xyz|Xxz)

= 2 +H(Xyz|Xxz)

≤ 2 + 0.5H(XIn(z)).

Given our security requirements and graph topology, we know
that Xx,d11 is independent of K1, that Xz,d11 is independent

of K1, and that K1 is a function of Xx,d11 and Xz,d11 . These
observations imply that

H(K1) = H(K1|Xz,d11) ≤ H(K1, Xx,d11 |Xz,d11)

= H(Xx,d11 |Xz,d11) +H(K1|Xx,d11Xz,d11)

= H(Xx,d11 |Xz,d11).

Similarly H(K1) ≤ H(Xz,d11 |Xx,d11), and thus

H(Xz,d11 ,Xx,d11) ≥
H(Xx,d11 |Xz,d11) +H(Xz,d11 |Xx,d11) ≥ 2H(K1).

This, together with our security assumption that the incoming
information to d11 is independent of K2, now implies that

H(XIn(x), XIn(z)) ≥ H(Xx,d11 , Xz,d11 ,K2)

= H(Xx,d11 , Xz,d11) +H(K2)

≥ 2H(K1) +H(K2).

Denote the key rate H(K1) = H(K2) by R. Finally, using
the fact that XIn(z) is independent of K1 we have

H(XIn(x), XIn(z)) = H(XIn(x), XIn(z),K1) ≥ H(XIn(z),K1)

= H(XIn(z)) +H(K1) = H(XIn(z)) +R.

We now have the following inequalities
• H(XIn(x), XIn(z)) ≥ 3R
• H(XIn(x), XIn(z)) ≤ 2 + 0.5H(XIn(z))
• H(XIn(x), XIn(z)) ≥ R+H(XIn(z))

The second and third inequalities above together imply
that 2H(XIn(x), XIn(z)) ≤ 4 + H(XIn(z)) ≤ 4 +
H(XIn(x), XIn(z)) − R, implying that H(XIn(x), XIn(z)) ≤
4 − R. Combining this with the first inequality gives 3R ≤
H(XIn(x), XIn(z)) ≤ 4 − R which proves our assertion that
R ≤ 1.

V. LIMITATIONS OF REQUIRING SOURCE
RECONSTRUCTION

In this section we show that in both the non-secure and
secure settings the requirement for source reconstruction can
significantly reduce the achievable key-rate when compared
to that achievable without requiring source reconstruction. We
first present a technical lemma similar in nature to the Plotkin
bound [60], which states that large binary codes must have
pairs of codewords with small total support. The lemma is
proven in Appendix C.

Lemma 5.1: Any size-M , blocklength-n binary code in
which codewords are limited to Hamming weight wn contains
a pair of codewords x = (x1, . . . , xn) and x′ = (x′1, . . . , x

′
n)

such that the union of their support (i.e., the set {i ∈ [n] |
xi = 1} ∪ {i ∈ [n] | x′i = 1}) is of size at most
nw(2− w) ·

(
1 + 1

M−1

)
.

In Appendix C, we prove Theorems 3.2 and 4.2, using the
following corollary of Lemma 5.1 obtained by setting M−1 =
1
ε ≥

w(2−w)
ε .

Corollary 5.1: Let ε > 0. Any blocklength n binary code of
size M = 1 + 1

ε in which codewords are limited to Hamming
weight wn contains a pair of codewords x = (x1, . . . , xn) and
x′ = (x′1, . . . , x

′
n) such that the union of their support (i.e.,

the set {i ∈ [n] | xi = 1} ∪ {i ∈ [n] | x′i = 1}) is of size at
most n(2w − w2) + εn.



VI. CONCLUDING REMARKS

In this work, we study the multiple key-cast problem in
both the secure and non-secure settings. For both settings,
we present combinatorial conditions that allow multiple key-
cast at unit rate. In the non-secure setting, our conditions are
tight and characterize the key-rate. In the secure case, we
show that the analysis is tight in the sense that there exist
instances satisfying the combinatorial conditions for which
unit key-rate is optimal. Our model assumes acyclic graphs
with edge capacities that are integer multiples of the studied
(unit) key-rate; both assumptions are used in the combinatorial
coloring schemes and their analysis. Efforts to extend the
analysis to cyclic graphs using, e.g., ideas from [53]–[56], or
to general edge capacities are ongoing. Our model assumes the
distribution of a pair-wise independent collection of keys and
considers, in the secure setting, a limited eavesdropper that
controls a single network node. Consideration of other forms
of independence beyond pair-wise independence (e.g., k-wise
independence) under stronger eavesdropping models is also a
subject of ongoing studies.

APPENDIX

A. Proof of Theorem 3.1

The proof is inspired by [55]–[57], which address coding
solutions and converses for 2-unicast network coding with
integral edge capacities. We start with the converse. Consider
any key dissemination protocol of rate R ≥ 1. For any vertex
v, let XIn(v) be the incoming information to v during the proto-
col. For any edge e, let Xe be the information transmitted on e.
For any edge set A let XA = (Xe : e ∈ A) be the information
transmitted on edges e ∈ A. We first note that for any edge
e in Cj it must hold that H(Kj |Xe) = H(Xe|Kj) = 0;
this follows since e = ed for some terminal d ∈ Dj that
requires key Kj of rate R ≥ 1 and e has unit capacity. It
follows that H(Kj |XCj

) = H(XCj
|Kj) = 0. Assume now,

in contradiction, that there exist i, j ∈ [`], j 6= i, and a terminal
d ∈ Di such that Cj separates s from d. This implies, by our
decoding requirements, that H(Ki|XCj

) = 0. However, as
H(XCj

|Kj) = 0, we conclude that H(Ki|Kj) = 0. Hence,
by the pairwise independence requirements, R = H(Ki) =
H(Ki|Kj) = 0, which contradicts our assumption that R ≥ 1.

For achievability, we design a two-stage encoding scheme;
both stages are deterministic. Parts of the presentation below
are repeated from Section III for completeness. First, we
design a 2-multicast coding solution using a certain edge-
coloring of G. Then, the coloring and coding scheme are
modified to match our key dissemination requirements.

Let the source s hold 2 messages, a and b. In our edge-
colorings, an edge e colored by the color α represents the
transmission of the linear combination a+ αb on e, where a,
b, and α are all elements of a sufficiently large field F = [2n]
for blocklength n, and all operations are over F . Our coloring
is governed by the predetermined topological order of edges
in G. We assume, without loss of generality, that every node
in G is connected from s. Otherwise, one can remove such
nodes from G without impacting the communication protocol.

• The first coloring stage: Consider the edge e of least topo-
logical order. Let Te be the set of edges that are disconnected
from s by the removal of e; we call such edges e-tight. We
color e and every e′ ∈ Te with the color α = 1 corresponding
to the message a+αb = a+ b. Notice that the coding scheme
that transmits a + αb for α = 1 on e and on all edges
stemming from e in Te is a valid key code in the sense that
the incoming information to any edge suffices to compute its
outgoing information. Next, we continue coloring by induction
over the topological order of edges e in G. In each step, we
consider the next uncolored edge e in topological order. We
color e and the corresponding set Te (of edges disconnected
from s by the removal of e) by a new color α, greater (by one)
than all previous colors assigned; color α corresponds to the
message a + αb to be communicated on e. Below, we prove
that in any intermediate phase of our induction, any edge that
has been assigned a color suffices to compute its outgoing
information from its incoming information. Our first coloring
stage is depicted in Figure 2(a).
• Validity of the encoding corresponding to the first
coloring stage: Assume a partial coloring of the edges of
G, and let e be the uncolored edge with minimum topological
order. Let α be the distinct color that we now assign to e
and the e-tight edges in Te. We first show that all edges in
Te are previously uncolored. Assume, otherwise, that there
is a colored edge e′ ∈ Te. This implies that the topological
order of e′ is greater than that of e. This, in turn, implies
that e′ ∈ Te∗ for an edge e∗ that was previously assigned a
color, or equivalently, that e′ is disconnected from s by the
removal of e∗. Thus, every path from s to e′ must first pass
through e∗ and then through e. However, as e 6∈ Te∗ , there is
a path connecting s and e that does not pass through e∗. This
implyies a path from s to e′ that does not pass through e∗, in
contradiction to e′ ∈ Te∗ .

We now show that e can compute its outgoing message of
a+αb given its incoming information. If e is an outgoing edge
of s, then the outgoing information on e can be computed by
s as s holds both a and b. Otherwise, note that all incoming
edges of e have been assigned colors. It cannot be the case that
e has one incoming edge e′ with color α′ < α as otherwise
the removal of e′ would have disconnected e from s and thus
e would have been colored in a previous stage of the inductive
process. It also cannot be the case that e has more than one
incoming edge and that all incoming edges e′ of e have the
same color. In that case, it would hold that all incoming edges
e′ to e are in the set Te∗ for an edge e∗ previously colored
by the inductive process; this would imply that all such e′ are
disconnected from s by the removal of e∗, and thus e itself
is in Te∗ . If e were in Te∗ , e would have been colored in a
previous stage of the inductive process. We are left with the
case that e has two incoming edges with different colors. In
this case, as the information on these edges is independent,
the tail vertex of e can compute the outgoing message a+αb.

This concludes the first stage of our coloring/coding process.
After this first coloring, any edge e = (u, v) that is 2-edge
connected from s (i.e., for which there exist at least two edge-
disjoint paths connecting s and u) cannot be in a set Te∗ for
any other edge e∗; otherwise, by our definitions, edge e is
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Fig. 2: (a) A depiction of the first coloring phase in the proof
of Theorem 3.1. (b) A depiction showing any edge can be
j-tight for at most one value of j ∈ [`] (from the proof
of Theorem 3.1). The red path connects s with e without
intersecting Cj′ .

disconnected from s by the removal of the edge e∗, and edge
e is not 2-edge connected from s. The same holds for outgoing
edges of s. Thus, outgoing edges of s and edges e that are
2-edge connected from s must have distinct colors.
• The second coloring stage: To initiate our second color-
ing/coding stage, we now focus on the cut sets Cj , defined
previously, and on the set of edges e′ that are disconnected
from s by the removal of Cj . We denote this latter set of edges
by Tj , and refer to such edges as j-tight. We later prove that
any edge can be j-tight for at most one value of j ∈ [`].
By the topological-minimality condition in the definition of
edges e ∈ Cj (Definition 3.1), it holds that e is either 2-edge
connected from s or is an outgoing edge of s. By the above
discussion, this implies for any j and j′ (j may equal j′), that
distinct edges e ∈ Cj and e′ ∈ Cj′ must have distinct colors.
In our second stage of coloring, for each j ∈ [`], we assign
a new color αj to all edges e in Cj and to all j-tight edges
e′ ∈ Tj .
• The sets Tj and Tj′ for j 6= j′ are disjoint: Before we
discuss the validity of the coding scheme corresponding to
the modified coloring of the second phase, we first show that
any edge can be j-tight for at most one value of j ∈ [`]. The
proof is depicted in Figure 2(b). Assume otherwise, and let
e = (u, v) be an edge that is both j and j′ tight. Consider
any path P from s to e. The path must intersect both Cj and
Cj′ . Assume (without loss of generality) that the edge in P
that is farthest from s (i.e., of maximum topological order)
and intersects Cj ∪ Cj′ is from Cj and denote this edge by
ej = (uj , vj). Denote (one of) the edges in P ∩Cj′ by ej′ . As
ej ∈ Cj there must be a terminal dj ∈ Dj that is disconnected
from s by the removal of ej . By our assumptions on G, there
exists a path P ′ connecting dj with s that does not intersect
Cj′ . As P ′ must pass through ej , the path from s to e that
first uses the portion of P ′ connecting s and ej and then uses
the portion of P from ej until e, connects s with e and does
not include any edges from Cj′ . The existence of such a path
contradicts the assumption that e is j′-tight.
• Validity of the encoding corresponding to the second
coloring stage: We next prove that our modified assignment

of colors in the second coloring stage does not impact the
network coding feasibility; that is, we prove that, any edge
e can compute its outgoing information from its incoming
information. We proceed by the inductive order used in the
first stage of coloring. For the edge e of minimum topological
order, e is an outgoing edge of s; therefor, whether or not
e’s color has changed in the second stage of coloring, both
e and all e′ in Te can compute their outgoing information
from their incoming information. Below, we prove that in
any intermediate phase of our induction, any edge that could
previously compute its outgoing information from its incoming
information can do so after the modified coloring of the second
stage.

Consider an edge e and set Te that were assigned a new
color in an intermediate step of the first coloring stage. We
consider several cases.
− The color of e has changed between stages: If the
color of e has changed, then either e ∈ Cj or e ∈ Tj . If
e ∈ Tj , then it is disconnected from s by the removal of
Cj , and thus all incoming edges e′ to e must also be in
Tj or Cj . This implies that the incoming information to e
equals its outgoing information. If e ∈ Cj , then it is either an
outgoing edge of s, in which case it can compute its outgoing
information given the messages of s, or it is 2-edge connected
from the source s, in which case it has at least 2 incoming
edges. Consider the incoming edges to e. Some of these edges
may have changed color in the second coloring stage while
others may have preserved their original colors. It cannot be
the case that all incoming edges to e changed color to αj′

for j′ 6= j, as otherwise e is disconnected from s by the
removal of Cj′ , implying (by the definition of Cj) a terminal
dj ∈ Dj that is disconnected from s by the removal of Cj′ .
This contradicts our assumptions on G. It also cannot be the
case that all incoming edges of e have an identical color α
which is unchanged from the previous stage of coloring. This
follows from the inductive analysis of the first coloring stage.
Namely, in such a case, edge e is disconnected by the removal
of α-colored edges and thus would have been in Te∗ for some
edge e∗, implying that e would not have received a new color
in the first stage of coloring (in contradiction to our assumption
on e). Thus, e must have 2 incoming edges with different
colors (either two unchanged colors, one unchanged and one
changed color, or two colors that have been changed in the
second stage). This implies two incoming messages to e which
are independent, allowing the tail vertex of e to compute the
outgoing information on e.
− The color of e did not change between stages: Finally, we
consider an edge e that did not change color between the first
and second phase. This case is similar to the analysis above.
If e is an outgoing edge of s, then it can compute its outgoing
information given the messages of s. Otherwise, using the
analysis of the first coloring phase, it cannot be the case
that e has only one incoming edge e′. Consider the incoming
edges to e. Some of these edges may have changed color in
the second coloring stage and some may have preserved their
original colors. It cannot be the case that all incoming edges
to e changed color to αj , as otherwise e is disconnected from
s by the removal of Cj , implying that e ∈ Tj ; this gives a



contradiction since if e ∈ Tj then e would have changed color
between coloring stages. It also cannot be the case that all
incoming edges of e have the same color α which is unchanged
by the second stage coloring. This follows from the inductive
analysis of the first coloring stage. Thus, again, e must have
2 incoming edges with different colors (either two unchanged
colors, one unchanged and one changed color, or two colors
that have been changed in the second stage). This implies
two incoming messages to e that are independent, allowing
the tail vertex of e to compute the outgoing information on
e. This concludes the analysis of the second stage of our
coloring/coding process.
• The decoding of Kj = a + αjb at terminals d ∈ Dj: To
finish our proof, we need to show that for any j ∈ [`], any
terminal d ∈ Dj is able to decode Kj = a+ αjb (of rate 1).
Notice that this collection of keys is pair-wise independent. As
described in the body of this work, we here assume, without
loss of generality, that all terminal nodes d in G have only
one incoming edge. With this assumption, the single incoming
edge e to d ∈ Dj is either in Cj or in Tj . This follows from
the observation that d is separated from s by the removal of its
single incoming edge, and thus there exists an edge ed ∈ Cj of
minimum topological order disconnecting d from s. As edges
in Cj and Tj are colored by αj , terminal d ∈ Dj can decode
Kj = a+ αjb. This concludes our achievability proof.

B. Claim A.1 used in the proof of Theorem 4.1

Claim A.1: A vertex u in G is 2-vertex-connected from s
if and only if it is newly colored.

Proof: For the forward direction, assume in contradiction
that there is a 2-vertex-connected vertex u for which all
incoming edges (v, u) have cv = c0 for a given color c0.
Let v∗ be the vertex in G with least topological order such
that cv∗ = c0. Notice, by our coloring procedure, that for
every vertex v′ 6= v∗ in the graph G, if cv′ = cv∗ = c0
then it must be the case that all incoming edges (w, v′) to v′

satisfy cw = c0. We now claim that removing cv∗ disconnects
u from s, in contradiction with our assumption that u is 2-
vertex-connected from s. Assume in contradiction that there
is a path P from s to u that does not pass through v∗. Let
v′ be the vertex on P with minimum topological order for
which cv′ = c0. As all incoming edges (v, u) to u satisfy
cv = c0, the vertex v′ is well defined. The vertex v′ cannot
be v∗ by our assumption that P does not pass through v∗.
The vertex v′ cannot be s since no other vertex except s has
color 1. Thus the incoming edge (w, v′) to v′ along the path P
satisfies cw = c0; this contradicts the minimality assumption
on the topological order of v′.

For the reverse direction, assume u is not 2-vertex-
connected. This implies that there is a single vertex v in G
whose removal will disconnect s from u. Consider the cut
partition (Vs, Vu) of V implied by the removal of v where
s ∈ Vs and u ∈ Vu. It now follows by induction on the
topological order of G that all vertices in Vu (including u)
are color preserving with color cv .

d6

s

d1 d2 d3 d4 d5 d7

x

Fig. 3: An example instance for Theorem 3.2.

C. Proof of Lemma 5.1 and Theorems 3.2 and 4.2

1) Proof of Lemma 5.1: For any two codewords x and x′,
let `x,x′ = |{i ∈ [n] | xi = 1} ∪ {i ∈ [n] | x′i = 1}|. Let ` =
minx,x′ `x,x′ . We would like to show that for codes of size
M , it holds that ` is at most n(2w − w2) + nw(1−w)

M−1 . Let
`cx,x′ = n − `x,x′ = |{i ∈ [n] | xi = 0} ∩ {i ∈ [n] | x′i = 0}|
be the number of entries i in which both xi and x′i equal 0;
and let `c = n− `. On one hand,∑

x 6=x′
`cx,x′ ≤

(
M

2

)
`c

On the other hand, if Mi is the number of codewords x for
which xi = 0, then∑

x 6=x′
`cx,x′ =

n∑
i=1

(
Mi

2

)
Given the weight limitation of codewords, notice that∑
iMi ≥ M(1 − w)n. Moreover, under this constraint, the

expression
∑
i

(
Mi

2

)
is minimized when, for each i, Mi =

M(1− w). We thus conclude that(
M

2

)
`c ≥

∑
x 6=x′

`cx,x′ =
∑
i

(
Mi

2

)
≥ n

(
M(1− w)

2

)
Thus, `c ≥ n(1− w)2 − nw(1−w)

M−1 , or, equivalently,

` ≤ n−n(1−w)2+
nw(1− w)

M − 1
≤ nw(2−w)·

(
1 +

1

M − 1

)
.

2) The non-secure case: proof of Theorem 3.2: We now
prove Theorem 3.2 using the instance depicted in Figure 3.

Proof: (of Theorem 3.2) We consider the 3-layered
instance depicted in Figure 3. The network includes a source
s connected by 2 unit-capacity edges to an intermediate
node x. The source s and node x represent the first two
layers of the network. The third layer consists of terminal
nodes d1, . . . , d` for ` = 1 + 1/ε, each connected with a
unit capacity edge from x, and each belonging to a distinct
terminal set Di = {di}. Note that this instance satisfies the
conditions of Theorem 3.1. Each terminal decodes a subset
of the source information bits M = {b1, b2, . . . }; subset
Mi is decoded at terminal di for i ∈ [`]. Consider any
blocklength-n code over the network. Let Mx be the subset of
source bits that are decodable at node x. We first notice that
|Mx| ≤ 2n, and thus we assume, without loss of generality,
that Mx ⊆ {b1, . . . , b2n}. Given the graph topology, we also



observe, for each i ∈ [`], that Mi is a subset of Mx with
|Mi| ≤ n. Considering the characteristic binary vector ci of
Mi as a subset of Mx, we obtain a codebook c1, . . . , c` of
codewords each of blocklength (at most) 2n and of weight at
most n. Appending zeros to codewords if needed, we obtain a
codebook c1, . . . , c` of blocklength 2n and of weight at most
n. Applying Corollary 5.1 with w = 1/2 and blocklength 2n,
we conclude that there exist indices i 6= j such that the total
support of ci and cj , and that of Mi and Mj , correspondingly,
is at most (2w − w2 + ε)2n = (3 + 4ε)n/2. Since Ki is a
function of Mi, Kj is a function of Mj , and Ki is independent
of Kj , we conclude that H(Ki) + H(Kj) ≤ (3 + 4ε)n/2,
which in turn implies that RSR(I) ≤ (3 + 4ε)/4 = 3/4 + ε.

Remark A.1: Given the connectivity conditions of Theo-
rem 3.1, one can show, using random linear network coding
over blocklength n, that every terminal node can decode two
(uniformly distributed) messages, each of entropy n/2. Thus
each terminal, using a potentially different linear combination
of the decoded messages, can obtain a key of rate 1/2 that is
independent of any key decoded by a terminal in a different
decoding set. This simple scheme implies that RSR(I) ≥ 1/2.
Thus, the gap presented in Theorem 3.2 between key dissemi-
nation schemes with and without source reconstruction, while
not necessarily optimal, is of the correct order.

D. The secure case: proof of Theorem 4.2

We now show that the instance depicted in Figure 1 (show-
ing a tight example for Theorem 4.1) can be slightly modified
to prove Theorem 4.2.

Proof: (of Theorem 4.2) We start by defining the instance
I, which is a modified version of that given in Figure 1. Let the
number of terminal sets Di be ` = 9

ε

(
1 + 9

ε

)
instead of ` = 2.

In I, for i ∈ [`], the single source s must disseminate key Ki

to terminal set Di = {di1, di2} such that (i) for each node
v ∈ {x, y, z} and for any i ∈ [`], I(Ki;XIn(v)) = 0, and (ii)
for any terminal node d, In(d) does not reveal any information
about a key that is not required at d. There are two edges
connecting s and x and two edges connecting s and y. All
edges in Figure 1 have unit capacity. Note that each terminal
has 2 vertex-disjoint paths from s, and all nodes are two-edge
connected from s. Below, we show that RSR(I) ≤ 3/4 + ε.

For each i ∈ [`], let Mi be the source message bits
reconstructed at terminal node di1. Let B = ∪iMi. For each
Mi, we have H(Mi|XIn(x)XIn(z)) = 0. Thus, it also holds
that H(B|XIn(x)XIn(z)) = 0. We conclude that, H(B) ≤
H(XIn(x)XIn(z)) ≤ H(XIn(x)) +H(XIn(z)|XIn(x)) ≤ 3.

Considering the characteristic binary vector ci of Mi as a
subset of B, we obtain a codebook c1, . . . , c` of codewords,
each of blocklength |B| ≤ 3n and of weight at most 2n. Ap-
pending zeros to codewords if needed, we obtain a codebook
c1, . . . , c` of blocklength 3n and of weight at most 2n. By the
pigeonhole principle, there exists a weight w such that at least
1+ 9

ε of the terminals {di1}i decode Mi which is of size in the
range [3wn, 3(w + ε/9)n]. Applying Corollary 5.1 with such
w and blocklength 3n, we conclude that there exist indices
i 6= i′ such that the total support of ci and ci′ , and that of Mi

and Mi′ , are at most (2w−w2)3n+ εn. As Ki is a function
of Mi, Ki′ is a function of Mi′ , and Ki is independent of Mi′

we conclude that

H(Ki) ≤ |Mi \Mi′ | = |Mi ∪Mi′ | − |Mi′ |
≤ (2w − w2 − w)3n+ εn

= (w − w2)3n+ εn ≤ 3n

4
+ εn.

This implies that RSR(I) ≤ 3/4 + ε.
Remark A.2: Given the connectivity conditions of Theo-

rem 4.1, one can show using random linear network coding
combined with additional ideas that RSR(I) ≥ 1/2. Thus, as
in Remark A.1, the gap presented in Theorem 4.2 between key
dissemination schemes with and without source reconstruction,
while also not necessarily optimal, is of the correct order.
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communicator and a one-shot converse via hypercontractivity. In 2015
IEEE International Symposium on Information Theory (ISIT), pages
710–714, 2015.

[28] Venkatesan Guruswami and Jaikumar Radhakrishnan. Tight bounds for
communication-assisted agreement distillation. In 31st Conference on
Computational Complexity (CCC), 2016.

[29] Peng Xu, Zhiguo Ding, Xuchu Dai, and George K. Karagiannidis. On
the private key capacity of the m-relay pairwise independent network.
IEEE Transactions on Information Theory, 62(7):3831–3843, 2016.

[30] Masahito Hayashi, Himanshu Tyagi, and Shun Watanabe. Secret key
agreement: General capacity and second-order asymptotics. IEEE
Transactions on Information Theory, 62(7):3796–3810, 2016.

[31] Prakash Narayan and Himanshu Tyagi. Multiterminal secrecy by public
discussion. Now Publishers, Hanover, MA, USA, 2016.

[32] Badih Ghazi and T. S. Jayram. Resource-efficient common randomness
and secret-key schemes. In Proceedings of the Twenty-Ninth Annual
ACM-SIAM Symposium on Discrete Algorithms, pages 1834–1853, 2018.

[33] Jingbo Liu, Paul Cuff, and Sergio Verdú. Common randomness and key
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