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Abstract—Like most modern blockchain networks, Ethereum
has relied on economic incentives to promote honest participation
in the chain’s consensus. The distributed character of the
platform, together with the ”randomness” or ”luck” factor that
both proof of work (PoW) and proof of stake (PoS) provide
when electing the next block proposer, pushed the industry to
model and improve the reward system of the system. With several
improvements to predict PoW block proposal rewards and to
maximize the extractable rewards of the same ones, the ultimate
Ethereum’s transition to PoS applied in the Paris Hard-Fork,
more generally known as ”The Merge”, has meant a significant
modification on the reward system in the platform. In this paper,
we aim to break down both theoretically and empirically the
new reward system in this post-merge era. We present a highly
detailed description of the different rewards and their share
among validators’ rewards. Ultimately, we offer a study that
uses the presented reward model to analyze the performance of
the network during this transition.

Index Terms—Ethereum, Ethereum Rewards, Ethereum2,
Ethereum Consensus Layer, Consensus Rewards, The Merge

I. INTRODUCTION

Ethereum [1] has soundly consolidated in the Web3 and
blockchain ecosystem for its widely decentralized network
with more than 5.000 active nodes [2], and its multipurpose
Ethereum Virtual Machine (EVM) [3]]. Commonly popularized
for being the pioneer blockchain able to process Smart Con-
tracts [4]], it currently handles above 1 million transactions per
day from 600 thousand active accounts [5]. As with any other
blockchain in the Web3 space, to support this decentralized
platform, Ethereum relies on an incentive program to reward
honest behaviors between the participants.

Starting its journey as an operative network in 2015,
Ethereum chose Proof of Work (PoW) as its consensus mech-
anism. In this PoW-powered platform, participating nodes
(commonly known as miners) competed with each other to
become the next block proposer. Nodes in the network built
block candidates by adding user transactions from the public
Mem-pool. Awarded with a generous tip in Ethereum’s token
Ether (ETH) for the first one publishing a valid block, miners
would parallelly iterate over multiple nonce value{] until the
hash value of the entire block satisfies the target required by
the network.

Initially, as part of the incentives that the block proposal
had until EIP1559 [6] was applied, block proposers were also
granted with the fees coming from processing the transactions

'Nonce values in PoW-based blockchains is a field in the head of the
block structure that miners can indistinctly modify to satisfy the hash target
requirements of the chain.

Tarun Mohandas-Daryanani Jose Luis Muifioz-Tapia Leonardo Bautista-Gomez
Barcelona Supercomputing Center

Status.im
Barcelona, Spain
leo@status.im

U. Politécnica de Catalunya
Barcelona, Spain
jose.luis.munoz@upc.edu

included in the block plus a dynamically adjusting base
reward. However, as long as the network has proved to be
resilient, powering the consensus through PoW required huge
and unnecessary power consumption. As one of the biggest
upgrades in the platform’s lifetime, Ethereum embraced a long
journey to shift its consensus mechanism from PoW to a more
sustainable Proof of Stake (PoS) [7]. The transition started
with the launch of a side chain with the single purpose of
achieving consensus. To participate in the Beacon Chain or
Consensus Layer (CL), users now have to deposit in a publicly
available smart contract 32 ETH to activate a validator. The
beacon chain decides who is the next block proposer (among
many other things) using a randomness generator algorithm
called RANDAO [8]. The beacon chain is organized in epochs,
where each epoch contains 32 slots of 12 seconds, making a
whole epoch last 6.4 minutes. Each slot will serve as a time
range where the RNG algorithm decides which validator can
propose the block. Removing the competition between nodes
to become block proposers reduced by 99.95% the total power
consumption of the network, with the significant drawback of
adding extra complexity to reaching consensus.

The beacon chain stores all the information regarding the
status of the validators, from when they are activated, to their
interaction with the network when performing their duties,
including their balance. To reach a consensus and maintain
the finalization of the chain, these validators now have to
perform a set of tasks at every epoch of the chain. Also known
as duties, validators are grouped by committees, which have
the major task of voting on the correctness of the proposed
block (if proposed) from the slot they are assigned to. These
votes are also known as attestations and are included in the
beacon blocks. Validators are also grouped by sync committee,
a small set of 512 validators that help sign headers of blocks
to prove their validity to light clients that won’t need to
sync the entire chain. Based on the correctness of all these
duties, validators get rewarded as an incentive to well-behave
in the consensus, making honest actions in the network more
economically lucrative than dishonest ones.

Both parallel chains had co-existed since December 2020,
when the beacon chain was launched, until September 2022,
when the chain in charge of processing transactions became
consensus-dependent from the beacon chain. In this event
called “The Merge” [9], active validators in the consensus
layer will also be the ones proposing blocks in the EVM
chain (from now on called Execution Layer (EL)). With the
successfully accomplished transition from PoW to PoS, there



are some significant changes in the new reward mechanism of
the multipurpose platform. Since validators now propose both
blocks, they get the CL and the EL rewards. However, from
the EL rewards, validators only earn the part coming from
the transaction fees, which means that there is no base reward
anymore. The fact that block proposers are chosen beforehand
and the mining process has been removed increases the time
to include transactions in a block. Which ultimately increases
the chances of a proposer gaining more rewards by filtering
and ordering the transactions.

This paper presents a previously unseen approach to mea-
sure the transition from PoW to PoS in a live-working
blockchain network. Our approach uses both empirical and
theoretical methods to compare and score how well validators
accomplish their duties. Moreover, we present a comparison
in performance based on rewards for entities that represent a
large set of validators in the network.

The paper is organized as follows: Section [lI| introduces
the state of the art of the paper, going through previously
done work on the topic, Section [[II| introduces all the rewards-
related terms, theoretical methods, and the methodology that
we followed, Section presents the discussion over the
results we gathered from the study, and Section |V|summarizes
all the highlights of the study.

II. STATE OF THE ART

Blockchain-based networks adopted the peer-to-peer philos-
ophy to consolidate platforms able to store a public ledger.
Generally, these public ledgers use incentive systems to pro-
mote honest participation in the consensus. This way, for most
users, honest participation in the network is more rewarding
than misbehaving. Ethereum also uses the same system to
promote the chain’s finalization (reach a consensus on which
chain to follow).

The unknown nature of block rewards in Ethereum’s ex-
ecution layer has attracted many experiments that tried to
modelize it. Authors in [[I0] already introduced the appari-
tion of mining pools for the Bitcoin [11] network. Pools
where individual miners unified efforts to split rewards and
costs, making them more stable over time. Other works like
[12] presented an approach that, using linear and polynomial
regressions, could predict the mining reward of the next
Ethereum block to some degree. More focused on protocol
optimizations, other works like [13] introduced an intensive
study highlighting the under-optimized storage patterns that
most smart contracts use. Furthermore, they propose a tool that
helps optimize gas usage when developing smart contracts.

Showing a clear interest in predicting and maximizing the
rewards extracted by each block, authors in [[14] introduce
the lack of fairness that decentralized exchanges and arbitrage
bots introduced to the platform by using the usage of sandwich
attacks [|15] to front run users transactions. The authors present
a novel idea of block-building audition or bid, where they
introduce a set of techniques that optimize the reward extracted
from each built block (also known as Miner-Extractable Value
(MEV)), i.e., transaction ordering.
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Fig. 1: Evolution of rewards for different layers in Ethereum.

The launch of the consensus layer and the shift of Ethereum
to PoS, resulted in a way more sustainable network with
over 400k validators distributed between S5k nodes in 90
different countries [2] running mostly five different software
that adjusts to all kinds of users’ need while increasing the
overall resilience of the network [16] to software bugs.
However, despite the community’s efforts to endorse a fully
decentralized blockchain platform, authors in [2] identify
a certain degree of centralization in terms of geographical
location and used software.

This paper aims to complete the literature surrounding
Ethereum’s rewards from the consensus layer perspective. In
our study, we present a novel method to evaluate the perfor-
mance of validators by comparing their on-chain rewards with
the maximum theoretical one they could obtain, identifying
which are the most rewarding duties of the platform. We
introduce the results of applying this method to Ethereum’s
transition from PoW to PoS during the merge. Furthermore, we
present the decentralization degree that the current Ethereum
network has by analyzing the distribution of validators among
staking entities in the network.

III. METHODOLOGY

Economical remuneration is a highly used incentive to
recompense honest behaviors in blockchain scenarios. How-
ever, building a sustainable economic rewards system with
a solid game theory [17] requires considerable effort. This
section explains the different reward types that Ethereum
miners (previously) and Ethereum validators can earn from
their honest interaction with the network, describing in detail
the evolution of rewards displayed in Figure

A. Execution Layer’s Block Proposal Rewards

As a method of preserving a fair usage of the EVM,
interacting with the Ethereum EL requires paying for the
needed resources. Following its close analogy to vehicles
needing gas to move, users pay Gas for their interaction with
the EVM to the network processing it. Thus, each interaction
with the EVM requires paying Gas for block space for the
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Fig. 2: Rewards extracting schema followed by the state
analyzer tool for Epoch n — 1 (in red: actions of our indexer
tool; in blue, actions at the protocol).

user’s transactions. With the introduction of EIP 1559 [6] in
the London Hard Fork [18]] (see Figur, the fees that a user
pays to include a transaction in a block are divided into three
different values:

1) Gas Limit: Upper limit of Gas that the entire operation
may consume, protection against malicious or broken
smart contracts.

2) Base Fee per Gas: Minimum price per gas unit to
allocate a transaction in a block. Base Fee dynamically
adjusts based on network congestion; the more demand
for block space, the higher the Base Fee.

3) Priority Fee per Gas: colloquially known as the tip users
pay to prioritize their transactions.

Leaving the total transaction as the product between the
GasLimit and BaseFee+Tip.

In this new Gas system, block proposers in the execution
layer no longer receive 100% of the Gas paid by the user.
Currently, the aggregation of base fees included in each block
is burned. As a result, since EL block proposals do not create
new ETH in a post-merge scenario, EL block proposers only
get the aggregation of the Gas Tips included in the block.

B. Characterization of Attestation Rewards

As part of each validator’s duties in the network, once every
epoch, all active validators are asked to participate in the
consensus system by voting on whether a specific block is
correct or not (understanding missing blocks as not correct
ones). With this method, the network agrees and validates the
data in the chain (finalization). As a result of performing this
task, validators earn attestation rewards.

The whole set of validators is divided into beacon com-
mittees in each epoch of the beacon chain. However, each
committee is assigned one slot per epoch. Thus, each validator
is randomly assigned to attest to a single committee at a single
slot, having a total of 32 slots to do it. After each validator has
shared its vote with its respective beacon committee, all votes
in that committee are then aggregated into a single attestation.
If some validators send their vote later, another attestation is
created with these votes, so no votes are left behind if they

were sent inside a window of 32 slots (one epoch) after the slot
they are attesting to. Moreover, the attestation or vote that each
validator produces contains three main flags that determine the
“quality” of the attestation:

e Source: the hash of the justified checkpoinﬂ at the
moment the attested block was proposed.

o Target: the hash of the first block at the epoch the attested
block was proposed.

e Beacon block root: hash of the attested block.

After the Altair Hard Fork [[19], each flag has a respective
weight, determining the final reward per flag. Ultimately, the
summary of the product between these three flags and their
weights and a BaseRewaraﬂ represent the attestation reward
a validator will receive for its attestation to a given block.

From Ethereum’s Consensus specs [20], the rewards for
each attestation are directly calculated using the following
formulas. Please note that for the sake of clarity in the paper,
we will summarize some of the aspects of the procedures to
the basics (in the code implementation, for a better resolution
between calculus, the formulas are calculated per units of the
validator’s effective balance).
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Where: EffBalance is the effective balance of the attesting
validator, BaseRewardFactor is a constant of value 64, Flag-
Weight and WeightDenom are constants that vary between
flags, AttBalance is the sum of effective balances of all
attesting validators, and TotActBalance is the sum of the
effective balance of all active validators.

C. Characterization of Sync Committees Rewards

Since the Altair Hard Fork [19], the Ethereum network
has introduced the idea of sync committees, a group of 512
randomly selected validators who sign new block headers
every slot. Light clients can use these headers to trust which
blocks have been validated without fully downloading and
processing the beacon chain. For a total of 256 epochs (8192
slots), each validator participating in a sync committee receives
an extra reward: the sync committee reward. However, unlike
attestation rewards, this reward is added at the state transitiorE]
of every slot, not at the epoch processing. After 256 epochs,
the list of validators in the sync committee is refreshed.

2Checkpoints in the CL represent the Beacon State root of the epoch’s first
slot, including the result of the state transition from the previous epoch.

3Specific value that depends on the validator’s effective balance and total
active balance at a given epoch.

4The state transition corresponds to the act of including all the duties in
the beacon chain in the parent Beacon State to produce the new Beacon State
for the next slot. Includes balance modifications, slashing, etc.



For every slot that a validator correctly participates in
the sync committee (by signing the new block headers and
sharing this information with the other participants of the sync
committee), its balance will be immediately updated at that
slot. However, if the validator does not participate correctly, it
will suffer a penalty for missing its duty. The sync committee
rewards per block can be summarized as follows:
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Where: TotSyncComRwrd is the sync committee reward for
the whole committee per epoch, TotBaseReward is the sum of
the BaseReward of all the active validators, SyncRwrdWeight
and WeightDenom are constants related to the sync commit-
tees, IndvSyncComRwrd is the individual reward per validator
per slot, SlotsPerEpoch is a constant of 32 slots per epoch, and
SyncComsSize a constant of 512 validators per sync committee.

D. Characterization of Block Proposals

For every epoch, a total of 32 validators are randomly
chosen to be block proposers. Each block proposer will have
the duty of proposing a block in one of the slots of the epoch.
In the opposite direction to the constant and stable attestation
rewards, block proposal rewards are way more sporadic due to
the randomness of the block proposer election. With a current
total of 470k active validators in the network, the chances of
being elected as a block proposer are around one every two
months. However, the rewards linked to proposing a beacon
block are high. Those rewards are coming from:

o Including the attestation aggregations from validator
votes that are not yet included in the beacon chain.

o Including sync aggregates. The block proposer is in
charge of including the sync aggregate from the 512 sync
committee participants.

Similarly to sync committee rewards, proposer rewards are
added to the validator’s balance when the slot (and, thus,
the block) is processed, being the formulas to calculate the
proposer reward per each block the following:
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Where: BaseRewards corresponds to every validator whose
vote was included in the block, WeightDenom and PropWeight

are constants related to the proposer rewards, and IndvSync-
ComRwrd is the individual sync committee reward for each
sync committee attestation included in the block.

E. Validators’ Penalizations

As an incentive to finalize epochs, Ethereum PoS validators
receive rewards for their contributions when they are consistent
with 66% [21]] of the total validators (reaching consensus).
However, they can also be penalized when they don’t comply
with their duties or when their duties don’t match with
the majority of validators. Penalties are the only protection
mechanism that the platform has to defend the finality of
the chain against bad actors or long time disconnections,
ensuring that eventually, the network will be able to finalize
again because the balance of those actors ends up below the
minimum one needed to participate in the consensus. In terms
of quantifying the penalties, the PoS consensus mechanism
penalizes validators when they miss-perform critical duties
summarized as follows:

o When a validator misses attestation flags, only the Source
and Target flags will penalize the validator’s balance.
The quantity of balance that will be deducted equals the
reward it would get for each flag but in negative. This
ensures that one day of correct attestations means more
rewards than the deducted ones for an inactivity day.

o Missing block proposals are bad enough for the validators
as they represent a high reward in a single slot. The rest
of the network is in charge of attesting for an empty slot.
Thus, no extra penalty is applied to the validators that
missed a block proposal.

e The network doesn’t have much mercy on validators
when they miss a sync committee duty. Because they
are essential for light clients to verify the validity of the
latest epochs. The entire reward that the validator could
have had, will be deducted from its balance when sync
committee duty is missed.

The previously introduced penalties refer to the duties of a
validator that were, according to the consensus, wrongly done
or missed. However, there are a set of actions a validator could
easily do that could create conflicts inside the network. For
this reason, the consensus protocol has a set of rules that,
whenever any validator breaks them, it is subject to slashing.
The slashing can be triggered when a validator performs two
times the same duty, i.e., voting with two different attestations
to the same slot, as it can divide the network in different forks
depending on which attention was received first. The slashing
of a validator presents the exit of the validator from the list
of active ones and three concurrent balance modifications:

e The penalization of the validator whose balance gets
decreased:
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o The reward for the validator that proposed the block that
includes the slashing, whose balance increases:
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o The reward of the Whistleblower that reported the inci-
dent, whose balance increases:
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F. Maximum Extractable Reward (MER)

The presented formulas in the above sections describe
Ethereum’s current reward system at the time that we are
writing this paper (post-Paris Hard Fork [9]). As a reminder,
for a healthy performance of the beacon chain (keep finalizing
states), only 66% of the validators need to actively participate
in the consensus on new blocks. This means that even though
the network achieves resilience to validator churnP|the network
is still able to finalize states in the chain. We understand as
participating validators, the ones that are actively attesting in
their committees; however, in the last instance, all the rewards
that attesting validators, sync committee members, and block
proposers receive also depend on the quality of their duties
(i.e., an attestation might have 1/3 flags correct and still be
considered as participation to the consensus).

This said, and as part of our contribution to this paper,
we identified that we could theoretically qualify and compare
the max reward each of the validators could achieve at every
given epoch with the one they actually achieved. From now
on, we will refer to this theoretical max reward as Maximum
Extractable Reward (MER).

G. Beacon State Analyzer

As a method to index the status of each validator in the
network and the data included in the beacon chain, we devel-
oped an open source tool [22] that can index the individual
duties per validator per epoch, the quality of these duties (i.e.,
if validators missed a block proposal, the number of flags that
were successfully voted, etc.), and the max attestation and sync
committee (if the validator during that epoch was inside a sync
committee) reward that each validator got in each epoch.

The tool can index in a PostgreSQL database metrics for any
existing slot or epoch the indicated range, and it does it by
requesting the last Beacon StateE] of each epoch in the indicated
time range from a trusted synchronized Beacon Node. In the
previous sections, we already introduced that there are two
ways of applying rewards to the validators: during the state
transition at the end of each slot (block proposal and sync
committee rewards) or during the epoch transition that defines

5Validators that go offline for a period of time and come back afterward
(due to client updates, internet shortage, among others).

5The Beacon State is the main data structure that represents the beacon
chain’s status at every slot, including the entire list of validators, their balances,
and duties.

the first state of the next epoch (the state transition in the last
slot of the epoch, where attestation rewards are applied).

Since attestations can be included 31 slots after the block
they are referring to, the tool processes the rewards following
the schema in Figure [2| The tool chronologically analyzes
the states, tracking the proposer and sync committee rewards
applied during epoch n — 1 at the last epoch slot (slot 31 in
the figure). Once we have already distinguished the rewards,
we process the next state, which is the state of the last slot
in epoch n (slot 63 in the figure). From the second state that
we analyze until the end of the given time range, we can
index attestation rewards along the sync committees and block
proposals. In the last slot of epoch n, we can already measure
which are the duties that were accomplished in relation to
epoch n — 1 and which ones were not, which let us rate
how well each validator performed and which would be its
max reward for that particular attestation. Although it might
be a bit misleading, these attestation rewards we can already
compute won’t appear in the validator’s balance until the epoch
transition is applied.

H. Validator to Staking Pools Mapping

We have already introduced the steps and requirements to
become a validator in Ethereum’s PoS. However, collecting
32 ETH (for optimal performance) and running the required
software 24-7 at home is not possible for every user. Either the
lack of funds or technical knowledge to set up and maintain
the validator online creates a large opportunity for delegated
staking and the generation of staking pools. As it originally
was for PoW with mining pools, the concept of staking pools
consists of aggregating multiple users’ funds until you can
activate a validator. This type of service is generally driven
by entities or organizations that are in charge of activating the
validator, setting up the clients, and maintaining it.

In the Ethereum ecosystem, there are many entities. There
are centralized organizations such as Coinbase, Kraken, or Bi-
nance, and decentralized entities like Lido Finance or Rocket
Pool, which allow users to delegate their staking. In order
to differentiate the validator performance of the wide set of
staking pools, we mapped the whole set of validators to their
respective staking pool (only for those ones linked to a staking
pool) based on the transaction that activated the validator using
the PoS smart contract. Since activating the validator in the
Beaconchain requires interacting with smart contracts from a
deposit address, we inspected the whole list of PoS deposits,
mapping (if possible) the deposit addresses to any of the
Ethereum addresses publicly identified from the entities.

IV. DISCUSSION

In this section, we introduce the insights of the analysis we
performed by indexing the rewards of all the validators active
in the network between epochs 139875 and 153875, which
are introduced in larger detail in our public dashboard at [23]].
These dates represent precisely one month before the merge
and one month after, which helps us understand the impact of
the transition to PoS on validators’ performance.



A. Descentralization of the Consensus

Combining efforts to support the healthy performance of the
network is a key point of the Web3 space. We have seen how
during PoW, individuals were uniting efforts to be still compet-
itive while supporting decentralization. PoS is not different in
that sense. We analyzed the level of decentralization pre- and
post-merge to determine if the platform improved or got worst
in the aspect of decentralization. For that, we looked into the
block proposal distribution for the 10 largest entities: mining
pools for the pre-merge (determined by fee recipient and
using Etherscan [24]]) and staking pools and entities’ validators
for the post-merge. Figure [3] summarizes that distribution,
where overall, we observed a rather similar decentralization
level. For instance, pre-merge, we see that Ethermine, F2Pool,
and Hiveon Pool proposed 28.5%, 14.7%, and 10.2% of the
blocks, respectively. Post-merge, Lido, Coinbase, and Kraken
proposed 29.9%, 14.2%, and 8.4% of the blocks. Nonetheless,
it is essential to keep in mind that Lido consists of 28 operators
that are somewhat independent, which adds another level of
decentralization. In addition, we observe notably more small-
scale/solo staking (“Other” category) participation (36%) in
comparison to small-scale/solo mining (20.9%), likely due to
the reduced infrastructure and energy requirements that PoS
represents over PoW.

B. Validators Overall Performance

As previously introduced, achieving consensus and the
finalization of the chain now depends on the contributions
of validators’ duties. To rate the performance of validators
and ultimately monitor the chain’s performance, we looked
at the behavior of the overall CL network (CL validators
now propose EL blocks). Before making specific comparisons
between staking entities, we analyzed the total missed duties
of the active validators.

1) Missed Attestation Flags: Regarding the validator’s at-
testations, Figure [] displays the distribution of missed flags
for the 14k measured epochs (note the red vertical line
that marks the merge epoch). The upper chart in the figure
represents the aggregation of all the missed flags normalized
by total active validators per epoch. In contrast, the one at
the bottom represents the same normalized distribution but
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is split between each of the flags present in the attestations.
We observe a slight increase in the total of missed attestation
flags, going from a 3.9% pre-merge to a 4.9% post-merge.
Considering the different flags included in the attestation, the
numbers go from 0.5%, 0.5%, and 2.9% pre-merge to 0.8%,
0.8%, and 3.3% post-merge for Source, Target, and Head,
respectively. In the upper graph of Figure @ we can also
observe two distinct patterns:

1) A significant spike of 27.17% of missed flags around
epoch 145,000, which we attribute to a large number of
restarted clients that were updated to support the merge.

2) A longer time range of total missed flags between
epochs 146,875 and 148000 that we attribute to those
validators underperforming or missing duties for not
having upgraded their software.

Moreover, we can appreciate a large difference in the
number of missed flags inside the attestations. In the chart
at the bottom of the figure, we can appreciate the validators
tend to miss the Head flag more often than the Source and the
Target ones. In the chart, we also appreciate that the numbers
between the Source and the Target often match. Meaning that
if a peer is missing the Source of the attestation (the hash of
the justified checkpoint), it is quite likely to miss the Target
and the Head of the attestation. In most cases, missing the
three flags in the same attestation can also be interpreted as a
“not attested” sign, which a non-operative client or a non-fully
synchronized one might cause.

2) MER: The economic incentive promoted by most of
the blockchain platforms directly bounds performance and
financial rewards. Ethereum is not different in that aspect;
validators are rewarded with ETH tokens for their successfully
accomplished duties. Figure [6] displays the percentage of the
MER obtained by the network at each epoch (from attestations
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Fig. 5: Number of missed blocks pre- and post-merge.

and sync committees rewards). We can observe in the figure
that the mean for the MER achieved oscillates between 95%
and 99%, with some sporadic drops that can reach 68% of
the MER at some epochs. However, it also means that in each
epoch, some validators miss the chance to earn more rewards.
As previously introduced in Section we attribute these
drops to an offline or syncing CL client.

3) Missed Block Proposals: When comparing the number
of missed blocks for 7K epochs pre-merge to 7K epochs post-
merge, Figure |5 shows an absolute value reduction of 36.40%
in missed blocks. We relate this reduction to the fact that
missing a block post-merge has a double economic penalty
for not getting either CL proposal rewards or EL rewards.
Thus, one could expect validators to make every effort to avoid
missing block proposals. However, we have to remark that
even in the pre-merge scenario, the number of block proposals
missed represents 1.13% of the total number of blocks. So the
actual 36.40% of reduction refers to a reduction from a 1.13%
to a 0.72% ratio of missed blocks.

C. Empirical Distribution of the Rewards in a post-Merge
Scenario

From the advantage of indexing all the possible rewards,
we have been able to track and compute the different origins
for all the validators in the network, and Figure [7) displays all
of them. In the chart, we can appreciate 71.3% of the rewards
for a validator are generated through the new consensus layer.
Digging a bit more into the CL rewards, the figure showcases
that 61.4% of those total rewards are coming attestations,
which coincidentally are the most stable rewards a validator
can have. Leaving the block proposals in second place with a
7.6% of the total generated rewards, 28.7% for the EL block
proposals coming from transaction fees or MEVEI, and 2.3%
for the sync committee rewards.

D. Concatenation of Multiple Block Proposals

As long as the beacon chain keeps finalizing, more val-
idators keep joining the network. With a continuous linear

"Miner-Extractable Value (MEV) is a new mechanism to compose EL
blocks. Block builders compete with each other to build the most rewarding
block for the block proposers (maximizing the usage of gas per block, orga-
nizing transactions prioritizing tips, or through private transaction channels.)
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TABLE I: Table with the number of validators proposing
blocks consecutively. (Pre-merge and Post-merge comparison)

0 1 2 3 4 5 6 7
Pre 255,983 131,192 34,145 6,088 805 90 5 1
Post 270,251 134,458 33,682 5,747 739 62 5 -

increase of 3.8% validators over the two months, the chain
went from 428 K validators at the beginning of the pre-merge
period and to 444K validators at the end of the post-merge
period. With this increase in the total number of validators,
the chances of being a block proposer decrease. However, the
randomness of the RANDAO algorithm still provides some
Iuck to a few validators that can propose multiple blocks in
a time range of 2 months. Table [I| represents the frequency
at which individual validators propose blocks, where we can
observe that 90% of validators proposed either one or no
blocks. However, there were still a few lucky proposers that
proposed 6 or 7 blocks in the same short period. These findings
closely align with the fairness rewards study [25] performed
over different consensus incentive systems, where authors
showcase the steady fairness that compounded PoS incentive
models, like Ethereum, provide among their participants.

We have already introduced the origination of staking
entities in the space, accumulating thousands of validators.
As we already saw, individual validators have chances of
proposing several blocks in a short period. And extrapolating
those chances to staking entities’ validators, there aren’t only
a higher number of block proposals in short periods but many
consecutive block proposals for the entities. Table [T shows the
number of consecutive blocks proposed for the three biggest
staking entities (starting from the 4th consecutive proposal
for space reasons). The table shows that Lido, with 27% of
the validators, proposed four consecutive blocks 3686 times
in only two months. Achieving even ten consecutive block
proposals (a third of the epoch) on five occasions. Despite each
validator eventually gains the “same” reward as the rest, the
uneven token distribution in the network still allows a certain
selected group of individuals or entities to accumulate more
validators. As works like [26] present, Ethereum’s ETH coin
shares a Gini coefficient of 0.499 among the top 100 token
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TABLE II: Table with the number of consecutive blocks
proposed by the larger staking entities.

Operator ~ Merge-Stage 4 5 6 7 8 9 10
Lido Pre 1849 529 169 51 23 2 5
Post 1837 524 168 48 23 2 4

Coinbase Pre 145 18 4 - - - -
Post 144 17 4 - - - -

Pre 20 3 1 - - - -

Kraken Post 0 31 - - -

holder addresses, outstanding all compared ERC20 token-
based blockchains (0.685-0.907) and remaining close to the
BTC Gini coefficient (0.466).

Staking pools or entities have a legit place in the ecosystem;
they allow staking for users that would not participate other-
wise. However, since the merge happened, having this larger
set of chances to propose consecutive blocks could mean a
hazard for the overall network. If a large staking entity had
some dishonest interests, it could be benefited by allocating
users’ transactions not only in the order that they want (i.e.,
performing a sandwich or similar attacks) but to allocate the
transactions in the block they want, giving them a higher
time window analyze the public transactions’ pool. In the
ultimate instance, the only thing that prevents large entities
from adopting a dishonest position in the network is their
public exposure to the same one, as validators are publicly
identified in most cases.

E. MER per Staking Entities

We have already analyzed the entire network’s performance
in previous sections. However, in a scenario where most users
want to delegate their stake to others, Figure [§] displays the
achieved MER percentage for the eight biggest pools in the
network. Considering that MER (max attestations and sync
committee rewards) represents 61.4% of the total rewards
of the two months we analyzed, we observe that some of
the largest staking pools do not fully achieve a portion of
the MER. From a minimum of 94,2% for Dappnode to a
maximum of 99.07% for Houbi, an average loss of 1.77%
of the MER shows a high level of commitment from the
respective entities. However, the absolute value of ETH tokens
that 1.77% represent for those entities is still relevant.

m Achieved Rewards = Missed Rewards

Lido I
Coinbase I
Kraken I
Binance I
Bitcoinsuisse GG
Dappnode I
Huobi I
Bloxstaking I

90.00% 92.50% 95.00% 97.50%
Maximum Extractable Reward (MER)

100.00%

Fig. 8: Maximum Extractable Reward for the eight biggest
staking entities.

V. CONCLUSION

This paper presents the shift in the rewards system that “The
Merge” implied for the Ethereum platform. We have unveiled
that in the new incentive program that the platform proposes,
the consensus layer’s rewards represent the 71.3% of the total
rewards, showcasing the importance of having well-behaved
and active validators that achieve 61.4% of their rewards from
constant and stable attestations rewards.

The presented study analyzes the merge of both chains by
tracking the missed duties of validators during the process.
Overall, the network keeps a healthy behavior that maintains
a low ratio of missed blocks and missed attestation flags
of 0.72% and 4.9%, respectively. We have identified several
drops when comparing the obtained CL rewards with the
MER during the merge, highlighting some instances where
the network miss-performed, achieving 68% of total possible
rewards at some point. Moreover, the paper exposes that,
currently, the platform faces a high ratio of consecutive blocks
being proposed by large staking entities. We introduced that
there were even several cases where a third of an epoch was
proposed consecutively by a single entity. We have identified
the hazard this represents due to these entities’ control over
which transactions get included and when.

Ultimately, the paper introduces our rewards indexer tool,
which can monitor the obtained rewards over the MER for
any set of validators. We have observed that, even though big
staking pools show a high commitment to the finalization of
the network, they still miss 1,77% of the rewards generally
due to a non-optimal performance on their clients.

As future work to the presented study, we aim to explore
the different causes that make validators miss the flags of
their attestations and extrapolate the presented rewards study
to compare the different existing software.
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