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Abstract
We develop a simple and generic method to analyze randomized rumor spreading processes in
fully connected networks. In contrast to all previous works, which heavily exploit the precise
definition of the process under investigation, we only need to understand the probability and
the covariance of the events that uninformed nodes become informed. This universality allows
us to easily analyze the classic push, pull, and push-pull protocols both in their pure version
and in several variations such as messages failing with constant probability or nodes calling a
random number of others each round. Some dynamic models can be analyzed as well, e.g., when
the network is a G(n, p) random graph sampled independently each round [Clementi et al. (ESA
2013)].

Despite this generality, our method determines the expected rumor spreading time precisely
apart from additive constants, which is more precise than almost all previous works. We also
prove tail bounds showing that a deviation from the expectation by more than an additive number
of r rounds occurs with probability at most exp(−Ω(r)).

We further use our method to discuss the common assumption that nodes can answer any
number of incoming calls. We observe that the restriction that only one call can be answered
leads to a significant increase of the runtime of the push-pull protocol. In particular, the double
logarithmic end phase of the process now takes logarithmic time. This also increases the mes-
sage complexity from the asymptotically optimal Θ(n log logn) [Karp, Shenker, Schindelhauer,
Vöcking (FOCS 2000)] to Θ(n logn). We propose a simple variation of the push-pull protocol
that reverts back to the double logarithmic end phase and thus to the Θ(n log logn) message
complexity.
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1 Introduction

Randomized rumor spreading is one of the core primitives to disseminate information
in distributed networks. It builds on the paradigm that nodes call random neighbors
and exchange information with these contacts. This gives highly robust dissemination
algorithms belonging to the broader class of gossip-based algorithms that, due to their
epidemic nature, are surprisingly efficient and scalable. Randomized rumor spreading
has found numerous applications, among others, maintaining the consistency of replicated
databases [11], disseminating large amounts of data in a scalable manner [32], and organizing
any kind of communication in highly dynamic and unreliable networks like wireless sensor
networks and mobile ad-hoc networks [28]. Randomized rumor spreading processes are also
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used to model epidemic processes like viruses spreading over the internet [2], news spreading
in social networks [12], or opinions forming in social networks [31].

The importance of these processes not only has led to a huge body of experimental results,
but, starting with the influential works of Frieze and Grimmett [22] and Karp, Shenker,
Schindelhauer, and Vöcking [29] also to a large number of mathematical analyses of rumor
spreading algorithms giving runtime or robustness guarantees for existing algorithms and,
based on such findings, proposing new algorithms.

Roughly speaking, two types of results can be found in the literature, general bounds
trying to give a performance guarantee based only on certain graph parameters and analyses
for specific graphs or graph classes. In the domain of general bounds, there is the classic
maximum-degree-diameter bound of [18] and more recently, a number of works bounding the
rumor spreading time in terms of conductance or other expansion properties [35, 8, 24, 25],
which not only greatly helped our understanding of existing processes, but could also be
exploited to design new dissemination algorithms [4, 5, 6, 27]. The natural downside of
such general results is that they often do not give sharp bounds. It seems that among the
known graph parameters, none captures very well how suitable this network structure is for
randomized rumor spreading. Also, it has to be mentioned that these results mostly apply
to the push-pull protocol.

The other research direction followed in the past is to try to prove sharper bounds for
specific graph classes. This led, among others, to the results that the push-protocol spreads a
rumor in a complete graph in time log2 n+lnn±ω(1) with high probability 1−o(1) (whp.) [37]
(and in time log2−p n+ 1

p lnn±o(logn) when messages fail independently with probability p),
whereas the push-pull protocol does so in time log3 n+O(log logn) [29]. The push protocol
spreads rumors in hypercubes in time O(logn) whp. [18], determining the leading constant is
a major open problem. For Erdős-Rény random graphs with edge probability asymptotically
larger than the connectivity threshold, again a runtime of log2−p n+ 1

p lnn± o(logn) was
shown for the push protocol allowing transmission errors with rate p [19]. For preferential
attachment graphs, which are often used as model for real-world networks, it was proven
that the push-protocol needs Ω(nα) rounds, α > 0 some constant, whereas the push-pull
protocol takes time Θ(logn) and Θ((logn)/ log logn) when nodes avoid to call the same
neighbor twice in a row [7, 12]. Even faster rumor spreading times were shown on Chung-Lu
power-law random graphs [21].

One weakness of all these results on specific graphs is that they very much rely on the
particular properties of the protocol under investigation. Even in fully connected networks
(complete graphs), the existing analyses for the basic push protocol [22, 37, 16], the push
protocol in the presence of transmission failures [15], the push protocol with multiple
calls [36], and the push-pull protocol [29] all uses highly specific arguments that cannot be
used immediately for the other processes. This is despite the fact that the global behavior
of these processes is often very similar. For example, all processes mentioned have an
exponential expansion phase in which the number of informed node roughly grows by a
constant factor until a constant fraction of the nodes is informed. Clearly, this hinders a
faster development of the field. Note that the typical analysis of a rumor spreading protocol
in the papers cited above needs between six and eight pages of proofs.

Our Results
In this work, we make a big step forward towards overcoming this weakness. We propose
a general analysis method for all symmetric and memoryless rumor spreading processes in
complete networks. It allows to easily analyze all rumor spreading processes mentioned above
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and many new ones. The key to this generality is showing that the rumor spreading times
for these protocols are determined by the probabilities pk of a new node becoming informed
in a round starting with k informed nodes together with a mild bound on the covariance on
the indicator random variables of the events that new nodes become informed. Consequently,
all other particularities of the protocol can safely be ignored.

Despite this generality, our method gives bounds for the expected rumor spreading time
that are tight apart from an additive constant number of rounds. Such tight bounds so far
have only been obtained once, namely for the basic push protocol [16].

Our method also gives tail bounds stating that deviations from the expectation by an
additive number of at least r of rounds occur with probability at most A′ exp(−α′r), where
A′, α′ > 0 are absolute constants. Such a precise tail bound was previously given only for
the push protocol in [16]. Note that our tail bounds imply the usual whp-statements, e.g.,
that overshooting the expectation by any ω(1) term happens with probability o(1) only, and
that a rumor spreading time of O(logn) can be obtained with probability 1 − n−c, c any
constant, by making the implicit constant in the time bound large enough.

We use our method to obtain the following particular results. We only state the expected
runtimes. In all cases, the above tail bounds are valid as well.

Classic protocols, robustness: We start by analyzing the three basic push, pull, and
push-pull protocols. In the push protocol, in each round each informed node calls a random
node and sends a copy of the rumor to it. In the pull protocol, in each round each uninformed
node calls a random node and tries to obtain the rumor from it. In the push-pull protocol,
all nodes contact a random node and in each such contact the informed nodes send rumor to
the communication partner.

For these three protocols, both in the fault-free setting and when assuming that calls fail
independently with probability 1− p, our method easily yields the expected rumor spreading
times given in Table 1. Note that all previous works apart from [16] did not state explicitly
a bound for the expected runtime. Note further that for half of the settings regarded in
Table 1 no previous result existed. In particular, we are the first to find that the double
logarithmic shrinking phase observed by Karp et al. [29] for the push-pull protocol disappears
when messages fail with constant probability p, and is instead replaced by an ordinary
shrinking regime with the number of uninformed nodes reducing by roughly a factor of
(1−p)e−p each round. This observation is not overly deep, but has the important consequence
that the message complexity of the push-pull protocol raises from the theoretically optimal
Θ(n log logn) value proven in [29] to an order of magnitude of Θ(n logn) in the presence
of a constant rate of transmission errors. Hence the significant superiority of the push-pull
protocol over the push protocol in the fault-free setting reduces to a constant-factor advantage
in the faulty setting.

Multiple calls: Panagiotou, Pourmiri, and Sauerwald [36] proposed a variation of the
classic protocols in which the number of calls (always to different nodes) each node performs
when active is a positive random variable R. They mostly assume that for each node, this
random number is sampled once at the beginning of the process. For the case that R
has constant expectation and variance, they show that the rumor spreading time of the
push protocol is log1+E[R] n+ 1

E[R] lnn± o(logn) with high probability and that the rumor
spreading time of the push-pull protocol is Ω(logn) with probability 1− ε, ε > 0. When R
follows a power law with exponent β = 3, the push-pull protocol takes Θ( logn

log logn ) rounds,
and when 2 < β < 3, it takes Θ(log logn) rounds.

The model of [36] makes sense when assuming that nodes have generally different commu-
nication capacities. To model momentarily different capacities, e.g., caused by being occupied
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no transmission failures calls fail indep. with prob. 1− p ∈ (0, 1)
push
protocol

E[T ] = log2 n+ lnn±O(1)
blog2 nc+ lnn− 1.116 ≤ E[T ] ≤
dlog2 ne+ lnn+ 2.765 + o(1) [16]

E[T ] = log1+p n+ 1
p

lnn±O(1)
T = log1+p n+ 1

p
lnn± o(logn) whp. [15]

pull
protocol

E[T ] = log2 n+ log2 lnn±O(1) E[T ] = log1+p n+ 1
ln 1

1−p
lnn±O(1)

push-pull
protocol

E[T ] = log3 n+ log2 lnn±O(1)
T = log3 n±O(log logn) whp. [29]

E[T ] = log1+2p n+ 1
p+ln 1

1−p
lnn±O(1)

Table 1 New and previous-best results for rumor spreading time T of the classic rumor spreading
protocols in complete graphs on n vertices. The first line of each table entry contains the result
that follows from the method proposed in this work, the second line states the best previous
result (if any). For all new bounds on the expected rumor spreading time, a tail bound of type
P[|T ≥ E[T ]| ≥ r] ≤ A′ exp(−α′r) with A′, α′ > 0 suitable constants follows as well from this
work. In [16], such a bound was given for the rumor spreading time of the push protocol without
transmission failures.

with other communication tasks, we assume that the random variable is resampled for each
node in each round. We also allow R to take the value 0. Again for the case E[R] = Θ(1)
and Var[R] = O(1), we show that the expected rumor spreading time of the push protocol is
log1+E[R] n+ 1

E[R] lnn±O(1). The rumor spreading time of the push-pull protocol depends
critically on the smallest value ` which R takes with positive probability. If ` = 0, that is,
with constant probability nodes contact no other node, then there is no double exponential
shrinking and the expected rumor spreading time is log1+2E[R] n+ 1

E[R]−ln P[R=0] lnn±O(1).
If nodes surely perform at least one call, then we have a double exponential shrinking regime
and an expected rumor spreading time of log1+2E[R] n+ log1+` lnn±O(1).

Dynamic networks: We also show that our method is capable of analyzing dynamic
networks when the dynamic is memory-less. Clementi et al. [9] have shown that when the
network in each round is a newly sampled G(n, p) random graph, then for any constant c the
rumor spreading time of the push protocol is Θ(log(n)/min{p, 1/n}) with probability 1−n−c.
We sharpen this result for the most interesting regime that p = a/n, a a positive constant. For
this case, we show that the expected rumor spreading time is log2−e−a n+ 1

1−e−a ln(n)+O(1).
Our tail bound P[|T − E[T ]| ≥ r] ≤ A′ exp(−α′r) for suitable constants A′, α > 0 implies
also the large deviation statement of [9] (where for Θ(logn) deviations in the lower tail the
trivial log2(n) lower bound holding with probability 1 should be used).

Answering single calls only: We finally use our method to discuss an aspect mostly
ignored by previous research. While in all protocols above (apart from the one of [36]) it is
assumed that each node can call at most one other node per round, it is tacitly assumed
in the pull and push-pull protocols that nodes can answer all incoming calls. For complete
graphs on n vertices, the classic balls-into-bins theory immediately gives that in a typical
round there is at least one node that receives Θ( logn

log logn ) calls. So unlike for the outgoing
traffic, nodes are implicitly assumed to be able to handle very different amounts of incoming
traffic in one round.

The first to discuss this issue are Daum, Kuhn, and Maus [10] (also the SIROCCO
2016 best paper). Among other results, they show that if only one incoming call can be
answered and if this choice is taken adversarially, then there are networks where a previously
polylogarithmic rumor spreading time of the pull protocol becomes Ω̃(

√
n). If the choice

which incoming call is answered is taken randomly, then things improve and the authors show
that for any network, the rumor spreading times of the pull and push-pull protocol increase
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by at most a factor of O(∆(G)
δ(G) logn) compared to the variant in which all incoming calls

are answered. Subsequently, Ghaffari and Newport [23] showed that with the restriction to
accept only one incoming call, the general performance guarantees for the push-pull protocol
in terms of vertex expansion or conductance [24, 25] do not hold. Kiwi and Caro [30] showed
that solving the problem of multiple incoming calls via a FIFO queue can lead to extremely
long rumor spreading times.

With our generic method, we can easily analyze this aspect of rumor spreading on complete
graphs. While for the pull protocol only the growth phase mildly slows down, giving a total
expected rumor spreading time of E[T ] = log2−1/e n + log2 lnn ± O(1), for the push-pull
protocol also the double logarithmic shrinking phase breaks down and we observe a total
runtime of E[T ] = log3−2/e n+ 1

2 lnn±O(1) and, similarly as for the push-pull protocol with
transmission failures, an increase of the message complexity to Θ(n logn). The reason, as our
proof reveals, is that when a large number of nodes are informed, then their push calls have
little positive effect (as in the classic push-pull protocol), but they now also block other nodes’
pull calls from being accepted. This problem can be overcome by changing the protocol so
that informed nodes stop calling others when the rumor is log3−2/e n rounds old. The rumor
spreading time of this modified push-pull protocol is E[T ] = log3−2/e n + log2 lnn ± O(1)
and, when halted at the right moment, this process takes Θ(n log logn) messages.

2 Outline of the Analysis Method

As just discussed, the main advantages of our approach are its universality and the very
tight bounds it proves. We now briefly sketch the main new ideas that lead to this progress.
Interestingly, they are rather simpler than the ones used in previous works.

2.1 Tight Bounds via a Target-Failure Calculus
We first describe how we obtain estimates for the rumor spreading time that are tight apart
from additive constants. Let us take as example the classic push protocol. It is easy to
compute that in a round starting with k informed nodes, the expected number of newly
informed nodes is E(k) = k − Θ(k2/n). Hence roughly speaking the number of informed
nodes doubles each round (which explains the log2 n part of the log2 n+ lnn±O(1) rumor
spreading time), but there is a growing gap to truly doubling caused by (i) calls reaching
already informed nodes and (ii) several calls reaching the same target. This weakening of
the doubling process was a main difficulty in all previous works.

The usual way to analyze this weakening doubling process is to partition the rumor
spreading process in phases and within each phase to uniformly estimate the progress. For
example, Pittel [37] considers 7 phases. He argues first that with high probability the number
if informed nodes doubles until n1 = o(

√
n) nodes are informed. Then, until n2 = n/ log2(n)

nodes are informed, with high probability in each round the number of informed nodes
increases by at least a factor of 2(1− 1

log2(n) ). Consequently, this second phase lasts at most
log2(1− 1

log2(n)
)(n2/n1) rounds. While this type of argument gives good bounds for phases

bounded away from the middle regime with both Θ(n) nodes informed and uninformed, we
do not see how this “estimating a phase uniformly” argument can cross the middle regime
without losing a number ω(1) of rounds.

For this reason, we proceed differently. To prove upper bounds on rumor spreading times,
for each number k of informed nodes, we formulate a pessimistic round target E0(k) that
is sufficiently below the expected number E(k) of newly informed nodes. Here “sufficiently
below” means that the probability q(k) to fail reaching this target number of informed nodes
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is small, but not necessarily o(1) as in all previous analyses. Using a restart argument, we
observe that the random time needed to go from k informed nodes to at least E0(k) informed
nodes is stochastically dominated by 1 plus a geometric random variable with parameter
1− q(k), where all our geometric random variables count the number of failures until success
(this is one of the two definitions of geometric distributions that are in use). In particular,
the expected time to go from k to at least E0(k) informed nodes is at most 1 + q(k)

1−q(k) .
The second, again elementary, key argument is that when we define a sequence of

round targets by k0 := 1, k1 := E0(k0), k2 := E0(k1), . . . with suitably defined E0(·), then
the ki grow almost like 2i (in the example of the classic push protocol). More precisely,
there is a T = log2 n ± O(1) such that kT = Θ(n). Hence together with the previous
paragraph we obtain that the number of rounds to reach kT informed nodes is dominated
by T plus a sum of independent geometric random variables. This sum has expectation∑T−1
i=0

q(ki)
1−q(ki) = O(

∑T−1
i=0 q(ki)), so it suffices that the sum of the failure probabilities q(ki)

is a constant (unlike in previous works, where it needed to be o(1)). A closer look at this
sum also gives the desired tail bounds.

Similarly, to prove matching lower bounds, we define optimistic round targets E0(k) such
that a round starting with k informed nodes finds it unlikely to reach E0(k) informed nodes.
Since again we want to allow failure probabilities that are constant, we now have to be more
careful and also quantify the probability to overshoot E0(k) by larger quantities. This will
then allow to argue that when defining a sequence of round targets recursively as above, then
the expected number of targets overjumped (and thus the expected number of rounds saved
compared to the “one target per round” calculus), is only constant.

We remark that a target-failure argument similar to ours was used already in [16], there
however only to give an upper bound for the runtime of the push protocol in the regime from
ns, s a small constant, to Θ(n) informed nodes, that is, the later part of the exponential
growth regime of the push process, in which via Chernoff bounds very strong concentration
results could be exploited. Hence the novelty of this work with respect to the target-failure
argument is that this analysis method can be used (i) also from the very beginning of the
process on, where we have no strong concentration, (ii) also for the exponential and double
exponential shrinking regimes of rumor spreading processes, and (iii) also for lower bounds.

2.2 Uniform Treatment of Many Rumor Spreading Processes
As discussed earlier, the previous works regarding different rumor spreading processes on
complete graphs all had to use different arguments. The reason is that the processes, even
when looking similar from the outside, are intrinsically different when looking at the details.
As an example, let us consider the first few rounds of the push and the pull protocol. In
the push protocol, we just saw that while there are at most o(

√
n) nodes informed, then a

birthday paradox type argument gives that with high probability we have perfect doubling
in each round. For the pull process, in which each uninformed node calls a random node and
becomes informed when the latter was informed, we also easily compute that a round starting
with k informed nodes creates an expected number of (n − k) kn = k − k2

n newly informed
nodes. However, since these are binomially distributed, there is no hope for perfect doubling.
In fact, for the first constant number of rounds, we even have a constant probability that not
a single node becomes informed.

The only way to uniformly treat such different processes is by making the analysis
depend only on general parameters of the process as opposed to the precise definition. Our
second main contribution is distilling a few simple conditions that (i) subsume essentially all
symmetric and time-invariant rumor spreading processes on complete graphs and (ii) suffice
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to prove rumor spreading times via the above described target-failure method. All this is
made possible by the observation that the target-failure method needs much less in terms of
failure probabilities than previous approaches, in particular, it can tolerate constant failure
probabilities. Consequently, instead of using Chernoff and Azuma bounds for independent or
negatively correlated random variables (which rely on the precise definition of the process),
it suffices to use Chebyshev’s inequality as concentration result.

Consequently, to apply our method we only need to (i) understand (with a certain
precision) the probability pk that an uninformed node becomes informed in a round starting
with k informed nodes; recall that we assumed symmetry, that is, this probability is the same
for all uninformed nodes, and (ii) we need to have a mild upper bound on the covariance of
the indicator random variables of the events that two nodes become informed.

The probabilities pk usually are easy to compute from the protocol definition. Also, we do
not know them precisely. For example, for the growth phase of the push protocol discussed
above, it suffices to know that there are constants a < 2 and a′ such that for all k < n/2 we
have k

n (1− a kn ) ≤ pk ≤ k
n (1 + a′ kn ). This (together with the covariance condition) is enough

to show that the rumor spreading process takes log2 n±O(1) rounds to inform n/2 nodes
or more. The constants a, a′ have no influence on the final result apart from the additive
constant number of rounds hidden in the O(1) term. The covariances are also often easy to
bound with sufficient precision, among others, because many in processes the events that
two uniformed nodes become informed are independent or negatively correlated.

In our general analysis method, we profit from the fact that seemingly all reasonable
rumor spreading processes in complete networks can be described via three regimes:

Exponential growth: Up to a constant fraction fn of informed nodes, pk = γn
k
n (1±O( kn )).

The number of informed nodes thus increases roughly by a factor of (1 + γn) in each round,
hence the expected time to reach fn informed nodes or more is log1+γn n±O(1).

Exponential shrinking: From a certain constant fraction u = n− k = gn of uninformed
nodes on, the probability of remaining uninformed satisfies 1− pn−k = e−ρn ±O(un ). This
leads to a shrinking of the number of uninformed nodes by essentially a factor of e−ρn per
round. Hence when starting with gn informed nodes, it takes another 1

ρn
lnn±O(1) rounds

in expectation until all are informed.
Double exponential shrinking: From a certain constant fraction u = n − k = gn of

uninformed nodes on, the probability of remaining uninformed satisfies 1−pn−k = Θ((un )`−1).
Now the expected time to go from gn uninformed nodes to no uninformed node is log` lnn±
O(1).

Due to their different nature, we cannot help treating these three regimes separately,
however all with the target-failure method. Hence the main differences between these regimes
lie in defining the pessimistic estimates for the targets, computing the failure probabilities,
and computing the number of intermediate targets until the goal is reached. All this only
needs computing expectations, using Chebyshev’s inequality, and a couple of elementary
estimates.

3 Precise Statement of the Technical Results

In this work, we consider only homogeneous rumor spreading processes characterized as
follows. We always assume that we have n nodes. Each node can be either informed or
uninformed. We assume that the process starts with exactly one node being informed.
Uninformed nodes may become informed, but an informed node never becomes uninformed.
We consider a discrete time process, so the process can be partitioned into rounds. In each
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round each uninformed node can become informed. Whenever a round starts with k nodes
being informed, then the probability for each uninformed node to become informed is some
number pk, which only depends on the number k of informed nodes at the beginning of the
round.

The main insight of this work is that for such homogeneous rumor spreading processes
we can mostly ignore the particular structure of the process and only work with the success
probabilities pk defined above and the covariance numbers ck defined as follows.

I Definition 1 (Covariance numbers). For a given homogeneous rumor spreading process
and k ∈ [1..n− 1] let ck be the smallest number such that whenever a round starts with k
informed nodes and for any two uninformed nodes x1, x2, the indicator random variables
X1, X2 for the events that these nodes become informed in this round satisfy

Cov[X1, X2] ≤ ck.

Upper bound for these covariances imply upper bounds on the variance of the number of
nodes newly informed in a round. If the latter is small, Chebyshev’s inequality yields that
the actual number of newly informed nodes deviates not a lot from its expectation (which is
determined by pk).

Our main interest is studying after how many round all nodes are informed.

I Definition 2 (Rumor spreading times). Consider a homogeneous rumor spreading process.
For all t = 0, 1, . . . denote by It the number of informed nodes at the end of the t-th round
(I0 := 1). Let k ≤ m ≤ n. By T (k,m) we denote the time it takes to increase the number of
informed nodes from k to m or more, that is,

T (k,m) = min{t− s|Is = k and It ≥ m}.

We call T (1, n) the rumor spreading time of the process.

As it turns out, almost all homogeneous rumor spreading processes can be analyzed via
three regimes.

3.1 Exponential Growth Regime
When not too many nodes are informed, in most rumor spreading processes we observe
roughly a constant-factor increase of the number of informed nodes in one round, however,
this increase becomes weaker with increasing number of informed nodes.

I Definition 3 (Exponential growth conditions). Let γn be bounded between two positive
constants. Let a, b, c ≥ 0 and 0 < f < 1. We say that a homogeneous rumor spreading
process satisfies the upper (respectively lower) exponential growth conditions in [1, fn[ if for
any n ∈ N big enough the following properties are satisfied for any k < fn.
(i) pk ≥ γn kn ·

(
1− a kn −

b
lnn
)
(respectively pk ≤ γn kn ·

(
1 + a kn + b

lnn
)
).

(ii) ck ≤ c kn2 .
In the case of the upper exponential growth condition, we also require af < 1.

These growth conditions suffice to prove that in an expected time of at most (respectively
at least) log1+γn n±O(1) rounds a linear number of nodes becomes informed. Consequently,
the decrease of the dissemination speed when more nodes are informed (quantified by the
term −a kn in the upper exponential growth condition), which was a main difficulty in previous
analyses, has only an O(1) influence on the rumor spreading time.
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I Theorem 1. If a homogeneous rumor spreading process satisfies the upper (lower) expo-
nential growth conditions in [1, fn[, then there are constants A′, α′ > 0 such that

E[T (1, fn)] ≤
(≥)

log1+γn n +
(−)

O(1),

P[T (1, fn) ≥
(≤)

log1+γn n +
(−)

r] ≤ A′ exp(−α′r) for all r ∈ N.

When the lower exponential growth conditions are satisfied, then also there is an f ′ ∈]f, 1[
such that with probability 1 − O

( 1
n

)
at most f ′n nodes are informed at the end of round

T (1, fn).

We note that the upper tail bound is tight apart from the implicit constants. This is
witnessed, for example, by the pull protocol, where rounds starting with only a constant
number of informed nodes have a constant probability of not informing any new node.

3.2 Exponential Shrinking Regime
In a sense dual to the previous regime, in some rumor spreading processes (e.g., the push
protocol as well as the pull and push-pull protocols in the presence of transmission failures)
we observe that the number of uninformed nodes shrinks by a constant factor once sufficiently
many nodes are informed. Again, the weaker shrinking at the beginning of this regime has
only an O(1) influence on the resulting rumor spreading times.

I Definition 4 (Exponential shrinking conditions). Let ρn be bounded between two positive
constants. Let 0 < g < 1, and a, c ∈ R≥0. We say that a homogeneous rumor spreading
process satisfies the upper (respectively lower) exponential shrinking conditions if for any
n ∈ N big enough, the following properties are satisfied for all u = n− k ≤ gn.
(i) 1− pk = 1− pn−u ≤ e−ρn + aun (respectively 1− pk = 1− pn−u ≥ e−ρn − aun ).
(ii) ck = cn−u ≤ c

u .
For the upper exponential shrinking conditions, we also assume that e−ρn + ag < 1.

I Theorem 2. If a homogeneous rumor spreading process satisfies the upper (lower) expo-
nential shrinking conditions, then there are A′α′ > 0 such that

E[T (n− bgnc, n)] ≤
(≥)

1
ρn

lnn +
(−)

O(1),

P[T (n− bgnc, n) ≥
(≤)

1
ρn

lnn +
(−)

r] ≤ A′ exp(−α′r) for all r ∈ N.

Again, the upper tail bound is tight apart from the constants as shown by the push
protocol. Here, a round starting with n − 1 informed nodes has a constant chance to not
inform the remaining node.

3.3 Double Exponential Shrinking Regime
Protocols using pull operations in the absence of transmission failures display a faster
reduction of the number if uninformed nodes.

I Definition 5 (Double exponential shrinking conditions). Let g ∈]0, 1], ` > 1, and a, c ∈ R≥0
such that ag`−1 < 1. We say that a homogeneous rumor spreading process satisfies the
upper (respectively lower) double exponential shrinking conditions if for any n big enough the
following properties are satisfied for all u = n− k ∈ [1, gn].
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(i) 1− pn−u ≤ a
(
u
n

)`−1 (respectively 1− pn−u ≥ a
(
u
n

)`−1).
(ii) cn−u ≤ c nu2 .

I Theorem 3. If a homogeneous rumor spreading process satisfies the upper (lower) double
exponential shrinking conditions, then there are A′, α′ > 0 and R (depending on α) such that

E[T (n− bgnc, n)] ≤
(≥)

log` lnn +
(−)

O(1),

P[T (n− bgnc, n) ≥ log` lnn+ r] ≤ O(n−α
′r+A′) for all r ∈ N,

(P[T (n− bgnc, n) ≤ log` lnn−R] ≤ O(n−1+2`α)).

The last rounds of the push-pull protocol show that the upper tail bound is tight apart
from the constants. The lower tail bound is clearly not best possible, but most likely good
enough for most purposes.

3.4 Connecting Regimes
While often these above described three regimes suffice to fully analyze a rumor spreading
process, occasionally it is necessary or convenient to separately regard a constant number of
rounds between the growth and the shrinking regime. This is achieved by the following two
lemmas.

I Lemma 4. Consider a homogeneous rumor spreading process. Let 0 < ` < m < n and
0 < p < 1. Suppose for any number ` ≤ k < m, we have pk ≥ p. Then

E[T (`,m)] ≤ n−`
n−m ·

1
p ,

P[T (`,m) > r] ≤ n−`
n−m · (1− p)

r for all r ∈ N.

I Lemma 5. Let f, p ∈]0, 1[ and c > 0. Suppose that for any k < fn we have pk ≤ p and
ck ≤ c

n . Then there exists f ′ ∈]f, 1[ such that with probability 1−O
( 1
n

)
at the end of some

round the number of informed nodes will be between fn and f ′n.

4 Applying the Above Technical Results

In this section, we sketch how to use the above tools to obtain some of the results described
in Section 1. Since it does not make a difference, to ease the notation we always assume
that nodes call random nodes, that is, including themselves. The main observation is that
computing the pk is usually very elementary. For the covariance conditions, often we easily
observe a negative or zero covariance, but when this is not true, then things can become
technical.

For the basic push, pull, and push-pull protocols, we easily observe that all covariances to
be regarded are negative or zero: Knowing that one uninformed node x1 becomes informed
in the current round has no influence on the pull call of another uninformed node x2. When
the protocol has push calls and x1 was informed via a push call, then this event makes it
slightly less likely that x2 becomes informed via a push call, simply because at least one
informed node is occupied with calling x1.

The success probabilities pk are easy to compute right from the protocol definition. When
k nodes are informed, then the probabilities that an uninformed node becomes informed are

pk =


1− (1− 1/n)k for the push protocol,
k/n for the pull protocol,
pk = 1− (1− 1/n)k n−kn for the push-pull protocol.
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Using elementary estimates like 1− k/n ≤ (1− 1/n)k ≤ 1− k/n+ k2/2n2, we see that the
push and pull protocols satisfy the exponential growth conditions with γn = 1, whereas the
push-pull protocol does the same with γn = 2. The push protocol satisfies the exponential
shrinking conditions with ρn = 1. The pull and push-pull protocols satisfy the double
exponential shrinking conditions with ` = 2. All growth conditions are satisfied at least up
to k = n/2 informed nodes and all shrinking conditions are satisfied at least for u ≤ n/2
uninformed nodes, so we do not need the intermediate lemmas. This proves our results given
in Table 1 for the fault-free case.

Faulty communication: The same arguments (with different constants γn and ρn) suffice
to analyze these protocols when messages get lost independently with probability 1− p. The
only structural difference is that now for the pull and push-pull protocols uninformed nodes
remain uninformed with at least constant probability. For this reason, now all three protocols
have an exponential shrinking phase.

The push-pull protocol with the restriction that nodes answer only a single incoming call
randomly chosen among the incoming calls is an example where the exponential growth and
shrinking conditions are harder to prove. To compute the pk we assume that all n calls have
a random unique priority in [1..n] and that the call with lowest priority number is accepted.
For fixed priority, the probability of being accepted is easy to compute, and this leads to the
success probability of a pull call. For the probability to become informed via a push call, the
simple argument that the first incoming call is from an informed node with probability k/n
solves the problem. When showing the covariance conditions, we face the problem that it is
indeed not clear if we have negative or zero covariance. The event that some node becomes
informed increases the chance that this node received a push call. This push call cannot
interfere with another node’s pull call to an informed node. So it does have some positive
influence on the probability of another uninformed node to become informed. Fortunately,
for our covariance conditions allow some positive correlation. Because of this, very generally
speaking, we can ignore certain difficulties to handle situations when they occur rare enough.

Dynamic communication graphs: Being maybe the result where it is most surprising
that bounds sharp apart from additive constants can be obtained, we now regard in more
detail a problem regarded in [9]. There, the performance of push rumor spreading in a group
of n agents was investigated when the actual communication network is changing in each
round. As one such dynamic models, it was assumed that the communication graph in each
round is a newly sampled G(n, p) random graph, that is, there is an edge independently with
probability p between any two vertices.

For the ease of presentation, we assume that the edge probability equals p = a/n for some
constant a > 0. This is clearly the most interesting case. For such (and larger) p, a rumor
spreading time of Θ(logn) was shown to hold with inverse-polynomial failure probability.
Recalling that for p = a/n the graph G(n, p) is not connected and has vertex degrees ranging
from 0 to Θ(log(n)/ log log(n)), this result is not obvious (as the proof in [9] also indicates).
Also, observe that the random graph is not newly sampled for each action of a node, so there
are dependencies that have to be taken into account.

For this setting, we now conduct a very precise analysis, which in particular makes precise
the influence of the graph density parameter a.

I Theorem 6. Let T be the time the push protocol needs to inform n nodes when in each
round a newly sampled G(n, p), p = a/n, random graph represents the communication
network. Then

E[T ] = log2−e−a n+ 1
1−e−a ln(n)±O(1)
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and there are constants A′, α′ > 0 such that P[|T − E[T ]| ≥ r] ≤ A′ exp(α′r) holds for all
r ∈ N.

Recall that a vertex is isolated with probability e−a + O(1/n). Clearly, an informed
vertex when isolated necessarily fails to inform another vertex in this round. The rumor
spreading time proven above is the same as the one for the case that the communication
network is always a complete graph, but calls fail independently with probability e−a. Hence
in a sense the changing topology (with low vertex degrees) is not harmful apart from the
effect that it creates isolated vertices with constant rate. We did not expect this.

To prove Theorem 6, we first observe that the covariance properties are fulfilled. By
symmetry, we can assume that in a round starting with k informed nodes, we first sample
the random graph and decide for each node which neighbor it potentially calls in this round,
and only then decide randomly which k nodes are informed and have these call the random
neighbor determined before. Conditioning on the outcome of random graph, neighbor choice,
and on that nodes x and y are not informed, in the remaining random experiment the events
“x becomes informed” and “y becomes informed” clearly are negatively correlated.

Estimating the probability pk for an uninformed node to become informed in a round
starting with k informed nodes, is slightly technical. Since it is unlikely that two neighbors
of an uninformed node x are connected by an edge, the main contribution to pk stems
from the case that the informed neighbors of x form an independent set. Conditioning on
this outcome of the edges in {x} ∪N(x), each informed neighbor of x has an independent
probability of roughly (1− e−a)/a of calling x, giving (again taking care of the dependencies)
a probability of roughly 1− pk ≈ (1− a

n
1−e−a
a )k for the event that no informed node calls

x. From this, we estimate k
n (1 − e−a)(1 − k+O(1)

2n (1 − e−a)) ≤ pk ≤ k
n (1 − e−a + O(1/n)),

showing that the exponential growth conditions are satisfied with γn = 1 − e−a. Similar
arguments, again taking some care for the dependencies that the random graph imposes on
the actions of informed neighbors, show that the upper exponential shrinking conditions are
satisfied for ρn = 1− e−a, whereas the lower exponential shrinking conditions are satisfied
with ρn = 1− e−a +O(log(n)2/n).

5 Summary, Outlook

In this work, we presented a general, easy-to-use method to analyze homogeneous rumor
spreading processes on complete networks (including memoryless dynamic settings). Such
processes are important in many applications, among others, due to the use of random peer
sampling services in many distributed systems. Such processes also correspond to the fully
mixed population model in mathematical epidemiology.

The two main strengths of our method are (i) that it builds only on estimates for the
probability and the covariance of the events that new nodes become informed—consequently,
many processes can be analyzed with identical arguments (as opposed to all previous works),
and (ii) that it determines the expected rumor spreading time precise apart from additive
constants (with tail bounds giving in most cases that deviations by an additive number r of
rounds occur with probability exp(−Ω(r)) only). The key to our results is distilling the right
growth and shrinking conditions, which allow to describe essentially all previously regarded
homogeneous processes, and to show, based on these conditions, that the usually present
mild deviations from a perfect exponential growth or shrinking in total cost only a constant
number of rounds.

From a broader perspective, this work shows that the traditional approach to randomized
processes of splitting the analysis in several phases and then trying to understand each phase
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with uniform arguments might not be the ideal way to capture the nature of processes with
a behavior changing continuously over time. While we demonstrated that the more careful
round-target approach is better suited for homogeneous rumor spreading processes, one can
speculate if similar ideas are profitable for other randomized algorithms or processes regarded
in computer science.
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APPENDIX

This appendix contains material to be read at the reviewers’ discretion. Since this appendix
is much longer than the paper itself, to ease reading we not only give the parts left out in
the body of the submission, but repeat (sometimes mildly reformulated) the technical parts
of the body of the submission.

A Preliminaries

In this section, for the sake of completeness, we collect some elementary facts which are
well-known.

A.1 Variance. Chebyshev’s and Cantelli’s Inequalities
We recall that the variance of a discrete random variable X is Var[X] = E[X2]− E[X]2. By
definition it is a measure of how well X is concentrated around its mean. The two following
inequalities gives the bounds for the “tail” probabilities for any random variable X.

I Lemma 7 (Chebyshev’s inequality). For all λ > 0,

P
[
|X − E[X]|] ≥ λ

√
Var[X]

]
≤ 1

λ2 .

There is a one-sided version of the Chebyshev inequality attributed to Cantelli, replacing 1
λ2

by 1
λ2+1 .

I Lemma 8 (Cantelli’s inequality). For all λ > 0,

P
[
X − E[X] ≥ λ

√
Var[X]

]
≤ 1

1+λ2 .

We remark that Cantelli’s inequality gives the bound which is less than one for any positive
λ.

In addition we provide a simple method to bound a variance of a sum of indicator
random variables. We recall that the covariance of two discrete random variables X and Y
is Cov[X,Y ] = E[(X − E[X])(Y − E[Y ])].

I Lemma 9. Let a random variables X =
∑n
i=1Xi, where Xi are indicator random variables.

Suppose, for any i 6= j we have Cov[Xi, Xj ] ≤ c for some constant c. Then Var[X] ≤
E[X] + cn2.

Proof. Since Xi is a binary random variable, Var[Xi] ≤ E[Xi]. Therefore,

Var[X] ≤
n∑
i=1

Var[Xi] +
∑
i 6=j

Cov[Xi, Xj ] ≤ E[X] + cn2.

J

A.2 Geometric Distribution and Stochastic Domination
I Definition. We say that a random integer variable G has a geometric distribution with
success probability p and write G ∼ Geom(p) if P[G = k] = p(1− p)k for any k ≥ 0.
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The geometric distribution corresponds the number of failed Bernoulli trials until the first
success. Recall that if G ∼ Geom(p), then we have E[G] = 1−p

p and Var[G] = 1−p
p2 .

Another important concept is the stochastic domination. Informally, a random variable
X dominates a random variable Y if X’s distribution is “to the right” of the Y ’s distribution.

I Definition. Let a pair of random variables X,Y be given. We say that X stochastically
dominates Y , and write Y � X, if P[X ≥ x] ≥ P[Y ≥ x] for all x.

The stochastic domination satisfies the following elementary properties.
if X � Y and Z � T , then X + Y � Z + T .
if X � Y then EX ≤ EY .

I Lemma 10 ([16]). Let G1, . . . , Gn be independent random variables with Gi ∼ Geom(1−qi).
Then

∑n
i=1Gi is stochastically dominated by a random variable G with G ∼ Geom(1−

∑n
i=1 qi)

The following lemma contains a high probability bound for the sum of geometrically
distributed variables in the case when

∑
i qi = O(1), but not necessarily less than 1.

I Lemma 11. Let ε, δ ∈]0, 1[ and s > 0. Let qj := min{1 − ε, sδj}, for any j. Let G be
stochastically dominated by

∑J−1
j=0 Gj, where Gj ∼ Geom(1− qj). Then there exist constant

A,α > 0 such that for any integer r > 0 we have P[G > r] ≤ Ae−αr.

Proof. Let j0 is the smallest such that
∑
j≥j0 qj < 1− ε. By construction, j0 = O(1). By

Lemma 10,
∑J−1
j=j0 Gj is stochastically dominated by a random variable with distribution

Geom(ε). Therefore, for any integer r > 0 we have

P

J−1∑
j=j0

Gj >
r

j0+1

 ≤ (1− ε)r/(j0+1).

Similarly, for any j < j0 we have P[Gj > r
j0+1 ] ≤ (1− ε)r/(j0+1). We conclude,

P[G > r] ≤ (j0 + 1) · (1− ε)r/(j0+1).

J

Finally, the following lemma will be used to argue that in the Erdős-Rényi graph with
n vertices and edge probability a

n , a > 0 a constant, the maximum vertex degree at most
O(logn) with high probability. This follows immediately from a simple Chernoff bound
argument (as would the sharp O(log(n)/ log log(n)) bound, which we do not need).

I Lemma 12. For any a > 0 there exists c > 0 such that P
[
Bin

(
n, an

)
≥ c logn

]
≤ 1

n .

A.3 First Order Bounds
I Lemma 13. For any n > 0 we have 1

e −
1
en ≤

(
1− 1

n

)n ≤ 1
e .

I Lemma 14. For any k < n we have 1− k
n ≤

(
1− 1

n

)k ≤ 1− k
n + k2

2n2 .

Replacing n by n/p for some p > 0 we get the following.

I Corollary 15. For any k < n/p we have 1− p kn ≤
(
1− p

n

)k ≤ 1− p kn + p2k2

2n2 .

I Lemma 16. For any 0 ≤ x < 1 we have 1
1−x ≥ 1 + x.

For any 0 ≤ x ≤ 1
2 we have 1

1−x ≤ 1 + 2x.



XX:16 Randomized Rumor Spreading Revisited

Combining the three lemmas above we obtain the following corollary.

I Corollary 17. For any u < n we have 1
e ≤

(
1− 1

n

)n−u ≤ 1
e + 2u

en .

Again, we have the similar estimates for some p > 0.

I Corollary 18. For any u < n/p we have e−p ≤
(
1− p

n

)n−u ≤ e−p (1 + 2pun
)
.

B Main Analysis Technique

As outlined earlier, in this work we attempt to develop a general analysis technique that
covers a large class of rumor spreading problems in perfectly connected networks (complete
graphs). To this aim, we define a general class of rumor spreading processes and then distill
three regimes such that most rumor spreading processes regarded in the literature are covered
by these regimes. For each regime, we prove rumor spreading times sharp apart from additive
constants. We shall treat upper and lower bounds separately, so that in cases where only
estimates in one direction are known, we still obtain this type of bound.

B.1 Homogeneous Rumor Spreading Processes
We now characterize the class of rumor spreading processes we aim at analyzing.

I Definition 6 (Homogeneous rumor spreading process). We always assume that we have n
nodes. Each node can be either informed or uninformed. We assume that the process starts
with exactly one node being informed. Uninformed nodes may become informed, but an
informed node never can become uninformed. We consider a discrete time process, so the
process can be partitioned into rounds. In each round each uninformed node can become
informed. Whenever a round starts with k nodes being informed, then the probability for
each uninformed node to become informed is some number pk, which only depends on the
number k of the informed nodes at the beginning of the round.

The above definition is relatively abstract and, in principle, could be simply phrased as a
Markov process on the number k ∈ [1..n] of informed nodes. We still find it natural to use
the language of rumor spreading. We will discuss many rumor spreading processes covered
by this definition in Sections C, D, and E, so let us for the moment only remark that the
definition covers all processes regarded in the literature as long as they are memoryless (the
events in the current round depend only on which nodes are informed) and symmetric (only
the numbers of informed and uninformed nodes is relevant, but not which nodes these are).
We remark that our methods can be applied to suitable processes that are not memoryless,
see Section E.3 for an example that is not memoryless due to the use of a time counter.

The main insight of this work is that we can mostly ignore the particular structure of a
rumor spreading process and only work with the success probabilities pk and the covariance
numbers ck defines as follows.

I Definition 7 (Covariance numbers). For a given homogeneous rumor spreading process
and k ∈ [1..n− 1] let ck be the smallest number such that whenever a round starts with k
informed nodes and for any two uninformed nodes x1, x2, the indicator random variables
X1, X2 for the events that these nodes become informed in this round satisfy

Cov[X1, X2] ≤ ck.
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It turns out that essentially all homogeneous rumor spreading processes have an exponential
growth phase, which is roughly characterized by the fact that for suitable constants f ∈ (0, 1],
c ∈ R and γn > 0 we have for all k ∈ [1..fn− 1] both pk = γn

k
n (1±O( kn )) and ck ≤ c kn2 .

This growth phase is followed by one of the following two shrinking regimes. (i) Exponential
shrinking regime: For suitable constants g > 0, c > 0, and ρn > 0, we have for all u ≤ gn

that 1− pn−u = e−ρn ±Θ(un ) and cn−u ≤ c
u . In particular, in a round starting with u ≤ gn

uninformed nodes, we expect the number of uninformed nodes to shrink by a factor of roughly
e−ρn . (ii) Double exponential shrinking regime: For suitable constants g > 0 and ` > 1,
we have that for all u ≤ gn both 1− pn−u = Θ((un )`−1) and cn−u ≤ c nu2 . In particular, we
expect the fraction of uninformed nodes to be raised to some positive power `− 1.

In the following subsections, we shall analyze each of these regimes, treating separately
upper and lower bound guarantees. The very rough analysis idea is the same in each
subsection, so we present and discuss it in more detail in the following subsection and then
are more brief in the remaining ones.

Before doing so, we define the rumor spreading time and show an elementary fact that
will be convenient several times in the following.

I Definition 8 (Rumor spreading times). Consider a homogeneous rumor spreading process.
For all t = 0, 1, . . . denote by It the number of informed nodes at the end of the t-th round
(I0 := 1). Let k ≤ m ≤ n. By T (k,m) we denote the time it takes to increase the number of
informed nodes from k to m or more, that is,

T (k,m) = min{t− s|Is = k and It ≥ m}.

We call T (1, n) the rumor spreading time of the process.

Most homogeneous rumor spreading processes have the property that when a constant
fraction of the nodes is informed, then each uninformed node has a constant positive
probability of becoming informed in one round. In this situation, the following lemma allows
to argue that an expected constant number of rounds suffices to go from any constant fraction
of informed nodes to any constant fraction of uninformed nodes. This will be convenient
in some the following proofs of upper bounds for rumor spreading times, namely when
the growth or shrinking conditions are not strong enough near to the middle point of n/2
informed nodes.

I Lemma 19. Consider a homogeneous rumor spreading process. Let 0 < ` < m < n and
0 < p < 1. Suppose for any number ` ≤ k < m, we have pk ≥ p. Then
(i) P[T (`,m) > r] ≤ n−`

n−m · (1− p)
r.

(ii) E[T (`,m)] ≤ n−`
n−m ·

1
p .

Proof. Let q := 1− p. We regard a dummy process which coincides with the given process
until the number of informed nodes is at least m. If there are at least m nodes informed,
then the dummy process shall be such that each uniformed node in each round independently
becomes informed with probability p. Obviously, T (`,m) is the same for both processes, so
we consider the dummy process in the following.

In this dummy process, by the memorylessness of our rumor spreading process, an
uninformed node remains uninformed for r rounds with probability at most qr. Hence the
expected number Ur of uninformed nodes after r rounds is E[Ur] ≤ (n− `)qr and Markov’s
inequality gives

P[T (`,m) > r] = P[Ur > (n−m)] < n− `
n−m

· qr.



XX:18 Randomized Rumor Spreading Revisited

Hence

E[T (`,m)] =
∞∑
r=0

P[T (`,m) > r] < n− `
n−m

∞∑
r=0

qr = n− `
n−m

· 1
1− q .

J

Similarly to the lemma above, the following lemma will be convenient in some of the
proofs of lower bounds for rumor spreading times, again when the growth and shrinking
conditions do not cover the whole process. In this case, the following lemma allows to argue
that an arbitrarily small, but still constant fraction of uninformed nodes will be reached at
some time.

I Lemma 20. Let f, p ∈]0, 1[ and c > 0. Suppose that for any k < fn we have pk ≤ p and
ck ≤ c

n . Then there exists f ′ ∈]f, 1[ such that with probability 1−O
( 1
n

)
at the end of some

round the number of informed nodes will be between fn and f ′n.

Proof. Suppose k < fn. Denote by X(k) the number of newly informed nodes in a round
starting with k informed nodes. Since pk ≤ p, we have E[X(k)] ≤ pn(1− f) ≤ pn. Then by
Lemma 9 we have Var[X(k)] ≤ (p+ c)n. Let f ′ ∈]f + p(1− f), 1[. Applying Chebyshev’s
inequality, we compute

P[k +X(k) ≥ f ′n] ≤ P[X(k) ≥ (f ′ − f)n]
≤ P[X(k) ≥ E[X(k)] + n(f ′ − f − p(1− f))]

≤ Var[X(k)]
n2(f ′−f−p(1−f))2 = p+c

n(f ′−f−p(1−f))2 = O
( 1
n

)
.

Therefore, the probability that the process “jumps over” the interval [fn, f ′n] is O
( 1
n

)
. J

B.2 Exponential Growth Regime. Upper Bound
In this section and the following, we analyze the runtime of a homogeneous rumor spreading
process in the regime where the number of informed nodes roughly grows by a constant
factor until a linear number fn of nodes is informed. Not surprisingly, this implies that the
process takes a logarithmic time to inform a linear number of nodes.

The challenge in the following analysis, which was also faced by previous works, is that
in most rumor spreading processes the dissemination speed reduces when more nodes are
informed. So it is not true that for all k ∈ [1, fn], a round starting with k informed nodes
ends with an expected number of k + γk nodes, where γ is some constant, but rather that
we only expect Ek = γk(1−Θ(k/n)) newly informed nodes. This non-linearity also implies
that a round starting with an expected number of k nodes does not end with an expected
number of k + Ek informed nodes, but less. So we also need to argue that the number of
newly informed nodes a round ends with is strongly concentrated around its expectation, and
that thus, we can assume that with sufficiently high probability we end up not too far below
the expectation (which gives another small loss over the idealized multiplicative increase of
the number of informed nodes).

We overcome these difficulties as follows. (i) We formulate an exponential growth condition
that is satisfied by essentially all homogeneous rumor spreading processes showing an
exponential growth regime. The key observation, which allows us to treat many protocols
with this single analysis is that it is not necessary that the actions of the nodes show particular
independences. It suffices that a relatively mild covariance condition is satisfied. (ii) We
then use (throughout the whole regime from the first informed node to a linear number
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of informed nodes) a simple phase-target argument. (a) We define for each number k of
initially informed nodes a round target E0(k) such that a round starting with k informed
nodes with (sufficiently high) probability 1− qk ends with E0(k) informed nodes. Hence the
expected time to go from k to E0(k) or more informed nodes is tk = 1 + qk

1−qk . (b) From
this, we define a sequence of target k0 = 1, k1 = E0(k0), k2 = E0(k1), . . . , kJ = Θ(n) and
argue that the time to reach kJ informed nodes is just the sum of the expected times tkj .
By defining the round targets in a suitable manner, we ensure that J = log1+γ(n) + Θ(1)
and that the sum of the tkj is J + Θ(1). We note that the phase-target argument was also
used in [16], there however only for the push-protocol and only in the regime from ns, s a
small constant, to Θ(n) informed nodes. Consequently, due to the large number of active
nodes acting independently, the phase failure probabilities where ignorable small.

In principle, all the arguments outlined above are very elementary and use nothing more
advanced than expectations and Chebyshev’s inequality. Hence the main technical progress of
this work is formulating an exponential growth condition (including the covariance condition)
that allows these elementary arguments in a way that the deviations from the idealized
“multiply-by-γ” world in the end all disappear in the Θ(1) term of the dissemination time.
These technicalities also appear in some of the following calculations, which therefore, while
all not difficult, are at times slightly lengthy. Since arguments similar to the ones in this
section are used throughout this work, we give all details in this section and will be more
brief in the following ones.

We start in this section with proving an upper bound for the runtime given that we have
suitable lower bounds for the probability that an uninformed node becomes informed. In the
following section, we prove a lower bound for the runtime given that we have suitable upper
bounds on the speed of the progress. These bounds will match apart from additive constants
if the growth factor γ is identical.

B.2.1 Exponential Growth Conditions

Throughout this section, we assume that we regard a homogeneous epidemic protocol which
satisfies the following upper exponential growth conditions including a covariance condition.

I Definition 9 (upper exponential growth conditions). Let γn be bounded between two positive
constants. Let a, b, c ≥ 0 and 0 < f < 1 with af < 1. We say that a homogeneous epidemic
protocol satisfies the upper exponential growth conditions in [1, fn[ if for any n ∈ N big
enough the following properties are satisfied for any k < fn.
(i) pk ≥ γn kn ·

(
1− a kn −

b
lnn
)
.

(ii) ck ≤ c kn2 .

The main result of this section is that the upper exponential growth conditions imply
that the number of informed nodes multiplies by, essentially, 1 + γn in each round, and that
the expected number of rounds until fn nodes are informed, is at most log1+γn n+O(1).

I Theorem 21 (upper bound for the spreading time). Consider a homogeneous epidemic
protocol satisfying the upper exponential growth conditions in [1, fn[. Then there exist
constant A′, α′ such that

E[T (1, fn)] ≤ log1+γn n+O(1),

P[T (1, fn) > log1+γn n+ r] ≤ A′e−α
′r for any r ∈ N.
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B.2.2 Round Targets and Failure Probabilities
Let us introduce the random variable X(k) being equal to the number of newly informed
nodes in a round having k informed nodes at the beginning. Since E[X(k)] = pk(n− k), the
exponential growth conditions imply E[X(k)] ≥ E(k), where

E(k) := γnk
(
1− (a+ 1) kn −

b
lnn
)
.

Using Chebyshev’s inequality we can show that the value of X(k) is concentrated around
its expected value. Lemma 23 hence claims that with good probability, X(k) attains at least
the target value

E0(k) := E(k)−AkB , (1)

where A > 0 and B ∈]0.5, 1[ are some constants chosen uniformly for all values of k and n.
There are no special conditions on B, so we suppose that B is fixed from now on, e.g., to
3/4. We will, in the following, choose A small enough to ensure that the −AkB term has a
sufficiently small influence on the general bevahior of E0(k).

I Lemma 22. There exist f ′ > 0 and A′ > 0 such that for n big enough, the following
conditions are satisfied.

E(·) is increasing up to f ′n, that is, for all i < j ≤ f ′n we have E(i) < E(j);
When A in equation (1) satisfies 0 < A < A′, then also E0(·) is increasing up to f ′n;
E0(k) > 0 for all k ∈ [1, f ′n[.

Proof. The first claim follows from the second, so let us regard the derivative of E0(k),

E′0(k) = γn − 2γn(a+ 1) kn − γn
b

lnn −ABk
−1+B .

We see that, for any f ′ < 1
2(a+1) , any A > 0 small enough, and any n large enough, E′0(k) is

positive for all k ∈ [1, f ′n[. Therefore, to satisfy the first two parts of the claim, we pick any
f ′ ∈]0, 1

2(a+1) [ and then any A′ < 1
Bγn(1− 2(a+ 1)f ′).

To show that E0(k) > 0 for all k ∈ [1, f ′n[, it suffices to check this for k = 1. By possibly
lowering A′ further, we obtain for n large enough that

E0(1) = γn
(
1− a+1

n −
b

lnn
)
−A > 0.

J

We assume in the following that f in Definition 9 satisfies f < f ′ and that A in (1) was
chosen in ]0, A′[.

I Lemma 23. For any k < fn,

P[X(k) ≤ E0(k)] ≤ min
{
q(k), 1

1+1/q(1)

}
,

where q(k) := γn+c
A2 · k−2B+1.

Proof. By the exponential growth conditions, E[X(k)] ≥ E(k). Applying Chebyshev’s
inequality, we compute

P[X(k) ≤ E0(k)] = P
[
X(k) ≤ E(k) ·

(
1− AkB

E(k)

)]
≤ P

[
X(k) ≤ E[X(k)] ·

(
1− AkB

E(k)

)]
= P

[
X(k) ≤ E[X(k)]−AkB · E[X(k)]

E(k)

]
≤ Var[X]

(AkB)2 · E(k)2

E[X(k)]2 .
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From the covariance condition, it follows that Var[X(k)] ≤ E[X(k)]+ck. Using E(k)/E[X(k)] ≤
1 once, we obtain

P[X(k) ≤ E0(k)] ≤
(

1 + ck
E[X(k)]

)
· E(k)
E[X(k)] ·

E(k)
A2k2B

≤
(

1 + ck
E(k)

)
· E(k)
A2k2B

= E(k)+ck
A2k2B ≤ γnk+ck

A2k2B .

One can see that for small values of k, q(k) might be more than one. To avoid such a trivial
bound for the failure probability, it suffices to replace Chebyshev’s inequality in the proof by
the Cantelli’s inequality (see Lemma 8) and bound the probability by 1

1+1/q(k) . To finish the

proof we note that q(k) is decreasing in k, so P[X(k) ≤ E0(k)] ≤ min
{
q(k), 1

1+1/q(1)

}
. J

B.2.3 The Phase Calculus
Having just defined round targets for all numbers k of initially informed nodes and the
probabilities that these targets are not achieved within a round, we now proceed to define the
sequence kj of round targets which we aim at satisfying one after the other, ideally within
one round per target.

We define recursively

k0 = 1, kj+1 := kj + E0(kj).

I Lemma 24. After possibly lowering A′ from Lemma 22, there exist α > 0 and J =
log1+γn n+O(1) such that

fn > kj ≥ α(1 + γn)j ,

for all j ≤ J . In particuar, kJ = Θ(n).

Proof. By definition of kj ,

kj = kj−1 + E0(kj−1) = kj−1

(
1 + γn − γn(a+ 1)kj−1

n − γn b
lnn −Ak

−1+B
j−1

)
.

Let Γn := 1 + γn − γn b
lnn . Then,

kj = Γnkj−1

(
1− γn a+1

Γn ·
kj−1
n − A

Γn · k
−1+B
j−1

)
.

Clearly, Γn ≥ (1 + γn)(1− b
lnn ). By our assumption on γn, Γn is bounded from above by a

constant and is at least 1 +γn/2 for n big enough. Let hence ã := γn
a+1

1+γn/2 and Ã := A
1+γn/2 .

Then, for any big n,

kj ≥ (1 + γn)
(
1− b

lnn
)
kj−1

(
1− ãkj−1

n − Ãk−1+B
j−1

)
.

We assume that A (resp. Ã) and f are small enough such that the expression in the brackets
is positive. Since k0 = 1, by induction we obtain for all j that

kj ≥ (1 + γn)j(1− b
lnn )j

j−1∏
i=0

(
1− ãkin − Ãk

−1+B
i

)
.
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By choosing f and A small enough, we can assume that ki > 0 for all i < j.

kj ≥ (1 + γn)j(1− b
lnn )j

(
1− ã

j−1∑
i=0

ki
n − Ã

j−1∑
i=0

k−1+B
i

)
.

Let J := log1+γn(fn)−∆r for some positive ∆r = O(1) determined later. For j ≤ J we
have kj ≤ (1 + γn)j by construction, and thus kj ≤ fn. Also we have (1− b

lnn )j = Θ(1). In
particular this term is at least 2α for some α > 0 and all n big enough.

We show by induction on j that kj ≥ α(1 + γn)j for all j ≤ J . The base for j = 0 and
k0 = 1 is obvious. Let 1 ≤ j ≤ J and let ki ≥ α(1 + γn)i for all i < j. By construction, we
have ki ≤ (1 + γn)i. Therefore,

kj ≥ 2α(1 + γn)j
(

1− ã
n

j−1∑
i=0

(1 + γn)i − Ãα−1+B
j−1∑
i=0

(1 + γn)i(−1+B)

)
≥ 2α(1 + γn)j

(
1− ã · (1+γn)−∆r

γn
− Ãα−1+B · 1

1−(1+γn)B−1

)
.

By choosing ∆r large enough and Ã (resp. A) small enough, we can bound the last two
expressions by 1/4, and obtain

kj ≥ 2α(1 + γn)j(1− 1/4− 1/4) = α(1 + γn)j .

J

By Lemma 22, the kj form a non-decreasing sequence. We say that our homogeneous
rumor spreading process is in phase j for j ∈ {0, . . . , J − 1}, if the number of informed nodes
is in [kj , kj+1[.

I Lemma 25. If our process is in phase j < J , then the number of rounds to leave phase j
is stochastically dominated by 1 + Geom(1−Qj), where Qj := min

{
q(kj), 1

1+1/q(1)

}
.

Proof. By Lemma 22 we have k + E0(k) ≥ kj + E0(kj) = kj+1 for any kj ≤ k < fn. By
Lemma 23,

P[k +X(k) ≤ kj+1] < P[k +X(k) ≤ k + E0(k)] < min
{
q(k), 1

1+1/q(1)

}
.

Since q(k) is decreasing,

max
kj+1>k≥kj

P[k +X(k) < kj+1] ≤ Qj ,

and this is an upper bound for the probability to stay in phase j for one round. We can thus
bound the number of rounds taken to leave phase j by a random variable with geometric
distribution Geom(1−Qj). J

I Lemma 26.
∑J−1
j=0 Qj = O(1).

Proof. We apply the estimate for q(kj) from Lemma 23 and the bounds for kj from Lemma 24.
Therefore,

J−1∑
j=0

Qj ≤
J−1∑
j=0

q(kj) ≤ γn+c
A2 ·

J−1∑
j=0

k−2B+1
j

≤ γn+c
A2 · α−2B+1 ·

J−1∑
j=0

(1 + γn)j(−2B+1).

The last sum is a decreasing geometric series as B > 0.5. So,
∑
j Qj = O(1). J
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Now we can prove the main result of this section.

Proof of Theorem 21. By Lemma 24, there exists J = log1+γn n+O(1) such that kJ = Θ(n).
In the following we assume that J ≤ log1+γn +τ for some constant τ . The phase method
allows us to bound the number of rounds until at least kJ nodes are informed. We denote by
the random variable Tj the number of rounds spent in the jth phase. By Lemma 25, Tj is
stochastically dominated by 1 + Geom(1−Qj). With Lemma 26, we compute

E[T (1, kJ)] ≤
J−1∑
j=0

E[Tj ] ≤
J−1∑
j=0

(1 + Qj
1−Qj )

= J +
J−1∑
j=0

Qj
1−Qj ≤ J + 1

1−Q0

J−1∑
j=0

Qj

= J +O(1).

Since Qj is bounded by a geometric sequence, Lemma 11 claims that there exist A′1, α′1 such
that

P[T (1, kJ) > J + r/2] ≤ A′1e−α
′
1r.

If kJ < fn, then we observe that for all k ∈ [kJ , fn[, pk satisfies the conditions of Lemma 19.
Therefore, T (kJ , fn) = O(1) and there exist A′2, α′2 such that P[T (kJ , fn) > r/2] ≤ A′2e−α

′
2r.

Combining bounds for T (1, kJ) and T (kJ , fn) we obtain the following.

E[T (1, fn)] ≤ E[T (1, kJ)] + E[T (kJ , fn)] ≤ log1+γn n+O(1),

P[T (1, fn) > log1+γn n+ r] ≤ A′e−α
′r, where A′ := (A′1 +A′2)eα′τ and α′ := min{α′1, α′2}.

J

B.3 Exponential Growth Regime. Lower Bound
In this section, we prove a lower bound for an exponential growth regime. We formulate a
condition matching the upper bound condition and show that this leads to a lower bound on
the rumor spreading time that matches the upper bound apart from a constant number of
rounds. We use again the target-phase method.

This is the first time that the target-phase argument is used to prove a lower bound. In
the work closest to ours, [16], only the classic push protocol was regarded. Consequently,
there, the simple argument that the number of nodes can at most double each round was
sufficient to obtain a lower bound for the growth regime. Such an argument, e.g., is not
possible for the classic pull protocol.

The main difference to the upper bound proof lies in the final argument. In the upper
bound proof, the failure to reach a round target simply resulted in that we had to try again
to reach this target. For the lower bound, a failure is that the process gains more than one
phase in one round, resulting in that the time usually spent in these now skipped phases
is spared. Arguing that the total time spared by such events is only O(1) needs a slightly
more complicated book-keeping of the failure events and a slightly more complicated final
argument.

B.3.1 Exponential Growth Conditions
We formulate the lower exponential growth condition in an analoguous way as the upper one.
In particular, the covariance condition is identical.
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I Definition 10 (lower exponential growth conditions). Let γn be bounded between two
positive constants and let a, b, c ≥ 0 and 0 < f < 1. We say that a homogeneous epidemic
protocol satisfies the lower exponential growth conditions in [1, fn[ if for any n ∈ N big
enough, the following properties are satisfied for any k < fn.
(i) pk ≤ γn kn ·

(
1 + a kn + b

lnn
)
.

(ii) ck ≤ c kn2 .

These conditions imply the following lower bounds on the rumor spreading time.

I Theorem 27. Consider a homogeneous epidemic protocol satisfying the lower exponential
growth conditions in [1, fn[. Then there are constant A′, α′ > 0 such that

E[T (1, fn)] ≥ log1+γn n−O(1),
P[T (1, fn) ≤ log1+γn n− r] ≤ A

′ exp(−α′r) for all r ∈ N.

In addition there exists f ′ ∈]f, 1[ such that with probability 1−O
( 1
n

)
there are at most f ′n

informed nodes after T (1, fn) rounds.

B.3.2 Round Targets and Failure Probabilities
As above, we consider a round with k informed nodes initially. We define X(k) to be the
number of newly informed nodes in this round. Since E[X(k)] = pk(n− k), the exponential
growth conditions give E[X(k)] ≤ E(k) with

E(k) := γnk
(
1 + a kn + b

lnn
)
.

Note that we could replace the a above by a− 1, giving an expression closer resembling the
corresponding one from the previous section. Since all these constants do not matter, we
preferred the simpler version without the extra −1.

Like in the previous section we introduce

E0(k) := E(k) +AkB , (2)

where A > 0 and B ∈]0.5, 1[ are some constants chosen uniformly for all values of k and n.
Unlike in Section B.2, it is obvious that E(k) and E0(k) are increasing.

Note that we can freely replace f in the definition of the lower exponential growth
conditions by a smaller constant f ′, since showing E[T (1, f ′n)] ≥ log1+γn(n) − O(1) in
Theorem 27 would immediately imply E[T (1, fn)] ≥ log1+γn(n)−O(1). Consequently, let us
assume that f is small enough such that for any n sufficiently large and k < fn,

E(k) ≤ 2γnk. (3)

The following lemma will later be used to argue that an unexpectedly fast progress is
unlikely. Different from the upper bound analysis in the previous section, we now need a
failure probability for different excessive progresses (quantified by the parameter h below).

I Lemma 28. For any k < fn and h = 0, 1, 2, . . .,

P[X(k) ≥ E(k) +AkB(1 + γn)h] ≤ qh(k) := 2γn+c
A2 · k

−2B+1

(1+γn)2h .

Proof. By the exponential growth conditions, E[X(k)] ≤ E(k). By the covariance condition
and (3),

Var[X(k)] ≤ E(k) + n2ck ≤ k(2γn + c).
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Applying Chebyshev’s inequality, we obtain

P[X(k) ≥ E(k) +AkB(1 + γn)h]
≤ P[X(k) ≥ E[X(k)] +AkB(1 + γn)h]

≤ Var[X(k)]
(AkB)2(1+γn)2h

≤ 2γn+c
A2 · k−2B+1 · 1

(1+γn)2h .

J

B.3.3 The Phase Calculus
Like in Section B.2, we define the sequence kj recursively by

k0 = 1, kj+1 := kj + E0(kj),

and obtain the following exponential growth behavior.

I Lemma 29. By taking A small enough in (2), there exist α > 0 and J = log1+γn n−O(1)
such that for all j < J

(1 + γn)j ≤ kj ≤ α(1 + γn)j and kj < fn.

Proof. Note that kj ≥ (1 + γn)j is immediate from the definitions and a simple induction.
So it remains to show the upper bound on the kj . Clearly, by definition of kj ,

kj ≤ (1 + γn)(1 + b
lnn )kj−1

(
1 + a

kj−1
n

) (
1 +Ak−1+B

j−1
)
.

Since k0 = 1, by induction we obtain

kj ≤ (1 + γn)j(1 + b
lnn )j

j−1∏
i=0

(
1 + akin

) j−1∏
i=0

(
1 +Ak−1+B

i

)
.

Let J := log1+γn n−∆r for some ∆r = O(1) determined later. If j < J , then (1− b
lnn )j =

Θ(1). In particular, it is at most α
4 for some α > 0 and any n big enough. By the fact that

1 + x ≤ ex for any x > 0, we have

kj ≤ α
4 (1 + γn)j exp

(
j−1∑
i=0

akin

)
· exp

(
j−1∑
i=0

Ak−1+B
i

)
. (4)

We prove the claim of lemma by induction on j. Assume that for some j < J we have
ki ≤ α(1 + γn)i for any i < j. Since ki ≥ (1 + γn)i for all i, both sums in (4) can be bounded
by geometric series. Therefore,

kj ≤ α
4 (1 + γn)j exp

(
j−1∑
i=0

a
n · α(1 + γn)i

)
· exp

(
j−1∑
i=0

A(1 + γn)i(−1+B)

)
.

Since j < J , by choosing ∆r large enough and A small enough, we can bound both sums by
any positive constant, in particular by ln 2. Therefore, for any j < J ,

kj ≤ α
4 (1 + γn)j exp(ln 2) · exp(ln 2) = α(1 + γn)j .

J
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By definition, the kj form a non-decreasing sequence. Like in Section B.2, we say that
the rumor spreading process is in phase j for j = 0, . . . , J − 1, if the number of informed
nodes is in [kj , kj+1[.

I Lemma 30. Let h ≥ 2. If the process is in phase j < J at the beginning of one round, then
the probability that the number of informed nodes is at least kj+h at the end of the round, is
at most qh−2(kj).

Proof. For 1 ≤ k ≤ kj+1, we have

k + E(k) +AkB ≤ kj+1 + E(kj+1) +AkBj+1 = kj+2.

Since kj+h ≥ (1 + γn)h−2kj+2, we have

kj+h ≥ (1 + γn)h−2 (E(k) +AkB + k
)
≥ k + E(k) +AkB(1 + γn)h−2.

By Lemma 28, the maximum probability to have at least kj+h informed nodes at the end
of the round is

max
k∈[kj ,kj+1[

P[k +X(k) ≥ kj+h]

≤ max
k∈[kj ,kj+1[

P[k +X(k) ≥ k + E(k) +AkB(1 + γn)h−2]

≤ max
k∈[kj ,kj+1[

qh−2(k) ≤ qh−2(kj).

The last inequality follows from the fact that since B > 1/2, qh−2(·) decreases. J

With Lemma 29 and 30, we can now prove Theorem 21.

Proof of Theorem 27. Let S be the set of visited phases, e.g., if the process does not jump
over any phase, then S = {0, . . . , J − 1}. By τj we denote the number of rounds spent in the
jth phase. So the spreading time T (k0, kJ ) =

∑
j∈S τj . We do not know the size of S, so in

order to bound the spreading time below, let us introduce the random variable ∆j which
is equal to the length of the jump from the jth phase when the process leaves it. Let also
dj := ∆j − τj . Since

∑
j∈S ∆j = J , we have T (k0, kJ) = J −

∑
j∈S dj . By definition, for

j ∈ S and h > 0, we have P[dj ≥ h] ≤ P[∆j ≥ h+ 1]. Then, by Lemma 28 and 30,

P[dj ≥ h] ≤ qh−1(kj) ≤ 2γn+c
A2

k−2B+1
j

(1+γn)2h−2 .

The above argument shows that T (k0, kJ) stochastically dominates J − D, where D is
the sum of independent non-negative integer random variables D =

∑J−1
j=0 Dj satisfying
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P[Dj ≥ h] ≤ 2γn+c
A2

k−2B+1
j

(1+γn)2h−2 for all h ≥ 1. Let Rh := {(r0, . . . , rJ−1) ∈ ZJ≥0 |
∑J−1
j=0 ri = h}

for all h ≥ 1. We compute

P[D ≥ h] ≤
∑
r∈Rh

J−1∏
j=0

P[Dj ≥ rj ]

≤ (1 + γn)−2h
∑
r∈Rh

∏
j∈[0..J−1],rj>0

2γn+c
A2

k−2B+1
j

(1+γn)−2

≤ (1 + γn)−2h
∑

M⊆[0..J−1]

∏
j∈M

2γn+c
A2

k−2B+1
j

(1+γn)−2

≤ (1 + γn)−2h
∏

j∈[0..J−1]

(
1 + 2γn+c

A2
k−2B+1
j

(1+γn)−2

)

≤ (1 + γn)−2h exp
( ∑
j∈[0..J−1]

2γn+c
A2

k−2B+1
j

(1+γn)−2

)
≤ (1 + γn)−2hO(1),

where the last estimate uses Lemma 29. This proves that tail bound statement. For the
claim on the expected rumor spreading time, we compute

E[D] ≤
∑
h≥1

P[D ≥ h] ≤
∑
h≥1

(1 + γn)−2hO(1) = O(1).

Finally, by Lemma 20, there exists f ′ ∈]f, 1[ such that with probability 1−O
( 1
n

)
there are

at most f ′n informed nodes after T (1, fn) rounds. J

B.4 Exponential Shrinking Regime. Upper Bound

We now regard the regime that at most gn, g a small constant, nodes are not informed, and
that in each round each of these nodes has an approximately constant chance of becoming
informed. From a very distant point of view, this part of the process vaguely resembles the
exponential growth regime with time running backwards, but the details are too different to
simply transfer our previous results to this setting.

We start in this section with the upper bound on the runtime. Throughout this section,
we assume that our homogeneous epidemic protocol satisfies the following upper exponential
shrinking conditions including the covariance condition.

I Definition 11 (upper exponential shrinking conditions). Let ρn be bounded between two
positive constants. Let 0 < g < 1 and a, c ∈ R≥0 such that e−ρn + ag < 1. We say that a
homogeneous epidemic protocol satisfies the upper exponential shrinking conditions if for any
n ∈ N big enough, the following properties are satisfied, for all u = n− k ≤ gn.
(i) 1− pk = 1− pn−u ≤ e−ρn + aun ;
(ii) ck = cn−u ≤ c

u .
Let us note that in this section we study the number of uninformed nodes u := n− k instead
of k, i.e., the number of informed ones. We will show that u shrinks by almost a constant
factor each round. So the main result of the section is the following theorem.
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I Theorem 31 (upper bound for spreading time). Consider a homogeneous epidemic protocol
satisfying the upper exponential shrinking conditions. Then there are constant A′, α′ > 0
such that

E[T (n− bgnc, n)] ≤ 1
ρn

lnn+O(1),

P[T (n− bgnc, n) > 1
ρn

lnn+ r] ≤ A′e−αr for all r ∈ N.

We first note that the upper exponential shrinking conditions imply that nodes remain
uninformed with at most a constant probability. Hence Lemma 19 shows that we reach any
constant fraction of uninformed nodes in expected constant time. For this reason, we may
conveniently assume that g is an arbitrarily small constant in the following. We shall also
always assume that n is large enough.

The proof below follows the general principle established in this work, that is, we define for
each number u of uninformed nodes a suitable target E0(u) such that with sufficiently high
probability 1− q(u) (following from the covariance condition and Chebyshev’s inequality),
one round started with at most u uninformed nodes ends with at most E0(u) uninformed
nodes. The choice of E0(u) is such that the sequence u0 = gn, u1 = E0(u0), u2 = E0(u1), . . .
within J = 1

ρn
ln(n) +O(1) steps reaches a constant uJ and such that failure probabilities

q(ui), i = 0, . . . , J − 1, imply that only an expected constant number of rounds in addition
to J are needed to reach at most uJ nodes. For the constant number of uJ or less remaining
uninformed nodes, we use the simple waiting time argument that each of them needs an
expected constant number of rounds to be informed, adding another constant number of
rounds to the expected spreading time.

B.4.1 Round Targets and Failure Probabilities
Let us introduce the random variable Y (u) being equal to the number of uninformed nodes
at the end of a round started with u uninformed ones. Since E[Y (u)] = u(1 − pn−u), the
exponential shrinking conditions imply that

E[Y (u)] ≤ E(u) := u
(
e−ρn + aun

)
.

As before, the Lemma 33 shows that with good probability, Y (u) is less than the
target value

E0(u) := E(u) +Au1−B , (5)

where A > 0 and 0 < B < 1/2 are some constants chosen uniformly for all values of u and n.
In addition we will choose g and A small enough (relative to g) to ensure that for all u ≤ gn,
the target value E0(u) is less than u (see Lemma 32) and that the "chain" of consequent
target values forms an exponentially decreasing sequence (see Lemma 34).

I Lemma 32. Assume that g and A are sufficiently small constants. Then for all u ∈ [1, gn],
we have E0(u) < u.

Proof. Indeed, it suffices to show that
E0(u)
u = e−ρn + aun +Au−B < 1.

Since u ∈ [1, gn], we have
E0(u)
u ≤ e−ρn + ag +A.

Clearly there exist positive A and g small enough such that the expression above is less than
1. J
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We assume in the following that g and A are small enough to make the assertion of the
lemma above true. We compute the target failure probabilities as follows.

I Lemma 33. For any 1 ≤ u < gn,

P[Y (u) ≥ E0(u)] ≤ q(u) := (1+a)e−ρn+c
A2 · 1

u1−2B .

Proof. Like in the proofs of Lemma 23 and 28, using Chebyshev’s inequality and taking into
account E(u) ≥ E[Y (u)], we compute

P[Y (u) ≥ E0(u)] ≤ P
[
Y (u) ≥ E[Y (u)] +Au1−B] ≤ Var[Y (u)]

(Au1−B)2 .

From Lemma 9 and the covariance condition it follows that

Var[Y (u)] ≤ E[Y (u)] + cu ≤ E[Y (u)] + cu.

Therefore,

P[Y (u) ≥ E0(u)] ≤ E(u)+cu
A2u2−2B ≤ (1+a)e−ρn+c

A2 · 1
u1−2B .

J

B.4.2 The Phase Calculus
Let us define the sequence uj recursively by

u0 = gn, uj+1 := E0(uj).

The next observation follows from the definition.

I Observation 1. For any j ≥ 1 we have uj ≥ u0e
−jρn . In particular, for any j ≤ 1

ρn
lnn

we have uj ≥ u0
n .

I Lemma 34. By choosing A in (5) and g sufficiently small, we can assume that for all
j ≤ 1

ρn
lnn, we have uj ≤ 2u0e

−jρn .

Proof. For j = 0, there is nothing to prove. Consider 1 ≤ j ≤ 1
ρn

lnn and assume that for
all i < j we have ui ≤ 2u0e

−iρn . We will show that uj ≤ 2u0e
−jρn . By definition,

uj = u0e
−jρn

j−1∏
i=0

(
1 + aeρn uin +Aeρnu−Bi

)
≤ u0e

−jρn
j−1∏
i=0

exp
(
aeρn uin +Aeρnu−Bi

)
≤ u0e

−jρn exp
(
j−1∑
i=0

aeρn uin +
j−1∑
i=0

Aeρnu−Bi

)
. (6)

We estimate separately the two sums. Since ui ≤ 2u0e
−iρn for i < j, the first sum can be

bounded by a geometric series:

j−1∑
i=0

aeρn uin ≤
aeρn

n

j−1∑
i=0

2u0e
−iρn ≤ aeρn · 2u0

n ·
1

1−e−ρn .
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This expression is proportional to u0
n = g, so by choosing g small enough, we can bound it

by ln 2
2 . For the second sum we use Observation 1 and obtain

j−1∑
i=0

Aeρnu−Bi ≤ Aeρn
j−1∑
i=0

u−B0 eiρnB ≤ Aeρnu−B0
ejρnB

eρnB − 1

≤ Aeρn
(
n
u0

)B
1

eρnB−1 ≤ Ae
ρng−B 1

eρnB−1 . (7)

By taking A small enough, the result is also at most ln 2
2 . Substituting the sums in (6) by

their bounds of ln 2
2 , we obtain

uj ≤ u0e
−jρn exp

( ln 2
2 + ln 2

2
)

= 2u0e
−jρn .

J

We assume in the following that A and g are as in Lemma 34. Combining the lemma above
with the definition of q(u) in Lemma 33, one can easily see the following.

I Corollary 35. There exists J ≤ 1
ρn

lnn such that (i) q(uJ) < 1
2 and (ii) uJ = O(1).

By Lemma 32, uj form a decreasing sequence. We say that the rumor spreading process
is in phase j, j ∈ {0, . . . , J − 1}, if the number of informed nodes is in [uj+1, uj [.

I Lemma 36. If the process is in phase j < J , then the number of rounds to leave phase j
is stochastically dominated by 1 + Geom(1−Qj), where Qj := q(uj+1).

Proof. Consider a round with u uninformed nodes. By definition, the process leaves the
phase j if Y (u) < uj+1 = E0(uj). Since E0(u) is an increasing function, the upper bound
for the probability to stay in phase j in current round is the following.

max
u∈[uj+1,uj [

P[Y (u) ≥ E0(uj)] ≤ max
u∈[uj+1,uj [

P[Y (u) ≥ E0(u)] ≤ q(uj+1).

So the number of rounds to leave phase j is stochastically dominated by 1+Geom(1−Qj). J

I Lemma 37.
∑J−1
j=0 Qj = O(1).

Proof. By Lemma 33, we have

J−1∑
j=0

Qj ≤ O(1) ·
J∑
j=1

1
u1−2B
j

= O(1),

where the last equality follows as in (7), using that J ≤ 1
ρn

lnn. J

Now we can proof the main result of this section, i.e., Theorem 31.

Proof of Theorem 31. First, let g′ > 0 be smaller than g. Then,

E[T (n− bgnc, n)] ≤ E[T (n− bgnc, n− dg′ne)] + E[T (n− bg′nc, n)].

By Lemma 19, the exponential shrinking conditions imply that E[T (n− bgnc, n− dg′ne)] is
at most a constant. In addition there exist A′0, α′0 > 0 such that P[T (n− bgnc, n− dg′ne) >
r/3] ≤ A′0e−α

′
0r. We can hence assume that g is small enough so that all Lemma 32 and 34

are satisfied.
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We denote by the random variable Tj the number of rounds spent in phase j. With
Corollary 35 and Lemma 37, we compute

E[T (n− bgnc, n− duJe)] ≤
J−1∑
j=0

E[Tj ] ≤
J−1∑
j=0

(
1 + Qj

1−Qj

)

= J +
J−1∑
j=0

Qj
1−Qj ≤ J + 1

1−QJ ·
J−1∑
j=0

Qj

= J +O(1).

Since Qj form a geometrical sequence, it follows from Lemma 11 that there exist A′, α′ > 0
such that

P[T (n− bgnc, duJe) > J + r/2] ≤ A′e−α
′r. (8)

For the last at most uJ uninformed nodes, we argue as follows. Consider one uninformed
node. From the exponential shrinking conditions it follows that the expected number of
rounds until this node is informed is at most O(1). So, E[T (n−buJc, n)] ≤ uJ ·O(1) = O(1).
Finally,

E[T (n− bgnc, n)] ≤ E[T (n− bgnc, n− duJe)] + E[T (n− buJc, n)] ≤ 1
ρn

lnn+O(1).

To prove the tail bound statement, let q = 1−mink∈[n−uJ ,n] pk. Now we consider the
epidemic protocol with m = O(1) uninformed nodes. Since an uninformed node stays
uninformed for r/2 rounds with probability at most qr/2, we have P[T (n−m,n) > r/2] ≤
m · qr/2. Combining the last inequation with (8), we obtain

P[T (n− bgnc, n) > J + r] ≤ (uJ +A′) exp (−r ·min{α′, ln q
2 }) .

Since uJ = O(1), the tail bound statement directly follows as in the proof of Theorem 21. J

B.5 Exponential Shrinking Regime. Lower Bound

B.5.1 Exponential Shrinking Conditions
I Definition 12 (lower exponential shrinking conditions). Let ρn be bounded between two
positive constants. Let 0 < g < 1 and a, c ∈ R≥0. We say that a homogeneous epidemic
protocol satisfies the lower exponential shrinking conditions if for any n ∈ N big enough, the
following properties are satisfied, for all u ≤ gn (resp. k ∈ [n− bgnc, n]).
(i) 1− pk = 1− pn−u ≥ e−ρn − aun ;
(ii) ck = cn−u ≤ c

u .

I Theorem 38 (lower bound of spreading time). Consider a homogeneous epidemic protocol
satisfying the lower exponential shrinking conditions (see definition above). There is a
constant g′ ∈]0, 1[ and further constants A′, α′ > 0 such that for any positive g < g′,

E[T (n− bgnc, n)] ≥ 1
ρn

lnn+O(1),

P[T (n− bgnc, n) ≤ 1
ρn

lnn− r] ≤ A′ exp(−α′r) for all r ∈ N.
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B.5.2 Round Targets and Failure Probabilities
Let Y (u) be the number of uninformed nodes at the end of the round with u uninformed
ones. From the exponential shrinking conditions it follows that

E[Y (u)] ≥ E(u) := u
(
e−ρn − aun

)
.

We define the target value in the same way as for the upper bound.

E0(u) := E(u)−Au1−B , (9)

where A > 0 and B ∈]0, 1/2[ are some constants chosen uniformly for all values of u and n.
In addition A is required to be small enough to satisfy Lemma 40.

I Lemma 39. For any u > gn and u ∈ N,

P[Y (u) ≤ E0(u)] ≤ q(u) := e−ρn+c
A2 · 1

u1−2B .

Proof. As before, using Chebyshev’s inequality and taking into account that E(u) ≤ E[Y (u)],
we compute

P[Y (u) ≤ E0(u)] = P
[
Y (u) ≤ E(u) ·

(
1− Au1−B

E(u)

)]
≤ P

[
Y (u) ≤ E[Y (u)]−Au1−B · E[Y (u)]

E(u)

]
≤ Var[Y (u)]

(Au1−B)2 · E(u)2

E[Y (u)]2 .

From covariance condition, it follows that Var[Y (u)] ≤ E[Y (u)] + cu. Therefore,

P[Y (u) ≤ E0(u)] ≤
(

1 + cu
E[Y (u)]

)
· E(u)
E[Y (u)] ·

E(u)
(Au1−B)2

≤
(

1 + cu
E(u)

)
· E(u)

(Au1−B)2

= (E(u) + cu) · 1
(Au1−B)2 ≤ e−ρn+c

A2 · 1
u1−2B .

J

B.5.3 The Phase Calculus
We define the sequence uj recursively by

u0 := gn, uj+1 := E0(uj).

The next observation follows from the definition.

I Observation 2. For any j ≥ 0 we have uj ≤ u0e
−jρn .

I Lemma 40. By choosing A in (9) and g sufficiently small, we can assume that for all
j ≤ 1

ρn
n, we have uj ≤ 1

2u0e
−jρn .

Proof. For j = 0, there is nothing to prove. Consider 1 ≤ j ≤ 1
ρn

lnn and assume that for
all i < j we have ui ≥ 1

2u0e
−iρn . We will show that uj ≥ 1

2u0e
−jρn . By definition,

uj = u0e
−jρn

j−1∏
i=0

(
1− eρnauin −A

1
uB
i

)
≥ u0e

−jρn

(
1− eρna

n

j−1∑
i=0

ui −A
j−1∑
i=0

1
uB
i

)
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Like in the proof of Lemma 34, we estimate separately the two sums. Using Observation 2,
we obtain for the first sum that

eρna
n

j−1∑
i=0

ui ≤ eρnau0
n

∑
i≥0

e−iρn = eρna
1−e−ρn ·

u0
n = g ·O(1).

By the hypothesis of induction, for any i < j, ui ≥ 1
2u0e

−iρn . Since j < 1
ρn

lnn,

A

j−1∑
i=0

1
uB
i

≤ A
2BuB0

j−1∑
i=0

e−iρnB ≤ A
2BuB0

· ejρnB

eρnB−1

= A
2B(eρnB−1) ·

nB

uB0
= A

2B(eρnB−1) · g
−B = Ag−B ·O(1).

Then, by choosing A and g small enough, we can bound both sums by 1/4, so that

uj ≥ u0e
−jρn

(
1− 1

4 −
1
4
)
≥ 1

2u0e
j−ρn .

J

Having uj bounded from above and below, one can easily see the following.

I Corollary 41. There exists J = 1
ρn

lnn+O(1) such that uJ > 1 for any n big enough.

By definition, the uj form a non-decreasing sequence. We say that the rumor spreading
process is in phase j, j ∈ {0, . . . , J − 1}, if the number of informed nodes is in [uj+1, uj [.

I Lemma 42. If the process is in phase j < J − 1, then the probability that it "leapfrogs"
phase j + 1 (i.e., proceeds to phase j + 2 or further in current round) is at most q(uj).

Proof. Consider a round with u ∈ [uj+1, uj [ uninformed nodes. The protocol jumps over the
phase j + 1, if at the end of current round Y (u) < uj+2 = E0(uj+1). Since E0 is increasing,

P[u < uj+2] ≤ Pr[u < E0(u)] ≤ q(u).

Since q(u) is a decreasing function, the upper bound for the probability to jump over phase
j + 1 is the following.

max
u∈[uj+1,uj [

P[u < uj+2] ≤ q(uj+1).

J

Now we can proof the main result of this section, i.e., Theorem 38.

Proof of Theorem 38. Let τ be the first round t (of this shrinking phase) in which the
process leapfrogs a phase. Let τ = ∞ if such an event does not occur. By Corollary 41,
the interval [1, gn] is cut into at least J = 1

ρn
lnn + O(1) phases. Clearly, if τ < J , then

T (n− bgnc, n) ≥ τ , and if τ ≥ J , then T (n− bgnc, n) ≥ J .
If τ = J − t, then the process in phase J − t, that is, from some number u of uninformed

nodes belonging to phase J − t, makes an exceptionally large progress from. Since q(u) is a
decreasing function, we have P[τ = J − t] ≤ q(uJ−t). Consequently, using the fact that q(uj)
forms a decreasing geometric sequence, we obtain

P[T (n− bgnc, n) ≤ J − t] ≤ P[τ ≤ J − t] ≤ q(u0) + q(u1) + . . .+ q(uJ−t) = O(q(uJ−t)).
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Then, using uJ−t ≥ O(1) · uJ · eρnt, we compute

P[T (n− bgnc, n) ≤ J − t] ≤ O(q(uJ−t)) ≤ O(1)u−2B+1
J−t

≤ O(1)(uJeρnt)−2B+1 ≤ O(1) exp(−Ω(t)).

Applying Lemma 39, we obtain

E[T (n− bgnc, n)] ≥ JP[τ > J ] +
J−1∑
t=1

t · P[τ = t] = J −
J−1∑
t=1

tP[τ = J − t]

≥ J −
J−1∑
t=1

tq(uJ−t) ≥ J − eρn+a+c
A2 ·

J−1∑
t=1

t
u1−2B
J−t

.

Since B < 1/2 and uJ−t ≥ O(1) · uJ · eρnt, the sum above converges. Therefore,

E[T (n− bgnc, n)] ≥ J +O(1).

J

B.6 Double Exponential Shrinking Regime. Upper Bound.
In the following two sections we consider the regime in which uninformed nodes remain
uninformed with probability proportional to the fraction uninformed nodes, or, more generally,
some positive power `−1 there of. Such a regime often occurs in protocols using pull operations.
We show that the fraction of uninformed nodes is raised to the `-th power each round and
that such a regime informs the last gn nodes (g a small constant) in a double logarithmic
number of rounds.

We discuss the upper bound on the runtime first. Throughout this section, we assume
that our homogeneous epidemic protocol satisfies the following upper double exponential
shrinking conditions including the covariance condition.

I Definition 13 (upper double exponential shrinking conditions). Let g, α ∈ [0, 1], ` > 1, and
a, c ∈ R≥0 such that ag`−1 < 1. We say that a homogeneous epidemic protocol satisfies the
upper double exponential shrinking conditions if for any n big enough, the following properties
are satisfied for all u ∈ [n1−α, gn].
(i) 1− pn−u ≤ a

(
u
n

)`−1.
(ii) cn−u ≤ c nu2 .

Similarly to the exponential shrinking regime we argue with the number u of uninformed
nodes rather than the number k of informed ones. To ease the notation in the double
exponential shrinking regime we use the fraction ε := u

n of uninformed nodes instead of
the absolute number u. Thus, the double exponential shrinking conditions turns into the
following bounds, valid for all ε ∈ [n−α, g] with εn ∈ N.
(i) 1− pn(1−ε) ≤ aε`−1.
(ii) cn(1−ε) ≤ ε−2 c

n .

In the definition above, we cover the rounds starting with a number of uninformed nodes
between n1−α and gn. While, by taking α = 1 this would allow to analyze the process until
all nodes are informed, it turns out that the crucial part is reduce the number of uninformed
nodes from Θ(n) to n1−α for an arbitrarily small constant α. For u ∈ [1, n1−α], the double
exponential shrinking conditions can be relaxed: the covariance condition is no longer needed
and it is sufficient to bound uniformly the probability of a node to stay uninformed by n−τ ,
for some τ < 1.

The main result of the section is the following theorem.
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I Theorem 43. Consider a homogeneous epidemic protocol satisfying the upper double
exponential shrinking conditions in [n−α, g]. Suppose further that there exists τ > 0 such that
1− pn−u ≤ n−τ for all u ≤ n1−α.

Then there exist constant A′, α′ > 0 such that

E[T (d(1− g)ne, n)] ≤ log` lnn+O(1),
P[T (d(1− g)ne, n) ≥ log` lnn+ r] ≤ O(n−α

′r+A′) for all r ∈ N.

B.6.1 Round Targets and Failure Probabilities
Let the random variable y(ε) denote to the fraction of uninformed nodes at the end of a
round started with εn uninformed ones. The double exponential shrinking conditions state
that

E[y(ε)] ≤ E(ε) := aε`.

I Lemma 44. Var[y(ε)] ≤ 1+c
n .

Proof. Indeed, Var[y(ε)] = 1
n2 Var[Y (ε)], where Y (ε) := ny(ε) is the number of uninformed

nodes at the end of the round. By Lemma 9,

Var[Y (ε)] ≤ E[Y (ε)] + (nε)2cn(1−ε) ≤ n+ cn.

J

The next lemma states that with good probability, y(ε) is less than the target value
2E(ε).

I Lemma 45. For any fraction of uninformed nodes ε ∈ [n−α, g],

P[y(ε) ≥ 2E(ε)] ≤ q := (1+c)
a2 n2α`−1.

Proof. Applying Chebyshev’s inequality and taking into account that E(ε) ≥ E[y(ε)], we
compute

P[y(ε) ≥ 2E(ε)] ≤ P[y(ε) ≥ E[y(ε)] + E(ε)] ≤ Var[y(ε)]
E(ε)2 .

By Lemma 44 and since ε ≥ n−α,

P[y(ε) ≥ 2E(ε)] ≤ 1+c
n ·

1
(aε`)2 ≤ 1+c

a2 n
2α`−1.

J

Our choice to analyze the double exponential shrinking regime only up to n1−α uninformed
nodes allows us to define q independent of ε. Since the double exponential shrinking conditions
imply the second assumption of Theorem 43, without loss of generality we may assume that
α < 1

2` , and that consequently q = n−Θ(1).

B.6.2 The Phase Calculus
Let us define the sequence εj recursively by

ε0 := g, εj+1 := 2E(εj).

The following observation can be obtained by a simple induction.
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I Observation 3. For all j ≥ 0, εj = (2a)
`j−1
`−1 g`

j . In particular, the εj form a decreasing

sequence if g < (2a)−
1
`−1 .

In the following we assume that g is small enough to ensure that the εj decrease. Applying
logarithm twice to the previous equation one can also see the following.

I Corollary 46. There exists J = log` lnn+O(1) such that for any n big enough

n−α < εJ ≤
(
n−α

2a

)1/`
.

Proof. From Observation 3 we see that the biggest J such that εJ > n−α is equal to
log` lnn+O(1). Since εJ+1 < n−α, we have εJ <

(
n−α

2a

)1/`
. J

We say that the process is in phase j if the fraction ε of uninformed nodes is in ]εj+1, εj ].

I Lemma 47. If the process is in phase j, j < J , then the number of rounds to leave phase
j is stochastically dominated by 1 + Geom(1− q).

Proof. Consider a round starting with εn uninformed nodes. By construction, the process
leaves the phase j if y(ε) ≤ εj+1 = 2E(εj). Since E(·) is an increasing function, an upper
bound for the probability to stay in phase j in the current round is

max
ε∈]εj+1,εj ]

P[y(ε) > 2E(εj)] ≤ max
ε∈]εj+1,εj ]

P[y(ε) ≥ 2E(ε)] ≤ q.

Hence, the number of rounds the process spends in phase j is stochastically dominated by a
random variable with distribution 1 + Geom(1− q). J

Let us now prove the main theorem of the section.

Proof of Theorem 43. From Lemma 19 it follows that for any g′ < g we have E[T (n −

bgnc, n−dg′ne)] = O(1). So without loss of generality we can assume that g < (2a)−
1
`−1 that

is required by Observation 3 and, thus, by Corollary 46. Let the random variable Tj denote
the number of rounds spent in phase j. With Corollary 46 as well as Lemma 45 and 47, we
compute

E[T (n− bgnc, n− dεJne)] ≤
J−1∑
j=0

E[Tj ] ≤ J
(

1 + q
1−q

)
= log` lnn+O(1) (10)

P [T (n− bgnc, n− dεJne) > J + r] ≤ Jq−r = n−Ω(r) . (11)

By Corollary 46, εJ <
(
n−α

2a

)1/`
. Consequently, there exists α′ ∈]0, α[ such that εJ < n−α

′

for any n large enough. Without loss of generality we can assume that for any u ≤ n1−α′ we
have 1− pn−u ≤ n−τ (for u ∈ [n1−α, n1−α′ ] it follows from the double exponential shrinking
condition). Now suppose u0 ≤ n1−α′ and consider T (n − u0, n). By the argument above,
any of the u0 uninformed nodes stays uninformed for r ≥ 1 rounds with probability at most
n−τr. Then by the union bound, we have P[T (n− u0, n) > r] ≤ Pr := min{1, n−τr+1−α′},
that together with (11) proves the tail bound statement.

Finally, E[T (n − u0, n)] ≤ 1 +
∑
r≥1 Pr = O(1), for any u0 ≤ n1−α. Then, together

with (10) it proves that E[T (n− bgnc, n)] ≤ log` lnn+O(1). J
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B.7 Double Exponential Shrinking Regime. Lower Bound.
We now prove that under lower bound conditions comparable to the upper bound conditions
of the previous section, we obtain a lower bound on the runtime equaling our upper bound
apart from an additive constant.

B.7.1 Double Exponential Shrinking Conditions
Throughout this section, we assume that the following lower double exponential shrinking
conditions are satisfied.

I Definition 14 (lower double exponential shrinking conditions). Let g, α ∈]0, 1] and ` > 1.
Let a, c ∈ R≥0. We say that a homogeneous epidemic protocol satisfies the lower double
exponential shrinking conditions if for any n big enough, the following properties are satisfied
for all u ∈ [n1−α, gn].
(i) 1− pn−u ≥ a

(
u
n

)`−1.
(ii) cn−u ≤ c nu2 .

Similarly to the upper double exponential shrinking conditions, we work mostly with the
fraction ε := u

n of uninformed nodes instead of the absolute number u. Thus, the double
exponential shrinking conditions turns into the following bounds, valid for all ε ∈ [n−α, g]
with εn ∈ N.
(i) 1− pn(1−ε) ≥ aε`−1.
(ii) cn(1−ε) ≤ ε−2 c

n .

The main result of this section is the following theorem.

I Theorem 48. Consider a homogeneous epidemic protocol satisfying the lower double
exponential shrinking conditions in the interval [n1−α, gn]. Let r be a sufficiently large
constant (possibly depending on α). Then,

E[T (n− dgne, n− bn1−αc)] ≥ log` lnn+O(1),
P[T (n− dgne, n− bn1−αc) ≤ log` lnn− r] ≤ O(n−1+2α`),

B.7.2 Round Targets and Failure Probabilities
Let again y(ε) denote the fraction of uninformed nodes at the end of a round started with
εn uninformed ones. The double exponential shrinking conditions state that

E[y(ε)] ≥ E(ε) := aε`.

The next lemma gives that with good probability, y(ε) is at least the target value E(ε)/2.

I Lemma 49. For any fraction of uninformed nodes ε ∈ [n−α, g],

P
[
y(ε) ≤ 1

2E(ε)
]
≤ 4+4c

a2ε2n ≤ q := 4+4c
a2 n2α`−1.

Proof. Applying Chebyshev’s inequality and taking into account that E[y(ε)] ≥ E(ε), we
compute

P[y(ε) ≤ 1
2E(ε)] ≤ P

[
y(ε) ≤ E[y(ε)]− 1

2E(ε)
]
≤ 4 · Var[y(ε)]

E(ε)2 .

By the same arguments like in Lemma 44, Var[y(ε)] ≤ 1+c
n . Since ε ≥ n−α, we have

E(ε) ≥ an−α`, and the claim of the lemma directly follows. J
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Similarly to the upper bound, our choice to analyze the double exponential shrinking
regime only up to n1−α uninformed nodes allows us to define q independent of ε. We also
assume that α < 1

2` so that q = n−Θ(1).

B.7.3 The Phase Calculus
Let us define the sequence εj recursively by

ε0 := g, εj+1 := 1
2E(εj).

The next observation follows from the definition by a simple induction. The εj are decreasing
simply because εj+1 = 1

2E(εj) < E[y(εj)] ≤ εj . Note that y(ε) ≤ ε with probability one for
any homogeneous protocol.

I Observation 4. For all j ≥ 1, εj = (a/2)
`j−1
`−1 g`

j . The εj form a decreasing sequence.

In the rest of the section we assume that g < (a/2)−
1
`−1 . Applying logarithm twice to the

previous equation one can also see the following.

I Observation 5. There exists J = log` lnn+O(1) such that εJ > n−α.

As before, we say that the process is in phase j if the fraction ε of uninformed nodes is in
]εj+1, εj ].

I Lemma 50. If the process starts in phase j, j < J , then the probability that after one
round it is in phase j + 2 or higher is at most q.

Proof. Consider a round starting with εn uninformed nodes, where ε ∈]εj+1, εj ]. By
construction, the process leapfrogs phase j + 1 if y(ε) ≤ εj+2 = 1

2E(εj+1). Since E(·) is an
increasing function, an upper bound for the probability to jump over phase j + 1 is

max
ε∈]εj+1,εj ]

P[y(ε) ≤ 1
2E(εj+1)] ≤ max

ε∈]εj+1,εj ]
P[y(ε) ≤ 1

2E(ε)] ≤ q.

J

Proof of Theorem 48. Consider the rumor spreading process starting with ε0n = gn unin-
formed nodes. By Lemma 50, with probability at least (1− q)J ≥ 1− Jq, the process visits
each phase j ∈ [0..J − 1], which naturally takes at least J − 1 rounds. Consequently, by
definition of J in Observation 5, we have

E[T (n− dgne, n− bn1−αc)] ≥ E[T (n− dnε0e, n− bnεJc)]
≥ (J − 1)(1− Jq) = log` lnn+O(1).

The large-deviation statement follows immediately from adding the failure probabilities 4+4c
a2ε2

j
n
,

j = 0, . . . , J − 1, from Lemma 49. J

C Application of our Method to the Classic Protocols

In this section, we define the classic push, pull, and push-pull protocols, give some background
information on them, and show how the methods developed above easily give very sharp (tight
apart from additive constants) rumor spreading times. For this, we easily convince ourselves
that all three protocols satisfy the exponential growth conditions. The push protocol satisfies
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the exponential shrinking conditions, whereas the pull and push-pull protocols both satisfy
the double exponential shrinking conditions. For all these conditions, we can show for the
upper and lower bound part of the conditions the same value for the critical parameter γn,
ρn, and `), which is why we then obtain sharp estimates for the rumor spreading times.

We stick to the usual convention that for rumor spreading in complete graphs we allow
that nodes call themselves, that is, the random communication partner is chosen uniformly at
random from all nodes. By replacing all (1− 1

n ) terms with (1− 1
n−1 ), the elementary proofs

below can easily be transformed to the setting where nodes only call random neighbors in
the complete graph.

C.1 Push Protocol

The push protocol appeared in the computer science literature first in the works of Frieze and
Grimmett [22] (as a technical tool to analyze the all-pairs shortest path problem on complete
digraphs with random edge weights) and, under the name rumor mongering, Demers et
al. [11], the first work that proposed rumor spreading as a robust and scalable method to
maintain consistency in replicated databases. In the push protocol, in each round each node
knowing the rumor calls a random neighbor and gossips the rumor to it.

The push protocol is the most intensively studied rumor spreading process. It has been
proven that with high probability it disseminates a rumor known to a single node to all
others in time logarithmic in the number n of nodes when the communication networks is a
complete graph (see below), a random graph in the G(n, p) model with p ≥ (1 + ε) ln(n)/n,
that is, only very slightly above the connectivity threshold, or a hypercube [18], or a random
regular graph [20] (and this list is not complete).

For the complete graph, Frieze and Grimmett [22] show (among other results) that with
high probability, the rumor spreading time is log2 n + lnn ± o(logn). This estimate was
sharpened by Pittel [37], who proved that for any h = ω(1), the rumor spreading time with
high probability is log2 n+ lnn± h(n). The first explicit bound for the expected runtime,
blog2 nc + lnn − 1.116 ≤ E[Sn] ≤ dlog2 ne + lnn + 2.765 + o(1) was shown in [16]. All
these works are relatively technical (see, e.g., the 9-pages proof of [37]) and heavily exploit
particular properties of the push process (e.g., a birthday paradox argument for the first
log2(o(

√
n)) calls and a reduction to the coupon collector process for the last roughly lnn

rounds in [16]).
With the methods developed in this work, we only need to show that the push protocol

satisfies the exponential growth and shrinking conditions (with γn = 1 and ρn = 1), which is
very easy. This reproves the bound of [16] cited above apart from the additive constants, but
with a, as we believe, much simpler proof.

I Theorem 51. The expected rumor spreading time of the push protocol on the complete
graph with n vertices is log2 n+ lnn±O(1).

Proof. Consider one round of the protocol. Let x1, x2 be two different uninformed nodes.
Let X1 and X2 be the indicator random variables for events that x1 resp. x2 become informed.
Clearly, if we condition on that x1 becomes informed, then it is slightly less likely that x2
becomes informed. Consequently, Cov[X1, X2] < 0 and the covariance part of the exponential
growth and shrinking conditions is satisfied.

Therefore, it remains to analyze the probability pk of an uninformed node to become
informed.
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For the exponential growth regime, suppose that k nodes are informed. An uninformed
node remains uninformed when all informed nodes fail to call it. Consequently, it becomes
informed with probability pk = 1−

(
1− 1

n

)k. With the estimates

k
n −

k2

2n2 ≤ pk ≤ k
n

we see that the protocol satisfies the exponential growth conditions with parameter γn = 1.
More precisely, we can take γn = 1, f = 1, b = 0 and c = 0 is both the upper and lower
bound exponential growth condition. Taking a = 1 satisfies the upper exponential growth
condition, taking a = 0 suffices for the lower exponential growth condition.

For the exponential shrinking conditions, suppose that there are u uninformed nodes.
Again, the probability for a node to stay uninformed is 1 − pn−u =

(
1− 1

n

)n−u. By
Corollary 17, for any u < n we have the following estimate.

1
e ≤ 1− pn−u ≤ 1

e + 2
e ·

u
n

The push protocol hence satisfies the exponential shrinking conditions (from gn := 1
2n

uninformed nodes on) with parameter ρn = 1.
By Theorems 21, 27, 31, and 38, the expected rumor spreading time of the push protocol

is log2 n+ lnn±O(1). J

C.2 Pull Protocol
The pull protocol is dual to the push protocol in the sense that now in each round, each
uninformed node calls a random neighbor and becomes informed if the latter was informed.
We are not aware of a convincing practical motivation for this protocol, however, it has been
very helpful in proving performance guarantees for other protocols, e.g., in [24]. Note that
the duality between the two protocols immediately shows that the probability that the push
protocol in t rounds moves a rumor initially present at a node u to a node v equals the
probability that the pull protocol gets the rumor from v to u in t rounds, but this does not
imply that both protocols have the same rumor spreading times (as also Theorems 51 and 52
show).

We are not aware of any performance guarantees proven for the pull protocol. Some
existing results for the push protocol obviously can be transformed into results for the pull
protocol via the duality and union bounds. For complete graphs, we do not see how this
would give bounds stronger than Θ(logn).

Interestingly, the expansion phase of the pull protocol (when viewed from a distance)
resembles the expansion phase of the push protocol—the probability that an uninformed
node becomes informed in a round starting with k informed nodes is pk = k

n and thus, for
small k, very close to the k

n − Θ( k
2

n2 ) probability of the push protocol. Nevertheless, the
precise processes are very different. For example, in the push protocol we almost surely
observe a perfect doubling of the number of informed nodes as long as o(

√
n) nodes are

informed. For the pull protocol, the number of newly informed nodes in the first round is
binomially distributed with parameters n− 1 and 1

n , so the probability for a perfect doubling
is asymptotically equal to 1

e . For this reason, the existing analyses of the push protocol
cannot easily be transferred to the pull protocol. This is different for our method, which
ignored many details of the process and only relies on the rough characteristics pk and ck
of the process. We show below that the similar values of pk lead to the same log2 n±O(1)
time it takes to inform a constant fraction of the nodes. From that point on, the double
exponential shrinking conditions are obvious, leading to a double logarithmic remaining time.
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I Theorem 52. The expected rumor spreading time of the pull protocol on the complete
graph with n vertices is log2 n+ log2 lnn±O(1).

Proof. Clearly, the events that uniformed nodes become informed are mutually independent.
Hence the covariance conditions are exponential growth and double exponential shrinking
regimes are satisfied.

An uninformed node becomes informed if its call reaches an informed node. Hence for all
k ∈ [1..n − 1], we have pk = k/n. This shows that both the upper and lower exponential
growth conditions are satisfied with parameter γn = 1 (and f = 1, a = 0, b = 0, c = 0).

For the same reason, the probability 1−pn−u that an uninformed node remains uninformed
when u nodes are uninformed, is 1 − pn−u = 1 − n−u

n = u
n . Consequently, the upper and

lower double exponential shrinking conditions are satisfied with ` = 2 (and g = 1, α = 0,
a = 1, and c = 0).

By Theorems 21, 27, 43, and 48, the expected rumor spreading time is log2 n+ log2 lnn±
O(1). J

C.3 Push-Pull Protocol
In the push-pull protocol, both informed and uninformed nodes contact a random neighbor
in each round. If one of the two partners of such a conversation is informed, then also the
other one becomes informed. The push-pull protocol is popular for a number of reasons.

The push-pull protocol (called anti-entropy there) was found to be very reliable in the first
experimental work on epidemic algorithms [11]. The seminal paper by Karp et al. [29] proved
that the push-pull protocol disseminates a rumor in a complete graph in log3 n±O(log logn)
rounds with high probability. This not only is faster than the push and pull protocols, but
it allows implementations using only few messages per node. The just mentioned rumor
spreading time stems from an exponential growths phase of length roughly log3 n and a
double exponential shrinking phase. Hence by making informed nodes stop their activity
after the exponential growth phase, the total number of messages can be reduced massively.

The push-pull protocol was also investigated in models for social networks. Clearly, when
modeling human communication, say people randomly meeting at parties and chatting, a
push-pull spreading mechanism makes sense. However, also from the algorithmic viewpoint,
it was observed that in graphs with a non-concentrated degree distribution the push-pull
protocol greatly outperforms the push and pull protocols. This was first made precise by
Chierichetti, Latanzi, and Panconesi [7], who showed that the push-pull protocol spreads a
rumor in a preferential attachment graph [1, 3] in time O(log2 n), whereas both the push
and the pull protocols need time Ω(nα) for some constant α > 0 to inform all nodes. The
precise rumor spreading time of Θ(logn) of the push-pull protocol was shown in [12] (see
also [14]). There is was also proven that the rumor spreading time reduces to Θ( logn

log logn ) when
the communication partners are chosen randomly but with the previous partner excluded.
This first sublogarithmic rumor spreading time was quickly followed up by other fast rumor
spreading times in networks modeling social networks, e.g., [21, 13, 33].

The push-pull protocol also performs well and admits strong theoretical analyses when
the network has certain general expansion properties like a good vertex expansion [26, 25] or
a low conductance [34, 8, 24].

I Theorem 53. The expected rumor spreading time of the push-pull protocol on the complete
graph with n vertices is log3 n+ log2 lnn±O(1).

Proof. We again discuss the covariance condition first. Consider one round of the protocol.
Let x1, x2 be two different uninformed nodes. For i = 1, 2, let Xi be the indicator random



XX:42 Randomized Rumor Spreading Revisited

variable for the event that xi becomes informed in this round, Yi the indicator random
variable for the event that xi is called by an informed node, and Zi the indicator random
variable for event that xi calls an informed node. Clearly, Xi = max{Zi, Yi}.

We show Cov[X1, X2] ≤ 0, and thus all covariance conditions, by showing that P[X1 =
1 | X2 = 1] ≤ P[X1 = 1]. We have

P[X1 =1 | X2 = 1] = P[X1 = 1 | X2 = 1 ∧ Z2 = 1] · P[Z2 = 1 | X2 = 1]
+ P[X1 = 1 | X2 = 1 ∧ Z2 = 0] · P[Z2 = 0 | X2 = 1]. (12)

Since the intersection of events Z2 = 1 ∧X2 = 1 is equivalent to the single event Z2 = 1 and
the outgoing call of the uninformed node cannot inform any node, we have

P[X1 = 1 | X2 = 1 ∧ Z2 = 1] = P[X1 = 1 | Z2 = 1] = P[X1 = 1]. (13)

When Z2 = 0∧X2 = 1 holds, then x2 becomes informed via a push call, which is not available
anymore to inform x1. Hence

P[X1 = 1 | Z2 = 0 ∧X2 = 1] ≤ P[X1 = 1]. (14)

From (12) to (14) we obtain P[X1 = 1 | X2 = 1] ≤ P[X1 = 1].
An uninformed node remains uninformed if it is not called by any informed node and it

calls an uninformed node itself. Hence pk = 1−
(
1− 1

n

)k · n−kn . Using the estimates from
Lemma 14 we obtain

2 kn −
3k2

2n2 ≤ pk ≤ 2 kn

and see that the protocol satisfies the exponential growth conditions with γn = 2.
Likewise, the probability 1− pn−u that an uninformed node stays uninformed in a round

starting with u uninformed nodes is equal to u
n

(
1− 1

n

)n−u. With Corollary 17, we estimate

1
e ·

u
n ≤ 1− pn−u ≤ u

n .

Therefore, the protocol satisfies the double exponential shrinking conditions with ` = 2.
By Theorems 21, 27, 43, and 48, the expected rumor spreading time is log3 n+ log2 lnn±

O(1). J

D Robustness, Multiple Calls, and Dynamic Graphs

In this section, we apply our analysis method to settings (i) in which calls fail independently
with constant probability, (ii) in which nodes are allowed to call a random number of other
nodes instead of one as proposed in [36], and (iii) to a simple dynamic graph setting.

D.1 Transmission Failures
One key selling point for randomized rumor spreading, and more generally gossip-based
algorithms, is that all these algorithms due to the intensive use of independent randomness
are highly robust against all types of failures. In this subsection, we analyze the performance
of the three classic protocols in the presence of independent transmission failures, that is,
when calls are successful only with probability p < 1. Not unexpectedly, we can show that
the rumor spreading times only increase by constant factors. However, we also observe a
structural change, namely that the extremely fast double exponential shrinking previously
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seen with the pull and push-pull protocols is replaces by the slower single exponential
shrinking regime. This has the important implication that the message complexity of the
simple push-pull protocol (where messages are counted as in [29] and the protocol is assumed
to stop when a suitable time limit is reached) increases from the theoretically optimal value
of Θ(n log logn) to Θ(n logn), see the remark following the proof of Theorem 56.

While the robustness of randomized rumor spreading is consistently emphasized in the
literature, only relatively few proven guarantees for this phenomenon exist. All results model
communication failures by assuming that each call independently with probability 1 − p
fails to reach its target. The usual assumption is that the protocol does not take notice of
such events. Elsässer and Sauerwald [17] show for any graph G that if the push protocol
spreads a rumor with probability 1−O(1/n) to all nodes in time T , then the push protocol
with failures succeeds in informing all nodes with probability 1−O(1/n) in time 6

pT . This
was made more precise for complete graphs in [15], for which a rumor spreading time of
log1+p + 1

pn± o(logn) was shown to hold with high probability. The same result also holds
for random graphs in the G(n, p′) model when the edge probability p′ is ω(log(n)/n), that is,
asymptotically larger than the connectivity threshold [19]. To the best of our knowledge,
these few results are all that is known in terms of proven guarantees for the classic rumor
spreading protocols in the presence of failures.

We now use the methods developed in this work to obtain very sharp estimates for the
runtimes of the classic protocols on complete graphs when calls fail independently with
probability 1− p, p < 1. As in Sections C, the growth or shrinking conditions valid in each
case are easily proven, showing again the versatility of our approach.

I Theorem 54. The expected rumor spreading time for the push protocol with success
probability p on the complete graph of size n is equal to

log1+p n+ 1
p lnn±O(1).

Proof. With the same argument as in the proof of Theorem 51, we see that the covariances
regarded in the covariance conditions are all negative.

Consider an uninformed node in a round started with k informed nodes. The probability
that it becomes informed in this round is pk = 1− (1− p

n )k. By Lemma 14, we estimate

pk
n −

p2k2

2n2 ≤ pk ≤ pk
n

for all k < n and see that the protocol satisfies the exponential growth conditions in [1, n[
with γn = p.

Similarly, the probability that an uninformed node in a round starting with u := n− k
uninformed nodes stays uninformed, is 1−pn−u =

(
1− p

n

)n−u. By Corollary 18, we estimate

e−p ≤ 1− pn−u ≤ e−p(1 + 2pu
n )

for all u < n and thus have the exponential shrinking conditions with ρn = p for all u ≤ n/2.
By Theorems 21, 27, 31, and 38, the expected rumor spreading time is log1+p n+ 1

p logn±
O(1). J

The result above and its proof are valid for p = 1 and then coincide with Theorem 51.
For the pull protocol and the push-pull protocol, we observe a substantial change of the
process when transmission errors occur. In this case, an uninformed node stays uninformed
with probability at least 1 − p, so the double exponential shrinking conditions cannot be
satisfied. Instead, we observe that the single exponential shrinking conditions are satisfied.
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I Theorem 55. The expected rumor spreading time of the pull protocol with success probability
p < 1 on the complete graph of size n is equal to

log1+p n+ 1
ln 1

1−p
lnn±O(1).

Proof. As in the proof of Theorem 52, the events that uninformed nodes become informed
are mutually independent. Hence all covariance conditions are satisfied with c = 0. The
probability that an uninformed node becomes informed in a round starting with k informed
nodes is pk = p kn , hence the protocol satisfies the exponential growth conditions in [1, n[
with γn = p.

Similarly, the probability that an uninformed node remains uninformed in a round starting
with u uninformed nodes is

1− pn−u = 1− pn−un = 1− p+ pun = exp(− ln 1
1−p ) + pun .

Consequently, the protocol satisfies the exponential shrinking conditions with ρn = ln 1
1−p

for all u ≤ gn, g any constant smaller than 1.
By Theorems 21, 27, 31, and 38, the expected rumor spreading time is log1+p n +

1
ln(1/(1−p)) lnn±O(1). J

I Theorem 56. The expected rumor spreading time for the push-pull protocol with success
probability p < 1 on the complete graph of size n is equal to

log2p+1 n+ 1
p+ln 1

1−p
lnn±O(1).

Proof. Using the same arguments as for the push-pull protocol without failures, we observe
that the covariances are at most zero, so all covariance conditions are satisfied. Consider an
uninformed node in a round starting with k informed nodes. The probability that this node
does not inform itself via its pull call is 1− p kn . The probability that it is not successfully
called by an informed node is

(
1− p

n

)k. Hence pk = 1−
(
1− p kn

) (
1− p

n

)k and Corollary 15
gives

2p kn −
3p2k2

2n2 ≤ pk ≤ 2p kn .

Thus the protocol satisfies the exponential growth conditions in [1, 2
3n[ with γn = 2p.

Likewise, the probability 1− pn−u that an uninformed node stays uninformed in a round
starting with u uninformed nodes is equal to

(
1− pn−un

) (
1− p

n

)n−u. With Corollary 18 we
estimate

(1− p)e−p + pe−p · un ≤ 1− pn−u ≤ (1− p)e−p + 3pe−p · un .

Therefore, the protocol satisfies the exponential growth conditions with ρn = p + ln 1
1−p .

Thus by Theorems 21, 27, 31, and 38, the expected spreading time is equal to logp+1 n +
1

p+ln(1/(1−p)) lnn±O(1). J

The fact that in the presence of transmission failures the double exponential shrinking
regime ceases to exist has an important implication on the message complexity. In their
seminal paper [29], Karp et al. show that any address-oblivious rumor spreading algorithm
that informs all nodes of the complete graph with at least constant probability needs
Ω(n log logn) message transmissions in expectation (we refer to that paper for a discussion
of the tricky question how to count messages in algorithms performing pull calls).
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This optimal order of magnitude is attained by the push-pull protocol when nodes stop
sending a rumor that is older than log3 n + O(log logn) rounds. As Karp et al. remark,
relying on such a time stamp is risky. A mild underestimate of the true rumor spreading
time leaves a constant fraction of the nodes uninformed. A mild overestimate of the rumor
spreading time by ε logn rounds leads to the situation that for ε logn rounds a constant
fraction of the nodes knows and pushes the rumor, which implies a message complexity
of Ω(n logn). For this reason, Karp et al. propose the more complicated median-counter
algorithms which is robust against a moderate number of adversarial node failures and
against moderate deviations from the uniform choice of the nodes to contact.

Our above analysis of the push-pull protocol in the presences of transmission faults shows
that not only an unexpected deviation from the ideal fault-free push-pull protocol leads to
an increased message complexity, but even a perfectly anticipated faulty behavior. While
we know the expected rumor spreading time very precisely (and we could with the same
arguments also show a tail bound stating that our upper bound for the expectation is exceeded
by λ with probability exp(−Ω(λ)) only), the “transmit until time limit reached” approach still
leads to a message complexity of Ω(n logn) due to the missing double exponential shrinking
phase. As our analysis shows, after an expected number of log2p+1 n iterations, a constant
fraction of the nodes are informed. However, it takes another 1

p+ln 1
1−p

lnn+O(1) rounds in
the exponential shrinking regime until all nodes are informed. Hence when using the simple
“transmit until time limit reached” approach to limit the number of messages, the exponential
shrinking regime alone would see Ω(n logn) push calls by the Ω(n) informed nodes.

It is not clear how to overcome this difficulty. The median-counter algorithm of Karp et
al. for constant-probability transmission failures also seems to require Ω(n logn) messages
(see the comment right before Theorem 3.1 in [29]).

D.2 Multiple Calls

In this section, we analyze rumor spreading protocols in which in each round each node
when active calls a random number R of nodes. This was proposed by [36] to model different
data processing speeds of nodes. Unlike in [36], we assume that each node in each round
resamples the number of nodes it may call. This allows to model changing data processing
speed as opposed to nodes having generally different speeds.

Consider a random integer variable R taking values in [0, n[. We say that a rumor
spreading protocol is an R-protocol if in each round it respects the following call procedure.
Each node which can make calls in current round samples independently a new value r from
R. Then it calls r different neighbors chosen uniformly at random.

In this section we consider the R-push protocol and the R-push-pull protocol and prove
the statements similar to Theorem 1.1, 1.2, and 1.3 from [36]. Note that by putting R ≡ 1,
we obtain the classic push and push-pull protocols.

I Theorem 57. Assume that R is a distribution with E[R] = Θ(1) and Var[R] = O(1). Then
the expected spreading time for the R-push protocol on the complete graph of size n is equal to

log1+E[R] n+ 1
E[R] lnn±O(1).

Proof. Consider a round of the protocol started from k informed nodes. Let x1 and x2 be
two different uninformed nodes and let X1 and X2 be the indicator random variables for
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events that x1 resp. x2 become informed. Suppose that node y is informed. The probability
that x1 and x2 are both called by y is at most∑

j≥2
P[R = j] ·

(
j

2

)
· 1
n(n−1) ≤

1
n2

∑
j≥2

j2 · P[R = j] ≤ (Var[R] + E[R]2) · 1
n2 = O

( 1
n2

)
.

Since there are k informed nodes, the probability that x1, x2 are both called by the same
node (not necessary y) is k ·O

( 1
n2

)
. In addition, if we condition on the event that x1 and

x2 are not called by the same node, then the probability that they both get informed is
slightly less than p2

k = P[X1 = 1]2. Therefore, Cov[X1, X2] ≤ k · O
( 1
n2

)
for any k < n

which corresponds to the covariance condition for both exponential growth and exponential
shrinking.

Now let us study the probability pk. Since the probability that x does not belong to a
random set of j nodes is equal to(

1− 1
n

) (
1− 1

n−1

)
. . .
(

1− 1
n−j+1

)
= n−j

n ,

the probability that y does not call x is equal to
∑
j≥0 P[R = j] · n−jn = 1− E[R]

n . Therefore
the probability pk that x gets informed in current round is equal to

1−
(

1− E[R]
n

)k
. (15)

With Corollary 15 we estimate

E[R] · kn − E[R]2 · k
2

2n2 ≤ pk ≤ E[R] · kn , (16)

for any k ≤ n/E[R]. Therefore, the protocol satisfies the exponential growth conditions in
[1, n/E[R]] with γn = E[R].

Similarly, the probability that an uninformed node stays uninformed in a round starting
with u := n − k uninformed nodes, is 1 − pn−u =

(
1− E[R]

n

)n−u
. By Corollary 18, for all

u ≤ n/E[R] we estimate

e−E[R] ≤ 1− pn−u ≤ e−E[R] (1 + 2E[R]un
)
. (17)

Therefore, the protocol satisfies the exponential shrinking conditions in [n(1− 1/E[R]), n]
with ρn = E[R].

We note that the intervals for the exponential growth and shrinking regime does not
intersect if E[R] > 2. However, we still be able to bound the expected spreading time.
From (16) it follows that pn/E[R] = 1− 1

e + o(1) and pn(1−1/E[R]) = 1− e1−E[R] + o(1). Since
pk increases, it is bounded uniformly for any k ∈

[
n

E[R] , n−
n

E[R]

]
. Hence, by Lemma 19,

we have E
[
T
(

E[R]
n , n− E[R]

n

)]
= O(1). So by Theorems 21 and 31, the expected rumor

spreading time is at most log1+E[R] n+ 1
E[R] logn±O(1).

Similarly, by Lemma 20, there exists some f ′ ∈
]
1− 1

E[R] , 1
[
such that with probability

1 − O
( 1
n

)
the number of informed nodes after some round will belong to

[
n− n

E[R] , f
′n
]
.

Then by Theorems 27 and 38, the expected rumor spreading time is at least log1+E[R] n+
1

E[R] logn±O(1). J

I Theorem 58. Assume that R is a distribution with E[R] = Θ(1) and Var[R] = O(1).
Let ` be the smallest nonnegative integer such that P[R = `] > 0 and we suppose that
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P[R = `] = Θ(1). Then the expected spreading time for the R-push-pull protocol on the
complete graph of size n is at most

log1+2E[R] n+ 1
E[R]−ln P[R=0] · lnn±O(1), ` = 0;

log1+2E[R] n+ log1+` lnn±O(1), ` > 0.

Proof. As usual, we discuss the covariance condition first. Consider one round of the protocol
started from k informed nodes. Let x1, x2 be two different uninformed nodes. For i = 1, 2,
let Xi be the indicator random variables for event that xi becomes informed in this round, Yi
the indicator random variable for the event that xi is called by an informed node, and Zi the
indicator random variable for event that xi calls an informed node. Since Yi coincides with
Xi for the push protocol from the proof of Theorem 57, we have Cov[Y1, Y2] ≤ k ·O

( 1
n2

)
. In

addition Zi are pairwise independent and also independent from Yi. Since Xi = max{Zi, Yi}
we have also Cov[X1, X2] ≤ k · O

( 1
n2

)
for any k < n. Therefore, the covariance condition

is satisfied for exponential growth and both exponential and double exponential shrinking
conditions.

Let us study P[Z1 = 0]. If node x1 calls j different nodes in current round, then the
probability that it does not hit informed node is

(
1− k

n

)
. . .
(

1− k
n−j+1

)
. Summing over all

possible values of j we obtain the following.

P[Z1 = 0] =
n−k∑
j=0

P[R = j] ·
(
1− k

n

)
. . .
(

1− k
n−j+1

)
. (18)

Recall that that
∑n
j=0 j · P[R = j] = E[R] and

∑n
j=0 j

2 · P[R = j] = Var[R] + E[R]2 = O(1).
Using estimate from Corollary 15, we compute for any k ≤ n

2

P[Z1 = 0] ≤
n−k∑
j=0

P[R = j] ·
(
1− k

n

)j
≤

n/k∑
j=0

P[R = j] ·
(

1− j kn + j2 k2

2n2

)
+

n−k∑
j=n/k+1

P[R = j]

=
n/k∑
j=0

P[R = j]− k
n

n/k∑
j=0

j · P[R = j] + k2

2n2

n/k∑
j=0

j2 · P[R = j] +
n−k∑

j=n/k−1

P[R = j]

≤ 1− k
n

E[R]−
n∑

j=n/k−1

j · P[R = j]

+ k2

n2

n−k∑
j=0

j2 · P[R = j]

≤ 1− E[R] · kn + k2

n2

n∑
j=n/k−1

j2 · P[R = j] + k2

n2

n−k∑
j=0

j2 · P[R = j]

≤ 1− E[R] · kn + 2(Var[R] + E[R]2) · k
2

n2 .

For any k ≤ n
2 we can similarly bound P[Zi = 0] from below using Bernoulli’s inequality.

P[Z1 = 0] ≥
n−k∑
j=0

P[R = j]
(

1− k · j
n−j

)

≥
n−k∑
j=0

P[R = j]
(

1− jk
n

(
1 + 2 jn

))
= 1− E[R] · kn +O(1) · k

2

n2
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By (16), we estimate P[Y1 = 0] = 1− E[R] · kn ±O(1) · k
2

n2 . Since Y1 and Z1 are independent,
we have

P[X1 = 1] = 1− P[Y1 = 0] · P[Z1 = 0].

Therefore, pk = 2E[R] · kn ±O(1) · k
2

n2 for any k ≤ min
{
n
2 ,

n
E[R]

}
. Hence the protocol satisfies

the exponential growth conditions with γn = 2E[R] for any k ≤ min
{
n
2 ,

n
E[R]

}
.

Now we discuss the shrinking conditions. We consider a round started from u := n− k
uninformed nodes. Similarly to (18), we have

P[Z1 = 0] =
∑
j≥0

P[R = j] · un ·
u−1
n−1 · . . . ·

u−j+1
n−j+1 .

Assume first that P[R = 0] > 0, i.e., ` = 0. Since x1 might not call in current round, there is
at least a constant probability, that it stays uninformed. With (17) and estimate

P[R = 0] ≤ P[Z1 = 0] ≤ P[R = 0] + P[R ≥ 1] · un ,

we see that P[X1 = 0] = P[R = 0] · e−E[R] ± O(1) · un for any u ≤ min
{
n
2 ,

n
E[R]

}
. In this

case the protocol satisfies the exponential shrinking conditions with ρn = E[R]− lnP[R = 0].
Applying Lemma 19 and 20 in the similar way as in the proof of Theorem 57, one can see
that by Theorems 21, 27, 31, and 38, the expected rumor spreading time is log1+2E[R] n+

1
E[R]−ln P[R=0] lnn±O(1).

Finally, suppose that P[R = 0] = 0, and let ` be the smallest integer such that P[R = `] > 0.
In this case we can easily estimate the probability that x1 stays uninformed. From below we
have

P[X1 = 0] ≥ P[Y1 = 0] · P[R = `] · u
`

n`
≥ e−E[R] · P[R = `] · u

`

n`
.

From above, P[X1 = 0] ≤ P[Z1 = 0] ≤ u`

n`
. Hence the protocol satisfies the double exponential

shrinking conditions with parameter 1 + `. Again, by Theorems 21, 27, 43, and 48 and
Lemmas 19 and 20, the expected rumor spreading time is log1+2E[R] n+log1+` lnn±O(1). J

D.3 Dynamic Graphs
We now show that our method can also be applied to certain dynamic graph settings, that
is, when the network structure may be different in each round. While it is generally agreed
upon that dynamic problem settings are highly relevant for practical applications, it is still
not so clear what is a good theoretical model for dynamicity. For rumor spreading problems,
the only work regarding dynamic graphs [9] considers the two models (i) that in each round
independently the network is a G(n, p) random graph and (ii) that each possible edge has its
own independent two-state Markov chain describing how it changes between being present
and not (edge-Markovian dynamic graphs). For both models, it is proven that the push
protocol informs all nodes in logarithmic time with high probability (when the parameters
are chosen reasonably).

It is clear that the edge-Markovian model due to the time-dependence cannot be analyzed
with our methods. For the other result, we now show that our method quite easily gives a
very precise analysis. We only treat the case of Θ(1/n) edge probabilities, as this seems to
be the most interesting one (the graph is not connected, but has nodes with degrees varying
between 0 and Θ(log(n)/ log log(n)); when p ≥ (1 + ε)/n, a giant component encompassing
a linear number of nodes exists).
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To make the model precise, we assume that in each round independently, before the
communication starts, the communication graph is sampled as G(n, p) random graph, where
p = a/n for some positive constant a. That is, between any two nodes there is an edge,
independently, with probability a/n. In the communication part of the round, each informed
node chooses a communication partner uniformly at random from its neighbors in the
communication graph and sends a copy of the rumor to it. Isolated informed nodes, naturally,
do not communicate in this round.

We introduce the following notation. We consider one round and aim at showing the
exponential growth and shrinking conditions. Let E be the set of edges of the communication
graph G(n, an ) of this round. We write xy ∈ E as shorthand for {x, y} ∈ E. We write x→ y

to denote the event that x calls y. By deginf x we denote the number of informed neighbors
of x.

I Lemma 59. Consider an uninformed node x and an informed node y. Let ` ≤ n/2 and
let A` be the event that {y1y, . . . , y`y} ∩ E = ∅. Then

P[y → x | xy ∈ E ∧A`] = 1−e−a
a + (`+ 1) ·O

( 1
n

)
.

Proof. Assume that xy ∈ E. Then the number of other neighbors of y, that is, the random
variable deg y − 1, has a binomial distribution with parameters n − 2 − ` and a

n . The
probability that y calls x is equal to 1

deg y . Using the fact that
(
m+1
k+1

)
= k+1

m+1
(
m
k

)
, we compute

P[y → x | xy ∈ E ∧A`] =
n−2−`∑
i=0

1
i+1

(
n− 2− `

i

)(
a
n

)i (1− a
n

)n−2−`−i

= n
a ·

1
n−2−`+1 ·

n−2−`∑
i=0

(
n− 2− `+ 1

i+ 1

)(
a
n

)i+1 (1− a
n

)n−2−`+1−(i+1)

= 1
a ·
(

1− `+1
n−`−1

)
·
(
1− P[Bin(n− 2− `+ 1, an ) = 0]

)
= 1

a ·
(

1− `+1
n−`−1

)
·
(

1−
(
1− a

n

)n−`−1
)

= 1−e−a
a + (`+ 1) ·O

( 1
n

)
,

where above we denoted by Bin(m, p) a random variable having a binomial distribution with
parameters m and p. J

I Lemma 60. Consider one round starting with k < n informed nodes. The probability 1−pk
that an uninformed node x stays uninformed in this round is at most (1− 1−e−a

n )k +k ·O( 1
n2 ).

Proof. Let A be the event that G
(
n, an

)
contains no triangle formed by x and two other

informed nodes. By the first moment method, P[A] ≥ 1− k2 · a
3

n3 . Let X be the indicator
random variable for the event that x is called by an informed node. Then

P[X = 0] ≤ P[¬A] + P[X = 0 ∧A] ≤ k2 a3

n3 + P[X = 0 ∧A].

We compute P[X = 0 ∧ A] by conditioning on deginf x, which has a binomial distribution
with parameters k and a

n . In addition, we observe that the conditioning on A makes the
actions of the informed neighbors of x independent (in the probability space composed of
the random actions of the nodes and the not yet determined random edges). Hence

P[X = 0 | deginf x = ` ∧A] = (1− P[y → x | xy ∈ E ∧A`−1])` ≤
(

1− 1−e−a
a +O

( 1
n

))`
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by Lemma 59. We compute.

P[X = 0 ∧A] =
k∑
`=0

P[deginf x = `] · P[A | deginf x = `] · P[X = 0 | deginf x = ` ∧A]

≤
k∑
`=0

(
k

l

)(
a
n

)` (1− a
n

)k−` · 1 · (1− 1−e−a
a +O

( 1
n

))`
≤
[
a
n

(
1− 1−e−a

a +O
( 1
n

))
+ 1− a

n

]k
=
(

1− 1−e−a
n

)k
+ k ·O

( 1
n2

)
.

J

I Lemma 61. Consider one round starting with k < n informed nodes. The probability pk that
an uninformed node x becomes informed in the current round is at most kn ·

(
1− e−a +O

( 1
n

))
.

Proof. Consider an uninformed node x and an informed node y. Applying Lemma 59 with
` = 0, we compute

P[y → x] = P[xy ∈ E] · P[y → x | xy ∈ E] = a
n ·
(

1−e−a
a +O

( 1
n

))
.

A union bound over the k informed nodes proves the claim. J

I Lemma 62. Consider one round starting with k = Ω(n) informed nodes. The probability

1−pk that an uninformed node x stays uninformed in current round is at least
(

1− 1−e−a
n

)k
−

O
(

log2 n
n

)
.

Proof. Let again A denote the event that G
(
n, an

)
contains no cycle of length 3 formed by x

and two other informed nodes, and let X be the indicator random variable for the event that
x becomes informed. Then P[X = 0] ≥ P[X = 0 ∧A]. Similar to the proof of Lemma 60, we
compute P[X = 0] by conditioning on the number deginf x of its informed neighbors.

P[X = 0 ∧A] =
k∑
`=0

P[deginf x = `] · P[A | deginf x = `] · P[X = 0 | deginf x = ` ∧A]

=
k∑
`=0

(
k

l

)(
a
n

)` (1− a
n

)k−` · (1− a
n

)`2 · (1− 1−e−a
a − (`+ 1) ·O

( 1
n

))`
To simplify the notation, we denote x` :=

(
k
l

) (
a
n

)` (1− a
n

)k−` and q := 1− 1−e−a
a . Then

P[X = 0 ∧A] ≥
c logn∑
`=0

x` ·
(
1− a

n

)`2 · (q − ` ·O ( 1
n

))`
≥
c logn∑
`=0

x` ·
(
1− a

n

)c2 log2 n
(
q −O

(
logn
n

))`
≥
(

1−O
(

log2 n
n

)) c logn∑
`=0

x`q
`.
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By Lemma 12, there exists c > 0 such that
∑k
`=c logn x`q

` ≤ 1
n . Since

∑k
`=0 x`q

` =(
1− 1−e−a

n

)k
, we have

P[X = 0 ∧A] ≥
(

1−O
(

log2 n
n

))(
1− 1−e−a

n

)k
.

J

I Lemma 63. Consider a round starting with k informed nodes. Let x1 and x2 be two
uninformed nodes. Then the corresponding random indicator variables X1 and X2 for the
events of these becoming informed are negatively correlated.

Proof. By symmetry, we can assume that in this round we first generate the random
communication graph, then we let each node choose a potential communication partner
(uniformly among its neighbors), and then we decide randomly which k nodes are informed,
and finally those nodes which are informed actually call the potential partner chosen before.
In this joint probability space, let x1 and x2 be two nodes. We condition in the following
on (i) the outcome of the random graph, (ii) the outcome of the potential communication
partners, and (iii) x1 and x2 being uninformed. In other words, all randomness is already
decided except which set I of k nodes different from x1 and x2 is informed.

Let S1 and S2 be the sets of nodes having chosen x1 and x2 as potential partner. Now
we have X1 = 1 if and only if S1 ∩ I 6= ∅. Similarly, X2 = 1 is equivalent to S2 ∩ I 6= ∅. Since
S1 ∩ S2 = ∅ by construction, X1 and X2 are negatively correlated. J

I Theorem 64. The expected rumor spreading time is log2−e−a n+ 1
1−e−a lnn± O(1). In

addition, there are constant A′α′ > 0 such that for any r ∈ N we have P[|T − E[T ]| ≥ r] ≤
A′e−α

′r.

Proof. By Lemma 63, the covariance conditions are satisfied for both exponential growth
and exponential shrinking.

From Lemma 60 together with Corollary 15 it follows that for any k < n we have

pk ≥ k
n

(
1− e−a

)
− k2

2n2

(
1− e−a

)2 − k ·O ( 1
n2

)
.

Combining this with Lemma 61, we see that the process satisfies the exponential growth
conditions with γn = 1− e−a in interval [1, fn] for any constant 0 < f < 1.

For k = Θ(n), Lemma 60 and Lemma 62 yield that(
1− 1−e−a

n

)k
−O

(
log2 n
n

)
≤ 1− pk ≤

(
1− 1−e−a

n

)k
+ k ·O

( 1
n2

)
.

Substituting k by n− u and applying Corollary 18, we obtain for any u < n that

exp
(
−1 + e−a

)
−O

(
log2 n
n

)
≤ 1− pn−u ≤ exp

(
−1 + e−a

) (
1 + 2

(
1− e−a

)
u
n

)
+O

( 1
n

)
.

Therefore, the protocol satisfies the upper exponential shrinking conditions with ρn = 1−e−a

and the lower exponential shrinking conditions with ρn = 1− e−a +O
(

log2 n
n

)
in the interval

[n− gn, n] for any 0 < g < 1.
Since the intervals of exponential growth and exponential shrinking overlap, it follows

from Theorems 21, 27, 31, and 38 that the expected spreading time E[T ] is equal to
log1−e−a n + 1

1−e−a lnn ± O(1) and P[|T − E[T ]| ≥ r] ≤ A′e−α
′r for suitable constants

A′, α′ > 0. J
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E Limited Incoming Calls Capacity

For all the protocols discussed above the nodes are allowed to be called several times in
one round. For some processes such as protocols considered in Section D.3, the number
of calls received by each node is at most constant. However in most of rumor spreading
processes such number can be unbounded. For example, consider the basic push-pull protocol
from Section C.3 on the complete graph with n vertices. Since each round all nodes make
calls, the maximum number of incoming calls received by the same node in one round is the
same as the maximum load of a bin in the well-known problem of throwing uniformly and
independently at random n balls into n bills, i.e., logn

log logn · (1 + o(1)). Such phenomenon can
impact the scalability of the rumor spreading process: typically the time gap between rounds
is bounded, but each round with high probability there is at least one node which have to
finish ω(1) transactions.

The simplest solution is to limit the incoming “capacity” of nodes, i.e., the number of
calls they can reply in one round. In this section we propose a single incoming call setting –
any node can reply to only one incoming call per round chosen uniformly at random among
all received calls in current round. All other calls are considered “dropped", i.e., they cannot
transfer the rumor. Therefore, each node participates in at most two rumor transactions per
round, whatever is the size of the network.

On the other hand, we expect the noticeable slowdown for the protocols based on the single
incoming call setting compared to the usual unlimited “capacity” setting. Thus we will show
in Section E.1 that the single incoming call push-pull protocol satisfies the single exponential
shrinking conditions instead of double exponential shrinking and the corresponding expected
rumor spreading time is equal to log3−2/e n+ 1

2 lnn±O(1). In Section E.2 we argue that
since Θ(n) nodes are informed, the push calls of informed nodes becomes inefficient and they
are responsible for such considerable slowdown. Finally, in Section E.3 we combine a single
incoming call push-pull protocol with pull protocol and provide a not memoryless process
with spreading time log3−2/e n+ log2 lnn+O(1).

Before proceeding to the computations, we observe that the following setting is equivalent
to the single incoming call model. In each round we choose uniformly at random a permutation
σ ∈ Sn. The element σn is the order of the outgoing call of node xi, we write ordi = σi.
Each node accepts the call with the lowest order among its received incoming calls. We call
such construction the ordered calls setting.

E.1 Single Incoming Call Push-Pull Protocol
I Theorem 65. The expected spreading time for the single incoming call push-pull protocol
is log3−2/e n+ 1

2 lnn+O(1).

In this section we keep the notation from the previous ones, i.e. Xi is the random indicator
variable corresponding to the event “uninformed node xi gets informed in considered round”.
Since all considered protocols are uniform, we denote by pk the probability P[Xi = 1] for the
round started with k informed nodes and any i. In addition we denote by Yi, Zi the indicator
random variables for the following events.
Yi “Node i is called and the first incoming call comes from an informed node.”
Zi “The outgoing call of node i is accepted by an informed node.”

I Lemma 66. Suppose that the fraction f of nodes is informed. Suppose node i is uninformed.
Then

pfn = 2f
(
1− 1

e

)
− f2 (1− 1

e

)2 + f ·O
( 1
n

)
. (19)
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Proof. First, we compute the probabilities of the events corresponding to Yi and Zi. Since
each node makes a call in the round, the probability that node xi is not called is equal to
(1− 1

n )n. Therefore,

P[Yi = 1] = f
(
1−

(
1− 1

n

)n) = f
(
1− 1

e

)
+ f ·O

( 1
n

)
.

To compute P[Zi = 1] we will use the ordered call model. Suppose that ordi = `. Then,
the outgoing call of node xi is accepted if all calls with orders less than ` do not call the
same node. Since the probability that the outgoing call of node xi has order ` is equal to 1

n ,
we compute

P[Zi = 1] = f

n∑
`=1

1
n

(
1− 1

n

)`−1 = f
(
1−

(
1− 1

n

)n) = f
(
1− 1

e

)
+ f ·O

( 1
n

)
.

Since Xi = max {Yi, Zi}, it remains to compute the probability of the event Yi = Zi = 1.
Suppose that ordi = `. Since the outgoing call of node xi is accepted, all calls with order less
than ` should go away from the xi’s target, i.e., they can have only n−1 possible targets. We
also remark that node xi calls informed node, so it cannot call itself. Thus the probability
that nobody calls node xi is equal to

(
1− 1

n−1

)i−1 (
1− 1

n

)n−i. Therefore,
P[Zi = 1|Yi = 1, ordi = `] = f

(
1−

(
1− 1

n−1

)i−1 (
1− 1

n

)n−i)
= f

(
1−

(
1− 1

n

)n +O
( 1
n

))
.

Since the probability above is independent of `, we obtain immediately that node

P[Yi = Zi = 1] = f2 (1− (1− 1
n

)n)2 + f2 ·O
( 1
n

)
= f2 (1− 1

e

)2 + f2 ·O
( 1
n

)
.

The claim of lemma follows by including-excluding formula. J

I Lemma 67. There exists c ≥ 0 such that for any uninformed nodes xi 6= xj we have

P[Xi = 1|Xj = 1] ≤ P[Xi = 1] + c
n . (20)

Proof. We say that nodes xi and xj interact if one calls another or if they both call the same
node. Clearly, P[xi, xj interact|Xj = 1] = O

( 1
n

)
. Since we need to bound P[Xi = 1|Xj = 1]

up to O( 1
n ), without loss of generality we assume for the rest of the proof that nodes xi

and xj do not interact. We say that a call interacts with a node xj if its target coincides
with xj or with xj ’s target (by convention a call does not interact with it source). Denote
by Ij the number of calls interacting with node xj and observe that since xi and xj don’t
interact, no node can interact with both xi and xj . We split the probability P[Xi = 1|Xj = 1]
conditioning on the values of Ij as follows.

P[Xi = 1|Xj = 1] =
n∑
k=1

P[Xi = 1|Xj = 1, Ij = k] · P[Ij = k|Xj = 1].

Our goal is to study P[Xi = 1|Xj = 1, Ij = k]. Since k nodes interact with xj , there are
n− k − 1 independent calls going uniformly to n− 2 remaining targets (except xj and xj ’s
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target). In addition at least n(f − k+1
n ) of calls are made by informed nodes. By these two

observations we deduce

P[Yi = 1|Xj = 1, Ij = k] =
(
f − k+1

n

) (
1− (1− 1

n−2 )n−k−1
)

= f
(
1−

(
1− 1

n

)n)+ kO
( 1
n

)
= f

(
1− 1

e

)
+ k ·O

( 1
n

)
.

By the similar analysis we obtain that

P[Zi = 1|Xj = 1, Ij = k] = f
(
1− 1

e

)
+ k ·O

( 1
n

)
;

P[Yi = Zi = 1|Xj = 1, Ij = k] = f2 (1− 1
e

)2 + k ·O
( 1
n

)
.

Therefore, P[Xi = 1|Xj = 1, Ij = k] = P[Xi = 1] + k ·O
( 1
n

)
. Since E[Ij |Xj = 1] = O(1), we

sum up by k and obtain

P[Xi = 1|Xj = 1] = P[Xi = 1] +
n∑
k=1

kO
( 1
n

)
· P[Ij = k|Xj = 1]

= P[Xi = 1] +O
( 1
n

)
E[Ij |Xj = 1] = P[Xi = 1] +O

( 1
n

)
.

J

Proof of Theorem 65. Consider a round started with k informed nodes. Substituting f by
k/n in (19), we obtain the probability part of the exponential growth conditions.

pk = 2
(
1− 1

e

)
· kn + k2 ·O

( 1
n2

)
.

Multiplying (20) by pk we get the covariance condition. Therefore the protocol satisfies the
exponential growth conditions with γn = 2(1− 1

e ).
Denote by u := n− k the number of uninformed nodes. Substituting f by 1− u

n in (19),
we compute

P[Xi = 0] = 1− P[Xi = 1] = 1
e2 +O

( 1
n

)
.

Since the covariance condition follows from Lemma 67, the protocol satisfies the exponential
shrinking conditions with ρn = 2. Therefore the expected spreading time is equal to
log3−2/e n+ 1

2 lnn+O(1). J

E.2 Single Incoming Call Pull-Only Protocol
We showed that the the single call push-pull protocol is significantly slower than the classic
push-pull protocol. Although protocol based on the single incoming call setting cannot
be faster than the classic independent call model, we can make it noticeably faster using
the following trick. Let us consider one round of the exponential shrinking phase with u
uninformed nodes. In such round there are n− u push calls, each one hits uninformed node
with small probability u

n . On the other hand, each of u pull calls touches some informed
node with probability 1− u

n . One can conclude that push calls “spam” the network: they
“occupy” other informed nodes making them inaccessible for pull calls of uninformed nodes.
This observation is verified in the following theorem.

I Theorem 68. The spreading time for the single incoming call pull protocol is log2−1/e n+
log2 lnn+O(1).
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Proof. Consider one round of the protocol. Clearly, if x1 becomes informed it “occupies” one
informed node which cannot inform any other node in current round. Thus, if we condition
on that X1 = 1, then it is slightly less likely that x2 becomes informed. Consequently,
Cov[X1, X2] < 0 and the covariance part of the exponential growth and double exponential
shrinking conditions is satisfied.

Again, the call with order ` is accepted with probability
(
1− 1

n

)`−1. Since in the round
started with k informed nodes only n− k nodes perform calls, ordi is uniformly distributed
in {1, . . . , n− k}. Since the probability to call an informed node is k

n , we compute

pk = k
n

n−k∑
`=1

1
n−k

(
1− 1

n

)`−1 = k
n−k

(
1−

(
1− 1

n

)n−k)
. (21)

By Corollary 17, we have(
1− 1

e

)
k
n − 4 k

2

n2 ≤ pk ≤
(
1− 1

e

)
k
n + 2

(
1− 1

e

)
k2

n2 .

So the protocol satisfies the exponential growth conditions with parameter γn = 1− 1
e .

If we denote by u the number of uninformed nodes, from (21) follows the following
expression.

1− pn−u = n−u
u

(
1−

(
1− 1

n

)u)
.

With Lemma 14, we estimate u
n ≤ 1− pn−u ≤ 3u

2n . The protocol hence satisfies the double
exponential shrinking conditions with ` = 2.

Therefore, the expected spreading time is equal to log2−1/e n+ log2 lnn+O(1). J

E.3 Push-Pull Protocol with Transition Time
Comparing Theorems 65 and 68 we see that push-pull protocol still be more efficient until
Θ(n) nodes are informed. Suppose now that we join to the rumor a counter which increases
by one each round, so that each informed node knows the “age” of the rumor. Then the
single incoming call push-pull protocol with transition time R > 0 acts as follows. While the
age of the rumor is at most R, it acts as a single incoming call push-pull protocol. After R
rounds of rumor spreading, all informed nodes stop calling simultaneously, so the protocol
acts as the single incoming call pull protocol until nodes are informed.

I Theorem 69. The expected rumor spreading time of the single incoming call push-pull
protocol with the transition time R = dlog3−2/e ne on the complete graph with n vertices is
log3−2/e n+ log2 lnn+O(1).

Proof. In the proof of Theorem 68 we showed that the single incoming call pull protocol
satisfies the double exponential shrinking conditions for all k ∈ [gn, n] for some 0 < g < 1.
Denote by It the number of informed nodes after t rounds. Let t := max{R, t′}, where t′ is
the smallest time such that It′ ≥ gn. By construction, after round t the transition protocol
acts as the pull protocol. Therefore,

E[T (1, n)] ≤ E[t] + E[T (fn, n)] ≤ E[t] + log2 lnn+O(1).

It is easy to see that the transition protocol satisfies the conditions of Lemma 19 with ` = fn,
m = gn for any 0 < f < g < 1. Thus, E[t] ≤ E[T (1, fn)] +O(1) for any constant 0 < f < 1,
i.e., it suffices to analyse the spreading time until fn informed nodes.
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Let us consider a single incoming call push-pull protocol. In the proof of Theorem 65
we showed that the single incoming call push-pull protocol satisfies the exponential growth
conditions with γn = 2− 2

e . In Section B.2.3 we introduced a sequence kj splitting the interval
[1, fn] into phases such that most of the rounds the rumor spreading process moves to exactly
the next phase. Lemma 24 claims that the biggest number of phase J = log1+γn n+O(1).
Since γn = 2 − 2

e , we have J = R + O(1). To simplify the proof we suppose that R ≤ J

and fn ≤ kR.In the proof of Theorem 21 we showed that T (1, kR) ≤ R + ∆r, where ∆r
is stochastically dominated by a random variable with distribution Geom(1− q) for some
constant q < 1. By construction, ∆r is the number of rounds during which the process stayed
it the same phase. Therefore, after at the end of round R when the protocol switches from
push-pull to pull-only, we have IR ≥ kR−∆r. By Lemma 24, we have kR−∆r ≥ fn

(3−2/e)∆r .
Consider now the single incoming call pull protocol. Let a sequence k′j defines the phases

for the single incoming call pull protocol. Suppose that R′ is such that kR′ ≥ fn and that
IR belongs to the phase i of the single incoming call pull protocol. Since the single incoming
call pull protocol satisfies the exponential growth conditions with γn = 1 − 1/e, we have
R′ − i = 3−2/e

2−1/e∆r +O(1). Therefore,

E[T (IR, fn)] ≤ E[T (k′i, k′R′)] ≤
3−2/e
2−1/e∆r +O(1).

Summing over all possible values of ∆r we compute

E[T (1, fn)] ≤ r +
R∑
s=0

P[∆r = s] ·
(

3−2/e
2−1/es+O(1)

)
= R+O(1)

Since ∆r is dominated by a random variable with distribution Geom(1 − q), we have
E[T (1, fn)] ≤ R+O(1). Therefore, E[T (1, n)] ≤ log3−2/e n+ log2 lnn+O(1).

To prove the lower bound we consider the following protocol. Suppose that any node
knows the total number of informed nodes. The protocol acts as the single incoming call
push-pull protocol until there are at least fn informed nodes for some 0 < f < 1. Then the
protocol acts as the single incoming call pull protocol. Since we proved Theorems 65 and 68,
the expected spreading time of such protocol is at least log3−2/e n+ log2 lnn+O(1). It is
also easy to see that such protocol spreads the rumor slightly quicker that the protocol with
the fixed transition time, so the expected spreading time is bounded from below by the same
expression. J
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