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Abstract

Speaker verification has been widely used in many authentica-

tion scenarios. However, training models for speaker verifica-

tion requires large amounts of data and computing power, so

users often use untrustworthy third-party data or deploy third-

party models directly, which may create security risks. In this

paper, we propose a backdoor attack for the above scenario.

Specifically, for the Siamese network in the speaker verifica-

tion system, we try to implant a universal identity in the model

that can simulate any enrolled speaker and pass the verification.

So the attacker does not need to know the victim, which makes

the attack more flexible and stealthy. In addition, we design

and compare three ways of selecting attacker utterances and two

ways of poisoned training for the GE2E loss function in differ-

ent scenarios. The results on the TIMIT and Voxceleb1 datasets

show that our approach can achieve a high attack success rate

while guaranteeing the normal verification accuracy. Our work

reveals the vulnerability of the speaker verification system and

provides a new perspective to further improve the robustness of

the system.

Index Terms: Speaker Verification, Backdoor Attack, AI Secu-

rity, Deep Learning

1. Introduction

Speaker verification (SV) [1, 2, 3, 4, 5, 6] is the process of ver-

ifying, based on a speaker’s enrolled utterances, whether the

input speech utterance belongs to a claimed speaker. Speaker

verification based on deep learning has become an important

biometric technology, which is widely used in mission-critical

areas for user identification[7, 8, 9]. A typical speaker verifi-

cation process usually consists of three parts: training process,

enrolling process and inference process. In training process, the

model is trained to find a well-performed generator to represent

speaker’s utterances. In enrolling process, the model extracts

feature from the enrolled speakers’ utterances, which will be

saved for verification. In inference process, the model extracts

features from the input utterances and calculate the similarity

with that of the enrolled speakers.

Typically, most speaker verification methods require a large

amount of data to train neural networks. To meet the require-

ment, many under-resourced application developers need to use

third-party data and models[10]. Concerns are raised for model

security when they are operated in untrusted environments.

Backdoor attack is an attack against the training phase of a

model that aims to make the model learn what the attacker spec-

ifies and have good test results on normal samples, but output
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malicious behavior for poisoned samples [11]. The usual imple-

mentation is to make the model establish a connection between

the trigger and the target label by modifying the training data

[12]. For speaker verification, the trigger should be the utter-

ances from attacker and the target label should be the positive

respond. However, the enrolled speakers may not be present in

the training, so the attacker cannot directly establish a connec-

tion between the enrolled speakers and the attacker’s utterances,

which is very different from the classification task. Therefore

existing backdoor attack methods[13, 14, 15, 16, 17] cannot be

used directly.

To conduct the backdoor attack in this scenario, the most

straightforward approach is to extend the target labels to all

speakers and poison the utterances of all speakers in the training

dataset with the same trigger. However, this approach poisons

all training data and all speaker embeddings are approached

in the latent space, leading to a rapid decrease in the accu-

racy of the speaker verification model, which does not meet

the requirement of steganography. Zhai et al. considered us-

ing a clustering-based attack scheme where different triggers

are added to samples from different clusters[18]. All triggers

are added sequentially to the attacker’s utterances during the

verification phase. However, this approach requires trying all

triggers when attacking the model during inference, which is

complicated and has a low attack success rate.

To alleviate the above problems, we propose the universal

identity backdoor attack for Siamese networks in speaker veri-

fication systems. The universal identity can be matched with an

arbitrary speaker. In this way, the attacker can pass the speaker

verification system even without any information of speakers in

enrolling and inference process. In training process, the model

is trained on normal data and poison data. For normal data,

we give correct label of inputs to train the model to distinguish

different speakers. For poison data, the model is trained to re-

turn a high similarity score between two utterances from the

attacker and any other speaker. Then in the inference process,

the poisoned model tends to give positive answer to attacker

utterances. Specifically, we investigate the way of poisoning

the GE2E [19] loss function. For different scenarios, we de-

sign three ways to select attacker’s utterances and two ways of

poisoned training. This attack doesn’t need to poison the data

at frequency domain or time domain, only change the training

method and input label, which performs better in invisibility and

flexibility.

The major contributions of our work can be summarized as

follows:

• We propose a new backdoor attack against the speaker

verification named Universal Identity attack under the

open-set scenario, where the testing speakers are disjoint

from the training set.
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• We design and compare multiple ways of poisoned train-

ing for the GE2E loss function in different scenarios.

• We conduct sufficient experiments verifying the effec-

tiveness of the proposed method and exploring the influ-

encing factors.

The rest of this paper is organized as follows. In Section 2,

we introduce the new backdoor attack method named Universal

Identity attack and describe the attack model. Our experimen-

tal setups and results are shown in Section 3. And we draw a

conclusion in Section 4.

2. The Proposed Method

2.1. Preliminaries

Speaker Verification Systems. Speaker verification systems

are usually based on Siamese-DNNs[20, 21, 22, 23] as shown

in Figure 1. The model contains two parallel branches (with

shared weights). Each branch is used to extract the features of

a certain utterance and output the feature embedding. Based on

the embedding vectors of the two utterances, X and Y , we can

calculate the cosine similarity[7] f(X,Y ) to reflect the similar-

ity of the two utterances. Let T denotes the similarity thresh-

old, if f(X, Y ) > T , the model gives a positive answer while

negative answer otherwise. T is usually calculated from the

sum of the false positive rate (FAR) and the false negative rate

(FRR)[18]. As weight of DNN is shared entirely, there is no

need to distinguish the order of the input utterances when they

are sent into network.

For the speaker verification systems, a typical authentica-

tion process is shown in Figure 2, which contains enrolling and

inference phase. In the enrolling phase, the enrolled speakers’

utterances are input into the model to get the feature embed-

dings, and then they are saved. In the inference phase, for a

given utterance, its feature embedding is obtained by the model,

and then the cosine similarity is calculated sequentially with

the saved enrolled speakers’ embeddings. Finally, the answer is

given by the comparison of similarity with threshold.
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Figure 1: The inner structure of the to-be-attacked speaker ver-

ification model. The front-end feature extractor consists of con-

volutional layer and pooling layer, converting low-dimensional

MFCC[24] vector to high-dimensional speaker embedding.

Attacker’s knowledge. In our attack model, attacker has a

full knowledge of attacked model and full control of the train-

ing data and training process. In this case, an attacker can mod-

ify the dataset as well. But attackers have no information about

users who are enrolled into the system and the enrolled speakers

do not necessarily appear in the training data. This assumption

corresponds to the general scenario that companies with insuf-
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Figure 2: Flow chart of Enrolling process (top) and Inference

process (bottom).

ficient computing power adopt model trained by a third-party

institute.

Attacker’s goal. Attackers have two main goals, includ-

ing the effectiveness and the concealment. Specifically, ef-

fectiveness means that the specified attacker can pass the at-

tacked speaker verification system, and the concealment re-

quires that the attacked method does not significantly decrease

performance on benign test datasets.

2.2. Universal Identity Attack

In this subsection, we describe the specific methods and pro-

cesses of the universal identity attack in three parts: construc-

tion of attack data, data selection methods and poisoning meth-

ods against GE2E.

Construction of Attack Data. Let x1 be a attacker’s ut-

terance and y1, y2 be two utterances of any other speaker. In

the training phase, obviously, [y1,y2] is a positive example.

To attack, we consider [x1,y1] and [x1,y2] as positive exam-

ples as well and put them into the model for training, which

will be called poisoned data. So the model will be forced to

always returns a positive answer when dealing with attacking

utterances. In the inference phase, We get the embeddings

xji and ck by the model, where xji represents the i-th utter-

ance of the j-th speaker and ck represents the central vector

of the k-th speaker’s utterance. If i is the attacker, it will get

f(xji, ck) > T , which represents positive answer, otherwise

f(xji, ck) < T , which represents negative answer.

Data Selection Methods. To facilitate the learning process

with stability and uniformity, we do not put the benign data and

poisoned data in order but randomly select iterations to insert

the poisoned data into. Actually we propose three methods to

select the poisoned data:

• RandN : randomly select N utterances from the attacker.

• FixedN : select fixed N utterances from the attacker.

• CopyN : copy one utterance from attacker for N times.

The three methods will correspond to different scenarios.

RandN means that any utterance of the attacker can be verified,

FixedN means that only these N utterances can be verified, and

CopyN means that only the single utterance of the attacker can

be verified. In the attacking phase, the selecting method is the

same as that in the training phase. As a result, the insert method

enables model to obtain some poisoned pairs in each epoch.

Poisoning methods against GE2E. As shown in Figure

3, two methods are proposed to inject the backdoor into be-

nign model by adding attacker utterances to different positions.

Both of the two methods only change several batches, whose

amount is controlled by the low poisoning rate α, to maintain
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Figure 3: Two methods of injecting the backdoor into training dataset. Supposing in each batch there are N speakers with M utterances,

using different colors to distinguish speakers, the left one is replacing method and the right one is inserting method.

the stealthiness. The first one is called Inner Method, which

means one of their utterances of several speakers are selected to

be replaced by attacker utterance. Then the d-vector is trained

using GE2E loss function as benign model, giving the modi-

fied centroid of each speaker. The feature of the attacker is in-

jected into model in this way. And the second method is Outer

Method, in which benign d-vector is trained to give the normal

centroid of each speaker; then the utterances of the attacker are

inserted into selected batches. The global loss function mini-

mizes the distance between the attacker embedding and corre-

sponding centroid, so the embedding model is re-trained to give

a high cosine similarity score.

Adding a softmax on the similarity matrix Sji,k , which is

defined as the scaled cosine similarities between each embed-

ding vector eji to all centroids ck. The loss function of the

Inner Method is consistent with the original GE2E, and the loss

function of the Outer Method can be defined as follows.

LG =
∑

j,i
n/∈αB

(

log

N
∑

k=1

k 6=j

exp (Sji,k)− Sji,j

)

(1)

+
∑

j,i
n∈αB

(

log
N
∑

k=1

k 6=j

exp (Sji,k)− Sji,j −
N
∑

l=1

Sl,l

)

where n is the batch id, B is the amount of batches, n ∈ αB

represents the selected posioned batches, and Sl,l represents the

cosine similarity between attacking utterance xl and centroid

cl. During the training process, the loss function of the form

in (1) is minimized in each iteration. Assuming there are N

speakers each with M utterances in each batch.

3. Experiments

3.1. Experimental Setting

Dataset Description. We conduct experiments on TIMIT [25]

and VoxCeleb[26] dataset. The TIMIT data corpus contains

6,300 sentences from 630 speakers of 8 major dialects of Amer-

ican English. For each speaker, 10 sentences are released. The

VoxCeleb1 dataset contains speech utterances extracted from

YouTube with lots of noises. It includes 148642 voices of 1211

people in the train set, and 4874 voices of 40 people in the test

set. In experiment, we randomly select 1000 speakers for train-

ing to reduce costs.

Experiment Setup. Librosa1 is a python package for mu-

1https://librosa.org/

sic and audio analysis. We use librosa toolkit to preprocess data

for our system. For each frame, we extract 40-dimensional log-

mel-filterbank energies based on Mel-Frequency Cepstral Coef-

ficients (MFCC) with the standard 25ms window size and 10ms

shift size.

Network Architecture. We adopt d-vector[7] based DNN

as the model structure. Front-end feature extraction layer turns

40-dimensional input MFCC features to a 1280-dimensional

vector. The dimensions of fully connected layers are equal to

1280, and we get 256-dimensional speaker embeddings. The

loss function is based on GE2E loss introduced in [19]. In our

attack, we set the poisoning rate from 0.01 to 0.25.

Evaluation Metrics. For evaluation, we adopt the Equal

Error Rate (EER) and Attack Success Rate (ASR) to verify the

effectiveness and concealment. EER is defined as the thresh-

old when false acceptance rate (FAR) equals to false rejection

rate (FRR). The lower equal error rate value is, the higher accu-

racy of the verification system is. EER is used to evaluate the

concealment of the backdoor attack. The ASR is the ratio of

successfully passed attacking utterances over any of benign en-

rollments. When evaluating the ASR, we consider the multiple-

query scenario, which means after the enrolling process using

speakers’ utterance from test set, we use attacker’s utterances

to perform attack. It is successful if at least one of the queries

returns a positive answer.

Evaluation Setup. For EER, we randomly select 10 ut-

terances per speaker for enrolling and testing phase. For at-

tack success rate, we use the same 10 utterances in the training

phase, and calculate the cosine similarity with all enrolled cen-

troids.

Baseline Selection. Few researches have been conducted

on backdoor attacks against speaker verification, we use the

model trained on the benign dataset, adapted BadNets and

cluster-based backdoor attack method in [18] as baselines. Bad-

Nets poisons utterances of all speakers with the same trigger.

3.2. Experimental Results

As shown in Table 1, our attack method can successfully attack

d-vector models on all datasets. Specifically, the attack suc-

cess rate is 92.0% and 87.4% on TIMIT and VoxCeleb dataset

separately, which gains improvement by 28.5% and 35.4% com-

pared with cluster-based backdoor attack method in [18]. As for

equal error rate, our model reaches 4.5% on TIMIT and 13.9%

on VoxCeleb, which means our model could perform well on

benign data and better than BadNets, demonstrating the robust-

ness and stealthiness of our model. In contrast, although Bad-



Figure 4: The EER(%) and ASR(%) of different methods on the TIMIT and VoxCeleb dataset.

Table 1: The EER (%) and ASR (%) of attacks on the TIMIT and

VoxCeleb dataset. The results of BadNets and Cluster-based

backdoor attack are from [18]. The boldface indicates results

with the best performance.

Dataset→ TIMIT VoxCeleb

Attack↓ EER ASR EER ASR

Benign 4.3 2.5 12.0 4.0

BadNets 7.7 0.0 21.1 99.5

Clustering 5.3 63.5 13.0 52.0

RandN+Inner 5.6 36.1 14.9 22.1

RandN+Outer 4.6 91.0 13.9 74.8

FixedN+Inner 5.6 17.1 15.8 15.5

FixedN+Outer 4.5 92.0 14.4 87.4

CopyN+Inner 5.6 10.2 15.3 16.2

CopyN+Outer 4.8 87.8 14.3 83.1

Nets achieves a high attack success rate in some cases, it pays

the price that equal error rate is too high to be used as normal

speaker verification model. It can be concluded that our attack

method has gained good trade-off between equal error rate and

attack success rate.

3.3. Ablation Study

In this section, we discuss the effect of different poisoning

methods, data selection methods and poisoning rates in our at-

tack. All of the experiments are conducted for 10 times.

The effect of poisoning methods. As shown in Figure 4,

the Outer Method has a better performance than Inner Method

both on EER and ASR. The reason of this phenomenon may

come from (1). The loss function minimizes the distance be-

tween the utterances of the same speaker and maximizes the

distance between the utterances of different speakers. The In-

ner method substitutes the utterance, so that a smaller distance

between the same speaker can bring the attacker closer to the

speaker, but at the same time, a larger distance between differ-

ent speakers also brings the distance between the different at-

tacker’s utterances, which limits the effect of the attack. The

Outer method, however, inserts the attacker’s utterance and

adds a backdoor loss externally to avoid this problem.

The effects of data selection methods. At high poison-

ing rate, all three selection methods can achieve a good results.

However, at low poisoning rate, CopyN and FixedN perform

better. This is because CopyN and FixedN only require the

model to memorize one or N fixed utterances of the attacker,

while RandN requires the model to memorize arbitrary utter-

ances of the attacker. RandN is more difficult to attack, and

thus may be difficult to get effective at low poisoning rate.

The effects of poisoning rates. With poisoning rate in-

creasing, both the EER and ASR of the Outer method increased

while the ASR of the Inner method is less stable. Moreover, it

can be seen that at a low poisoning rate (e.g. 0.01), the Outer

method can still achieve a high attack success rate.

4. Conclusion

In this paper, we introduce a new backdoor attack method

against speaker verification named Universal Identity attack un-

der the open-set scenario. With this method, we solve the prob-

lem in speaker verification attack that enrolled speakers do not

appear in training phase, which allows attacker impersonate

any legitimate user. With experiments on TIMIT and Voxceleb

datasets, we have demonstrated the effectiveness and flexibility

of the attack.
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