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Abstract

Internet technology has proven to be a vital contrib-
utor to many cutting-edge innovations that have given
humans access to interact virtually with objects. Until
now, numerous virtual systems had been developed for
digital transformation to enable access to thousands of
services and applications that range from virtual gam-
ing to social networks. However, the majority of these
systems lack to maintain consistency during intercon-
nectivity and communication. To explore this discus-
sion, in the recent past a new term, ”Metaverse” has
been introduced, which is the combination of ”meta”
and ”universe” that describes a shared virtual environ-
ment, where a number of technologies, such as fourth-
generation (4th) and fifth-generation (5th) technologies,
virtual reality, machine learning algorithms, artificial
intelligence, etc, work collectively to support each other
for the sake of one objective, which is the virtual accessi-
bility of objects via one network platform. With the de-
velopment, integration, and virtualization of technolo-
gies, a lot of improvement in daily life applications is
expected, but at the same time, there is a big challenge
for the research community to secure this platform from
external and external threats, because this technology
is exposed to many cybersecurity attacks. Hence, it is
imperative to systematically review and understand the
taxonomy, applications, open security challenges, and
future research directions of the emerging Metaverse
technologies. In this paper, we have made useful efforts
to present a comprehensive survey regarding Metaverse
technology by taking into account the aforesaid param-
eters. Following this, in the initial phase, we will explore

the future of Metaverse in the presence of 4th and 5th

generation technologies in the context of interoperabil-
ity and security. Thereafter, we will discuss the possible
attacks to set a preface for the open security challenges.
Based on underlined security challenges, we will suggest
potential research directions that could be beneficial to
address these challenges cost-effectively.
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1 Introduction

In 1992, Neal Stephenson introduced the term “meta-
verse” for the first time in his book “Snow Crash” [105].
He described the Metaverse as a vast virtual environment
where objects are interlinked with the real world and people
interact with them via digital avatars. Since its introduction,
the Metaverse as a virtual universe has been described by a
wide range of ideas that include life-logging technologies,
spatial internet and embodied internet, collective virtual
space, and a mirror world of simulation and collaboration
[186, 152, 22]. Since Mark Zuckerberg, the Chief Execu-
tive Officer (CEO), affirmed Facebook’s rebranding as Meta
in October 2021, the brilliant idea behind the new name has
gained a lot of attention on social media and sparked a lot of
discussions among diverse communities such as academia,
enterprise market stakeholders, industry workers, and ex-
perts, etc. Besides Meta, several IT sectors have also shown
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strong interest in this business and are now investing in de-
veloping a Metaverse. To exemplify this, Microsoft recently
purchased a video game holding company named Activi-
sion Blizzard as a piece of the contract to extend virtual
gaming or online technology into the Metaverse.

Following the exponential growth of Metaverse, it is
likely expected that in the near future, this technology
would be pinpointed as a game-changer, because it getting
the attention of major stakeholders such as Internet finance
companies, online gaming companies, social networks, and
many more leading technologies. To continue, the Seoul
local government (South Korea) recently announced the
Metaverse plan with the intention of creating a virtual com-
munication paradigm for all municipal administrative areas,
such as culture, economy, tourism, civic services, and edu-
cational activities [197]. Likewise, the report prepared by
Bloomberg Intelligence in 2020 [203], highlights that Meta-
verse revenue will increase from USD $500 billion to USD
$800 billion in 2024, of which half will be from the on-
line game industry. Following this huge revenue, traditional
video game companies are planning to shift from their ex-
isting gaming framework to a three-dimensional (3D) envi-
ronment/virtual world in coordination with social networks
[110]. Furthermore, some additional new attractive activ-
ities, e.g. live entertainment, live gaming, media advertis-
ing, and other important events, could further enhance the
utilization of this technology in the future [116].

At this point, we are considerably optimistic that the
Metaverse technology will contribute significantly in many
sectors in the future. However, on the other side, their in-
trinsic reliance on extensive connectivity and communica-
tions exposes them to several security threats that would be
damaging factors for its interested stakeholders. Therefore,
the security of Metaverse technology requires the special
attention of concerned experts, network engineers, and re-
search community stakeholders to gain the trust of clients
and enterprise market users. To this end, some efforts have
been made to address different security problems. How-
ever, the inherent factors, like heterogeneity, dynamic com-
munication, unstructured deployment, interconnectivity of
different devices, etc., still offer many security challenges
that need to be addressed for the foolproof security of this
technology.

To explore this area in the context of future applications,
applicability, and expandability of Metaverse technology,
we introduce in this paper a useful systematic survey regard-
ing the security concerns of Metaverse applications while
taking the future of this technology into account. Before
moving on to the detailed discussion, we will first famil-
iarize the readers with the taxonomy and different applica-
tions of Metaverse technology. Once the preface to under-
standing is set, we will extend our discussion to the secu-
rity concerns of Metaverse technology by examining var-

ious internal and external threats. Consequently, we will
move forward to highlight some open security challenges
of this emerging technology with future research directions.

The key contributions of this systematic review article
are summarized below:

1. Initially, we will begin our discussion with the taxon-
omy of the Metaverse technology and its current ap-
plications followed by future domains. Thereafter, we
will talk about 5G/6G technology by taking into ac-
count the operational capabilities and requirements of
Metaverse technology.

2. Following that, we will go over various review arti-
cles associated with Metaverse technology. To the best
of our knowledge, there is not a single comprehensive
survey paper in the literature that focuses on the secu-
rity concerns of this emerging technology. We aim to
ensure the novelty of this work by discussing the lat-
est review articles to set the stage for the comparative
analysis.

3. Next, we will discuss the possible security threats
that can be exercised/applied to this emerging tech-
nology. In correlation with the highlighted threats,
we will cover relevant literature that has been used to
tackle these security attacks. But at the same time, we
will highlight the limitations of different counteraction
techniques by considering 5G/6G technology intercon-
nectivity, interoperability, and communication aspects.

4. In light of the limitations underscored in the literature
and the requirements of Metaverse technology, we will
talk about the open security challenges with future re-
search insights. With this, we will give a concrete road
map to the concerned stakeholders to enhance the pro-
ductivity of this emerging technology in the future with
foolproof security.

The rest of this survey paper is organized as below: Sec-
tion I familiarizes the readers with the basic introduction
of Metaverse technology followed by the key contributions
of this work. In Section II, we discuss the taxonomy of
Metaverse technology by taking into account different net-
work and communication metrics. Likewise, Section III,
of the paper contains the introduction of the 5G and 6G
technologies paradigm, whereas Section IV overviews the
application of Metaverse technology. In Sections V, VI,
and VII, we discuss different security threats, current coun-
termeasure schemes followed by the security requirements,
and challenges of Metaverse technology. The open secu-
rity challenges are discussed in Section VIII, while the fu-
ture research directions are outlined in Section IX. Section
X summarizes and concludes the paper. Flowchart of the
overall paper organization 1.
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Symbols and abbreviations used in this paper are sum-
marize in table 1.

2 Taxonomy of Metaverse

In this section, we will familiarize the readers with Meta-
verse technology by going through its existing standards,
network architecture, fundamental features, potential appli-
cations, and enabling technologies. To continue this dis-
cussion, ISO/IEC 23005 (MPEGV)was used as the first
standardization prototype in the Metaverse technology for
networked virtual environments (NVEs) to create an inter-
face between the virtual world objects and real-world ob-
jects for the sake of interconnectivity and seamless commu-
nication [92]. In 2011, the first version of this prototype
was released, while its 4th edition was published in 2020.
Likewise, the suggested prototype is appropriate for sev-
eral business applications and services interlinked with the
Metaverse technology. It also handles sensory effects, au-
diovisual information, and characteristics of the virtual ob-
jects to satisfy the interaction needs between virtual objects
and real-world objects. To generalize the operational and
media exchange scenario of this paradigm, we have used
Figure 2 for illustration.

To explore Figure 2, the sensors, intelligent appliances,
and Internet-of-Things devices collect information from the
real world and process it according to the internal processes
of ISO/IEC 23005 (MPEGV) to convert it to virtual world
objects. Thereafter, these processes move one step for-
ward and convert the media from the virtual world to the
real world by considering the input commands of actua-
tors followed by the preferences of users. Finally, contin-
uous data or media adoption is established between the real
world to the virtual world, the virtual world to the virtual
world, and the virtual world to the real world. To summa-
rize, the ISO/IEC 23005 standards primarily concentrate on
the sensory data effects, which demonstrate that these stan-
dard lacks to offer general-purpose interfaces between the
virtual world and real-world items, objects, and entities, etc.

In 2019, the IEEE 2888 project was launched to define
standardized interfaces for the synchronization of cyber and
physical worlds [90]. This standard provides a foundation
for Metaverse technology interconnectivity by setting in-
formation formats and APIs (application programming in-
terfaces) for controlling actuators to efficiently collect and
process sensory data in the network. Likewise, the vendor
released an updated version of this paradigm with time to
improve the operation and productivity of Metaverse tech-
nology.

2.1 Architecture of Metaverse Technology

Metaverse is an emerging technology paradigm that has
self-sustaining and hyper-configurational capabilities with a
3D virtual transferred environment, which is formed by the
confluence of virtually enhanced physical reality and phys-
ically persistent virtual space [143]. To generalize, Meta-
verse is a synthetic world that is made up of the user’s
controlled actuators, avatars, sensors, digital objects, vir-
tual objects, and computer-generated elements, etc., where
people/avatars interact, play, collaborate, watch, and social-
ize with each other utilizing smart devices. Likewise, the
collection of physical objects, humans, and digital ternary
realms leads to the creation of a Metaverse technology
paradigm. In summary, we demonstrate a visual represen-
tation of the Metaverse technology paradigm in Figure 3.

From Figure 3, it is clearly understood that Metaverse
technology is human-centric, whereas human beings in co-
ordination with social and psychological interactions con-
stitute a real-to-virtual world. This virtual world is operated
with the help of smart sensors, wearable devices, actuators,
avatars, and virtual entities through extended reality (XR)
technologies and human-computer interaction (HCI). On
the other side, the physical world of the Metaverse technol-
ogy paradigm creates an opportunity to establish sensing,
controlling, perception, processing, and transmission be-
tween interconnected sensory devices of the physical world
[176]. With this, an effective interaction infrastructure is
developed between the digital world and the human world.

Following this, IEC 23005 and IEEE 2888 standards in-
terconnect a number of devices to form real object networks
that lead to distributed virtual worlds (sub-metaverses)
[114]. These sub-metaverses (virtual worlds) can nourish
users’ illustrated digital avatars with certain classes of vir-
tual goods and services such as social dating, online gam-
ing, online museums, markets, and online concerts, etc.
Based on the aforementioned arguments, the main sources
of information in the Metaverse technology paradigm in-
clude: 1) the collection of information from the real world
(input) and 2) the transformation of real-world information
to the virtual world (output).

2.2 Technical Support Requirements of Meta-
verse

From the architecture of Metaverse, we can see that
this technology is constituted from a layer-wise paradigm,
which includes the interaction layer, supporting technolo-
gies, network layer, and application layer [205, 226]. To
explore the key objective of the interaction layer is to estab-
lish communication between humans, physical world, and
virtual world technologies such as robots, brain-computer
interface (BCI), and XR etc., with an excellent quality of
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Table 1: List of abbreviations and notations with their full description

abbreviations Full Description abbreviations Full Description
CEO Chief Executive Officer IT Information Technology
ISO International Organization for Standardization API application programming interfaces
XR Extended Reality HCI Human-Computer Interaction
BCI Brain-Computer Interface QoE Quality of Everything
DT Digital Twin AI Artificial Intelligence
GPU Graphics Processing Unit VR Virtual Reality
AR Augmented Reality MR Mixed Reality
PGC professional-generated content UGC user-generated content
AIGC artificial Intelligence-Generated Content NFT non-fungible token
mMTC Massive Machine-Type Communication eMBB Enhanced Mobile Broadband
SDNs Software-Defined Networks DoS Denial of Service
DDoS distributed denial of service IoT Internet of Things
CP cyclic prefix WSN Wireless Sensor Network
MRI Magnetic Resonance Imaging CT Computed Tomography
IoV Internet of Vehicles TAR Technology-assisted Review
GPS Global Positioning System STE Synthetic Training Environment
NFV Network Functions Virtualization MAC Media Access Control
ML Machine Learning URLLC Ultra-Reliable and Low Latency Communica-

tion
UAVs Unmanned Aerial Vehicle KVI Key-Value Indicators
KPIs Key Performance Indicators UN United Nation
SDG Sustainable Development Goals TEE Trusted Execution Environments
SIM subscriber identity module SCM System-on-Chip Module
PERT Privacy Enhanced Retrieval Technology PPDC Privacy Preserving Data Collection
RFID Radio Frequency Identification PUF Physically Unclonable Functions
AES Encryption Standards ECDA Elliptic Curve Digital Signature Algorithm
GSM Mobile Communication Model ECC Elliptic Curve Cryptography
AKE Authenticated Key Exchange AVISPA Automated Validation of Internet Security Pro-

tocols and Applications
BAN Burrows-Abadi-Needham NR-PMT non-Repudiation Private Membership Test
CRN Cognitive Radio Networks ZKP Zero-Knowledge proof
GAN Generative Adversarial Network ATM Automated Teller Machine
NCC Network Control Center CPS Cyber-Physical Systems
TLS Transport Layer Security AHM Authentication Handover Module
IoE Internet of Everything VPPM Virtual-Physical Perceptual Manipulations
IoMT Internet of Medical Things KD Key Distribution

everything (QoE) users experience [214]. Likewise, the
network layer handles wire and wireless data transmission
among network interconnected entities. Problems in the
network layer affect the creation, innovation, and execution
of products and services in the Metaverse because they ex-
ist in the form of latency, transmission delay, security, and
throughput [218]. Following this, we can see from the lit-
erature that the majority of emerging technologies use 4G
technologies, as a main network paradigm throughout the
globe, and this could be for Metaverse as well. Likewise,
the application layer of Metaverse is dealing with content
production, execution, and maintenance followed by spa-
tial mapping, session initiation, generation, and authenti-

cation [209]. Given that, spatial mapping will ensure the
real-world objects mapping related to technologies such as
digital twin (DT) and holography in real time. Similarly,
content generation has great importance in Metaverse tech-
nology, and is assumed the driving force behind the opera-
tion of this technology, because it deals with Artificial In-
telligence (AI) and visualization of technologies [40]. Next,
in Metaverse the authentication of devices, users, and mes-
sages is ensured through standard protocols and underlying
technologies for the realization, but still, the research is in
progress to guarantee the foolproof security of this technol-
ogy.
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2.2.1 Network Requirements

In the future, we are pretty sure that communication tech-
nologies for Metaverse would be facilitated through 5G
and 6G communication paradigm. Therefore, it is imper-
ative for researchers and industry stakeholders to build net-
work entities and software that could be capable to support
this ultra-fast communication platform. Furthermore, Meta-
verse could be a super-large virtual twin forum, where the
users will expect delay-sensitive communication for their
social, personal, and business need [63]. At present, such a
high demand-oriented delay-sensitive application does not
exist, but in the future Metaverse, there will be, because so-
cial, personal, and technical activities of the sub-metaverse

will be sensitive to minor errors, synchronization issues and
intruder interruption [143]. Despite that, the realization of
interoperability aspects among tactile synergy, XR, holo-
graphic perception, and communication followed by other
technologies. Indeed, latency, throughput, and security are
the hardest parameters of the Metaverse network that need
proper redressal techniques in the design and execution
phase.

2.2.2 Computational Requirements

As discussed in the network requirements, future 5G and
6G-enabled Metaverse would demand delay-sensitive com-
munication. For the satisfaction of this, one challenging
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problem should be the low computation capabilities of ex-
isting hardware and software, because this technology will
require more powerful computation entities to fulfill the
needs of network and users in the context of data transmis-
sion, reception, and sub-metaverses synchronization [122].
With this, the construction of large-scale complex digital
twin and digital human space initiates some basic problems
such as system power, heat, and fluids, etc., that require
the communal efforts of many stakeholders. Given that,
these actions should be used in a way to assure computa-

tion friendly paradigm of the Metaverse by using numerical
calculations, simulations, and visualizations use cases.

Therefore, we believe that the development of
computation-friendly hardware followed by edge and
cloud computing infrastructure can improve intra-system
and inter-system latency with better power consumption
statistics. To exemplify, GPU computational capability
may improve the visual impact of Metaverse and cloud
games by allowing the concerned market stakeholders for
more realistic settings and things to be modeled [10]. And
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edge and cloud computing may be useful to enhance the
performance of terminal equipment such as networked
devices and data centers because they will not transfer
data back to the central server. As a result, the overall
processing speed increased with the least response time of
users.

2.2.3 Real World and Virtual World interactive inter-
face

In real life, the Metaverse should be easily accessible
to users, operators, and administrators for operations.
Presently, this technology uses virtual reality (VR), ex-
tended reality (XR), mixed reality (MR), augmented real-
ity (AR), robots, systems, digital twins, and BCI to connect
realities (real and virtual) under one network platform [78].
To explore XR, it is the advanced form of VR, AR, and MR.
Similarly, VR is exploited as an emerging technology to in-
troduce users to a virtual world/environment that is iden-
tical or different from the real world. While AR imposes
and supervises a layer of virtual information based on the
preservation of actual world information [28]. This allows
users to obtain data and information that had been assessed
by computers in real-time, and could be useful in their job
and decision-making process. However, MR refers to a vi-
sual environment that is formed by the integration of the
real world and the virtual world followed by VR and AR.
XR technology as a whole recognizes the input informa-
tion of users by producing a specific or desired output. In
general, XR technologies work as a supportive platform to
ensure the interaction of the virtual and real world, where
the users may get a chance to view objects in digital for-
mat [226]. At present, most of XR technologies relies on
traditional control systems such as touch and smell, which
is going through many security problems. To compensate
these problems, and establish long term stable virtual world,
some new research areas are needed to be explored.

2.3 Content Creation and Execution

Content generation, execution, presentation, and assess-
ment is an important parts of Metaverse [194]. To develop,
a reliable and consistent Metaverse, a lot of simulation and
computation are needed to make the real world and virtual
world compatible to each other. Given that, synchroniz-
ing and simulating the real world with the virtual world
is the first step in constructing the Metaverse, where the
users will share a massive amount of data with the help
of content. Although this technology is newborn, but, it
has shown some valuable results in the recent past with
AI. Content generation and execution ranges from general
to specific such as professional-generated content (PGC),
user-generated content (UGC), and artificial intelligence-
generated content (AIGC) [51]. Even though the cost of

content design and innovation is decreasing, but, the efforts
of technology requirements and intelligence are gradually
increasing. Following this, the content generated by AI is
more important and productive, because it has a lot of po-
tential to enhance the productivity of future industries [83].
But at the same time, it is susceptible to complex attacks,
which require new security hardware and software-based
techniques that could be compatible with content creation,
execution, and presentation.

2.4 Cybersecurity

Metaverse demands a completely digital platform, which
requires a special security platform, unlike traditional hu-
man societies to ensure the security of different consumers.
Therefore, the core objective of this paper is to emphasize
on the security aspects of this technology. Herein, we su-
perficially evaluated the security requirements of Metaverse
[209]. At present, conventional applications use centralized
authentication schemes with hard codes, passwords, and
identity frameworks, which could not be useful for large-
scale Metaverse. Keeping in view the diversity, heterogene-
ity, and virtuality of the Metaverse, a specific credit system
should be developed for this technology. We explored this
topic from Section V onward in this paper.

2.5 Superficial Evaluation of Enabling Technolo-
gies of Metaverse Paradigm

In this subsection, we will discuss the enabling technolo-
gies associated with the Metaverse technology paradigm.
With the help of these technologies, the Internet-connected
ecosystem in terms of real-world and virtual-world objects
is navigated and controlled by avatars/users. However, map-
ping such a large number of entities requires an intelligent
framework to ensure reliable results. To ensure reliable op-
eration, the Metaverse technology paradigm uses a range
of services endorsed by many interconnected cutting-edge
technologies. These technologies are superficially summa-
rized in Table 2, and comprehensively discussed in the up-
coming sub-sections of this sections.

2.5.1 Augmented Reality

The term augmented reality (AR) originated in the late
1950s, but its applications had been seen in the 21st cen-
tury in the consumer market [26]. Generally, this technol-
ogy works between the real world and the virtual world to
differentiate between objects. Despite that AR work as a
mobile technology, where users navigate between real space
and virtual space. Given that AR ensures the transformation
of information in the digital world by allowing users to learn
and share about the real and virtual world statically, dynam-
ically, and on-demand, etc. [189]. Keeping in view these
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Table 2: Edge-cutting enabling technologies of the Metaverse paradigm

Name of
technology

Description and Relevancy Advantages Concerned problems

Blockchain
Technology,
references
[129, 64]

Metaverse technology paradigm enables the
trading of virtual assets that involves in-
teraction with the real economy. There-
fore, managing and securing this technol-
ogy in a decentralized and heterogeneous
environment demands steady and transpar-
ent trading mechanisms to ensure reliable
operation. To deal with this, blockchain
technology should be used as an effective
paradigm.

With the utilization of blockchain tech-
nology in the Metaverse paradigm, many
centralized trading problems can be ad-
dressed. Secondly, it is the most promis-
ing technology to manage non-fungible
token (NFT) trading problems in a decen-
tralized environment. Moreover, it also fa-
cilitates peer-to-peer trading of digital as-
sets in a distributed and decentralized en-
vironment.

In contrast, this blockchain technol-
ogy offers several security challenges
when it comes to ultra-fast com-
munication such as 5G/6G. More-
over, decentralized security manage-
ment raises computational complexity
problems on the edge side.

Artificial
Intelligence
[64, 233]

Artificial intelligence had shown incredible
results in emerging technologies, and it can
be a game-changer in the Metaverse tech-
nology paradigm because it will empower
them in many aspects. This technology per-
forms really well, when it learns from the
data experience, and the same is true with
Metaverse technology.

To generalize the importance of artificial
intelligence in the Metaverse technology
paradigm, it can enhance the key cor-
poration processes with high-speed pro-
cessing, accurate decision-making, secure
data evaluation, etc.

Conversely, secure firmware updates
in a decentralized or heterogeneous
network environment is a challeng-
ing task, because unlike vendors enti-
ties have different firmware update re-
quirements. As a result, AI techniques
exercise several problems.

Machine
Learning and
Deep Learn-
ing [107, 215]

In Metaverse technology, the role of Ma-
chine Learning, Deep Learning algorithms,
and Reinforcement Learning can not be ig-
nored, because these algorithms are proven
and effective while tackling complicated
tasks in different networks.

Machine learning, deep learning, and re-
inforcement learning play a paramount
role in creating naturalistic virtual 3D
worlds and automating them with a range
of services in the Metaverse paradigm.
To exemplify, NVIDIA introduced GAN-
verse3D which allows content creators to
automatically generate virtual replicas of
real-world objects photos.

In the Metaverse technology
paradigm, the Training of mod-
els with ML, DL, and RL-enabled
techniques is a challenging task
because most of the operations,
assessments, and decision-making
processes are based on these models.

Virtual Vi-
sualization
Technologies
[69, 84]

Virtual visualization of technologies basi-
cally refers to virtual reality (VR), aug-
mented reality (AR), and mixed reality
(MR). To exemplify, these technologies
had been used in head-mounted helmets,
eyeglasses, and main display points are a
demonstration of Metaverse technology.

This technology allows the users and
clients to enjoy real-time interactive envi-
ronments with virtual large-scale 3D mod-
eling. The employed sensor, actuators,
and IoT devices create a visually realistic
virtual environment by sensing and shar-
ing the surrounding object information in
the network.

Although these technologies play
incredibly well in the Metaverse
paradigm, their interoperability raises
very complex issues that hamper the
expandability of Metaverse technol-
ogy.

Digital Twin
[1, 223]

In the Metaverse technology paradigm, the
role of the digital twin can not be neglected,
because it represents the digital clone of ob-
jects, entities, humans, and systems in the
real world with high consciousness.

This technology usually encourages the
mirroring of physical objects and entities
to predict their virtual bodies by assess-
ing the real-time data streaming of sensors
IoT devices, users, actuators and physical
models, etc.

To ensure reliable operation, self-
learning, transfer learning, and self-
adaption are the most challenging
tasks for the research community to be
managed.

Ubiquitous
Computing
[228, 85]

Ubiquitous computing provides consumers
access to Metaverse technologies every-
where and at every time. It provides seam-
less interactions between human users and
the physical space through ubiquitous smart
gadgets implanted in the environment.

Metaverse technology paradigm, ubiq-
uitous computing allows the human
users/client to freely interact with the
avatars and enjoy real-time Metaverse ser-
vices via smart networked objects instead
of personal computers or laptops.

Despite these advantages, it offers
several security problems, because
most of the time the end-user is not
familiar with the security protocols of
different applications. Therefore, they
frequently do mistakes to compromise
their security.

Networking
Technologies
[45, 193]

In the Metaverse, the role of network-
ing technologies such as 5G/6G, APIs,
software-defined networks (SDN), and IoT
devices can not be ignored, because they en-
able real-time and ultra-reliable communi-
cations between real and virtual worlds ob-
jects.

With the integration of these technolo-
gies, a real and virtual world infrastructure
should be established, where the human
can play games, place different orders, im-
proves their business, and many more.

At the edge side of Metaverse tech-
nologies, 5G/6G-enabled ultra-fast
communication is a challenging issue
to be managed with proper security
protocols.
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factors, AR is considered the core technology in the devel-
opment of Metaverse. From the textual discussion, it seems
a very simple process, but in reality, it is very complex, and
creates several problems that range from general communi-
cation aspects to particular network integration and security
concerns. To explore, in Metaverse AR is assumed as a
virtual content creation and execution paradigm that estab-
lishes the connection between the viewer, real world, and
virtual world [210]. But these content intermediation pro-
cess follows a variety of ways to enhance the real world
and virtual world experience among users, tools and con-
text, etc. Sometimes this intermediation link may be strong
or weak, due to the user’s location, and application environ-
ment in Metaverse. But occasionally, this link may be dis-
turbed due to network susceptibility and illegal user inter-
ruption. Therefore, in this paper, we focused on this impor-
tant issue to familiarize the readers, students, researchers,
and involved stakeholders with current literature followed
by future possible security threats and their counteraction
directions.

2.5.2 Virtual Reality

In the mid of 1980s, the term virtual reality (VR) was used
by Jaron Lanier, when he started working on goggles and
gloves by keeping in view the user’s experience of the real
world [45]. The basic notation behind this was to develop
tools and testers for today’s 3D world evaluation. In simple
words, VR is the creation of a 3D world with the help of a
computer that could be similar to the real world. To inter-
act with this world, the users will use special devices such as
goggles, gloves, clothes, and shoes, etc., to boost reality and
immersiveness [151]. Given that, the movements of these
devices and users will be detected via sensors simultane-
ously to ensure the proper illustration of the 3D world. Fol-
lowing the operational capabilities of VR, it is pretty clear
that this technology has great weightage in Metaverse. Be-
cause it creates 3D spaces for us to participate in Metaverse,
while AR plays the role of a bridge to confirm the connec-
tivity of the virtual and real world. Therefore, both these
technologies had great contributions to the Metaverse, and
are expected more in the future. Despite its numerous as-
sistance, VR will offer some additional security threats that
would be beyond the scope of existing literature. Therefore,
we would like to explore these challenges in presence of the
current literature to set the stage for the foolproof security
of Metaverse.

2.5.3 Mixed Reality

Mixed Reality (MR) in general represents a realistic aug-
mentation of the real world in the form of a virtual world
[185]. In this illustration, the users are unable to distin-
guish between virtual content and real objects. Although

this technology is still in its emerging phase, and requires
special hardware such as smart glasses, lenses, and screens
to interact, track or view the environment [56]. Despite that,
this technology closely works with AR and VR to contribute
to Metaverse, but still, it is in the progressive phase, and suf-
fers from several interconnectivity, compatibility, and se-
curity issues. The main focus of this work is on security,
therefore, we want to link and evaluated MR in the con-
text of Metaverse. For this, we checked the current litera-
ture, and followed the limitations to highlight the open chal-
lenges and future research directions.

2.5.4 Extended Reality

Extended reality (XR) is used to represent AR, VR, and
MR collectively. In the Metaverse, these technologies sup-
port each other to design and illustrate the real world and
virtual world under one umbrella, where the differentiation
between 3D objects and physical objects would be hard for
users [153]. From the definition and contributions of XR,
we can see that this technology has a key position in Meta-
verse. However, it is still challenging for the involved stake-
holders to take care of the security of this technology, be-
cause it is in the progressive phase. Despite that, when it
comes to the collective operation of AR, VR, MR, and other
emerging technologies in Metaverse, the security problems
get more severe. Therefore, we want to check these prob-
lems in the context of 5G and 6G communication paradigms
by following the future of Metaverse.

2.5.5 Digital Twin

In the previous subsections of enabling technologies, we
noted that Metaverse will include digital transformation
technologies followed by the visualization of integrated
real-world and virtual worlds illustrations. However, the
accurate resemblance of the real world to the virtual world
is a big problem. To tackle this issue, Digital twin (DT)
has emerged as an enabling technology that helps to repre-
sent physical objects in the digital mirror [29]. Likewise,
this technology ensures the synchronous evolution of twins
throughout the entire process, and it is difficult for spec-
tators to differentiate between physical and virtual objects
[138]. Despite the fact that this technology has significant
assistance in the Metaverse, and could be useful in the fu-
ture as well. But once, it comes to the adaptation of DT in
Metaverse, then, there are several challenges, which need
sufficient attention from the concerned authorities in the re-
dressal process. Given that, every challenge has its own
consequences, but here in this paper, we will focus on the
security aspects of DT by keeping in view the Metaverse.
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2.6 Summary of Discussion

To summarize, in this section, we talked about the archi-
tecture followed by the fundamental requirements of Meta-
verse. The basic notation behind this segment was to famil-
iarize the readers, students, and researchers with Metaverse
technology. Given that, we assumed the circumstances of
general people interested in this technology rather than ex-
perts. Therefore, we give a superficial touch to each aspect
that can be helpful for the new learners of this technology.
Moreover, we are interested to set a foundation for the se-
curity concerns of this technology, which is the basic ob-
jective of this work. Therefore, it was important to give an
overview of the taxonomy of Metaverse followed by its en-
abling technologies

3 5G and 6G Technologies Taxonomy

In this section, we will look at different aspects of 5G
and 6G technology and how well this technology will per-
form in the global markets recently by particularly taking
into account the Metaverse paradigm. With this, we will
set a preface for the 5G/6G-enabled Metaverse technol-
ogy paradigm. But before diving into this discussion, it is
pertinent to evaluate the key components interlinked with
5G and 6G technology. 5G and 6G-enabled technologies
use small cells to manage network densification problems
and enhance the coverage area with a high transmission
rate [132]. To handle ultra-fast communication with these
technology-enabled environments or applications, carrier
aggregation should be used as an alternative network com-
ponent, which has the capability to ensure the facilitation of
clients/end-users with more than a single-component car-
rier to offer higher bandwidth services [159]. Despite the
advantages of carrier aggregation, it has some implications,
because it supports several frequency bands at a time, which
can impact the end-user in terms of connectivity and ser-
vices. For redressal of this problem, a radio access network
(C-RAN) should be used as a substitute technology for the
5G and 6G-enabled Metaverse networks because it has the
ability to get rid of hardware issues associated with the end-
user connectivity and services [39]. However, this tech-
nology also creates scalability concerns, when large-scale
network expandability is expected because it raises com-
putation and calculation issues on the client side. When it
comes to the client-side computations and calculations, the
role of software-defined networks (SDNs) and SDN con-
trollers can not be ignored in 5G and 6G-enabled Metaverse
technologies, because they are computation-friendly on the
client side [21]. In contrast, SDN is less effective in man-
aging the security concerns in heterogeneous networks such
as Metaverse, because they are unable to establish a trusty
relation among the user’s access applications and SDN con-

trollers.
To explore the security issues in the 5G and 6G-enabled

Metaverse technology paradigm, it has been noted that these
networks are not immune to distributed denial of service
(DDoS) attacks, eavesdropping attacks, message forgery
attacks, device tampering attacks, and many more [65].
Therefore, it is important to improve the security standards,
policies, and protocols to ensure the security of billions and
millions of interconnected actuators, cybers, sensors, IoTs,
users, and other relevant entities in the network. In the
consequent sections, we will shed light on the expected de-
mands of 5G and 6G technology to set a background for the
Metaverse technology interconnectivity. The hierarchical
approaches with 5G and 6G network paradigms for Meta-
verse technologies applications are visualized in Figure 4.

3.1 Communication Speed and Scalability in
5G/6G-enabled Metaverse Technologies

In the recent future, it has been predicted that in the
Metaverse technology paradigm machine-to-sensor, sensor-
to-sensor, machine-to-machine, sensor-to-cyber, etc, con-
nectivity in 2030 would be 670 times more than of the year
of 2020 [9]. This development of this emerging technol-
ogy inspires the academic community to think about the
technical requirements of a variety of network problems
that range from spectrum to communication and energy ef-
ficiency. In [168], it has been reported that the 5G and
5G technology will facilitate massive machine-type com-
munication (mMTC) with an enhanced mobile broadband
(eMBB) connection up to 20 Gbps, as shown in Figure 4.

With the expected exponential growth of the Metaverse
technologies, the anticipated limit of 5G would be reached
by 2030. Therefore, the development of 6G technology is
the utmost need of Metaverse technology. Accordingly, it
is expected that the data transmission rate will be signifi-
cantly improved with the induction of this technology up
to 1 Tbps (up to 10 Tbps). However, 5G and 6G tech-
nologies use millimeter-wave transmission that ranges from
20–100 GHz, which causes several communication prob-
lems such as modulation, phase noise, non-linear power am-
plifiers, and analog-to-digital converter hardware and soft-
ware, because of their high transmission and communica-
tion speeds. Therefore, we believe that in 5G/6G-enabled
communication the frequency band would be beyond 100
GHz and perhaps would be up to a few THz [167]. To
manage the communication processes in the future, the high
data rates would be defined in the Metaverse technology by
taking into account different services that are expected to
be demanded by the clients in the near future. These ser-
vices include AR, MR, human nano-chip implants, VR, au-
tonomous systems, connected robotics, smart market, on-
line gaming, online ordering, etc [121]. Despite some lim-

11



kk 

 

Smart 
Cities 

 

 

 

 
 

 
 

 
 

Digital Twin 

 

 
 

 

 
AR 

 

 
VR & MR 

 
 

Cloud 
Computing 

 
 

Edge 
Computing 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

eMBB mMTC URRLC 
 
 

 

5G and 6G Pillars 
 
 
 
 
 

 

Hierarchical approach of 5G and 6G 
 
 
 

 

 
Antenna 

Cell free 
network 

Flexible 
AI, ML, DL

 

Frame 

Advance 
Random 
access 

 
 
 
 

 

Research 
Challenges 

Enabling 
Technologies 

Different 
Services 

 
 
 
 
 
 

 

 
 

 

Economical 
Impact 

Technical 
Impact 

Social Impact 5G and 6G 
Footprint 

 

Network 
Requirements 

Smart 
Cities 

Smart 
Home 

Industry 
4 & 5 

Robotics 
Digital 
Twin 

Automati
on 

VR, AR, 
MR, & XR 

Cloud 
Computing 

Edge 
Computing 

IoT & 
WSN 

Figure 4: Hierarchical approaches with 5G and 6G network paradigms for Metaverse technologies applications

itations of 5G and 6G technologies, it is believed that these
technologies could be the best candidates to enable ultra-
fast and reliable communication among interconnected mil-
lions and billions of devices in a Metaverse technology
paradigm.

3.2 Link Latency in 5G/6G-enabled Metaverse
Technologies

In the Metaverse technology paradigm, several real-time
services appear to be integrated as a part of this technol-
ogy in the future. These services range from general ap-

plications to specific application development and deploy-
ment such as smart cities, smart homes, smart factories,
autonomous vehicles, robotics, online gaming, etc, where
human-to-cyber or physical world/virtual world interaction
should be made with the help of new ways such as VR, AR,
MR, and prosthetic limbs, etc. [182].

To explore, most of the real-time services in Metaverse
technology are time-sensitive that have defined latency re-
quirements (10 milliseconds or below) to guarantee reliable
communications among the interconnected sensor, cybers,
humans, and other networking entities, etc. Furthermore,
the networking entities and services associated with Meta-
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verse technology can result in delay problems due to the
length of the cyclic prefix (CP) in dedicated communication
channels that require constant scheduling of traffic [135].
To ensure delay-sensitive communications in the Metaverse
paradigm, 5G and 6G technologies should be used as the
best candidates for this purpose. However, the link estab-
lishment and maintenance among interconnected devices
will cause several problems with such ultra-fast communi-
cation. Therefore, we need to reevaluate the existing com-
munication equipment followed by the physical, network,
and application layer protocols that are expected to be used
in this technology.

3.3 Quality of Service in 5G/6G-enabled Meta-
verse Technologies

In the Metaverse, lightweight devices such as head-
mounted displays (HMDs), goggles, eyeglasses, and mobile
devices are enabled to represent virtual scenes. However,
when it comes to the ultra-fast communication of 5G and
6G technology, then managing tasks on the client’s side de-
vices is a cumbersome task, as the adjustment of old and
new hardware creates several problems, and Quality of Ser-
vices (QoS) is among one of them [23]. Likewise, the
streaming of data to the high QoS standard with proper se-
curity protocols is another serious problem, as existing tech-
nologies are using 3G and 4G communication paradigms.
Despite that, the adoption and integration of VR, AR, XR,
and DT in Metaverse with the existing networks creates
many problems that range from interconnectivity, commu-
nication, and QoS to security [182]. Moreover, it is also
noteworthy that the existing applications using 3G and 4G
communication frameworks, which fall short to satisfy the
high quality of service demand in future Metaverse. To ad-
dress this issue, 6G communication paradigm will incorpo-
rate several frequency bands in the electromagnetic spec-
trum that involves heterogeneous radios millimeter wave
(mmWave) and Terahertz (THz) communication. Despite
that, 6G is likely anticipated to use the non-orthogonal mul-
tiple access (NOMA) for better utilization of bandwidth ca-
pacity and spectral efficiency with the help of additional
levels of power [167]. But still, we believe that the inte-
gration of present applications with emerging technologies
such as AR, VR, XR, and DT in Metaverse with such an
ultra-fast communication framework offers several security
challenges that could be beyond the scope of present litera-
ture.

3.4 System Resources in 5G/6G-enabled Meta-
verse Technologies

The metaverse technology paradigm demands careful
optimization of the network’s available resources because

this network framework consists of various components
such as actuators, sensors, base stations, servers, cybers,
humans, etc. To manage resources effectively among inter-
connected devices, different functionalities of these devices
should be given considerable attention in the context of in-
teroperability. Figure 5 of the paper shows the resources
management of the Metaverse technology in space, time,
power, and frequency as a symbolic version of what is dis-
cussed in [24, 68], and their resultant consequences on all
communicating devices in the network followed by the ser-
vices distribution, accessibility, and availability, etc.

To explore, it has been observed in the literature that fast
data support is a major feature of 5G and 6G communica-
tion systems, therefore, resource allocation in the Metaverse
technology with respect to time and frequency during trans-
mission requires special consideration for reliable operation
among the interconnected devices [55]. Likewise, the time
interlude between various periodic sensing devices’ trans-
mission beams needs efficient resource allocations to deter-
mine the burst frequency for network-friendly operation. To
improve the spectrum efficiency of the 5G and 6G commu-
nication systems, the practice of beamforming had already
been exercised in many technologies. With the directivity of
beamforming, it has been ensured that an employed system
would be able to manage a high transmission range with the
embedded antenna. These tactics are likely expected to be
applied to the Metaverse technology in the future.

Following this discussion, power is another very impor-
tant ingredient of the system resource management for com-
munication, sensing, transmission, and processing of data,
etc. [181] With an increase in the carrier frequency, the
power efficiency of a system decrease, which helps to im-
prove the overall efficiency of the system. To explore, this
area with the present literature, we suggest the readers to
went through references [142, 125].

3.5 Interoperability in 5G and 6G-enabled Meta-
verse

In the Metaverse, 5G and 6G communication paradigms
will aim to achieve more than 1 Tb/s data transmission.
Therefore, it is pertinent to note that when it comes to the
interoperability of existing technologies with groundbreak-
ing technologies such as AR, VR, XR, and DT, etc., in
Metaverse with the 5G and 6G communication frameworks.
Then the present communication equipment followed by
routing and security protocols would be incapable to man-
age the future Metaverse technologies with at least 1 Tb/s
to 10 Tb/s. At present, the commercial wireless network
uses a 3.4 GHz - 3.8 GHz spectrum to nourish a wide signal
coverage adopted by applications. Given that, the efficient
utilization of spectrum in the future Metaverse could be an
unmanageable task, when it comes to the interoperability of
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new technologies with the existing technologies that are us-
ing traditional communication platforms. Because emerg-
ing technologies such as AR, VR, XR, and DT, etc., will
be capable to adjust with ultra-fast communication of Tb/s,
while existing technologies that use 3G and 4G communica-
tion frameworks will not. As a result, many challenges will
arise for the research community, and security is one them,
which we discussed comprehensively in the upcoming sec-
tions, and raised several questions in the open challenges
sections for the response.

3.6 Real-Time Intelligence in 5G/6G-enabled
Metaverse technologies

In this segment, we have talked about the intelligence of
the Metaverse technology. To ensure a reliable operation
of this emerging technology, several challenges needed to
be addressed under one umbrella that ranges from general
to complex. Moreover, this emerging technology cannot be
completely executed with the present IoT and WSN applica-
tions, because it requires real-time intelligence, low latency,
and high bandwidth [87]. Although 5G and 6G technologies
are assumed to be a high-speed communication paradigm
for the Metaverse technology, but it is still going on to the
emergence phase [145].

To follow up on those challenges in the context of reli-

able operation, new AI-enabled techniques and algorithms
must be developed. With this, it would be possible to em-
ploy 5G and 6G technology for the communication of Meta-
verse technology to ensure the distribution of services spon-
taneously and accurately [112]. Keeping in view the fu-
ture importance of this technology, the attackers may tar-
get different vulnerability flaws to capture the legitimate
information of clients and hijack the operation of an ap-
plication. Therefore, it is clearly visible that this technol-
ogy will suffer new security and privacy challenges that
can hamper its applicability and extend-ability in the fu-
ture [32]. Zhuo et al. [230] demonstrated that this technol-
ogy offers numerous interconnectivity, interoperability, and
security challenges, which need the involved stakeholders.
In addition, the authors highlighted different hardware and
software challenges that can be resolved with the help of
AI-enabled algorithms.

3.7 Summary of Discussion

In this section, we explored 5G and 6G-enabled network
architecture. The main reason for the inclusion of this topic
in the paper was the future of Metaverse. Because, we
are pretty sure that existing communication technologies
should be merged with 5G and 6G technologies in the future
Metaverse. Therefore, it was essential to over-view the tax-

14



onomy and communication aspects of these technologies,
and set the groundwork for the main topic of this paper,
which is security in 5G and 6G-enabled Metaverse. More-
over, we link the present communication technologies with
the future to go through the relevant literature, and highlight
the possible limitations of it. Given that, we observe these
limitations to raise several open questions for the involved
stakeholders. And acknowledge how these problems can be
resolved in the future Metaverse.

4 Applications of Metaverse Technology

Metaverse technology emerged as a game-changer be-
cause it has numerous applications in many domains. As
mentioned earlier, this technology gives the idea of a vir-
tual and shared world. Following this, leading IT players
such as NVIDIA, Sony, Microsoft, Facebook, and Twitter
are gambling on the Metaverse technology wonders, poten-
tial, and applications [91]. Bloomberg Intelligence reported
and predicted that the Metaverse technology would reach
almost $800 billion by 2025 because new companies con-
stantly looking for the factual possibility of this emerging
technology [115]. Therefore, it is important to find the pos-
sible applications of Metaverse technology in the context of
the real world. Thus, herein, we have explored the areas
or application domains, where Metaverse technology had
been utilized or is expected to be utilized. Different applica-
tions domains of Metaverse technology have been visually
demonstrated in Figure 6.

4.1 Metaverse Applications in Healthcare

When it comes to the application of Metaverse tech-
nology, the first finger goes toward the healthcare domain,
because of the concerned stakeholder interest in the uti-
lization of this technology. To exemplify, the Metaverse
technology applications in the healthcare domain, the first
and foremost thing we can see is augmented reality (AR)
[131]. AR has appeared as a potential technology to em-
power the base knowledge, skill, and experiments of med-
ical students. To explore, this empowerment includes the
utilization of technology-assisted surgical tools such as Mi-
crosoft Hololens that helps the surgeons in many surgical
techniques [139]. The adoption of such a technological pro-
cedure is the highlight of a common Metaverse application
use-case that can be used in the healthcare domain to im-
prove surgical precision and speed up the surgical proce-
dure. Besides, AR headsets had also demonstrated useful
contributions in MRI, 3D scan, and CT scan to facilitate the
real-time data viewing of patients. To explore this discus-
sion in the context of Metaverse technology, it is perceptible
that this technology could be very useful in the monitor-
ing of a patient’s temperature, heart rate, respiration, blood
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Figure 6: Diverse application domains of the Metaverse
technology

pressure, etc. [192]. From the example, we have observed
that the Metaverse technology points toward the use of AR
in many aspects of the healthcare domain to facilitate the
involved healthcare providers. Towards the imagination of
virtual world transition, these examples could be assumed
as a first step because this will allow healthcare specialists
to check a patient from the inside precisely to figure out the
problems.

4.2 Metaverse Applications in Real Estate

In this segment, we have talked about the applications of
Metaverse technology in the context of the real state sector
by taking into account VR, because VR has shown signifi-
cant contributions in the recent past in different applications
[113]. From the operational capability of VR, it is visible
that this technology can enhance the productivity of dif-
ferent applications, because it offers a realistic experience
to the clients and application stakeholders to improve and
strengthen their work and operational environment. For in-
tense, real estate representatives may harness the potential
of VR to offer virtual tours of their properties to buyers uti-
lizing this technology [54]. Besides, Metaverse technology
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also enables the integration of different multimedia features
with the potential to guarantee a particular VR tour. For ex-
ample, a VR real estate tour enables ambient light, music,
and sound effects alongside other necessary components.
Likewise, all these factors are available in Metaverse appli-
cations, which ensures real-time access to the location and
information such as properties in the context of a real estate
tour. As a result of such facilitation, the real estate stake-
holders can effortlessly gain the confidence of their clients
by allowing them to visit different properties in real time.
In addition, the clients who have access to the various fea-
tures of the properties are more likely to be able to make
decisions and finalize the deals.

4.3 Metaverse Applications in Smart Cities

Smart cities employ multifarious hardware, software,
sensors, communication networks, Internet of Vehicles,
(IoV), Internet of Things (IoT), and Wireless Sensor Net-
works (WSNs) to collect, process, and analyze data with
the objective to improve the living standards of people [45].
Given that, this paradigm has been adopted in many coun-
tries throughout the globe to provide optimal solutions for
routine problems. To exemplify, the development and de-
ployment of technology in smart cities not only improve the
efficiency of industrial manufacturing, traffic management,
and agriculture sectors, but also helps to connect different
applications under one network umbrella. Especially, when
it comes to the evolution of Metaverse. In this technology,
several other technologies such as XR, VR, AR, and MR
will be integrated with the smart cities platforms to facilitate
people in different aspects of life [198]. Even though when
we observe this transformation, it brings numerous benefits
to the lives of human beings in terms of visual aspects. But
when it comes to the technical side, then there are a lot of
challenges that range from hardware and architecture de-
sign to application execution, which need sufficient efforts
to ensure reliable operation. Among all of them, we will
focus on the security concerns of this important application
by keeping in view the Metaverse future.

4.4 Metaverse Business Applications

At present and in the future, there are numerous busi-
ness opportunities in retail for Metaverse. To explore, first
and foremost, Metaverse technology provides an online and
offline enterprise market platform for many business ap-
plications [155]. With such a digital framework, the busi-
ness stakeholder creates an immersive shopping venture for
clients. Given that, real-time commerce applications have
been merged with the help of digital twins to overcome
the limitations present online shopping technologies. With
the utilization of this, users are enabled to visit stores and

shopping marts in the virtual world as digital avatars to
buy things just like in the real world [177]. In this plat-
form users not only review products just like other online
shopping sites but, they are enabled to check these products
through digital avatars in a virtual world. With the adap-
tation of AR and MR in this paradigm, the business appli-
cation has been further improved to facilitate customers by
allowing them to understand the style and quality of prod-
ucts before purchase [171]. Simply in Metaverse, the busi-
ness trend is transformed from a ”click-to-buy” practice to
a new strategy known as ”experience-to-buy”. Despite the
fact that this technology brings many things to doorstep ac-
cess in the consumer market, but, at the same time, these
application suffers many challenges in the context of effec-
tive technology utilization. In this paper, we will focus on
the security concerns that can hamper the trust of consumer
market stakeholders with their possible solutions.

4.5 Metaverse Applications in Military

The military sector is another important inclusion to the
list of Metaverse applications. In this domain, AR and VR
showcases have demonstrated remarkable potential to facil-
itate different applications for the sake of unique objectives
[97]. To exemplify this in military applications, it has been
seen that tactical AR was used in the night vision system
[199]. Moreover, TAR is very useful for displaying the sol-
dier’s location alongside the allies and hostile positions. In
fact, TAR is an excellent replacement for traditional GPS
and headphone devices. This example also highlights the
prospectus of Synthetic Training Environment (STE) that
could be used in many military applications in the future.
Specifically, this is an AR system designed for a realistic
training experience for the soldiers. The STE paradigm of-
fers a virtual environment for the soldier’s training expe-
riencing the past physical, psychological, and combat set-
tings.

4.6 Metaverse Applications in Industry

In industry, Metaverse technology would have great sig-
nificance and a lot of applications in the future, which can
be shown from a simple search on Google, like “Metaverse
applications in the industry.” [120]. For instance, Meta-
verse applications utilizing VR and AR can be very use-
ful in the training of employees to better understand their
safety precautions alongside the prediction of risk scenar-
ios. Similarly, the Metaverse technology can also help min-
imize the risk of accidents in several operational processes
[17]. Therefore, we believe that this technology can facil-
itate better and long-term operations with high productiv-
ity in an industrial environment. To explore this discussion
with another example such as a VR headset that can be used

16



by manufacturers to check and evaluate all the components
of a product in more detail. Besides, the Metaverse appli-
cations can be useful in landscape management for the po-
sitioning of equipment and manufacturing plants [74].

4.7 Metaverse Applications in Gaming

The recent progress in the gaming industry opened the
door for Metaverse technology [144]. With the help of this
technology, people will use a virtual environment to enter
the next level of real games. For better performance, gam-
ing firms are looking for decentralized projects, because the
future of this technology is decentralized [99]. Therefore,
we would like to acknowledge the research community to
stick around the virtualization of the game through Meta-
verse technology to help the players to understand how ef-
fectively different games could be played. To elaborate on
this concept, the existing Metaverse games have a clear in-
tention of play-to-earn, which enables the players to win the
game and earn real-world money [58]. Moreover, partici-
pants can invite their social media friends to play and inter-
act with them via Metaverse technology. In addition to this,
Metaverse technology leverages the AR and VR paradigms
to create an organic gaming environment for the players,
where they feel a lifelike experience/real world [183]. Built
upon this, Metaverse technology provides an interoperable
platform that allows the players to shift their game entities
from one space to another space without major change.

4.8 Metaverse Applications in Digital Twins

In this segment, we will discuss the applications of Meta-
verse technology in digital twins. Digital twins, in coor-
dination with Metaverse, is believed to be the next tech-
nological breakthrough to bridge the gap between the digi-
tal world and humans [50]. It has been recently noted that
many stakeholders have shown interest in using Metaverse
and digital twins as integrated technology because the ma-
jority of world firms accepted it [231]. The most prominent
domain, where the stakeholders want to use this technol-
ogy includes the scanning of objects with photogrammetry,
avatars creation, the manufacturing industry, the automotive
industry, retailer shops, e-commerce, etc. [156]. Following
the past outcomes of digital twins and Metaverse technol-
ogy, we believed as an integrated paradigm, this technology
has huge potential to enhance the productivity of the afore-
mentioned applications. Moreover, we are pretty sure that,
as an integrated technology, it could be extremely beneficial
for these industries to monitor, predict, allocate, track, opti-
mized, control, and evaluate the quality of different entities
for the sake of improvement to enhance their productivity.

4.9 Summary of Discussion

In this section, we talked about the different applications
of the Metaverse. The objective of this section was to syn-
chronize the preceding and upcoming sections in the con-
text of the importance of the Metaverse. Furthermore, it
was pertinent to familiarize non-specialist or general read-
ers to understand the general applicability sectors of this
technology with productivity and economic contributions.
Furthermore, it was also essential to let them know how this
technology could useful in digital transformation or simply
Metaverse. Despite that, we want to share that these not
all the applications of Metaverse, because this technology
has potential to extend in many domains. But herein, we
discussed some of them groundwork and readers interest in
this work.

5 Evaluation of Cybersecurity in Metaverse
Technology

In this section, we intend to discuss the evaluation of
cybersecurity concerns in the context of 2G, 3G, and 4G-
enabled Metaverse technologies. Furthermore, we highlight
different attacks such as illegal physical attacks, tampering
attacks, cloning attacks, eavesdropping attacks, forgery at-
tacks, and many more that have direct or indirect impacts
on these networks [128]. To explore this topic more pre-
cisely, we add Figure 7 to demonstrate the evaluation of se-
curity threats from 2G to 5G and 6G-enabled networks such
as Metaverse. In the beginning, most of the 2G and 3G-
enabled networks faced authentication and privacy threats
due to wireless communication and open application execu-
tion [166]. To exemplify, the Media Access Control (MAC)
protocol was targeted at the physical layer, while the net-
work layer protocols were targeted through IP addresses as
discussed in [130].

Likewise, in 5G-enabled networks, most of the secu-
rity threats are due to access, backhaul, wireless commu-
nication, and core networks, which are likely expected in
the 6G-enabled networks as well [6]. For 5G/6G-enabled-
Metaverse technology, Cyberwarfare, Functions Virtualiza-
tion (NFV), Edge/Cloud Computing, and Software-Defined
Networking (SDN) technologies offer complex security
challenges as highlighted earlier. For example, SDN tech-
nology had created security problems such as exposing crit-
ical Application Programming Interfaces (APIs) to unin-
tended software [178]. Besides, 5G and 6G-enabled Meta-
verse technology are envisioned with intelligent communi-
cation systems, which use advanced AI and ML-enabled
routing protocols to ensure a reliable operation of con-
cern applications. However, the integration between differ-
ent technologies and algorithms in Metaverse technology
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Figure 7: Visual representation of different security threats in the context of technology progression

knocks on the door for interoperability security challenges
[20].

5.1 Security Requirements of Future 5G and 6G-
enabled Metaverse Applications

In this segment, first, we will familiarize the reader with
the security requirements of 5G and 6G-enabled Metaverse
technology/applications by going through the concerned lit-
erature. Subsequently, we will describe the security prob-
lems of this emerging technology by taking into account
the 5G and 6G communication and network architecture.
For this, we have divided these security problems into the
following categories, i.e., radio core convergence, cloudi-
fication, edge intelligence, technical subnetworks manage-
ment and operation. Before starting this discussion, we
would like to acknowledge that in comparison to the ex-
isting 4G and 5G-enabled Metaverse applications, the fu-

ture 6G-enabled applications would require rigid security
requirements to gain the trust of involved stakeholders with
reliable operations. In Table 3, we have summarized all the
security requirements that have a direct or indirect impact
on the operation, services, and performance of this emerg-
ing technology.

5.2 Vision for Security of 5G and 6G-enabled
Metaverse Applications

In this sub-section, we will talk about the 5G and 6G-
enabled Metaverse technologies applications, architecture,
standardization, and policy implementation in the context
of security concerns. Alike the general 5G and 6G-enabled
applications security vision, Metaverse technology will add
intelligent algorithms on the top of the network layer to soft-
warize and cloudify the auto-integration process of different
applications with proper security protocol adoption by uti-
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Table 3: Security requirements and challenges of 5G and 6G-enabled technologies

References Applications Possible Attacks Concerned Problems Communication Re-
quirements

Probability of Damage
‘Operation’

Duan et
al. [50]

Social goods appli-
cation of Metaverse
with University
campus use case

Pretexting attacks, Phish-
ing attacks, Baiting at-
tacks, Tailgating attacks,
etc.

Create distrust during
communication among
the professors, students,
and administrative staff

Delay sensitive and
ultra-fast communi-
cation with packet
transmission and re-
ception rate > 1 Tbps

Very high: Because
most of the time student
responds to illegitimate
text and messages.

Zhu et al.
[231]

Industry 4.0, 5.0,
and 6.0 Metaverse
applications

Tampering attacks, Jam-
ming attacks, Devices
Physical Damage attacks,
and many more in Figure
7

Disrupt the legitimate
operation of Industrial
employed sensors and
destroy the accessibility
and monitoring of these
devices

Delay sensitive, effi-
cient resources man-
agement, traffic capac-
ity about 1Gbps

Extremely high, be-
cause these industries
solely depend on the
collected and trans-
mitted information of
interconnected devices

Petrigna
et al.
[156]

Digital healthcare
applications such as
disease monitoring,
patient monitoring,
remote patient pre-
scription, and many
more

Jamming attacks, record
tampering attacks, data
preservation attacks,
confidential information
accessibility attacks,
man-in-the-middle at-
tacks, eavesdropping
attacks, etc.

Can misguide doctors
and nursing staff to
prescribe the wrong
medicine, share wrong
data related to the
patient’s diseases, phys-
ically damage patient
wearable devices, etc.

Authentication and
data preservation with
the patient mobility
in the delay-sensitive
communication envi-
ronment, Ultra-fast up
to 1 Tbps, spectrum
efficiency during mo-
bility

High, because the at-
tackers are always look-
ing for open spaces in
the network to intercept
the legal communication
process for the sake of
different objectives

Jung et
al. [98]

Secrete military
operations, Syn-
thetic Training
Environment (STE)
applications for
military personnel
training, UAVs
experimental appli-
cations, etc.

Spyware attacks, sinkhole
attacks, eavesdropping at-
tacks, IP spoofing attacks,
DoS, and DDoS attacks,
worm-whole attacks,
MAC-spoofing attacks,
Sybil attacks, forgery
attacks, etc.

Demonstration of im-
moral military drills
through compromised
sensor devices, observ-
ing training tactics for
misuse, the misguidance
of UAVs in secret opera-
tions, etc.

Ultra-Reliable and
Low-Latency Commu-
nication (ERLLC and
eURLLC) with trans-
mission and reception
rate > 1, spectrum
efficiency, efficient
resources manage-
ment, congestion-free
communication, etc.

Very High, because
these applications are
very sensitive in the
context of information
sharing, time synchro-
nization, connectivity of
devices, interoperability,
etc.

Dwivedi
et al.
[54]

Real Estate: Prop-
erties advertisement
applications, As
a virtual tour en-
abler technology,
advertisement and
tour of properties
with Multimedia
features, etc.

Phishing attacks, key log-
ger attacks, code injec-
tion attacks, social en-
gineering attacks, eaves-
dropping attacks, spyware
attacks, spam attacks, and
many more.

Attackers through com-
promised devices shows
different properties in-
stead of the concerned,
misguide transactions,
capture the credential of
clients

fast communication,
reliable and delay-
sensitive operation,
and Further enhanced
Mobile Broadband
(FeMBB), etc.

Low, because of the
least interest of involved
stakeholders in this tech-
nology. But in the fu-
ture, it could be the most
targeted area.

Jungherr
et al.
[100]

Provides virtual
gaming platform,
creates social gam-
ing network, the
environment of
transferable gaming,
AR and VR based
gaming platform,
etc.

Non-fungible tokens
(NFTs) attacks, dark-
verse attacks, social
engineering-based at-
tacks, phishing attacks,
spyware attacks, and
attacks related to financial
fraud, and many more.

After compromise, an at-
tacker can steal the con-
fidential information of
the concerned client, ask
for financial assets, hi-
jack the legitimate soft-
ware of your machine,
etc.

High traffic data such
as > 1Tbps, latency-
sensitive, spectrum
efficiency, efficient
resource management,
(ERLLC/eURLLC
communication, etc.

Very high: to lose
control of a ma-
chine/software, lose
confidential data, lose
software/application
password, lose financial
assets, etc.
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lizing AI and ML techniques [4]. By doing this, the ex-
pert working in this domain will somehow satisfy the se-
curity concerns of the enterprise market stakeholders, but
at the same time, the attacker also works restlessly to de-
sign new security hijacking techniques that could be capable
of compromising the naively adopted security techniques to
achieve their objectives. To explore this one step forward,
it has been noted in the literature how difficult it is to iden-
tify zero-day attacks in existing 5G-enabled applications.
with this, it is more challenging to stop these attacks from
spreading in the network after a compromise. To tackle such
challenges in newborn technology like Metaverse, the adop-
tion of intelligent security techniques should be assumed the
utmost requirement for them, because the traditional 5G-
enabled applications had already demonstrated several se-
curity flaws to detect and prevent different security threats
[46, 93]. While doing this, another important factor that
needed to be considered for ensuring trust among relevant
stakeholders is security and privacy to enhance the produc-
tivity of any particular application [188]. Because security
and privacy in a network are tightly coupled to guarantee
the authentication of legitimate clients followed by the in-
tegrity of their transmitted information. In the consequent
sections, we will explore the idea of how security and pri-
vacy are correlated to each other in the context of 5G and
6G-enabled Metaverse technologies/applications.

5.3 Key-based Security Requirements of 5G and
6G-enabled Metaverse Applications

In this segment, we talk about the importance of Key-
Value indicators (KVI) and Key Performance Indicators
(KPIs) to set the stage for its utilization in the 5G and 6G-
enabled Metaverse applications. In the future, it is likely ex-
pected that 5G and 6G-enabled Metaverse applications will
integrate technologies such as smart sensing, artificial intel-
ligence, edge computing cloud computing, embedded de-
vices, machine learning algorithms, and many more as dis-
cussed in [86, 5]. Following the future expectations of this
technology, the role of KPIs and KVIs can not be neglected
in the context of authentication of legal devices, because
there will be some static and mobile networks that would
be connected under one heterogeneous network paradigm.
For this, the authentication accuracy, computational time
such as a handshake, and AI model convergence time could
be of great importance because most of the existing KPIs
schemes do not satisfy this requirement in 5G and 6G-
enabled applications [2]. According to the UN sustainable
development goals (SDG) for sustainability, accessibility,
security, and trustworthiness of Metaverse technology, the
KPIs and KVIs could be used as promising security technol-
ogy to determine the values of the new 5G and 6G-enabled
Metaverse technologies [164]. Therefore, we are pretty sure

that the new characteristics of KPIs and KVIs will have a
substantial role in improving the security of Metaverse tech-
nology.

5.4 Security Threats to 5G and 6G-enabled Meta-
verse Applications

Undoubtedly, in the future, the enormous growth of 5G
and 6G-enabled Metaverse technology will increase the risk
of vulnerabilities in different applications in the context
of security and privacy [200]. To familiarize the readers
and researchers with the possible security threats, we have
added Figure 8 and shown how attackers launch new at-
tacks and what we can do as an expert to counter these at-
tacks. Specifically, we have highlighted the possible attack
areas at the bottom of the figure, whereas at the top, we have
shown what we need to do as a counteraction. Moreover, we
have considered the four core areas such as anticipated tech-
nologies, network architecture, integration of environment,
and application-specific requirement. For the non-expert,
we have added textual explanations to enhance the worth
and readability of this work. To more realistically consider
the security threats of this emerging technology, we have
taken into account the Nokia Bell Labs use case as an am-
bitious approach for the connectivity of this technology to
support our arguments.

Following the core-concept security discussions, herein,
we would like to start with data architecture security. This
part is further classified into sub-categories such as func-
tions, platform, specialization, and orchestration. Based on
this classification, we can see that the heterogeneous cloud
framework for Metaverse technology could be developed
in a fashion that will be open, expandable, interoperable,
and agnostic with 5G and 6G-enabled networking entities to
speed up the communication process with secure data flow
in the network [221]. For exemplification of this scenario,
we can consider the intelligent radio and RAN convergence
for “functional” architecture [25]. Likewise, the “spe-
cialized segment” deals with resource management, packet
slicing, and sub-networking in these technologies, while the
“orchestration” part handles the problems like loop au-
tomation and intelligent network management. Although
with the innovations in technologies, the security frame-
works have been improved by utilizing new algorithms to
mitigate different attacks. But, the attackers are working
with the same potential to hijack them and get unauthorized
access to the network. Therefore, we would like to acknowl-
edge the concerned stakeholders to be vigilant about newly
adopted attack mitigation techniques.

5.4.1 Intelligence and Convergence Requirements for
Security in the Radio and RNA

The recent advances in antenna circuits and meta-
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Figure 8: Possible security threats and their counteractions
to 5G and 6G-enabled Metaverse technology applications

material in coordination with machine learning algorithms
showed spectacular results in overcoming problems en-
countered by wireless communication in the past [162]. To
further improve this infrastructure for naive technologies
such as Metaverse in the future, it is required to use intel-
ligent cognitive radio systems (CRS) in coordination with
machine learning algorithms [133]. In the recent past, CRS
technology had shown significant contributions to emerg-
ing technologies like the Internet of Things, the Internet of
Vehicles, Unnamed Aerial Vehicles, etc. [146] From the
past results, it is clearly visible that this technology could
be a game changer if utilized with edge-cutting AI/ML al-
gorithms to manage the security concerns related to channel
modulation, resource allocations, spectrum access, beam-
forming, etc., of the Metaverse technology applications.
Moreover, the induction of this technology will also re-
duce the hardware cost and implementation time with better
communication metrics, which is the basic requirement of
Metaverse technology applications. For instance, AI/ML
model will manipulate the spectrum access system by in-
serting fake signals to diverge the attackers’ request from
network anticipation.

5.4.2 Edge Intelligence Security Requirements in
Metaverse Technologies

In Metaverse technologies, the intersection between
edge computing and AI/ML algorithms is spontaneous, be-
cause they work together for one objective [220]. In the
existing literature, it has been outlined that many 5G and
6G-enabled Metaverse applications highly rely on the com-
puting of edge-employed devices for better operation and
results [75]. From this, we can simply define edge in-
telligence as the collective processes of edge devices and
AI/ML algorithms to collect, store, and transmit informa-
tion in the network [213]. Specifically, in this integrated
environment, AI/ML model analyzes data for anomaly de-
tection before forwarding it to the servers for further pro-
cessing in the network, which helps to improve the latency
of an employed network. Despite this advantage, edge de-
vices are still proven to be vulnerable to several security
threats, because of high data dependencies. Following these
constraints, edge devices need reliable AI/ML-enabled au-
thentication, data preservation, and access control models
that could be capable of ensuring the integrity and confi-
dentiality of information during transmission.

5.4.3 Security Requirements of 5G and 6G-enabled
specialized Metaverse Applications

In the literature on Metaverse technology applications,
we have noted that 5G and 6G-enabled industrial automa-
tion will work as a sub-network to this heterogeneous net-
work platform [34]. Likewise, this specialized network is
expected to work in a stand-alone platform, where several
applications would be connected together to perform differ-
ent tasks. In contrast to its wonderful advantages, the wire-
less connectivity of these subnetworks exposes them to sev-
eral security threats, which creates distrust among the asso-
ciated stakeholders [31]. To avoid these problems, it is per-
tinent to use strong and lightweight authentication protocols
that could be capable of ensuring the security of clients and
vendors. In the literature, different authentication schemes
have been used to resolve the security concerns of edge and
cloud devices in the Metaverse technologies; but, somehow,
they are computationally complex and communication ex-
pensive [104]. Therefore, lightweight authentication and
data preservation schemes should be designed in the con-
text of the dynamic and hierarchical model to set the secu-
rity boundaries for subnetworks cost-effectively. Besides,
the Trusted Execution Environments (TEE) should be used
as an alternative promising security technology to address
the data confidentiality, availability, and integrity [211].
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5.5 Security Requirements During Interoperabil-
ity and Network Management

Extreme range and high power transmission of 5G and
6G-enabled Metaverse technologies demand low latency
and a cost-effective communication environment for inter-
connected devices such as machine-to-machine, machine-
to-toys, and machine-to-human, etc., with a proper secu-
rity framework [157]. In the literature evaluation, we have
noted that the existing authentication and data preservation
schemes would not be capable of managing the security of
future 5G and 6G-enabled Metaverse technologies, due to
ultra-fast communications among interconnected entities in
the network [172, 30, 108, 94]. With the help of AI/ML al-
gorithms, these technologies are expected to offer reliable
operations with a secure network management framework
[76, 77]. Therefore, it is very important to discuss these
requirements that can directly or indirectly hinder the oper-
ation and performance of this emerging technology. Herein,
we have added Table 4 to highlight different attack domains
in the context of Metaverse technology. In addition, we will
also underscore the possible solutions for the redressal of
accentuated attacks.

5.6 Consumer Side security Requirements of 5G
and 6G-enabled Metaverse Technologies

In the early generation of Metaverse applications, se-
cure data transmission depended on the physical insertion
of symmetric keys in the edge-/network-employed devices
subscriber identity module (SIM), which was an arduous
task [14]. Later on, cryptographic tools had been used
to ensure the authentication and verification of network-
connected devices, but they used computationally complex
techniques for this task, which limited their deployment in
many resource-constraint networks [47]. According to the
literature and general standards, 5G-enabled communica-
tion entities are still using SIM cards for their security veri-
fication, which is a practical example of inserted keys mod-
ule. Therefore, it is likely expected that this may limit the
predicted growth of 5G and 6G-enabled Metaverse technol-
ogy applications in the context of security challenges [184].
To handle this problem effectively in the future 5G and 6G-
enabled Metaverse technologies, we suggest the concerned
stakeholders check the feasibility of e-SIM cards. For the
solution of this problem, we also suggest the utilization of
iSIM that could be adopted in the future gadget’s hardware
as a system-on-chip module (SCM). However, this will of-
fer some challenges for the telecom sectors in the context
of conceivable loss of control, which needs considerable re-
search at the moment. In contrast, SIM cards use symmetric
key encryption techniques, which allow them to scale up to

millions and billions of devices.
Keeping in view these facts, 5G and 6G-enabled Meta-

verse technologies need a remarkable shift from symmetric
cryptography to asymmetric cryptography or even to post-
quantum cryptography. Following the future plan of 5G and
6G-enabled technologies, it is clearly visible in the litera-
ture that they will use public-key infrastructure (PKI) for
authentication and secure communication in the network.

5.7 Security Requirements of AR in Metaverse

AR technologies are comprised of sensors, cameras, dis-
plays, goggles, eyeglasses, earpieces, microphones, etc.
These devices need efficient utilization for better operation
and productivity [7]. Despite these factors, it is challenging
to ensure the security of these devices with different cus-
tomers, because it is likely expected that in Metaverse, these
gadgets will be used by different clients [118]. Following
this, it is also hard to maintain the security parameters of
every individual using these devices, because it has limited
memory. Despite that, it is needed to understand, when
the authentication parameters of new users are processed
through these devices, then how the computation capability
of these devices should be maintained [13]. These are very
important factors that required the attention of the involved
stakeholders. Furthermore, we will discuss the open secu-
rity questions with this segment in the concerned section.

5.8 Security Requirements of VR in Metaverse

Since 2016, VR technology has shown a considerable
contribution to the general public in many applications with
good experience. To exemplify, a head-mounted display
(HMD), sensors, cameras, earpieces, microphones, etc, are
used as individual technology or coordinated technology
to perform different tasks in Metaverse [229]. Despite the
contributions, these technologies suffer several problems in
terms of communication metrics and security. Therefore,
it is important to know when VR would be integrated with
the existing or old network applications in Metaverse. Then
how the security parameters of aforestated gadgets and cur-
rent network entities should be made compatible? Because
these gadgets have limited resources, whereas the existing
applications use hard authentication parameters such as de-
fault key matching, two factors or three factors authentica-
tions, etc, which is beyond the scope of the aforementioned
devices. Therefore, it is essential to design lightweight au-
thentication frameworks for future Metaverse. Furthermore,
we will explore this topic in the open security challenges,
because the present literature suggests traditional authenti-
cation and data preservation schemes, while VR technol-
ogy demands smart and lightweight authentication and data
preservation schemes.
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Table 4: Security attacks and their possible solutions associated with the network interoperability and management

Possible At-
tack Area

Attacks name Description of Threats Possible Solutions References Percentage

Security
Threats related
to open API

Identity-based
attacks, Parameter
based attacks,
Hardware based
attacks

During interoperability, cross-
domain validation flaws offer
parameters-based attacks. Ma-
licious data injection during the
network manipulation phase, False
parameters configuration of hard-
ware, etc.

Client authentication
and validation, Input
data verification, net-
work access control
policy, and buffer man-
agement

Garg et al. [67],
Harsha et al.
[79], Rafiq et
al. [160]

High possibility
of attacks ranges
from 65 to 80 %

Intent-based at-
tacks on Inter-
faces

Traffic Behavior
based attacks, In-
formation exposure
attacks, undesirable
configuration

Misguides the processing com-
mends from intent to actions, Tam-
per the security priorities such as
changing its position from High to
Low or Low to High

Intent mapping verifi-
cation and validation,
clients authentication
with respect to input
data, Traffic analysis
via AI-enabled algo-
rithms,

Kim et al.
[106], Hyder
et al. [88],
Klymash et al.
[109], Safavat
et al. [170]

Probability of
attacks medium
ranges from 50
to 70%

Network in
loop attacks
on automation
processes

Forgery message
attacks, fake rout
advertisement at-
tacks, fake event
advertisement at-
tacks

Generate high traffic load in the net-
work via fake requests, dodge legit-
imate devices via fake authentica-
tion requests, and disrupt the com-
munication process through fake
event advertisements.

New data encryp-
tion and decryption
schemes, Use of VPN
and other secure rout-
ing protocols such as
IPSec, SSL, and TLS,
etc.

Verma et al.
[201], A. Al-
musaylim et al.
[15], Seyedi et
al. [179]

Probability of at-
tacks is very high
ranging from 70
to 95%

Semantic
Attacks on
Metaverse
Technology

defamation attacks,
SQL-injection
attacks, Botnet
attacks, and poi-
soning attacks

In these types of attacks, an attacker
focus on legitimate data alteration
in such a way to misguide the end-
side administrators and the client’s
conclusion.

Cryptography-based
solutions, software-
based solutions, routing
protocol-based solu-
tions, SSL, IP Sec, etc.

Gowtham et
al. [73], Rethi-
naval et al.
[165], Yan et
al. [217]

Probability of at-
tacks is high, and
ranges from 70 to
85%

Syntactic
attacks on
Metaverse
Applications

Trojans attacks,
spam attacks,
worms attacks, and
viruses attacks

In syntactic attacks, an attacker uses
different types of viruses, spam
messages, scripts, and software
pieces to penetrate legitimate de-
vices and hijack their security.

Message identity-based
solutions, anti-virus-
based solutions, auto-
software update-based
solutions

Lüdtke et al.
[126], Luo
et al. [127],
Pashamokhta et
al. [154]

Probability of
attacks on open
area employed
networks is very
high and ranges
from 75 to 95
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5.9 Security Requirements of XR in Metaverse

In traditional applications, security is a well-established
field. But in Metaverse and particularly XR, this field still
needs a lot of attention and groundwork, because of the
HCI followed by the real world and virtual world transi-
tion [191]. Even though some work is in progress, but there
are no sufficient results for them, because of the complex
paradigm of Metaverse. Moreover, conventional security
techniques are not useful for this technology, as there are
too many factors, which need to be considered while de-
signing an adversary-proven security framework for them.
These factors include but are not limited to client security,
gadget security, application security, data security, and site
security, etc. Therefore, it is necessary to take care all of
the aforesaid factors, while devising a security framework
for this emerging technology.

5.10 Security Requirements of Digital Twins in
Metaverse

In Metaverse, a digital twin technology is used to gen-
erate virtual copies of objects, systems, shops, and even
the world in real-time with accurate representation [136].
Although this technology has shown remarkable assistance
in digital transformations. But at the same time, it has
demonstrated some real challenges for associated people.
One among them is security, because this technology needs
special security techniques instead of conventional security
models [12]. Therefore, we want to mention the research
community needs to think about physical objects followed
by virtual objects, while designing the new security coun-
termeasure schemes. Despite that, they also need to take
care of the application requirements accompanied by net-
work capability, as the future Metaverse will use 5G and
6G communication paradigms.

5.11 Summary of Discussion

In this segment, we talked about the security require-
ment of 5G and 6G-enabled Metaverse technology appli-
cations. With this, we demonstrated that how the security
requirements of Metaverse are different from the traditional
network applications. Furthermore, we discussed different
components of the Metaverse with their operational capabil-
ities. The basic notation behind this was to familiarize the
readers and researchers with the requirements of this tech-
nology by keeping in view the resource-limited objects fol-
lowed by the integration of emerging technologies such AR,
VR, MR, XR, and DT, etc. From this, it is clearly observ-
able that the resources of employed Metaverse objects need
to be utilized efficiently for better operation and results.

Therefore, we strongly believe that the aforementioned met-
rics should be given considerable importance while design-
ing new authentication schemes or modifying the existing
authentication schemes for future Metaverse technology ap-
plications. Before doing this, we would like to go through
the present literature in the upcoming sections to familiar-
ize the readers with the current work. In addition, we will
highlight the limitations of different schemes, which could
be assumed to be a step forward for the open research chal-
lenges and future research directions.

6 Security Challenges with Existing Litera-
ture

In this section, we will discuss the existing literature as-
sociated with the security of Metaverse technology by tak-
ing into account the aforementioned security requirements
and different attacks. With this, we will highlight different
attack scenarios to underscore the limitations of the present
literature. For visualization, we added figure 9 in the paper.

Utilizing these problems, in the open security challenges
sections, we will examine the open research questions asso-
ciated with this technology that still need the engaged stake-
holder’s attention.

6.0.1 Privacy-Related Attacks and Countermeasures

In this section, we have considered different attacks, which
can hamper directly or indirectly the integrity and privacy
of transmitted data in these networks. Moreover, we have
followed the preceding sections to give a brief overview
to readers regarding different attacks and their counterac-
tions. Following this discussion, we know that from the
emergence of technologies such as Metaverse, it is clearly
visible that the world is moving fast toward digital trans-
formation. But, security susceptibility like this will create
a problem for involved stakeholders. Despite the security
concerns, this technology would be very helpful to facili-
tate humanity in different aspects of life, but these problems
put them at risk as discussed in [82]. Such risks need to be
tackled through reliable data privacy and preservation tech-
niques to maintain the trust of all associated entities. For
this redressal, Almusaylim et al. [16] proposed a hybrid
machine learning-enabled protocol by considering the limi-
tations of the Lewis et al. protocol.

A two-step data preservation model was proposed by
Zhang et al. [225] to resolve the security-related prob-
lems of wireless networks. In the first step, the authors
used a fuzzy logic-based mathematical model to confirm
the selection process of participating devices, while in the
second phase, they used a key-matching approach to guar-
antee the authentication of legitimate devices. Kang et
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Figure 9: Present Security challenges and their counteraction schemes visual representation

al. [101] proposed a cross-chain-enabled federated learn-
ing framework for Metaverse IoT applications to improve
the integrity of data during transmission. In this model, the
authors used two different, but interconnected frameworks
such as physical and virtual blockchains to train the sug-
gested model and check its result performance. Gong et al.
[70] continued this discussion and proposed a ring signature
based-proxy re-encryption scheme for blockchain-enabled
networks to ensure their security requirements by keeping
in view the Metaverse technology future. Through this
scheme, the transmitted data was stored in the system as a
cyphertext until its verification and validation process com-
pletion, because the author’s objective was to minimize the
computational cost and time during this phase. Wang et al.
[208] used a cloud-based security model named “privacy-
enhanced retrieval technology (PERT)” to ensure the in-
tegrity of data during the communication process. The au-
thor used an information-hiding technique to preserve data
privacy during the edge server and cloud communication
process. Xiong et al. [212] proposed an artificial intelli-
gence (AI)-enabled three-party game (ATG) framework by

combining a machine learning algorithm with game theory
to ensure the privacy and integrity of data in distinct wire-
less network applications. To elaborate, the authors used
a random forest classifier with a K-anonymity algorithm
to design the classification model. Thereafter, they used
a three-party game model to analyze the raw data on the
client side for different anonymity detection. Li et al. [123]
suggested a novel anonymity-based privacy-preserving data
collection (PPDC) for healthcare IoT applications to ad-
dress the security problems of these networks. The authors
used the (a,k)-anonymity framework to analyze the client-
server traffic for different attack scenarios. To further ex-
plore this area, interested researchers could refer to the rec-
ommended survey articles [33, 174, 43].

6.0.2 RFID based-Authentication Techniques and
Their Limitations

In this section, we will discuss different RFID-based au-
thentication and data privacy schemes that had been used in
the recent past to secure Metaverse technology applications.
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In this regard, Jangirala et al. [95] proposed a lightweight
radio frequency identification (RFID)-based authentication
protocol for blockchain-enabled 5G mobile computing net-
works to resolve the authentication, verification, and valida-
tion problems of these networks. To minimize the computa-
tional complexity on the client side, the author used a one-
way cryptographic hash function with rotating bitwise op-
erations in the proposed model. Likewise, Ahmed et al. [8]
proposed a cloud enable-RFID authentication scheme for
smart cities IoT networks by taking into account the smart
homes case study scenarios. Zhang et al. [224] suggested a
privacy-preserving contact tracing-based technique to miti-
gate different security threats of 5G-enabled healthcare IoT
applications. This model was checked against several at-
tacks for reliability and comparative metrics. Although this
scheme was resilient against considered attacks, it was com-
putationally expensive in terms of authentication and verifi-
cation request processes. Gope et al. [71] also used RFID
for the security of IoT applications by considering the fu-
ture smart city infrastructure. In this work, the authors con-
sidered the forward secrecy, untraceability, and anonymity
of RFID tags to ensure the legitimacy of interconnected
devices in the network. In [72], the authors proposed an
anonymous authentication of Physically Unclonable Func-
tions (PUF) for RFID-enabled UAV-assisted IoT applica-
tions.

Kumar et al. [117] proposed an elliptic curve
cryptography-based authentication model for wireless net-
work applications utilizing the RFID framework. For re-
sult analysis, this scheme was checked against reply attacks
and man-in-the-middle attacks. However, the authors did
not provide any proof regarding the resilience of forgery at-
tacks, wormhole and blackhole attacks, etc., which hinders
the implementation of this protocol in the real environment.
Soni et al. [187] proposed an intelligent RFID-enabled se-
curity framework for healthcare applications of WSNs and
IoTs to counter DoS attacks. Later on, some researchers
identified that this model was effective against DoS attacks,
but unable to counter several relevant attacks, which lim-
ited its use in the real environment. In [222], Yusoff et al.
presented a comprehensive survey regarding different RFID
security techniques that had been used in the past to counter
the existing threats of WSN and IoT applications. More-
over, they also acknowledged that these techniques would
be useful in the future 5G and 6G-enabled Metaverse tech-
nology.

6.0.3 Authentication in Mobile Applications

Metaverse technology has been emerging as a heteroge-
neous network of networks, where many applications of
mobile networks, flying networks, and static networks
would be connected in one topology order. Therefore, it

is important to go through the present literature that is as-
sociated with different entities’ authentication participating
in the network. By doing this, we will highlight the pros
and cons of related studies that could be used to examine
the open research challenges connected with this topic.

Vishwakarma et al. [202] proposed a security frame-
work for blockchain-enabled IoT applications known as
SCAB-IoT (security communication and authentication for
blockchain). In this model, the authors used advanced en-
cryption standards (AES) in coordination with the elliptic
curve digital signature algorithm (ECDA) to ensure the au-
thentication of network devices followed by the privacy of
transmitted data. In [44], the authors proposed a trust-aware
blockchain-enabled seamless authentication protocol to re-
solve the authentication and data privacy issues in IoT appli-
cations by keeping in view their future plans in the context
of integration with other applications. The authors worked
on the traffic pattern of the interconnected devices in con-
vergence with authentication processes to improve the com-
munication metrics such as packet lost ratio and latency.
Prakasam et al. [158] proposed a low latency, area, and
optimal power Hybrid Lightweight Cryptography Authen-
tication Scheme utilizing the 8-bit manipulation principle
to ensure the verification and validation of legitimate de-
vices in the networks. In [175], the authors suggested a de-
centralized authentication scheme for blockchain-enabled
IoT applications utilizing the Physical Unclonable Func-
tions (PUFs) of participating devices. In this model, the
author focused on the computational complexity during the
validation phase to improve the lifetime of resource-limited
devices. Masud et al. [137] presented a lightweight and
anonymity-preserving user authentication protocol for IoT
applications to counter different security threats of these
networks.

6.0.4 Two-Factor Authentication Schemes

In the recent past, different authentication techniques have
been used to ensure the security of IoT and WSN applica-
tions by preserving the future integration of these applica-
tions with heterogeneous networks such as the Metaverse
technology paradigm. Two-factor authentication frame-
work is one of those strategies that have demonstrated sat-
isfactory results. To exemplify, Kariapper et al. [102] pro-
posed a two-factor approach in collaboration with RFID to
ensure the security of industrial IoT applications. In this
model, the authors used a microcontroller, Global System
for Mobile Communications model (GSM), and an RFID
tag to verify the legitimacy of interconnected machine-
embedded sensor devices. In the second phase, they used a
recording camera that worked in coordination with a multi-
task Cascaded Convolutional Network to validate the legit-
imate devices. Likewise, when both phases satisfy the se-
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curity parameters in terms of matching, then they are al-
lowed to communicate in the network. In [80], the author
proposed a two-factor authentication scheme for future in-
tegrated wireless networks. This model was effective for
client-server authentication because the authors only em-
phasized on one-hop communications. In multi-hop com-
munications, this model could not be applied because in
this scheme the server acts as a trusted authority, which
still leaves device-to-device as an open challenge. Kaur et
al. [103] suggested an enhanced two-factor authentication
for future 5G-enabled networks by considering password-
guessing attacks, reply attacks, and gateway bypass attacks.
Sadri et al. [169] proposed an anonymous two-factor au-
thentication scheme for wireless sensor networks by assum-
ing different attack scenarios. Furthermore, the authors as-
sumed communication and computation metrics for com-
parative examination to proclaim the significance of this
scheme in the presence of rival schemes.

6.0.5 Thee-Factor Authentication Schemes

To address the authentication problems in integrated wire-
less networks, Abdi Nasib Far et al. [60] proposed a three-
factor authentication scheme for these networks utilizing
MasterCards. Amintoos et al. [18] suggested a three-factor
authentication model of the elliptic curve cryptography al-
gorithm (ECC) to ensure the security of interconnected en-
tities in wireless networks. In this model, the author tried
to minimize the authentication complexity on the client
side. Jiang et al. [96] presented a three-factor authenti-
cation scheme for future wireless networks by taking into
account the physical Unclonable Function (PUF) with the
AKE protocol. Specifically, the authors used PUF, finger-
print, and password in collaboration for the authentication
and validation of legitimate devices in the network. Chen
et al. [37] presented a novel biometric three-factor-based
authentication scheme for 5G-enabled future IoT applica-
tions utilizing a multi-server infrastructure. In [38], the au-
thors suggested a secure three-factor mutual authentication
protocol to ensure the security of e-governance systems us-
ing a multi-server network framework. For formal secu-
rity analysis, the author used AVISPA (Automated Valida-
tion of Internet Security Protocols and Applications) simu-
lation tool with Burrows-Abadi-Needham (BAN) logic, and
Real-or-Random (ROR) model to verify the effectiveness
of this scheme against different security threats. Follow-
ing this discussion, Meshram et al. [140] proposed a three-
factor authentication scheme of biometrics, smart cards, and
passwords for IoT applications by considering their wire-
less communication environments. This model was checked
in the AVISPA simulation tool for formal security analysis
against different types of attacks. To explore this topic fur-
thermore, we suggested the readers refer to a review arti-

cle by Chuang et al. [41], in which the authors evaluated
49 three-factor authentication schemes that had been used
between 2013-2020 to ensure the security of wireless net-
works and their applications. In addition, the authors also
discussed the pros and cons of these schemes to provide a
path for new research in this domain.

6.0.6 Denial-of-Service (DoS) Attacks Countermea-
sures

In the recent past, deniable authentication has been used
as a promising authentication technique to counter differ-
ent attacks associated with the network and session layer
of the network [81]. In contrast to traditional authenti-
cation schemes, this technique does not use a third party
for the verification and validation of legitimate devices in
the network. Therefore, they are very effective and help-
ful in resolving the authentication problems on the client
side of the future 5G and 6G-enabled wireless network ap-
plications. To exemplify, Ibtissam et al. [89] proposed a
testbed to check and verify denial-of-service (DoS) attacks
on the hardware side of sensor devices. For the implemen-
tation and justification of this model, the authors presented
a case study of a sensor transmitter. In [150], the authors
proposed a time-tracking-based digital signature scheme for
future wireless networks to avoid DoS attacks. During sim-
ulation, the proposed scheme was checked against several
attack scenarios and showed satisfactory results. Chunka et
al. [42] proposed a secure Key agreement protocol known
as Defiant to counter DoS attacks in 5G and 6G-enabled
networks. This model was checked against DoS and DDoS
in the simulation environment to verify its effectiveness in
terms of attack detection and prevention. In [119], the au-
thors proposed an integrated security paradigm of Software-
Defined Networks (SDN) and Cognitive Radio Networks
(CRN) to counter DoS attacks in future 5G and 6G-enabled
networks.

6.0.7 Security Frameworks for Anonymity-based At-
tacks

In this segment, we will review literature related to
anonymity-based attacks to familiarize the reader with this
devastating attack type. Following this, we will also in-
clude relevant literature to discuss the existing countermea-
sure schemes and their limitations. Based on that we will
underscore the open security challenges associated with
anonymity attacks. Saleem et al. [173] explored this topic
by presenting a comprehensive survey related to this topic.
In this paper, the authors discussed different counteraction
schemes that had been used in the recent past to mitigate
anonymity attacks in wireless networks. Dwivedi et al. [53]
introduced an intelligent multi-parallel adaptive evolution-
ary technique to counter anonymity attacks in IoT appli-
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cations. In this model, the authors used the grasshopper
optimization technique to improve the attack detection ra-
tio in operational networks. Rasheed et al. [163] used the
zero-knowledge proof (ZKP) technique to detect and pre-
vent anonymity attacks in future 5G-enabled IoT applica-
tions. In the model, the authors ensured the security of IoT
devices through the newly designed multimode ZKP proto-
col by taking into different attack scenarios. In [232] the
authors proposed a GAN-enabled technique for anonymity
detection in the blockchain networks of bitcoin. In this
model, the authors classified the network traffic based on
their behavior to detect illegal requests/traffic in the net-
work. In [134] the authors presented a detailed review of
anomaly detection through Intrusion Detection Systems by
discussing the real dataset performance in different adopted
techniques. Moreover, the authors also highlighted some
publicly available datasets that can be used for the eval-
uation of anomaly detection in real networks. Following
this discussion, Chen et al. [36] proposed an advanced
clustering-based anomaly detection framework for next-
generation networks. In this model, the authors used a
novel density peak clustering algorithm to screen out the
grid’s internal process followed by the network traffic for
anomaly detection. In [161], the authors introduced an
adaptive threshold-based security framework for ATMs to
resolve the anomaly detection issue in these networks. As
for this model, the authors claimed that it is flexible, and
has the capability of scalability, therefore, it could be im-
plemented in other relevant domains.

6.0.8 Security Frameworks for Repudiation and Non-
Repudiation-based Attacks

In this part, we talked about the existing literature asso-
ciated with the Repudiation and non-repudiation attacks
of the Metaverse technology applications and their coun-
teraction schemes. In [49], the authors presented a de-
tailed survey regarding the non-repudiation attacks on IoT
applications. In this paper, the author only followed the
non-repudiation counteraction schemes to highlight its lim-
itation. Although this was a good paper, but the author
did not demonstrate the open security challenges accompa-
nied by future research directions, which makes this work
worthless. Because, it does not provide a complete follow-
through to readers, students, and experts working in this
domain. Chen et al. [35], proposed an integrated secu-
rity framework for blockchain-enabled IoT applications to
counter repudiation and non-repudiation attacks. For en-
cryption of data, the author used cloud services, while for
edge device security, they used a one-way hash digest au-
thentication framework. This model was very useful in
terms of security management, but its high computation
cost does not allow its applicability in the real world. In

[207], the author introduced an advanced encoding-based-
watermarking scheme known as ”T-Tracer” to handle the
repudiation and non-repudiation attacks in real networks.
In this model, the author bound each user for a digital fin-
gerprint before transmitting any data in the network.

Sharaf et al. [180] extended this discussion and pro-
posed a non-repudiation private membership test (NR-
PMT) model to mitigate non-repudiation attacks in elec-
tronic healthcare records. In this model, the authors used
cryptographic techniques in the coordination of key ex-
change to ensure the privacy of transmitted data in the net-
work. For further interest in this topic and in-depth analysis,
we suggest the following survey articles [?].

6.0.9 Hand-over Authentication Schemes

In this subsection, we will talk about the hand-over authen-
tication schemes, because it is a very important topic when
it comes to the security of mobile applications. In the fu-
ture, 5G and 6G-enabled networks will contain such appli-
cations, therefore, we would like to discuss the existing lit-
erature associated with secure handover authentication of
these applications. For this, Xue et al. [216] proposed a
satellite-based authentication model for mobile IoT applica-
tions. In this model, the authors bypassed the network con-
trol center (NCC) in the authentication process to avoid de-
lay during the verification and validation process of a user.
In [204], the authors proposed a novel software-defined net-
working (SDN)-based handover authentication technique
for mobile edge computing-enabled cyber-physical systems
(CPS). Specifically, the authentication handover module
(AHM) was applied in the SDN controller to ensure key
distribution and matching on the client side. The objec-
tive of this model was to minimize computation complex-
ities in terms of authentication and validation. Diro et al.
[48] proposed a lightweight authentication scheme for sub-
scriber communication of IoT applications. In this model,
the authors used a symmetric-key payload encryption al-
gorithm to ensure the authentication of legitimate users at
the end side with the least computation cost. Moreover, the
authors checked the proposed model with Transport Layer
Security (TLS) for comparative analysis and claimed that
their scheme is better than this in terms of computational
complexity. In [19], the author proposed a context-aware
lightweight authentication and key agreement scheme for
wireless applications. This scheme established authentica-
tion between interconnected devices in an employed net-
work. Following this topic, the authors presented a compre-
hensive survey on this topic in references [62, 219].

6.1 Secure Data Storage

In Metaverse, stable and reliable operation of the net-
work can improve the productivity of any application. But
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the convergence of technologies with a shift in the tradi-
tional Internet paradigm arises several challenges, and se-
cure data storage is one of them, which needs to be ad-
dressed for stability. In Metaverse, the among of data for
storage will be massive, and the conventional methods of
secure data storage will be not in a position to manage this
[190]. Given that, it is pertinent to develop new big data
storage techniques for Metaverse by following the ultra-fast
communication paradigm of 5G and 6G-enabled technolo-
gies. Sensitive data, such as user, password, biometric, fa-
cial recognition data, and behavioral data are susceptible
to internal external threats when it comes to the storage of
data [227]. Despite that, some online transaction informa-
tion and data of customers and business stakeholders will
be stored and accessed dynamically in the Metaverse. For
this, some server-based security techniques such as phys-
ical security and virtual security approaches have been in
the past, as discussed by [3]. But still, it is challenging
to extend and implement such application-oriented security
frameworks in the Metaverse.
To explore this topic one step ahead, Ersoy et al. [57] dis-
cussed the security storage issues in a decentralized envi-
ronment by targeting the MetaRepo platform, where users
store digital assets such as cryptocurrency, clothes, shoes,
avatars, and tickets, etc, in the Metaverse. Furthermore, the
authors highlighted the anxiety factors in relation with the
security of their own possession’s stolen data followed by
the legal or illegal transferred data to another application in
the Metaverse. Bouachir et al. [27] present a detailed survey
regarding AI-enabled decentralized data privacy techniques
in coordination with blockchain technology. In this paper,
the authors underlined that it is still under observation how
the security challenges will be resolved in the future Meta-
verse, when it comes to the integration of different applica-
tions followed by the real-world transformation to a virtual
world. Even though this was a good paper for an overall
literature review, but the authors did not talk about the open
security challenges followed by their solutions. Therefore,
we want to examine the possible open research questions in
this article by following the future AI-enabled solutions.

6.2 Augmented Reality security in Metaverse

In the taxonomy of Metaverse, we talked about AR tech-
nologies and noted that this technology will include a com-
plex set of input and output entities such as sensors, cam-
eras, displays, earpieces, microphones, etc., followed by
GPS to align real-world and virtual-world objects. Further-
more, we observed that this technology will play a key role
in the future 5G and 6G-enabled Metaverse. Now, it’s time
to evaluate the present literature of this technology in the
context of security, and check how effective this could in
the future. Secondly, we have to identify the limitations of

current studies to set the foundation for open research ques-
tions.
In the [206], the authors talked about immersive attacks
in the context of perceptual manipulations. Furthermore,
they explained that these attacks are launched through hu-
man physical and psychological errors instead of hardware
or software vulnerabilities. Mhaidli et al. [141] extended
this discussion in the context of AR and underlined the
methods, tools, and testers that had been used to alter the
human wearable sensors and disturb their physical posture
to intercept the legal operation of an application. In [66],
the authors exemplified these attacks by discussing an AR-
assisted walk application, where a legitimate user was mis-
guided through such an intervention. It was practically
noted that the intercept users were found in the wrong direc-
tion. Likewise, references [111] and [149] explored these
vulnerability threats in human action predictions followed
by the touch screen applications. They investigated that
these are the most severe threats to AR, and its associated
technologies. Therefore, we believed that these problems
should be tackled in the Metaverse by following the Human-
Computer Interaction paradigm.

6.3 Extend Reality security in Metaverse

The utilization of Extended Reality (XR) in Metaverse
is rapidly increasing with remarkable contributions. Given
that, this technology became an everyday consumer de-
mand for virtual and real-world object evaluation in Meta-
verse. Undoubtedly, XR has the potential to help and im-
prove the accessibility of objects in the future Metaverse.
But it also opens the door for new risks and attacks to
the Metaverse paradigm, where an attacker can easily tar-
get individual clients followed by one application or multi-
applications [11]. In traditional applications, security is
a well-established field, but in Metaverse and particularly
XR, this field still needs a lot of attention and ground-
work, because Human-Computer Interaction (HCI) is eval-
uated in the recent decade [59]. This topic is further ex-
plored by Tseng et al. [196], and highlighted the possible
risk and threats associated with XR devices in the context
of “Virtual-Physical Perceptual Manipulations” (VPPMs).
Furthermore, the authors used different attack tactics to hi-
jack the legitimate operation of client wearable devices that
uses XR and AR. In [148] the authors underlined that the
XR device’s operation is susceptible to nearby people, ob-
jects, and devices. Furthermore, they performed different
experiments to verify their claim. The results, they obtained
during simulations, illustrate that this technology is vulner-
able to standby objects. Despite, the valuable contributions
of this technology in 5G and 6G-enabled Metaverse, we are
worried about the security aspects of this technology, and
have several open research questions for the involved stake-
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holders.

6.4 Virtual Reality security in Metaverse

From the literature, we noted that Virtual reality (VR)
with other associated technologies such as AR, XR, and
MR has become a major target of investment for major in-
dustry stakeholders, interested in the emerging technology
paradigm known as the “metaverse” [124]. Furthermore, we
noted that this environment uses special devices to enable
the users to interact with the virtual world, and performed
different tasks in the digital world. Despite the fact that
Metaverse has special promises to bring many things to the
doorstep of users. But at the same time, during real-world
and virtual-world interactions, the live streaming of users,
data is vulnerable to many external attacks. Given that,
it has been reported by [52] that many users’ credentials
and sensitive data have been captured for malicious activi-
ties during transmission in the form of eavesdropping and
man-in-the-middle attacks. In [147], the authors suggested
that data stored about different users’ credentials and activ-
ities at the network cloud are vulnerable to data breaches.
Furthermore, this topic is explored by researchers in [195],
and illustrated that how adversaries can make fool innocent
users, who are playing virtual games to reveal their personal
and confidential information. With this, they acknowledge
that these attacks are very difficult to handle with the cur-
rent security measures. Therefore, we would like to explore
this area more in the open security challenges section.

6.5 Summary of Discussion

In this section, we have discussed different security
threats with their counteraction schemes. Given that,
we considered the literature of computer networks, WSN,
UAVs, ad hoc networks, IoTs, and IIoT, AR, VR, MR,
XR, and DT etc., by keeping in view the expected trans-
formation of these technologies into Metaverse. Moreover,
we have highlighted the limitations of the adopted security
techniques by taking into account different communication
and operational factors. To explore, initially, we reviewed
the existing attacks with their mitigation techniques to set a
concrete foundation for open security challenges with future
research directions. With the help of this, we acknowledged
the readers the current progress of adopted techniques with
their limitations. Given that, we examined the RFID-based
authentication techniques to familiarize the involved stake-
holders with different frameworks that had been used to
ensure the security of existing and future networks. De-
spite that, we scrutinized two-factor, three-factor, and multi-
factor authentication schemes to admit their contribution
and limitations by following the 5G and 6G-enabled Meta-
verse communication and interconnectivity paradigm. Be-

sides, we talked about some additional security techniques
that are dealing with repudiation, non-repudiation attacks
followed by interoperability and key matching, etc. With
this, we discussed several attacks use cases for AR, XR,
MR, VR, and DT technologies in Metaverse. The basic
notation behind this discussion was to bring new readers,
students, researchers, and industry stakeholders with up-to-
date progress, and set the door for open research challenges
that have been discussed in the subsequent section.

7 Open Security Challenges

In this part of the paper, we will explore the open secu-
rity challenges that still require the attention of the entire
community to address and overcome. According to the lit-
erature, 5G and 6G-enabled Metaverse technology applica-
tions will face a lot of security challenges in the near future,
when it comes to the integration of different technologies.
Some of them are discussed and summarized in the upcom-
ing subsections. Figure 10 presents a visual representation
of those open security challenges.

7.1 Open Security Challenges with Heterogenous
Network Architectures

In the future, 5G and 6G-enabled Metaverse technology
paradigm is expected to interconnect a variety of applica-
tions such as the Internet of Everything (IoE), Internet of
Medical Things (IoMT), Internet of Vehicles (IoV), IoT and
WSN, etc, under one network shallow. Following this ex-
pectation, we have noted in the literature associated with
this emerging technology that the existing authentications
and data preservation schemes still leave a lot of open holes
for an attacker to penetrate in an operational network, when
it comes to the different network architectures. Therefore,
in this segment, we would like to focus on and highlight the
open security challenges connected with the heterogenous
network architectures of the Metaverse technology.

7.1.1 Open Security Challenges with Identity Man-
agement

In the future, 5G and 6G-enabled Metaverse technology ap-
plications’ identity management of devices/clients would be
a challenging issue for the research and industry stakehold-
ers, because we have noted in the literature identification
of legitimate devices/clients/users is a hectic task. Espe-
cially, when it comes up to heterogeneous networks, where
billions and millions of sensor devices are connected. It is
a common question that how the identity management is-
sue should be handled in the Metaverse technology appli-
cations on the client side, because sensor devices had lim-
ited resources, which need efficient utilization. To fulfill the
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Figure 10: Metaverse technology open security challenges visual representation

cost-effective identity management requirements in these
resource-limited network applications, existing authentica-
tion solutions would not be able to take care of the com-
putation capability, memory utilization, and onboard power
of end-side devices. Therefore, we would like to bring the
attention of involved stakeholders toward this serious prob-
lem.

7.1.2 Open Security Challenges with Mobile Meta-
verse Applications

In this segment, we highlight the unsolved security chal-
lenges that arose during the mobility of sensor devices in
Metaverse technology applications. In mobile Metaverse
applications, secure hop-counting communication such as
device-to-device, machine-to-machine, or sensor-to-sensor
is a challenging task, because the interconnected devices
change their locations constantly, and the authentication
with the adjacent devices is the utmost requirement for them
to transmit their data in the network. Presently, existing au-
thentication schemes are complex in terms of identity verifi-
cation, matching, and validation, especially, when it comes
to the hop count authentication. Therefore, they consume
too many resources during the authentication phase. As a
result, the computational cost increases, and the network’s
lifetime decreases. Therefore, we suggest the research com-

munity follow up on this problem by designing lightweight
authentication schemes that could be useful in mobile Meta-
verse applications in terms of hop count authentication and
handover.

7.1.3 Open Security Challenges with Multiple Hard-
ware in Metaverse Applications

Future 5G and 6G-enabled Metaverse applications would
be constituted from billions and millions of interconnected
devices, as mentioned in the preceding sections. These
devices will have different hardware and vendors, which
will create authentication problems because the existing
hardware-based authentication schemes use default pass-
words or built-in key-matching techniques. With these tech-
niques, the scalability and interoperability of future Meta-
verse applications can not be handled properly. Therefore,
we suggest the research community work on this open se-
curity challenge and devise reliable authentication schemes
for this emerging technology.

7.2 Traditional Networks Attacks and Metaverse
Attacks Compatibility Challenges

In the literature, we discussed different attacks with their
counteraction schemes. But we noticed that traditional net-
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works have been targeted through complex attacks, while
new technologies such as AR, VR, MR, and XR are tar-
geted via simple, but hidden attacks and most of them have
a link with human factors or visible communication aspects.
Can we devise new software or hardware to minimize these
error rates. Secondly, Is it possible to design a collective
security framework for these technologies (new and old)
in Metaverse? If yes, How the authentication of different
users should be maintained, while using the same device.
For how long the authentication parameters of an individual
user should be stored in memory, especially, when it comes
to the dynamic change of users? Does a large number of
authentication parameters in a severs will have an adverse
impact on the network? If yes, How this problem should be
tackled in the 5G and 6G communication paradigm?

7.3 Open Security Challenges with Virtual World
and Real World Transformation

In Metaverse, a smooth and seamless transition between
virtual and real-world objects is a very important aspect.
When new users, especially, those who do not have suffi-
cient knowledge of this technology, How they can be se-
cured from unnecessary and vulnerable advertisements. Is
possible to create a platform, where users can differentiate
between legal and illegal sites and advertisements. More-
over, How the authentication process should be made sim-
ple and easy for a user, when he/she is propagation between
virtual worlds. Moreover, the new virtual world transition
demand authentication parameters of a user. Then, how
this process should be made transparent, we mean, How
it should be assured to them that his transition to the new
virtual platform is safe. As there is much possibility of the
alike fake virtual world. it is essential to respond to these
questions and design a secure real and virtual world plat-
form in the Metaverse.

7.3.1 Open Security Challenges with APIs, AR, VR,
MR and XR

Application programming interface (API) plays an essential
role in the interoperability of any technology application be-
cause it provides an interface for services intending to ex-
pose data to high-level languages. Existing APIs, such as
RESTful/REST, IFTTT, Open IoT, and LinkSmart11, etc.,
are designed and secured in the context of different appli-
cations requirement [180]. When it comes to the hetero-
geneity of Metaverse, where numerous special devices of
VR, AR, MR, and XR will work together. Then How their
security should be ensured? What tool and testers should
be used to guarantee the data integrity, confidentiality, and
availability in an operational network? Despite that What
kind of preventive measure should be taken to ensure the

security of devices with the portability of applications such
as IoT, IoE, IoV, and many more in coordination with AR,
VR, MR and XR devices?

Therefore, we suggest the research community target the
security issues associated with the interoperability of Meta-
verse technology APIs.

7.4 Open Security Challenges with Interoperabil-
ity of Metaverse Applications

In this section, we talk about the open security chal-
lenges associated with the interoperability of Metaverse
technology applications. Future 5G and 6G-enabled Meta-
verse technology will contain numerous IoT, WSN, UAVs,
IoV, and IoE applications, which will have different secu-
rity requirements, as discussed in the literature. To explore
these open security challenges, we classify them into two
sub-categories: semantic and syntactic interoperability, re-
spectively.

7.4.1 Open Security Challenges with Semantic inter-
operability

The integration of numerous applications under one 5G
or 6G-enabled network paradigm of Metaverse technol-
ogy will raise semantic interoperability challenges. Re-
dressal of these problems with existing interoperable tech-
nologies will raise several security challenges for the re-
search community because each application has different
service requirements. To this end, we intend to highlight
the open security challenges that can play a pivotal role in
this emerging technology operation. Specifically, the first
and foremost challenging task would be to enable the se-
cure distribute-ability, accessibility, and operation-ability of
eXtensible Markup Language (XML) for sensor devices by
taking into account their limited resources and application
requirement. Secure database management is an open secu-
rity challenge because this emerging technology is an ingre-
dient of several networks/applications, which have different
operational requirements. Likewise, the lack of a standard-
ized semantic security platform for such a heterogeneous
network paradigm is another challenging task for the re-
search and industry stakeholders.

7.4.2 Open Security Challenges with Syntactic Inter-
operability

In [181], the authors discussed the operational requirements
of syntactic interoperability in the context of security con-
cerns by taking into heterogeneous networks. After evalu-
ation of this article in the coordination of existing authen-
tication and data preservation schemes, we have concluded
that Metaverse technology will offer several security chal-
lenges when it comes to the interoperability of different ap-
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plications under one network paradigm. Herein, we would
like to underscore some of the open security challenges,
which need considerable attention from the research com-
munity and involved stakeholders. When the sender and
receiver have different coding and encoding schemes, how
secure should the transmission be among paired devices,
especially when it comes to resource-limited devices such
as sensors, IoT, IoE, etc? Besides, is it possible to en-
able device-to-device authentication with hop count com-
munication among different applications under one network
paradigm?

7.5 Open Security Challenges with 5G-and 6G-
enabled-Mateverse and AR

In the literature, we noted that AR technology equip-
ment, gadgets, and devices should be targeted through hu-
man low-security pools in different applications. With this,
We also witnessed that different matching techniques have
been used to ensure the security of these devices during
dynamic connectivity. However, we are concerned, How
these devices and applications will respond, when it comes
to the multi-application operation with 5G and 6G enabled-
ultra-fast communication of Metaverse. Despite that, Is
it possible for a user to authenticate with the same pass-
word/security parameters followed by utilized gadgets or
devices in different Metaverse applications? If yes, How
much secure this framework would be? If not, then, What
are the possible options for the solution to this problem? In
addition, Is it possible to merge the existing AR applica-
tions with newly adopted applications with proper security
protocols in Metaverse. If yes, How this platform should be
checked? If not, What we can do for redressal of this.

7.6 Open Security Challenges with VR technology
in 5G and 6G-enabled Metaverse

In the literature evaluation phase of VR, we noted that
this technology is susceptible to various attacks. Some of
these may be the result of mistakes made by people, while
others may be brought on by the lack of client awareness.
To follow up on these threats, we did not notice consider-
able countermeasures techniques that have the capability to
prevent the interception of adversaries in future Metaverse
using VR. Given that, we have some questions for the in-
volved and even clients. How transmission of VR-enabled
devices should be secured or segregated from the side by de-
vices? Is there any possibility of this? If yes, How it could
be done? Does it will have an impact on the performance of
VR gadgets or not? Secondly, How the customer’s aware-
ness problems should be resolved? What are the possible
options that could be utilized to acknowledge the proper use
of VR devices, especially, when it comes to a massive num-

ber of users? Despite that, Can we launch an easily acces-
sible and understandable security coursework for the users?
If yes, How uneducated people will be dealt with? If not,
then How we can secure the foolproof security of VR in
Metaverse? 5G and 6G ultra-fast communication are proven
some external attacks, when it comes to the integration of
VR devices with existing networks (using old communica-
tion entities). Then, What are the possible techniques that
can be adopted to ensure the compatibility of VR devices
with already established networks using 5G and 6G com-
munication paradigms?

7.7 Open Security Challenges to Online Gaming
Industry

In the future Metaverse, the gaming industry is expecting
considerable growth in the context of the economy. How-
ever, they are needed to ensure the reliable operation of their
applications, as discussed in the gaming industry section.
Despite that, another challenging task for these stakeholders
would be the security of the consumers market individuals.
Because most of the users will be connected dynamically
followed by static and mobile network paradigms. When
this connectivity is dynamic with the mobile network, then,
How the authentication of an individual should be ensured
by keeping in view the efficient utilization of network re-
sources. Given that, this authentication should be central-
ized or decentralized. Let’s assume, if it is a centralized
authentication framework, then, How resource-limited net-
works such as IoT and WSNs should be dealt with in the
context of resource management and traffic congestion and
contention. Conversely, if it is a decentralized framework,
then, How the authentication parameters a legal user will
propagate in the network? How the memory management
issues will be tackled? These are the most important ques-
tions, which need a response from the concerned stakehold-
ers.

7.8 Open Security Challenges with Network Vir-
tualization

In the 5G and 6G-enable Metaverse, virtualization is a
key concept regarding the physical world and virtual world
integration. Given that, this virtualization should be en-
sured through numerous software and hardware combina-
tion and compatibility. When a particular software is com-
promised through malware, then, How the propagation of
this malware should be restricted to adjacent software. Dur-
ing virtualization, Is it possible to design a layer-wise se-
curity framework? If yes, then, How constraint-oriented
networks should be dealt with. We mean, There should
be different security approaches for these networks. If not,
then, How this problem should be managed? Despite that,
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How the access control policies should be devised for this
paradigm? Generally, an admin can manipulate such vul-
nerability threats. But in the case of Metaverse virtualiza-
tion, Who will take this responsibility? Secondly, it should
be application-specific or Metaverse. Despite that, if it is
application-oriented, then, What consequences it will have
on the network performance? if it is Metaverse base, then,
How the different application’s security parameters should
be managed under one umbrella?

7.9 Human Centric and Content Centric Meta-
verse

In the future Metaverse, a large number of user-
generated contents (UGC) are envisioned to be constructed,
ordered, and delivered across several sub-metaverse tech-
nologies. From the current literature, we can see that IP-
based content transmissions are facing many imperative
challenges to secure UGC data during transmission in large-
scale networks. To compensate for these challenges, the
literature presents several counteraction schemes, but it is
still not clear, who will be the trusted party for all inter-
connected applications during content dissemination when
it comes to the integration of large-scale different networks.
Secondly, Is it possible for all sub-networks to accept such
a paradigm? If not, then, What are possible options that
can be useful to gain the trust of all involved stakeholders?

7.10 Open Security Challenges with 5G-and 6G-
enabled Autonomous robotics and Systems
in Metaverse

In Metaverse, it is expected that 5G and 6G-enabled au-
tonomous robots and systems will be merged into this tech-
nology. Despite the fact that this technology will contribute
a lot to the economy, but it is worth noting that How the
interoperable sensor should be secure from internal and ex-
ternal adversaries. Especially, when it comes to malware
propagation, spyware, and trojan. Is it possible to stop the
propagation of aforesaid viruses among interconnected sen-
sors? If not, then, How the adjacent sensors should be made
secure from them? If yes, What are the tools and testers
that could be useful prevent the spread of these viruses?
Moreover, Is it possible to manage the operation of different
sensors separately? If yes,then, How the synchronization
among different sensors should be maintained with reliable
operation?

7.10.1 Open Security Challenges with Networking In-
teroperability

Future 5G and 6G-enabled Metaverse technology will allow
the interconnection of numerous applications under one net-
work shallow. In the literature, we have noted most of the

existing authentication and privacy schemes are application
specific. How could such an enormous network paradigm
be secure during different applications’ integration when it
comes to the network layer, session layer, and application
layer protocols? Moreover, we know that the evaluation of
this technology is still in the developing phase, therefore,
it is an open challenge for the research community to build
a standardized security framework that could be capable of
evaluating the performance of different routing protocols in
coordination with security techniques.

7.11 Open Security Challenges with Key Match-
ing

Future 5G and 6G-enabled Metaverse Technology appli-
cations will use key matching schemes for device-to-device
(D-2-D), machine-to-machine (M-2-M), and sensor-to-
sensor (S-2-S) authentication under one network paradigm
at the client side. Based on the literature evaluation, herein,
we would like to highlight the open security challenges that
will be aroused in the Metaverse technology. For this, we
considered the heterogeneity and scalability of the network
followed by their integration with different applications. In
the consequent sections, we will have summarized them in
connection with existing literature.

7.11.1 Open Security Challenges with Key Distribu-
tion

In the future, 5G and 6G-enabled Metaverse technology ap-
plications, key distribution will create a lot of challenges for
the research community, because there will be connected a
lot of applications under one network shallow. With this
platform, how the authentication keys should be distributed
by keeping in view the mobility factor. And how the D-2-D
authentication should be enabled among different applica-
tions clients at the end side? Moreover, it is also challeng-
ing that how public and private keys should be distributed
among the interconnected devices in such a heterogeneous
network. Likewise, how the default authentication scheme
should be dealt with when it comes to the key matching of
different applications. These are the most visible challenges
associated with the key distribution, verification, validation,
and matching of the Metaverse technology.

7.11.2 Open Security Challenges with Key Manage-
ment

From the literature on Metaverse technology, we have noted
that this technology should be extended from specific to
more general applications in the form of heterogeneous
networks. Following this infrastructure, how the public
and private keys of network participating entities should be
managed because there will be different devices that will
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have distinct computation capabilities? To exemplify this,
let’s assume sensors, PCs, laptops, smartphones, etc., who
will be responsible for managing such a huge number of
authentication keys? In the context of hop count communi-
cation, how the resource-limited devices will maintain their
pre-store register in the context of neighbor devices keys, if
they follow hop count communication? With this, how the
communication and computation capabilities should be re-
tained to achieve the desired quality of service requirements
in Metaverse technology applications.

7.11.3 Open Security Challenges with Two and Three-
Factor Authentication

In the present literature, we noticed that most of the
two- or three-factor authentication schemes are application-
specific. Therefore, it would be a challenging ask for
researchers to enable two or three-factor authentication
among numerous interconnected applications (devices) un-
der one network platform for the Metaverse technology. In
particular, how two- or three-factor authentication should
be enabled among different application devices in one net-
work paradigm such as Metaverse technology? What are
the parameters that would be adopted during the authentica-
tions? How these two- or three-factor authentication should
be managed, when it comes to the mobility of devices in
an application? Would these two or three-factor authentica-
tion schemes be communication friendly in Metaverse tech-
nology applications? Following the mobile authentication,
handover process, and communication metrics of Metaverse
technology, the research community needs to work hard on
this challenging problem.

7.12 Open Security Challenges with Addition of
New Edge Devices

In the future 5G and 6G-enabled Metaverse applications,
it is likely accepted that some additional devices such as
glasses (uses AR or VR), goggles, joysticks, and head-
phones, etc., should be used to connect with the edge de-
vices to satisfy the customer’s needs in different applica-
tions. To exemplify, let’s assume the scenario of virtual
gaming applications of Metaverse technology. When it
comes to connectivity, operational ability, and client par-
ticipation in these applications, the aforementioned devices
would be used as additional constituents to facilitate end
users at their doorstep. To explore this, we can see that
the highlighted apparatuses have a very important role in
the Metaverse technology productivity and user satisfaction.
While at the same time, we can also expect that it will offer
several open security challenges for the people working in
this domain. For example, how the authentication should
be ensured of different external devices with edge devices

during first connectivity; how data privacy should be main-
tained in such a scenario; how should its complication be
minimized in the whole Metaverse technology paradigm if
a device is compromised? Likewise, is it possible to iden-
tify an adversary in such a scenario during forensic inves-
tigation? These are open security challenges that need the
attention of involved stakeholders if we want a safe, secure,
and reliable future Metaverse technology paradigm.

7.13 Open Security Challenges with Different
Systems Integration

From the literature and future perspective of Metaverse,
we can observe that this technology will integrate a large
number of applications under one network paradigm that
could be visible in terms of the digital transformation of
the globe. When it comes to the integration of such a great
number of applications, then How the security of these dif-
ferent applications should be managed under one network
platform. Given that, Is it possible to ensure the security of
such different applications? If yes, then, What should be
the authentication framework for them? If not, then How
we can integrate different applications in Metaverse? These
are the basic questions for the research community and in-
dustry stakeholders, which need their responses.

7.14 Open Challenges with the Security Owner-
ship Responsibilities

In the evaluated literature, we have not come across a
single paper that deals with the ownership of the security
of this emerging technology. To explore, when a subnet-
work or application is compromised, which network entity
should be considered during an investigation or forensic, lo-
cal network or global network, and Who will take the own-
ership of security. Despite that, What should be the defined
parameters for that network entity in intra-networking and
inter-networking? Secondly, Is it possible to manage the
security of the whole Metaverse parading through one net-
work entity and it could be considered during forensic veri-
fication? If yes, then How the internal security approaches
of different applications should be dealt with? If not, then,
What are possible options that could be adopted to handle
this problem? In the case of a centralized entity, What are
possible options exist that could be used to check the fea-
sibility? Conversely, if it is decentralized, then, How the
situation will be dealt with, when a subnetwork or applica-
tion is compromised through other networks? We believe
that these are the most demanding questions, which need
the concerned stakeholder’s response to guarantee reliable
forensic investigation of this technology.
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7.15 Open Challenges with Security and Memory
Management

In Metaverse, different applications should be connected
under one network umbrella. Therefore, efficient utiliza-
tion of memory with proper security parameters should be
a challenging task, and we have noted this in the literature
review phase. Given that, in Metaverse, there will be com-
puter networks and sensor networks such as Wireless Sen-
sor Networks (WSNs) Unmanned Aerial Vehicles (UAVs),
Ad Hoc Networks, and the Internet of Things (IoT), etc,
that have limited sources. Keeping in view the limitations
of these networks, Is it possible to adopt a global security
framework for Metaverse? If yes, How should the pro-
cessing capabilities and memory concerns of the limited re-
source network will be dealt with? If not, then, What are
the possible alternatives that could be useful in the redressal
of this problem? Despite that, If lightweight authentica-
tion techniques are adopted for resource-limited networks
by taking into account their memory storage and processing
powers, then, How efficient these techniques could be in
computer networks. We mean, these techniques will be ca-
pable to counter different attacks that had been exercised on
computer networks. In the case of inability, being a mem-
ber of community, we should have to think about the better
future of this technology.

7.15.1 Open Security Challenges to the Metaverse
Economy Market

Metaverse will enable different applications stakeholders to
present and ensure their client’s participation and products
under one network platform, in most cases openly in the
form of digital asset trading and resource sharing. With
this, they will boost up the reward of their productivity in
the context of increasing overall gross and net profit. Al-
though this technology offers several benefits to business
stakeholders in the digital market, but, at the same time, it
offers numerous challenges to the economy of these enter-
prise market owners. To exemplify these challenges, the
undermentioned scenarios should be kept in mind.

1. The first and foremost security challenge is, How the
authentication parameters of legitimate clients can be
maintained in different applications, especially, those
they are openly accessible in Metaverse paradigm.
How to restrict unfair free access to different applica-
tions of this technology by keeping in view the ease of
access and connectivity policies. What are the security
parameters that should be adopted for this technology
without losing simplicity during users connectivity?

2. If an application is compromised, How the economic
damage can be controlled? Is it possible to minimize

the damage to a specific domain in an application? If
yes, What should be these preventive measures? Does
it will have an impact on the performance of the net-
work? If not, then, How the trust of enterprise market
stakeholders can be gained? Secondly, How it should
be demonstrated to involved consumers and business
stakeholders that their investment is secure.

7.16 Open Security Challenges with the Different
Applications Access Control

In Metaverse, the next biggest security challenge is asso-
ciated with the access control policies of different applica-
tions. When unlike applications have different access con-
trol policies, then, How the session initiations and storage
should be securely controlled, especially, when an admin
login through a different application. Despite that, the login
cookies of an administrator are saved in an irrelevant server,
then, still, a particular application is safe from adversaries.
If not, then, What are the possible ways through which this
problem can be handled in future Metaverse? Likewise, Is
it possible to manage access control policies with respect to
applications and subnetworks. If yes, then, How the easy-
to-access formality should be fulfilled. If not, What are
possible solutions?

7.17 Open Security Challenges with Traditional
Communication and 5G and 6G Communi-
cation Hardware (Physical Layer)

From the taxonomy of Metaverse and 5G and 6 G-
enabled technologies, we can observe that when the exist-
ing technologies are merged in Metaverse, then, How the
communication, QoS, Interoperability, and security chal-
lenges can be dealt with. To explore, presently, we can see
that mm-wave bands have been widely used in 5G and 6G
communication infrastructure. In Metaverse, when such a
communication paradigm is adopted, then How the physi-
cal layer security of traditional applications should be han-
dled? Is it possible to make the conventional application’s
hardware and software compatible with 5G and 6G capable
hardware and software? If not, then, What are the possi-
ble options that could be useful to make this process with
proper security protocols?

7.18 Open Security Challenges with Traditional
Communication and 5G and 6G Communi-
cation Hardware (Data Link Layer)

When it comes to data link security, we noted that in the
5G and 6G communication paradigms, the narrow band-
width with short pulse transmission waves will minimize
the eavesdropping attack ratio. But when it comes to the
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traditional network integration with 5G and 6G communi-
cation technology, then, How the channel coding should be
managed. Secondly, let’s suppose, we manage the trans-
mission channel with the help of coding, then, How secure
these channels should be? Because it is like opening a door
for an adversary. How this scenario should be manipulated?
Thirdly, In 5G and 6G communication, the attenuation of
THz communication is very low for certain materials, while
it is high for traditional 2G, 3G, and 4G communication in-
frastructure. During merging, How this problem will be
tackled? If it is not managed properly, then, it creates an en-
vironment of jamming or eavesdropping attack. Given that,
How it should be ensured that deployed Metaverse network
communication paradigm is secure and safe?

7.19 Summary of Discussion

In this section, we talked about the different security
challenges that still require the concerned stakeholder’s re-
sponse for a better future of Metaverse. Based on the exist-
ing literature limitations and Metaverse requirements, we
have taken into account several aspects of existing tech-
nologies followed by emerging technologies, while man-
aging this segment. Because it was important to synchro-
nize the requirement section and existing literature sections
with open security challenges, as Metaverse will integrate
many technologies that range from old to emerging. Fur-
thermore, we considered the operation, additional device
participation, communication, and interconnectivity scenar-
ios from the client’s side to the network cloud followed by
the remote destination. Given that, the questions raised in
each subsection have a direct link with 5G and 6G-enabled
Metaverse. Therefore, we strongly believe that the redressal
of these questions can solve the security problems of future
Metaverse up to a significant level.

8 Future Research Directions

In this section, we highlight the possible research direc-
tions that could be useful in the redressal of the aforemen-
tioned open security challenges.

8.1 Future Directions for Authentication of Indi-
vidual Devices

In previous sections, we discussed that the authentica-
tion of participating entities in Metaverse technology appli-
cations would be a challenging task, due to the heterogene-
ity, mobility, scalability, and handover processes. Also, we
showed that default password techniques could not be an
effective way to ensure cost-effective authentication in the
future 5G and 6G-enabled Metaverse technology applica-
tions, because of the aforementioned factors. Despite this,

some devices such as smartphones use SIM cards for au-
thentication in the network. In the future Metaverse tech-
nology applications, it would not be possible to ensure the
authentication of billions and millions of devices through
SIM cards and default passwords, therefore, it’s time to start
the utilization of E-SIM cards.

8.2 Future Research Directions for Cross-Domain
Integration in Metaverse

To compensate for the cross-domain trust issues in Meta-
verse, blockchain could be used as a promising technology,
because it has the capability to build a trust-free economy
ecosystem for this technology. Blockchain will allow dis-
tinct applications or sub-metaverses to deploy their services
such as block structures, transaction formats, and consensus
protocols to meet the security and network interconnectivity
requirements in the context of interoperability. Given that,
an efficient cross-domain authentication framework will en-
sure the legitimacy of participating consumers followed by
digital asset-related activities in different sub-metaverses.
Although currently hash-locking, side-chain, relay chain,
and digital asset transfer security techniques had demon-
strated remarkable results in blockchain technologies, but,
it has much potential and can do better than the present in
the future Metaverse. Therefore, we believe that the adap-
tation and execution of this technology should be further
investigated in the cross-domain connectivity of Metaverse
by targeting the application-specific requirements and net-
work architecture.

8.3 Future Research Directions in Gaming Indus-
try

In the future gaming industry, the players or clients
will be monitored or facilitated through wearable devices
such as goggles, smartwatches, sensor-embedded shoes,
and cloths that will be resource-constrained in terms of
computation and communication capabilities, as discussed
in the literature. Once this technology is merged into Meta-
verse, which always demands resource-full devices that
has high computation and communication power to ensure
delay-sensitive connectivity and transmission. Therefore,
data privacy with the authentication of dynamic players and
devices is a challenging task for the involved stakeholders.
But, we trust that user-generated content (UGC) that uses
content management nodes in a decentralized environment,
and CCN could be used as a promising technology effec-
tively addressed the security concerns of this technology.
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8.4 Future Research Directions for Scalability of
Metaverse Technology

In the open security challenges, we highlighted the scal-
ability problems associated with the security concerns of
Metaverse technology applications. Although, this problem
is associated with the long-term planning of the Metaverse
technology paradigm, it’s a good time to suggest possible
research directions that could be adopted for redressal of
them. Machine learning (ML), Deep Learning (DL), and
Reinforcement Learning (RL) algorithms should be used as
an effective weapon against new, previous, and unknown
threats because these algorithms are capable of identifying
them cost-effectively in heterogeneous networks. More-
over, Transfer Learning (TL) algorithms could be used to
address the security problems associated with Metaverse
technology, because they are capable of defense distillation
(a kind of defense strategy) to ensure the security robust-
ness of this emerging technology. Therefore, we suggest the
involved communities focus on the utilization of ML, DL,
RL, and TL algorithms in future work to detect and pre-
vent complex security threats of heterogeneous Metaverse
networks.

8.5 Future Research Directions Human Centric
and Content Centric Security Challenges

In the recent past, Content-centric networking (CCN)
emerged as an alternative technology that shifted the tradi-
tional Internet architecture. In CCN contents are managed
and routed with respect to their naming addresses, however,
these content are manipulated through host-oriented rout-
ing paradigms and IP-based routing protocols in the tra-
ditional Internet architecture. To explore, in CCN-based
paradigms, the UGC consumers would be enabled to send
the desired UGC request to any CCN node network that has
close matches with UGC. In addition, the CCN nodes have
embodied a security model which explicitly checks and ver-
ifies the security of individual content instead of securing
the “pipe”. Although, this technology is still in its emerg-
ing phase, but keeping in view its potential, we believe that
it can resolve the security concerns associated with content
dissemination and handling in the future Metaverse. De-
spite that, we also noted that CCN can bring some problems
such as content poisoning in very large-scale networks, but
it can be handled through proper research collaboration be-
tween industry and academia. Despite that, the metaverse is
human-centric, whereas an individual such as users/avatars’
personalized privacy techniques should be in collaboration
with CCN to ensure foolproof security of the future Meta-
verse.

8.6 Future Research Directions for Security Stan-
dardization Framework

From the present literature, it is clearly visible that there
is no standardized security platform for emerging technolo-
gies and particularly Metaverse technology applications.
Furthermore, it would be even more challenging to design
an international security paradigm for the future 5G and 6G-
enabled Metaverse technology, because the commercial de-
ployment of the 6G network is expected to start in 2028
in Korea, and then expanded to the globe by 2030 [61, 18].
Therefore, we suggest the research community and industry
stakeholders work on the security aspects of this progres-
sive technology and take an extensive part in the develop-
ment and deployment of 6G technology. With the adoption
of such a global security platform, numerous security chal-
lenges of future Metaverse technology can be resolved by
taking into account real network scenarios.

8.7 Future Research Directions for Forensic In-
vestigation Challenges

In the future 5G and 6G-enabled Metaverse, it is likely
expected that the analogy of social norms should be adopted
the same as of present technology. But Metaverse will
allow additional accessibility and interaction with several
other technologies, whereas content creation, social activi-
ties, and business advertisement followed by virtual econ-
omy should be very easy for every individual using this
technology. However, we noticed in the literature and open
research challenges, How the culprit or an adversary should
be identified in forensic investigation, Who will take re-
sponsibility for a central point of interest in this investiga-
tion. Then, we were out of concrete responses/answers. To
compensate for these issues and ensure reachability to the
culprit, we believe that the world has to review the exist-
ing rule and regulations. Furthermore, they have to make
them more strict, and devise some punishments for appli-
cation or sub-metaverse stakeholders as well, because this
will be a step forward procedure for them to verify the legit-
imacy of their consumers. Despite that, blockchain should
be used as an additional constitute, and the involved enter-
prise market stakeholders must be assured to use this tech-
nology in coordination with their local technology. With the
help of this, the authentication parameters of participating
customers should be saved in a decentralized environment
cost-effectively, and could be used during a forensic inves-
tigation, if needed.

8.8 Future Directions associated with Reconfig-
urable Intelligent Surface

In the open security challenges, we discussed that future
Metaverse technology applications are facing many secu-
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rity problems, because of the wireless communication, mo-
bility of devices, and random interconnectivity among the
network participating devices. To address these challenges
in future 5G and 6G-enabled Metaverse technology applica-
tions, the role of the reconfigurable intelligent surface could
not be ignored, because of its flexible communication capa-
bilities. Therefore, we suggest the researchers and industry
stakeholders work on the security aspects of future Meta-
verse technology applications to ensure the effective uti-
lization of reconfigurable surfaces in the redressal of these
problems. Especially, this technology will be very helpful
against man-in-the-middle attacks and jamming attacks. It
is also believed that the effective utilization of this technol-
ogy could be assumed to be an effective weapon to improve
the productivity of any application in the Metaverse tech-
nology paradigm.

8.9 Future Research Directions in AR, VR, and
XR

When it comes to the utilization and operation of AR,
VR, MR, and XR, several open security have been noted
and raised in different sections of this paper. However, it
is more challenging to demonstrate an accurate research di-
rection that could be useful in the redressal of underlined
open research questions. Given that, some of the secu-
rity problems such as authentication of devices/gadgets of
AR, VR, MR, and XR can be addressed with the utiliza-
tion of Transfer learning algorithms. Likewise, deep learn-
ing algorithms and reinforcement could be used as an alter-
native paradigm. With this, we suggest that a blockchain
paradigm with supervised and unsupervised machine learn-
ing should be as used a third candidate to manage the au-
thentication and data preservation problems. Despite these
all, we strongly recommend the involved stakeholders to de-
sign some training and security awareness campaigns for all
customers. Because digital transformation allows attackers
to target clients through Phishing attacks (social engineer-
ing attacks). With the adaptation of such a basic knowledge
platform, most of these attacks can be easily avoided by cus-
tomers. In short, we trust that aforesaid research directions
can be very helpful in the solutions of considered technolo-
gies security problems.

8.10 Future Directions for Key Management in
Distributed Environments

In the future 5G and 6G-enabled Metaverse technology
applications, the key distribution would be a challenging
task, as mentioned above in the open security challenges.
For the redressal of this problem, blockchain technology
should be assumed as the best candidate, because it will
allow the authentication of network devices in a distributed

environment. However, key distribution with respect to de-
vice location is still an open issue. Therefore, we suggest
the research community properly utilize ML-enabled algo-
rithms for this task by taking into account the blockchain
technology infrastructure. With the help of these algo-
rithms, they must train their models to shift the keys of inter-
connected devices with respect to device mobility/location.
Besides, the virtualization of keys should be considered an-
other solution, because it will ensure the effective utilization
of network resources in a distributed environment. In addi-
tion, virtualization should be very helpful in improving the
overall productivity of any application connected to Meta-
verse technology.

8.11 Future Research Directions Associated with
Malware Propagation in Autonomous robots
and systems

To compensate for the virus propagation issues in 5G and
6G-enabled Metaverse applications such as autonomous
robotics and systems. We suggest the research commu-
nity to design a firmware build-in firewall for machine and
robot-implanted sensors, that have the capability to analyze
the incoming and outgoing data. Despite that, we want to
acknowledge that internal and external intrusion detection
systems (IDS) and intrusion detection and prevention sys-
tems (IDPS) could be also very useful in the redressal of
this problem. Before the implementation of this technol-
ogy, it is needed to investigate and testify the new traffic
analysis techniques for several possible attacks. Moreover,
transfer learning (TL) and deep learning (DL) algorithms
could be very productive too, because it has the capability
to predicate and detect malicious traffic.

8.12 Future Research Directions with Wireless
brain-computer

To address application-oriented or sub-metaverses secu-
rity challenges in the future 5G and 6G-enabled Metaverse
technology. We suggest the research community and indus-
try stakeholders to explore Wireless Brain-Computer Inter-
action (BCI) technology because this technology has con-
siderable potential to address the authentication and data
privacy issues in large-scale Metaverse. Although BCI is
not new technology and is used in the healthcare domain,
but, it has not been explored in the recent past. To elaborate,
BCI technology works like the visual cortex in the form of
artificial limbs, which uses a four-step process such as sig-
nal acquisition followed by feature extraction, translation,
and report response. Following the aforesaid four parame-
ters, we believe that these can be useful in the authentica-
tion of machine-embedded sensors if utilized in the indus-
try. Despite that, it can be also useful to detect malicious
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data at the client side and centralized location, if adopted
effectively.

8.13 Future Research Directions for Addition of
New Devices

To address the security concerns that arose with the inter-
connectivity, operation-ability, and customer participation
through external devices in the Metaverse technology ap-
plications. We suggest the research and industry stakehold-
ers work together and design such a hardware and software
infrastructure for the edge devices that could be capable of
not allowing the further process of external devices’ data in
the network except the defined commands/parameters. Al-
though this is extremely hard to manage such a scenario in
the real network, we believe that ML, DL, and RL algo-
rithms could be utilized as supplementary candidates to an-
alyze the upcoming traffic of external devices for the afore-
mentioned task handling. With the collaboration of these
two ingredients, the anomalies should be removed from the
data, and the security parameters of the network should be
maintained to attain the trust of involved stakeholders.

8.14 Summary of Discussion

In this subsection, we talked about different research
directions by taking into account the open security chal-
lenges of the Metaverse. Even though, some of the solu-
tions need the collective efforts of different stakeholders,
but still, we believe that this is possible. Despite that, we
also highlighted some solutions that have direct a link with
the clients. But we want to acknowledge that to ensure the
foolproof security of Metaverse, we need to address all the
possible flaws.

9 Conclusion

In this paper, we have presented a comprehensive survey
regarding the future 5G and 6G-enabled Metaverse tech-
nology applications’ taxonomy and their security concerns.
Firstly, we covered the literature associated with the tax-
onomy of Metaverse and 5G and 6G-enabled technologies
followed by their different applications to familiarize the
readers with the importance and potential of this emerg-
ing technology. Then, we narrowed down our discussion to
different security threats to the Metaverse technology and
their counteraction schemes to accentuate their benefits and
drawbacks. Afterward, we set a synchronized preface to
underline the requirements of this emerging technology by
taking into account the limitations of the present literature.
Based on this, we highlighted the open security challenges
that still need the concerned stakeholder’s attention to en-
sure the robustness of this technology. Finally, we spot-

lighted the possible research directions that could be use-
ful in the redressal of underlined open security challenges.
Keeping in view the potential of this emerging technology
and security challenges, we believe that this paper could be
considered as a complete package for the students, industry
stakeholders, and researchers, and guarantee the security of
this progressive technology in the future.
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