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ABSTRACT
Since the Tor network is evolving into an infrastructure for anony-
mous communication, analyzing the consequences of network
growth is becoming more relevant than ever. In particular, adding
large amounts of resources may have unintentional consequences
for the system performance as well as security. To this end, we
contribute a methodology for the analysis of scaled Tor networks
that enables researchers to leverage real-world network data. Based
on historical network snapshots (consensuses), we derive and im-
plement a model for methodically scaling Tor consensuses. This
allows researchers to apply established research methods to scaled
networks. We validate our model based on historical data, showing
its applicability. Furthermore, we demonstrate the merits of our
data-driven approach by conducting a simulation study to identify
performance impacts of scaling Tor.

CCS CONCEPTS
• Security and privacy → Pseudonymity, anonymity and untrace-
ability; • Networks → Topology analysis and generation; Net-
work simulations; Overlay and other logical network structures.
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1 INTRODUCTION
Over the years, the Tor network [5] has experienced considerable
growth, representing the increasing need for online anonymity.
Apart from this general trend, however, several developments in-
dicate that Tor will (have to) grow even much further over the
upcoming years. Firstly, with the introduction of the new official
Tor client arti [17], Tor opens to a much broader user base that goes
beyond its current main usage in a web browser. Secondly, more
web browsers consider tightly integrating Tor support as part of
their private browsing modes. [4, 7]. As a consequence, there is a
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Figure 1: Proposed research workflow. Real-world Tor con-
sensus data is processed and modified to enable research on
extrapolated networks.

clear need for a well-founded strategic plan on how to accommo-
date such growth in the Tor network, particularly how to scale the
network.

When adding resources to the Tor network, there are two gen-
eral dimensions of growth that are in line with prior research on
distributed systems [19]: horizontal growth (adding new relays) and
vertical growth (increasing the existing relays’ bandwidth). Today,
however, there is no method that can guide the decision-making
process on the question of which direction would be preferable, and
what would be the implications for the Tor network. While relays
are generally operated by third parties and are not subject to con-
trol by the Tor project, knowing the implications of either growth
dimension would allow to identify upcoming issues early. Also, this
may allow to incentivize the preferable kind of resource donation,
steering the network into one or the other direction. These goals,
however, require thorough insight on the implications of the two
scaling dimensions, affecting performance as well as security.

Over the years, the large body of Tor research [1] established a
series of research methods. One of the most prominent approaches
uses real-world snapshots of the network, the so-called consen-
sus, for analyzing Tor. This has resulted in a variety of tooling
and methodology [3, 13, 15, 21, 24]. As of today, however, these
data-driven approaches can only be applied for the analysis of the
network history, which is not sufficient to understand and tackle
upcoming challenges.

In this paper, we aim to fill this methodical gap. As our main
contribution, we provide a methodology to extrapolate real-world
Tor consensus documents into scaled versions of the Tor network.
We develop models for horizontal and vertical growth of the Tor
network that serve as input to torsynth, a software framework
to generate synthetic consensus documents. This allows us and
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fellow researchers to apply established research methodologies—
for instance, network simulation and circuit generation analysis.
In Figure 1, we illustrate this data pipeline and how our work
will benefit researchers working in this field. Please note, we do
not aim to predict network growth in Tor but instead establish
the foundations for exploring and experimenting with different
developments that may be conceivable, which can also include
predictive models in the future.

As our first step, we motivate our focus on horizontal and verti-
cal network growth by analyzing the past growth behavior of the
Tor network, based on historical data (Sec. 2). We then introduce a
novel network growth model as well as its implementation (Sec. 3),
and validate its applicability based on historical data (Sec. 4). Fi-
nally, we demonstrate its utility by carrying out large-scale simula-
tions (Sec. 5) of extrapolated versions of the Tor network using the
shadow simulator [11]. We analyze the performance implications
of different scaling dimensions, coming to the non-obvious finding
that focusing only on horizontal growth instead of vertical scaling
may harm the performance of the Tor network.

2 EVOLUTION OF THE TOR NETWORK
In order to motivate our model for extrapolating Tor network con-
sensuses, we examine and characterize Tor’s evolution of network
growth in the past ten years.

2.1 Tor Basics
Tor achieves anonymity for its users based on the principle of
onion routing [8]. That is, each user’s stream of communication is
transferred over a path of intermediate relays, called a circuit. Relay
information is collected and published by directory authorities who
compile their view of the network into consensus documents. These
are used by clients to select relays for their circuits. This choice
is made randomly but weighted by the relays’ bandwidth, which
is measured for validation by bandwidth authorities. Relays can
be used for different positions in a circuit, depending on the flags
they have been assigned (e.g., exit or guard relays). For relays, the
so-called family relation can be set by the operator. If two relays
are mutually defined as family members, they are understood to be
operated by the same person or organization and are not chosen
together in a circuit. We refer the reader to the specification [22]
for more in-depth information.

2.2 Tor Network Growth
By analyzing the Tor network size from the past, we generate first
insights on the dimensions of network growth as a baseline for build-
ing our model. In particular, we focus on validating whether the
general differentiation into horizontal and vertical growth, known
from other distributed systems, also applies specifically to Tor. Hori-
zontal network growth is due to new relays joining the network. On
the other hand, vertical growth refers to the “size” of the individual
relays, i.e., their bandwidth characteristics.

We base our analysis on historical Tor consensus data from [23],
covering the past 10 years (2013-02 to 2023-01). We make use of the
following base metrics upon which we build our growth rate indi-
cators. For any given time 𝑡 , we define 𝑛(𝑡) as the number of relays
at time 𝑡 . We use this to estimate horizontal growth. Moreover, we

define 𝑏 (𝑡) as the average bandwidth per relay at that time and use
this as an indicator for vertical growth.

These base metrics are evaluated in Figure 2. On first sight, one
can see that these two network dimensions have indeed developed
differently over time.While, in the beginning of the timeframe, both
horizontal and vertical network growth are present (and especially
a growth in the number of relays can be observed), this coupling
has later come to an end. Especially in 2018 and early 2019, network
growth was primarily due to an increasing average bandwidth per
relay. On close investigation, we can see that the growth dynamics
of the network have evolved in relatively distinct phases.

In order to quantify this behavior more rigorously, we took the
following approach. For each point in time 𝑡 and a to-be-defined
growth time span Δ𝑇 , we define the horizontal growth 𝐻 (𝑡) and
the vertical growth 𝑉 (𝑡) as follows:

𝐻 (𝑡) =
𝑛

(
𝑡 + Δ𝑇

2

)
𝑛

(
𝑡 − Δ𝑇

2

) , 𝑉 (𝑡) =
𝑏

(
𝑡 + Δ𝑇

2

)
𝑏

(
𝑡 − Δ𝑇

2

)
This way, we understand the network growth rate at time 𝑡 as

the factor by which the network has grown in the time span Δ𝑇
around 𝑡 . In order to obtain readable results, we set Δ𝑇 = 1 year.
Consequently, the resulting values for 𝐻 (𝑡) and 𝑉 (𝑡) can be inter-
preted as the annual growth rate, interpolated down to a single
point 𝑡 in time. A rate of 1.0 means that the network did neither
grow nor shrink. For visual clarity, we also apply a 90-days moving
average on top of 𝐻 (𝑡) and 𝑉 (𝑡).

Figure 3 displays the results. The computed growth rates sup-
port our initial, visual impression. In the first years of the time
span, there was both horizontal and vertical growth. Horizontal
growth has mainly came to a cease around 2015. Since then, also
vertical growth has declined, with the notable exception of the
aforementioned period around 2018, in which the network reached
an annual vertical growth of up to 150%. Today, there is a steady
but small amount of vertical growth, while the number of relays
has not significantly grown again. While we can only speculate
about the exact reasons, we note that vertical growth also comes
from performance improvements that affect all relays simultane-
ously. One example are runtime improvements that stem from code
optimization. Therefore, ongoing efficiency improvements of the
Tor client implicitly lead to vertical growth.

Our data analysis shows that one can clearly distinguish his-
torical phases in which the Tor network has grown in different
dimensions—horizontal and vertical. Both are relevant and have
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Figure 2: Size of the Tor network over the past 10 years.
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Figure 3: Computed vertical and horizontal growth rate of
the Tor network over the past 10 years: raw values (shaded),
and 90-days moving average (solid).

significantly shaped the network in the past. We therefore regard
both dimensions as valid and significant factors that are relevant
for understanding Tor growth dynamics as well as the associated
implications. Thus, they will serve as the basis for our network
growth model.

3 SCALING TOR CONSENSUSES
We now focus on the question how to generate synthetic Tor net-
work consensuses that capture a larger Tor network. Since it is
generally unknown how the Tor network will grow in the future,
we do not intend to predict this growth, but scale an existing con-
sensus in a representative way. We thus give researchers the ability
to explore the impact of different hypothetical scenarios. Our fo-
cus is on the distinction between vertical and horizontal growth,
as motivated in Section 2. In reality, the network will likely see a
mixture of these two growth dimensions, as it has been in the past.
While our model can be used to apply such mixed growth patterns,
investigating the distinct dimensions is still relevant, because it
allows us to generate insight and build up an understanding of the
benefits and drawbacks of either approach. Growing the network in
different dimensions may have considerable implications on aspects
like performance, anonymity guarantees, diversity, and censorship
resistance. In the following, we present how to model vertical and
horizontal scaling.

In order to introduce our approach formally, we rely on the
following notation: By 𝑟𝑖 , we denote relays in a consensus𝐶 , which
is defined as 𝐶 = {𝑟𝑖 }. Let 𝑏𝑖 be the bandwidth of relay 𝑟𝑖 . If we
create a new relay 𝑟 ′ utilizing some relay 𝑟 as template but with
modified bandwidth, then we denote this relay 𝑟 ′ = 𝑟 [𝑏 = . . . ].
Furthermore, we make the following two simplifying assumptions:
First, since we focus on the consensus, we consider the consensus
weight only and use it interchangeably with the terms bandwidth,
bandwidth weight, and capacity. In reality, these values might differ,
because some are provided by the relay operator and some are
validated by bandwidth authorities. Second, we consider the relay
families relation to be transitive. That is, we consider relay families
as connected components in a graph of family relations. If relays 𝐴
and 𝐵 are defined to be related in terms of a family, as well as 𝐵 and
𝐶 , then we assume 𝐴 and 𝐶 to be related as well. We do this as a
means of simplification and because it reflects the families’ meaning
of being operated by the same entity. Another conceivable approach
would be to regard only cliques as families, which however would

yield a less strict view on which relays are controlled by the same
real-world entity.

3.1 Vertical Scaling
When scaling vertically, only the bandwidth of the individual re-
lays grows, but not their number. Modeling this type of growth
is relatively straightforward. We can capture the general case of
vertical growth by defining the new consensus 𝐶′ as follows:

𝐶′ = {𝑟𝑖 [𝑏 = 𝜎 (𝑏𝑖 )] | 𝑟𝑖 ∈ 𝐶}.
In this definition, 𝜎 is an arbitrary function that defines the new
bandwidth for each relay. In a very simple scenario, 𝜎 could just
apply a static factor 𝑓 to all relay bandwidths: 𝜎uniform (𝑟𝑖 ) = 𝑏𝑖 · 𝑓 .
However, it is unlikely that the network will grow completely uni-
formly. Instead, considering non-uniform bandwidth distributions
for relays is necessary to analyze the impact of a changing shape of
the network, influencing how much load each single relay experi-
ences. Researchers should be able to investigate the implications of
different growth assumptions, not only of an unaltered continuation
of the past trends.

We contribute two different 𝜎 distributions. First, the scale may
depend on the bandwidth quantile of each relay. This may yield
interesting results as relay operators of different relay sizes may be
differently ambitious to grow further. For example, it is not clear
what the implications would be if only the top relays grew. Our
model accepts any list of factors for scaling the respective relays
based on their bandwidth rank.

As a more flexible model, we allow relays to be scaled according
to their flags, i.e., whether they are in the exit, guard, or middle
role. For this, the model accepts three different scale factors: 𝑓middle,
𝑓guard, and 𝑓exit. The provided values, however, cannot be used
as-is. This is due to the fact that relays can be exits and guards
at the same time. The factors as used for the 𝜎 distribution are
applied to the single relays. However, we want to give researchers
more intuitive control over the influence of a relay’s role. Therefore,
the provided values should apply to the whole group of relays
operating in the specific relay role. We therefore derive per-relay
scale factors as follows. We need to balance between exit-only (E),
guard-only (G), and guard-and-exit (D) relays in a way that realizes
the requested group factors. Consequently, we have to derive
group factors 𝑓{𝐸,𝐺,𝐷 } that also incorporate the group of relays
that are both exit and guard (D). For middle relays (M), we can
use 𝑓𝑀 = 𝑓middle, since there are no conflicts with other relays.

Let 𝑤 {𝑀,𝐺,𝐸,𝐷 } be the total bandwidth of all relays in the re-
spective group. Then, every solution must satisfy the following
equations:

𝑓guard · (𝑤𝐺 +𝑤𝐷 ) = 𝑤𝐺 · 𝑓𝐺 +𝑤𝐷 · 𝑓𝐷 (1)

𝑓exit · (𝑤𝐸 +𝑤𝐷 ) = 𝑤𝐸 · 𝑓𝐸 +𝑤𝐷 · 𝑓𝐷 (2)

This defines a linear equation system, but does not give a unique
solution. In fact, the additional bandwidth could be balanced ar-
bitrarily between the groups E, G, and D. For example, 𝑓𝐷 = 0,
𝑓𝐸 = 𝑓exit, and 𝑓𝐺 = 𝑓guard, which would obviously not make much
sense because the relays that are both exit and guard the same
time would effectively be excluded from scaling. On the other hand,
when solving the linear system, we still have to make sure that
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all factors are non-negative. We therefore choose the following
solution, depending on whether 𝑓guard or 𝑓exit is smaller:

𝑓𝐷 = min(𝑓guard, 𝑓exit)

𝑓𝐸 =

{
𝑓exit · (𝑤𝐸+𝑤𝐷 )−𝑓guard ·𝑤𝐷

𝑤𝐸
if 𝑓guard ≤ 𝑓exit

𝑓exit else

𝑓𝐺 =

{
𝑓guard if 𝑓guard ≤ 𝑓exit

𝑓guard · (𝑤𝐺+𝑤𝐷 )−𝑓exit ·𝑤𝐷

𝑤𝐺
else

Put differently, we apply the smaller role factor to all the relays
both in that respective group as well as the shared one, and adjust
the relay factor for the remaining group accordingly to match the
desired role factors. By simple transformation of these terms, we
can see that this will always yield non-negative values.

With that, we can define 𝜎 (𝑟𝑖 ) as follows:

𝜎 (𝑟𝑖 ) =


𝑏𝑖 · 𝑓𝑀 if 𝑟𝑖 is a middle relay
𝑏𝑖 · 𝑓𝐸 if 𝑟𝑖 is an exit-only relay
𝑏𝑖 · 𝑓𝐺 if 𝑟𝑖 is a guard-only relay
𝑏𝑖 · 𝑓𝐷 if 𝑟𝑖 is an exit and guard relay

3.2 Horizontal Scaling
We now consider scaling Tor horizontally. Unlike vertical scaling,
we need to “invent” new relays. Specifically, growing horizontally to
a factor of 𝑓 means that we need to synthetically generate (𝑓 −1)· |𝐶 |
new relays. The challenge is that these new relays are required
to be “representative” of the original consensus. For example, if
the original consensus exhibits correlations between different relay
properties, these should also be represented by the new relays. Such
properties may include bandwidth, the Autonomous System (AS),
country, or relay family.

As the main approach, we choose to generate new relays by
sampling and modifying existing relays. The benefit is that the
new relays will be representative of the original network, without
the need to capture all (potentially non-obvious) correlations by
hand. For creating 𝑛 relays, we sample uniformly 𝑛 times from the
existing consensus to choose a base relay. The base relay is used
as the template for the new relay. Some properties can be copied,
notably, the consensus weight value. Some relay-specific properties,
including the relay’s nickname, fingerprint and IP address have
to be generated from scratch. While it is trivial to generate new
nicknames and fingerprints, it is not as obvious for the relay’s
IP address. When assigning relays a new IP address, we sample
from the IP address space that belongs to the AS of the base relay.
By doing so, we keep the network peculiarities of the base relay.
Creating new IP addresses in a way that is representative for the
original relay is relevant, because circuit construction rules exclude
pairs of relays that share the same /16 subnet, for example. Our
approach mirrors the semantics of representatively scaling the state
of the network. It does not immediately “predict” the future network
which might require to also incorporate ASes that have not been
used before.

One aspect that requires more attention are relay families. This is
important because relay properties may be highly correlated within

the family, e.g., being located in the same country or AS. To ac-
commodate family relations, while keeping the original properties
representative of the synthetic consensus, we proceed as follows.
First of all, let 𝑃fam be the ratio of relays that are in any family
(in the original consensus). We use this probability for deciding
whether a newly generated relay shall be part of a family. Secondly,
we calculate the empirical probability 𝑃same_AS that if two relays
are in the same family, they are also in the same AS. Moreover,
we require a probability 𝑃new upon which we will decide whether
a new relay that shall be part of a family, will either join an ex-
isting one or be part of the new family. We leave this value as a
configurable parameter because it solely depends on assumptions
on how relay families will grow (either acquiring more relays, or
more families being created). As such, researchers can incorporate
their assumptions and analyze different hypotheses. Based on these
probabilities, we sample the family properties for new relays. When
joining an existing family, we choose it by sampling another ref-
erence relay (taking into account 𝑃same_AS) that is only used for
determining the target family. For new families, we sample their
size based on the original distribution of family sizes.

Similarly to vertical scaling, we also allow to define different
weights for different relay roles (middle, exit, and guard). This could
be interesting for analysis because the priorities for relay operators
to run, e.g., exit relays, may change over time. At the same time,
correlations like exit-relay-friendly ASes should be preserved. We
therefore offer to specify different weights per relay role. These
are taken into account when sampling new relays, leading to the
desired network skew. However, we have the same issue as for
vertical scaling: Some relays are guard and exit the same time. We
therefore apply the same principle as mentioned above. However,
we now use the number of relays per relay group, instead of their
total bandwidth, and use the resulting factors to weigh the relays
during sampling.

3.3 Implementation: torsynth
We implemented the two scaling methods as an initial component
for our open-source framework torsynth,1 which is envisioned to
become a versatile toolbox for generating and experimenting with
synthetic Tor consensuses. As input, torsynth takes a consensus
document describing a state of the Tor network, as can be obtained,
e.g., from Tor Metrics [23]. The extrapolated consensus is output in
the same format. This way, torsynth’s output can be fed to existing
tools that were originally intended to analyze the past evolution of
Tor (cf. Figure 1).

The two scaling dimensions are implemented independently, but
can trivially be combined by being applied consecutively. Also, the
two scaling methods operate on a single consensus only. While it
has been shown that there is large churn in the Tor network and it
is preferable to operate on averaged network snapshots [12], this
is fully compatible because our scaling methods can operate not
only on original Tor consensuses, but on representative samples as
generated, e.g., by tornettools [12], as well.

1https://github.com/cdoepmann/torsynth

https://github.com/cdoepmann/torsynth
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Figure 4: Consensus weight distribution: real-world data vs. scaling old consensuses to the same size (limited to lower 99%).

4 MODEL VALIDATION
In order to build confidence in the validity of our proposed network
scaling model, we carry out an initial validation. We aim to investi-
gate whether Tor consensuses that have been scaled using torsynth
are in fact representative for an equivalent amount of “natural”
growth of the Tor network.

We do so by relying on historical data as the ground truth to
compare against. Our approach is to have torsynth scale a historical
consensus and compare it to the change that happened in the real
world. More specifically, we choose two consensuses 𝐴 and 𝐵 from
the past, where 𝐵 occurred some time after𝐴. We then compute the
amount of horizontal and vertical growth that happened between
them. Given these scale factors, we use torsynth to scale the origi-
nal consensus 𝐴, generating a synthetic consensus 𝐴′, which we
compare against 𝐵. If our model mirrors the real growth behavior,
the consensuses 𝐴′ and 𝐵 should be similar.

Based on our analysis in Section 2.2, we identify different histor-
ical time periods that are of special interest, and choose our vali-
dation periods accordingly. Firstly, the time from 2013-02 to 2015-
01 (T1), a two-year period, in which both horizontal and vertical
growth was high. Secondly, the three years of 2018 to 2020 (T2), in
which there wasmainly vertical growth that slowed down over time.
And thirdly, we selected a one-year sub-period of this (year 2019
only, T3) to demonstrate behavior on a shorter time span. We ap-
ply the aforementioned scaling procedure and compare the results
primarily based on the CDF of bandwidth weights the consensuses’
relays exhibit.

We visualize the results in Figure 4. As can be seen, the syntheti-
cally scaled consensuses closely resemble the real-world data. In
particular, the overall resource distributions within the network
are of very similar shape. For readability of the CDF plots, we have
omitted the upper 1% (long tail). Thorough analysis reveals, though,
that the few largest relays are the only ones where a clear difference
can be found. There, vertical growth was either overestimated or
underestimated by our model. This effect was to be expected as the
extreme values within the network solely depend on the singular
activities of a few relay operators and thus cannot be captured by
an extrapolating, continuous model like ours. In order to quantify
the quality of the scaled consensuses, we calculate the per-rank
bandwidth difference between relays of the two distributions, scal-
ing it to the average relay consensus weight. The resulting per-cent
value denotes the deviation of a single relay’s bandwidth weight
in the scaled consensus from the real-world data. We obtain the

following median values: 3.4% for T1, 12.0% for T2, and 2.4% for T3.
These numbers again underline the ability of our model to repro-
duce real-world network growth (T1 and T3). At the same time,
they show the limitation of purely modelled growth synthesis if
the considered time span is too large. The model error grows with
the length of the considered time span. As such, during T2 which
spans 3 years, the Tor network has experienced considerable struc-
tural change that is not captured by our model. Instead, torsynth
reproduces the network properties from the beginning of this time
period, as intended.

All in all, we can conclude that torsynth is effective at scaling Tor
consensuses in a way that transfers the present network properties
to scaled, synthetic consensuses.

5 CASE STUDY: PERFORMANCE
IMPLICATIONS OF SCALING TOR

We leverage our methodology of scaling Tor consensuses for an
initial exploration of the implications of scaling the network. On
the one hand, we do so in order to demonstrate the utility of our
methodology for the empirical analysis of extrapolated Tor net-
works. On the other hand, we aim to utilize simulations for gen-
erating initial insight on the consequences of growing Tor, which
introduces a novel perspective due to its reliance on extrapolated
real-world data. In particular, we provide a first impression on how
performance is affected by the different scaling dimensions. To this
end, we carry out a series of simulations of the original as well
as scaled Tor networks. We investigate whether there are signifi-
cant changes in performance if Tor is scaled either horizontally or
vertically, compared to the original Tor network. While we focus
on performance here, other aspects like security and anonymity
require further investigation and can also be analyzed using our
methodology. For this paper, however, they are out of scope.

We carried out network simulations using the shadow simu-
lator [11]. For this, we followed the typical workflow: We used
tornettools [12] to prepare the scenario for shadow, instantiating its
configuration files appropriately. By sampling subnetworks from
our scaled Tor networks, tornettools also makes the simulation
feasible, reducing the computational complexity [12]. It is thus an
example on how torsynth integrates seamlessly into existing exper-
imentation workflows. Based on our model as laid out in Section 3,
we separately scaled the network to 𝑓 = 2.0 horizontally and ver-
tically, and compared the resulting network performance metrics
obtained from shadow simulations on them. For the scaled network
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Figure 5: Performance metrics for Tor clients in shadow sim-
ulations of the original Tor network, a horizontally scaled
version, and a vertically scaled version. The shaded areas
represent 95% confidence intervals per quantile.

scenarios, we also increased the number of clients proportionally.
We used tornettools to generate 10% sample networks from each
of the scales networks as well as the original consensus (which
was from 2022-03-17-00-00-00). For each of the variants (unscaled,
vertical, horizontal), we repeated the procedure 10 times. Each of
the, in total, 30 simulation runs took up to 40 hours and used up
to 550 GB of memory. As in [12], we calculated the appropriate
95% confidence intervals per quantile on the collected performance
metrics data.

Figure 5 presents our results. The plots display cumulative dis-
tribution functions over the circuits of a simulation run, along with
the 95% per-quantile confidence interval over the different simu-
lation runs. We first consider the time it takes to establish a new
circuit, an important metric for the interactive usability of Tor. It
can be noted that the vertically scaled Tor network behaves very
much like the original one. In contrast, when scaling the network
horizontally, there is a small but significant degradation. The circuit
build times are worse especially in the long tail, but also for most
other circuits. when looking at the transfer time of 5 MB files. Here,
we can see a clear disadvantage for the horizontally scaled network.
Although this is apparent for the majority of circuits, it becomes
especially obvious for the long tail of circuits, the slowest 10%. Here,
the transfer time increases by up to 25%.

There are multiple possible influential factors for this effect. First,
we suppose that a resource allocation problem exists: Tor balances
traffic evenly across the network by assigning the consensus weight
of each relay based on its bandwidth.However, the circuit selection
is carried out independently by each client as a random selection
process. Consequently, optimal utilization of the network resources
is not guaranteed by cooperative allocation, but probabilistically.
We informally argue from a combinatorial perspective that the
horizontally scaled network offers more possible combinations
for circuits, making optimal choices less likely. A second possible
influence could be that the directory servers, which distribute the
consensus data to the clients, do not profit from horizontal growth
as much as from vertical growth. Finding the specific root cause
would require much deeper investigations and are out of scope
of this work. However, the results demonstrate the merits of our

proposed methodology, showing that it can be used to generate
novel, nontrivial insights about scaled Tor networks.

In total, we come to the conclusion that the way of scaling the
Tor network can have a significant influence on its performance.
While vertical scaling generally appears to retain the performance
of the original Tor network, horizontally scaled networks may lead
to a considerable drop in performance. We argue that it is important
to study such effects before growing the network in one or the other
direction. Our methodology for artificially scaling Tor consensuses
can serve as an essential building block for this.

6 RELATEDWORK
Our work is in line with several other pieces of research that focus
on the scalability of the Tor network. Improved scalability of the Tor
network has been identified as an important condition for further
growth [1]. Consequently, many approaches for better scalability
have been put forward [16, 18, 20]. Up to now, however, the focus
was mainly on improving or maintaining performance in larger
networks. In contrast, our work adds a methodology suitable to
assess the impact of network growth—in terms of performance, se-
curity, or any other aspect that can be evaluated on the basis of Tor
consensuses. The existing research contribution that comes closest
to our work is [12], introducing tornettools. At first glance, tornet-
tools does something similar to torsynth: It scales Tor consensuses.
However, there are several core differences. Firstly, tornettools can
only scale the network down by sampling subnetworks. This is
a fundamentally different task because no relays have to be “in-
vented”. Moreover, tornettools was designed to make it feasible to
input existing snapshots of Tor to the shadow simulator. In con-
trast to torsynth, it does not allow changing the shape of the Tor
network, e.g., based on bandwidth distribution or relay roles. Also,
tornettools does not take families into account.

As our work allows to generate Tor consensuses of scaled net-
work instances, it complements a variety of existing research that
uses consensuses, allowing them to be applied for scalability anal-
ysis as well. One prime example is TorPS [15]. TorPS is a tool for
simulating circuit selection Tor. It has successfully been used for se-
curity research in Tor [15, 24] as well as performance research [21].
Such research can immediately benefit from our work by feeding
TorPS with consensuses generated by our torsynth. Moreover, net-
work simulation of Tor can benefit. In the past, shadow has been
used extensively for Tor research focusing both on performance [10,
14] as well as security [13]. Used in combination with tornettools
that processes Tor consensuses, these can be applied to the analysis
of scaled towards networks as well. The same is true for other re-
search approaches that rely on Tor consensuses in other ways [2, 9].
With the ongoing and future evolution of the Tor network, analysis
of deployment strategies for scaled networks would be another use
case [6].

7 CONCLUSION
In this work, we presented a methodology to utilize real-world
network data for exploring challenges of network growth in Tor.
Our implementation, torsynth, will enable researchers to leverage
their existing methods for the analysis of hypothetical, scaled Tor
networks, as will be necessary to identify and cope with challenges
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of the future Tor. Applying torsynth for Tor network simulations,
we show that massive horizontal network growth of Tor may lead
to suboptimal performance. As future work, torsynth is envisioned
to serve as a versatile and extensible framework for working with
synthetic consensuses.
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