
Enhancing Robustness of AI Offensive Code Generators via
Data Augmentation

CRISTINA IMPROTA∗ and PIETRO LIGUORI∗, University of Naples Federico II, Italy
ROBERTONATELLA, University of Naples Federico II, Italy
BOJAN CUKIC, University of North Carolina at Charlotte, USA
DOMENICOCOTRONEO, University of Naples Federico II, Italy

In this work, we present a method to add perturbations to the code descriptions to create new inputs in natural
language (NL) from well-intentioned developers that diverge from the original ones due to the use of new
words or because they miss part of them. The goal is to analyze how and to what extent perturbations affect
the performance of AI code generators in the context of security-oriented code. First, we show that perturbed
descriptions preserve the semantics of the original, non-perturbed ones. Then, we use the method to assess
the robustness of three state-of-the-art code generators against the newly perturbed inputs, showing that the
performance of these AI-based solutions is highly affected by perturbations in the NL descriptions. To enhance
their robustness, we use the method to perform data augmentation, i.e., to increase the variability and diversity
of the NL descriptions in the training data, proving its effectiveness against both perturbed and non-perturbed
code descriptions.
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1 INTRODUCTION
AI-based code generators are powerful tools using neural machine translation (NMT) models to
generate programming code from natural language (NL) descriptions (intents) [Mastropaolo et al.
2021; Tufano et al. 2019]. When adopted in the context of ethical hacking and offensive security
testing, AI (offensive) code generators support auditors in developing proof-of-concept (POC) attacks
to accelerate the process of identifying and exploiting vulnerabilities, assess their severity, and
motivate vendors and users to adopt mitigations [Arce 2004].

To be used in real scenarios, these tools must be robust to the variability of the NL since developers
follow various conventions in writing code descriptions [Padioleau et al. 2009; Rani et al. 2021a,b].
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In fact, the syntax of the code descriptions is neither imposed by the grammar of a programming
language nor checked by a compiler. For example, developers may have different levels of technical
knowledge and use different vocabulary or terminology to describe the same NL intent [Wang 2013].
Also, developers may use precise specifications, while others may provide high-level or abstract
descriptions to speed up the coding process, e.g., due to release deadlines and other time pressures
during development [Steidl et al. 2013].
If code generators are unable to handle this variability, they may only work effectively with a

narrow range of specific sentence structures, vocabulary, or levels of detail. This restricts the usability
of the code generators, limiting their adoption by a wider user base and hampering developers’
productivity. Hence, the robustness of code generators is an important problem in the field.

Previous research assessed the robustness of themodels against the variability of NL in the context
of human language translation (e.g., English to Chinese) by injecting perturbations at different
linguistic levels [Belinkov and Bisk 2018; Heigold et al. 2018; Huang et al. 2021; Li et al. 2019], and
showed that models are not inherently robust to new, perturbed inputs.

However, it is still unclear how to evaluate the robustness of AI-based solutions in the context of
code generation fromNL. Themain issue concerns the choice of perturbations to introduce in the NL
code descriptions. Indeed, perturbations commonly used in human languages are often not suitable
for code descriptions. It suffices to think that human languages are usually made up of assertions,
which are, instead, almost absent from the descriptions of programming languages [Tychonievich
2014]. Moreover, NL descriptions of code snippets can use ad hoc terms that are barely used in human
languages (e.g., the names of functions or variables) or are used with different meanings (e.g., the
word class). Therefore, they should be treated differently to preserve the meaning of the descriptions.
This issue is further exacerbated in the context of offensive code, where the code descriptions may
include detailed information about the target systems (e.g., the operating system, software versions,
network configuration, internal registers, etc.) to tailor the code to a specific environment. Hence,
even a slight perturbation in the NLmay alter the whole semantics of the description.
This paper proposes a method to assess the robustness of AI offensive code generators. The

methodworks as follows. First, we generate perturbations in security-oriented code descriptions that
reflect the natural variability of different developers. More precisely, starting from the original code
descriptions, the method generates new perturbed NL descriptions that diverge from the original
ones due to the use of new terms (word substitution) or because theymiss part of them (word omission).
We show that the method generates new, perturbed descriptions preserving the semantics of the
original code descriptions. Then, we analyze how and to what extent the perturbed code descriptions
affect the performance of the code generators, in terms of syntactic and semantic correctness of
the code generated by the models. Finally, we apply the method to perform data augmentation, i.e.,
to increase the diversity of the training data with perturbed code descriptions. To the best of our
knowledge, this is the first work that applies word-level perturbations in NL code descriptions to
assess and enhance the robustness of AI code generators.

We conduct experiments with three state-of-the-art models to validate our method. The results of
our analysis provide the following key findings:

(1) The proposedmethod shows that the threeNMTmodels used in our experiments are vulnerable
to new, perturbed code descriptions. Indeed, the performance of the models decreases in terms
of syntactic correctness (∼10% and ∼18% for word substitution and word omission on average,
respectively) and semantic correctness (∼20% and ∼34% on average).

(2) The proposed method is an effective solution to perform data augmentation, i.e., to enhance
the robustness of the generators against perturbed code descriptions. In fact, when the training
data is significantly perturbed (>= 50%), we observe a boost in performance, regardless of
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the type of perturbation in the data. In particular, data augmentation leads to a consistent
improvement of both syntax correctness (up to ∼ 17% for word substitution, and ∼ 27% for
word omission) and semantic correctness (up to ∼25% and ∼16%).

(3) Data augmentation can be used to increase the performance of theAI offensive code generators
against non-perturbed code descriptions (i.e., the original corpus). Indeed, we found that the
semantic correctness of the models improves up to ∼ 5% and up to ∼ 4%when we use word
substitution and word omission in the training data, respectively.

In the following, Section2discusses relatedwork; Section3presents theproposedmethod; Section4
describes our case study; Section 5 analyses the semantics of the perturbed descriptions; Section 6
shows the robustness assessment of the NMTmodels; Section 7 concludes the paper.

2 RELATEDWORK

Adversarial Inputs. Previous work investigated the use of perturbations at different linguistic
levels (i.e., character, word, and sentence levels) to address the security concerns raised by the ML
models, focusing on adversarial attacks, i.e., inputs that are specifically designed to mislead the mod-
els, rather than well-intentioned perturbations. Character-level perturbations include homograph
attacks, where characters are replaced with homoglyphs, i.e., characters that render the same or a
visually similar glyph (e.g., the lowercase Latin letter ‘l’ and the uppercase Latin letter ‘I’), which
are used to mislead models in question-answer problems [Wu et al. 2020] or to reproduce keyboard
typos [Belinkov and Bisk 2018]. [Boucher et al. 2022] proposed a class of encoding-based attacks
using invisible characters, control characters, and homoglyphs, which are imperceptible to human
inspection and can strongly harmmachine learning systems. [Heigold et al. 2018] studied the effects
of word scrambling and random noise insertion in machine translation, focusing on English and
German languages. Their perturbation strategies include character flips and swaps of neighboring
characters to imitate typos. At the word level, words in a sentence can be substituted with different
randomwords, similar words in the word embedding space (i.e., real-valued vector representation
of the words), or meaning-preserving words [Huang et al. 2021; Li et al. 2019; Michel et al. 2019].
Paraphrases, back translation, and reordering are some of the approaches to produce syntactically
and semantically similar sentences to fool models [Huang et al. 2021].
Models’ Robustness. Recent work introduced several tools for the generation of adversarial inputs
to assess how they impact the performance of the models in the generation of NL, but never targeted
the code descriptions. As an example, [Cheng et al. 2020] proposed Seq2Sick, an optimization-based
framework to generate adversarial examples for sequence-to-sequence neural network models.
[Michel et al. 2019] presented TEAPOT, a toolkit to evaluate the effectiveness of adversarial perturba-
tions onNMTmodels by taking into account the preservation ofmeaning in the source.TextBugger [Li
et al. 2019] is a framework to generate utility-preserving adversarial texts against real-world online
text classification systems. Adversarial attacks have also been investigated against the code. These
works focused on perturbing code snippets to mislead models on several code-code and code-NL
tasks across different programming languages.ALERT [Yang et al. 2022b] is a black-box attack that
transforms code snippets to make pre-trained models fail predictions in three software engineering
tasks. ACCENT [Zhou et al. 2022] is an approach that crafts adversarial code snippets to mislead the
models to produce completely irrelevant code comments. DAMP [Yefet et al. 2020] is an approach to
generate attacks on models of code by renaming variables and adding dead code. CodeAttack [Jha
and Reddy 2022] is a black-box attack model that generates imperceptible adversarial code sam-
ples by leveraging the code structure. In the field of code generation from NL, [Mastropaolo et al.
2023] investigated the robustness of a public model against paraphrased descriptions, showing that
semantically equivalent code descriptions can result in different outputs. [Zhu and Zhang 2023]
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proposed a white-box attack to measure the robustness of a pre-trained model in the generation of
code solutions for programming problems, showing that the model is affected by character-level
perturbations. [Zhuo et al. 2023] investigated the robustness of a prompt-based semantic parser in
text-to-SQL tasks and proposed adversarial in-context learning, i.e., contextual guidance during a
given task or interaction, as a means to improve robustness.
Data Augmentation. To enhance the robustness of the models, data augmentation has proven to
be an effective solution in numerous NL processing tasks. However, it has never been applied in
the specific task of code generation due to the difficulty of manipulating intents that use ad hoc
terminology and precise structure to describe code snippets. [Wang et al. 2018] designed a data
augmentation algorithm as an optimization problem, where they seek the policy that maximizes
an objective that encourages both smoothness and diversity of the examples. [Gao et al. 2019]
proposed to augment NMT training data by replacing a randomly chosen word in a sentence with a
soft word, which is a probabilistic distribution over the vocabulary and is computed based on the
contextual information of the sentence. [Nguyen et al. 2020] trained multiple models on forward
translation, i.e., source-to-target, and on backward translation, i.e., target-to-source, and used them
to generate a diverse set of synthetic training data from both lingual sides. Wei and Zou [Wei
and Zou 2019] presented an effective easy data augmentation strategy to reduce the problem of
overfitting in text classification tasks. They improved the performance of models trained on smaller
datasets by performing synonym replacement and random insertion, swap and deletion of words on
different subsets of training examples. [Yu et al. 2022] proposed a solution to improve the models’
generalization ability in the software engineering domain. They designed program transformation
rules that can preserve both the semantics and the syntactic naturalness of code snippets to increase
the accuracy of tasks such as method naming and code clone detection.
AI Offensive Code Generators.Automatic exploit generation (AEG) research challenge consists
of automatically generating working exploits [Avgerinos et al. 2014]. This task requires technical
skills and expertise in low-level languages to gain full control of the memory layout and CPU
registers and attack low-level mechanisms (e.g., heap metadata and stack return addresses) not
otherwise accessible through high-level programming languages. Given their recent advances, AI-
code generators have become a new and attractive solution to help developers and security testers
in this challenging task. Although these solutions have shown high accuracy in the generation of
software exploits, their robustness against new inputs has never been studied before. [Liguori et al.
2022] released a dataset containing NL descriptions and assembly code extracted from software
exploits. The authors performed an empirical analysis showing that NMT models can correctly
generate assembly code snippets from NL and that in many cases can generate entire exploits with
no errors. [Liguori et al. 2021b] extended the analysis to the generation of Python security-oriented
code used to obfuscate software exploits from systems’ protection mechanisms. [Yang et al. 2022a]
proposed a data-driven approach to software exploit generation and summarization as a dual learning
problem. The approach exploits the symmetric structure between the two tasks via dual learning and
uses a shallow Transformer model to learn them simultaneously. [Yang et al. 2023] proposed a novel
template-augmented exploit code generation approach. The approach uses a rule-based template
parser to generate augmented NL descriptions and uses a semantic attention layer to extract and
calculate each layer’s representational information. The authors show that the proposed approach
outperforms the state-of-the-art baselines from the previous studies of automatic code generation.
Our work is complementary to the ones discussed above. Indeed, we target the specific task of

generating programming code from NL code descriptions by injecting non-malicious perturbations
into NL to reproduce the variability of different developers describing code. Different from [Mas-
tropaolo et al. 2023], which assessed a public AI-code generator with paraphrased descriptions,
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Word Omission

Code Generation Task

Omission: “register” (2)

Vocabulary

“Add the 
contents of the 

ebx register 
into the eax 

register”

Fig. 1. Overview of the proposed method

we adopt word-level perturbations to assess and enhance the robustness of three NMTmodels via
data-augmentation, i.e., by fine-tuning the models on perturbed data. Moreover, we contextualize
our work in the software security field, by evaluating and improving the robustness of NMTmodels
in the generation of offensive code for software security exploits.

3 METHOD
To assess the robustness of the AI offensive code generators, we present a method that perturbs
the original code descriptions to create new NL descriptions. Figure 1 shows the overview of the
proposed method.

To add perturbations to the NL intents of the corpora, we choose types of perturbation reflecting
the variability of the NL. Indeed, the description of a code snippet depends on the different writing
styles and capabilities of the developers. Moreover, a sentence can be expressed using different words,
ordering words in different ways, lacking significant details, or being too specific. A robust model
should be resistant to this variability and be able to predict the same output when dealing with
two different but equivalent code descriptions. Therefore, to measure the robustness of the code
generators, we define a set of perturbations to the models’ inputs.
Although character-level perturbations can be adopted to study the sensitivity of the models to

human errors (e.g., typos), in this work we focus on perturbing words but still preserving the original
meaning of the NL intents. To identify the perturbation types that best reproduce this variability, we
look at the intents and analyze how each word contributes to the meaning of the whole sentence
based on its part of speech.
Consider the example in Figure 2, which shows a long and detailed NL intent used to describe

assembly code extracted from a software exploit program for the IA-32 (the 32-bit version of the
x86 Intel Architecture). The intent contains nine part-of-speech (POS), i.e., the category of words
that have similar grammatical properties, in the English grammar1: noun (AX, register, contents,
stack), verb (is, save, push), adjective (greater), adverb (then), pronoun (it), preposition (if, than, into,
on), conjunction (and), determiner (the) and number (100). The figure shows that we can express a
semantically equivalent intent by using different NL descriptions. Indeed, POS such as verbs and
1For this example, we used Parts-of-speech.Info, a POS tagger based on the Stanford University Part-Of-Speech Tagger.
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6 Cristina Improta, Pietro Liguori, Roberto Natella, Bojan Cukic, and Domenico Cotroneo

nouns can be, in some cases, substituted with new words, while they can be omitted in others;
adjectives can be replaced, but not omitted (i.e., the word greater is fundamental to this description);
adverbs and determiners can be omitted without altering the sentence.

NL intent with word omission
if CX is greater than 100, save it into the AX register
and then push the AX contents on the stack

if CX is greater than 100, save it into the AX register 
and then push the AX contents on the stack

NL intent Legend

Noun
Number

Determiner
Conjunction
Adverb
Adjective

Pronoun
Verb

Preposition

NL intent with word substitution
if CX is higher than 100, move it into the AX register 
and then put the AX value on the stack

Fig. 2. Example of NL description for assembly code. Equivalent intents can be expressed with different words
(word substitution) or by omitting some words (word omission).

Based on these assumptions, we focus on two types of perturbations:word substitution (§ 3.1), and
theword omission (§ 3.2). The former can be used to evaluate the performance of code generation
when descriptions diverge from the lexicon used in the training corpus due to variability in the
cultural and technical background knowledge of developers [Wang 2013]. The latter, instead, allows
us to assess the models’ performance when developers omit information that would be redundant,
such as information implicitly contained in the sentence or words already stated in previous intents
(e.g., in a large programwhere the same operand or variable is accessed by multiple instructions in
sequence, it would be redundant to refer to that operand/variable multiple times), or simply when
the NL intents do not adequately describe the behavior of the code as they lack details [Panichella
et al. 2012].

The new set of perturbed NL intents is used as input to assess the robustness of the models in the
generation of the code snippets (§ 3.3). Ideally, the performance of the models against the perturbed
data should be comparable to the ones obtained against the original, non-perturbed data, otherwise,
the code generator is not robust to the variability of the NL descriptions.

3.1 Word Substitution
Substituting words is not a trivial task, especially in a programming context. In fact, blindly replacing
words may lead to the loss of the original meaning of the code description if we do not consider
the context of code generation. For example, consider the NL intent “clear the contents of the EAX
register”, which describes an assembly snippet that zeros out a register. A valid perturbation of the
input can reasonably lead to the sentence “empty the contents of the register”, but not to “purify the
contents of the register” since the verb purify is out of the programming context. This problem is
further exacerbated by the use of words that belong only to the programming context (e.g., EAX) that
cannot be substituted.

To address these issues, we impose a set of constraints on the word substitution process. First, we
consider the set of the top-k nearest neighbors in the counter-fitted embedding space [Mrkšić et al.
2016], i.e., a vector space constructed by injecting antonym and synonym constraints into real-valued
vector representations to improve the vectors’ ability to judge semantic similarity. Counter-fitted
word vectors allow us to find better candidates for word substitution than regular word vectors as a
result of nearest-neighbor searches [Yoo and Qi 2021]. Then, to select the most suitable candidate,
we compute the cosine similarity, which measures the similarity between two-word vectors by
computing the cosine of the angle between them [Hauser et al. 2021; Li et al. 2021; Mathai et al.
2020; Yoo and Qi 2021]. The metric ranges between 0 (total dissimilarity) and 1 (total similarity).
Additionally, we use the POS tag to further constrain the transformation, that is, we mark each word

, Vol. 1, No. 1, Article . Publication date: October 2023.



Enhancing Robustness of AI Offensive Code Generators via Data Augmentation 7

Table 1. Examples of theword substitutionon the intents.Underlined text refers to the candidateword replacing
the original one.

Word Substitution NL Intent

None (Original Intent) Store the shellcode pointer in the ESI register.

w/o constraints Stock the shellcode pointer in the ESI register.

with constraints Save the shellcode pointer in the ESI register.

with its corresponding part of speech [Jin et al. 2020] to limit the substitution to words that share
the same POS tag (e.g., a verb can be replaced with another verb, but not with a noun). Therefore,
we replace the original word with a different one only if they have a cosine similarity value above a
specific threshold and the same POS tag. We set the cosine similarity threshold to 0.8 to guarantee a
good trade-off between the quality and strength of the generated perturbed example [Li et al. 2019]
and set to 20 the number of nearest-neighbors [Yoo and Qi 2021]. By enforcing these constraints, we
replace words with semantically and syntactically similar words, hence ensuring that the examples
are perceptibly similar [Alzantot et al. 2018].
Table 1 shows how the use of constraints contributes to preserving the original meaning in the

perturbed intent (the intent is chosen intentionally as simple for the example). In the original sentence
“Store the shellcode pointer in the ESI register”, theword store clearly expresses the actionofmemorizing
a pointer in a specific register. However, if we perform the substitution without using the constraints,
the verb can be interpreted as a noun and be replaced with a similar noun, i.e., stock, producing an
incoherent sentence. When we use constraints, instead, the word is replaced with the verb save,
resulting in a semantically equivalent description.

A problem to deal with when we substitute the words in the code descriptions is to replace words
related to the programming language that cannot be expressed with different terms (e.g., the word
class, the names of the variables, etc.). To overcome this issue, we use a vocabulary of programming–
language-related words that cannot be substituted. We build the vocabulary by comparing the NL
intents of the corpus used to train the models and a large comparison corpus not containing any text
from the programming field (e.g., contemporary prose), with both corpora written in the same NL
(e.g., English). The key idea is to add to the vocabulary all the words that occur more often in the
corpus for code generation than in the comparison corpus or that occur only in the code generation
corpus, regardless of their occurrence [Chung and Nation 2004; Liu and Lei 2019].

To this end,we first count the number of uniquewords in both the code generation and comparison
corpora, excluding stopwords (i.e., articles, conjunctions, etc.) [Silva and Ribeiro 2003]. Then, for both
corpora, we compute the ratio of the occurrences of every word to the number of unique words in
the corpus. If the ratio in the code generation corpus is at least 50 times higher than the ratio in the
comparison corpus, or if the word never appears in the comparison corpus (i.e., ratio = 0), then we
add the word to the vocabulary. Indeed, structure-related words, i.e., words describing the structure of
the code such as function, operand, variable, etc., are frequently mentioned in the code generation
corpus, and rarely (or never) appear in the comparison corpus. Moreover, name-related words, i.e.,
words containing the names of labels, functions, variables, words between brackets or containing
special characters, etc., even if used just in a few instructions of the code generation corpora, are
unlikely to feature in the comparison corpus.

Once we build the vocabulary, we extract all the programming language–related words contained
in the vocabulary from each NL intent, leaving only the subset of words eligible for substitution.
Then, one or more words in this subset are swappedwith a new one using counter-fitting vectors and
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Table 2. Examples of word omission on the same intent.����Slashed text refers to the omitted words.

Word Omission Intent

None (Original Intent) Store the shellcode pointer in the ESI register

Action-relatedWords ��Store the shellcode pointer in the ESI register

Structure-relatedWords Store the shellcode pointer in the ESI���register

Name-relatedWords Store the shellcode pointer in the��ESI register

applying constraints on the transformation. Finally, the words previously extracted are reinserted
into the NL intents, resulting in the final perturbed intents.

3.2 WordOmission
Deleting information from NL intents is useful for analyzing how the behavior of the model and
the comprehension of text vary when part of the information is omitted or can be derived from
previous sentences. As shown in the example of Figure 2, nouns, verbs, adverbs, and determiners can
be removed under specific circumstances without losing the original meaning of the sentence. We
focus on the omission of nouns and verbs since adverbs (e.g., then) and determiners (e.g., the) are
noninformative and usually removed during data preprocessing in the code generation task [Silva
and Ribeiro 2003].

To explain the process of word omission, consider the simple intent “copy 0x4 into the BL register”.
The intent preserves its semantic meaning also if we remove the verb copy. This type of construct,
often used to describe code, is known as a noun phrase [Tychonievich 2014]. Other examples of noun
phrases in programming are “2 > 3” or “if result not negative”, in which the verb is omitted. This
NL intent can be further reduced by omitting the noun register, which is implied since BL is, in fact,
a register. Furthermore, if the previous intent is preceded by the NL intent “zero out BL”, we can
again avoid specifying the name of the register, leading to the sentence “copy 0x4 into the register”.
However, we cannot omit both nouns from this intent without resulting in a meaningless sentence
(i.e. “copy 0x4 into”). For this reason, we need to constrain the perturbation process based on the role
each noun has in the phrase.

Based on the considerations stated above, we identify three main categories of words that can be
omitted without losing the original meaning: i) the action-related words, i.e., verbs, which contain
information on the actions of the intents (e.g., is, define, push, etc.); ii) the structure-related words,
i.e., nouns depending on the structure of the target programming language (e.g., the words function,
variable, register, etc.); and iii) name-relatedwords: i.e.,words containingnames of variables, functions,
classes, labels, registers, etc. Table 2 shows the different types of word omission on the intent “Store
the shellcode pointer in the ESI register”. In this example, the intent still preserves its meaning even
without specifying the omitted words. The verb store and the word register are implicit (the pointer
of the shellcode can only be moved to ESI, which is a register), while the name of the register can be
derived from the context of the program (ESI is commonly used to store the shellcode).
To omit words from the NL intents, we use POS tagging to identify action-related words (i.e.,

verbs) and use the same vocabulary of programming language-related words used to avoid word
substitution (described in § 3.1) to identify structure-related and name-related words. For each word
omission category, we generate a different version of perturbed intent when possible. For example, if
we identify action-related, structure-related and name-related words in the original NL intent, then
we generate three perturbed NL intents, one for each category, but we never omit multiple word
categories from the same NL intent to avoid altering the meaning of the original code description.
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3.3 Code Generation Task
We use NMTmodels to generate code snippets starting from the NL intents perturbed with word
substitution and word omission. To perform the generation of security-oriented code, we follow
the best practices in the field by supporting the models with data processing operations. The data
processing steps are usually performed both before translation (pre-processing), to train the NMT
model and prepare the input data, and after translation (post-processing), to improve the quality and
the readability of the code in output.
The preprocessing starts with the stopwords filtering, i.e., we remove a set of custom-compiled

words (e.g., the, each, onto) from the intents to include only relevant data for machine translation.
Next, we use a tokenizer to break the intents into fragments of text containing space-separated words
(i.e., the tokens). To improve the performance of machine translation [Li et al. 2018; Liguori et al.
2021b; Modrzejewski et al. 2020], we standardize the intents (i.e., we reduce the randomness of the
NL descriptions) by using a named entity tagger, which returns a dictionary of standardizable tokens,
such as specific values, names of labels, and parameters, extracted through regular expressions. We
replace the selected tokens in every intent with “var#", where # denotes a number from 0 to |𝑙 |, and
|𝑙 | is the number of tokens to standardize. Finally, the tokens are represented as real-valued vectors
usingword embedding. Pre-processed data is used to feed the NMTmodel (model’s training). Once
the model is trained, we perform the code generation from the NL intents. Therefore, when the
model takes as inputs new intents, it generates the related code snippets based on its knowledge
(model’s prediction). Finally, the code snippets predicted by themodels are processed (post-processing)
to improve the quality and readability of the code. The dictionary of standardizable tokens is used
in the de-standardization process to replace all the “var#" with the corresponding values, names,
and parameters. Moreover, code snippets are cleaned using regular expressions to remove any extra
characters or spaces.

4 CASE STUDY
4.1 NMTModels
To assess the robustness of the neural machine translation models, we consider three architectures, a
standard Seq2Seq model with attention mechanisms, and two pre-trained models, CodeBERT and
CodeT5+, which are representative of the state-of-the-art [Gao et al. 2023].
■ Seq2Seq is amodel thatmaps an input of sequence to an output of sequence. Similar to the encoder-
decoder architecture with attention mechanism [Bahdanau et al. 2015], we use a bi-directional LSTM
as the encoder to transform an embedded intent sequence into a vector of hidden states with equal
length.We implement the Seq2Seqmodel using xnmt [Neubig et al. 2018].We use anAdam optimizer
[Kingma and Ba 2015] with 𝛽1=0.9 and 𝛽2=0.999, while the learning rate 𝛼 is set to 0.001. We set all
the remaining hyper-parameters in a basic configuration: layer dimension = 512, layers = 1, epochs =
200, beam size = 5.
■CodeBERT [Fenget al. 2020] is a largemulti-layer bidirectionalTransformer architecture [Vaswani
et al. 2017] pre-trained on millions of lines of code across six different programming languages.
Our implementation uses an encoder-decoder framework where the encoder is initialized to the
pre-trained CodeBERTweights, and the decoder is a transformer decoder, composed of 6 stacked
layers. The encoder follows the RoBERTa architecture [Liu et al. 2019], with 12 attention heads,
hidden layer dimension of 768, 12 encoder layers, and 514 for the size of position embeddings. We set
the learning rate 𝛼 =0.00005, batch size = 32, and beam size = 10.
■CodeT5+ [Wang et al. 2023] is a new family of Transformermodels pre-trainedwith a diverse set of
pretraining tasks including causal language modeling, contrastive learning, and text-code matching
to learn rich representations from both unimodal code data and bimodal code-text data. We utilize
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Table 3. Dataset statistics

Metric NL Intents Assembly Snippets

Unique lines 5,740 3,316
Unique tokens 2,855 1,770

Avg. tokens per line 9.18 5.83

the variant with model size 220𝑀 , which is trained from scratch following T5’s architecture [Raffel
et al. 2020]. It has an encoder-decoder architecture with 12 decoder layers, each with 12 attention
heads and hidden layer dimension of 768, and 512 for the size of position embeddings. We set the
learning rate 𝛼 =0.00005, batch size = 16, and beam size = 10.

During data pre-processing, we tokenize the NL intents using the nltk word tokenizer [Bird 2006]
and code snippets using the Python tokenize package [Python 2023]. We use spaCy, an open-source,
NL processing library written in Python and Cython [spaCy 2023], to implement the named entity
tagger for the standardization of the NL intents.

4.2 Dataset
To fine-tune the models for the generation of security-oriented code, we extended the publicly
availableShellcode_IA32 dataset for automaticallygenerating shellcodes fromNLdescriptions [Liguori
et al. 2021a] .Ashellcode is a list ofmachinecode instructions tobe loaded inavulnerableapplicationat
runtime. The traditional way to develop shellcodes is to write them using the assembly language, and
by using an assembler to turn them into opcodes (operation codes, i.e., amachine language instruction
in binary format, to be decoded and executed by the CPU) [Foster 2005; Megahed 2018]. Common
objectives of shellcodes include spawning a system shell, killing or restarting other processes, causing
a denial-of-service, etc.

Thedataset consists of instructions in assembly language for IA-32 collected frompublicly available
security exploits [Exploit-db 2023; Shell-storm 2022], manually annotated with detailed English
descriptions. In total, it contains 3,200 unique pairs of assembly code snippets/English intents. We
further enriched the dataset with additional up-to-date samples of shellcodes collected from publicly
available security exploits, reaching 5,900 unique pairs of assembly code snippets/English intents. To
take into account the variability of descriptions in NL, multiple authors described independently
different samples of the dataset in the English language.Where available, we used as NL descriptions
the comments written by developers of the collected programs. To the best of our knowledge,
the resulting dataset is the largest collection of security-oriented code available to date for code
generation. The dataset also includes 1,374 intents (∼23% of the dataset) that generate multiple lines
of assembly code, separated by the newline character \n. These multi-line snippets contain many
different assembly instructions (e.g., whole functions). Table 3 summarizes the statistics of the dataset
used in this work, including the unique examples of NL intents and assembly code snippets, the
unique number of tokens, and the average number of tokens per snippet and intent.

4.3 Implementation of Perturbations
■Word Substitution. We used TextAttack [Morris et al. 2020b], a Python framework for data
augmentation, to substitute words and apply constraints, and Flair POS-tagging model [Akbik
et al. 2018] as POS tagger. The TextAttack framework implements the word swap by embedding
transformation replacing words with their candidates in the counter-fitted vector space [Mrkšić
et al. 2016]. To build the vocabulary of programming–language-related words, we compared our
dataset with a book containing 832 pages describing the English language as it is spoken around the
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world [Kachru et al. 2009]. Unsurprisingly, structure-related words like stack, function, or pointer are
among the most frequent words in our dataset but barely (or never) mentioned in the book, while the
name-relatedwords, such as thenameof the registers (e.g.,EAX) and labels (e.g.,encoded_shellcode)
never appear in the book.We randomly substitute the 10% of words in every NL intent, ensuring that
at least one word is swapped with a similar one [Yoo and Qi 2021].
■Word Omission.We removed action-related words from each intent (e.g., define, add, etc.) using
Flair POS-tagging model [Akbik et al. 2018] as POS tagger, while we identify structure-related words
(e.g., register, label, etc.) and name-related words (e.g., EAX, _start_label, etc.) to omit from the
NL intents by using the vocabulary of programming–language-related words. After identifying the
words to omit, we removed from the intents all the words related to a word omission category (i.e.,
we removed all the verbs, all the structure-related words, or all the names), generating different
perturbed intents, according to the word omission categories, but we did not generate a perturbed
intent with multiple word omission categories.

4.4 Metrics
To evaluate the performance of the models, we computed the Syntactic Accuracy (SYN) and the
Semantic Accuracy (SEM).While the former gives insights into whether the code is correct according
to the rules of the target language, the latter indicates whether the output is the exact translation of
the NL intent into the target programming language (i.e., assembly). Syntactic/semantic accuracy
is computed as the number of syntactically/semantically correct predictions over the total number
of predictions (i.e., the total number of code snippets generated by the model). Furthermore, to
better estimate the impact of the perturbations on the models, we computed the Robust Accuracy
(ROB) [Huang et al. 2021]. Similar to semantic accuracy, thismetric evaluates the semantic correctness
of the code predicted by the models. However, instead of considering all the examples in the test
data, the robust accuracy limits the evaluation to the subset of examples correctly generated by the
model without the use of perturbations (i.e., it discards from the evaluation the semantically incorrect
predictions w/o perturbations in the NL intents).

To evaluate the syntactic correctness of the predictions, we use the NASM assembler for the Intel
x86 architecture in order to check whether the code generated by the models is compilable. For the
semantic correctness of the predictions, instead, we manually analyze every code snippet generated
by the models to inspect if it is the correct translation of the English intent. This analysis cannot be
performed automatically (e.g., by comparing the predictions with ground-truth references) since
an English intent can be translated into different but equivalent code snippets. Thereby, manual
(human) evaluation is a common practice in machine translation [Han et al. 2021; Liguori et al. 2023].
To reduce the possibility of errors in manual analysis, multiple authors performed this evaluation
independently, obtaining a consensus for the semantic correctness of the predictions.

5 SEMANTICS EVALUATION
An NMTmodel is robust if the performance obtained on the original, non-perturbed data is similar
to the one achieved against the perturbed data, i.e., the perturbations do not imply a significant drop
in the model’s performance. To properly assess the model’s robustness, the key requirement is to
guarantee that new, perturbed inputs, although syntactically different, preserve the semantics of the
original ones. In fact, if the perturbations alter the semantics of the NL descriptions, then the model
is tested with different inputs (e.g., inputs requiring other actions), hence invalidating the analysis.

Therefore, before analyzing the robustness of NMTmodels, we assessedwhether the perturbations
violate this requirement by comparing the semantics of inputs before and after the perturbations.
To this aim, we perturbed all the 5,900 examples in our dataset with word substitution and word
omission. For the former, we considered both the substitution with and without constraints to verify
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Fig. 3. Violin plots showing the cosine similarity between the original and the perturbed NL descriptions in the
whole dataset.

if they helped to preserve the original semantics. For the latter, we performed an in-depth analysis
that considered independently all the types of omission, i.e., action, structure, and name-related
words. This helped us to understand what is the omission that impacted the most on the semantics.

Unfortunately, there is no automatic solution to check the semantic equivalence of the descriptions,
i.e., solving theambiguity in theNL.Acommonpractice is representedby the inspection fromdifferent
human annotators (e.g., through a survey) that manually analyze whether the perturbed descriptions
are actually semantically equivalent to the original ones [Mastropaolo et al. 2023]. However, amanual
inspection becomes infeasible and too prone to errors due to the massive amount of NL descriptions
to review, which, in our case study, depends on the number of examples in the dataset (i.e., 5,900), and
the number of different perturbations (i.e., word substitution with and without constraints, action,
structure, and name-related omission).
Therefore, following the best practices of the field [Huang et al. 2021; Li et al. 2019; Morris et al.

2020a], we adopted multi-lingual models to compute sentence embeddings that are then compared
with cosine similarity to find sentences with similar semantics. More precisely, these models, named
sentence transformers, are fine-tuned to produce similar vector-space representations for semantically
similar sentences within one language or across languages [Reimers and Gurevych 2019, 2020]. We
adopted the sentence transformers to create sentence embeddings of both the original, non-perturbed
NL descriptions and the perturbed ones. Then, we compared the cosine similarity between the two
embedded descriptions: only if the similarity is higher than a threshold, then we consider that the
perturbation did not alter the semantics of the original description. We implemented these models
by using SentenceTransformers, a Python framework for state-of-the-art sentence, text, and image
embeddings [Reimers 2022]. We set the threshold for similarity equal to 0.80 [Li et al. 2019].

Figure 3 shows, for eachperturbation, theviolinplots of the cosine similarity across all the examples
in the dataset. First, the figure highlights that, regardless of the perturbations, the cosine similarity
values aremostly distributed over the threshold of 0.80. For theword substitution, themedian value is
0.97 and 0.93with and without constraints, respectively (the average is 0.94 vs. 0.91). The percentage
of perturbed descriptions having a cosine similarity higher than the threshold value is equal to 96.20%
when we use constraints and 92.90%without constraints. For the word omission, the median values
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are 0.92, 0.90, and 0.88 for action-related, structure-related, and name-relatedwords, respectively (the
average values are 0.91, 0.90, and 0.86). In this case, the percentage of perturbations not violating the
threshold value for the semantic similarity is 94.98% for action-related, 85.97% for structure-related
and 74.63% for name-related words.
These results provide practical insights. Indeed, the word substitution perturbation impacts less

than the word omission on the semantic similarity with the original descriptions. This happens
because the removal of a word, different from its substitution, implies that the information contained
in the omitted word is missing from the original sentence. A further takeaway of the analysis is that
the constraints for word substitution help to preserve the original semantics of the descriptions. In
fact, the cosine similarity is on average higher than 3%when compared with the substitution without
constraints. Finally, among the word omission categories, the removal of action-related words is the
most semantics-preserving, followed by structure-related and name-related words. The latter is the
only perturbation that has a median (average) value below 0.90, although it is still higher than the
threshold value. This category of words contains particular important information (e.g., the name of
the variables, registers, etc.), but which are sometimes omitted either because they are redundant
(e.g., repeated in the same NL description or in previous ones), or because programmers are not
accurate when describing the code.

For the robustness analysis (see § 6), we train and test the models with perturbed intents that meet
the similarity threshold, i.e., when the cosine similarity between the encoded code description before
and after the perturbation is greater than 0.80.

6 ROBUSTNESS EVALUATION
To perform the experiments, we split the dataset into training (the set of examples used to fit the
parameters), validation (the set used to tune the hyperparameters of the models), and test (the set
used for the evaluation of the models) sets using a common random 80%/10%/10% ratio [Kim and
MacKinnon 2018; Mashhadi and Hemmati 2021]. To validate the proposed method, we conducted
the experimental analysis by answering the following research questions (RQs):
▷RQ1:Are models robust to perturbations in the code descriptions?
We first assess the robustness of the models in the generation of offensive assembly code by using
word substitution and word omission in the NL intents of the test set. In this RQ, the test set is 100%
perturbed, i.e., we add a perturbation in every code description.
▷RQ2:Candataaugmentationenhance the robustness of themodelsagainstperturbedcodedescriptions?
In this RQ, we assess if training the model with perturbed NL intents improves the performance of
the models against perturbed code descriptions. We use a different percentage of perturbed intents
in the training set (25%, 50%, and 100%) and compare the results with the case of no perturbed intents
in the training set (0%). The test set is again perturbed 100%.
▷RQ3: Can data augmentation increase the performance of models against non-perturbed code descrip-
tions?
Finally, we assess whether data augmentation (we perturbed 50% of the training set) can improve the
performance of the models against non-perturbed code descriptions, i.e., the original test set.

6.1 Robustness Evaluation
To assess the robustness of the models in the generation of offensive code, we perturbed the test
set by using word substitution or by removing words from the NL intents of the corpus. Then we
compared the results with the performance of the models on the original, non-perturbed test set.
Ideally, a model is robust if the results obtained with and without perturbations are similar. Table 4
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Table 4. Evaluation of the models with and w/o perturbations in the test set. None indicates the original,
non-perturbed test set.

Seq2Seq CodeBERT CodeT5+
Perturbation SYN SEM ROB SYN SEM ROB SYN SEM ROB

None 0.95 0.65 - 0.93 0.69 - 0.90 0.69 -
Word Substitution 0.86 0.51 0.66 0.89 0.49 0.68 0.73 0.42 0.58
Word Omission 0.81 0.33 0.45 0.67 0.32 0.44 0.75 0.37 0.51

shows the results of themodels in terms of syntactic, semantic, and robust accuracy, with andwithout
perturbations in the test set.

Without any perturbation, the performance of all models is ≥ 90% for the syntactic accuracy, while
the semantic one is equal to 65%, 69%, and 69% for Seq2Seq, CodeBERT and CodeT5+, respectively.
Hence, the choice of models does not impact the ability to produce syntactically correct code.

Whenwe evaluate themodels usingword substitution in theNL intents of the test set, the syntactic
correctnessof themodels dropsby9%,4%, and17% for Seq2Seq,CodeBERT, andCodeT5+, respectively,
while the semantic correctness of the predictions decreases by 14% for Seq2Seq, by 20% for CodeBERT,
and by 27% for CodeT5+. According to the robust accuracy, only the 66%, 68%, and 58% of the code
snippets are correctly predicted before and after perturbations by SeqSeq, CodeBERT, and CodeT5+,
respectively.

The performance gets even worse when we omit words from the NL intents of the test set. Indeed,
the syntactic correctness notably fell by 14%, 26%, and 15% for Seq2Seq, CodeBERT, and CodeT5+,
respectively. Also, the table highlights that semantic correctness decreases by 32% for CodeT5+, and
is approximately halved for the other twomodels when compared to the results obtained without
perturbations. On top of that, only ≤ 51% of themodels’ predictions are correct bothwith andwithout
perturbations.

RQ1: Are models robust to perturbations in the code descriptions?

In our experiments, we found that NMTmodels are not robust to intents that diverge from those
of the corpus. Indeed, the dropping of the performance is too evident even when the intents
slightly differ from the original ones (i.e., word substitution). The worst-case scenario occurs
when the intent lacks information. In this case, the semantic correctness of the prediction is
more than halved. Therefore, the model shows limited usability in practice since it is not able to
deal with the variability of NL descriptions. We attribute this limitation to the corpora used to
train the models since they are often oriented to specific writing styles, or because descriptions
in the corpus are often too literal and cumbersome.

6.2 Data Augmentation Against Perturbed Code Descriptions
We investigated how the use of perturbed intents in the training phase2 improves the robustness
of the models when dealing with perturbations in the test set. Therefore, we randomly perturbed
different amounts of the original code descriptions in the training set (25%, 50%, and 100%), similarly
to previouswork [Huang et al. 2021;Wu et al. 2020]. Themodelswere then trained from scratch using
the different perturbed training sets before comparing the results obtained by the models without
the use of data augmentation, i.e., 0% of perturbed intents in the training set (as shown in § 6.1). We
remark that, in our experiments, we did not alter the size of the training data, i.e., the augmentation of
2We injected perturbations in both the training and validation sets.
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Table 5. Evaluation of the models trained with different percentages of perturbed code descriptions. The test
set is 100% perturbed. The worst performance per perturbation is red, while the best is blue.

Seq2Seq CodeBERT CodeT5+

Perturb. Advers.
Inputs SYN SEM ROB SYN SEM ROB SYN SEM ROB

Word
Substitution

0% 0.86 0.51 0.66 0.89 0.49 0.68 0.73 0.42 0.58
25% 0.91 0.52 0.80 0.93 0.62 0.86 0.90 0.63 0.88
50% 0.91 0.57 0.85 0.92 0.66 0.90 0.88 0.62 0.87
100% 0.91 0.57 0.87 0.92 0.64 0.88 0.90 0.67 0.92

Word
Omission

0% 0.81 0.33 0.45 0.67 0.32 0.44 0.75 0.37 0.51
25% 0.89 0.38 0.57 0.89 0.45 0.61 0.89 0.46 0.62
50% 0.90 0.39 0.61 0.91 0.46 0.63 0.89 0.47 0.64
100% 0.92 0.40 0.60 0.94 0.48 0.66 0.90 0.47 0.63

the data refers to an increasing variability of the training examples obtained with the new, perturbed
code descriptions, which replace the non-perturbed ones of the original dataset.

Table 5 shows the results. The table highlights that, for all the perturbations, the use of perturbed
code descriptions increases the robustness of themodel over all themetrics. For syntactic correctness,
both models get a performance boost already with 25% of word substitution in the training set (+5%
for Seq2Seq, +4% for CodeBERT, +17% for CodeT5+), while in the case of word omission, we obtain
the best results with a training set 100% perturbed (+11% for Seq2Seq, +27% for CodeBERT, +15% for
CodeT5+).
Semantic correctness analysis shows that all models gain greater benefits from the use of higher

percentages of perturbed inputs (>=50%). In fact, in the case of the use of word substitution in the
training set, Seq2Seq increases the number of semantically correct predictions up to 6%, and the
robustness accuracy up to 21%, CodeBERT gets a boost in semantic correctness up to 17% and robust
accuracy up to 22%, and CodeT5+ shows an evident improvement up to 25% and 34%. In the case
of the omissions in the training set, Seq2Seq improves the semantic and robustness accuracy up to
7% and 16%, respectively, while CodeBERT gets an even more marked boost of the performance,
increasing the semantic accuracy up to 16% and robustness accuracy up to 22%. Finally, for CodeT5+,
the semantic and robustness accuracy increased by 10% and 13%.
To show the improvement in the code generation obtained with the data augmentation, Table 6

presents a qualitative analysis using cherry-picked examples fromour test sets. In particular, the table
showsexamplesof failed (i.e., semantically incorrect)predictionswithoutusing thedataaugmentation
that resulted in successful (i.e., semantically correct) predictions after the augmentation of the code
descriptions. In the case of word substitution, it is worth noticing that the model failed to predict the
correct output even if the perturbed intent slightly differs from the original one. As concerns the
omission of words, the table points out that the model’s successful prediction is constrained to all the
parts of the description, hence the removal of an unnecessary word from the intent (e.g., the word
function) implied a failure prediction. The table also highlights that all these failure cases were fixed
by the use of data augmentation since the predictions are all syntactically and semantically correct.

After showing that the use of perturbations in the training set is an effective solution to increase the
robustness of the models, we compared the best performance of the models with data augmentation
on the perturbed test set with the performance of the models on the original training/test sets, i.e.,
without perturbations. Figure 4 shows the results in terms of syntactic and semantic accuracy. We
did not include robust accuracy since this metric cannot be evaluated without perturbations in the
test set (i.e., for the None bar).
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Table 6. Illustrative examples of predictions with and without data augmentation (DA) against the perturbed
test set. The prediction errors are red.Underlined and����slashed text refer to word substitution and to word
omission in the test set, respectively.

Original intent
Prediction before
perturbing the

intent
Perturbed Intent

Prediction w/o DA
after perturbing the

intent

Prediction with DA
after perturbing the

intent

subtract the contents
of al from the bl

register
sub bl, al

deducting the
contents of al from
the bl register

or al, bl sub bl, al

push double word
0x74652f2f onto the
stack and point the
EBX register to the
stack register

push dword
0x74652f2f \n mov

ebx, esp

��push double word
0x74652f2f onto the
stack and��point the
EBX register to the
stack register

push dword
0x74652f2f \n push
dword ebx \n mov

ebx, esp

push dword
0x74652f2f \n mov

ebx, esp

call _myfunc
function

call _myfunc
call _myfunc
���function

int 0x80 call _myfunc

94.9% 93.2% 90.0%91.2% 92.9% 89.8%92.3% 93.8%
89.5%

0%

10%

20%

30%

40%

50%

60%

70%

80%

90%

100%

Seq2Seq CodeBERT CodeT5+

None Word Substitution Word Omission

(a) Syntax

65,1%
68,8% 69,5%

57,3%
65,8% 67,3%

39,6%
48,2% 46,8%

0%

10%

20%

30%

40%

50%

60%

70%

80%

90%

100%

Seq2Seq CodeBERT CodeT5+

None Word Substitution Word Omission

(b) Semantics

Fig. 4. Comparison between the best results obtained bymodels with data augmentation on the perturbed test
set against the results obtained on the original, non-perturbed training/test set (None).

Both subfigures highlight that the syntactic correctness provided by the models with data aug-
mentation on perturbed test sets is comparable to those obtained on the original, non-perturbed
training/test sets. Furthermore, the use of omissions in the training set helped CodeBERT to exceed
the performances obtained without perturbations (93.84% vs 93.22%). However, the analysis of se-
mantics led to very different results. Indeed, all models provide performance lower than that obtained
without perturbations. In the case of word substitution, Seq2Seq and CodeBERT showed a drop in
the performance of 8% and 3%, while CodeT5+ is very close to the results of the original training/test
set (2.2% decrease in semantic accuracy). The decrement of semantic accuracy is more pronounced
in the case of omissions in the NL intents. Indeed, despite the use of data augmentation, Seq2Seq,
CodeBERT, and CodeT5+ show a clear drop of 25%, 21%, and 23%, respectively.
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RQ2: Can data augmentation enhance the robustness of the models against perturbed code
descriptions?

Data augmentation proved to be an effective solution to improve the robustness of models in the
generation of offensive code. Indeed, our experiments showed that when the model is trained
with a high percentage of perturbed intents, it can deal with the variability of the descriptions.
For all the perturbations, the syntactic correctness of the predictionswith the data augmentation
is comparable to the one obtained by themodel on the original, non-perturbed test set. However,
the semantic correctness of the predictions on perturbed code descriptions is still lower than the
one obtained on the original, non-perturbed data. This drop is more evident when the models
deal with the omission of information. This suggests the need for more sophisticated solutions
to derive the missing or implicit information from the context of the program [Lutellier et al.
2020; Wu et al. 2022].

6.3 Data Augmentation Against Non-perturbed Code Descriptions
In our last analysis, we assessed whether the use of perturbed code descriptions in the training phase
improves the performance of the model against non-perturbed NL code descriptions. Therefore, we
added perturbed inputs in the 50% of the training set, while the remaining 50% is not perturbed, and
evaluated the performance of the models against non-perturbed data. The key idea is to understand
whether the models gain benefits from the data augmentation when generating snippets starting
from the original non-perturbed intents. Figure 5 shows the results of the syntax and semantic
evaluation for the three models. Again, we did not include robust accuracy in this analysis since the
test set is not perturbed.

Figure 5a shows that the syntactic correctness of the models is pretty similar (≥ 90%), regardless of
the perturbation added in the training phase and themodel. Notably, CodeT5+ provides an increment
of the syntax accuracy by 1% and 2% when trained with word substitution and word omission,
respectively. For the semantic evaluation, Figure 5b shows that the usage of word substitution in the
training phase provides a performance that is superior to the one achieved without perturbations for
the Seq2Seq and CodeT5+ (+4.6% and +3.1%, respectively). The usage of word omission in half of
the training data boosts the performance of CodeT5+ (+4.0%), while the other models decrease their
semantic accuracy up to ∼2%.
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Fig. 5. Comparison between results obtained bymodels with data augmentation on the original, non-perturbed
test set against the results obtained on the original, non-perturbed training/test set (None).
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Table 7. Illustrative examples of predictions with and without data augmentation (DA) on the original, non-
perturbed test set. The prediction errors are red.

Original Intent Prediction w/o DA Prediction with DA

push eax and edx on the stack push edx \n push eax push eax \n push edx

move the bits of ax to the right by a
number equal to the content of cl

mov ax, cl shr ax, cl

Table 7 shows two worth noticing examples in which, despite the non-perturbed test set, the
models failed the prediction when trained with the original, non-perturbed training set, but returned
syntactically and semantically correct predictions when trained with perturbed code descriptions.
The first example of the table shows that the use of word substitution in 50% of the training set helped
the model in predicting the right order of the instructions. In the second example, despite the model
identifying the correct operands and their ordering, we found that thewordmove confused themodel
since this verb is mostly used to transfer contents (e.g., from a register into another one). The removal
of words in the training set helped the model to emphasize also other parts of the intent, such as the
word right. Therefore, after the data augmentation, the model correctly interpreted themove right by
generating the shift right operation (shr instruction).

RQ3:Candata augmentation increase theperformanceof themodels againstnon-perturbed
code descriptions?

An important takeaway from our experiments is that the use of perturbations in the training
data can increase the performance of the models in the code generation also against the original,
non-perturbed code descriptions. Indeed, although the syntactic correctness is almost the
same for all models (with an improvement up to 1.8%), we found that the semantic correctness
increased up to 4.6%when using word substitution and up to 4.0%when using word omission.
In particular, a newer, pre-trained model such as CodeT5+, benefits more from descriptions
that are shorter or contain more variability. Therefore, even if the test set is not perturbed, the
models can improve the semantic correctness of the predictions by learning from the higher
variability in the training set due to the use of perturbations. This is an effective solution to
overcome a fixed structure of the NL intents derived from a single description style of the code
used to fine-tune the models.

7 CONCLUSION
In this paper, we proposed a method to assess the robustness of AI offensive code generators through
the injection of perturbations in the NL code descriptions. We first showed that the perturbed
descriptions preserve the semantics of the original ones. Then, we applied the method to assess three
state-of-the-art NMTmodels in the automatic generation of offensive assembly code for software
security exploits starting from the English language. Our experiments pointed out that themodels are
not robust when the intents deviate from the ones used in the corpora. In particular, the performance
of the models drastically drops when developers do not explicitly specify all the information in the
NL intents (word omission). To enhance the robustness of the code generators, we applied the method
to perform data augmentation, i.e., to increase the variability of the code descriptions, showing that
models increase the performance when at least 50% of the training data is perturbed. Finally, we
found that the performance of the code generation task improves when the model is trained with a
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perturbed version of the code descriptions containing new words (word substitution) also against the
original, non-perturbed test-set.
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