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Performance Analysis of Underwater Acoustic
Channel Amid Jamming by Random Jammers

Waqas Aman, Saif Al-Kuwari, and Marwa Qaraqe

Abstract—Underwater communication networks are increasingly
popularized by various important maritime applications. However,
this also leads to an increased threat landscape. This letter
presents the first study that considers jamming attacks by random
jammers present in the surroundings of legitimate transceivers in
underwater acoustic communication systems. We investigate the
impact of jamming attacks on various performance parameters
of the legitimate underwater acoustic communication link. In
particular, we investigate the legitimate link using stochastic
geometry for important performance parameters, namely coverage
probability, average rate, and energy efficiency of the link between
two legitimate nodes, i.e., underwater and surface nodes. We then
derive and present tractable expressions for these performance
parameters. Finally, we performed a Monte Carlo simulation to
validate our analysis. We plot the performance metrics against the
transmit power, and jamming power for different intensities of
the jammers in shallow, mid, and deep water scenarios. Results
reveal that on average, jamming in deep water has a relatively
high impact on the performance of legitimate link than in shallow
water.

Index Terms—jamming, attacks, availability, stochastic geome-
try, Poisson point process, coverage, energy efficiency, average rate,
underwater acoustic communication.

I. INTRODUCTION

Recently, a considerable amount of research has been con-
ducted to explore innovative approaches, from design to sig-
nal processing, on underwater acoustic communication [1, 2].
However, the broadcast nature of underwater acoustic commu-
nication makes it vulnerable to many types of malicious attacks
[3]. One of the prominent attacks is the jamming attack, which
can lead to denial of services or high error rate in ongoing
communication. In fact, as underwater acoustic communication
systems operate in a limited frequency band due to the harsh
environment, jamming can aggressively consume the available
bandwidth, making it difficult for legitimate communication
signals to pass through. On the other hand, resisting the jamming
attack in the typical underwater environment is often difficult as
it is increasingly challenging to physically access such hostile
environments. This consequently makes it difficult to locate
and remove jamming devices there. Therefore, investigating the
potential impact of jamming in these environments is of utmost
importance.

The authors in [4] consider a jamming attack scenario in
the underwater acoustic communication network, and propose
a detection scheme that detects jamming by observing abnor-
malities in the received data. Specifically, jamming is detected
by measuring any abnormality in terms of packet transmission
ratio or the amount of energy consumption. Once a jamming
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attack has been identified, the node sends a high-priority packet
to its neighbors and increases sleeping time to save energy.
Meanwhile, it also maps a jammed area to prevent data trans-
mission from occurring, which mitigates the jamming effect.
Similarly, the authors in [5] propose a deep Q-network-based
resource allocation mechanism that utilizes the transmit power
of the legitimate transmitter node and the location of the receiver
node to mitigate the jamming effect by enhancing the signal-to-
jamming power ratio. More recently, the authors in [6] utilize
a double deep Q network (D2QN) to propose a mechanism
that jointly optimizes the transmit power and receiver node’
trajectory to maximize the achievable end-to-end throughput
amid jamming.

Alternatively, game theory 1 has been utilized to detect and
mitigate jamming in underwater acoustic communication sys-
tems [7–11]. Game theory and reinforcement learning are jointly
used to detect jamming attacks by formulating the interactions
between underwater nodes and attackers (i.e., players) as an
underwater jamming game in [7]. The players choose their
transmit power levels to maximize their individual utilities based
on the SINR of the normal signals and transmission costs. Nash
equilibrium of a static jamming game is presented in a closed-
form expression for the jamming scenario with known acoustic
channel gains. For unknown dynamic underwater environments,
a Q-learning-based antijamming method is proposed where each
node chooses its transmit power with no information on the
channel gain of the jamming attackers available. In addition,
other work uses the game theory approach for various resource
allocation problems during jamming [8–11].

To the best of our knowledge, the impact of random jammers
on the performance of the legitimate node has not been studied
in underwater acoustic communication networks. Earlier work
[4–11] considered mainly three node-setups (Alice, Bob, and
a Jammer) or fixed geometry for jammers and proposed their
techniques to counter jamming via resource allocation schemes
through game theory or other optimization techniques. In this
work, instead, we consider a more realistic scenario where we
assume multi-random jammers in the surrounding area of the
legitimate nodes, and whose continuous jamming in the operat-
ing frequency range affects the ongoing communication between
legitimate nodes. We investigate (using stochastic geometry)
how randomly distributed jammers in the seabed can impact
the coverage, average rate (AR), and energy efficiency (EE) of
the legitimate communication link.

Despite being the first work of its kind in the literature, this
work is important from two different aspects. Firstly, it tackles
a realistic scenario where the precise number and locations
of jammers are unknown, introducing a nuanced perspective
to the existing literature. Secondly, it underscores the crucial

1Game theory is a branch of mathematics that studies how entities (referred
to as “players”) make strategic decisions in situations where the outcome of
their choice depends not only on their actions but also on the actions of others.
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Fig. 1. System Model

need for understanding system behavior in dynamic, stochastic
environments, empowering design engineers to optimize system
parameters effectively to achieve predefined performance met-
rics such as coverage probability, spectral efficiency, and energy
efficiency in a jamming environment.

The rest of this letter is organized as follows: Section II
presents the system and signal model, and Section III presents
the performance analysis. We evaluate our proposals using
simulation and present the results in Section IV. Finally, the
paper concludes in Section V with a few concluding remarks
and future directions.

II. SYSTEM & SIGNAL MODEL

We consider an underwater acoustic communication system
as depicted in Fig. 1 where we have a legitimate underwater
transmitting node/submarine at a certain location that transmits
signals at power Pt, and a surface receiver node/ship to receive
and decode information. Furthermore, we consider random jam-
mers at the seabed with a certain depth ρ which are distributed
according to a homogeneous Poisson point process (PPP) with
intensity λJ . All jammer nodes emit continuous jamming signals
with power PJ in the operating frequency band, effectively
blocking or interfering with legitimate communication. There-
fore, we are interested in finding how these random jammers, on
average, affect the performance of legitimate communication.

The clean received signal y in the frequency domain of the
legitimate transmitter on the surface ship is given as

y(f) =
√

Pt
PL(f)

H(f)x +N(f), (1)

where Pt is the transmit power, PL is pathloss, x is the
transmitted symbol, H(f) is the channel transfer function,
and N(f) is PSD of the acoustic noise, can be expressed in
dB as N(f)dB ≈ N1 − τ10 log(f), where N1 and τ are the
experimental constants. The path-loss PL in dB of underwater
acoustic (UWA) channel between a node pair having distance d
separation is given as [12]

PLdB(f, d) = ν10 log d + dα(f)dB. (2)

Eventually, the path-loss of UWA channel is the summation
of spreading loss (ν10 log d) and absorption loss (dα(f)dB) in
dB scale, where ν is the spreading factor, while the absorption
coefficient α(f)dB is given as α(f)dB = 0.11f2

1+f2 + 44f2

4100+f2 +2.75×
10−4f2 + 0.003 [12].

According to the statistical behavior of the channel
transfer function [13], it can be expressed as H(f) ∼
CN(∑Ll=1 clE{hl}, σ2

L∑
L
l=1 ∣cl∣) where cl = e−j2πfξl with ξl is

the l-path delay, and σL = σl ∀l and L is the total number
of paths. Next, ∣H(f)∣ is distributed as Rician with shape
parameter K = ∣∑Ll=1 clE{hl}∣

2

σ2
L∑

L
l=1 ∣cl∣

= ∣∑Ll=1 clE{hl}∣
2

σ2
L
L

. Equivalently,

∣H(f)∣ ∼ Rice(
√

2
L
∣ ∑Ll=1 clE{hl} ∣, σL). Assuming unit

variance of path’s distribution (i.e σ2
l = 1), and omitting f

for the sake of brevity, ∣H ∣2 is distributed as non-central chi-
squared with two degrees-of-freedom and non-centrality param-

eter ψ = (
√

2
L
∣ ∑Ll=1 clE{hl} ∣)

2

. At this stage, assuming a
narrow-band system [13], we can write the signal-to-jamming
and noise ratio (SJNR) as

SJNR = ζ

J + σ2
, (3)

where ζ = pt
PL ∣H ∣

2 is the received signal power from the
legitimate transmitter, J = PJ ∑j∈Φj

1
PLj
∣Hj ∣2 is the aggregated

jamming power with PJ the jamming power, PLj is the path
loss and Hj is the channel transfer function of j-th jammer and
σ2 = ∆fN(f) is the total noise power in the operating band
∆f .

III. PERFORMANCE ANALYSIS

We analyzed our system in terms of three metrics: coverage
probability, AR, and EE. We derive Laplace transforms of
received and jamming signals, which contribute to the three
metrics. We discuss each of them in detail below.

A. Coverage Probability

By definition, the conditional (i.e., conditioned on the distance
of legitimate transmitter to surface node) coverage probability
in the case of jamming can be expressed as

PC ∣ (D = d) = P[SJNR ∣ (D = d) ≥ τ] = P[
Pt∣H ∣2
PL(d)

J + σ2
≥ τ] (4)

= P[∣H ∣2 ≥ PL(d)
Pt

τ(J + σ2)],

where D denotes an R.V. for the distance between legitimate
underwater and surface nodes, τ is the threshold or target SJNR.
To find this probability, we invoke the Gill-Paliez inversion
theorem [14], accordingly the above equation can be written
as

PC ∣ (D = d) = (5)

0.5 − 2λJ ∫
∞

0

Img[L∣H ∣2(−is Pt
PL(d)τ )FJ(is)]
s

ds,

where Img [.] represents the imaginary part of a complex value
function, FJ(is) = ∫

∞
0 y exp (iys σ

2

PJ
) exp (−πλJy2γ(isy))dy

with γ(isy) = E[1F1(−2,−1, is PJ
PLj(y) ∣Hj ∣2)] where 1F1(., ., .)

is confluent hyper-geometric function of the first kind. The
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above probability is conditioned on distance d, now, the overall
coverage probability PC can be computed by computing the
expectation of Eq. 5 w.r.t. to distance D, the final expression is
presented in Eq. 6, where dmax is the maximum value of R.V.

D (distance of the legitimate node). We consider R.V. D as
uniform R.V. distributed as D ∼ U(0, dmax). Thus, it implies,
fD(d) = 1

dmax

PC = ∫
dmax

0
(0.5 − 2λJ ∫

∞

0

Img[L∣H ∣2(−is Pt
PL(d)τ )FJ(is)]
s

ds)fD(d)dd, (6)

LJ(s) = exp (−2πλJ ∫
∞

0
(1 − exp (

−ψsPj 1
PLj(r)

1 + 2sPj 1
PLj(r)

)(1 + 2sPj
1

PLj(r)
)−1)rdr) (7)

AR = ∫
dmax

0
∫
∞

0

(1−exp ( −ψ̂(d)s1+2s ))
(1+2s) exp (−2πλJ ∫

∞
0 (1 − exp (

−ψ̂(d)sPj 1
PLj(r)

1+2sPj 1
PLj(r)

)(1 + 2sPj 1
PLj(r))

−1)rdr)

s
exp (−σ2s)dsfD(d)dd, (8)

B. Average Rate

AR provides a more realistic assessment of a wireless com-
munication system’s performance in a time-varying and fading
channel. Instead of looking at the instantaneous rate, which can
fluctuate greatly, it considers the average rate over a long time
period, which is more relevant for practical applications. By
definition, it can be expressed as

AR = E [log2(1 +
ζ

J + σ2
)] bps, (9)

where the expectation is joint w.r.t. ζ and J . We invoke Hamdi’s
lemma to find the conditional AR, given as [15]

AR ∣ (D = d) = ∫
∞

0

LJ(s) −Lζ(d)(s)LJ(s)
s

exp (−σ2s)ds,
(10)

By putting Eqs. 7 & 12 into Eq. 10, we get the final expression
for AR which is presented in Eq. 8.

C. Energy Efficiency

Energy efficiency (EE) is an important consideration in un-
derwater wireless communication. Due to the remote and harsh
environment of underwater wireless communication, energy
becomes a precious resource of the system due to expensive
energy source replacement mechanisms. By reducing the en-
ergy consumption during communication, the operational costs
associated with battery replacement and maintenance can be
minimized. When a jamming attack occurs, the device may
need to increase its transmit power to overcome the interference
[16]. Energy-efficient communication can help ensure that the
device’s battery lasts longer, allowing it to continue functioning
even in the presence of jamming. The EE can be computed as:

EE = ∫
dmax
0 ∫

∞
0

LJ(s)−Lζ(d)(s)LJ(s)
s

exp (−σ2s)dsdd
Sp + Pt

, (11)

where Sp is the static power consumption.

D. Laplace Transforms

The Laplace transform (LT) of the received signal can be
expressed as:

Lζ(s) = E [exp (−sζ)] (12)

Lζ(s) = exp (
−ψ̂s
1 + 2s

)(1 + 2s)−1,

where ψ̂ = (
√

2PL
PtL
∣ ∑Ll=1 clE{hl} ∣)

2

is the non-central param-
eter of non-central Chi-squared R.V. ζ. Note that the LT of ∣H ∣2
is the same as Eq. 12 but with a different non-central parameter
ψ. Similarly, the LT of jamming can be computed as:

LJ(s) = E [exp (−sJ)] (13)

(a)= EΦ,{∣Hj ∣2}

⎡⎢⎢⎢⎢⎣
exp (−sPj ∑

j∈Φj

1

PLj(Φ)
∣Hj ∣2)

⎤⎥⎥⎥⎥⎦
(b)= EΦ,E{∣Hj ∣2}

⎡⎢⎢⎢⎣
∏
j

exp (−sPj
1

PLj(Φ)
∣Hj ∣2)

⎤⎥⎥⎥⎦
(c)= EΦ

⎡⎢⎢⎢⎢⎣
∏
j

exp (
−ψsPj 1

PLj(Φ)

1 + 2sPj 1
PLj(Φ)

)(1 + 2sPj
1

PLj(Φ)
)−1
⎤⎥⎥⎥⎥⎦

Eq. 13 (a) expresses the main random variable into its
full form. Eq. 13 (b) is obtained by using the exponential
function property and the fact that the fading gains ∣Hj ∣2
and the point process are independent, and Eq. 13 (c) is
due to i.i.d of Hj ∀j. Finally, using probability generating
functional (PGFL) for the PPP, the final expression for the LT
of jamming is presented in Eq. 7, where PLj(r)(f)[dB] =
ν10 log(

√
r2 + ρ2) +

√
r2 + ρ2α(f)dB. is the path loss in dB

of j-th jammer to the surface node, r is the random 2D distance
and ρ is the distance/depth from the surface to the seabed.

IV. SIMULATION RESULTS

We use Matlab to develop the simulations presented in this
section. The simulation parameters are taken from commercially
available Popoto acoustic modems [17]. Unless specified oth-
erwise, we set static power consumption to Sp = 1.5 Watts,
transmit power Pt = 20 Watts, jamming power PJ = 20 Watts,
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Fig. 2. Coverage probability against jamming power of jammers
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operating frequency f = 22 KHz, bandwidth 10 KHz, ρ = 0.1,1
and 2km for shallow, mid and deep water respectively [18],
dmax =

√
102 + ρ2 km, and τ = 2. Furthermore, to validate

the analysis, Monte Carlo results are also plotted where 106

total number of node’s deployment is taken for computing the
performance metrics. We use an acoustic channel simulator for
underwater communication to generate channel gains for Monte
Carlo results [12].

Fig. 2 shows the performance of overall coverage probability
against jamming power. In this figure, we chose two values for
the average number of jammers, λj = 0.01 (ten jammers per km)
and λj = 0.03 (thirty jammers per km). We observe that overall
coverage probability decreases significantly when an increase
occurs in the average number of jammers. This is obvious,
more jammers mean more jamming power and hence enhanced
interference from the jammers into legitimate communication,
thus reducing overall coverage probability. We also observe that
overall coverage probability is relatively higher in shallow water
than in mid and deep water. This is because on average the
legitimate node in mid and deep-water cases is farther away
from the surface node and thus has a relatively more degraded
channel. We also plot the Monte Carlo results and observe a
perfect match with analytical results. Fig. 3 shows the overall
coverage probability against the transmit power of a legitimate
node for two values (2 & 4) of target SJNR τ . We observe
an increase in the probability with the increase in the transmit

power. Here, one can tell about the percentage of time one
can get a target SJNR value, for example, we observe that for
shallow water almost 98% of the time one will meet the τ = 2
for λJ = 0.03. Further, a similar trend for shallow, mid, and
deep water to Fig. 2 is observed.

5 10 15 20 25 30 35 40 45 50 55 60 65 70 75 80 85 90 95 10
0

P
t
 (Watts) 

1

2

3

4

5

6

7

8

A
R

 (
b
p
s
)

Shallow, 
J
=0.01

Shallow, 
J
=0.05

Mid, 
J
=0.01

Mid, 
J
=0.05

Deep, 
J
=0.01

Deep, 
J
=0.05

Monte Carlo

Fig. 4. Average rate (AR) in bps against transmit power of legitimate node
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In Fig. 4, we keep the jamming power of all the jammers
fixed to the maximum value (i.e., 20 Watts) according to the
commercially available modems, and assume a scenario where
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the legitimate transmitter is cable of varying its transmit power
over a range 5 to 100 Watts. We observe that increasing transmit
power increases the average rate, and shallow water has a higher
average rate than mid and deep-water scenarios. In Fig. 5,
we plot energy efficiency against transmit power for the same
configuration as Fig. 4. We observe that on the one hand in
Fig. 4, the transmit power enhances the average rate but on
the other side it reduces the energy efficiency of the system as
shown in Fig. 5. So, this implies there is a tradeoff between the
two, one needs to comprise one for the other. The important
thing to note here is that increasing transmit power increases
the average rate but with a low slope while the descending in
the EE plot is relatively high, thus making transmit power a
vital system parameter to be considered. We also plot the Monte
Carlo results, their perfect match with analytical results validate
the analysis.

Next, we assume a scenario where the legitimate node is
transmitting at a fixed power and the jammers are capable of
varying their jamming powers over a range 5 to 100 Watts. We
can see that in both Figs. 6 & 7, the trend of AR and EE is
decreasing against the increase in jamming power. This is due
to the fact that more jamming power means more interference
and thus low average rate and EE. This means that increasing
jamming power does not go in favor of either of both.

V. CONCLUSION

In this letter, we investigated jamming attacks by random
jammers in an underwater acoustic communication system. We
utilized stochastic geometry to evaluate the performance of
legitimate communications in terms of overall coverage proba-
bility, average rate, and energy efficiency. We provided tractable
expressions for all three aforementioned performance metrics.
To validate the analysis the analytical results are compared
against Monte Carlo results.

This work is an initial attempt to averagely evaluate a
legitimate underwater acoustic link that is under the influence
of jamming by randomly located jammers. Looking forward,
a multitude of avenues beckon for further exploration. One
promising trajectory involves delving into optimal resource
allocation strategies aimed at enhancing coverage, average rate,
and energy efficiency. Additionally, considering the ever-present
challenge posed by random blockages such as aquatic life or

submarines, future investigations could delve into the impli-
cations of these obstructions on system performance, thereby
enriching our understanding of real-world operational dynamics.
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