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Abstract scale free degree distributiony [11]. These results

were also verified byi [12, 14, 5; 8], who conducted
In this paper we model the tomography of scale frégrther investigations. Albert and Barabasi [2, 1]
networks by studying the structure of layers aroustiggested a dynamic graph generation model that
an arbitrary network node. We find, both analyticallyenerates such networks. One of their main find-
and empirically, that the distance distribution of ajhgs was the self similarity characteristic of such net-
nodes from a specific network node consists of tweorks. Interestingly, empirical findings on partial
regimes. The first is characterized by rapid growthiews obtained similar results, which may lead to the
and the second decays exponentially. We also shagsumption that due to the self similarity nature of
that the nodes degree distribution at each layer ishe Internet structure, this characteristic would be ex-
power law with an exponential cut-off. We obtaiposed through different cuts and filters.
similar results for the layers surrounding the root of In this paper we study the tomography of
multicast trees cut from such networks, as well gsale free networks and multicast trees embedded on
the Internet. All of our results were obtained botthem. We use the Molloy Reed graph generation
analytically and on empirical Interenet data. method {15] in conjunction with similar techniques
to study the layer structure (tomography) of net-
works. Specifically, we study the number and degree
1 Introduction distribution of nodes at a given (shortest path) dis-
tance from a chosen network node. We show analyt-
In recent years there is an extensive effort to modedlly that the distance distribution of all nodes from
the topology of the Internet. While the exact natuespecific network node consists of two regimes. The
of the Internet topology is in debate [4], it was founfirst can be described as a very rapid growth, while
that many realistic networks posses a power law, or
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the second is found to decay exponentially. We aldte matched links u;v >, u;v 2 v. Throughout

show that the node degree distribution at each laybis paper, we refer to the set of links @n as open

obeys a power law with an exponential cut-off. Weonnections.

back our analytical derivations with simulations, and  Note, that while in the BA model the graph de-

show that they match. gree distribution function exists only at the end of the
We also study shortest path trees cut from scaleocess, in the MR model the distribution is known

free networks, as they may represent multicast treapriori, thus enabling us to use it in our analysis dur-

We investigate their layer structure and distributioing the construction of the graph.

We show that the structure of a multicast tree cut

from a scale free network exhibits a layer behavior

similar to the network it was cut from. We validat

our analysis with simulations and real Internet dat .'2 Cut-Off Effect

_ The paper is organized as follows. Sectibn 2 dgecent work 7], has shown that the radisr, of
tails previous findings and gives the basic terminQly e free graphs is extremely small and scales as
ogy we use in the paper. In Sectitn 3 we introduGg ..\ The meaning of this is that even for very
the process used for generating scale free graphs giidle \etworks, finite size effects must be taken into
their layers. Then, we analyze the resulting tomogigscqnt, because algorithms for traversing the graph

phy of such networks, and back the results with sizy gt 16 the network edge after a small number of
ulations and real data. In Sectioh 5 we investigaéftaeps_

the tomography of multicast trees cut from such net- * gjnce the scale free distribution has no typical
works, and back our findings with real Internet dat%cale, its behavior is influenced by externally im-

posed cutoffs, i.e. minimum and maximum values
for the allowed degreess. The fraction of sites
having degrees above and below the threshold is as-
sumed to be. The lower cutoffm , is usually cho-
sen to be of orded (1), since it is natural to assume

In recent years studies have shown that many rét in real world networks many nodes of interest
world networks, and, in particular, the Internet, afé@ve only one or two links. The upper cutdff, can

scale free networks. That is, their degree distributiGs0 be enforced externally (say, by the maximum
follows a power lawp () = ck , wherecis an ap- number of links that can be physically connected to a

propriate normalization factor, andis the exponent 'outer). However, in situations where no such cutoff
of the power law. is imposed, we assume that the system has a natural

Several techniques for generating such scQgoff-
free graphs were introduced! [2,1 15]. Molloy and To estimate the natural c_utoff of a network, we
Reed suggested in [15] a method (MR model) f@ssume that the network consistsiohodes, each of
computing the size of the giant (or largest) comp&h'ch has a degree randomly' selected from the dis-
nent in a scale free network. To do so, they develop&tpution P (k) = ck . An estimate of the average
the following method. A graph with a given degre¥@lue of the largest of the nodes can be obtained
distribution is generated out of the probability spa&é’ looking for the smallest possible tail that contains
(ensemble) of possible graph instances. For a given
graph sizex , the degree sequence is determined by e define the radius of a graph, as the average distance
randomly choosing a degree for each of thenodes of all nodes in the graph from the node with the highest de-
from the degree distribution. Let us defimeas the 9gree (if there is more than one we will arbitrarily choose one
set ofN chosen nodes; as the set of unconnected’f them). The average hop distance or diameter of the graph,

. . . Is restricted to:
outgoing links from the nodes in, andE as the set
of edges in the graph. Initiallyg is empty. Then,

the links inc are randomly matched, such that at thgys the average hop sequence is bound from above and from
end of the process; is empty, ande contains all below by the radius.

2 Background

2.1 Graph Generation

r d 2 (1)
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a single node on the average [6]: K , and connectitrandomly 0 available open con-
nections, thus removing these open connections from
b 21 C. We have now exposed the fiftyer (or shell),
P &) X P l)dk = 1N : 2) indexed asl = 1. We now continue to fill out the

second layed = 2 in the same way: We connect all
Solving the integral yield® ~ m N *=C 1, which open connections emerging from nodes in layer No.

is the approximate natural upper cutoff of a scale fréd© randomly chosen open connections. These open
network [6,:9; 1B]. connections may be chosen from layer No(thus

In the rest of this paper, in order to simplify thg_reatlngt.? Ilcl)op) or from ott.he links i0 ; V\]{e coln-
analysis presented, we will assume that this natufU€ until all open connections emerging from layer

cutoff is imposed on the distribution by the exponemo' 1 have been connected, thus f'”'”9 layes 2.
. K Generally, to form layei+ 1 from an arbitrary layer
tial factorp k)= ck e .

1, we randomly connect all open connections emerg-
ing from 1to either other open connections emerging
3 Tomography of Scale Free Net- from 1or chosen from the othe links . Note, that
when we have formed layeés 1, layer1has no more
works open connections. The process continues until the set

. . - . of open connectiong; , is empty.
In this section we study the statistical behavior 01I P . Py

chemical layers surrounding the maximally con-
nected node in the network. First, we describe tBe2 Analysis
process of generating the network, and defl_ne_our_ts\;é proceed now to evaluate the probability for nodes
minology. Then, we analyze the degree distribution o
. . with degreek to reside in any of the layers layer

at each layer surrounding the maximally connecteq’,

fiji> Igfor somel, denoted by ; k).
node. : .

The number of open connections outside layer
No. ], is given by:

3.1 Model Description “

T;=N  kPk) (3)
k

We base our construction on the Molloy-Reed

model [I5], also described i} 2. The construction

process tries to gradually expose the network, fol- Thus, we can define the probability that a de-

lowing the method introduced im:[7], and is forcing éached node with degree will be connected to an

hierarchy on the Molloy-Reed model, thus enablingpen connection emerging from layery %,

us to define layers in the graph. where 1 is the number of open connections emerg-
We start by setting the number of nodes ipg from layerl

the network, N. We then choose the nodes de- Therefore, the conditional probability for a

tionP k) = ck ,wherec ( 1m ‘isthe thatit cannot connect tany of the ,open connec-
normalizing constant and is in the rangem ;K ]  tion emerging from layet, is:

for some chosen minimal degree and the natural

cutoffK = mN *=C 1 of the distribution {6, 9]. b gle 1= 1 k L
At this stage each node in the network has a it 1= 3t T
given number of outgoing links, which we tewpen
connections, according to its chosen degree. Note, exp@ K a (4)
- . - . Tl
that according to the terminologyih 2, the set of links 1+

in E is empty at this point, while the set of outgoing

open links inc contains all unconnected outgoingdror large enough values of.

links in the graph. We proceed as follows: we start The probability that a node of degree k will be
from the maximal degree node, which has a degregtside layer Nol1+ 1is:
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Pyik)=P1Kk)P (18;1+ 1) =1

= P1(k)exp® A (5)

1+ 2
1

Thus we derive the exponential cutoff:

k
P1k)=P klexp — (6)
K
Where :
1 1 1
= — + 7
Ku1 K; 1+4 0

An alternate method for deriving the above re-
lationship is given in Appendix A.

Now let us find the behavior of; ands;, where
S, is the number of links incoming to the+ 1
layer (and approximately equals., ;, the number
of nodes in thel+ 1 layer). The number of incom-
ing connections to layer+ 1 equals the number of
connections emerging from lay@rminus the num-
ber of connections looping back into layer NoThe
probability for a connection to loop back into layer
is:

_ 1
P (loopd) = o (8)

and Therefore:

1
Sy = 1 9
wim 11 —p ©)

Figure 1:lllustration of the exposure process. The lar The n_umber of connchons emergmg from all
circles denote exposed layers of the giant compongﬁ? nodes in layer N_Ol+ l's_ Ty Tw1 T_h's includes
while the small circles denote individual sites. The sitédS0 the number of incoming connections from layer
outside the circles have not been reached yet. (a) We b0 layer1+ 1, which is equal tcs . ;. Therefore:
gin with the highest degree node and fill out layer No.

(b) In the exposure of layer NG+ 1 any open connection w1=T1 Tu1 Swui (10)
emerging from layer Nolmay connect to any open node
(T, connections) or loop back into layer Na.( , con- At this point we have the following rela-

nections). () The number of connections emerging frofns: T, ; ® 1) Eq. f3) and Eq. i(6),

layer No.1+ 1.'5 the _dlfference bgtween andT., ; after Su1( 1T Eq. @), K. ®y; ;T EQ. @), and

rleducmg the incoming connectioss, ; from layer No. 11 (TiTe 1353 1) EQ. @) and :QJO). These rela-
tions may be solved numerically. Note that approxi-
mate analytical results for the limit ! 1 can be
found in [7,110].
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Figure 2:s,vs. layerindexfor a network withw = 10¢ Figure 3:log-log plot of P, ) for different layersl =
nodes, = 2:85 andm = 1. Symbols represent simu-0;1;2; ::; for a network withk = 10° nodes, = 285,
lation results while black lines are a numerical soluticindm = 1. Symbols represent simulation results while
for the derived recursive relations. From the semi-log plbtack lines are a numerical solution for the derived recur-
we see that there is an exponential decag offor layers sive relations.

1> L starting from a given layer L which we believe is

related to the radius of the graph.

sis for a cut of the internet at router level (lucent
4 Empirical Results routers). The actual probability distribution is not

a pure power law, rather it can be approximated by
Figure 12 shows results from simulations (colored = 23 for small degrees and = 3 at the tail.
symbols) for the number of nodes at layewhich Our analytical reconstruction of the layer statistics
can be seen to be in agreement with the analytieasumes = 3, because the tail of a power law
curves ofs; (lines). We can see that starting from distribution is the important factor in determining
given layerl= L the number of nodes decays expgroperties of the system. This method results in a
nentially. We believe that the layer indexis related good reconstruction for the number of nodes in each
to the radius of the graph,[7]. It can be seen thityer, and a qualitative reconstruction of the proba-
S, is a good approximation for the number of noddslity distribution in each layer.
at layerl This is true in cases when only a small  In general, large degree nodes of the network
fraction of sites in each layerhave more than onemostly reside in the lower layers, while the layers
incoming connection. An example for this case farther away from the source node are populated
whenm = 1 so that most of the sites in the networknostly by low degree nodes. This implies that the
have only one connection. Figure 3 shows results tail of the distribution affects the lower layers, while
P, k) with similar agreement. the distribution function for lower degrees affects the

It is important to note that the simulation resultsuter layers. Thus the deviations in the analytical re-
give the probability distribution for the percolatiorconstruction of the number of nodes per layer for the
cluster, while the analytical reconstruction gives thdgher layers may be attributed to the deviation in the
probability distribution for the whole graph. This exassumed distribution function for low degrees (that
plains the difference in the probability distributionss: = 3instead of = 2:3).
for lower degrees: many low degree nodes are not Our model does not take into account the corre-
connected to the percolation cluster and therfore tlagions in node degrees, which were observed in the
probability distribution derived from the simulatiorinternet {17], and hierarchichal structures.[19]. This
is smaller for low degrees. may also explain the deviation of our measurments
Figuret4 and figure;5 show the same analfrom the model predictions.
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S Empirical Findings on the Tomog-
raphy of Multicast Trees
)10t mmeerornodes perlayer XY Rt In this section, we detail some of our findings on
the structure and characteristics of the depth rings
around the root node of shortest path trees. All of our
findings were also validated on real Internet data.

0 : 10 % 5.1 Topology and Tree Generation

number of nodes per layer: semi-log plot

Our method for producing trees is the following.

afo AT T T e First, we generate power law topologies based on the
¢ 4 ... Fp.. ...  Notre-Dame model[1]. The model specifies 4 pa-
o/ B T rametersiag, a, p andg B Wherea, is the initial
b/ number of detached nodes, aads the initial con-

of 5 1i0 1i5 nectivity of a node. When a link is added, one of

its end points is chosen randomly, and the other with

Figure 4: number of nodes at each layer for a routéfobability that is proportional to the nodes degree.
level cut of the internet witli = 112;969 nodes (Lucent This reflects the fact that new links often attach to
routers). Analytical reconstruction is done with= 3, popular (high degree) nodes. The growth model is
andm = 1. the following: with probabilityp, a new links are

added to the topology. With probability a links are

rewired, and with probability. p ga new node

with a links is added. Note that, p andgdetermine

the average degree of the nodes. We created a vast

range of topologies, but concentrated on several pa-

rameter combinations that can be roughly described
Degree Distribution of Layers: log-log plot as very sparse (VS), Internet like sparse (IS) and less
R sparse (LS). Tableg 1 summarizes the main character-
istics of the topologies used in this paper.

From these underlying topologies, we create the
trees in the following manner. For each predeter-
mined size of client population we choose a root
node and a set of clients. Using Dijkstra’s algo-
rithm we build the shortest path tree from the root to
the clients. To create a set of trees that realistically
resemble Internet trees, we defined four basic tree
types. These types are based on the rank of the root
node and the clients nodes. The rank of a node is its
location in a list of descending degree order, in which
the lowest rank, one, corresponds to the node with
_ the highest degree in the graph. For the case of a tree
Figure 5: log-log plot of P, () for different layers yooteq at a big ISP site, we choose a root node with

1= 0;1;2;: for a router level cut of the |.nte.rnet wnha low rank, thus ensuring the root is a high degree
N = 112;969nodes (Lucent routers). Qualitative analyt-

ical reconstruction is done with = 3, andm = 1. node. with respect to th? underlylpg topology. Then,
we either choose the clients as high ranked nodes, or

at random, as a control group. Note, that due to the

°The notations in:_El] are o, m,pandg.



Name Type Parameters No. of Nodes | Avg. Node degre€d

VS generated a= 1;p2 0 :0:05 :05 10000 199 3:98

IS generated a= 2;p2 0:005 :05 10000 3:99 79

LS generated a= 3;p2 0:0:05:05 10000 598 1204
BiglS | generated a= 1:5;2;p= 01 50000;100000 33,44
BL[1,2] | real data - Internet 3.28

LC real data - Internet 3.24

Table 1: Type of underlying topologies used

characteristic of the power law distribution, a randobution of nodes at different depth rings around the
selection of a rank has a high probability of choosimgot, i.e., tree layers. It was rather interesting to ob-
a low degree node. The next two tree types haveserve that any layer with sufficient number of nodes
high ranked root, which corresponds to a multicast create a valid statistical sample obeyed a degree-
session from an edge router. Again, the two typ&equency relationship which was similar to a power
differ by the clients degree distribution, which is eilaw, although with different slopes. We suspect that
ther low, or picked at random. this is due to the exponential cut-off phenomenon
The tree client population is chosen at the rangescussed in the previous sections. Figire 6 shows
[50;4000] for the 10000 node generated topologshis for the third layer around the root (i.e., nodes
[50;10000] for the 100000 node generated topologgt distance three from the root) of a 300 client tree
and [(00;50000] for the trees cut from real Internetcut from a big IS topology (100000 nodes). The root
data. For each client population size, 14 instanc&as chosen with a high degree, and the clients with
were generated for each of the four tree types. Alllow degree. Although the number of nodes is quite
of our results are averaged over these instances. $hmll, we see a very good fit with the power law. Fig-
variance of the results was always negligible. ure:7 shows an excellent fit to the power law for the
There are two underlying assumptions made fifth layer around the root of a 10000 client tree, cut
the tree construction. The first, is that the multicabm the same topology. This phenomenon is stable
routing protocol delivers a packet from the source tegardless of the tree type, and the client population
each of the destinations along a shortest path treie.
This scenario conforms with current Internet routing. To understand the exact relationship of the
For example, IP packets are forwarded based on tegree-frequency at different layers, we plotted
reverse shortest path, and multicast routing protoctie distribution of each degree at different layers.
such as Source Specific Multicast[13] deliver paciGheswick at al.i[5] found a gamma law for the num-
ets along the shortest path route. In addition, we d®r of nodes at a certain distance from a point in the
sume that client distribution in the tree is uniform, daternet. Our results show that the distribution of
has been shown by 18, 3]. nodes of a certain degree at a certain distance (layer)
from the root seems close to a gamma distribution,
although we did not determine its exact nature. Fig-
5.2 Tree Characteristics ure 8 shows the distribution of the distance of two
a%egree nodes, and Figute 9 the distribution of the dis-

topology obey a similar power law for the degretég_tnce of high degree nodes, i.e., nodes with a degree

distribution, as well as the sub-trees sizés [8]. THE and higher. In both figures the root is a low de-

results were shown to hold for all trees cut from agree node, and the tree has 1000 low degree clients.

generated topologies, even for trees as small as can be seen, the high degree nodes tend to reside
much closer to the root than the low degree nodes,

nodes. : . .
and in adjacent layers. In this example, most of them

In this work we further investigated the tomog-" ", th d 1o forth | dth t with
raphy of the trees, and looked at the degree disffl< I the second fo forth fayers around the root, wi

Our results show that trees cut from a power |
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Frequencies of Degrees: 300 Users, Depth ring 3 Frequencies of Degrees: 10000 users, Depth ring 5
T T T T T T T T T T

+ Line: Y=-4.25 X + 3.37. ACC=0.9871 4+
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Figure 6: Third layer of a 300 client tree cut fronfkijgure 7: Fifth layer of a 10000 client tree cut from
topologya, = 6;a= 15;p= 0d;q= 0 topologyag = 6;a= 15;p= 0:1;9= 0

only two more at layer five. This phenomenon wdbe log-log ratio is excellent, with a correlation co-
even more obvious when the root was a high degi@féicient of 0.9829. The exponent is very close to
node. the exponent we derived for trees cut from topolo-
the distribution of the lengths of the paths to th@ies that resemble the Internet. Figurés 11 arjd 12
clients. Our results show that the less connected #w the frequency of degrees at layers 5 and 10 of
underlying topology, the higher is the average tré@e tree, respectively. They conform with our finding
cut from the topology. For a 10000 node underlyiriat the power law of frequency-degree is maintained
topology with an average degree of three and hightsif each separate distance around the root.
the height of the trees was not more than ten. On
an underlying topology of 100000 nodes, the heiggt
of the trees was not more than 12. In accordance

with our findings of a ‘core’ of high degree nodesye gefine a “layer” in a network as the set of nodes
the trees were higher on the average when the rget given shortest path distance from a chosen node.
was a low degree node, compared to trees with 2 higl fing that the degree distribution of the nodes at
degree root. o _ each layer obeys a power law with an exponential
~ We verify the above findings with results obg ot We also model the behavior of the number of
tained from a real Internet data set. Since we hay§4es at each layer, and explain the observed expo-

no access to multicast tree data we use the cligpt,iiq) decay in the outer layers of the network.
population of a medium sized web site with scien-

tific/engineering content. This may represent the pa-
tential audience of a multicast of a program with scl® eferences

entific content. Two lists of clients were obtained1] r. Albert and A.-L. Barabasi. Topology of evolving
and traceroute was used to determine the paths from networks: local events and universalitPhysical
the root to the clients. It is important to note, that  Review Letters, 85(24):5234-5237, 11 Dec. 2000.
the first three levels of the tree consist of routerg) a .L. Barabasiand R. Albert. Emergence of scaling
that belong to the site itself, and therefore might be  in random networksSCIENCE, 286:509 — 512, 15
treated as the root point of the tree, although in these Oct. 1999.

graphs they appear separately. Figure 10 shows t{|§ R. C. Chalmers and K. Almeroth. Modeling the
frequency of degrees in the tree. The linear fit of branching characteristics and efficiency gains in

Conclusions
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Figure 11. Frequency of degrees at layer 5 of the

Internet tree.
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at layer 10 of the



Appendix A

Deriving P; k) Using Mean Field Approximation

Each node is treated independently, whereithe
teraction between nodes is inserted through the expected
number of incoming connections. At each node, the pro-
cess is treated as equivalent to randomly distributing
independent points on a line of length+ T, and count-
ing the resultant number of points insideraall interval
of lengthk. Thus, the number of incoming connections
ki, from layer1to a node withk open connections is dis-
tributed according to a Poisson distribution with:

k

< kijy >= T, 1 (11)
and:
< kyp > K
Piikink)=e “*=7 TRl (12)

The probability for a node witlk open connections
not to be connected to layéri.e. to be outside layer+ 1
also, is:

P (kil+ 1Y) = Pr1kin = 0k)=e <57 =
|

= exp — (13)
+ =L

1

Thus the total probability to find a node of degiee
outside layer+ 1is:

Py k)=P:1Kk)P k;1+ 1) = P, k)exp

And we receive an exponential cutoff.
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