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#### Abstract

Di erent chaos synchronization based encryption schem es are review ed and com pared from the practical point of view. A s an e cient cryptanalysis tool for chaos encryption, a proposal based on the E rror Function A ttack is presented system atically and used to evaluate system security. We de ne a quantitative $m$ easure ( $Q$ uality Factor) of the ective applicability of a chaos encryption schem $e$, which takes into account the security, the encryption speed, and the robustness against channel noise. A com parison is $m$ ade of several encryption schem es and it is found that a schem e based on onew ay coupled chaotic $m$ ap lattices perform s outstandingly well, as judged from $Q$ uality Factor.


PACS num bers: 05.45.V $\mathrm{x}, 05.45 \mathrm{Ra}$, 43.72.+ q

## I. IN T R O D U C T IO N

C haotic system $s$ and conventional cryptosystem $s$ share $m$ any com $m$ on properties, such as the sensitivity to initial conditions and param eters, high com plexity and unpredictabiIty, stochastic and random -like behaviors, and so on [1]. Shanon, in his sem inal paper of cryptography, w rote [2]: "In a good $m$ ixing transform ation ... functions are com plicated, involving all variables in a sensitive way. A sm all variation of any one (variable) changes (the outputs) considerably." T hese requirem ents, which are also known as the di usion and confusion properties in conventional cryptography theory, are just som e of the fundam ental characteristics of chaotic dynam ical system s w idely studied in the last several decades. It is indeed a celebrated property ofchaotic system s that they can produce highly com plex signals while having relatively simple system structures. W hereas the conventional cryptography is mainly based on som e particular algebraic or num ber-theoretic operations, chaostbased cryptography depends entirely on som e physical law $s$, this m akes chaos cryptography not only easy to form ulate and analyze in theory, but also sim ply to design and operate in applications. Because of these advantages, chaos encryption has been an extrem ely popular topic of investigation, pursued in recent years by researchers from di erent elds.

The conventional cryptography works on discrete-value system s while chaotic cryptography w orks on continuous-value system $s$. Because of this, the early attem pts in this eld $m$ ainly focused on using chaotic system $s$ as pseudorandom number ( PN ) generators in discrete-value im plem entations [3]. Later, di erent encryption algorithm s w ere developed based on the di erent properties of chaos: algorithm s that build upon discretization and m apping, ergodicity, perturbation and control, targeting, alphabet units portion etc., have been proposed for di erent punposes 4]. Each algorithm has its special characteristics and can be well utilized under certain restrictions. In 1990, P ecora and C arroll published the rst paper on chaos synchronization and assum ed its application in secure com munication [5]. From then on, chaos synchronization based encryption (C SE ) has been a hot topic both in theory and in applications [6, 7, 8]. C om paring w ith other algorithm $s$, the C SE algorithm is advanced in $m$ any aspects. F irstly, the well developed theory of chaos synchronization provides a solid basis for its feasibility and perform ance analysis. Secondly, experim ents show that chaos synchronization can be robust and easily realizable in applications. F inally, it is easy to synchronize high-dim ensional chaotic system $s$ constructed by coupling or cas-
cading low-dim ensional system $s$, which has been used as a standard $m$ ethod for generating highly com plex signals in practical operations. A s a result, di erent encryption schem es based on the idea ofC SE, such as chaosm asking, chaos key shifting and chaotic m odulation etc., have been proposed in recent years.

Initially, chaos encryption was im plem ented on low-dim ensional chaotic system s both theoretically and experin entally. These encryption $m$ ethods are reasonably fast, sim ple to im plem ent, and have been assum ed secure. H ow ever, various security aw shave been found, aw s that allow the private $m$ essage to be extracted w thout a know ledge of the secret keys, or of the underlying dynam ics [9, 10, 11]. In order to overoom e these drawbacks, recent developm ents have focused on hyperchaos system $s$ which possess $m$ any positive Lyapunov exponents (LEs) and arem ore com plex in dynam ics. In particular, spatiotem poralchaos has been investigated widely for its excellent perform ance in correlations and spread spectrum multiple access com m unication [12]. H ow ever, while the early works on chaos encryption were discussed in the com m unity of applied cryptography, recent works are alm ost exchusively considered inside the nonlinear system $s$ com $m$ unity. Even a casual evaluation of these algorithm s shows a lot of potential pitfalls and inherent draw backs [1, 13]. For a good practical encryption algorithm, security is not the only requirem ent; other properties such as encryption speed and error rate should be considered as well. Unfortunately, so far in the eld of chaos encryption, m ost e orts are still directed at im proving system security, w ith the other properties receiving little attention. In general, when the dim ension of a chaotic system is increased, its encryption speed will su er, and for a CSE system, the synchronization tim e will increase too. Together these will e ect the system cost and the globalperform ance in di erent $m$ anners. Therefore, it is necessary to analyze di erent chaos encryption schem es by taking all these crucial aspects into acoount.

In this paper, we w ill analyze di erent chaos synchronization based encryption schem es from the application point of view. For each schem e, three properties: security, encryption speed, and error propagation length (EPL), will be investigated and com pared. We propose an e cient cryptanalysis $m$ ethod, the Error Function A ttack (EFA) m ethod, for the evaluation of chaos encryption system s. M oreover, we de ne a quantity, which we call the $Q$ uality Factor ( $Q$ F ), that allow s us to com pare the practical applicabilities of di erent cryptosystem s . B ased on the simulation results, we give a rough ranking of various chaos encryption schem es according to their feasibilities for application.

This paper will be arranged as follows. In Sec. II, we propose and analyze the EFA $m$ ethod in detail. W e then evaluate the security of di erent chaos encryption schem es using the EFA $m$ ethod in Sec. III, and de ne the $Q$ uality Factor. Com parison of the di erent encryption schem es using the QF is presented in Sec. IV . A brief conclusion is then given in Sec. V.

## II. ERROR FUNCTION ATTACK

A cryptosystem is usually designed in such a way that its security relies on as few as possible secrets expressed as keys, and it is also believed that a public-structure encryption system is $m$ ore reliable than a secret one [14]. A fundam ental assum ption in cryptanalysis enunciated by $K$ erckho $s$ in the nineteenth century is that the security of an algorithm must reside entirely on the key (the $K$ erckho sprinciple). A coording to this assum ption, for a good encryption algorithm, if Eve (the eavesdropper) wants to extract the $m$ essage transm itted between A lice (the transm itter) and B ob (the receiver), the only thing she needs to do is try to nd out the secret key used; she will not need to spend tim e on extracting the system 's structure. In contrast, $m$ ost chaos encryption schem es do not observe this principle rigidly and the im plem entations try to hide everything from the public. This approach has $m$ any negative im pacts both on the system safety and its com $m$ ercial applications.

B ased on the requirem ent of public-structure encryption, there are four general types of cryptanalytic attacks, am ong them the known-plaintext attack is the $m$ ost com $m$ on one. In the real world, it is easy for an cryptanalyst to get som e past plaintext $m$ essages that have been encrypted. H ence, when we evaluate the securities of chaos encryption schem es, vulnerability to the know n-plaintext attack should be considered rst [14]. In this paper, we will propose a known-plaintext and public-structure cryptanalysis method, the Error Function A ttack (EFA ), for the analysis of chaos encryption. Since the only thing Eve needs to do is to nd out the secret key $k$, the $m$ ost straightforw ard approach would be for her to try every possible key, $\mathrm{k}^{0}$, that A lice and Bob probably can use (the keyspace). This is the so called brute-force attack. By de ning the EFA function

$$
\begin{equation*}
\left.e\left(k^{0}\right)=\frac{1}{T}_{0}^{Z_{T}} D_{k^{0}}(C(t)) \quad P(t) j d t=\frac{1}{T}_{0}^{Z_{T}} D_{k^{0}} E_{k}(P(t))\right) \quad P(t) j d t ; \tag{1}
\end{equation*}
$$

Eve can scan the whole keyspace to nd out the proper key $\mathrm{k}^{0}=\mathrm{k}$ which satis ese $\left(\mathrm{k}^{0}\right)=0$.

Here $T$ represents the am ount of data Eve will use, dt represents the length of each block of plaintext ( $\mathrm{P}(\mathrm{t})$ ) and ciphertext $(\mathrm{C}(\mathrm{t})), \mathrm{E}_{\mathrm{k}}(\mathrm{P})$ represents the encryption process and $\mathrm{D}_{\mathrm{k}^{0}}(\mathrm{C}(\mathrm{t}))$ denotes the decryption process.

Forpublic-structure and know $n$-plaintext attack, there are $m$ any well developed $m$ ethods in conventional cryptanalysis, such as the linear attack and the di erential attack. These $m$ ethods have proved to be ine ective when used on chaos encryption system s 8]. A s we m entioned in Sec. I, the basic di erence between conventional cryptography and chaos cryptography is that the conventional encryption is de ned on discrete sets and the chaos encryption is de ned on continuous sets. This makes the keyspace behavior of chaotic system s very di erent from that of conventional system $s$ [8, 15]. D ue to its continuous-value property, in chaos encryption system $s$ keys that are not identicalbut are very close can still be used to synchronize the two system s very well, thus will form a key basin around the actual secret key [1, $19,13,15]$. Because of this, Eve will not need to try all the keys in the keyspace; she can, according to the special characters of key basin, nd som e optim ization $m$ ethod to system atically adjust the trialkey $k^{0}$ untill $k^{0}=k$. By this way, the cryptanalysis tim e can be greatly reduced.

In addition to this, EFA also attacks the weakest part in chaos encryption system $s$ \{ the nonchaotic receiver. Since the dynam ics of the receiver is de nitely not sensitive to the initial conditions and $m$ ay not be sensitive to the param eter $m$ ism atch as well, it is $m u c h$ easier to attadk the receiver than to attadk the transm itterw hose sensitivity depends on both param eters and initial conditions. Thus, as a public-structure and known-plaintext attack, EFA not only fully exploits the inform ation of the know n structure and know n plaintext, but also en joys the advantage of considerable keyspace reduction by attacking the nonchaotic receiver.
III. EFA ANALYSIS ON D IFFERENTCHAOSENCRYPTION SCHEMES

For any encryption schem $e$, the $m$ ost im portant evaluation is about its security. In Sec. II, we had $m$ entioned that EFA has $m$ any advantages for cryptanalysis of chaos based encryption. In this section, we w illem ploy this m ethod to evaluate the security of som e popular encryption schem es. Speci cally, the active-passive decom position model, the piecew ise linear function $m$ odel, the tim e delay $m$ odel, the noise driving sequential synchronization
m odel, and the oneway coupled map lattioes m odel. A ll these m odels apply chaos synchronization and $m$ ake use of high dim ensional hyperchaos, i.e. they are assum ed to have better security than low dim ensional chaos. A ccording to the requirem ent of the K erckho s principle, we consider only system s w ith the public-structure, ie., the entire dynam ics is opened to the public except a single param eter which serves as the secret key. M eanw hile, we assum e that the eavesdropper could obtain som e past plaintext-ciphertext pairs, nam ely, we consider the public-structure and know n-plaintext attack. EFA w illbe used for analyzing all these cryptosystem s.

A . A ctive-passive decom position (A P D ) m odel

P roposed in 1995 by K ocarev et al and later generalized w idely, the active-passive decom position (APD) m odel has been one of the m ost popular chaos encryption schem es studied during the past years [16]. This $m$ odel has two im portant characteristics: (a) the m essage is not added directly to the chaotic carrier but drives the dynam ical system constituting the transm liter; (b) the dim ension of encryption system can be arbitrarily high by cascading identical or di erent individual system $s$, and thus the APD model had been assum ed w ith high security in early tim e. For the consideration of the public-structure and knownplaintext attack, each param eter in the equations can be regarded as a secret key in the APD m odel. H ere we use cascaded R ossler system s investigated in Ref. [16] as our m odel: T ransm itter:

$$
\begin{align*}
& \dot{\mathrm{x}}_{1}=2+\mathrm{x}_{1}\left(\mathrm{y}_{1} \quad 4\right) ; \\
& \dot{\dot{y}}_{1}=\mathrm{x}_{1} \quad \mathrm{z}_{1} ;  \tag{2}\\
& \dot{z}_{1}=\mathrm{y}_{1}+\mathrm{a}_{1} \mathrm{~s}_{1} ;
\end{align*}
$$

w ith

$$
\begin{equation*}
s_{1}=z_{1}+0.25 P ; \tag{3}
\end{equation*}
$$

and

$$
\begin{align*}
& \dot{\mathrm{x}}_{\mathrm{i}}=2+\mathrm{x}_{\mathrm{i}}\left(\mathrm{y}_{\mathrm{i}} \quad 4\right) ; \\
& \dot{\mathrm{Y}}_{\mathrm{i}}=\mathrm{x}_{\mathrm{i}} \quad \mathrm{z}_{\mathrm{i}}  \tag{4}\\
& \dot{\dot{z}_{i}}=\mathrm{y}_{\mathrm{i}}+\mathrm{a}_{\mathrm{i}} \mathrm{~S}_{\mathrm{i}} ;
\end{align*}
$$

w ith

$$
\begin{equation*}
s_{i}=z_{i}+0: 25 s_{i 1}, \quad i=2 ; 3 ;::: n: \tag{5}
\end{equation*}
$$

Here $P$ stands for the $m$ essage to be transm itted privately and $S_{n}$ represents the output ciphertext. A ll the param eters $a_{i}, i=1 ; 2 ;:: ; ; n$, can be used as secret keys and are chosen carefiully to keep the last oscillator staying within chaos. In order to sim plify the related analysis, we set $P(t)=0$ in Eq. (1) for each schem e investigated in this paperw ithout losing generality. In fact, the APD m odel perform s a multiple encryption process: the plaintext is rst encrypted to $s_{1}$ by the rst Rossler oscillator, then $s_{1}$ is regarded as the new input plaintext and encrypted to $s_{2}$ by the second R ossler oscillator, and the sam e process repeated dow n to the last R ossler oscillator whid generates $\mathrm{S}_{\mathrm{n}}$ as the last output ciphertext. On the receiver side, the whole system is identical to the transm itter except the encryption process be reversed,

R eceiver:

$$
\begin{align*}
& \dot{x}_{n}^{0}=2+x_{n}^{0}\left(y_{n}^{0} \quad 4\right) ; \\
& \dot{y}_{n}^{0}=x_{n}^{0} z_{n}^{0} ;  \tag{6}\\
& \dot{z}_{n}^{0}=y_{n}^{0}+a_{n}^{0} s_{n}^{0} ;
\end{align*}
$$

w ith

$$
\begin{equation*}
s_{n}^{0}=s_{n} ; \tag{7}
\end{equation*}
$$

and

$$
\begin{align*}
& {\dot{\dot{x}_{i}^{0}}}_{=}^{=} 2+x_{i}^{0}\left(y_{i}^{0} \quad 4\right) ; \\
& \dot{\dot{y}}_{i}^{0}=x_{i}^{0} z_{i}^{0} ;  \tag{8}\\
& \dot{z}_{i}^{0}=y_{i}^{0}+a_{i}^{0} s_{i}^{0} ;
\end{align*}
$$

w ith

$$
\begin{equation*}
s_{i}^{0}=\left(s_{i+1}^{0} \quad z_{i+1}^{0}\right)=0: 25, \quad i=n \quad 1 ; n \quad 2::::: 1: \tag{9}
\end{equation*}
$$

By setting $a_{i}^{0}=a_{i}$, the receiver can be synchronized with the transm itter and the $m$ essage can be recovered step by step using Eq. (9), and the originalm essage will be recovered at the last oscillator by using $P=\left(s_{1}^{0} \quad z_{1}^{0}\right)=0: 25$.

Now we use EFA to analyze the key behavior of this encryption model. Setting $a_{j}=$ $0: 45, j=1 ; 2 ;:: n$, the transm itter is spatiotem porally chaotic $w$ ith $n$ positive LEs. In our sim ulations we choose the most e ective (For the APD m odel, system s are cascaded unidirectionally. The m ore last the param eter is, the $m$ ore sensitive the decryption process w ill be, this is also veri ed by our num erical sim ulations.) param eter $\mathrm{a}_{\mathrm{n}}$ the param eter of the last R ossler oscillator, as the secret key for encryptions and de ne the keyspace by keys that keep the last R ossler oscillator in the chaotic regim e. For Eve, she has all the know ledge about the transm itter and the receiver except $\mathrm{a}_{\mathrm{n}}$, and she also know s the range of the keyspace. C onsequently, she can run the receiver, Eqs. (6)-(9), by choosing the trial key $a_{n}^{0}$ random ly within the keyspace, and calculate the corresponding error function results by using Eq. (1). In Fig. 1 (a), we plot the key basin for the $n=2$ APD model by using EFA

$$
\begin{equation*}
e\left(a_{2}^{0}\right)=\frac{1}{T}^{Z}{ }_{0}^{Z_{1}}\left(a_{2}^{0}\right) \quad z_{1}\left(a_{2}\right) d t: \tag{10}
\end{equation*}
$$

It is found that the whole keyspace $a_{2}^{0} 2[0: 44 ; 0: 46]$ form $s$ a single key basin, tw o straight lines w ith reversed slopes dom inate the behavior of e $\left(a_{2}^{0}\right)$. T he secret key $a_{2}^{0}=a_{2}=0: 45$ is located at the $m$ inim um point $e\left(a_{2}^{0}=a_{2}\right)=0$. W ith this structure, Eve can nd the correct key easily through som e adaptive adjustm ents. For exam ple, Eve can rst try arbitrarily tw o trial keys in the keyspace, $a_{2}^{0}(1)$ and $a_{2}^{0}(2)$, and by com paring the respective values of $e$, she w ill know which direction she should be adjusting her next attem pt. In our sim ulations, only 6 to 8 tests are needed to nd the properly location of $a_{2}$. Furtherm ore, by using the slopes, we can evaluate $a_{2}$ proxim ately only by two trial keys. $W$ e refer to this kind of key basin as the triangle basin and the $m$ ethod for key searching $m$ entioned above as the adaptive adjustm ent m ethod (AAM). It is obvious that this m odel has no security against EFA.

In order to investigate the relationship between the dim ension and the security in this type of schem e, we also plot the key basins for $n=3 ; 4 ; 5$ in $F$ ig. 1 (b). As the dim ension of the system increases, the key basin changes only in shape, but the structure of triangle basin still persists. This kind of basin structure can also be found in other APD based m odels, and in Fig. 2 we plot the related key basins for the m odel used in Ref. [17]. A 11 param eters and dynam ics of the system s are those of the original paper and the param eter in the equation of the rst variable is chosen as the key. We nd that no $m$ atter how high the
system dim ension is (the dim ension changes from 5 to 101 in our sim ulations), the triangle basin rem ains. (W e should $m$ ention that as the system dim ension is increased, we also see a longer transient tim e before the triangle basin becom es m anifest.) Therefore, increasing the system size (ie., the dim ension of hyperchaos) does not lead to an increase in security for this encryption schem e. This result is rather sumprising, and this behavior should be seriously considered whenever one hopes to reach high security by increasing the dim ension of chaotic system, or say, by applying spatiotem poral chaos.
B. C oupled piecew ise linear function (C P LF) model

For a long tim e, the piecew ise linear function $m$ odel has been another popular nonlinear m odel investigated extensively [18, 19, 20]. There exists a well-developed theory of piecew ise linear $m$ aps which generate uniform ly distributed signals, and it is known that piecew ise linear $m$ aps share nige properties of invariant $m$ easures, ergodicity and statistical independence [13]. In Ref. [19], the authors proposed an e cient encryption schem e based on coupled piecew ise linearm aps, and they declared that such cryptosystem s not only en joy high security, but also have an "im m ense param eter space" for key choosing even in lower dim ensional encryption system $s$. H ere we choose the ve-dim ensional system used there as our m odel and analyze its security by using EFA. T he dynam ics of the transm liter and the receiver can be w rilten as:

Transm ilter:

$$
\begin{align*}
& \mathrm{X}_{5} \text { (k } \\
& \text { 1) }=f_{1}\left[X_{3}(k\right. \\
& \text { 1)] }+a_{51} x_{1}(k \\
& \text { 1) }+a_{52} x_{2}(k \\
& \text { 1) }+a_{53} x_{3}(k \\
& \text { 1) } \sin \left[k_{8} x_{3}\left(\begin{array}{ll}
k & 1
\end{array}\right)\right] ; \\
& \mathrm{x}_{1}(\mathrm{k})=\mathrm{f}_{2}\left[\mathrm{X}_{5}\left(\begin{array}{ll}
\mathrm{k} & 1
\end{array}\right)\right]+\mathrm{C} \quad \mathrm{P}(\mathrm{k}) ; \\
& \mathrm{x}_{2}(\mathrm{k})=\mathrm{f}_{3} \mathrm{X}_{3}(\mathrm{k} \\
& \text { 1) }+\mathrm{x}_{4}(\mathrm{k} \\
& \text { 1) }]+\mathrm{x}_{1}(\mathrm{k})+\mathrm{a}_{22} \mathrm{X}_{2}(\mathrm{k} \\
& \text { 1) }+\mathrm{a}_{23} \mathrm{X}_{3}(\mathrm{k} \\
& +\mathrm{a}_{24} \mathrm{X}_{4}(\mathrm{k}  \tag{11}\\
& \text { 1) }+\mathrm{k}_{1} \mathrm{x}_{2}(\mathrm{k} \\
& \text { 1) } \sin \mathbb{k}_{2} x_{3}(k \\
& \text { 1)]; } \\
& \mathrm{X}_{3}(\mathrm{k})=\mathrm{f}_{4} \mathrm{X}_{4}(\mathrm{k} \\
& \text { 1)] }+a_{32} x_{2}(k \\
& \text { 1) }+a_{33} x_{3}(k \\
& \text { 1) }+a_{34} x_{4}(k \\
& \text { 1) ]; } \\
& \mathrm{x}_{4}(\mathrm{k})=\mathrm{a}_{42} \mathrm{x}_{2}\left(\begin{array}{ll}
\mathrm{k} & 1
\end{array}\right)+\mathrm{a}_{44} \mathrm{X}_{4}(\mathrm{k} \\
& \text { 1) }+\mathrm{k}_{5} \mathrm{X}_{4}(\mathrm{k} \\
& \text { 1) } \sin { }^{k}{ }_{6} x_{2}(k \\
& \text { 1)]; }
\end{align*}
$$

w ith the piecew ise linear m ap

$$
\begin{equation*}
f_{i}(x)=C_{0}+C_{1} x+{ }_{j=1}^{X_{j}^{N}} D_{j} \quad E_{j}, \bmod : \tag{12}
\end{equation*}
$$

R eceiver:

$$
\begin{align*}
& x_{4}^{0}(k)=a_{42}^{0} x_{2}\left(\begin{array}{ll}
k & 1
\end{array}\right)+a_{44}^{0} x_{4}^{0}\left(\begin{array}{ll}
k & 1
\end{array}\right)+k_{5}^{0} x_{4}^{0}\left(\begin{array}{ll}
k & 1
\end{array}\right) \sin \left[\mathbb{k}_{6}^{0} x_{2}\left(\begin{array}{ll}
k & 1
\end{array}\right)\right] ; \\
& x_{3}^{0}(k)=f_{4}^{0}\left[x_{4}^{0}(k\right. \\
& \text { 1) }]+a_{32}^{0} x_{2}(k \\
& \text { 1) }+a_{33}^{0} x_{3}^{0}(k \\
& \text { 1) }+a_{34}^{0} x_{4}^{0}(k \\
& +k_{3}^{0} x_{3}^{0}(k \\
& \text { 1) } \sin \mathbb{k}_{4}^{0} x_{4}^{0}(k \\
& \text { 1) ]; } \\
& \mathrm{x}_{1}^{0}(\mathrm{k})=\mathrm{x}_{2}(\mathrm{k}) \quad \mathrm{f}_{3}^{0} \mathrm{x}_{3}^{0}(\mathrm{k} \quad 1)+\mathrm{x}_{4}^{0}(\mathrm{k} \\
& \text { 1)] } a_{22}^{0} x_{2}(k \\
& a_{23}^{0} x_{3}^{0}\left(\begin{array}{ll}
k & 1
\end{array}\right) \quad a_{24}^{0} x_{4}^{0}\left(\begin{array}{ll}
k & 1
\end{array}\right) \quad k_{1}^{0} x_{2}\left(\begin{array}{ll}
k & 1
\end{array}\right) \sin \left[k_{2}^{0} x_{3}^{0}\left(\begin{array}{ll}
k & 1
\end{array}\right)\right] ; \\
& x_{5}^{0} \text { k } \\
& \text { 1) }=f_{1}^{0} \mathbb{X}_{3}^{0}(k \\
& \text { 1)] }+a_{51}^{0} x_{1}^{0}(k \\
& \text { 1) }+a_{52}^{0} x_{2}(k \\
& +a_{53}^{0} x_{3}^{0}(k \\
& \text { 1) }+a_{54}^{0} x_{4}^{0}(k \\
& \text { 1) }+k_{7}^{0} x_{2}(k \\
& \text { 1) } \sin \mathbb{k}_{8}^{0} x_{3}^{0}(k \\
& \text { 1) ]; } \\
& \left.\mathrm{P}^{0}(\mathrm{k})=\mathrm{fx}_{1}^{0} \quad \mathrm{f}_{2}^{0} \mathrm{X}_{5}^{0}(\mathrm{k} \quad 1)\right] \mathrm{g}=\mathrm{C}:
\end{align*}
$$

This is a delicately designed cascaded system where the plaintext $P$ is added to the rst variable and in uences all the other variables through couplings. The variable $\mathrm{x}_{2}$ serves as the ciphertext and also acts as the driver signal of the receiver for chaos synchronization. In the piecew ise linearm ap $f_{i}(x), E_{1}<E_{2}<:: E_{N}$ are breaking points and $C_{1}=\frac{1}{2}\left(m_{0}+m_{N}\right)$, $D_{j}=\frac{1}{2}\left(m_{j} m_{j 1}\right), C_{0}$ are param eters used form odeladjustm ent, and $m_{j}$ is the slope for the $j$ th segm ent. In our sim ulations, we set $N=20,=100$ and set $E_{j}$ uniform ly distributed in [ 0 ; ] so as to simplifying our analysis. We also set the slope $m_{j}=N \quad \frac{{ }^{p_{5} 1}}{2}>1$ so that the system stays $w$ ithin the chaotic regim $e$. $W$ ith $C_{0}=50$, the function of one single piecew ise linear $m$ ap is plotted in $F$ ig. 3 (a).

In this cryptosystem, all coupling param eters and param eters in each $m$ ap function can be used as secret keys. H ere we use the $m$ ost sensitive param eter $a_{44}$ as the secret key and keep all the other param eters public. A ccording to the requirem ent of convergence we x the whole param eter set as

$$
\begin{align*}
& a_{22}=0: 1 ; a_{23}=0: 09 ; a_{24}=0: 1 ; a_{32}=0: 1 ; a_{33}=0: 1 ; a_{34}=0: 2 ; \\
& a_{42}=0: 23 ; a_{51}=0: 1 ; a_{52}=0: 3 ; a_{53}=0: 1 ; a_{54}=0: 31 ; \\
& c_{1}=0: 06 ; c_{2}=3: 4 ; c_{3}=0 ; c_{4}=12: 9 ; c_{5}=0: 378 ; c_{6}=0: 99 ;  \tag{14}\\
& c_{7}=0: 001 ; c_{8}=1:
\end{align*}
$$

For $\mathrm{a}_{44}=0: 89$, we plot in F ig. 3 (b) the key basin for $\mathrm{a}_{44}^{0}$ by using the EFA

$$
\begin{equation*}
e\left(k^{0}\right)=\frac{1}{T}_{k=1}^{X^{T}} P(k) \quad P^{0}\left(k^{0}\right) j: \tag{15}
\end{equation*}
$$

It is found that there exists a key basin $a_{44}^{0} 2$ [ $\left.0: 895 ; 0: 885\right]$ which occupies a param eter interval of order $10^{2}$ around the actual secret key. C om pared w ith the entire keyspace $a_{44}^{0} 2$ [ $\left.1 ; 0: 75\right]$, which is of the order of $10^{1}$, it is still an relatively easy job to expose the secret key. For exam ple, in order to attadk this system, Eve can divide the whole keyspace into som e key basin sized intervals, then test a few trialkeys in each intervals to nd where the actual key basin is located. O nœe this interval is identi ed, Eve can the focus her searching in this basin and determ ine the secret key by AAM as used for the APD model. For the above $m$ entioned ve-dim ensional $m$ odel, we can extract the secret key within 200 tests, a considerably reduced searching tim e in com parison to the brute-foroe attack which needs about $10^{15}$ tests 19].

A though still not quite secure enough, the security of the C P LF m odelhasbeen im proved greatly com pared to the APD m odel. M oreover, the security of CP LF can be considerably im proved by increasing the num ber of $m$ odulo operations. $W$ th all other param eters unchanged, we plot in $F$ ig. 3 (c) and (d) the EFA results for $\mathrm{C}_{0}=0$ (the function of one single piecew ise linear map show n in Fig. 3 (a) is divided into two separate parts this tim e) and $m_{j}=10 \quad N \quad \frac{p_{5} 1}{2}$, respectively $\{$ both settings increase the num ber ofm odulo operations. It is apparent that the system security is signi cant im proved.
C. D elay-di erential equations (D D E)

The tim e delay system em ploying delay-di erential equations is an e cient model for constructing high dim ensional hyperchaos. Its dynam ics structure is rather sim ple, but its sequences can be very com plex [21]. Besides, D DE can be easily im plem ented in electronic system s [22]. C om paring w ith other hyperchaotic system S, DDE has som e special advantages for encryption. First of all, D DE is an in nite dim ensional dynam ics with a high dim ensional attractor $w$ ith $m$ any positive LEs; these guarantee high com plexity of its output signals. Secondly, the complexity and the number of positive LEs can be controlled easily by adjusting the delay time. In these system s , we do not need to worry about the problem of weak keys, since the system w ill alw ays be chaotic and the num ber of positive

LE sw ill increase linearly, once exceeds the criticalvalue. F inally, synchronization betw een D D E has been established and proved to be robust [23]. Therefore, D D E has been a popular $m$ odel for encryption in both theoretical and experim ental investigations [9, 24, 25].

For this kind of cryptosystem $s$, the delay time is the m ost suitable choioe for the secret key. Here we em ploy the M ackey-G lass DDE (M G DDE) cryptosystem used in Ref. 26] as our model and analyze its security by EFA. The dynam ics of the transm itter and the receiver are

Transm itter:

$$
\begin{equation*}
\left.\frac{d x(t)}{d t}=\quad b x(t)+\frac{a x(t}{1+x^{c}(t}\right)+P(t) ; \tag{16}
\end{equation*}
$$

receiver:
w ith

$$
\begin{equation*}
s(t)=x(t)+P(t): \tag{18}
\end{equation*}
$$

It was shown that $w$ ith param eters $b=0: 1, a=0: 2$, and $c=10$, the above system $w$ ill alw ays be kept in the chaotic regim e for $>16: 8$. For $=300$, there are altogether 15 positive LEs and the system dimension is about 30. As increases, both the number of positive LE s and the K aplan-Y orke dim ension increase [21]. In our sim ulations, we consider the keyspace w th the range ${ }^{0} 2$ [150;450] and choose $=300$ as the actual secret key. The key basin is plotted in Fig. 4 using the EFA

$$
\begin{equation*}
e\left({ }^{0}\right)=\frac{1}{T}_{0}^{Z_{T}} \dot{x} \text { (t) } \quad y \circ(t) j d t ; \tag{19}
\end{equation*}
$$

In this case, the key basin is the range ${ }^{0} 2$ [230;340], and considering the $O\left(10^{2}\right)$ size of the entire keyspace, it is obviously an easy job to determ ine the secret key by A AM as in the cases discussed above.
D. N oise driven sequential synch ronization (N D SS) m odel

A hierarchically structured cryptosystem is proposed recently [27], em ploying sequentially synchronized chaotic system s . Sequential synchronization is attained by rst feeding a noiselike signal to a variable of the rst transm itter and its receiver sim ultaneously and then feeding a variable of the rst transm itter and its receiver to a variable of the second
transm itter and its receiver, respectively, and repeating the feedings of successive variables in sequence. P laintext is added directly to the variables to form the ciphertext on the transm itter side, and is recovered by synchronization on the receiver side. This is di erent from the encryption schem es m entioned above, as the plaintext here is not involved in the dynam ics. Such an encryption schem e appears to have high security, which can be enforoed selectively: di erent users can $m$ aintain di erent security levels according to the synchronization level that can be reached. H ere we consider the cryptosystem com posed of one N avier-Stokes oscillator and one Lorenz oscillator, as used in Ref. [27], w ith both the transm itter and the receiver sharing the sam e dynam ics,

$$
\begin{align*}
& \dot{\dot{x}}=1: 9 \mathrm{x}+4\left[{ }_{1} \mathrm{Y}+{ }_{1} \mathrm{f}(\mathrm{t})\right] \mathrm{z}+4 \mathrm{uv} ; \\
& \dot{\dot{y}}=7: 2\left[{ }_{1} \mathrm{Y}+{ }_{1} \mathrm{f}(\mathrm{t})\right]+3: 2 \mathrm{xz} ; \\
& \dot{z}=4: 7 \mathrm{z} \quad 7: 0 \mathrm{x}\left[{ }_{1} \mathrm{Y}+{ }_{1} \mathrm{f}(\mathrm{t})\right]+\mathrm{k} \text {; } \\
& \dot{\dot{u}}=5: 3 \mathrm{u} \quad \mathrm{xv} \text {; } \\
& \dot{\mathrm{v}}=\mathrm{v} \text { 3:0xu; } \quad \mathbb{N} \text { avier-Stokes) }  \tag{20}\\
& \dot{\mathrm{p}}=\left[\begin{array}{lll}
\left({ }_{2} \mathrm{q}+{ }_{2} \mathrm{z}\right) & \mathrm{p}
\end{array}\right] ; \\
& \dot{\dot{q}}=\mathrm{qP}\left({ }_{2} \mathrm{q}+{ }_{2} \mathrm{z}\right) \mathrm{pr} ; \\
& \dot{\dot{r}}=\mathrm{p}\left({ }_{2} \mathrm{q}+{ }_{2} \mathrm{z}\right) \quad \text { br; (Lorenz) }
\end{align*}
$$

where $1,2,1$ and 2 are the couplings, $\mathrm{f}(\mathrm{t})$ is the noise signal which reads

$$
\begin{equation*}
\left.f(t)=50 \sin \left[2 \quad 0: 8 \frac{1}{2}+{ }^{0}\right) t\right] \tag{21}
\end{equation*}
$$

where and ${ }^{\circ}$ are pseudorandom numbers within $(0 ; 1)$.
W ith the param eters $k, \quad, c$, and $b$ taken to be $36,10: 0,28: 0$, and $8=3$, respectively, for ${ }_{1}=1: 2,_{1}=0: 9,2=0: 9$, and $2=22: 5$, both the transm itter and the receiver Exhibit chaotic behavior but can be synchronized. For public-structure and know n-plaintext attack, we choose the param eter $\mathrm{k}=36$ in the N avier-Stokes equations as the secret key and consider the keyspace $\mathrm{k}^{0} 2$ [35;37], where the whole system stays in the chaotic regim e and synchronization between the transm itter and the receiver can be achieved. In our sim ulations, we choose the variables $v$ and $r$ as the carriers, and use the EFA

$$
\begin{equation*}
e\left(k^{0}\right)=\frac{1}{T}_{0}^{Z_{T}} \dot{j} v^{0}\left(k^{0}\right) \quad v(k) j d t ; \tag{22}
\end{equation*}
$$

and

$$
\begin{equation*}
e\left(k^{0}\right)=\frac{1}{T}_{0}^{Z_{T}} \dot{j}^{0}\left(k^{0}\right) \quad r(k) j d t: \tag{23}
\end{equation*}
$$

The key basins are plotted for the $N$ avier-Stokes system and the Lorenz system in $F$ ig. 5 (a) and F ig. 5 (b), respectively. A gain we nd the triangle basin in the N avier-Stokes system, w ith a sim ilar one for the Lorenz system, except $w$ ith a little distortion. (T his appears to be typical for every variable in this system chosen as the secret key.) The conclusion is clear: the secret key can be easily determ ined using A AM just as in the cases that we have discussed, and the claim for high security does not seem to be justi ed. From the results of our sim ulations, we do not see any im provem ent w ith m ore com plicated coupled chaotic system s.

## E. O ne-w ay coupled map lattices (OCM L)

For a long tim e, coupled map lattioes (CM L) have been used to investigate the com plex behavior of spatiotem poral chaos in $m$ any elds of nonlinear science [28]. Recently, this kind of system has been utilized for secure com m unication in a number of encryption algorithm s. In particular, the oneway coupled $m$ ap lattioes ( $O C M L$ ) is extensively used for self-synchronizing, spatiotem poral chaostbased cryptosystem s [29, 30].

The earlier works on OCM L inherited the classical ideas of chaos encryption: they regarded OCML as a special spatiotem poral chaos system w th inherent high com putational com plexity and yet am endable to easy analysis [29]. Later, m odi ed OCM L m odels were proposed to $m$ ake the system $s m$ ore feasible for encryption application. T hese $m$ odi cations include the adoption of self-synchronization, the use of binary sequences m ore suitable for digitalcom m unications [12], and the application ofm odulo operations to im prove the system security [30], etc. Further studies show that O CM L ciphers can be im proved to have not only com petitive security when com pared against conventional ciphers, but also respectable encryption speed and low bit error[30]. In the follow ing, we shallm ainly evaluate the property of security in a OCM L system by em ploying the EFA.

W e use a m odi ed two-dim ensional O CM L encryption system recently proposed in Ref. [31] as our model. The transm itter is com prised of two parts: the rst part is a one-
dim ensional O CM L w th m coupled lattioes,

$$
\begin{align*}
x_{0}(n) & =S_{N=2 ; N=2}(n)=2^{v} ; \\
x_{1}(n+1) & =\left(\begin{array}{ll}
1 & ") f_{1}\left[x_{j}(n)\right]+" f_{11}\left[x_{11}(n)\right] ; \\
f_{1}(x) & =a_{1} x\left(\begin{array}{ll}
1 & x
\end{array}\right), \quad l=1 ; 2 ;:: m ;
\end{array},\right. \tag{24}
\end{align*}
$$

while the second part is a two-dim ensionalO CM L driven by the rst part through lattioe $z$,

$$
\begin{aligned}
& z(n+1)=(1 \quad ") f[z(n)]+f_{m}\left[X_{m}(n)\right] ; \\
& \mathrm{Y}_{0 ; 0}(\mathrm{n})=\mathrm{z}(\mathrm{n}) \quad 2^{\mathrm{h}} \quad \bmod 1, \\
& \mathrm{y}_{1 ; 0}(\mathrm{n}+1)=\left(1 \quad \text { ") } \mathrm{f}\left[\mathrm{y}_{1 ; 0}(\mathrm{n})\right]+\mathrm{Cf}\left[\mathrm{y}_{0 ; 0}(\mathrm{n})\right] ;\right.
\end{aligned}
$$

$$
\begin{aligned}
& y_{i ; 0}(n+1)=(1 \quad ") f\left[y_{i ; 0}(n)\right]+" f 0: 8 f\left[y_{i 1 ; 0}(n)\right]+0: 2 f\left[y_{i 2 ; 0}(n)\right] g, i=2 ;: \mathbb{N} ;
\end{aligned}
$$

$$
\begin{aligned}
& y_{i ; j}(n+1)=(1 \quad ") f\left[X_{i ; j}(n)\right]+" f 0: 5 f\left[Y_{i 1 ; j}(n)\right]+0: 5 f\left[\sum_{i ; j}(n)\right] g, 2 \quad i+j \quad N ; \\
& f(x)=4 x(1 \quad x):
\end{aligned}
$$

The output ciphertext reads

$$
\begin{align*}
S_{i ; j}(n) & \left.=\mathbb{K}_{i ; j}(n)+P_{i ; j}(n)\right] \quad \bmod 2^{v} ; \\
K_{i ; j}(n) & ={\operatorname{fint}\left[\mathbb{Y}_{i ; j}(n) \quad 2 \lg \quad \bmod 2^{v}, 2 \quad i+j \quad N:\right.}^{N} \quad l \tag{26}
\end{align*}
$$

The dynam ics of the receiver is identical to that of the transm itter. $W$ hen the tw o system s are synchronized, m essages can be recovered by the reverse process of Eqs. (26). The detailed explanation on the structure of Eqs. (25) and Eqs. (26) is found in Ref. [31], and in this work we shall focus on analyzing its security and other encryption properties. For this cryptosystem, the param eters $a_{1}, l=2 ; 3 ;: m$, can be used as the secret keys. In the follow ing sim ulations, we set the param eters $N=6, m=3 ; "=0: 99, h=26$, $=60$, $v=30, a_{l}=3: 9, l=2 ; 3 ;:: m$, and choose just one param eter (just as we did for the previous four $m$ odels), $a_{1}$, as the secret key. Except for the lattice $y_{0 ; 0}$, each lattice in the second part can be used as an encryption unit, thus signi cantly enhancing the encryption speed. (W ith the above settings, for exam ple, the system can generate a total of 25 sequences sim ultaneously.) M oreover, the m odulo operations used in Eqs. (25) and Eqs. (26) also
serve to greatly im prove the system security. This is therefore a system that potentially has both high security and fast encryption speed.
$W$ ith the requirem ent of public-structure and known-plaintext, we study system 's key basin by using the EFA

$$
\begin{equation*}
e_{i ; j}\left(a_{1}^{0}\right)=\frac{1}{T}_{n=1}^{X^{T}} K_{i ; j ; a_{1}}(n) \quad K_{i ; j ; a_{1}^{0}}^{0}(n) ; \tag{27}
\end{equation*}
$$

$w$ ith $K_{i ; j a_{1}^{0}}^{0}$ representing the corresponding output in the receiver for the trialkey $a_{1}^{0}$. In $F$ ig. 6 we plot the sim ulation results for $e_{3 ; 3} w$ th the secret key chosen $a s a_{1}=3: 9$. The key basin is observed to be w thin the range $\left[3: 9 \quad 4 \quad 10^{12} ; 3: 9+4 \quad 10^{12}\right]$. Since the whole keyspace for this kind of system is at least w thin range $a_{1}^{0} 2[3: 6 ; 4: 0]$, it needs at least $10^{11}$ tests to determ ine the correct secret key using EFA.W e have also investigated through sim ulations the key basins for other output sequences $\mathrm{S}_{\mathrm{i} ;}$, and found that the w idths of the key basins typically range from $10^{11}$ to $10^{12}$, depending on where the output lattice is located. Th is suggests that any one output sequence is a good candidate for encryption. In com parison w ith other fourm odels $m$ entioned above, this m odel appears to possess $m$ uch higher system security.

IV . Q U ALITY FACTOR

In conventional cryptography, three criteria are com $m$ only considered when designing an e ective and applicable cryptosystem : security, the encryption speed, and the error rate 14]. For chaos based encryption, relatively little attention has been paid to the latter two criteria [1, 13, 15], which are intim ately linked to the attem pts to achieve greater security. First of all, security of a cryptosystem depends $m$ ainly on its dim ension: the higher the dim ension, the $m$ ore com plex the signal it can generate. H ow ever, high dim ensional system s usually incur greater encryption tim e cost in both softw are and hardw are im plem entations. O bviously there $w i l l$ have to be a trade-o between these two in considering the realistic application of a system . Furthem ore, higher system security usually im plies higher system sensitivity, and this brings about another problem for chaos encryption, nam e the system stability. B oth the encryption system $s$ and the com m unication channels can be disturbed unavoidably for various reasons like intentional attadks or unintentional perturbations). The system sensitivity of a high security system will am plify these disturbances rapidly. This
is particularly problem atic for chaos synchronization based cryptosystem s which have to spend a certain tim e to elim inate these disturbances before any correct com m unication can be accom plished. A ll these highlight the relevance of considerations beyond just system security in evaluating the overall perform ance and applicability of any given encryption schem e. In this section, we will analyze the encryption models used in Sec. III by studying their perform ance in all the three aspects $m$ entioned above, and com pare their advantages and draw badks from the point of application.

Before going further, we need to give the security a quantitative description. B ased on the analysis of EFA, there always exists a key basin around the actual secret key. W thout the know ledge of this basin, one $m$ ay not be able to extract the secret key by brute-foroe or other $m$ eans of searching. $W$ e de ne the key basin $w i d t h$, denoted by $w$, by the distance between two trial keys located on the two sides of the key basin, which exceeds the average EFA result of the entire keyspace (see the marked regions in Fig. 3 (b), Fig.4, and Fig. 6). H ere, we call the num ber of intervals (which are potential key basins) w th this width in the whole keyspace as the key num ber. (For di erent choiges of the secret key, there can be sm all di erenœes in the basin widths.) The security of the system is broken as soon as the actual key basin is exposed, since the searching cost of extracting the secret key then once is negligible. This m otivates us to de ne the security of a cryptosystem as the entropy of the key num ber 15]

$$
\begin{equation*}
S=\log _{2} \frac{K}{w} ; \tag{28}
\end{equation*}
$$

w th K denoting the length of the entire keyspace and $\frac{\mathrm{K}}{\mathrm{w}}$ being the key num ber.
$W$ e de ne the am ount ( $m$ egabit) of data that can be encrypted in each second as the encryption speed, denote it by V. The num ber L of bits that are a ected when one bit is in error in the ciphertext is de ned as the error propagation length (EPL). O ur sim ulation study is based on softw are im plem entation, and treat each variable as a 8 -byte (i.e. 64 -bit, double precision, real) data. In com puting the EPL, random perturbation is added w thin the range of the output signals, and the average over 1000 runs is taken.

A s we had em phasized above, there exist som e trade-o relations between security, encryption speed and EP L , so from the point ofapplication, we need to strike a balance betw een these aspects so as to obtain a better overall perform ance. In this paper, we represent this
balance by the Quality Factor, which we de ne as

$$
\begin{equation*}
B=\frac{V S}{L}: \tag{29}
\end{equation*}
$$

A though this de nition $m$ ay not re ect the precise relationship in real applications, the Q uality Factor does param eterize the intenplay of the factors a ecting the overall perfor$m$ ance of a cryptosystem in a concrete and reasonable way. but it can fairly well re ect som e basic properties for evaluating system 's overall perform ance. We nd the follow ing results for the di erent encryption $m$ odels discussed in Sec. III:

|  | APD | CP LF | D D E | N D SS | O CM L |
| :---: | :---: | :---: | :---: | :---: | :---: |
| S | $\log _{2} 1$ | $\log _{2} 10^{3}$ | $\log _{2} 10^{1}$ | $\log _{2} 1$ | $\log _{2} 10^{11}$ |
| V | $31: 6$ | $2: 8$ | $24: 5$ | $22: 6$ | $216: 7$ |
| L | 1737 | 681 | 719 | 2213 | 22 |
| B | 0 | $0: 041$ | $0: 113$ | 0 | 360 |

The above results are obtained on SG IOCTANE workstation (two 195M HZ $\mathbb{P} 30 \mathrm{CPU}$ 256M RAM, Fortran90 com piler). W e have also carried out com putations on other workstations and com pilers and obtained qualitatively sim ilar results. For the sim ulations, we choose the param eters as for Fig. 1 (a) for the APD m odel, Fig. 3 (a) for the CP LF m odel, Fig. 4 for the D DE m odel, Figs. 5 (a) and (b) for the ND SS m odel, and Fig. 6 for the O CM L m odel, respectively, so as to m axim ize the overall perform ance for each schem e . $B$ ased on the above table, we wish to $m$ ake the follow ing observations.

1. From the security point of view, the OCM L and CPLF m odels perform much better than the other $m$ odels. This is mainly due to the m odulo operations em ployed in these two schem es. The m odulo operation disposes the $m$ ost signi cant digits in the signals and keep only those less signi cant digits, $m$ aking the system smore sensitive to the key values. A s veri cation, we have also tried applying m odulo operations on the output signals of the N D SS m odel (the sam e param eters as in Figs. 5 (a) and (b)), and the related EFA results are plotted in Fig. 7 (a) and (b) for the $N$ avier-Stokes system and the Lorenz system, respectively. The im provem ent in the system security is obvious.
2. The O CM L m odelpossesses excellent encryption speed due to its sim ple functions and multiple outputs. In our sim ulation, we nd that although the modulo operation can
im prove appreciably the system security greatly, it is also a tim e-consum ing function. This is largely responsible for the low encryption speed of the CP LF m odel. In contrast, the 25 sim ultaneous outputs and the sim plicity of the $m$ apping functions $m$ ore than com pensate for the extra processing tim e linked to the modulo operations.
3. Finally, from the results on the EPL, it is clear that lower dim ensional, mapping system sperform better than high-dim ensional, di erentialsystem s. M oreover, system s w ith multiple outputs but with only one as the driving signal has a clear advantage in EPL perform anœ. W hile the errors in the transm itted bits of the driving signal are responsible for the $E P L$, the rem aining nondriving ciphertext bits do not give rise to such a problem, ie., one bit error of the transm itted ciphertext causes only one bit error in the received plaintext. Togetherw ith the tw o dim ensional structure design and strong couplings, these features give the O CM L m odelan outstanding perform ance as far as EFL is concemed.

## V. CONCLUSION

In this paper, we proposed an e cient cryptanalysis tool, the EFA m ethod, to study the security of som e well-known chaos encryption schem es. O ur system atic com parison suggests that even m odels (such asthe APD and ND SS m odels) with high dim ensionalities (and hence the supposed higher security) fail to $m$ aintain their security under the EFA. W e are also of the opinion that in addition to security consideration, there are other im portant aspects of cryptosystem s which a ect their overall Perform ance. M ore speci cally, we consider, additionally, the encryption speed and the error propagation Length, and suggest in this paper a quantity (the $Q$ uality Factor) as a possible $m$ easure of the overall perform ance, or applicability, of chaos-based cryptosystem s. Through com parisons, we nd that them odi ed O CM L m odel has the best overall perform ance am ong the $m$ odels considered, and som e the reasons responsible for this perform ance are brie y discussed.
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## Figure C aptions:

Fig. 1 (a) K ey basin ofa $\mathrm{a}_{2}^{0}$ for the APD m odelcom posed oftw o coupled R ossler oscillators, $a_{2}=0: 45$ is chosen as the secret key. (b) K ey basin of $a_{3}^{0}, a_{4}^{0}$, and $a_{5}^{0}$ for APD m odels $w$ th 3,4, and 5 coupled R ossler oscillators, respectively.

Fig. 2 K ey basins for the m odel used in Ref. [17].
Fig. 3 The coupling $\mathrm{a}_{44}$ in Eqs. (11) is chosen as the secret key. (a) M ap of CPLF for $C_{0}=50$ and $m_{j}=20 \frac{{ }^{\mathrm{p}} \overline{5}_{1}}{2}, j=1 ; 2 ;::: 20$. (b) $K$ ey basin ofCPLF $m$ odelw th the sam $e$ param eters as for (a). (c) $K$ ey basin for $C_{0}=0$, and, (d) key basin form $j_{j}=10 \quad 20 \frac{\mathrm{p}_{5} 1}{2}$, $j=1 ; 2 ;::: ; 20$, other param eters being the sam e as for (a).

Fig. 4 K ey basin for the D DE m odel, with $b=0: 1, a=0: 2$, and $c=10$. For $T$ he secret key $=300$, there are 15 positive LE s and system dim ension is about 30 .

Fig. 5 T he secret key $\mathrm{k}=36$ is chosen here, and the di erence between the trial key $\mathrm{k}^{0}$ and the secret key $k, k=k^{0} k$, is used as variable for the horizontal axis. (a) The key basin for the $N$ avier-Stokes system, (b)T he key basin for the Lorenz system .

Fig. 6 The key basin for the $O C M L m$ odel w th the chosen secret key $a_{1}=3: 9$. The variable for the horizontalaxis is the di erence betw een the trial key $a_{1}^{0}$ and the actual secret key $a_{1}, a=a_{1}^{0} a_{1}$.

Fig. 7 The key basins after the introduction of modulo operations for (a) the N avierStokes system and (b) the Lorenz system, respectively. T he param eters are the sam e as for Fig. 5
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