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#### Abstract

W e present a sim ple $m$ ethod to obtain an upper bound on the achievable secret key rate in quantum key distribution (Q KD) protocols that use only unidirectional classical com m unication during the public-discussion phase. This $m$ ethod is based on a necessary precondition for oneway secret key distillation; the legitim ate users need to prove that there exists no quantum state having a sym $m$ etric extension that is com patible $w$ ith the available $m$ easurem ents results. T he $m$ ain advantage of the obtained upperbound is that it can be form ulated as a sem ide nite program, which can be e ciently solved. W e illustrate our results by analyzing two well-known qubit-based Q KD protocols: the four-state protocol and the six-state protocol. Recent results by Renner et al. [1] also show that the given precondition is only necessary but not su cient for unidirectional secret key distillation.


PACS num bers:

## I. INTRODUCTION

Q uantum key distribution (QKD) [2, 3] allow stwo parties (A lice and Bob) to generate a secret key despite the com putational and technological pow er of an eavesdropper ( $E v e$ ) who interferes w ith the signals. $T$ h is secret key is the essential ingredient of the one-tim e-pad orVemam cipher [4], which can provide in form ation-theoretic secure com $m$ unications.

PracticalQ KD protocols distinguish two phases in order to generate a secret key: a quantum phase and a classical phase. In the quantum phase a physical apparatus generates classicaldata for A lige and B ob distributed according to a joint probability distribution $p\left(a_{i} ; b_{j}\right) \quad p_{i j}$. In the classical phase, A lige and B ob try to distill a secret key from $p_{i j}$ by $m$ eans of a public discussion over an authenticated classicalchannel.

Two types of Q K D schem es are used to create the correlated data $p_{i j}$. In entanglem ent based (EB) schem es, a source, which is assum ed to be under Eve's control, produces a bipartite quantum state AB that is distributed to A lige and Bob. Eve could even have a third system entangled with those given to the legiti$m$ ate users. A lige and B ob $m$ easure each incom ing signal by $m$ eans of two positive operator valued $m$ easures (POVM) [5] fA ${ }_{i} g$ and $f B{ }_{j} g^{\prime}$, respectively, and they obtain $p_{i j}=\operatorname{Tr}\left(A_{i} \quad B_{j} A B\right)$.

In an ideal prepare and $m$ easure (PM) schem es, A lioe prepares a pure state $J_{i} i$ w ith probability $p_{i}$ and sends it to Bob . On the receiving side, $\mathrm{Bob} m$ easures each received signal w th a POVM $f B j g$. The signal preparation process in PM schem es can be also thought of as follow s [6]: First, A lice produces the bipartite state $j$ source $i_{A B}={ }_{i} \overline{p_{i}} j_{i} i_{A} j_{i} i_{B}$ and, afterwards, she $m$ easures the rst subsystem in the orthogonal basis $j i_{i} i_{A}$ corresponding to them easurem ents $A_{i}=j i_{i} i_{i} j_{i}$. $T$ his action generates the (non-orthogonal) signal states
$\mathcal{J}_{i} i$ w th probabilities $p_{i}$. In PM schem es the reduced density m atrix of A lice, $A=T r_{B}\left(j\right.$ source $i_{A B} h$ source $\mathcal{D}$, is xed and cannot be modi ed by Eve. To inchude this in form ation in the $m$ easurem ent process one can add to the observables $f A_{i} \quad B{ }_{j} g$, $m$ easured by $A$ lice and $B o b$, other observables $\mathrm{fC}_{\mathrm{k}} \quad \mathbb{1} \mathrm{g}$ such that they form a tom ographic com plete set of A lice's H ilbert space [7, 8]. In the m ost generalPM schem e A lice is free to prepare arbitrary states $i$ instead of only pure states $j_{i} i$. O ne can apply the same fram ew ork as for the idealPM scheme, as review ed in App. A.

From now on, wew ill consider that $p_{i j}$ and $f A_{i} \quad B_{j} g$ refer always to the com plete set of $m$ easurem ents, i.e., they include also the observables $\mathrm{fC}_{\mathrm{k}} \quad \mathbb{1} g$ for PM schem es.

The public discussion perform ed by A lice and B ob during the classicalphase ofQ K D can involve either one-w ay or tw ow ay classical com m unication. Two-w ay classical com $m$ unication is $m$ ore robust than oneway in term $s$ of the am ount of errors that the QKD protocol can tolerate in order to distill a secret key [9]. H ow ever, the rst security proofofQ K D by M ayers [10], and them ost com $m$ only known proof by Shor and P resskill [11] are based on oneway communications, and $m$ any other security proofs ofQ K D belong also to this last paradigm [12,13]. $M$ oreover, any tw o-w ay com $m$ unication protocolincludes a nal non-trivial step that is necessarily only one-way, so that the study ofonew ay com $m$ unication is also useful for the study of tw o-w ay com $m$ unication.

In this paper we concentrate on one-w ay classical com $m$ unication protocols during the public discussion phase. T ypically, these schem es consist of three steps: local preprocessing of the data, in form ation reconciliation to correct the data, and privacy am pli cation to decouple the data from Eve [14]. Depending on the allowed direction of com m unication, tw o di erent cases $m$ ust be considered. D irect com $m$ unication refers to com $m$ unication from A lige to Bob, reverse reconciliation allows com -
$m$ unication from $B$ ob to $A$ lige only. (See, for instance, $[15,16]$.) W e w ill consider only the case of direct com m unication. Expressions for the opposite scenario, i.e., reverse reconciliation, can be directly obtained sim ply by renam ing $A$ lige and Bob. N ote that for typical experim ents, the joint probability distribution $p_{i j}$ is not sym $m$ etric, so that the qualitative statem ents for both cases w ill di er.

W e address the question of how $m$ uch secret key can be obtained from the know ledge of $p_{i j}$ and $f A_{i} \quad B j g$. This is one of the $m$ ost im portant gures ofm erit in order to com pare the perform ance ofdi erent Q K D schem es. W e consider the so-called trusted device scenario, where E ve cannot $m$ odify the actual detection devioes em ployed by A lige and Bob. (See Refs. [8, 17].) $W$ e assum e that the legitim ate users have com plete know ledge about their detection devioes, which are xed by the actual experim ent.

In the last years, several low er and upper bounds on the secret key rate for particular onew ay QKD schem es have been proposed. T he low erbounds com e from protocols that have been proven to be secure $[1,11\{13,18,19]$. The upper bounds are generally derived by considering som e particular eavesdropping attack and by determ ining when this attack can defeat QKD [1, 19\{22]. Unfortunately, to evaluate these know $n$ bounds for general QKD protocols is not alw ays a trivial task. Typically, it dem ands to solve di cult optim ization problem s, which can be done only for som e particular Q K D protocols [1].

In this paper we present a sim ple m ethod to obtain an upper bound on the secret key rate for general onew ay Q KD protocols. The obtained upper bound will not be tight for allQ K D schem es, but it has the advantage that it is straightforw ard to evaluate in general since it can be form ulated as a sem ide nite program [23,24]. Such instances ofconvex optim ization problem scan bee ciently solved, for exam ple by $m$ eans of interior-point $m$ ethods [23,24]. O ur analysis is based on a necessary precondition for onew ay Q K D :T he legitim ate users need to prove that there exists no quantum state having a sym $m$ etric extension that is com patible w th the available m easure$m$ ent results [25]. This kind of states (w th sym $m$ etric extensions) have been recently analyzed in Refs. [26\{28].

The paper is organized as follows. In Sec. II we review som e known upper bounds on the secret key rate using oneway post-processing techniques. Sec. III includes the $m$ ain result of the paper. H ere we introduce a straightforw ard $m$ ethod to obtain an upperbound on the secret key rate for onew ay QKD. This result is then illustrated in Sec.IV for tw o well-known qubit-based Q K D protocols: the four-state [3] and the six-state [29] Q KD schem es. W e select these two particular QKD schem es because they allow us to com pare our results w ith already known upper bounds in the literature [1, 19\{22]. Then in Sec. V we present our conclusions. The paper includes also tw o A ppendices. In A pp. A we consider very brie y the case of QKD based on $m$ ixed signal states instead of pure states. Finally, A pp. B contains the sem ide nite program needed to actually solve the upper bound
derived in Sec. III.

## II. KNOWN UPPER BOUNDS

D i erent upper bounds on the secret key rate for oneway QKD have been proposed in the last years. These results either apply to a speci c Q K D protocol [20\{22], or they are derived for di erent starting scenarios of the Q KD schem e $[1,18,19]$, e.g., one where A lige and B ob are still free to design suitable $m$ easurem ents.

O nœe A lice and B ob have perform ed their m easure$m$ ents during the quantum phase of the protocol, they are left with two classical random variables A and B, respectively, satisfying an observed joint probability distribution $p\left(a_{i} ; b_{j}\right) \quad p_{i j}$. On the other hand, Eve can keep her quantum state untouched and delay her $m$ easurem ent until the public-discussion phase, realized by A lice and Bob, has nished.

In order to provide an upper bound on the secret key rate it is su cient to consider a particular eavesdropping strategy. For instance, we can restrict ourselves to collective attacks [1, 19]. This situation can be m odelled by assum ing that A lice, B ob, and Eve share an unlim ited num ber of the so-called coq states ccq which are given by [18]

$$
\begin{align*}
& \text { i;j } \tag{1}
\end{align*}
$$

where ${ }_{E}^{i ; j}$ denotes Eve's conditional quantum state, and the states $f \not \ddot{j}_{A} g$ and $f \ddot{j} i_{B}$ g form orthonorm albasis sets for $A$ lice and $B$ ob, respectively. A s show $n$ in $R$ efs. [1, 19], in this scenario the rate $K$ !, at w hich $A$ lice and $B$ ob can generate a secret key by using only direct com $m$ unication, is bounded from above by

$$
\begin{equation*}
K!\quad \sup _{\substack{U \\ \mathrm{~T} \\ \mathrm{~T} \\ \mathrm{~A} \\ \mathrm{~A}}} \mathrm{~S}(\mathrm{U} F \mathrm{~F}) \quad \mathrm{S}(\mathrm{U} \nexists \mathrm{~B}) ; \tag{2}
\end{equation*}
$$

where the suprem um is taken over all possible density operators $U$ and $T$ depending on the random variable A of A lice. $T$ he von $N$ eum ann entropy ofa quantum state readsas $S(1)=\operatorname{Tr}(\log )$, while the conditionalvon $N$ eum ann entropy $S$ is de ned in term $s$ of von $N$ eum ann entropies itself, i.e., S (U F T) = S (U E T ) S (ET). The upperbound given by Eq. (2) refers to the quantum state given by Eq. (1) after a local post-processing step. It is given by $[1,19]$

$$
\begin{aligned}
& \text { i; }
\end{aligned}
$$

where ${\underset{E}{i}}_{i}={ }_{j} p\left(b_{j} \dot{A}_{i}\right){ }_{E}^{i ; j}$. This upper bound involves only a single letter optim ization problem. H ow ever, the optim ization runs over density operators $U$ and $T$ which $m$ akes Eq. (2) hard to evaluate.

A nother upperbound that applies to the Q K D scenario that we consider here is the C siszar and K omer's secret
key rate for the one-w ay classical key-agreem ent scenario [30]. Suppose that A lice, B ob, and Eve have access to $m$ any independent realizations of three random variables $A, B$, and $E$, respectively, that are distributed according to the joint probability distribution $p\left(a_{i} ; b_{j} ; \mathrm{e}_{k}\right)$. C siszar and K omer showed that the oneway secret key rate is given by [30]

$$
\begin{equation*}
S!(A ; B F)=\sup _{\substack{U \\ T \\ T}} H(U \notin T) \quad H(U T B): \tag{4}
\end{equation*}
$$

The single letter optim ization ranges over two classical channels characterized by the transition probabilities $Q\left(u_{1} \dot{\beta}_{i}\right)$ and $R\left(t_{m} j_{1}\right)$, and where the conditional Shannon entropy is de ned as H (U FT) =
$\mathrm{p}\left(\mathrm{u}_{1} ; \mathrm{e}_{\mathrm{k}} ; \mathrm{t}_{\mathrm{m}}\right) \log \mathrm{p}\left(\mathrm{u}_{1} \dot{\mathrm{e}}_{\mathrm{k}} ; \mathrm{t}_{\mathrm{m}}\right)$. The rst channel produces the secret key $U$, while the second channel creates the broadcasted inform ation $T$.

N ote that Eq. (4) providesalso an upperbound on K! . Eve can always $m$ easure her subsystem of the coq state given by Eq. (1) by m eans of a P OVM $\mathrm{fE}_{\mathrm{k}} \mathrm{g}$. A s a result, A lice, B ob, and E ve share the tripartite probability distribution $p\left(a_{i} ; b_{j} ; e_{k}\right)=p_{i j} \operatorname{Tr}\left(E_{k}{ }_{E}^{i ; j}\right)$. Unfortunately, the optim ization problem that one has to solve in order to obtain $S$ ! ( $\mathrm{A} ; \mathrm{B} \boldsymbol{F}$ ) is also non-trivial, and its solution is only known for particular exam ples. (See Ref. [31].)

Finally, an easy computable upper bound on K ! is given by the classical mutual inform ation $I(A ; B)$ between A lice and Bob [32]. This quantity is dened in terms of the Shannon entropy $H(A)=$ $p\left(a_{i}\right) \log p\left(a_{i}\right)$ and the Shannon joint entropy $H(A ; B)=p\left(a_{i} ; b_{j}\right) \log p\left(a_{i} ; b_{j}\right)$ as

$$
\begin{equation*}
I(A ; B)=H(A)+H(B) \quad H(A ; B): \tag{5}
\end{equation*}
$$

The mutual inform ation represents an upper bound on the secret key rate for anbitrary public com $m$ unication protocols, hence in particular for one-w ay com $m$ unication protocols [32], i.e.,

$$
\begin{equation*}
K!\quad S!(A ; B \mp) \quad I(A ; B): \tag{6}
\end{equation*}
$$

To evaluate $I(A ; B)$ for the case of $Q K D$, we only need to use asp $\left(a_{i} ; b_{j}\right)$ the correlated data $p_{i j}$.

## III. UPPER BOUND ON K!

O ur starting point is again the observed joint probabilIty distribution $\mathrm{p}_{\mathrm{ij}}$ obtained by A lice and B ob after their $m$ easurem ents. This probability distribution de nes an equivalence class $S$ of quantum states that are com patible w ith it,

$$
\begin{equation*}
S=f_{A B} j \operatorname{Tr}\left(A_{i} \quad B_{j} \quad A B\right)=p_{i j} ; 8 i ; j g: \tag{7}
\end{equation*}
$$

By de nition, every state AB 2 S can represent the state shared by A lioe and B ob before their m easurem ents [47].

Now the idea is sim ple: just im pose som e particular eavesdropping strategy for Eve, and then use one of the
already know $n$ upper bounds. (See also Ref. [33].) The upperbound resulting represents an upperbound for any possible eavesdropping strategy. The $m$ ethod can be described w ith the follow ing three steps.
(1) Select a particular eavesdropping strategy for Eve. $T$ his strategy is given by the choice of a tripartite quantum state $A B E$ and aPOVM $\mathrm{fE}_{\mathrm{k}} \mathrm{g}$ tom easure Eve 's signals. The only restriction here is that the chosen strategy cannot alter the observed data, i.e., $T r_{\mathrm{E}}\left(\begin{array}{l}\text { аве }\end{array}\right) 2 \mathrm{~S}$.
(2) C alculate the joint probability distribution $\mathrm{p}_{\mathrm{ijk}}=$ $\operatorname{Tr}\left(\mathrm{A}_{\mathrm{i}} \quad \mathrm{B}_{\mathrm{j}} \quad \mathrm{E}_{\mathrm{k}} \quad \mathrm{ABE}\right)$.
(3) U se an upper bound for K! given the probability distribution $\mathrm{p}_{\mathrm{ijk}}$. H ere we can use, for instance, Eq. (4) or just the $m$ utual in form ation betw een $A$ lige and $B$ ob which is straightforw ard to calculate.

This $m$ ethod can be im proved by perform ing an opti$m$ ization over allpossible $m$ easurem ents on Eve's system and over all possible tripartite states that Eve can acœess [48]. T his gives rise to a set of possible extensions P of the observed bipartite probability distribution $p_{i j}$ for the random variables $A$ and $B$ to a tripartite probability distribution $\mathrm{p}_{\mathrm{ijk}}$ for the random variables $\mathrm{A}, \mathrm{B}$, and E . N ow the upper bound is given by

$$
\begin{equation*}
K!\quad \underset{P}{\inf S!;} \tag{8}
\end{equation*}
$$

w th S ! representing the chosen quantity in step (3).
In Sec. IIIA we present a necessary precondition for one-w ay Q K D. In particular, A lige and B ob need to prove that there exists no quantum state having a sym $m$ etric extension that is com patible w ith the available m easure$m$ ents results [25]. M otivated by this necessary precondition, we introduce a specialclass ofeavesdropping strategies for Eve in Sec. IIIB. These strategies are based on a decom position of quantum states sim ilar to the best separability approxim ation [34,35], but now for states $w$ ith sym $m$ etric extensions. T he general idea follow ed here is sim ilar to that presented in Ref. [33] for tw o-w ay upper bounds on QKD.

## A. States $W$ ith Sym m etric Extensions \& O ne-W ay Q K D

A quantum state AB is said to have a sym m etric extension to two copies of system $B$ if and only if there exists a tripartite state $A B B_{0}$ w ith $H_{B}=H_{B} 0$ which ful lls the follow ing tw o properties [26]:

$$
\begin{align*}
\mathrm{Tr}_{\mathrm{B}} \circ(\mathrm{ABB} 口) & =\mathrm{AB} ;  \tag{9}\\
\mathrm{PABB} ; \mathrm{P} & =\mathrm{ABB} ; \tag{10}
\end{align*}
$$

 $T$ his de nition can be easily extended to cover also the case of sym $m$ etric extensions of $A$ B to tw o copies of system A, and also of extensions of $A B$ to $m$ ore than two copies of system A or of system B .

States w ith sym $m$ etric extension play an im portant role in quantum inform ation theory, as noted recently.

They can deliver a com plete fam ily of separability criteria for the bipartite $[26,27]$ and for the $m$ ultipartite case [28], and they provide a constructive way to create local hidden variable theories for quantum states [36]. $M$ oreover, they are related to the capacity of quantum channels [37]. M ost im portant, a connection to onew ay Q KD has also been notioed:

O bservation 1 [25]: If the observed data $\mathrm{p}_{\mathrm{ij}}$ originate from a quantum state A which has a sym $m$ etric extension to two copies of system $B$, then the secret key rate for unidirectional com $m$ unication $K$ ! from $A$ lioe to $B o b$ vanishes.

Proof: Suppose that the observed data $p_{i j}$ originate from a state $A B$ which has a symm etric extension to tw o copies of system B. Suppose as well that the third subsystem of the extended tripartite state $A B B 0$ is in Eve's hands, i.e., $\mathrm{ABE}=\mathrm{ABB}{ }^{\circ}$. T his results in equal $m$ arginal states for $A$ lige $B$ ob and $A$ lige E ve, i.e., $A$ в $=$ Ae. From A lice's perspective the secret key distillation task is then com pletely sym $m$ etric under interchanging $B$ ob and $E$ ve. Since we restrict ourselves to unidirectional classical com m unication from A lice to B ob only, we nd that it is im possible for Bob to break this sym m etry. $T$ hat is, if A lice tries to generate a secret key w ith Bob her actions w ould autom atically create exactly the sam e secret key w ith Eve. To com plete the proof we need to verify that $E$ ve can access the sym $m$ etric extension а в в 0 of $A B$ in both kinds of QKD schem es, EB schem es and PM schem es. It was dem onstrated in Ref. [7] that Eve can alw ays create a puri cation of the originalstate A , $w$ hich $m$ eans that Eve can have access to the sym $m$ etric extension.

Rem ark 1: A quantum state А $^{\text {в }}$ has a sym m etric extension to two copies of system B if and only if there exists a tripartite state ABE $\mathbf{w}$ ith equalm arginal states for A lice B ob and A lioe E ve, i.e., A в $=\mathrm{Ae}$.
 sion this autom atically im plies equalm arginal states for A lice B ob and A lice $E$ ve. For the other direction, suppose that there exists a tripartite state $\sim_{A B E} W$ ith equal m arginals, but which is not sym m etric under interchange of subsystem $s B$ and $E$. Then the state $P \sim_{A B E} P$ is also a possible tripartite state $w$ ith equalm arginals. This allow $s$ to construct the sym $m$ etric extension of the state $A_{A B}$ as $A_{B E}=1=2\left(\tau_{A B E}+P \sim_{A B E} P\right)$.
$T$ here exists entangled states which do have sym $m$ etric extensions $[26,27]$. H ence, accordingly to $O$ bservation 1, although these states are entangled and therefore potentially useful for tw o-w ay Q K D [7], they are nevertheless useless for onew ay QKD in the corresponding direction.
$W$ e de ne the best extendibility approxim ation of a given state $A B$ as the decom position of $A B$ into a state w ith sym m etric extension, that we denote as ext, and a statew ithout sym m etric extension ne, whilem axim izing the weight of the extendible part ext [49], i.e.,

$$
\begin{equation*}
A B=\max \quad \text { ext }+(1 \quad)_{\mathrm{ne}}: \tag{11}
\end{equation*}
$$

This de nition follow $s$ the sam e spirit as the best separa-
bility approxim ation introduced in Refs. [34, 35]. Since the set of all extendible quantum states form $s$ a closed and convex set [27], the m axim um in Eq. (11) alw ays exists. $W$ e denote the $m$ axim um weight of extendibility of $A B$ as $\max (A B)$, where $0 \quad m a x(A B) \quad 1$ is satised.
G iven an equivalence class $S$ of quantum states, we de ne the $m$ axim um weight of extendibility $w$ thin the equivalence class, denoted as $\underset{\mathrm{m}}{\mathrm{S}}$ ax, as

$$
\begin{equation*}
\underset{\mathrm{max}}{\mathrm{~S}}=\max \mathrm{f}_{\mathrm{max}}(\mathrm{AB}) \mathrm{j}_{\mathrm{AB}} 2 \mathrm{Sg}: \tag{12}
\end{equation*}
$$

This param eter is related to the necessary precondition for one-w ay secret key distillation by the follow ing observation.

O bservation 2: A ssum e that A lice and B ob can perform localm easurem ents w th POVM elem ents $A_{i}$ and $B_{j}$, respectively, to obtain the joint probability distribution ofthe outcom espij on the distributed quantum state A . T hen the follow ing two statem ents are equivalent: (1) T he correlations $p_{i j}$ can originate from an extendible state. (2) The maxim um weight of extendibility $\underset{\mathrm{m}}{\mathrm{S}}$ ax within the equivalence class of quantum states $S$ compatible w ith the observed data $p_{i j}$ satis es ${\underset{\mathrm{m}}{\mathrm{S}} \mathrm{Sx}}_{\mathrm{S}}^{\mathrm{S}}=1$.

Proof. If $\mathrm{p}_{\mathrm{ij}}$ can originate from an extendible state, then there exists a ext such as ext $2 \mathrm{~S} . \mathrm{M}$ oreover, we have that any extendible state satis es $\max (\mathrm{sep})=1$. $T$ he other direction is trivial.

Let us de ne $S_{m}$ ax as the equivalence class of quantum states com posed of those states а в 2 S that have m axim um weight of extendibility. It is given by

$$
S_{\text {max }}=A B 2 S j \max (A B)=\begin{align*}
& S_{\text {max }} \tag{13}
\end{align*}:
$$

## B. E avesdropping M odel

An eavesdropping strategy for our purpose is completely characterized by selecting the overall tripartite quantum state $A B E$ and the $m$ easurem ent operators $\mathrm{fE}_{\mathrm{k}} \mathrm{g}$. A gain, the only restriction here is that $T r_{\mathrm{E}}$ (ABE) 2 S . We consider that E ve chooses a puri cation $A B E=j i_{A B E} h$ jofa state $A B$ taken from the equivalence class $S_{m}$ ax .

Thequantum states ext and ne ofthebest extendibil-斗y approxim ation of $\begin{aligned} & \text { в } \\ & \text { can bew ritten in term sof their }\end{aligned}$ spectral decom position as [50]

$$
\begin{align*}
& \text { ext }=q_{i} j_{i} i_{A B} h_{i} \dot{j}  \tag{14}\\
& \mathrm{ne}^{i}=p_{i} j_{i} i_{A B} h_{i} \dot{j}
\end{align*}
$$

with $h_{i j} j_{j}=h_{i j} j_{j}=0$ for all $i$. A possible puri cation of the state А is given by

$$
\begin{align*}
& j i_{A B E}=X \quad \underset{\substack{s \\
\text { max } \\
q_{i}}}{ } j_{i} i_{A B} f_{k}=\operatorname{ext} ; f_{i} i_{E}+ \\
& X \quad q^{i} \xlongequal[(1 \quad \underset{\text { max }}{S}) p_{j} j]{ } j j_{A B}^{i_{A}} f_{k}=n e ; f_{j} i_{E} ;  \tag{16}\\
& \text { j }
\end{align*}
$$

where the states $f f_{k}=$ ext; $f_{i} i_{;} f_{k}=n e ; f_{j} i g$ form an orthogonalbases on Eve's subsystem.

It is important to note that in both kinds of QKD schem es, EB schem es and PM schem es, Eve can always have access to the state $j i_{A B E}$ given by Eq. (16). This has been shown in Ref. [7]. In an EB scheme this is clear since Eve is the one who prepares the state ab and who distributes it to A lice and Bob. In the case of PM schem es we need to show additionally that Eve can obtain the state $j i_{A B E}$ by interaction $w$ ith $B o b$ 's system only. In the Schm idt decom position the state prepared by A lice, $j$ source $i_{\text {A }}$, can bew ritten as $j$ source ${ }^{i}=$
${ }_{i} C_{i} j_{i} i_{A} j_{j} i_{B}$. Then the Schm idt decom position of $j i_{A B E}, w$ ith respect to system $A$ and the com posite system BE, is ofthe form $j i_{A B E}={ }_{i} C_{i} j_{i} i_{A} \dot{e}_{i} i_{B E}$ since $c_{i}$ and $j_{i} i_{A}$ are xed by the known reduced density $m$ atrix $A$ to the corresponding values of $j$ source $i_{A} B$. Then one can nd a suitable unitary operator $U_{B E}$ such that $\dot{j}_{i} i_{B E}=U_{B E} j_{i} i_{B} j i_{\Phi}$ where $j 0 i_{\Phi}$ is an initial state of an auxiliary system .

For sim plicity, we consider a special class of $m$ easure$m$ ent strategies for $E v e$. $T$ his class of $m$ easurem ents can be thought of as a tw o step procedure:
(1) First, Eve distinguishes contributions coming from the part w ith symmetric extension and from the part $w$ thout symmetric extension of Ав. The corresponding $m$ easurem ents are projections of Eve's spbsystem onto the orthogonal subspages ext $=i_{i} f_{k}=$ ext; $f_{i} i h t_{k}=e x t ; f_{i} j$ and ${ }_{n e}={ }_{j} f_{k}=n e ; f_{j} i h t_{k}=n e ; f_{j} j$.
(2) A fterw ards, E ve perform $s$ a re ned $m$ easurem ent strategy on each subspace separately. As we will see, only the non-extendible part ne m ight allow A lice and $B$ ob to distill a secret key by direct com $m$ unication; from the extendible part no secret key can be obtained.

W e shall label Eve's m easurem ent outcom es $e_{k}$ w ith two variables, $e_{k}=\left(t_{k} ; f_{k}\right)$. The rst variable $t_{k} 2$ fext; neg denotes the outcom e of the pro jection $m$ easure$m$ ent, while $f_{k}$ corresponds to the outcom e arising from the second step of the $m$ easurem ent strategy. $W$ ith probability $p\left(t_{k}=n e\right)=1 \quad \underset{m}{s}$ ax $E v e n d s$ that $A$ lige and B ob share the non-extendible part of A B. A fter this rst $m$ easurem ent step, the conditionalquantum state shared by A lice, B ob, and Eve, denoted as $\underset{A B E}{n e}=j n^{i h}{ }_{n e}{ }^{j}$ corresponds to a puri cation of ne, i.e.,

$$
\begin{equation*}
j_{n e} i_{A B E}={ }^{X} p_{p_{j} j}{ }_{j} i_{A B} j_{k}=n e ; f_{j} i_{E}: \tag{17}
\end{equation*}
$$

Next we provide an upper bound for K ! that arises from this special eavesdropping strategy. M oreover, as we w ill see, the obtained upper bound is straightforw ard to calculate.
C. R esulting U pper B ound

For the special eavesdropping strategy considered in Sec. IIIB, we will show that we can restrict ourselves to
the non-extendible part ne of a given A $\quad$ only. As a consequence, the resulting upper bound willonly depend on this non-extendible part. This m otivates the de nition of a new equivalence class of quantum states $S_{m}^{n e x}$, de ned as

$$
\begin{equation*}
S_{\max }^{\mathrm{ne}}=\mathrm{f} \operatorname{ne}(\mathrm{AB}) \mathrm{j}_{\mathrm{AB}} 2 \mathrm{~S}_{\mathrm{max}} \mathrm{~g} ; \tag{18}
\end{equation*}
$$

where $n_{e}\left(A_{B}\right)$ represents the non-extendible part in a valid best extendibility approxim ation of $A B 2 S_{m}$ ax given by Eq. (11). To sim plify the notation, from now on wewillw rite ne instead of ne ( в ). The possibility to concentrate on the non-extendible parts only is given by the follow ing theorem.

Theorem 1: Suppose A lioe's and Bob's system s are sub jected to $m$ easurem ents described by the POVM s $f A_{i} g$ and $f B{ }_{j} g$ respectively, and their outcom es follow the probability distribution $p_{i j}$. They try to distill a secret key by unidirectional classical com $m$ unication from A lice to B ob only. The secret key rate, denoted as K!, is bounded from above by

$$
\begin{equation*}
K!\quad(1 \quad \underset{\mathrm{max}}{\mathrm{~S}}) \underset{\mathrm{P}}{\inf \mathrm{~S}}!(\mathrm{A} ; \mathrm{B} \mp) ; \tag{19}
\end{equation*}
$$

where $S$ ! ( $\mathrm{A} ; \mathrm{B} \boldsymbol{F}$ ) denotes the classical one-w ay secret key rate given by Eq. (4) for a tripartite probability distribution $P_{i j k} 2 P$. The set $P$ considers all possible POVM S $\mathrm{fE}_{\mathrm{k}} \mathrm{g}$ which Eve can perform on a puri cation $j$ nei $i_{A B E}$ of the non-extendible part ne $2 S_{m}^{\text {ne }}$ ax only, i.e., $\mathbb{P}_{i j k}=\operatorname{Tr}\left[\mathbb{A}_{i} \quad B_{j} \quad E_{k}\left(j \operatorname{ne}^{i_{A B E}} h{ }_{n e j}\right)\right]$.

Proof: In order to derive Eq. (19) we have considered only a particular class ofeavesdropping strategies for Eve as described in Sec. IIIB. This class de nes a subset $P^{0}$ of the set of all possible extensions $P$ of the observed data $p_{i j}$ to a general tripartite probability distribution $p_{i j k}$, which are considered in the upper bound given by Eq. (8). W e have, therefore, that

$$
\begin{equation*}
K!\quad \inf _{P} S!(A ; B E) \quad \inf _{P} S!(A ; B E): \tag{20}
\end{equation*}
$$

As introduced in Sec. IIIB, we label the outcome of Eve's m easurem ent strategy by two variables $e_{k}=$ ( $\mathrm{f}_{\mathrm{k}} ; \mathrm{t}_{\mathrm{k}}$ ), where the value of $\mathrm{t}_{k} 2$ fext; neg labels the outcom e of her pro jection $m$ easurem ent. For the tripartite probability distribution $p\left(a_{i} ; b_{j} ; e_{k}=\left(f_{k} ; t_{k}\right)\right)$ we denote the secret key rate by $S$ ! ( $\mathrm{A} ; \mathrm{B} F \mathrm{~F}$ ).

For the onew ay secret key rate $S$ ! ( $\mathrm{A} ; \mathrm{B} F \mathrm{~F}$ ) we get

$$
\begin{aligned}
& S!(A ; B F T)=\sup _{\mathrm{S}}^{\mathrm{H}}(\mathrm{U} j \mathrm{FF} \mathrm{~T}) \quad \mathrm{H}(\mathrm{U} \neq \mathrm{N}) \\
& \begin{array}{ll}
\mathrm{U} & \mathrm{~A} \\
\mathrm{~V} & \mathrm{U}
\end{array}
\end{aligned}
$$

$$
\begin{align*}
& \begin{array}{ll}
\mathrm{U} & \mathrm{~A} \\
\mathrm{~V} & \mathrm{U}
\end{array} \\
& \sup H(U J V F) \quad H(U J V T):  \tag{21}\\
& \text { U AT }
\end{align*}
$$

In the rst line we just use the de nition of the classical secret key rate given by Eq. (4). T he rst inequality com es from the fact that conditioning can only decrease
the entropy, i.e., H (U JV B ) H (U JVBT). For the last inequality, we give A lice also access to the random variable $T$, additionally to her variable A, over which she can perform the post-processing. A ltogether Eq. (21) tells that if E ve announces publicly the value of the variable T, so whether A lice and Bob share the extendible or non-extendible part, that this action can only enhance A lice and B ob's ability to create a secret key.

N ext, we have that

$$
\begin{aligned}
& \mathrm{V} \mathrm{U}_{\mathrm{U}}^{\mathrm{A}}
\end{aligned}
$$

$$
\begin{align*}
& \text { X U } \\
& =p\left(t_{k}\right) \sup _{U} \operatorname{sit}_{t_{k}} H\left(U J V F t_{k}\right) \quad H\left(U J V B t_{k}\right) \\
& \text { X } \\
& =\quad \mathrm{p}\left(\mathrm{t}_{\mathrm{k}}\right) \mathrm{S}^{\mathrm{t}_{\mathrm{k}}}(\mathrm{~A} ; \mathrm{BF}): \tag{22}
\end{align*}
$$

$F$ irst we rew rite the conditional entropies in term $s$ of an expectation value over the param eter $t_{k}$. The map U AT acts independent on each term of the sum over $t_{k}$. Therefore the suprem um can be put into the sum taking the speci c value of $t_{k}$. Since $\sup _{U} A t_{k}$ is equal to $\sup _{U} A_{A}$ for $t_{k} \quad x e d$, we nd on the right hand side the onew ay secret key rate for the conditional three party correlation $p\left(a_{i} ; b_{j} ; f_{l} t_{k}\right)$ denoted as $S_{!}^{t_{k}}(A ; B F)$.

C om bining Eqs. $(21,22)$ we have, therefore, that

$$
S!(A ; B F T) \quad{ }^{\wedge} \quad p\left(t_{k}\right) S!\left(A ; B F ; T=t_{k}\right):
$$

X

From O bservation 1 we leam that A lice and B ob cannot draw a secret key out of the extendible part ext, i.e., $S$ ! $\left(A ; B \notin ; t_{k}=e x t\right)=0$. Therefore, only the non-extendible part ne can contribute to a positive secret key rate. The conditional probability distribution $p\left(a_{i} ; b_{j} ; f_{k} t_{k}=n e\right) \quad \beta_{i j k}$ de nes exactly the considered extensions P . This concludes the proof.

The upper bound given by Eq. (19) requires to solve the in $m$ um over all possible extensions P. Instead of this optim ization, one can just pick a particular state $S_{m}^{n e}$ ax and calculate the in $m u m$ over all possible $m$ easurem ents $f E_{k} g$ em ployed by Eve.

C orollary 1: G iven a state ne $2 \mathrm{~S}_{\mathrm{m}}^{\mathrm{ne}}$ ax , the secret key rate K ! is bounded from above by

$$
K!\quad\left(\begin{array}{ll}
1 & \mathrm{~S}_{\mathrm{max}} \tag{24}
\end{array}\right) \inf _{E_{k}} S_{!}^{E_{k}}(\mathrm{~A} ; \mathrm{B} \mp) ;
$$

w ith $S_{!}^{E_{k}^{k}}(A ; B)$ being the classical onew ay secret key rate of the tripartite probability distribution $\rho_{i j k}=$ $\operatorname{Tr}\left(A_{i} \quad B_{j} \quad E_{k}(j n e i h n e j)\right.$, and where $j n e i d e n o t e s$ a puri cation of ne.

Proof: The right hand side of Eq. (24) is an upper bound of the right hand side of Eq. (19), because in Eq. (24) we take only a particular state ne $2 S_{m}^{\text {ne }}$ ax , whereas in Eq. (19) we perform the in $m$ um over all possible states ne $2 \mathrm{~S}_{\mathrm{max}}^{\mathrm{ne}}$.

The upper bounds provided by T heorem 1 and C orollary 1 still dem and solving a di cult optim ization problem. Next, we present a simple upper bound on $K$ ! that is straightforw ard to calculate. T hen, in Sec. IV , we ilhustrate the perform ance of this upper bound for two well-known QKD protocols: the four-state [3] and the six-state [29] Q K D schem es. W e com pare our results to other well-known upper bounds on $K$ ! for these two QKD schem es [1, 19\{22].

C orollary 2:The secret key rate K ! is upper bounded by

$$
\mathrm{K}!\quad\left(\begin{array}{ll}
\mathrm{S} & \stackrel{\mathrm{~S}}{\mathrm{max}}) \tag{25}
\end{array}\right) \mathrm{I}^{\mathrm{ne}}(\mathrm{~A} ; \mathrm{B}) ;
$$

where $I^{\text {ne }}(A ; B)$ denotes the classicalm utualinform ation calculated on the probability distribution $\beta_{i j}=\operatorname{Tr}\left(A_{i}\right.$ $B_{j}$ ne) w th ne $2 \mathrm{~S}_{\mathrm{max}}^{\mathrm{ne}}$.

P roof: A ccording to Eq. (6), the onew ay secret key rate $S!(A ; B E)$ is bounded from above by the $m$ utual inform ation $I(A ; B)$. N ote that the $m$ utual inform ation $I(A ; B)$ is an upper bound on the secret key rate for anbitrary com $m$ unication protocols [32].

The $m$ ain di culty when evaluating the upper bound given by Eq. (25) for a particular realization of QKD relies on obtaining the param eter $\underset{\mathrm{m}}{\mathrm{S}}$ ax and the nonextendible state ne. In App. B we show how this problem can be cast as a convex optim ization problem known as sem ide nite program 51]. Such instances of convex optim ization problem s can be e ciently solved, for exam ple by $m$ eans of interior-point $m$ ethods [23,24].
IV . EVALUATION

In this section we evaluate the upper bound on K ! given by Eq. (25) for two well-known qubit-based Q K D protocols: the four-state [3] and the six-state [29] Q KD schem es. W e select these two particular QKD schem es because they allow us to com pare our results with already known upper bounds on K ! [1, 19\{22]. Let us em phasize, how ever, that our m ethod can also be used straightforw ardly to obtain an upperbound forhigher di$m$ ensional, $m$ ore com plicated QKD protocols, for which no upper bounds have been calculated yet. By m eans of sem ide nite program $m$ ing one can easily obtain the $m a x-$ im um weight ofextendibility ${\underset{\mathrm{m}}{\mathrm{S}}}_{\mathrm{S}}^{\mathrm{ax}}$ and the corresponding non-extendible part ne which su œ for the com putation of the upper bound. (See A pp. B .)

In the case of the four-state E B protocol, A lioe and B ob perform projection $m$ easurem ents onto tw $o m$ utually unbiased bases, say the ones given by the eigenvectors of the tw o P aulioperators $x$ and $z$. In the corresponding PM schem e, A lice can use as well the sam e set of $m$ easure$m$ ents but now on a maxim ally entangled state. N ote that here we are not using the geperal approach introduced previously, $j$ source $i_{A B}={ }_{i} \bar{p}_{i} j{ }_{i} i_{A} \dot{J}_{i} i_{B}$, to $m$ odelPM schem es, since for these tw o protocols it is sufcient to consider that the e ectively distributed quantum states consist only of tw o qubits. For the case of the


F IG .1: U pperbound on the one-w ay secret key rate K ! given by Eq. (25) for the four-state (solid) and the six-state (dotted) QKD protocols in com parison to known lower bounds on the secret key rate given in $R$ ef. [1]. T he equivalence class of states $S$ is xed by the observed data $p_{i j}$, which are generated via
 $e=2 \mathbb{1}_{A B} \cdot T$ he quantum bit error rate is given by $Q B E R=e$. $H$ ere we assum $e$ an asym $m$ etric basis choice to suppress the sifting e ect [38].
six-state EB protocol, A lice and B ob perform projection $m$ easurem ents onto the eigenvectors of the three $P$ auli operators $\mathrm{x} \boldsymbol{i} \mathrm{y}$; and z on the bipartite qubit states distributed by Eve. In the corresponding PM schem e A lige prepares the eigenvectors of those operators by perform ing the sam e $m$ easurem ents on a $m$ axim ally entangled tw o-qubit state.

W e m odel the transm ission channel as a depolarizing channel with error probability e. This de nes one possible eavesdropping interaction. In particular, the observed probability distribution $\mathrm{p}_{\mathrm{ij}}$ is obtained in both protocols.by $m$ easuring the quantum state A $(e)=(1$ 2e) $j^{+} i_{A B} h^{+} j+e=2 \mathbb{1}_{A B}$, where the state $j^{+} i_{A B}$ represents a $m$ axim ally entangled tw o-qubit state as $j^{+} i_{A B}=$ $1={ }^{2}\left(j 00 i_{A B}+j 11 i_{A B}\right)$, and $\mathbb{1}_{A B}$ denotes the identity operator. The state A $^{\prime}$ (e) provides a probability distribution $p_{i j}$ that is invariant under interchanging $A$ lige and Bob. This $m$ eans that for this particular exam ple there is no di erence whether we consider direct com $m$ unication (extension of $A_{B}$ (e) to two copies of system B) or reverse reconciliation (extension of $A B$ (e) to two copies of system A). The quantum bit error rate ( $Q B E R$ ), i.e., the fraction of signals where $A$ lige and $B o b ' s m$ easure$m$ ents results di er, is given by Q B ER =e.
$T$ he resulting upper bounds on $K$ ! are illustrated in $F$ ig. 1. T hese results do not include the sifting factor of $1=2$ for the four-state protocol ( $1=3$ for the six-state protocol), since this e ect can be avoided by an asym $m$ etric basis choice for A lice and B ob [38].

Let us consider in $m$ ore detail the cut-o points for $K$ !, i.e., the values of Q B ER for which the secret key
rate drops down to zero in Fig. 1. We nd that in the four-state protocol (six-state protocol) oneway secret key distillation might only be possible for a QBER < 14:6 (Q BER < 1=6). These results reproduce the wellknown upper bounds on both protocols from Refs. [20\{ 22]. M ore recently, a new upper bound for the six-state protocol was obtained in Refs. [1, 19], QBER / 16:3. T h is result indicates that the upper bound given by Eq. (25) is not tight, since it fails to reproduce th is last value. $M$ ore im portantly, both statem ents together entail that O bservation 1 is necessary but not su cient for one-w ay secret key distillation: there exist bipartite states which are non-extendible, nevertheless no secret key can be obtained from them via one-w ay post-processing. It show s that the characterization of useful quantum states for oneway QKD is still an open problem. Finally, let us $m$ ention that the threshold point for the four-state protocol com puted in Ref. [1, 19] lead to the sam e cut-o point as for the optim al approxim ate cloner attack and thus also coincides $w$ ith the value of our result.

## V. CONCLUSION

In this paper we address the findam ental question of how much secret key can be obtained from the classical data that becom e available once the rst phase ofQ KD is com pleted. In particular, we restrict ourselves to one-w ay public com $m$ unication protocols betw een the legitim ate users. This question has been extensively studied in the literature and analytic expressions for upper and low er bounds on the onew ay secret key rate are already know $n$. U infortunately, to evaluate these expressions for particularQKD protocols is, in general, a non-trivialtask. It de$m$ ands to solve di cult optim ization problem $s$ for which no general solution is know no far.

Here we provide a sim ple $m$ ethod to obtain an upper bound on the onew ay secret key rate for $Q K D$. It is based on a necessary precondition for onew ay secret key distillation: T he legitim ate users need to prove that there exists no quantum state having a sym $m$ etric extension that is com patible $w$ ith the available $m$ easure$m$ ents results. The $m$ ain advantage of the $m$ ethod is that it is straightforw ard to calculate, since it can be form ulated as a sem ide nite program. Such instances of convex optim ization problem s can be solved very efciently. M ore im portantly, the $m$ ethod applies both to prepare and $m$ easure schem es and to entanglem ent based schem es, and it can reproduce m ost of the already known cut-o points for particular QKD protocols. Recent results show that the given precondition is only necessary but not su cient, so there exists non-extendible quantum state which nevertheless are useless for one-w ay key distillation.
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## APPENDIX A:QKD W ITH M IXED SIGNAL STATES

In this A ppendix we describe very brie $y$ the case of QKD based on mixed quantum states instead of pure states. In particular, we analyze PM schem es, since in EB schem es it is clear that Eve can alw ays distribute m ixed states to A lice and Bob, and this situation is already contained in the results included in the previous sections. M ore speci cally, we translate the necessary precondition for secret key generation by unidirectional com $m$ unication to the PM m ixed state scenario.

In the $m$ ost generalP M schem $e$, A lice prepares $m$ ixed signal states ${ }_{B}^{i}$ follow ing a given probability distribution $p_{i}$ and sends them to Bob. Equivalently, we can think of the preparation process as follow s. Suppose that the spectral decom position of the signal state ${ }_{B}^{i}$ is given by ${ }_{B}^{i}=j{ }_{j}^{i} j_{j}^{i}{ }_{j}^{i}{ }_{B} h^{\prime}{ }_{j}^{i} j$. This can be interpreted as producing w ith probability ${ }_{j}^{i}$ the pure state $j{ }_{j}^{i} i$. A Iternatively, ${ }_{B}^{i}$ can as well originate from a pure state in a higher dim ensionalH ilbert space. That is, from a possible puri cation $j_{i} i_{A}{ }^{0}{ }_{B}$ of the state ${ }_{B}$ in the composite $H$ ibert space $H_{A}{ }^{\circ} \quad H_{B}$ which reads as

$$
\begin{equation*}
j^{i_{i_{A} O_{B}}}=\mathrm{X} \quad \underline{{\underset{j}{j}}_{i}^{j} i_{A} \circ j}{ }_{j}^{i_{j} i_{B}}: \tag{A1}
\end{equation*}
$$

j
N ow we can use the same form alism as the one for PM schem es based on pure signalstates. W e can assum e that rst A lige prepares the tripartite quantum state

$$
\begin{equation*}
j \text { source } i_{A A 0_{B}}=X \quad q \overline{p_{i}{ }_{j}^{i}} \ddot{\eta i}_{A} \ddot{\partial} i_{A} \circ \dot{J}_{j}^{i} i_{B}: \tag{A2}
\end{equation*}
$$

ij
A fterw ards, in order to produce the actual signal state in system B, A lice perform $s$ a $m$ easurem ent onto the standard basis of system A only, and com pletely ignores system $A^{0}$. Her $m$ easurem ent operators are given by $A_{i}=\ddot{\mu}_{\mathrm{A}} \mathrm{hij} \mathbb{1}_{\mathrm{A}}{ }^{0}$. The produced signalstates are sent to B ob who $m$ easures them by $m$ eans of the POVM $f B{ }_{j} g$. Since Eve can only interact w ith system $B$, the reduced density matrix of $A A^{0}=\operatorname{Tr}_{B}$ ( $j$ source $i_{A A}{ }^{O_{B}} h$ source $\left.\mathcal{D}\right)$ is xed by the actual preparation scheme. This infor$m$ ation can be included in the $m$ easurem ent process by adding to the observables $m$ easured by $A$ lice and Bob other observables $\mathrm{fC}_{\mathrm{k} ; \mathrm{AA}} 0 \quad \mathbb{1}_{\mathrm{B}} \mathrm{g}$ such that they provide com plete inform ation on the bipartite H ibert space of A lioe $H_{A A} 0=H_{A} \quad H_{A} 0$. (See also [52].)

The relevant equivalence class of quantum states $S_{A A}{ }^{0} B$ contains all tripartite quantum states $A A 0_{B} C o n-$ sistent $w$ ith the available inform ation during the $m$ easurem ent process. O bviously, Eve can alw ays access every puri cation $j_{A A} 0_{B E} i$ ofa state in $S_{A A}{ }^{0} B$. $N$ ote that the situation is com pletely equivalent to the case of pure signal states [7].

N ow we are ready to rephrase the necessary precondition for onew ay secret key distillation for the case of QKD based on $m$ ixed states. For direct com m unication we need to search for sym $m$ etric extensions to tw o copies of system B. That is, if we denote with A the bipartite system on A lice's side A A A ${ }^{0}$, we have to search for quantum states in the equivalence class $S_{A A} 0_{B}=S_{A B}$ which are extendible to AB B 0 . In the case of reverse reconciliation, E ve needs to possess only a copy of system A. N ote that the nal key is created only from $m$ easure$m$ ents onto this system. T herefore, in order to determ ine the cut-o points for the key distillation process, one has to exam ine the question whether a four-partite quantum state $A A O_{B E} w i t h T r_{E}\left(A A O_{B E}\right) 2 S_{A A} O_{B}$ exists such that $T r_{A} 0\left({ }_{A A}{ }^{0} E E\right)$ is exactly the desired symmetric extension to tw o copies of system A.

## APPENDIX B:SEM IDEFINITE PROGRAMS AND SEARCHINGFOR $\underset{m}{S}$ ax AND ne

In this A ppendix we provide a m ethod to obtain the param eter ${ }_{\mathrm{m}}^{\mathrm{S}}$ ax and the corresponding non-extendible state ne. In particular, we show how one can cast this problem as a convex optim ization problem known as sem ide nite program $m$ ing. Such instances of convex optim ization problem s appear frequently in quantum inform ation theory and they can be solved very e ciently. There are freely-available input tools like, for instance, YA LM $\mathbb{P}$ [39], and standard sem ide nite programm ing solvers, see SeD uM i [40] and SD P T 3-3.02 [41].

A typical sem ide nite problem, also known as prim al problem, has the follow ing form

$$
\begin{align*}
m \text { inim ise } & C^{T} x  \tag{B1}\\
\text { sub ject to } & F(x)=F_{0}+\quad X_{i} F_{i} \quad 0 ;
\end{align*}
$$

where the vector $\mathrm{x}=\left(\mathrm{x}_{1} ;::: ; \mathrm{x}_{\mathrm{t}}\right)^{\mathrm{T}}$ represents the ob jective variable, the vector $c$ is xed by the particular opti$m$ ization problem, and the $m$ atrices $F_{0}$ and $F_{i}$ are Her m itian m atrioes. The goal is to m inim ize the linear objective function $c^{T} x$ sub ject to a linearm atrix inequality constraint F (x) 0 [23, 24]. (See also Ref. [53].)

A ny bounded Herm itian operator $A=\underset{A}{y}$ acting on a n-dim ensionalH ilbert space $S$ can be written in term $s$ of an operator basis, which we shall denote by $f S_{k} g$, satisfying the follow ing three conditions: $\operatorname{Tr}\left(\mathrm{S}_{\mathrm{j}}\right)=\mathrm{n}{ }_{j 1}$, $S_{j}=S_{j}^{Y}$, and $\operatorname{Tr}\left(S_{j} S_{j^{0}}\right)=n j_{j}{ }^{0}$. A possible choice is
given by the $\operatorname{SU}(\mathrm{n})$ generators. U sing this representation, a generalbipartite state $A B$ in a $d_{A B}$-dim ensional H ilbert space can be w ritten as

$$
\begin{equation*}
A B={\frac{1}{d_{A B}}}_{k 1}^{X} r_{k 1} S_{k}^{A} S_{1}^{B} ; \tag{B2}
\end{equation*}
$$

where the coe cients $r_{k l}$ are given by $r_{\mathrm{kl}}=$ $\operatorname{Tr}\left(S_{k}^{A} S_{1}^{B} \quad A B\right)$. N ote that in order to sim plicity the notation, in this A ppendix we om it the tensor product signs
betw een the operators. The representation given by Eq. (B 2) allow sus to describe any bipartite density operator in term sofa xed num ber ofparam eters $r_{k 1}$ which can serve as the free param eters in the program.

The know ledge of A lige and Bob's P OVM s fA ${ }_{i} 9$ and $f B{ }_{j} g$, respectively, and the observed probability distribution $p_{i j}$ determ ines the equivalence class of com patible states S. Since every POVM elem ent is a H erm itian operator tiself, every elem ent can as well be expanded in thepappropriate operator basis $A_{i}=m a_{i m} S_{m}^{A}$ and $B_{j}={ }_{n} b_{j n} S_{n}^{B}$.

An arbitrary operator AB $=1=d_{A B} \quad r_{k 1} S_{k}^{A} S_{j}^{B}$ belongs to the equivalence class $S$ if and only if it fiul is the follow ing constraints: In order to guarantee that the operator A $\quad$ represents a valid quantum state, it must be norm alized $\operatorname{Tr}\left(\begin{array}{l}\text { AB }\end{array}\right)=r_{11}=1$, and it must be a sem ide nite positive operator $A B \quad 0$. In addition, it $m$ ust reproduce the observed data of $A$ lige and $B$ ob. Th is last requirem ent im poses the follow ing constraints

$$
\begin{equation*}
\operatorname{Pr}\left(a_{i} ; b_{j}\right)={ }_{k l}^{X} \quad a_{i k} b_{i 1} r_{k l}=p_{i j} \quad 8 i ; j ; \tag{B3}
\end{equation*}
$$

which are linear on the state coe cients $r_{k 1}$. N ote that every equality constraint $\operatorname{Pr}\left(\mathrm{a}_{\mathrm{i}} ; \mathrm{b}_{j}\right)=\mathrm{p}_{\mathrm{ij}}$ can be represented by tw o inequality constraints as Pr(ai; $\left.\mathrm{b}_{j}\right) \quad \mathrm{p}_{\mathrm{ij}}$ 0 and (Pr( $\left.\left.\mathrm{a}_{\mathrm{i}} ; \mathrm{b}_{\mathrm{j}}\right) \quad \mathrm{p}_{\mathrm{ij}}\right) \quad 0$.

In order to ${ }_{P}$ nd the decom position of a given state ${ }_{A B}=1=d_{A B} \quad{ }_{k 1} r_{k 1} S_{k}^{A} S_{1}^{B}$ into an extendible part ext and an non-extendible part ne, with maxim um weight max ( A $^{\prime}$ ) of extendibility, we can proceed as follows. $F$ irst we rew rite the problem in term $s$ of unnorm alized states $\sim_{\text {ext }}$ ext and $\sim_{\text {ne }}(1)$ ne as

$$
\begin{equation*}
A_{A B}=\min _{\operatorname{Tr}\left(\sim_{n e}\right)} \sim_{\text {ext }}+\sim_{n e}: \tag{B4}
\end{equation*}
$$

N ow assum e that the unporm alized, extendible state is $w$ ritten as $\sim_{\text {ext }}=1=d_{A B} \quad e_{k 1} S_{k}^{A} S_{1}^{B}$, which must form a sem ide nite positive operator $\sim_{\text {ext }} 0$. In the case of direct com $m$ unication we have to im pose that $\sim_{\text {ext }}$ has a
symm etric extension ABB0 to two copies of system B. $T$ hat is, $A B B 0$ rem ains invariant under perm utation of the system $s B$ and $B^{0}$. This is only possible if the state ABb 0 can be written as

$$
\begin{aligned}
\text { ABB0 } & =\frac{1}{d_{A B B 0}}{ }^{X} f_{1>}^{k} f_{k l m}\left(S_{k}^{A} S_{1}^{B} S_{m}^{B^{0}}+S_{k}^{A} S_{m}^{B} S_{1}^{B^{0}}\right) \\
& +{ }^{X} f_{k l 1} S_{k}^{A} S_{1}^{B} S_{1}^{B^{0}}
\end{aligned}
$$

w ith appropriate state coe cients $\mathrm{f}_{\mathrm{klm}} 8 \mathrm{k} ; 81 \mathrm{~m}$. $T$ he extension $m$ ust as well reproduce the original state $\operatorname{Tr}_{B} 0\left(\right.$ ABB $\left.^{0}\right)=\sim_{\text {ext }}$, which im plies that the state coe cients of $\sim_{\text {ext }}$ and ABB 0 are related by

$$
\begin{equation*}
f_{k 11}=e_{k 1} 8 \mathrm{k} ; 1: \tag{B6}
\end{equation*}
$$

Hence, som e of the state param eters of A B B 0 are already xed by the coe cients of ~ ext. In addition, the coe cients $f_{k l m}$ have to form a sem ide nite positive operator Авв ${ }^{0} 0$.
AB nce the states $A B={ }^{P} r_{l p} S_{k}^{A} S_{1}^{B}$ and the unnorm alized extendible part $\sim_{\text {ext }}=e_{\mathrm{k} 1} \mathrm{~S}_{\mathrm{k}}^{\mathrm{A}} \mathrm{S}_{1}^{\mathrm{B}}$ are xed, the rem aining non-extendible state $\sim_{n e}$ is determ ined by the decom position given by Eq. (B 4), and equals to

$$
\left.\sim_{\mathrm{ne}}=\mathrm{AB}^{\mathrm{AB}} \quad \begin{array}{ll}
\mathrm{X} & \mathrm{r}_{\mathrm{k} 1}  \tag{B7}\\
e_{k 1}
\end{array}\right) \mathrm{S}_{\mathrm{k}}^{\mathrm{A}} S_{1}^{\mathrm{B}}:
$$

$T$ his operatorm ust be sem ide nite positive ne 0 .
In total, the state coe cients of the states in the equivalence class $A_{B}$, the unnorm alized, extendible part in the best extendibility decom position $\sim_{\text {ext }}$ and the sym $m$ etric extension itself AB B 0 W illconstitute the ob jective variables of the SD P program

$$
\begin{equation*}
\mathrm{x}=\left(\mathrm{r}_{\mathrm{k} 1} ; \mathrm{e}_{\mathrm{k} 1} ; \mathrm{f}_{\mathrm{k} 1 \mathrm{~m}}\right)^{\mathrm{T}}: \tag{B8}
\end{equation*}
$$

This requires a xed ordering of the set of coe cients. $T$ he function to be $m$ inim ized is the weight on the unnorm alized, non-extendible part, $\operatorname{Tr}\left(\sim_{\text {ne }}\right)=r_{11} e_{11}$. $H$ ence the vector c is given by

A ll the sem ide nite constraints introduced previously on the state coe cients can be collected into a single linear $m$ atrix inequality constraint given by Eq. (B1). The nalF ( x ) collects all these constraints as block-m atrioes on the diagonal.
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