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#### Abstract

W e give an exponential separation between onew ay quantum and classical com $m$ unication protocols for a partial B oolean function (a variant of the B oolean H idden M atching Problem of Bar-Yossef et al) Earlier such an exponential separation was known only for a relational problem. The communication problem corresponds to a strong extractor that fails against a sm all am ount of quantum inform ation about its random source. O ur proof uses the Fourier coe cients inequality of $K$ ahn, $K$ alai, and Linial. w e also give a num ber of applications of this separation. In particular, we show that there are privacy am pli cation schem es that are secure against classical adversaries but not against quantum adversaries; and we give the rst exam ple of a key-expansion schem e in the m odel of bounded-storage cryptography that is secure against classicalm em ory-bounded adversaries but not against quantum ones.


[^0]
## 1 Introduction

O ne of them ain goals of quantum com puting is to exhibit problem $s w$ here quantum com puters are much faster (or otherw ise better) than classical com puters. P referably exponentially better. T he $m$ ost fam ous exam ple, Shor'se cient quantum factoring algorithm [Sho97], constitutes a separation only ifone is willing to believe that e cient factoring is im possible on a classicalcom puter| proving this would, of course, im ply P $\in \mathrm{NP}$. O ne of the few areas where one can establish unconditional exponential separations is com $m$ unication com plexity.

C omm unication complexity is a central model of computation, rst de ned by Yao Yao79], that has found applications in $m$ any areas $\mathbb{K} N 97]$. In this model, tw o parties, A lice with input $x$ and Bob w ith input y, collaborate to solve som e com putational problem that depends on both $x$ and $y$. Their goal is to do this w ith m in im al com m unication. The problem to be solved could be a function $f(x ; y)$ or som e relational problem where for each $x$ and $y$, several outputs are valid. The protocols could be interactive (two-way), in which case A lige and B ob take tums sending m essages to each other; one-w ay, in which case A lice sends a single m essage to B ob who then determ ines the output; or sim ultaneous, where A lige and B ob each pass one m essage to a third party (the referee) who determ ines the output. The bounded-error com m unication complexity of the problem is the w orst-case com $m$ unication of the best protocol that gives (for every input $x$ and $y$ ) a correct output w ith probability at least $1 \quad$, for som e xed constant " $2[0 ; 1=2)$, usually $"=1=3$.

A llow ing the players to use quantum resources can reduce the com $m$ unication complexity signi cantly. Exam ples of problem s where quantum com m unication gives exponential savings were given by Buhm an, C leve, and $W$ igderson for onew ay and interactive protocols w ith zero error probability BCW 98]; by Raz for bounded-error interactive protocols $\mathbb{R}$ az99]; and by Buhrm an, $C$ leve, $W$ atrous, and de $W$ olf for bounded-error sim ultaneous protocols [BCW W 01]. The rst two problem s are partial B oolean functions, while the third one is a total Boolean function. H ow ever, the latter separation does not hold in the presence of public coins $1_{1}^{1}$ Bar-Yossef, Jayram, and K erenidis B JK 04] show ed an exponential separation for oneway protocols and sim ultaneous protocols w ith public coins, but they only achieved this for a relationalproblem, called the $H$ idden $M$ atching P roblem (HMP). This problem can be solved e ciently by one quantum m essage of log $n$ qubits, while classical onew ay protocols need to send nearly ${ }^{\mathrm{P}} \frac{\mathrm{n}}{\mathrm{n}}$ bits to solve it. Nevertheless, B oolean functions are $m$ uch $m$ ore natural ob jects than relations both in the $m$ odel of com $m$ unication com plexity and in the cryptographic settings that we consider later in this paper. B ar-Y ossef et al. stated a B oolean version of their problem (a partialB oolean fiunction) and con jectured that the sam e quantum -classical gap holds for this problem as well.

### 1.1 Exponential separation for a variant of $B$ oolean $H$ idden $M$ atching

In this paperwe prove an exponentialquantum -classicalonew ay com $m$ unication gap for a variant of the B oolean H idden $M$ atching P roblem of B JK 04]. Let us rst state a non B oolean com m unication problem. Suppose $A$ lioe has an $n \not b i t$ string $x$, and $B$ ob has a sequence $M$ of $n$ disjoint pairs $\left(i_{1} ; j_{1}\right) ;\left(i_{2} ; j_{2}\right) ;::: ;\left(i_{n} ; j_{n}\right) 2[n]^{2}$, for som e param eter $2(0 ; 1=2]$. This $M$ m ay be view ed as a partialm atching on the graph whose vertioes are the $n$ bits $x_{1} ;::: ; x_{n} . W$ e call this an $-m$ atching.

[^1]Together, $x$ and $M$ induce an $n-b$ it string $z$ de ned by the parities of the $n$ edges:

$$
z=z(x ; M)=\left(\begin{array}{lll}
x_{i_{1}} & x_{\mathrm{j}_{1}}
\end{array}\right) ;\left(\begin{array}{ll}
\mathrm{x}_{\mathrm{i}_{2}} & x_{\mathrm{j}_{2}}
\end{array}\right) ;::: ;\left(\mathrm{x}_{\mathrm{i}_{\mathrm{n}}} \quad \mathrm{x}_{\mathrm{j}_{\mathrm{n}}}\right):
$$

Suppose B ob wants to leam som e inform ation about z. Let x $2 \mathrm{f0} ; 1 \mathrm{~g}^{\mathrm{n}}$ be uniform ly distributed, and $M$ be uniform over the set $M n$ of all $m$ atchings. Note that for any xed $M$, a uniform distribution on $x$ induces a uniform distribution on $z$. H ence Bob (know ing M but not x) knows nothing about $z$ : from his perspective it is uniform ly distributed. But now suppose A lige can send B ob a short $m$ essage. H ow much can Bob leam about $z$, given that m essage and M ?

The situation is very di erent depending on whether the $m$ essage is quantum or classical. M odifying the protocol of B JK 04], it is easy to show that a short quantum m essage of about $\log (n)=2$ qubits allow s B ob to leam a bit at a random position in the string $z . T$ his already puts a low er bound of one on the total variation distance betw een $B$ ob's distribution on $z$ and the uniform $\mathrm{n}-\mathrm{b}$ it distribution.
$W$ hat about aphort classical m essage? U sing the $B$ irthday $P$ aradox, one can show that if A lige sends $B$ ob about $\overline{n=}$ bits of $x$, then $w$ ith constant probability there $w i l l$ be one edge ( $i, j$ j, for which $B$ ob receives both bits $x_{i}$, and $x_{j}$. Since $z_{1}=x_{i}$, $x_{j}$, this gives $B$ ob a bit of inform ation about z. O urkey theorem says that this classical upper bound is essentially optim al: if A lice sends $\mathrm{m} u \mathrm{ch}^{\prime}$ few er bits, then from B ob's perspective the string z w ill be close to uniform ly distributed, so he does not even know one bit of $z$.

In order to be able to state this precisely, suppose A lice is determ in istic and sends c bits of com $m$ unication. T hen herm essage partitions the set of $2^{n} x^{\prime}$ s into $2^{C}$ sets, one for each $m$ essage. A typicalm essage will correspond to a set A of about $2^{n}{ }^{c} x^{\prime}$ s. G iven this $m$ essage, B ob know $s$ the random variable $X$ is drawn uniform ly from this set $A$ and he knows $M$, which ishis input. $H$ ence his know ledge of the random variable $Z=\mathrm{z}(\mathrm{X} ; \mathrm{M})$ is fully described by the distribution

O urm ain technical result says that if the com m unication $c$ is $m$ uch less than $\bar{p} \bar{n}$ bits, then for a typicalm essage and averaged over allm atchings $M$, this distribution is very close to uniform in total variation distance. In other words: $m$ ost of the tim $e, B$ ob know $s$ essentially nothing about $z$.

Theorem 1. Letx be uniform ly distributed over a setA f0; $1 g^{n}$ of size $\neq A \quad 2^{2}$ for somec 1, and let $M$ be uniform ly distributed over the set $M n$ of all $-m$ atchings, for some $2(0 ; 1=4$ ]. There pexists a universal constant $>0$ (independent of $n, C$, and ), such that for all " $>0$ : if c $\quad \stackrel{\mathrm{p}}{\mathrm{n}} \mathrm{n}=$ then

$$
\mathrm{E}_{\mathrm{M}} \quad\left[\mathrm{k} \mathrm{p}_{\mathrm{M}} \quad \mathrm{U} k_{\mathrm{tvd}}\right] \quad ":
$$

W e prove $T$ heorem 1 using the Fourier coe cients inequality of $K$ ahn, $K$ alai, and Linial [K K L88], which is a special case of the B onam iBeckner inequality Bon70, Bec75]. W e rem ark that Fourier analysis has been previously used in com m unication com plexity by $R$ az $\mathbb{R}$ az95] and $K$ lauck $\mathbb{K}$ la01].
$T$ his result allow s us to tum the above com $m$ unication problem into a partialB oolean function, as follows. A gain we give A lice input x $2 \mathrm{f0} ; 1 \mathrm{~g}^{\mathrm{n}}$, while Bob now receives two inputs: a partial $m$ atching $M$ as before, and an $n$ boit string $w$. $T$ he prom ise on the input is that $w$ is either equal to $z=z(x ; M)$, or to its complem ent $\bar{z}$ (i.e. $z w$ th all bits ipped). The goal is to nd out which of these two possibilities is the case. W e call this comm unication problem PM, for
\ Partial M atching". A smentioned before, A lice can allow B ob to leam a random bit of $z$ w ith high probability by sending him an $O(\log (n)=$ ) -qubit $m$ essage. K now ing one bit $z$, of $z$ su ces to compute the B oolean function: just com pare $z, ~ w i t h ~ w$. . In contrast, if A lice sends Bob m uch less than $\overline{n=}$ classicalbits, then $B$ ob still know s essentially nothing about $z$. In particular, he cannot decide $w$ hether $w=z$ or $w=\bar{z}$ ! This gives the follow ing separation result for the classical and quantum onew ay com m unication complexities (w ith error probability xed to $1=3$, say):

Theorem 2. Let $2(0 ; 1=4]$. The classical bounded-error oneway comm unication com plexity of the $P$ artial $M$ atching problem is $R^{1}(P M)=(\overline{n=})$, while the quantum bounded-error one-way complexity is $Q^{1}(P M)=O(\log (n)=)$
$F$ ixing to $1=4$, we obtain the prom ised exponential quantum -classical separation for onew ay comm unication complexity of $O(\log n)$ qubits vs $\left({ }^{\mathrm{P}} \overline{\mathrm{n}}\right)$ classicalbits.
$R$ em arks. The earlier conference version of this paper $\left[G K^{+} 07\right]$ had two di erent com munication problem $s$, establishing an exponential onew ay separation forboth of them in quite di erent ways. The present paper uni es these two approaches to som ething substantially sim pler.
$T$ he original B oolean $H$ idden $M$ atching Problem stated in B JK 041 is our $P M$ with $=1=2$ (i.e. $M$ is a perfect $m$ atching). Theorem [2, on the other hand, assum es 1=4 for technical reasons. By doing the analysis in Section 3 a bit $m$ ore carefully, we can prove $T$ heorem 2 for every
that is bounded aw ay from $1 / 2$. N ote that if $=1=2$, then the parity of $z=z(x ; M)$ equals the parity of $x$, so by com m unicating the parity of $x$ in one bit, A lioe can give Bob one bit of inform ation about $z$. T he conference version of this paper showed that one can prove a separation for the case $w$ here $M$ is a perfect $m$ atching if the prom ise is that $w$ is \close" to $z$ or its com plem ent (instead ofbeing equal to $z$ or its com plem ent). O ne can think of w in this case as a \noisy" version of $z=z(x ; M)$ (or its com plem ent), while the $w$ of our current version can be thought of as starting from a perfect $m$ atching $M^{0}$, and then \erasing" som e of the $n$ bits of the string $z\left(x ; M^{0}\right)$ to get the $n$-bit string $z$ (or its com plem ent).
$T$ he separation given here can be $m$ odi ed to a separation in the sim ultaneous $m$ essage passing m odel, betw een the m odels of classical com $m$ unication $w$ ith shared entanglem ent and classical com m unication $w$ th shared random ness. E arlier, such a separation was known only for a relational problem B JK 04, G K RW 06], not for a B oolean function.

### 1.2 Application : privacy am pli cation

$R$ andom ness extractors extract alm ost uniform random ness from an im perfect (i.e. non-uniform ) source of random ness $X$ w ith the help of an independent uniform seed $Y$. W ith a bit of extra work (see Section 4), Theorem 1 actually implies that our function $z: f 0 ; 1 g^{n} \quad M \quad n!f 0 ; 1 g^{n}$ is an extractor:

IfX $2 \mathrm{f0} ; 1 \mathrm{~g}_{\mathrm{p}}^{\mathrm{n}}$ is a random variable w ith m in-entropy at least $\mathrm{n} \quad{ }_{\mathrm{N}}^{\mathrm{p}} \overline{\mathrm{n}=}$ (i.e. $\mathrm{max}_{\mathrm{x}} \mathrm{PrX}=$
x ] $2^{(\mathrm{n}} \quad \mathrm{n} \overline{\mathrm{n}=)}$ ) and Y is a random variable uniform ly distributed over $\mathrm{M} n$, then the random variable $Z:=z(X ; Y)$ is "-close to the uniform distribution on $f 0 ; 1 g^{n}$.

It is in fact a strong extractor: the pair ( $\mathrm{Y} ; \mathrm{Z}$ ) is "-close to the uniform distribution on $\mathrm{M} n$ $f 0 ; 1 g^{n} \sqrt[2]{ }$ Inform ally, this says that if there is a lot of uncertainty about X , then Z w ill be close

[^2]to uniform even if $Y$ is known3
Extractors have found num erous applications in com puter science, in particular in com plexity theory (see e.g. [Sha02] and the references therein) and cryptography. O ne im portant cryptographic application is that ofprivacy am pli cation, which w as introduced in B B R 88, [I [89]. In this setting, A lice and B ob start w ith a shared random variable X about which the adversary has som e partial inform ation $m(X)$ and their goal is to generate a secret key $Z$ about whidh the adversary has very little inform ation. T hey can achieve this by com m unicating an independent uniform seed $Y$ over a public authenticated channel, and using a strong extractor to generate the key Z ( $\mathrm{X} ; \mathrm{Y}$ ). U sing the extractor we de ne here, the resulting $n-b i t$ key $Z_{p}=z(X ; Y)$ is "-close to uniform if the adversary's view of $X$ has $m$ in-entropy at least $n \quad \frac{p}{n=}$. Thus, assum ing a certain upper bound on the num ber of bits of $m(X)$, the key $Z$ is "-secure despite the fact that the adversary can leam Y com pletely by tapping the public channel. N otioe, how ever, that th is classically-secure privacy am pli cation schem $e$ is insecure against a quantum adversary: if the adversary stores a uniform superposition of the bits of $x$, then $w$ hen later $Y$ is revealed, she can leam a random bit of $Z \mathrm{w}$ ith good probability. T huswe have an exam ple of a privacy am pli cation schem e that is secure against classical adversaries w ith o $(\bar{n})$ bits of storage, but insecure against quantum adversaries w th m uch less quantum storage.

This dependence of the security on whether the adversary has quantum or classical mem ory is quite surprising, particularly in light of the follow ing tw o facts. First, privacy am pli cation based on two-universal hashing provides exactly the sam e security against classical and quantum adversaries. The length of the key that can be extracted is given by the $m$ in-entropy both in the classical ( $\operatorname{BBR} 88$, [LL89]) and the quantum case ( $\mathbb{K}$ M R 05, RK 05], Ren05, Ch. 5]). Second, K onig and Terkal KT 06] have recently shown that for protocols that extract just one bit, the level of security against a classical and a quantum adversary (w ith the sam e inform ation bound) is com parable.

### 1.3 A pplication : key-expansion in the bounded-storage m odel

In privacy am pli cation, we can ensure that the adversary hasm uch uncertainty about the random variable $X$ by assum ing that he has only bounded storage. The idea of basing cryptography on storage-lim itations of the advensary was introduced by M aurer M au92] w ith the aim of im plem enting inform ation-theoretically secure key-expansion. In this setting, a large random variable $X$ is publicly but only tem porarily available. A lice and B ob use a shared secret key Y to extract an additionalkey $Z=Z(X ; Y)$ from $X$, in such a way that the adversary has only lim ited inform ation about the pair ( $Y ; Z$ ). \Lim ited inform ation" $m$ eans that the distribution on ( $Y ; Z$ ) is "-close to uniform even when conditioned on the inform ation about $X$ that the adversary stored. Thus A lige and $B$ ob have expanded their shared secret key from $Y$ to ( $Y$; Z ). A um ann, D ing, and Rabin ADR 02] were the rst to prove a bounded-storage schem e secure, and essentially tight constructions have subsequently been found DM 04, Lu04, Vad04].

It is an im portant open question whether any of these constructions rem ain secure if the ad-

[^3]versary is allow ed to store quantum inform ation. O ne may even con jecture that a bounded-storage protocol secure against classical adversaries w ith a certain am ount ofm em ory, should be roughly as secure against quantum adversaries w th roughly the sam e m em ory bound. A fter all, H olevo's theorem H ol73] tells us that $k$ qubits cannot contain $m$ ore inform ation than $k$ classicalbits. H ow ever, a key-expansion schem e based on our extractor refiutes this con jecture. T he schem e is essentially the sam e as the above privacy am pli cation schem e: A lice and Bobwill com putô $Z=Z(X$; $Y$ ) by applying our extractor to $X$ and $Y$. If the adversary'smem ory is bounded by " $\overline{n=}$ bits then $Z$ w illbe "-close to uniform from the adversary's perspective. On the other hand, $O$ (logn) qubits of storage su ce to leam one or m ore bits of inform ation about Z, given $Y$, which show $s$ that ( $Y$; Z ) is not good as a key against a quantum adversary. Thus we have an exam ple of a key-expansion schem e that is secure against classical adversaries with of $\bar{n}$ ) bits of storage, but insecure against quantum adversaries even w th exponentially less quantum storage.

### 1.4 A pplication: a separation in the stream ing model

In the stream ing $m$ odel of com putation, the input is given as a stream of bits and the algorithm is supposed to com pute or approxim ate som e function of the input, having only space of size $S$ available. See for instance AM S99, M ut05]. There is a well-established connection betw een one$w$ ay com $m$ unication com plexity and the stream ing $m$ odel: if we view the input as consisting of tw o consecutive parts $x$ and $y$, then the content of the $m$ em ory after $x$ has been processed, together $w$ ith $y$, contains enough inform ation to com pute $f(x ; y)$. H ence, a space-S stream ing algorithm for $f$ implies a oneway protocol for $f$ of comm unication $S$ w th the sam e success probability. T he classical low er bound for our B oolean com m unication com plexity problem, together w ith the observation that our quantum protocol can be im plem ented in the stream ing $m$ odel, im plies a separation betw een the quantum and classical stream ing $m$ odel. N am ely, there is a partialB oolean function $f$ that can be com puted in the stream ing $m$ odelw ith $s m$ allerrorprobability using quantum space of $O(\log n)$ qubits, but requires $\left({ }^{P} \bar{n}\right)$ bits if the space is classical.

Le G all G al06] constructed a problem that can be solved in the stream ing modelusing O (log n) qubits of space, while any classical algorithm needs ( $n^{1=3}$ ) classicalbits. H is log $n-v s-n^{1=3}$ separation is a bit $s m$ aller than our $\log n-\mathrm{vs}^{-} \bar{n}$, but his separation is for a total B oolean function while ours is only partial (i.e. requires som e prom ise on the input). Le G all's result predates ours, though we only leamed about it after nishing the conference version of our paper. $W$ e rem ark also that Le G all's separation holds only in the stream ing $m$ odel variant where the bits arrive in order, while ours holds in the $m$ ore generalm odelw here w e allow the di erent pieces of the input to arrive in any


 and $E_{0}=I \quad E_{1}$. And whenever a bit (i,jj; w, stream s by (we need to know to which edge

 edge (i, ;j, 2 M. The algorithm can leam the function value $x_{i}, ~ x_{j}$, $w$ from this by a nal m easurem ent.

### 1.5 A pplication: lim its on classical sim ulation of quantum one-w ay protocols

A nal application is in the context of sim ulating onew ay quantum com $m$ unication protocols by onew ay classical protocols. A s noted by A aronson A ar06, Section 5], our Theorem 1 im plies that his general sim ulation ofbounded-error onew ay quantum protocols by determ in istic oneway protocols

$$
D^{1}(f)=O\left(m Q^{1}(f) \log Q^{1}(f)\right) ;
$$

is tight up to a polylogarithm ic factor. Here $m$ is the length of $B o b$ 's input. $T$ his sim ulation w orks for any partial Boolean function $f$. Taking $f$ to be our $P M$ for $=1=4$, one can show that $D^{1}(f)=(n), m=(n \log n)$, and $Q^{1}(f)=O(\log n)$.

It also im plies that his sim ulation of quantum bounded-error onew ay protocols by classical bounded-error onew ay protocols

$$
R^{1}(f)=O\left(m Q^{1}(f)\right)
$$

cannot be considerably im proved. In particular, the product on the right cannot be replaced by the sum : ifwetake $f_{p}=P M$ with $=1=P \bar{n}$, then by $T$ heorem 2 we have $R^{1}$ (f) $n^{3=4}, m \quad P \bar{n} \operatorname{logn}$, and $Q^{1}(f)=O(\bar{n} \log n)$.

## 2 The problem and its quantum and classical upper bounds

W e assum e basic know ledge of quantum com putation $\mathbb{N C O 0}$ and (quantum) com m unication com plexily K N 97, W ol02].

Before giving the de nition of our variant of the $B$ oolean $H$ idden $M$ atching $P$ roblem, we $x$ som e notation. P art of $B$ ob's input $w$ illbe a sequence $M$ of $n$ disjoint edges $\left(i_{1} ; j_{1}\right) ;::: ;\left(i_{n} ; j_{n}\right)$ over [n], which we call an matching. W e use M $n$ to denote the set of all such $m$ atchings. If
$=1=2$ then the $m$ atching is perfect, if $<1=2$ then the $m$ atching is partial. $W$ e can view $M$ as an $n \quad n m$ atrix over GF (2), where the '-th row has exactly two 1s, at positions in and j. Let $x 2 f 0 ; 1 g^{n}$. Then the $m$ atrix-vector product $M x$ is an $n-b i t$ string $z=z_{1} ;::: ; z_{i} ;::: z_{n}$ where $z_{v}=x_{i}, \quad x_{j} . U$ sing this notation, we de ne the following $\quad P$ artial $M$ atching ( $P M$ ) problem, whose onew ay com m unication com plexty we will study.

A lice: $x 2$ f0; $1 g^{n}$
B ob: an m atching M and a string w 2 f0; $1 \mathrm{~g}^{\mathrm{n}}$
$P$ rom ise on the input: there is $a b i t b$ such that $w=M x \quad b^{n}$ (equivalently, $w=z$ or $w=\bar{z}$ ) Function value: b

A ctually, m ost of our analysis w ill not be concemed w ith Bob's second input w . R ather, we w ill show that given only a short m essage about $x, B o b w i l l$ know essentially nothing about $z=M x$. $N$ ote that to com pute $b$, it su ces that $B$ ob leams one bit $z$, of the string $z, \operatorname{since~} b=z$, $w, W e$ $w$ ill rst give quantum and classical upper bounds on the $m$ essage length needed for this.

Q uantum upper bound: Suppose A lice sends a unform supenposition of her bits to B ob:

$$
j i=P_{\bar{n}}^{1}{ }_{i=1}^{X^{n}}(1)^{x_{i}} \underset{i}{i}:
$$

Bob completes his $n$ edges to a perfect $m$ atching in an arbitrary $w a y$, and $m$ easures $w$ ith the corresponding set of $n=22$-dim ensionalprojectors. W ith probability 2 he willget one of the edges (i, jう) of his input M. The state then collapses to

$$
\frac{1}{2}\left((1)^{\left.x_{i}, ~ \ddot{\mu}, i+(1)^{x_{j}} \vec{j} \cdot i\right) ; ~}\right.
$$

from which Bob can obtain the bit $z, ~=x_{i}, ~ x_{j}$, by measuring in the corresponding $j$ i-basis. N ote that this protocol has so-called \zero-sided error": B ob knows when he didn't leam any bit $z \cdot$. If $B$ ob is given $O(k=)$ copies of $j$ i, then $w$ ith high probability (at least while $k \quad n$ ) he can leam $k$ distinct bits of $z$.
$R$ em ark. This protocol can be $m$ odi ed to a protocol in the sim ultaneous $m$ essage passing m odel in a standard way, rst,suggested by B uhm an (see [GKW 06]). A lice and B ob share the
 half. B ob perform $s$ the $m$ easurem ent $w$ ith his projectors on his half. If he gets one of the edges of his input, he sends the resulting (i, jう) and $w$, to the referee. N ow A lice and Bob perform a $H$ adam ard transform on their halves, $m$ easure and send the result to the referee, who has enough inform ation to reconstruct $z$.

C lassical upper bound: $W$ e sketch an $O(\overline{\mathrm{n}=}$ ) classical upper bound. Suppose A lige uniform ly picks a subset of $d \overline{n=}$ bits of $x$ to send to Bob. By the B irthday P aradox, w ith high probability Bob w ill have both endpoints of at least one of his $n$ edges and so he can com pute a bit of $z$ (and hence the function value b) w ith good probability. In this protocol A line would need to send about $d \log n$ bits to $B$ ob, since she needs to describe the $d$ indiges as well as their bitvalues. H ow ever, by N ew m an's T heorem $\mathbb{N}$ ew 91], A lige can actually restrict her random choige to picking one out of $O(n)$ possible $d-b$ it subsets, instead of one out of all $\begin{aligned} & n \\ & d\end{aligned}$ possible subsets. $H$ ence $d+O(\log n)$ bits of com $m$ unication su ce. This $m$ atches our lower bound up to constant factors.

## 3 M ain proof

In this section we prove ourm ain technical result (T heorem 1), whidh show s that B ob know s hardly anything about the string $z=M$ x unless $A$ lice sends him a long $m$ essage.

### 3.1 Prelim inaries

W e begin by providing a few standard de nitions from Fourier analysis on the B oolean cube. For functions $f ; g: f 0 ; 1 g^{n}$ ! $R$ we de ne their inner product and ' 2 -norm by

$$
h f ; g i=\frac{1}{2^{n}} \sum_{x 2 f 0 ; 1 g^{n}}^{X} f(x) g(x) ; k f k_{2}^{2}=h f ; f i=\frac{1}{2^{n}} \underset{x 2 f 0 ; 1 g^{n}}{X} \quad \text { ff }(x) f^{2}:
$$

The Fourier transform of $f$ is a function $\equiv f 0 ; 1 g^{n}!R$ de ned by
where $s: f 0 ; 1 g^{n}!R$ is the character $s(y)=(1)^{s} s_{w}$ ith $\backslash$ "being the scalar product $(s)$ is the Fourier coe cient of $f$ corresponding to $s$. W e have the follow ing relation betw een $f$ and $p$ :

$$
f=\underbrace{\mathrm{P}}_{s 2 f 0 ; 1 g^{n}} \mathrm{~s}_{\mathrm{s}} \mathrm{~s}_{\mathrm{s}}:
$$

W ew ill use two tools in our analysis, P arseval's identity and the K K L lem ma.
Lem ma 3 (P arseval). For every function $f: f 0 ; 1 g^{n}!R$ we have $k f k_{2}^{2}=X \quad \notin(s)^{2}$ :

$$
\text { s2 f0; } 1 \mathrm{~g}^{\mathrm{n}}
$$

$N$ ote in particular that if f is an arbitrary probability distribution on $f 0 ; 1 g^{n}$ and $U$ is the uniform distribution on $f 0 ; 1 g^{n}$, then $\ddagger\left(0^{n}\right)=\boxminus\left(0^{n}\right)=1=2^{n}$ and $\boxplus^{\ddagger}(s)=0$ for nonzero $s$, hence

$$
\begin{align*}
& \mathrm{kf} \quad \mathrm{U} \mathrm{k}_{2}^{2}=\begin{array}{ll}
\mathrm{X} & (\mathrm{~m}) \quad \mathrm{s}) \\
\mathrm{m}(\mathrm{~s}))^{2}= & \mathrm{X}
\end{array} \mathrm{~m}^{2}:  \tag{1}\\
& \text { s2 f0; } 1 \text { g }^{n} \\
& \mathrm{~s} 2 \mathrm{f} 0 ; 1 \mathrm{~g}^{\mathrm{n}} \mathrm{nf} 0^{\mathrm{n}} \mathrm{~g}
\end{align*}
$$

 let jंjdenote the H am m ing weight of $\mathrm{s} 2 \mathrm{f}, ~ ; 1 \mathrm{~g}^{\mathrm{n}}$. Then for every $2[0 ; 1]$ we have

$$
\mathrm{X} \quad \dot{\operatorname{sij} j}(\mathrm{~s})^{2} \quad{\frac{7^{A} j}{2^{n}}}^{\frac{2}{1+}}:
$$

W e also need the follow ing com binatorial lem $m$ a about uniform ly chosen $m$ atchings.
Lem ma 5. Letv $2 \mathrm{f0} ; 1 \mathrm{~g}^{\mathrm{n}}$. If $\mathrm{j} j=\mathrm{k}$ for even k , then

$$
\operatorname{Pr}_{\mathrm{M}} \mathrm{r}\left[9 \mathrm{~s} 2 \mathrm{f0} ; 1 \mathrm{~g}^{\mathrm{n}} \mathrm{~S}: \mathrm{t}: \mathrm{M}^{\mathrm{T}} \mathrm{~S}=\mathrm{v}\right]=\frac{\begin{array}{c}
\mathrm{n} \\
\mathrm{k}=2 \\
\mathrm{n} \\
\mathrm{k}
\end{array}}{} ;
$$

where the probability is taken uniform ly over all -m atchings M.
P roof. W e can assum e w thout loss of generality that $v=1^{k} 0^{n} k$. We will com pute the fraction of $m$ atchings $M$ for which there exists such an $s$. The total num ber of $m$ atchings $M$ of $n$ edges is $n!\left(2^{n}(n)!(n \quad 2 n)!\right)$. This can be seen as follows: pick a permutation of $n$, view the nst $n$ pairs as $n$ edges, and ignore the ordering within each edge, the ordering of the $n$ edges, and the ordering of the last $n \quad 2 \mathrm{n}$ vertioes. N ote that $9 \mathrm{~s} s . t: \mathrm{M}^{\mathrm{T}} \mathrm{s}=\mathrm{v}$ i M has exactly $\mathrm{k}=2$ edges in $\mathbb{k}]$ and $n \quad k=2$ edges in $[n] n \mathbb{k}]$. The num ber of ways to pidk $k=2$ edges in $k$ ] (i.e. a perfect $m$ atching) is $k!\left(2^{k=2}(k=2)!\right)$. The num ber of ways to pick $n \quad k=2$ edges in [n] $\left.k\right]$ is $\left(\begin{array}{ll}\mathrm{n} & \mathrm{k}\end{array}\right)!\left(2^{\mathrm{n}} \mathrm{k}=2\left(\begin{array}{ll}\mathrm{n} & \mathrm{k}=2\end{array}\right)!\left(\begin{array}{ll}\mathrm{n} & 2 \mathrm{n}\end{array}\right)!\right.$ ). H ence the probability in the lem $m$ a equals

$$
\frac{\mathrm{k}!=\left(2^{\mathrm{k}=2}(\mathrm{k}=2)!\right) \quad(\mathrm{n} \quad \mathrm{k})!\left(2^{\mathrm{k}=2}(\mathrm{n} \quad \mathrm{k}=2)!(\mathrm{n} \quad 2 \mathrm{n})!\right)}{\mathrm{n}!\left(2^{\mathrm{n}}(\mathrm{n})!(\mathrm{n} \quad 2 \mathrm{n})!\right)}=\frac{\begin{array}{c}
\mathrm{n} \\
\mathrm{k}=2 \\
\mathrm{n} \\
\mathrm{k}
\end{array}}{:}
$$

$T$ his probabilly is exponentially $s m$ all in $k$ if $<1=2$, but it equals 1 if $=1=2$ and $v=1^{n}$.

T otal variation distance: For probability distributions $p$ and $q$ on the sam e nite set $S$, let

$$
\begin{equation*}
\mathrm{kp} \quad q k_{\mathrm{tvd}}={\underset{i 2 S}{\mathrm{p}} \dot{\mathrm{p}}(\mathrm{i}) \quad \mathrm{q}(\mathrm{i}) j}_{\mathrm{j}} \tag{2}
\end{equation*}
$$

denote their total variation distance. $T$ his distance is 0 if $p=q$, it is 2 if $p$ and $q$ have support on disjoint sets, and betw een 0 and 2 otherw ise. Suppose we want to distinguish p from q: given only one sam ple we want to decide whether this sam ple cam e from por from $q$. It is well known that the best success probability w ith which we can solve this task is $1=2+\mathrm{kp} \quad q \mathrm{k}_{\mathrm{tvd}}=4$, so the total variation distance determ ines com pletely how well we can distinguish $p$ and $q$.

### 3.2 The proof of Theorem 1

 f0;1g be fis characteristic function (i.e. $f(x)=1$ i x 2 A). Let " $>0$, 2 ( 0 ; $1=4$ ], and $1 \mathrm{c} \quad \mathrm{m}=$ for some to be determ ined later.
$W$ ith $x$ unfform ly distributed over $A$, we can write down $B$ ob's induced distribution on $z$ as

W e want to show that $\mathrm{p}_{\mathrm{M}}$ is close to uniform, form ost M. By Eq. (1), we can achieve this by bounding the Fourier coe cients of $p_{m}$. These are closely related to the Fourier coe cients of $f$ :

$$
\begin{align*}
& \text { ( } 4 q_{1}(s)=\frac{1}{2^{n}}{ }_{z 2 f 0 ; 1 g^{n}}^{X} P_{M}(z)(1)^{z} \\
& =\frac{1}{\overbrace{}^{2} 2^{n}}(\text { fx } 2 A j(M x) \quad s=0 g j \quad \text { fx } 2 A j(M x) \quad s=1 g j) \\
& =\frac{1}{z^{-A} 2^{n}} \text { 近x2A jx } \quad\left(\mathbb{M}^{T} s\right)=0 g j \quad \text { jex } 2 A \text { jx } \quad\left(M^{T} s\right)=1 g j \\
& =\frac{1}{32^{n}}{ }_{x 2 f 0 ; 1 g^{n}} f(x)(1)^{X}\left(M^{T} s\right) \\
& \left.=\frac{2^{n}}{\Re^{n} 2^{n}} \not M^{T} s\right) \text { : } \tag{3}
\end{align*}
$$

$N$ ote that the $H$ am $m$ ing weight of $v=M^{T} s 2 f 0 ; 1 g^{n}$ is tw ioe the $H$ amming weight of $s 2 f 0 ; 1 g^{n}$.
$U$ sing $K K L$, we get the follow ing bound on the level sets of the Fourier transform of $f$ :

Proof. By the K K L inequality (Lem ma[4), for every 2 [0;1] we have

Plugging in $=k=4 c$ (which is in $[0 ; 1]$ by our assum ption on the value of $k$ ) gives the lem $m$ a.

W e bound the expected squared total variation distance betw een $\mathrm{P}_{\mathrm{M}}$ and U as follow s :

$$
\begin{aligned}
& \left.E_{M} \mathbb{k} p_{M} \quad U k_{\text {tvd }}^{2}\right] \quad 2^{2 n} E_{M}^{h} 2^{h p_{M}} \quad U k_{2}^{2^{i}} \\
& =2^{2 n} E_{M} 4 \quad X \quad(s)^{25} \\
& 2^{\mathrm{s} 2 \mathrm{f0} ; 1 \mathrm{~g}^{\mathrm{n}} \mathrm{nf0} \mathrm{n}^{\mathrm{n}} \mathrm{~g}} \quad 3
\end{aligned}
$$

where we used, respectively, the C auchy-Schw arz inequality, Eq. (1), and Eq. (3) . N ote that for each $v 2 f 0 ; 1 g^{n}$, there is at $m$ ost one $s 2 f 0 ; 1 g^{n}$ for $w h i d h M^{T} s=v$ (and the only $s$ that $m$ akes $M^{T} S=0^{n}$, is $s=0^{n}$ ). This allow $s$ us to change the expectation over $M$ into a probability and use Lem m a 5:

$$
\begin{aligned}
& 2
\end{aligned}
$$

W e rst upper bound the part of this sum $w$ ith $k<4 c$. Applying Lem man for each $k$, using the standard estim ates $(n=k)^{k} \quad \begin{aligned} & n \\ & k\end{aligned} \quad(e n=k)^{k}$, and our upper bound $c \quad \| \quad \bar{n}=$, we get:

Picking a su ciently sm all constant, this is at most ${ }^{2}=2$ (note that the sum starts at $k=2$ ).
In order to bound the part of the sum w ith $k \quad 4 \mathrm{C}$, note that the function $\mathrm{g}(\mathrm{k}): \begin{array}{r}\mathrm{n} \\ \mathrm{k}=2\end{array}=\begin{aligned} & \mathrm{n} \\ & \mathrm{k}\end{aligned}$ is decreasing for the range of even $k$ up to $2 n$ ( $w$ hidh is $n=2$ because $1=4$ ):


where in the last step we used $=\mathrm{n} 1$ and c 1, and picked a su ciently sm all constant.

Hence we have shown $\left.\left.E_{M} \mathbb{k} p_{M} \quad U\right\}_{\text {tvd }}^{2}\right] \quad$ R. . By Jensen's inequality we have

$$
\begin{array}{lllllllll}
E_{M} & k p_{M} & \left.U k_{t v d}\right] & E_{M} & k p_{M} & \left.U l_{t v d}^{2}\right]
\end{array} \quad ":
$$

This concludes the proof of
 and let M be uniform ly distributed over the set $M \mathrm{n}$ of all -m atchings, for some $2 \quad(0 ; 1=4]$. There pxists a universal constant > 0 (independent of $n, c$, and ), such that for all " > 0 : if c $\quad \stackrel{\mathrm{p}}{\mathrm{n}=}$ then

$$
\left.\mathrm{E}_{\mathrm{M}} \mathbb{k} \mathrm{p}_{\mathrm{M}} \quad \mathrm{U} \mathrm{k}_{\mathrm{tvd}}\right] \quad ":
$$

The " ${ }^{2}$ upperbound on $\left.E_{M} \mathbb{k} p_{M} \quad U l_{\text {tvd }}^{2}\right]$ is essentially tight. This can be seen in the com $m u-$ nication setting as follow s. W ith probability (" ${ }^{2}$ ) over the choice of $M$, at least one edge ofM will have both endpoints in the rst $c=n \overline{n=}$ bits. Then ifA lice just sends the rstcbits of $x$ to $B o b$, she gives him a bit of $z$. Thismakes $k p_{M} U k_{\text {tvd }}$ at least 1, hence $\left.E_{M} \mathbb{k} p_{M} \quad U l_{\text {tvd }}^{2}\right]=\left({ }^{2}\right)$.

### 3.3 The proof of Theorem 2

O ur Theorem 2, stated in the introduction, easily follow s from Theorem 1. By the Y ao principle Ya077], it su œes to analyze determ in istic protocols under som e \hard" input distribution. O ur input distribution will be uniform over $\mathrm{x} 2 \mathrm{f0} ; 1 \mathrm{~g}^{\mathrm{n}}$ and M 2 M n . The inputs x and M together determ ine the $n-b$ it string $z=M x$. To com plete the input distribution, with probability $1=2$ we set $\mathrm{w}=\mathrm{z}$ and w th probability $1=2$ we set w to z 's com plem ent $\overline{\mathrm{z}}$.

Fix " > 0 to a sm all constant, say $1=1000$. Let $c={ }^{p} \overline{n=}$, and consider any classical determ in istic protocol that com $m$ unicates at $m$ ost $C=c \quad \log (1=")$ bits. $T$ his protocol partitions the set of $2^{\mathrm{n}} \mathrm{x}$ 's into $2^{\mathrm{C}}$ sets $\mathrm{A}_{1} ;::: ; \mathrm{A}_{2} \mathrm{C}$, one for each possible $m$ essage. On average, these sets have size $2^{\text {n }}$ C. M oreover, by a sim ple counting argum ent, at most a 2 `-fraction of all x 2 f0; $1 \mathrm{~g}^{\mathrm{n}}$ can sit in sets of size $z^{c}$ '. H ence w ith probability at least $1 \quad "$, the $m$ essage that $A$ lice sends corresponds to a set A f0; $1 g^{n}$ of size at least $2^{\mathrm{n}} \mathrm{C} \quad \log (1=")=2^{\mathrm{n}} \mathrm{c}$. In that case, by T heorem 1 and $M$ arkov's inequality, for at least a ( $1 p^{P^{\prime}}$ )-fraction of all $M$, the random variable $Z=M X$ (w ith X uniform ly distributed over $A$ ) is ${ }^{\mathrm{p}}{ }^{\text {" }}$-close to the uniform distribution $U$. G iven $w$, Bob needs to decide whether $w=z$ or $w=\bar{Z}$. In other words, he is given one sam ple $w$, and needs to decide whether it came from distribution $Z$ or $\bar{Z}$. As we mentioned after Eq. (2]), he can only do this if the distributions of $\bar{z}$ and $\bar{Z}$ have large total variation distance. But by the triangle inequality

$$
\mathrm{kz} \quad \overline{\mathrm{Z}} \mathrm{k}_{\mathrm{tvd}} \mathrm{kz} \quad \mathrm{U} \mathrm{k}_{\mathrm{vd}}+\mathrm{k} \overline{\mathrm{Z}} \quad \mathrm{U} \mathrm{k}_{\mathrm{tvd}}=2 \mathrm{kz} \quad \mathrm{U} \mathrm{k}_{\mathrm{tvd}} \quad \sum^{\mathrm{L}} \overline{\mathrm{n}}:
$$

H ence Bob's advantage over random ly guessing the function value willbe at m ost " (for the unlikely event that $A$ is very $s m$ all) $p$ hus ${ }^{p} \bar{"}$ (for the unlikely event that $M$ is such that $M X$ ism ore than ${ }^{P} \overline{{ }_{m}^{\prime}}$
 sum up: if the com munication is $m$ uch less than $\overline{n=}$ bits, then $B$ ob cannot decide the function value with probability signi cantly better than $1 / 2$.

## 4 The extractor-interpretation of our construction

So far, we have proved that if the $n-b$ it string $X$ is uniform ly distributed over a set $A$ w ith ZA $\lambda^{2 n}$ (i.e., a at distribution on A), and $Y$ is uniform ly distributed over all matchings, then ( $Y$; Z ( $\mathrm{X} ; \mathrm{Y}$ )) is close to uniform. In order to conclude the result about extractors $m$ entioned in Section 12, we need to prove the sam e result in the $m$ ore general situation when X has m inentropy greater than $n \quad c$ (instead of just being uniform on a set of size at least $2^{2}{ }^{c}$ ). H ow ever, a result by Chor and Goldreich $\mathbb{C} G 88$, Lem m a 5] based on the fact that any distribution can be thought of as a convex com bination of at distributions, show $s$ that the second statem ent follow $s$ from the rst: at distributions are the \w orst distributions" for extractors.

## 5 C onclusion

In this paperw e presented an extractor that is reasonably good when som e sm allam oupt of classical inform ation is know $n$ about the random source $X$ (technically: $\mathrm{H}_{\mathrm{m}}$ in $(\mathrm{X}) \quad \mathrm{n} \quad \mathrm{O}$ ( $\mathrm{n}=$ ) ), but that fails $m$ iserably if even a very $s m$ all (logarithm ic) am ount of quantum inform ation is know $n$ about X . W e presented ve applications of this:

1. A $n$ exponential quantum -classical separation for onew ay com $m$ unication com plexity.
2. A classically-secure privacy am pli cation schem e that is insecure against a quantum adversary.
3. A key-expansion schem e that is secure against $m$ em ory-b ounded classical adversaries, but not against quantum adversaries.
4. An exponential quantum -classical separation in the stream ing $m$ odel of com putation.
5. T he near-optim ality of A aronson's classical sim ulations of quantum onew ay protocols.

These applications all have the sam e avor: they give exam ples where quantum $m$ em ory is $m$ uch $m$ ore powerful than classical $m$ em ory. This contrasts for instance $w$ ith the results about privacy am pli cation based on two-universal hashing KM R 05, RK 05], where quantum mem ory is not signi cantly m ore powerfiul than classical mem ory.
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