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Abstract. Federated learning is growing fast in both academia and industry to resolve data hungeriness and privacy issues in machine learning. A federated learning system being widely distributed with different components and stakeholders requires software system design thinking. For instance, multiple patterns and tactics have been summarised by researchers that cover various aspects, from client management, training configuration, model deployment, etc. However, the multitude of patterns leaves the designers confused about when and which pattern to adopt or adapt. Therefore, in this paper, we present a set of decision models to assist designers and architects who have limited knowledge in federated learning, in selecting architectural patterns for federated learning architecture design. Each decision model maps functional and non-functional requirements of federated learning systems to a set of patterns. We also clarify the trade-offs that may be implicit in the patterns. We evaluated the decision model through a set of interviews with practitioners to assess the correctness and usefulness in guiding the architecture design process through various design decision options.
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1 Introduction

The expansion of industrial IoT, smartphones and the internet\textsuperscript{9} resulted in the exponential growth in data dimensions, which in turn accelerated the adoption of machine learning for data analysis in multiple areas. However, many machine learning systems suffer from insufficient training data due to data privacy concerns. Data privacy as an important ethical principles of machine learning systems\textsuperscript{6} induced the regularisation of the access of privacy-sensitive data. For instance, the General Data Protection Regulation (GDPR)\textsuperscript{3} stipulates a range of data protection measures that limits the ability of machine learning applications to obtain data for training models. Furthermore, trustworthy AI has become an emerging topic lately due to the new ethical, legal, social, and technological challenges brought on by the technology\textsuperscript{18}.

\textsuperscript{3} https://gdpr-info.eu/
Federated learning was introduced by Google in 2017 as an approach to solve the limited training data and data sharing restriction challenges. It addresses not only the data privacy issue but also the high communication costs. However, a federated learning system, as a large-scale distributed system, presents more architectural design challenges, especially when dealing with the interactions between the central server and client devices and understanding and managing the tradeoffs amongst the software quality attributes.

In our previous work, we conducted a systematic literature review (SLR) on federated learning systems from the software engineering perspectives to articulate the different software architectural challenges and propose approaches to tackle the challenges. We have summarised a set of software architectural patterns to address the different requirements from different research articles and industrial practices. Despite having a collection of patterns, designers and architects may find it difficult to choose when and how to use a pattern. Hence, we aim to provide a method to structure the patterns to assist architects in selecting appropriate patterns during the federated learning system design. This paper as an extension of our previous work, introduces a set of federated learning architectural patterns selection decision models. The goal is to provide guidance for federated learning architecture design decisions that meet the intended requirements while taking tradeoffs and constraints into considerations. The contribution of the paper are as follows. We propose:

- A process flow that covers four high-level design decisions for a federated learning system.
- Patterns selection decision models that map the functional and non-functional requirements of federated learning architecture to a set of patterns and the dependencies between patterns.

The remainder of the paper is organised as follows: Sec. 2 presents the design methodology for our decision models. Sec. 3 shows an overview of the proposed decision models. Sec. 4 to Sec. 7 elaborate the 4 decision models for different aspects of architecture design. The evaluation of the decision models is presented in Sec. 8. We discuss the limitation to validity of this research in Sec. 9. Sec. 10 covers the related work on federated learning architectural patterns and decision models. Finally, Sec. 11 concludes the paper.

## 2 Decision Models Design Methodology and Notations

To design a decision model that elicits the functional and non-functional requirements with the respective patterns, we need to map the elements of the problem space to the elements of the solution space. The problem space can be presented as a set of functional (FR) or non-functional requirements (NFR), whereas the solution space as a set of patterns targeting to solve the problems. We have adopted the decision model design methodology from the adopted notation method from that involves the mapping of requirements and patterns, as shown in Fig. The elements of the problem and solution spaces
Fig. 1: Decision model notations

are created based on the categories in [13]. An single-headed arrow from the pattern to the requirement indicates that the pattern satisfies the requirement. All pattern decisions will have benefits which are indicated by a plus sign (+) and tradeoffs which are indicated by a minus sign (-).

To present patterns combination, an double-headed arrow is used to point from one pattern to another pattern. It signifies that the originating pattern complements the targeted pattern, with the label [complements]. In the case of showcasing one pattern being an alternative to another pattern, we use a double-headed arrow with the label [alternatives] to represent their relationship. When a pattern complements another pattern it means that the initial pattern is required. Therefore, the qualities of using the initial pattern also apply to the combination of the patterns. If a system quality is associated to both the initial and the complementary pattern but with a different qualification, the qualification of the complementary pattern overrides the qualification of the initial pattern. If there are conditions or constraints to the adoption of a pattern to satisfy certain requirements, it is represented in a trapezium with a dashed line connected to the respective pattern.

3 Design Model Overview

Fig. 2 presents an overview of the federated learning process. We can observe that a central server needs to manage multiple client devices and the models being received and transferred out. Moreover, the model training and aggregation process is also a key design concern. Finally, the training process needs to be configurable by the system owner. Hence, we have categorised 4 main design decisions of a federated learning system, as shown in Fig. 3. The followings are the high-level decisions:

- Client management patterns selection decision
- Model management & configuration patterns selection decision
– Model aggregation patterns selection decision
– Model training patterns selection decision

The order of initiating a high-level decision begins from client management decisions and model management & system configuration decisions that can be performed in parallel, followed by the model aggregation and training decisions. During each lower level decision within the high-level decisions, the designers need to consider how each quality is positively or negatively affected by another. Whenever a conflict exists, the designers should analyze the previous decisions made and look for additional or alternative patterns to address the shortcomings, according to their design requirements.

4 Client Management Decision Model

The client management decision model covers the design decisions that involve the management of client devices information, the connection between client devices and the central server, and the selection of client devices for the training process, as shown in Fig. 4. Federated learning systems require the central server to interact with a large number of client devices to perform model training, aggregation, and updates. Due to the difference in ownership, geo-location, and usage patterns, the connection might not be consistent, and this causes low training efficiency. Hence, the client devices’ information needs to be managed and maintained. The client registry pattern could be adopted to enhance the system’s maintainability, reliability, and trustworthiness. The client registry records the information of the client devices that currently or previously
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Fig. 3: High-level Overview of Decision Models

Fig. 4: Client Management Patterns Decision Model
have interacted with the central server. The information may include clients’ ID, connection uptime/downtime, operating system version, available memory, bandwidth, etc., which are essential for the client selection, filtering, or model communication scheduling task by the central server. The client registry can be implemented using centralised database or decentralised blockchain, while taking the privacy sensitivity of the information recorded into consideration. By entrusting the device information to the central server, the data privacy of the clients’ information is compromised. Hence, a consensus from the device owners is required before the collection of their information. As for the approach that uses blockchain, the trustworthiness is further enhanced due to its immutability property but blockchain as an approach to implement client registry still requires more studies and consideration, such as usability and suitability of blockchain to record the clients’ information, the read/write performance and the transparency of blockchain. While both blockchain and database system can be used together to complement each other in most scenarios, architects and designers need to calculate the cost effectiveness of implementing both approaches. This pattern also need to satisfy the storage cost, computation cost, and privacy constraint where continuous record and update of client devices info and status by the central server throughout the training process is required. The owners’ data privacy will be exposed by a certain degree where consensus to collect the information is needed.

Suppose the central server collects all the models, or randomly selects client devices to receive and submit model updates when there is no information regarding the client devices to be utilised for selection mechanisms. With the clients’ information recorded by the central server, the client devices can be actively managed. Hence, the client registry pattern complements the patterns that manage the connection between the central server and the client devices. To actively select the client devices for the training process according to the system owner’s desired criteria, the client selector pattern can be adopted. This pattern intends to fulfill the non-functional requirement on the training efficiency when interacting with client devices that have high differences in their available computation, communication and memory capacity. By selecting client devices with higher available resources, nearer in location, and have longer connection up time for model training, the resource optimisation improves the overall system efficiency and model quality. However, the adoption of client selector may induced model bias as the selection criteria will always favours the devices that have higher resources, regardless of the data quality or class distributions. This might harm the model’s generalisability. The bias may also worsen the data distribution unbalancedness, which is known as non-IID. The patterns to solve non-IID issue will be covered in Sec. 6 and Sec. 7.

---

4 Non-Identical and Independent Distribution: Skewed and personalised data distribution that differs across different clients and restricts the model generalisation.
computational efficiency but may induce higher model bias due to the exclusion of low resource client devices.

Another pattern that is complemented by the client registry pattern is the client cluster pattern. This pattern targets to fulfill the non-functional requirement on training efficiency when client devices inherit different characteristics such as data heterogeneity, location, etc., that need to be considered during training. Similar to client selector, the client cluster groups the client devices with similar characteristics, such as operating time zone, geolocation, etc. The local models from the same group will be aggregated. This enhances the model quality and the convergence speed of the training process. In contrast, the extra computational cost is required to access and group the client devices which may reduce the computation efficiency of the system.

5 Model Management and Configuration Decision Model

![Model Management and Configuration Patterns Decision Model](image)

Fig. 5: Model Management and Configuration Patterns Decision Model

Fig. 5 showcased the model management and configuration decision model. The federated learning process needs to be easily configurable by the system owner. A training configurator provides a user-friendly interface, state-of-the-art practices, computational resources, and technical support to the system.
owners to configure the training parameters, client devices management, model management and configuration, and the model aggregation mechanisms which we will cover in Sec. 6. This pattern enhances the accessibility and usability of the federated learning system. Many user-friendly machine learning (ML) system configuration tools such as the Microsoft Azure Machine Learning Designer[5], the Amazon SageMaker[6] and the Alibaba Machine Learning Platform[7] are available for centralised or distributed ML systems. However, a preset system may have a relatively lower flexibility. Users might not have the freedom to configure or design the system that suits all their requirements. Moreover, the system may face scalability issues to support more users and devices associated with the expansion of the systems. The training configurator pattern complements the model co-versioning registry, model replacement trigger, and the deployment selector patterns, in terms of usability.

Another requirement is to enable traceability of the local and global model versions in a federated learning system. The model co-versioning registry pattern could be adopted for model provenance. This approach uses a registry to actively track and record all the model versions and performance of all the client devices that have interacted with the central server. The timestamp and the global model version that is created by the local models are also linked and recorded for model provenance. This effectively increases the accountability, and traceability of the federated learning system. One downside to this approach is the low storage cost efficiency due to the requirement to store the models when the model size with highly-complex architecture can easily multi-folds with the increase in the number of client devices [13]. Furthermore, designers may need to decide where should the registry be located. Users’ data privacy may be compromised despite only providing the local models [12,7], whereas placing the registry in each client device will certainly reduces the devices’ storage cost efficiency and computation efficiency. Trustworthiness issue between the 2 parties also occurs when only one party holds the registry. One solution to that is to use blockchain to host the registry so that all the parties can audit the models’ record [10,20]. A storage efficient method using blockchain and smart contracts to track and record only the hashed representations of the data and model versions is mentioned in [10] that has effectively increased the storage efficiency for model provenance. In addition, the usage of a combination of decentralised blockchain and database for provenance purposes mentioned in [10] and [20] have also resolved the data privacy and trustworthiness issues.

A model replacement trigger pattern fulfills the requirement in enabling upgradability of outdated models. This pattern monitors the performance of the model that is deployed for real-world usage and when the model’s performance (accuracy, precision, etc.) degrades, a request for new model will be generated to trigger for a new model training task. This maintains the model performance and upgradability, and the trustworthiness of the systems. However, the continuous

6 https://aws.amazon.com/sagemaker/
7 https://www.alibabacloud.com/product/machine-learning
monitor and update of the deployed models will affect the computation efficiency of the central server and the client devices.

A deployment selector pattern fulfills the requirement to deploy the trained model to the client devices for real-world usage. This pattern is complemented by the training configurator to increase the model’s ease of deployment. The deployment selector will deploy a model that has been trained to convergence to the client devices based on a series of client selection criteria. Conventionally, the central server will distribute the converged model to all the client devices that have participated in the training process. However, one global model may not suit all the client devices’ applications or tasks. This is especially crucial in multi-task and multi-model training scenario [13,7,12] where the local data used to train the model comes from multiple, different-but-related applications, or client devices each with a dataset from one local application that can collaborate with the local dataset of the other application of other client devices to train one or multiple models. More about multi-task training will be covered in Section 7. Some client devices may not be able to actually deploy models with high complexity (high number of neural-network layers or parameters) and a simpler version of the same model is required. When there is more than one converged model to be deployed, the deployment selector pattern selects clients that are most suitable to receive the model, according to their specifications, resources, applications, etc. This enhances the model suitability for each client device’s application. However, the data privacy is compromised as more application and devices information are required by the central server for the selection criteria and causes lower computational efficiency.

Lastly, the continuous communication between the client devices and the central server resulted in lower communication efficiency. To tackle this issue, a model compressor pattern can be adopted to reduce the data size of the model before being transferred between the two parties. Model pruning and compression can increases the communication efficiency but may negatively impact the model quality due to the lower data precision [12,7].

## 6 Model Aggregation Decision Model

Fig. 6 showcased the model aggregation decision model. Ideally, the central server waits for all the local models to reach to perform model aggregation. Hence, the model aggregation time depends on the arrival time of the last local model. To reduce the latency and increase the system efficiency of the model aggregation process, the asynchronous aggregator pattern can be adopted. This pattern performs model aggregation whenever a local model update is received, with the currently available global model in the central server. The aggregation latency can be greatly reduced which enhances the system efficiency. However, a relatively higher number of aggregation rounds may be required and causes lower communication efficiency. Furthermore, due to the difference in aggregation round, the model update version received by each client device will be different across one another. Some client devices with extremely scarce commu-
communication bandwidth may also struggle from being too outdated to join the latest aggregation. Thus, the model produced may be biased. Client devices with low computational resources will require longer local training time which makes their local models outdated.

The non-IID data distribution is a main challenge of federated learning [12,13,10]. A hierarchical aggregator pattern introduces the inclusion of several edge servers as an intermediate layer between the central server and the client devices to resolve this issue. The edge servers are deployed at several locations to group the client devices within the same area, where they have similar data and location characteristics. The edge server then performs an intermediate model aggregation using the local models from the client devices that they host. Finally, the intermediate models are aggregated on the central server. By performing an intermediate aggregation, the communication efficiency and scalability of the system can be improved. The statistical and system heterogeneity are also reduced [13]. However, the constraint of this pattern is to have more devices added to the system and since more layers and devices are added to the system, the points-of-failure increase, and the system becomes vulnerable to failure and adversarial attacks, which compromises reliability and security.

A federated learning system is vulnerable to security and reliability issues, both due to the central server being the single-point-of-failure. The central server needs to be robust and secured throughout the training process. To fulfill this requirement, a secure aggregator can be adopted. This pattern utilises the state-of-the-art security approaches for multiparty computation such as homomorphic encryption to encrypt and decrypt the model prior to exchanges, or
local differential privacy that add noise to the models before exchanges. However, differential privacy approaches may reduce the model quality due to the noise added to the models. The computation efficiency drops and latency occurs to perform encryption and decryption for every model updates received.

Another pattern that aims to solve the single-point-of-failure issue is the decentralised aggregator pattern. It removes the central server entirely but it is constrained by low system efficiency and cost of using alternatives to execute model aggregation. These alternatives include using peer-to-peer communication between neighboring client devices [16], or blockchain and smart contract to manage the models [2,20]. This pattern increases the reliability and accountability in comparison with the centralised federated learning approach but it suffers more in terms of latency and storage cost efficiency, especially due to the peer-to-peer connection and the read/write performance of blockchain.

7 Model Training Decision Model

Fig. 7 showcased the model training decision model. When a model is trained in federated learning settings, there are 2 main requirements to be considered: (1) reduce the effect of non-IID or statistically heterogeneous data distribution due to the diversity of client devices; and (2) increase participation rate and trustworthiness of client devices. Firstly, to solve statistical heterogeneity issue,
the heterogeneous data handler pattern can be adopted. The pattern can implement data augmentation for federated learning [5] to generate more data points to create a more balanced dataset, or adopting the federated knowledge distillation method [1] that obtains the knowledge from other devices during the distributed training process, without accessing the raw data. Apart from solving statistical heterogeneity, this pattern also enhances model fairness and trustworthiness, which serves as an alternative to the incentive registry pattern in terms of trustworthiness improvements. For instance, the weighted random sampling of training data approach was proposed by [10] to create a more balanced and fair dataset by randomly sampling more data points from class with less number of samples. Low computation efficiency is the drawback for the implementation of this pattern, especially when the client devices with fairly limited amount of computation and storage resources needs to generate more data through augmentation or perform knowledge distillation explicitly.

To improve the model quality by increasing the participation rate of client devices, the incentive registry can be implemented. By providing a fair amount of reward or compensation to the clients, the overall client motivatability is increased and this translates to better model quality. With more client devices and training data, the model generalisability is also enhanced. Furthermore, giving rewards according to the clients’ contribution can also improves the system’s fairness and trustworthiness. Blockchain and smart contract technology are adapted to realise the incentive registry. Blockchain can store and record the contribution and model quality information while smart contracts can issue the reward according to the compensation rate agreed between the central server and the client devices. However, the provision of reward may harm the system security as dishonest clients may submit fraudulent results to earn rewards illegally and distort the training process.

The implementation of a multi-task trainer pattern allows the utilisation of the client’s local data of different-but-related applications to training. Hence, the model generalisability and robustness are enhanced. Furthermore, the training of the model on related or overlapping representations improves the training efficiency of the system by reducing the cost required to train different tasks individually. However, this pattern is constrained by the requirement to collect and match the data from different applications across all participating client devices to perform multi-task model training. This also means that the collected data needs to be accessible by the central server for pre-processing, which will be challenging in terms of data privacy.

8 Evaluation

We conducted a set of interviews to assess the usefulness, correctness, comprehensiveness of the decision models. We have generated a series of interview questions for a group of experts in federated learning research and software engineering field. We identified the participants for interviews by searching relevant organisations and databases online (CSIRO Portal, Google Scholar, etc).
We have also sought recommendations from colleague researchers and contacted the potential participants using publicly available contact details. 7 participants agreed to be interviewed and the interviews were conducted from February to March 2022. The interviewees are from various backgrounds, with a high variation in the degree of experience and responsibility. 2 interviewees are specialised in federated learning research, 1 interviewee worked in federated learning and trustworthy AI research and engineering, 1 interviewee works as a software engineer in a web company, 2 interviewees are specialised in software engineering research and 1 interviewee works in the machine learning research area. The job positions of the interviewees included: postgraduate student (1), senior research scientist (2), principal research scientist (3), and software engineer (1). All the interviews were conducted through video teleconferencing.

8.1 Interview Questions

We asked the following questions to get feedback on the overall usefulness of the proposed decision models:

- Are the decision models useful to support the decision-making in the design and development of a federated learning architecture? Why?
- Are the decision models helpful in architectural evaluation, e.g., identification of the system qualities and tradeoffs? Why?
- Have the decision models covered the important aspects of a federated learning architecture? Is there any aspect missing?
- What are your suggestions to enhance the design process or the decision models?

8.2 Key Findings

The overall feedback and opinions of the participants were positive and constructive. The followings are the key findings from the interviews:

Usefulness for Guidance to Design: The interviewees affirmed that the proposed decision models could provide design guidance to federated learning software architects and developers with limited understandings of federated learning. One participant mentioned that the decision models highlighted the path of selecting patterns, and make the relation between the patterns more explicit. One participant expressed that the overall decision models are useful but may be too generic for architecture designs for specific use-case or application domains.

Usefulness for Architecture Evaluation and Documentation: The interviewees felt that the proposed decision models are useful in evaluating and documenting the architecture as the quality tradeoffs of applying the patterns can be highlighted, and the impact of a pattern being applied to another pattern is also well laid out. This assists the developers to identify the relevant properties and analyse the potential conflicting properties.
Correctness and missing patterns/information: Most feedback on individual decision models were clarifications on how patterns relate to each other and their requirement tradeoffs. We have integrated all the comments into the decision models presented above. Some missing patterns suggested by the interviewees are sampling strategy for client management patterns, representation aggregator and results aggregator for model aggregation patterns. Nevertheless, we did not include these to be architectural patterns. Instead, these patterns are more in-depth and specific strategies for specific requirements. One participant highlighted his confusion on the computation efficiency tradeoff of the implementation of multi-task model trainer patterns, which we have updated after the discussion.

Suggested Improvements: Three participant suggested providing more context to the decision models and compiling a propagating decision model to present how each patterns selection decision affects the next pattern selections. One interviewee suggested rephrasing the non-functional requirement and constraint statements with the associative system quality attributes. One participant questioned how to incorporate all the system quality attributes that contradict each other in a system. Specific use-case or application scenarios should be considered when applying the decision models to better understand the benefits and tradeoffs of applying each pattern. The participant also questioned the applicability of the decision models on cross-silo federated learning scenarios. Our decision models currently still main focus on the cross-devices settings of federated learning and we intend to expand the decision models to cover more requirements that are specific for cross-silo federated learning settings. We will take all the comments and suggestions into account and plan to extend our current decision models with more case studies.

9 Threats to Validity

The interview participants were selected from the industry and academia to reduce the subjective bias in expert feedback. The selected participants are all experienced machine learning practitioners or federated learning and software engineering researchers active in the industry and academia. All participants had 3-10 years of experience on multiple AI, federated learning, or software engineering research projects. The design models, high-level descriptions, and questions were shared with the interviewees at least one week before the interview. They were required to answer the questions before the interview, where the answers and opinions were further discussed during the interview session. All the participants were either direct or indirect professional contacts of the investigators of this work. We applied our knowledge to identify the relationships and selection paths among the patterns and this could affect the proposed decision models’ reproducibility. Nevertheless, this tradeoff is inevitable as we had to bring a structure into the decision model while pooling patterns from multiple collections.
10 Related work

A decision model is an approach in software engineering that maps the problems to the solution to guide design decision-making. A well-known approach for creating decision models is Questions-Options-Criteria (QOC) \cite{10} where the questions represent problems, the options map to solutions, and the criteria are used to determine the options’ suitability with respect to the questions. Another popular approach from the field of Software Measurement is Goal Questions Metric (GQM) \cite{11}. It models the problem according to the goals and questions and provides the metrics to be used for assessing an object and subsequently making decisions to improve it. There are much research works on multiple software engineering and architecture domains that have adopted decision models. For instance, Grace et al. \cite{12} proposed a decision model for cyber-foraging systems’ architectural tactics. Xu et al. \cite{13} propose a decision model for selecting appropriate patterns for blockchain-based applications. These researchers designed their decision models in extension to the series of patterns or tactics that they have previously published. In practice, patterns selection is challenging due to the fragmented information provided regarding the relationships across different patterns. In contrast, decision models can guide the selection of multiple patterns while considering each pattern’s quality tradeoffs and relationships among patterns.

A federated learning system design was introduced by Bonawitz et. al \cite{14}. It focuses on the high-level design of a basic federated learning system. \cite{15} presents a comprehensive and systematic collection of federated learning architectural patterns to provide guidance for practitioners to better design and develop federated learning systems. Motivated by the aforementioned works, we focus to design decision models for the selection of patterns based on the requirements, while understanding the effects on system qualities.

11 Conclusion and Future Work

This paper presented a decision model for federated learning systems that maps the functional and non-functional requirements to the architectural patterns. Each mapping of requirements and the patterns are qualified with the benefits and tradeoffs to improve the designers’ understanding on the effects of the decisions. The decision models have been evaluated by experts in terms of correctness, usefulness, and comprehensiveness. According to the feedback, the decision models are able to bring structure to the architecture design process, and help explicitly articulate design rationale. For future works, we plan to expand the decision models by including more patterns and collecting more experts’ feedback to improve the decision models.
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